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Abstract

This document presents the functional requirements for IEEE 802.22.1 Advanced Beaconing Project.


1. Overview
The 802.22.1 Standard shall be developed in accordance with the P802.22.1 Revision Project Authorization Request (PAR) [1]. 
The 802.22.1 shall be a Revision to the Existing IEEE Std. 802.22.1-2010. The resulting standard shall fit within the following scope:
“This standard specifies methods for spectrum sharing using advanced beaconing. The beacon specifies a format that facilitates its detection at low Signal to Noise Ratios. It contains information about a system that requires interference protection and is willing to share the spectrum with other systems. The Standard defines Physical Layer (PHY) and Medium Access Control Layer (MAC) for advanced beacon operation in High Frequency (HF), Very High Frequency (VHF), Ultra High Frequency (UHF) (3MHz to 862 MHz) and the S-Band (2 GHz - 4 GHz). Enhanced security features, spectrum management, self- organizing network and relay capabilities are included in the beacon specification. The beacon supports spectrum sharing with licensed wireless microphones, radars, fixed and transportable space to earth receiver stations and other services. This standard supports mechanisms to enable coexistence with other 802 systems in the same band.”
The functional requirements are presented as following.
2. Definition of Words
Shall: These words or the adjective "REQUIRED" means that the item is an absolute requirement.
Should: This word or the adjective “RECOMMENDED” means that there may exist valid reasons in particular circumstances to ignore this item, but the full implications should be understood and the case carefully weighed before choosing a different course.
May: This word or the adjective “OPTIONAL” means that this item is truly optional. One implementation may include the item because the target marketplace requires it or because it enhances the product, for example; another implementation may omit the same item
3. Functional Requirements
3.1 Introduction

Recently, Federal Communications Commission (FCC), National Telecommunications and Information Administration (NTIA) in the United States and other regulators such as OfCom UK, have broadened their horizons for cooperative spectrum sharing approaches in order to optimize spectrum utilization. For example see the PCAST Report [3]. FCC/ NTIA are in the process of opening new spectrum bands which specifically require multi-levels of regulated users (e. g. primary, opportunistic etc.) to share the spectrum. There is emphasis on greater spectrum efficiencies, spectrum sharing and spectrum utilization, which requires not only database driven configuration of the radios, but systems that can provide spectrum occupancy at a particular location and at a particular time. 

The IEEE 802.22.1-2010 Standard was published in 2010. This standard defines a beaconing specification that enables spectrum sharing between licensed Part 74 (e. g. licensed wireless microphone) systems and the unlicensed Television Band (VHF/ UHF Band) WhiteSpace Devices. In June 2010, the President of the United States signed a Memorandum calling for the National Telecommunications and Information Administration (NTIA), in collaboration with the Federal Communications Commission (FCC), to make 500 MHz of spectrum available for fixed and mobile wireless broadband. Please see Section 8.1 of the PCAST report [3]. 
One of the portions of the spectrum identified to achieve this goal is the S-Band (2000-3700 MHz) where radars have been deployed. The current plan is to use exclusion zones to protect U.S. Navy coastal operations and other Department of Defense test and training areas. However, advanced beaconing approaches, such as the one developed in the IEEE Standard 802.22.1-2010 for spectrum sharing and interference protection between the primary signals and commercial wireless microphone signals may be used. Such an Advanced Beacon (AB) will enable efficient spectrum sharing. 
The AB Signal may specify the frequency channels that are available for use by the commercial wireless communications devices at particular times, which when combined with some universal time clock such as Global Positioning System (GPS) can help commercial communications systems to use these channels.  
During emergency scenarios, the beacon will be able to send urgent messages, to ask all the commercial systems to shut down within the requirements of the regulations. Security features for such beacons are very important. IEEE Std. 802.22.1-2010 has incorporated many such security mechanisms already that may be applied relatively readily for secure identification and authentication of the beacon but may need enhancements. The IEEE Std. 802.22.1-2010 beacon may require alternate technologies for the PHY and enhancements to the MAC in order to carry the information for spectrum sharing. It may also require relay, and spectrum management attributes. This advanced beaconing technology may be used to protect other types of services such as the satellite to earth receiver stations, emergency services etc.
3.2 Managed objects 
This Standard shall specify Managed Objects.  

3.3 Coexistence 
A WG proposing a wireless project shall demonstrate coexistence through the preparation of a Coexistence Assurance (CA) document unless it is not applicable. 

a) Will the WG create a CA document as part of the WG balloting process as described in Clause 13? (yes/no) 

b) If not, explain why the CA document is not applicable. 

The CA document will be part of the WG Balloting Process as decribed in Clause 13.
3.4 Regulartory requirements

This amendment shall meet the regulatory requirements. An example of such a Regulatory Requirement may be found in FCC 15-47 [4], Report and Order and Seocond Further Notice of Proposed Rulemaking - Amendment of the Commission’s Rules with Regard to Commercial Operations in the 3550- 3650 MHz Band. Although these rules have not explicitly specified any Adcvanced Beacon System, the assumption is that the Advanced Beacon will provide the Spectrum Sharing information from the Incumbent to the Spectrum Access System (SAS). 
3.5 Advanced Beacon System Capability, Classes and Complexity

In general, the Advanced Beacon Transmitter is likely to be deployed by the Incumbent. The Transmit Power of the Advanced Beacon Transmitter and frequency of operation should be such that Incumbent Protection could be realiably provided at distances greater than the Exclusion Zones as specified in the regulatory requirements. For example, in the United States the Exclusion Zone distances are of the order of 80 km [4]. 
The Advanced Beacon Receivers shall be capable of robustly receiving and decoding the information contained in the Advanced Beacon Signal at the distances specified by the regulatory requirements. The assumption is that the AB Receivers coud be deployed at the edge of the Exclusion Zones. 
It is likely that multiple incumbents may need protection at the same time in same Geographical Area. The AB System should have this capability. 
Spectrum Efficiency is important since this AB system itself is an enabling system to permit commercial wireless communications in some other band. Hence the Spectral Footprint of this AB system needs to be taken into account. 

3.6 Number of devices

The standard should be able to support Spectrum Sharing Information Exchance from up to 5 Incumbents at the same time. Since the AB will be deployed in the Broadcast Mode, there is no limit to the number of devices that it can serve as long as the Link Budget allows it. 

The differential propagation delays shall be taken into account while designing the AB system. 

3.7 Network Topology and Quality of Service
The network topology shall be Point to Multi-point, where the transmission is likely to be in the Broadcast Mode between each of the AB Transmitter and multitudes of the AB receivers.  The Quality Service may be Best Effort. 
3.8 Real-time applications
This system shall be capable of enabling Spectrum Sharing between the Incumbent Systems and the Commercial Wireless Communications Systems as specified in the Regulations. 
3.9 Security
The AB system shall have the necessary authentication and encryption features. System overhead needs to be considered in designing the security features. Other Fail Safe mechanisms may be considered.
3.10 Frequency Band of Operation and Channelization

[TBD]

3.11 Reporting to the Database Service also known as the Spectrum Access System (SAS)
Each of the AB Receiver systems shall be capable of realiably detecting and decoding the Spectrum Sharing information form the Incumbent. The AB receivers shall either be professionally installed and fixed OR have GPS capability so that they can determine their location. The AB receivers shall interface to the Spectrum Database or the Spectrum Access System (SAS) and provide a Time Stamped Spectrum Sharing Payload Information received from the AB Transmitter. The AB Receiver shall have a Single Omni Directional Antenna. 
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