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2. Introduction
This contribution provides a method of notification of sensing capability and scheduling of sensing method for WRAN system to offer more accurate sensing.
3. CPE notification of sensing capability and BS scheduling of sensing method
Because a WRAN system needs to detect interference from other system, every CPE should have the capability of sensing. The basic sensing methods of WRAN are coarse power detection and fine/feature detection. But, WRAN will be used in many countries and regions, coexistence environment is different in different regions, and the coexistence requirements will change in the same region. For example, the LU to be detected is ASTC in USA, while the LU is DVB in China. Moreover, the LU is DVB at present in china, but DMB may be used with the development of technology. So, if the coexistence environment changes, it is needed that WRAN can detect new LU systems. In this case, WRAN system will deploy CPEs with the capability of detecting new LU systems. So, CPEs with capabilities of detecting different LU systems will coexist in the same cell. In addition, there will be new sensing technology for old LU systems with the development of WRAN system. CPEs with new sensing technology will exist in markets, and then CPEs with different capabilities of detection will coexist in a WRAN cell. So BS does not know detecting capabilities of every CPE, which means that BS does not know detecting methods of CPEs to detect signals of LUs. Otherwise, in the process of data fusion, WRAN need to distinguish sensing reports from every CPE, especially in fine detection phase. For example, there are some CPEs (set 1) with old ATSC system fine characteristics detection method called Method 1,and some CPEs (set 2) with the latest ATSC system fine characteristics detection method called Method 2. When BS request the CPEs of set 1and set 2 to detect ATSC signal, because Method 2 is more veracious than Method 1, in data fusion BS must have more trust in the sensing result of CPEs in set 2 than in set 1. So it is very important for the whole sensing judge process that BS knows sensing capabilities of every CPE in advance.

3.1 General Description

We can describe the process as follows:

First, every CPE notifies detection capability to BS. BS cluster CPEs with different sensing goal (for example, BS be able to notify CPEs in an area to specially detect a kind of interference signals). When BS requests CPEs in every cluster to send sensing reports, it will assign detecting methods to CPEs. Finally, CPEs send sensing reports to BS, and BS judges the existence of interferences by data fusion.
3.2 Notification of sensing capability

CPEs shall register with a BS before receiving or being provided any type of service. Through the registration process a BS shall become aware of the capabilities of the registering CPEs. The registered capabilities include CPE location, HARQ capability, and so on. So, it is useful that CPE notifies BS its sensing capability in the process of register.
CPE uses a REG-REQ message to register with a BS, and the message format is shown in Table 1. 

Table 1 —REG-REQ message format

	Syntax
	Size
	Notes

	REG-REQ_Message_Format() {
	
	

	Management Message Type = 6
	8 bits
	

	Information Elements (IEs)
	Variable
	

	}
	
	


After registration, BS will send a REG-RSP (Registration Response) message to notify CPE that whether the registration is successful or not. REG-REQ and REG-RSP management messages may carry a number of IEs that support the registration process.   We can add a Sensing IE to register CPE’s sensing capability to BS, and the IE is shown in Table 2. In the table, the value of IE is 0 means that CPE has ASTC DTV characteristics method 1and NTSC feature detection 1, but IE’s value is 20 means the CPE has newer characteristics detection method 2 to detect ASTC signals. 
Table 2 —Information elements
	Element ID
	Length

(bytes)
	Value
	Scope

	20
	1
	0: ATSC DTV feature detection 1＋NTSC feature detection 1

1: DVB feature detection 1

2: WLAN feature detection 1

3: WPAN feature detection 1

4: WMAN feature detection 1

5-19: reserved for other systems

20: ATSC DTV feature detection 2＋NTSC feature detection 1

21: ATSC DTV feature detection 3＋NTSC feature detection 1

22-24: reserved

25: ATSC DTV feature detection 1＋NTSC feature detection 2

26: ATSC DTV feature detection 1＋NTSC feature detection 3

27-29: reserved

30: DVB feature detection 2

31: DVB feature detection 3

32-34: reserved

35: ATSC DTV feature detection 2＋NTSC feature detection 2

36: ATSC DTV feature detection 2＋NTSC feature detection 3

37: ATSC DTV feature detection 3＋NTSC feature detection 2

38: ATSC DTV feature detection 3＋NTSC feature detection 3

39-255: reserved


	REG-REQ, REG-RSP


3.3 Clustering

WRAN has two kinds of clusters, one is physical cluster and the other is logic cluster. A physical cluster is defined as a set of one or more CPEs whose incumbent sensing outcome for given channel(s) and for given RF profile(s) is similar, or a set of one or more CPEs have same location and capability (such as sensing capability, which is reported by CPE). After creating physical clusters, then logic clusters will be created. Figure 1 shows the process. In Figure 1, it is indicated that unless a PC has a single CPE, different CPEs belonging to the same PC perform different type of RF measurements. Some may perform ATSC, while others may be responsible for NTSC, and so on. However, all CPEs participating in a LC perform the same type of incumbent measurement.
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Figure 1   Concept of logical clusters (CPEs across physical clusters are grouped and perform the same coexistence activity. BS and CPEs participate in this process.)

WRAN system can create logic clusters based on the detected LU system:

For example, logic cluster A only detects ATSC DTV signals, and logic cluster B only detects NTSC signals.

WRAN system can also create logic clusters based on the detected LU system and location information:

Such as, WRAN BS can set CPEs responsible for ATSC in left-up corner, right-up corner, left-down corner, right-down corner as a logic cluster respectively; and CPEs responsible for NTSC in left-up corner, right-up corner, left-down corner, right-down corner as a logic cluster respectively.

After creation of logic clusters, BS will save this information for data fusion.

3.4 Transmit special sensing request

In current systems, CPE can send its sensing reports actively, or send sensing reports by BS’s request passively. BS sends BLM-REQ（bulk measurement request）message to request CPE sends sensing reports. BLM-REQ message format is shown in Table 3. From Table 3, BLM-REQ messages can be comprised of a multitude of single measurement messages. Each of these single measurement requests can be associated with a different type of measurement, and hence provides a high degree of flexibility to the system.

Table 3 —BLM-REQ message format

	Syntax
	Size
	Notes

	BLM-REQ_Message_Format() {
	
	

	Management Message Type = 39
	8 bits
	

	Transaction ID
	16 bits
	Shall be set to a nonzero value chosen by the BS sending the measurement request to identify the request/report transaction.

	Starting Channel Number
	8 bits
	

	Number of Channels
	8 bits
	

	Confirmation Needed
	1 bit
	Indicates whether or not the CPE is required by the BS to confirm, with a BLM-RSP message, the receipt of this message.

0 = No confirmation needed (default)

1 = Confirmation needed

	Number of Single Measurement Requests
	3 bits
	The number of single measurement requests contained in this message

	Single Measurement Requests
	Variable
	A series of single measurement requests. 

	}
	
	


Table 4 illustrates an example of the format of single measurement requests. These single measurement requests can be of various types as shown in Table 5.
Table 4 —Single measurement request message format

	Syntax
	Size
	Notes

	Single_Measurement_Request_Format() {
	
	

	Element ID
	8 bits
	Table 5

	Length
	8 bits
	

	Transaction ID
	16 bits
	

	Number of Repetitions
	16 bits
	Contains the requested number of repetitions per channel for the periodic measurement request elements in this frame. A value of zero in the Number of Repetitions field indicates measurement request elements are executed only once.

	Report Frequency
	8 bits
	This field indicates how often a CPE shall report measurements back to the BS

0:

This field is not used to request a measurement report. That is, the CPE will report measurements either autonomously or whenever requested by the BS.

1:

The CPE shall either report immediately to the BS (if this is in regards to an existing Transaction ID) or will report to the BS at the end of each repetition interval (in the case of a new Transaction ID). Note that in the case of an existing Transaction ID and Report Frequency == 1, the local information maintained by the CPE shall only be updated for this transaction if Number of Repetitions is not zero.

2-127

The CPE shall send a report to the BS at the end of every X number of repetitions.



	Restart Delay
	16 bits
	This field indicates the delay between two measurement repetitions. As shown in Table 147, the Measurement Period is divided into two subfields: Time Scale and Restart Delay. The Time Scale subfield defines the scale for the Restart Delay subfield as shown in Table 148. The subfield consists of a 15 bit unsigned integer number representing the fixed time delay between the completion of the last periodic measurement until the measurement activity is restarted.

	Request Mode
	3 bits
	

	Request Element
	Variable
	Table 5

	}
	
	


Element ID in Table 5 with 0 and 1 denote measurement request of TV signals and measurement request of Part 74 devices. Because WRAN need to coexist with WLAN, WPAN, WMAN, we add some Element IDs to achieve detection request of other systems (WLAN, WPAN, and WMAN). 

Table 5 —Request information elements

	Element ID

(1 byte)
	Length

(bytes)
	Description

	0
	Variable
	TV System Related Measurement Request –Table 6

	1
	Variable
	Part 74 System Related Measurement Request –Table 6

	2
	Variable
	Beacon (802.22 BS and CPE Related) Measurement Request 

	3
	Variable
	Stop Measurement Request 

	4
	Variable
	CPE Statistics Measurement Request 

	5
	Variable
	Location Configuration Measurement Request 

	6
	Variable
	Beacon (Part 74) Measurement Request

	7
	Variable
	Channel Feedback Measurement Request 

	8
	Variable
	WLAN System Related Measurement Request –Table 6

	9
	Variable
	WPAN System Related Measurement Request –Table 6

	10
	Variable
	WMAN System Related Measurement Request –Table 6

	11-128
	
	Reserved


Table 6 shows special measurement request message format of different signals. We add a section to the message to notify CPE the sensing method used to measure.

Table 6 —Signal specific measurement request message format

	Syntax
	Size
	Notes

	Signal_Specific_Measurement_Request_Format() {
	
	

	System Profile
	8 bits
	

	Randomization Interval
	16 bits
	This field only applies to out-of-band measurements, as in-band measurements are driven by quiet periods.

It specifies the upper bound of the random delay that can be used by the CPE prior to making the measurement. It is specified in units of TU.

	Duration
	16 bits
	Shall be set to the preferred duration of the requested measurement, expressed in TUs.

	Sensing method
	8 bits
	Notify CPE the method used to measure:

0: ATSC DTV feature detection 1
1: NTSC feature detection 1
2: DVB feature detection 1
3: WLAN feature detection 1
4: WPAN feature detection 1
5: WMAN feature detection 1

6-19: reserved for other systems
20: ATSC DTV feature detection 2

21: ATSC DTV feature detection 3

22-24: reserved
25: NTSC feature detection 2

26: NTSC feature detection 3

27-29: reserved
30: DVB feature detection 2

31: DVB feature detection 3

32-255: reserved


	}
	
	


So, BS assigns detection methods to CPEs by BLM-REQ.

3.5 Sensing Analysis
When BS receives sensing measurement reports from CPEs, it will estimate the type of LU signals by logic clusters created in Step 3.3 and sensing reports. 
In the process of sensing judgement, the detection reports from CPEs of detecting same type LUs can be combined together. But the detecting results with newer edition detection technology are more important than that with old edition detection technology. This means that sensing estimation result has more trust in CPEs with newer edition sensing detection technology. Different type detection reports such as detection reports of sensing NTSC and detection reports of sensing ATSC can’t be combined together. 
The sensing analysis process could be particular explained as follows. It is assumed that CPEs in left-up corner responsible for ATSC signals were setted as logic cluster A, and CPEs in right –up corner responsible for ATSC signals were setted as logic cluster B; CPEs in left-up corner responsible for NTSC signals were setted as logic cluster C, and CPEs in right –up corner responsible for NTSC signals were setted as logic cluster D. BS assigns CPEs’ detection methods in every logic clusters by BLM-REQ message. For example BS notifies ATSC Characteristics Detection method to CPEs in logic cluster A, and notifies NTSC Characteristics Detection method to CPEs in logic cluster C. Then CPEs of every logic clusters report their detection results. BS can combine detection results from CPEs of logic cluster A together. But if some CPEs have newer edition sensing detection technology for ATSC signals, then these CPEs detection results have bigger weight than that of common CPEs in data fusion. If the combined result of A (include BS local detection result ) shows existence of ATSC interference, it can be thought that there are ATSC signals in the left-up corner of the cell. Then, in order to avoid interfering users in existence, WRAN will exit the work frequency, and select other frequency to communicate.

4. Conclusion
Our proposal can provide more accurate sensing result in WRAN system.
Abstract





The solutions in this document are aimed to meet functional requirements of an IEEE 802.22 based WRAN system. They include a method of notification of sensing capability and scheduling of sensing method.
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