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Introduction

This introduction is not part of P802.21/D<draft_number>, Draft Standard for Local and metropolitan area networks—Part 21: Media Independent Handover Services.
This standard defines extensible media access independent mechanisms that enable the optimization of handovers between heterogeneous IEEE 802 systems and may facilitate handovers between IEEE 802 systems and cellular systems.
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Draft Standard for 
Local and metropolitan area networks

Part 21: Media Independent Handover Services
1. Overview
Section 1 is included.
2. Normative references
Section 2 is included, but service-specific references will be deleted.
3. Definitions

Section 3 is included, but the following service-specific terminology will be deleted.
handover:   The process by which a mobile node obtains facilities and preserves traffic flows upon occurrence of a link switch event. The mechanisms and protocol layers involved in the handover can vary with the type of the link switch event (i.e., with the type of the serving and target point of attachment and the respective subnet associations). Different types of handover are defined based on the way facilities for supporting traffic flows are preserved. See also: hard handover; soft handover; seamless handover.

handover policies:   A set of rules that contribute to making the handover decision for a mobile node.

hard handover:   Handover where facilities for supporting traffic flows are subject to complete unavailability between their disruption on the serving link and their restoration on the target link (break-before-make).

horizontal handovers:   A handover where a mobile node moves between point of attachments of the same link type (in terms of coverage, data rate and mobility), such as universal mobile telecommunications systems (UMTS) to UMTS or wireless local area network (WLAN) to WLAN. Syn: intra-technology handovers.

inter-technology handovers:   See: vertical handovers.

intra-technology handovers:   See: horizontal handovers.

mobile node association:   The connectivity state where the mobile node is ready to exchange user data [like transmission control protocol (TCP) / user datagram protocol (UDP) packets] with the network point of attachment.

mobile-controlled handover:   The mobile node has the primary control over the handover process.

mobile-initiated handover:   The mobile node initiates the handover process by indicating to the network that the handover is necessary or desired.

network-controlled handover:   A handover where the network has the primary control over the handover process.

network-initiated handover:   The network initiates the handover process by indicating to the mobile node that the handover is necessary or desired.

seamless handover:   A handover associated with a link switch between points of attachment, where the mobile node either experiences no degradation in service quality, security, and capabilities, or experiences some degradation in service parameters that is mutually acceptable to the mobile subscriber and to the network that serves the newly connected interface.

single-radio operation (partial):   In this mode, a dual radio device can receive and transmit on only one radio at a time. This is usually the mode of operation when radio frequencies of the two radios are close to each other (e.g., in IMT 2000 bands). Since only one radio can be active at a time in these types of devices, the source radio uses the back-end connection of the source network with the target network to prepare the target network for handover while maintaining the client side connections. Once the target preparation is complete the device switches from source radio to target radio. Since all the target preparation has been completed a priori, the target radio quickly establishes connectivity with the target network and all the connections are then transferred from source network to target network. See also: dual-radio operation.

soft handover:   Handover where facilities for supporting traffic flows are continuously available while the mobile node link-layer connection transfers from the serving point of attachment to the target point of attachment. The network allocates transport facilities to the target point of attachment prior to the occurrence of the link switch event (make-before-break).

vertical handovers:   A handover where the mobile node moves between point of attachments of different link types, such as from universal mobile telecommunications system (UMTS) to wireless area network (WLAN). Syn: inter-technology handovers.
4. Abbreviations and acronyms

Section 4 is included, but the following service-specific abbreviations and acronyms will be deleted.
	MIH
	media independent handover

	MIHF
	media independent handover function

	MIP
	mobile IP

	
	

	MS
	mobile station


5. General architecture 
5.1 Introduction (the existing text in this section will be deleted)
5.1.1 General

This standard supports different handover methods. Such methods are generally classified as “hard” or “soft,” depending on whether the handover procedure is “break-before-make” or “make-before-break” with respect to the data transport facilities that support the exchange of data packets between the MN and the network.

Handover decision making involves cooperative use of both MN and network infrastructure. Handover control, handover policies, and other algorithms involved in handover decision making are generally handled by communication system elements that do not fall within the scope of this standard. However, it is beneficial to describe certain aspects of the overall handover procedure so that the role and purpose of the MIH services in the handover process are clear. The following subclauses give an overview of how the different factors that affect handovers are addressed within this standard.

5.1.2 Service continuity

Service continuity is defined as the continuation of the service during and after the handover while minimizing aspects such as data loss and duration of loss of connectivity during the handover without requiring any user intervention. The change of access network need not be noticeable to the end user. However, irrespective of that, there should be no need for the user to re-establish the service. There can be a change in service quality as a consequence of the transition between different networks due to the varying capabilities and characteristics of the access networks. For example, if the quality of service (QoS) supported by the new access network is unacceptable, higher layer entities can decide not to handover or terminate the current session after the handover based on applicable policies. This standard specifies essential elements that enable service continuity.

5.1.3 Application class

Various applications have different tolerance characteristics for delay and data loss. Application-aware handover decisions can be possible by making a provision for such characteristics. For example, when a network transition due to impending handover is made during the pause phase of a conversation in an active voice call, the perceptible interruption in the service is minimized.

5.1.4 Quality of service

The quality of the service (QoS) experienced by an application depends on the accuracy, speed, and availability of the information transfer in the communication channel. This standard provides support for fulfilling application QoS requirements during handover.

There are two aspects of QoS to consider in the context of IEEE 802.21. First, there is the QoS experienced by an application during a handover. Secondly, there is the QoS considered as part of a handover decision. This standard includes mechanisms that support both aspects of QoS towards enabling seamless mobility; however the MIHF alone cannot guarantee seamless mobility. Depending on the QoS requirements of the end-to-end application, seamless mobility implies minimizing the handover latency and packet loss so as to minimize the end-to-end delay and the loss of transmitted information. Seamless mobility also implies the timely assessment of network conditions, such as the monitoring of packet loss on the current link and signal strength from both current and target networks, in order to optimize the handover decision and its execution.

The MIH QoS model (see Annex B) defines parameters that are used to set the requirements and assess the performance of packet transfers between a source and its destinations. When used in threshold-setting commands (such as MIH_Link_Configure_Thresholds), these parameters describe the QoS requirements of the MIH user. On the other hand, when used in parameter-reporting events (such as MIH_Link_Parameters_Report) and parameter-extraction commands (such as MIH_Link_Get_Parameters), they characterize current network conditions. Therefore, depending on their usage these parameters can represent either static QoS requirements or dynamic network measurements.

5.1.5 Network discovery

This standard defines the information that helps in network discovery and specifies the means by which such information can be obtained and be made available to the MIH users. The network information includes information about link type, link identifier, link availability, link quality, etc.

5.1.6 Network selection

Network selection is the process by which an MN or a network entity selects a network (possibly out of many available) to establish network-layer connectivity. The selection is based on various criteria such as required QoS, cost, user preferences, or the network operator’s policies. This standard specifies means by which such information can be made available to the MIH users to enable effective network selection.

5.1.7 Power management

This standard allows the MN to discover different types of wireless networks (e.g., IEEE 802.11, IEEE 802.16, and 3GPP networks), avoiding powering-up of multiple radios and/or excessive scanning at the radios. Thus, this standard minimizes power consumed by mobile devices in the discovery of potential handover candidates. Specific power management mechanisms deployed are dependent on individual link- layer technologies and the potential power management benefits from this standard only extend to the discovery of wireless networks.

5.1.8 Handover policy

The primary role of the MIHF is to facilitate handovers and provide intelligence to the network selector entity. The MIHF aids the network selector entity with the help of the event service, command service, and information service. The network selector entity and the handover policies that control handovers are outside the scope of this standard.
5.1.9 Proactive authentication and key establishment
This standard provides mechanisms for a mobile node to conduct a proactive authentication and key establishment with the candidate authenticator(s) and PoA(s).  The proactive authentication is conducted through media specific network access authentication where authentication messages are exchanged between authentication end-points via a PoS. The MIH protocol is used for encapsulating the authentication messages between the MN and the PoS. A successful proactive authentication and key establishment allow a PoA in the target network to obtain a key(s) to protect the communication link between the mobile node and the PoA after the handover.
5.2 General design principles (to be included)
5.3 MIHF service overview (to be included)
5.4 Media independent handover reference framework (to be included)
5.5 MIHF reference models for link-layer technologies (to be included)
5.6 Service access points (SAPs)  (to be included)
5.7 MIH protocol (to be included)
6. MIHF services (to be included)
6.1 General (to be included)
6.2 Service management (to be included)
6.3 Media independent event service (to be included)
6.4 Media independent command service
6.4.1 Introduction (to be included)
6.4.2 Command service flow model (to be included)
6.4.3 Command list (to be included)
6.4.3.1 Link commands (to be included)
6.4.3.2 MIH commands
6.4.3.2.1 General (to be included)
6.4.3.2.2 Naming convention for MIH handover commands

Generally, there are three types of MIH handover command primitives based on the functionality specified for the following scenarios:

a) MN to Network

b) Network to MN

c) Network to Network

This classification helps to ensure the specification of the proper protocol functionality and the relevant parameters for specific use as determined by the origination and the destination points.

Accordingly, these commands have a naming convention that identifies the origination point in the primitive name, as shown in Table 8. This convention is followed by the MIHF to ensure that these commands are utilized for the intended purpose. The destination point applies for remote commands only.

Table 1 —Naming convention for MIH handover command primitives

	Primitive name prefix
	Originating point
	Destination point

	MIH_MN_HO_***
	MN
	Network

	MIH_Net_HO_***
	Network
	MN

	MIH_N2N_HO_***
	Network
	Network


6.4.3.2.3 Mobile initiated handovers

In this case, the MN initiates the handovers. The network selection policy function in this case resides on the mobile node. The MN directly uses the set of MIH_MN_HO_*** commands and may indirectly cause some MIH_N2N_HO_*** commands to be used when initiating handovers. The MN can use these commands to query the list of available candidate networks, reserve any required resources at the candidate target network, and indicate the status of handover operation to the MIHF in the network.

6.4.3.2.4 Network initiated handovers

In this case, the network initiates the handovers. The network selection policy function in this case resides on the network. The network uses the set of MIH_Net_HO_*** in conjunction with any MIH_N2N_HO_*** commands for initiating handovers. The network can use these commands to query the list of resources currently being used by the MN, the serving network can reserve any required resources at the candidate target network, and the network can command the MN to commit to performing a handover to a specific network.
6.5 Media independent information service (to be included)

7. Service access points (SAPs) and primitives 

7.1 Introduction (to be included) 
7.2 SAPs (to be included)
7.2.1 General (to be included)
7.2.2 Media dependent SAPs 
7.2.2.1 MIH_LINK_SAP (to be included)
7.2.2.2 MIH_NET_SAP (to be included)
7.2.3 Media independent SAP: MIH_SAP (mostly included)
The primitives defined as part of MIH_SAP are described in Table 17.

Table 2 —MIH_SAP primitives

	Primitives
	Service
category
	Description
	Defined
in


	Primitives
	Service
category
	Description
	Defined
in

	MIH_Link_Handover_Imminent
	Event
	L2 handover is imminent
	7.4.11

	MIH_Link_Handover_Complete
	Event
	L2 handover has been completed
	7.4.12

	…
	…
	…
	…

	MIH_Net_HO_Candidate_Query
	Command
	Initiate handover
	7.4.17

	MIH_MN_HO_Candidate_Query
	Command
	Initiate MN query request for candidate network
	7.4.18

	MIH_N2N_HO_Query_Resources
	Command
	Query available network resources
	7.4.19

	MIH_MN_HO_Commit
	Command
	Notify the serving network of the decided target network information
	7.4.20

	MIH_Net_HO_Commit
	Command
	Network has committed to handover
	7.4.2 1

	MIH_N2N_HO_Commit
	Command
	Notify target network that the serving network has committed to handover
	7.4.22

	MIH_MN_HO_Complete
	Command
	Initiate MN handover complete notification
	7.4.23

	MIH_N2N_HO_Complete
	Command
	Handover has been completed
	7.4.24

	MIH_Get_Information
	Information
	Request to get information from repository
	7.4.25

	MIH_Push_Information
	Information
	Notify the mobile node of operator policies or other information
	7.4.26


7.3 MIH_LINK_SAP primitives 
7.3.1 Link_Detected .ind ication

7.3.2 Link_Up.indication

7.3.3 Link_Down.indication

7.3.4 Link_Parameters_Report.indication

7.3.5 Link_Going_Down.indication

7.3.6 Link_Handover_Imminent.indication 

7.3.6.1 Function

Link_Handover_Imminent is generated when a native link-layer handover or switch decision has been made and its execution is imminent (as opposed to Link_Going_Down that only indicates that a link is losing connectivity due to a change in a certain link condition such as signal strength, but does not guarantee that a link switch-over has been decided by the link layer itself). It contains information about the new point of attachment of the MN (the LinkIdentifier parameter contains information about the new PoA). This is a Link Handover event as discussed in 6.3.4.

7.3.6.2 Semantics of service primitive
Link_Handover_Imminent.indication
(
Old Link Identifier, 
New Link Identifier, 
OldAccessRouter, 
NewAccessRouter
)
Parameters:

	Name
	Data type
	Description

	OldLinkIdentifier
	LINK_TUPLE_ID
	Identifier of the old link.

	NewLinkIdentifier
	LINK_TUPLE_ID
	Identifier of the new link.

	OldAccessRouter
	LINK_ADDR
	(Optional) Link address of old Access Router.

	NewAccessRouter
	LINK_ADDR
	(Optional) Link address of new Access Router.


7.3.6.3 When generated

Depending on whether it is the MN or the network, it is generated when a native link-layer handover or switch decision has been made and its execution is imminent.

7.3.6.4 Effect on receipt

The MIHF receives this event from the link layer. The MIHF then passes this notification to the MIH user(s) that has subscribed for this notification. The MIH user(s) takes necessary actions to minimize the effect of the pending native link-layer handover or switch on user data transfer. This event is also used as an indication to start buffering packets.

7.3.7 Link_Handover_Complete.indication 
7.3.7.1 Function

Link_Handover_Complete event is generated whenever a native link-layer handover/switch has just been completed (as opposed to Link_Up that only indicates that a link has been brought up for L2 connectivity, but does not indicate that a native link handover/switch-over has just been completed by the link layer). Notifying the upper layer of this event improves transport, session, and application layer responsiveness to the link changes. They can better adapt their data flows by resuming flows upon receiving this indication. The upper layers also use this event to check whether their IP configuration needs to be updated. This is a link-layer event that exists for intra-technology handovers defined in many media types. This event is applicable for the MN only and is valid only for intra-technology handovers. This is a Link Handover event as discussed in 6.3.4.

7.3.7.2 Semantics of service primitive
Link_Handover_Complete.indication
( 
OldLinkIdentifier, 
NewLinkIdentifier, 
OldAccessRouter, 
NewAccessRouter, 
LinkHandoverStatus
)

Parameters:

	Name
	Data type
	Description

	OldLinkIdentifier
	LINK_TUPLE_ID
	Identifier of the old link.

	NewLinkIdentifier
	LINK_TUPLE_ID
	Identifier of the new link.

	OldAccessRouter
	LINK_ADDR
	(Optional) Link address of old Access Router.

	NewAccessRouter
	LINK_ADDR
	(Optional) Link address of new Access Router.

	LinkHandoverStatus
	STATUS
	Status of the link handover.


7.3.7.3 When generated

This is generated whenever an L2 link-layer handover or switch has just been completed. 
7.3.7.4 Effect on receipt

The MIHF receives this event from the link layer. The MIHF then passes this notification to the MIH user(s) that has subscribed for this notification. Upon reception of this event, an upper layer stops any handover adaptation that it has engaged to cope with the just completed native link-layer handover/switch and resume normal data transfer. This event is also used as an indication that a re-verification of the IP parameter should be considered.

7.3.8 Link_PDU_Transmit_Status.indication

7.3.9 Link_Capability_Discover

7.3.10 Link_Event_Subscribe

7.3.11 Link_Event_Unsubscribe

7.3.12 Link_Get_Parameters

7.3.13 Link_Configure_Thresholds

7.3.14 Link_Action

7.4 MIH_SAP primitives

The primitives defined as part of MIH_SAP are described in the following subclauses. 
7.4.1 MIH_Capability_Discover

7.4.2 MIH_Register

7.4.3 MIH_DeRegister
7.4.4 MIH_Event_Subscribe
7.4.5 MIH_Event_Unsubscribe

7.4.6 MIH_Link_Detected.indication 

7.4.7 MIH_Link_Up.indication 

7.4.8 MI H_Link_Down .ind ication

7.4.9 MIH_Link_Parameters_Report. indication

7.4.10 MIH_Link_Going_Down.indication

7.4.11 MIH_Link_Handover_Imminent.indication 
7.4.11.1 Function

This primitive is issued by the MIHF to report the imminent occurrence of an intra-technology link handover. This MIH event is either local or remote. This indication directly corresponds to the link-layer event Link_Handover_Imminent.indication defined in 7.3.6.

7.4.11.2 Semantics of service primitive

MIH_Link_Handover_Imminent.indication 
(
SourceIdentifier,
OldLinkIdentifier,
NewLinkIdentifier,
OldAccessRouter,
NewAccessRouter
)
Parameters:

	Name
	Data type
	Description

	SourceIdentifier
	MIHF_ID
	This identifies the invoker of this primitive, which can be either the local MIHF or a remote MIHF.

	OldLinkIdentifier
	LINK_TUPLE_ID
	Identifier of the old link.

	NewLinkIdentifier
	LINK_TUPLE_ID
	Identifier of the new link.

	OldAccessRouter
	LINK_ADDR
	(Optional) Link address of old Access Router.

	NewAccessRouter
	LINK_ADDR
	(Optional) Link address of new Access Router.


7.4.11.3 When generated

This notification is generated by the MIHF when a link-layer intra-technology handover is about to occur. The event could be triggered by the reception of a Link_Handover_Imminent.indication from a link or on receipt of an MIH_Link_Handover_Imminent indication message.

7.4.11.4 Effect on receipt

Upper layer entities take different actions upon notification. 
7.4.12 MI H_Link_Handover_Complete.indication 
7.4.12.1 Function

This primitive is issued by the MIHF to report the completion of an intra-technology link handover. This MIH event is either local or remote. MIH_Link_Handover_Complete indication is a result of a Link_Handover_Complete indication from the link layer.

7.4.12.2 Semantics of service primitive

MIH_Link_Handover_Complete.indication
(
SourceIdentifier,
OldLinkIdentifier,
NewLinkIdentifier,
OldAccessRouter,
NewAccessRouter,
)

Parameters:

	Name
	Data type
	Description

	SourceIdentifier
	MIHF_ID
	This identifies the invoker of this primitive, which can be either the local MIHF or a remote MIHF.

	OldLinkIdentifier
	LINK_TUPLE_ID
	Identifier of the old link.

	NewLinkIdentifier
	LINK_TUPLE_ID
	Identifier of the new link.

	OldAccessRouter
	LINK_ADDR
	(Optional) Link address of old Access Router.

	NewAccessRouter
	LINK_ADDR
	(Optional) Link address of new Access Router.


7.4.12.3 When generated

This notification is generated by the MIHF when a link-layer intra-technology handover is completed. The event could be triggered by the reception of a Link_Handover_Complete. indication from a link or on receipt of an MIH_Link_Handover_Complete indication message.

7.4.12.4 Effect on receipt

Upper layer entities take different actions on this notification. An MIH user makes use of this notification to configure other layers (IP, Mobile IP) for various upper layer handovers that are needed. Transport layers (e.g., TCP) also make use of this primitive to fine tune their flow control and flow congestion mechanisms.

7.4.13 MI H_Link_PD U_Transmit_Status.ind ication

7.4.14 MIH_Link_Get_Parameters

7.4.15 MIH_Link_Configure_Thresholds

7.4.16 MIH_Link_Actions

7.4.17 MIH_Net_HO_Candidate_Query 
7.4.17.1 General

For network initiated handovers, the network controller provides a list of candidate network choices to the MN (via MIH_Net_HO_Candidate_Query request message). The MN indicates resources required on each of these candidate networks in the MIH_Net_HO_Candidate_Query response message. The network controller then queries each of the candidate networks for available resources (using MIH_N2N_HO_Query_Resources primitive). Once the target network has been selected, the network controller sends an MIH_Net_HO_Commit message. An example of this operation is illustrated in C.2.

7.4.17.2 MIH_Net_HO_Cand idate_Query.request 
7.4.17.2.1 Function

The primitive is invoked by an MIH user on a network node to communicate to a peer MIH user about its intent of handover initiation.

7.4.17.2.2 Semantics of service primitive

MIH_Net_HO_Candidate_Query.request (
DestinationIdentifier,
SuggestedNewLinkList,
SuggestedCandidateAuthenticatorList,
QueryResourceReportFlag
)
Parameters:

	Name
	Data type
	Description

	DestinationIdentifier
	MIHF_ID
	This identifies a remote MIHF that will be the desti​nation of this request.

	SuggestedNewLinkList
	LIST(LINK_POA_LIST)
	A list of PoAs for each link, suggesting the new access networks to which handover initiation should be considered. The access networks towards the top of the list are more preferable than those towards the bottom of the list.

	SuggestedCandidateAuthenticator- List
	LIST(LINK_AUTHENTICATOR

_LIST)
	List of media specific authenticator’s addresses for the suggested candidate PoAs.

	QueryResourceReportFlag
	BOOLEAN
	Flag to specify if resources need to be reported by MN:

TRUE: Required to report resource list

FALSE: Not required to report resource list.


7.4.17.2.3 When generated

This primitive is invoked by an MIH user to communicate with a remote MIH user about its intent of handover initiation. Serving PoS requests MN to provide information about resources required to initiate a handover by setting the QueryResourceReportFlag parameter.

7.4.17.2.4 Effect on receipt

Upon receipt of this primitive, the local MIHF generates and sends an MIH_Net_HO_Candidate_Query request message to the remote MIHF identified by the Destination Identifier. The remote MIHF forwards the request as an indication to the MIH user.

7.4.17.3 MIH_Net_HO_Candidate_Query. indication 
7.4.17.3.1 Function

This primitive is used by an MIHF to indicate to an MIH user that an MIH_Net_HO_Candidate_Query request message was received from a remote MIHF.

7.4.17.3.2 Semantics of service primitive

MIH_Net_HO_Candidate_Query.indication (
SourceIdentifier,
SuggestedNewLinkList,
SuggestedCandidateAuthenticatorList,
QueryResourceReportFlag
)
Parameters:

	Name
	Data type
	Description

	SourceIdentifier
	MIHF_ID
	This identifies the invoker of this primitive, which is a remote MIHF.

	SuggestedNewLinkList
	LIST(LINK_POA_LIST)
	A list of PoAs for each link, suggesting the new access networks to which handover initiation should be considered. The access networks towards the top of the list are more preferable than those towards the bottom of the list.

	SuggestedCandidateAuthenticator- List
	LIST(LINK_AUTHENTICATOR

_LIST)
	List of media specific authenticator’s addresses for the suggested candidate PoAs.

	QueryResourceReportFlag
	BOOLEAN
	Flag to specify if resources need to be reported by MN:

TRUE: Required to report resource list

FALSE: Not required to report resource list.


7.4.17.3.3 When generated

This primitive is generated by an MIHF on receiving an MIH_Net_HO_Candidate_Query request message from a peer MIHF.

7.4.17.3.4 Effect on receipt

An MIH user receiving this indication shall invoke an MIH_Net_HO_Candidate_Query.response primitive towards the remote MIHF indicated by the Source Identifier in the request message.

7.4.17.4 MIH_Net_HO_Cand idate_Query.response 
7.4.17.4.1 Function

This primitive is used by the MIHF on an MN to respond to an MIH_Net_HO_Candidate_Query request message from a remote MIHF in the network.

7.4.17.4.2 Semantics of service primitive

MIH_Net_HO_Candidate_Query.response (
DestinationIdentifier,
Status,
SourceLinkIdentifier,
HandoverStatus,
PreferredLinkList,

PreferredCandidateAuthenticatorList
)
Parameters:

	Name
	Data type
	Description

	DestinationIdentifier
	MIHF_ID
	This identifies a remote MIHF that will be the destination of this response.

	Status
	STATUS
	Status of operation.

	SourceLinkIdentifier
	LINK_TUPLE_ID
	This identifies the current link.

	HandoverStatusa
	HO_STATUS
	Lists the acceptance status (permit/decline) of the handover request.

	PreferredLinkListb
	LIST(RQ_RESULT)
	A list of RQ_RESULT suggesting new access networks to which handover initiation should be considered. This can be different than the networks that were suggested in the handover request. The list is sorted from most preferred first to least preferred last.

	PreferredCandidateAuthenticator- List
	LIST(LINK_AUTHENTICATOR

_LIST)
	List of the corresponding media specific authenticator’s addresses for the preferred candidate PoAs.


aThis parameter is not included if Status does not indicate “Success.”

bThis parameter is not included if Status does not indicate “Success” or Handover Status indicates “decline.”
7.4.17.4.3 When generated

The remote MIH user invokes this primitive in response to an MIH_Net_HO_Candidate_Query.indication from its MIHF.

7.4.17.4.4 Effect on receipt

The MIHF sends an MIH_Net_HO_Candidate_Query response message to the peer MIHF as indicated in the Destination Identifier.

7.4.17.5 MI H_Net_HO_Cand idate_Query.confirm 
7.4.17.5.1 Function

This primitive is used by the MIHF to confirm that an MIH_Net_HO_Candidate_Query response message was received from a peer MIHF.

7.4.17.5.2 Semantics of service primitive

MIH_Net_HO_Candidate_Query.confirm (
SourceIdentifier,
Status,
SourceLinkIdentifier,
HandoverStatus,
PreferredLinkList,

PreferredCandidateAuthenticatorList
)

Parameters:

	Name
	Data type
	Description

	SourceIdentifier
	MIHF_ID
	Contains the MIHF ID of the MN that sent the MIH_Net_HO_Candidate_Query response message.

	Status
	STATUS
	Status of operation.

	SourceLinkIdentifier
	LINK_TUPLE_ID
	This identifies the current link.

	HandoverStatusa
	HO_STATUS
	Lists the acceptance status (permit/decline) of the handover request.

	PreferredLinkListb
	LIST(RQ_RESULT)
	A list of RQ_RESULT suggesting new access networks to which handover initiation should be considered. This can be different than the networks that were suggested in the handover request. The list is sorted from most preferred first to least preferred last.

	PreferredCandidateAuthenticator- List
	LIST(LINK_AUTHENTICATOR

_LIST)
	List of the corresponding media specific authenticator’s addresses for the preferred candidate PoAs.


aThis parameter is not included if Status does not indicate “Success.”

bThis parameter is not included if Status does not indicate “Success” or Handover Status indicates “decline.”
7.4.17.5.3 When generated

This primitive is generated by the MIHF on receiving an MIH_Net_HO_Candidate_Query response message from a peer MIHF.

7.4.17.5.4 Effect on receipt

On receiving the primitive the entity that originally initiated the handover request decides to carry out the handover or abort it based on the primitive. However, if Status does not indicate “Success,” the recipient ignores any other returned values and, instead, performs appropriate error handling.

7.4.18 MI H_MN_HO_Candidate_Query

7.4.18.1 MIH_MN_HO_Candidate_Query.request 
7.4.18.1.1 Function

This primitive is used by MIH users on an MN to inform MIHF to query candidates for possible handover initiation. The request includes queries on QoS resources and/or whether IP address configuration method of the ongoing data sessions can be supported in the candidate network. This primitive also includes the current IP configuration server address [e.g., DHCP server, foreign agent (FA) IP address, AR IP address] when the current IP configuration method is included.

7.4.18.1.2 Semantics of service primitive

MIH_MN_HO_Candidate_Query.request (
DestinationIdentifier,
SourceLinkIdentifier,
CandidateLinkList,
QoSResourceRequirements,
IPConfigurationMethods,
DHCPServerAddress,
FAAddress,
AccessRouterAddress,

CandidateAuthenticatorList
)

Parameters:

	Name
	Data type
	Description

	DestinationIdentifier
	MIHF_ID
	This identifies a remote MIHF that will be the destina​tion of this request.

	SourceLinkIdentifier
	LINK_TUPLE_ID
	This identifies the source link for handover.

	CandidateLinkList
	LIST(LINK_POA_LIST)
	A list of PoAs, identifying candidate networks to which handover needs to be initiated. The list is sorted from most preferred first to least preferred last.

	QoSResourceRequirements
	QOS_LIST
	Minimal QoS resources required at the candidate network.

	IPConfigurationMethods
	IP_CFG_MTHDS
	(Optional) Current IP configuration methods.

	DHCPServerAddress
	IP_ADDR
	(Optional) IP address of current DHCP Server. It is only included when MN is using dynamic address configuration.

	FAAddress
	IP_ADDR
	(Optional) IP address of current Foreign Agent. It is only included when MN is using Mobile IPv4.

	AccessRouterAddress
	IP_ADDR
	(Optional) IP address of current Access Router. It is only included when MN is using IPv6.

	CandidateAuthenticatorList
	LIST(LINK_AUTHENTICATOR

_LIST)
	List of the corresponding media specific authenticator’s addresses for the candidate PoAs.


7.4.18.1.3 When generated

This primitive is generated by an MIH user in the MN that wants to query other candidate networks for a possible handover. MN uses the QueryResourceList parameter to notify the serving PoS of the minimal resource requirement at the candidate networks in order for the handover to be successful. An MIH user on MN generates this primitive when it wants to query IP address related information from the candidate networks before handover.

7.4.18.1.4 Effect on receipt

Upon receipt of this primitive, the local MIHF generates and sends an MIH_MN_HO_Candidate_Query request message to the remote MIHF identified by the Destination Identifier.

7.4.18.2 MIH_M N_HO_Candidate_Query.indication 
7.4.18.2.1 Function

This primitive is used by MIHF to indicate the receipt of MIH_MN_HO_Candidate_Query request message from an MN.

7.4.18.2.2 Semantics of service primitive

MIH_MN_HO_Candidate_Query.indication (
SourceIdentifier,
SourceLinkIdentifier,
CandidateLinkList,
QoSResourceRequirements,
IPConfigurationMethods,
DHCPServerAddress,
FAAddress,
AccessRouterAddress,

CandidateAuthenticatorList
)

Parameters:

	Name
	Data type
	Description

	SourceIdentifier
	MIHF_ID
	This identifies the invoker of this primitive, which is a remote MIHF.

	SourceLinkIdentifier
	LINK_TUPLE_ID
	This identifies the source link for handover.

	CandidateLinkList
	LIST(LINK_POA_LIST)
	A list of PoAs, identifying candidate networks to which handover needs to be initiated. The list is sorted from most preferred first to least preferred last.

	QoSResourceRequirements
	QOS_LIST
	Minimal QoS resources required at the candidate network.

	IPConfigurationMethods
	IP_CFG_MTHDS
	(Optional) Current IP configuration methods.

	DHCPServerAddress
	IP_ADDR
	(Optional) IP address of current DHCP Server. It is only included when MN is using dynamic address configuration.

	FAAddress
	IP_ADDR
	(Optional) IP address of current Foreign Agent. It is only included when MN is using Mobile IPv4.

	AccessRouterAddress
	IP_ADDR
	(Optional) IP address of current Access Router. It is only included when MN is using IPv6.

	CandidateAuthenticatorList
	LIST(LINK_AUTHENTICATOR

_LIST)
	List of the corresponding media specific authenticator’s addresses for the candidate PoAs.


7.4.18.2.3 When generated

This primitive is generated by MIHF on receiving MIH_MN_HO_Candidate_Query request message from a peer MIHF in an MN.

7.4.18.2.4 Effect on receipt

The MIH user invokes MIH_N2N_HO_Query_Resources.request primitive to exchange MIH_N2N_HO_Query_Resource messages with MIHF in one or more candidate networks under consideration before invoking the MIH_MN_HO_Candidate_Query.response primitive.

7.4.18.3 MIH_MN_HO_Candidate_Query.response

7.4.18.3.1 Function

This primitive is used by MIH users to inform MIHF of the result of the candidate query request. 
7.4.18.3.2 Semantics of service primitive

MIH_MN_HO_Candidate_Query.response (
DestinationIdentifier,
Status,
SourceLinkIdentifier,
PreferredCandidateLinkList,

PreferredCandidateAuthenticatorList
)

Parameters:

	Name
	Data type
	Description

	DestinationIdentifier
	MIHF_ID
	This identifies a remote MIHF that will be the destination of this response.

	Status
	STATUS
	Status of operation.

	SourceLinkIdentifier
	LINK_TUPLE_ID
	This identifies the source link.

	PreferredCandidateLinkLista
	LIST(RQ_RESULT)
	A list of RQ_RESULT suggesting new access networks to which handover initiation should be considered. This can be different than the networks that were suggested in the handover request. The list is sorted from most preferred first to least preferred last.

	PreferredCandidateAuthenticator- List
	LIST(LINK_AUTHENTICATOR

_LIST)
	List of the corresponding media specific authenticator’s addresses for the preferred candidate PoAs.


aThis parameter is not included if Status does not indicate “Success.” 
7.4.18.3.3 When generated

The MIH user invokes this primitive in response to an MIH_MN_HO_Candidate_Query request message from a peer MIHF entity in MN and possibly after the exchange of MIH_N2N_HO_Query_Resources messages with the MIHF in the candidate networks.

7.4.18.3.4 Effect on receipt

Upon receipt of this primitive MIHF sends a response message to the destination. 
7.4.18.4 MIH_MN_HO_Candidate_Query.confirm

7.4.18.4.1 Function

This primitive is used by MIHF to inform MIH users of the receipt of candidate query and IP address related information response.

7.4.18.4.2 Semantics of service primitive

MIH_MN_HO_Candidate_Query.confirm (
SourceIdentifier,
Status,
SourceLinkIdentifier,
PreferredCandidateLinkList,

PreferredCandidateAuthenticatorList
)
Parameters:

	Name
	Data type
	Description

	SourceIdentifier
	MIHF_ID
	This identifies the invoker of this primitive, which is a remote MIHF.

	Status
	STATUS
	Status of operation.

	SourceLinkIdentifier
	LINK_TUPLE_ID
	This identifies the source link.

	PreferredCandidateLinkLista
	LIST(RQ_RESULT)
	A list of RQ_RESULT suggesting new access networks to which handover initiation should be considered. This can be different than the networks that were suggested in the handover request. The list is sorted from most preferred first to least preferred last.

	PreferredCandidateAuthenticator- List
	LIST(LINK_AUTHENTICATOR

_LIST)
	List of the corresponding media specific authenticator’s addresses for the preferred candidate PoAs.


aThis parameter is not included if Status does not indicate “Success.” 
7.4.18.4.3 When generated

This primitive is generated by MIHF on receiving MIH_MN_HO_Candidate_Query response message from a peer MIHF in the network.

7.4.18.4.4 Effect on receipt

On receiving the primitive the MIH user entity that originally initiated the candidate query request can decide to choose the candidate network for handover or abort it based on the list of PoA, available resources, and the IP address related information. However, if Status does not indicate “Success,” the recipient ignores any other returned values and, instead, performs appropriate error handling.

7.4.19 MIH_N2N_HO_Query_Resources

7.4.19.1 MI H_N2N_HO_Query_Resources.request 
7.4.19.1.1 Function

This primitive is used by an MIHF on the serving network to communicate with its peer MIHF on the candidate network. This is used to query the available link resource and IP address related information of the candidate network.

7.4.19.1.2 Semantics of service primitive

MIH_N2N_HO_Query_Resources.request (
DestinationIdentifier,
QoSResourceRequirements,
IPConfigurationMethods,
DHCPServerAddress,
FAAddress,
AccessRouterAddress,
CandidateLinkList
)
Parameters:

	Name
	Data type
	Description

	DestinationIdentifier
	MIHF_ID
	This identifies a remote MIHF that will be the destination of this request.

	QoSResourceRequirements
	QOS_LIST
	Minimal QoS resources required at the candidate network.

	IPConfigurationMethods
	IP_CFG_MTHDS
	(Optional) Current IP configuration methods.

	DHCPServerAddress
	IP_ADDR
	(Optional) IP address of current DHCP Server. It is only included when MN is using dynamic address configuration.

	FAAddress
	IP_ADDR
	(Optional) IP address of current Foreign Agent. It is only included when MN is using Mobile IPv4.

	AccessRouterAddress
	IP_ADDR
	(Optional) IP address of current Access Router. It is only included when MN is using IPv6.

	CandidateLinkList
	LIST(LINK_ID)
	(Optional) A list of candidate links (i.e., APs or BSs) on a specific candidate network. In this list, each link is indicated by its link type and a PoA link address.


7.4.19.1.3 When generated

In the case of mobile-initiated handover, this primitive is generated after receiving the MIH_MN_HO_Candidate_Query request message from the MIHF on the MN. In the case of network- initiated handover, this primitive is generated after receiving the MIH_Net_HO_Candidate_Query response message from the MN.

7.4.19.1.4 Effect on receipt

Upon receipt of this primitive, MIHF shall send an MIH_N2N_HO_Query_Resources request message to the destination.

7.4.19.2 MIH_N2N_HO_Query_Resources.indication 
7.4.19.2.1 Function

The MIHF on the candidate network indicates that an MIH_N2N_HO_Query_Resources request message is received from a remote MIHF on the serving network so that the upper layer entity can identify the link resource usage and provide IP address related information for the impending handover.

7.4.19.2.2 Semantics of service primitive

MIH_N2N_HO_Query_Resources.indication (
SourceIdentifier,
QoSResourceRequirements,
IPConfigurationMethods,
DHCPServerAddress,
FAAddress,
AccessRouterAddress,
CandidateLinkList
)
Parameters:

	Name
	Data type
	Description

	SourceIdentifier
	MIHF_ID
	Contains the MIHF ID of the node that sent the MIH_N2N_HO_Candidate_Query request message.

	QoSResourceRequirements
	QOS_LIST
	Minimal QoS resources required at the candidate network.

	IPConfigurationMethods
	IP_CFG_MTHDS
	(Optional) Current IP configuration methods.

	DHCPServerAddress
	IP_ADDR
	(Optional) IP address of current DHCP Server. It is only included when MN is using dynamic address configuration.

	FAAddress
	IP_ADDR
	(Optional) IP address of current Foreign Agent. It is only included when MN is using Mobile IPv4.

	AccessRouterAddress
	IP_ADDR
	(Optional) IP address of current Access Router. It is only included when MN is using IPv6.

	CandidateLinkList
	LIST(LINK_ID)
	(Optional) A list of candidate links (i.e., APs or BSs) on a specific candidate network. In this list, each link is indicated by its link type and a PoA link address.


7.4.19.2.3 When generated

This primitive is generated by MIHF when the MIHF on the candidate network receives MIH_N2N_HO_Query_Resources request message from a peer MIHF on the serving network.

7.4.19.2.4 Effect on receipt

The MIH user on the candidate network identifies the link resource usage for the impending handover. It also replies with MIH_N2N_HO_Query_Resources.response primitive.

7.4.19.3 MI H_N2N_HO_Query_Resources.response 
7.4.19.3.1 Function

This primitive is used by an MIHF on the candidate network to communicate with its peer MIHF on the serving network that sent out an MIH_N2N_HO_Query_Resources request message. This is used to notify the MIHF on the serving network of the link resource status of the candidate network. It is also used to provide IP address related information of the candidate networks.

7.4.19.3.2 Semantics of service primitive

MIH_N2N_HO_Query_Resources.response (
DestinationIdentifier,
Status,
ResourceStatus,
CandidateLinkList,
)
Parameters:

	Name
	Data type
	Description

	DestinationIdentifier
	MIHF_ID
	Specifies the MIHF ID of the node that sent the MIH_N2N_HO_Query_Resources request message.

	Status
	STATUS
	Status of operation.

	ResourceStatusa
	LINK_RES_STATUS
	Specifies whether requested resources are available or not at the new PoA.

	CandidateLinkListb
	LIST(RQ_RESULT)
	A list of RQ_RESULT of the candidate links (i.e., APs or BSs).


aThis parameter is not included if Status does not indicate “Success.”

bThis parameter is not included if Status does not indicate “Success” or Resource Status indicates “Not Available.”
7.4.19.3.3 When generated

The MIHF on the candidate network invokes this primitive in response to an MIH_N2N_HO_Query_Resources request message from a peer MIHF entity on the serving network.

7.4.19.3.4 Effect on receipt

Upon receipt of this primitive MIHF sends an MIH_N2N_HO_Query_Resources response message to the destination.

7.4.19.4 MI H_N2N_HO_Query_Resources.confirm 
7.4.19.4.1 Function

This primitive is used by the MIHF on the serving network to respond with the result of any resource preparation for the impending handover and to notify the link resource status of the candidate network. It also carries IP address related information on the candidate networks to MIH users on the serving network.

7.4.19.4.2 Semantics of service primitive

MIH_N2N_HO_Query_Resources.confirm (
SourceIdentifier,
Status,
ResourceStatus,
CandidateLinkList,
)
Parameters:

	Name
	Data type
	Description

	SourceIdentifier
	MIHF_ID
	Specifies the MIHF ID of the node that sent the MIH_N2N_HO_Candidate_Query response message.

	Status
	STATUS
	Status of operation.

	ResourceStatusa
	LINK_RES_STATUS
	Specifies whether requested resources are available or not at the new PoA.

	CandidateLinkListb
	LIST(RQ_RESULT)
	A list of RQ_RESULT of the candidate links (i.e., APs or BSs).


aThis parameter is not included if Status does not indicate “Success.”

bThis parameter is not included if Status does not indicate “Success” or Resource Status indicates “Not Available.”
7.4.19.4.3 When generated

This primitive is generated by the MIHF when the MIHF on the serving network receives an MIH_N2N_HO_Query_Resources response message from a peer MIHF on the candidate network.

7.4.19.4.4 Effect on receipt

In the case when the MIH_N2N_HO_Query_Resources.request primitive was initiated by receiving an MIH_MN_HO_Candidate_Query. indication, the MIH user sends an MIH_MN_HO_Candidate_Query.response primitive with the information obtained from this primitive. However, if Status does not indicate “Success,” the recipient ignores any other returned values and, instead, performs appropriate error handling.

7.4.20 MIH_MN_HO_Commit

7.4.20.1 MIH_MN_HO_Commit.request 
7.4.20.1.1 Function

This primitive is used by MIH users on an MN to notify the serving network of the decided target network information.

7.4.20.1.2 Semantics of service primitive

MIH_MN_HO_Commit.request (
DestinationIdentifier,
LinkType,
TargetNetworkInfo
)
Parameters:

	Name
	Data type
	Description

	DestinationIdentifier
	MIHF_ID
	This specifies the MIHF ID of the serving network that is the target of this primitive.

	LinkType
	LINK_TYPE
	This contains the target link type.

	TargetNetworkInfo
	TGT_NET_INFO
	This contains the target network information.


7.4.20.1.3 When generated

The MIH user generates this primitive to notify the serving network of the target network information. 
7.4.20.1.4 Effect on receipt

Upon receipt of this primitive, MIHF on the mobile node sends the corresponding MIH_MN_HO_Commit request message to the serving network.

7.4.20.2 MIH_MN_HO_Commit.indication 
7.4.20.2.1 7.4.20.2.1 Function

This primitive is generated by an MIHF on the serving network to indicate that an MIH_MN_HO_Commit request message has been received from a peer MIHF on the mobile node.

7.4.20.2.2 Semantics of service primitive

MIH_MN_HO_Commit.indication (
SourceIdentifier,
LinkType,
TargetNetworkInfo
)

Parameters:

	Name
	Data type
	Description

	SourceIdentifier
	MIHF_ID
	This specifies the MIHF ID of the mobile node that sent the MIH_MN_HO_Commit request message.

	LinkType
	LINK_TYPE
	This contains the target link type.

	TargetNetworkInfo
	TGT_NET_INFO
	This contains the target network information.


7.4.20.2.3 When generated

This primitive is generated by an MIHF on the serving network when receiving an MIH_MN_HO_Commit request message from a peer MIHF on the mobile node.

7.4.20.2.4 Effect on receipt

Upon receipt of this primitive an MIH user on the serving network replies with an MIH_MN_HO_Commit.response primitive. MIH user may invoke the MIH_N2N_HO_Commit.request primitive to reserve the resource at the target network.

7.4.20.3 MIH_MN_HO_Commit.response 
7.4.20.3.1 Function

This primitive is used by an MIH user on the serving network to communicate with a peer MIH user on the mobile node from which an MIH_MN_HO_Commit request message is received.

MIH_MN_HO_Commit.response (
DestinationIdentifier,
Status,
LinkType,
TargetNetworkInfo
)
Parameters:

	Name
	Data type
	Description

	DestinationIdentifier
	MIHF_ID
	This specifies the MIHF ID of the mobile node that sent the MIH_MN_HO_Commit request message.

	Status
	STATUS
	Status of operation.

	LinkType
	LINK_TYPE
	This contains the target link type.

	TargetNetworkInfo
	TGT_NET_INFO
	This contains the target network information.


7.4.20.3.2 When generated

This primitive is generated in response to an MIH_MN_HO_Commit. indication primitive.

7.4.20.3.3 Effect on receipt

When receiving this primitive from the MIH user, the MIHF on the Serving PoS sends the corresponding MIH_MN_HO_Commit response message to its peer MIHF on the mobile node.

7.4.20.4 MIH_MN_HO_Commit.confirm 
7.4.20.4.1 Function

This primitive is generated by the MIHF on the mobile node to confirm that an MIH_MN_HO_Commit response message is received from a peer MIHF on the serving network.

MIH_MN_HO_Commit.confirm (
SourceIdentifier,
Status,
LinkType,
TargetNetworkInfo
)
Parameters:

	Name
	Data type
	Description

	SourceIdentifier
	MIHF_ID
	This specifies the MIHF ID of the Serving PoS that sent the MIH_MN_HO_Commit response message.

	Status
	STATUS
	Status of operation.

	LinkType
	LINK_TYPE
	This contains the target link type.

	TargetNetworkInfo
	TGT_NET_INFO
	This contains the target network information.


7.4.20.4.2 When generated

This primitive is generated by the MIHF on the mobile node when it receives an MIH_MN_HO_Commit response message from a peer MIHF on the serving network.

7.4.20.4.3 Effect on receipt

Upon receipt, the MIH user on the mobile node is informed about the status of the previously issued target notification request.

7.4.21 MIH_Net_HO_Commit

7.4.21.1 MIH_Net_HO_Commit.request 
7.4.21.1.1 Function

This primitive is used by an MIH user on the network to communicate with the remote MIH user on the MN. The primitive is used to request the peer MIH user the commitment to perform a network-controlled or network-assisted link handover based on selected choices for candidate networks and PoA.

7.4.21.1.2 Semantics of service primitive

MIH_Net_HO_Commit.request 
(
DestinationIdentifier,
LinkType,
TargetNetworkInfoList,
AssignedResourceSet,
LinkActionExecutionDelay,
LinkActionsList
)
Parameters:

	Name
	Data type
	Description

	DestinationIdentifier
	MIHF_ID
	Specifies the MIHF ID of the MN MIHF that is to be committed.

	LinkType
	LINK_TYPE
	Contains target link type.

	TargetNetworkInfoList
	LIST(TGT_NET_INFO)
	This list contains target network information for assisting the mobile node to perform a handover.

	AssignedResourceSet
	ASGN_RES_SET
	This includes the set of resource parameters assigned to the MN for performing the handover.

	LinkActionExecutionDelay
	UNSIGNED_INT(2)
	Time (in ms) to elapse before an action needs to be taken. A value of 0 indicates that the action is taken immediately. Time elapsed is calculated from the instance the command arrives until the time when the execution of the action is carried out.

	LinkActionsList
	LIST(LINK_ACTION_REQ)
	(Optional) A list of network controlled handover actions for the links.


7.4.21.1.3 When generated

The MIH user generates this primitive to order specific handover actions on one or more links. 
7.4.21.1.4 Effect on receipt

Upon receipt of this primitive an MIHF shall send an MIH_NET_HO_Commit request message to the destination.

7.4.21.2 MIH_Net_HO_Commit.indication 
7.4.21.2.1 Function

This primitive is used by an MIHF to indicate that an MIH_Net_HO_Commit request message has been received from a peer MIHF.

7.4.21.2.2 Semantics of service primitive

MIH_Net_HO_Commit.indication (
SourceIdentifier,
LinkType,
TargetNetworkInfoList,
AssignedResourceSet,
LinkActionExecutionDelay,
LinkActionsList
)
Parameters:

	Name
	Data type
	Description

	SourceIdentifier
	MIHF_ID
	Specifies the MIHF ID of the node that sent the MIH_Net_HO_Commit request message.

	LinkType
	LINK_TYPE
	Contains target link type.

	TargetNetworkInfoList
	LIST(TGT_NET_INFO)
	This list contains target network information for
assisting the mobile node to perform a handover.

	AssignedResourceSet
	ASGN_RES_SET
	This includes the set of resource parameters assigned to the MN for performing the handover.

	LinkActionExecutionDelay
	UNSIGNED_INT(2)
	Time (in ms) to elapse before an action needs to be taken. A value of 0 indicates that the action is taken immediately. Time elapsed is calculated from the instance the command arrives until the time when the execution of the action is carried out.

	LinkActionsList
	LIST(LINK_ACTION_REQ)
	(Optional) A list of network controlled handover actions for the links.


7.4.21.2.3 When generated

This primitive is generated by an MIHF on receiving an MIH_Net_HO_Commit request message from a peer MIHF.

7.4.21.2.4 Effect on receipt

The MIH user receiving this primitive replies with an MIH_Net_HO_Commit.response primitive. Only the applicable actions in the Link Actions List are executed. The non-applicable link actions indicate failed actions when preparing the response.

7.4.21.3 MIH_Net_HO_Commit.response 
7.4.21.3.1 Function

This primitive is used by an MIHF to communicate with a peer MIHF from which an MIH_Net_HO_Commit request message is received. The primitive is used to communicate the response of a handover commit request.

7.4.21.3.2 Semantics of service primitive

MIH_Net_HO_Commit.response (
DestinationIdentifier,
Status,
LinkType,
TargetNetworkInfo,
LinkActionsResultList
)
Parameters:

	Name
	Data type
	Description

	DestinationIdentifier
	MIHF_ID
	Specifies the MIHF ID of the node that sent the MIH_Net_HO_Commit request message.

	Status
	STATUS
	Status of operation.

	LinkTypea
	LINK_TYPE
	Contains target link type.

	TargetNetworkInfoa
	TGT_NET_INFO
	Contains target network information for handover.

	LinkActionsResultLista
	LIST(LINK_ACTION_RSP)
	(Optional) A list of link actions result. This parameter is present if and only if LinkActionsList parameter is present in MIH_Net_HO_Commit.indication.


aThis parameter is not included if Status does not indicate “Success.”
7.4.21.3.3 When generated

This primitive is generated in response to an MIH_Net_HO_Commit.indication primitive. 
7.4.21.3.4 Effect on receipt

Upon receipt of this primitive MIHF shall send an MIH_Net_HO_Commit response message to the destination.

7.4.21.4 MI H_Net_HO_Commit.confirm 
7.4.21.4.1 Function

This primitive is used by the MIHF to confirm that an MIH_Net_HO_Commit response message is received from a peer MIHF.

7.4.21.4.2 Semantics of service primitive

MIH_Net_HO_Commit.confirm (
SourceIdentifier,
Status,
LinkType,
TargetNetworkInfo,
LinkActionsResultList
)
Parameters:

	Name
	Data type
	Description

	SourceIdentifier
	MIHF_ID
	Specifies the MIHF ID of the node that sent the MIH_Net_HO_Commit response message.

	Status
	STATUS
	Status of operation.

	LinkTypea
	LINK_TYPE
	Contains target link type.


	TargetNetworkInfoa
	TGT_NET_INFO
	Contains target network information for handover.

	LinkActionsResultLista
	LIST(LINK_ACTION_RSP)
	(Optional) A list of link actions result. This parameter is present if and only if LinkActionsList parameter was present in MIH_Net_HO_Commit.request.


aThis parameter is not included if Status does not indicate “Success.” 
7.4.21.4.3 When generated

This primitive is generated by the MIHF on receiving an MIH_Net_HO_Commit response message from a peer MIHF.

7.4.21.4.4 Effect on receipt

Upon receipt, the old serving PoS is informed about the status of the previously issued command request.

Since the MIH_Net_HO_Commit request message contains actions to effect the handover, the link between the old PoS and the MN may not be accessible (e.g., break before make) for the old PoS to receive the MIH_Net_HO_Commit response message from the MN. In this case the MIH_Net_HO_Commit response message will not be received by the old PoS, unless the MN knows the old PoS L3 address and sends the message after establishing L3 connectivity.

7.4.22 MIH_N2N_HO_Commit

7.4.22.1 MIH_N2N_HO_Commit.request 
7.4.22.1.1 Function

This primitive is used by an MIH user on the serving network to inform a selected target network that an MN is about to move to the target network.

7.4.22.1.2 Semantics of service primitive 
The parameters of the primitive are as follows:

MIH_N2N_HO_Commit.request (
DestinationIdentifier,
MNIdentifier,
TargetMNLinkIdentifier,
TargetPoA,
RequestedResourceSet 
)
Parameters:

	Name
	Data type
	Description

	DestinationIdentifier
	MIHF_ID
	This identifies a remote MIHF that will be the destination of this request.

	MNIdentifier
	MIHF_ID
	This identifies the MIHF of the MN that commits to per​form handover action.

	TargetMNLinkIdentifier
	LINK_ID
	This is the identifier of the MN’s target link for which resources are requested.

	TargetPoA
	LINK_ADDR
	This is the link address of the target point of attachment (AP/BS).

	RequestedResourceSet
	REQ_RES_SET
	This includes the set of parameters required for perform​ing MN admission control and resource reservation at the target network.


7.4.22.1.3 When generated

The MIH user on the serving network invokes this primitive when a single target network has been decided. 
7.4.22.1.4 Effect on receipt

Upon receipt of this primitive, the local MIHF generates and sends an MIH_N2N_HO_Commit request message to the remote MIHF on the selected target network identified by the Destination Identifier.

7.4.22.2 MIH_N2N_HO_Commit.ind ication 
7.4.22.2.1 Function

This primitive is used by an MIHF to indicate that an MIH_N2N_HO_Commit request message has been received from a peer MIHF on the serving network.

7.4.22.2.2 Semantics of service primitive 
The parameters of the primitive are as follows:

MIH_N2N_HO_Commit.indication(
SourceIdentifier,
MNIdentifier,
TargetMNLinkIdentifier,
TargetPoA,
RequestedResourceSet
)
Parameters:

	Name
	Data type
	Description

	SourceIdentifier
	MIHF_ID
	This identifies the invoker of this primitive, which is a remote MIHF.

	MNIdentifier
	MIHF_ID
	This identifies the MIHF of the MN that commits to per​form handover action.

	TargetMNLinkIdentifier
	LINK_ID
	This is the identifier of the MN’s target link for which resources are requested.

	TargetPoA
	LINK_ADDR
	This is the link address of the target point of attachment (AP/BS).

	RequestedResourceSet
	REQ_RES_SET
	This includes the set of parameters required for perform​ing MN admission control and resource reservation at the target network.


7.4.22.2.3 When generated

This primitive is generated by an MIHF on receiving an MIH_N2N_HO_Commit request message from a peer MIHF on the serving network.

7.4.22.2.4 Effect on receipt

Upon receipt of this primitive, MIH user generates an MIH_N2N_HO_Commit.response primitive. 
7.4.22.3 MIH_N2N_HO_Commit.response

7.4.22.3.1 Function

This primitive is used by an MIH user to respond to an MIH_N2N_HO_Commit.indication primitive.
7.4.22.3.2 Semantics of service primitive

The parameters of the primitive are as follows:

MIH_N2N_HO_Commit.response (
DestinationIdentifier, Status,
MNIdentifier,
TargetLinkIdentifier,
AssignedResourceSet
)
Parameters:

	Name
	Data type
	Description

	DestinationIdentifier
	MIHF_ID
	This identifies a remote MIHF that will be the destination of this request.

	Status
	STATUS
	Status of operation.

	MNIdentifier
	MIHF_ID
	This identifies the MIHF of the MN that commits to perform han​dover action.

	TargetLinkIdentifiera
	LINK_TUPLE_ID
	This contains the identifier of the target point of attachment (AP/ BS) for the MN.

	AssignedResourceSeta
	ASGN_RES_SET
	This includes the set of resource parameters assigned by the target network to the MN.


aThis parameter is not included if Status does not indicate “Success.” 
7.4.22.3.3 When generated

This primitive is generated by an MIHF User in response to a received MIH_N2N_HO_Commit.indication primitive.

7.4.22.3.4 Effect on receipt

Upon receipt, the MIHF generates and sends an MIH_N2N_HO_Commit response message to the peer MIHF on the serving network that sent an MIH_N2N_HO_Commit request message.

7.4.22.4 MIH_N2N_HO_Commit.confirm 
7.4.22.4.1 Function

This primitive is used by the MIHF to confirm that an MIH_N2N_HO_Commit response message is received from a peer MIHF on the selected target network.

7.4.22.4.2 Semantics of service primitive 
The parameters of the primitive are as follows:

MIH_N2N_HO_Commit.confirm (
SourceIdentifier,
Status,
MNIdentifier,
TargetLinkIdentifier,
AssignedResourceSet
)
Parameters:

	Name
	Data type
	Description

	SourceIdentifier
	MIHF_ID
	Specifies the MIHF ID of the node that sent the MIH_N2N_HO_Commit response message.

	Status
	STATUS
	Status of operation.

	MNIdentifier
	MIHF_ID
	This identifies the MIHF of the MN that commits to perform handover action.

	TargetLinkIdentifiera
	LINK_TUPLE_ID
	This contains the identifier of the target point of attachment (AP/ BS) for the MN.

	AssignedResourceSeta
	ASGN_RES_SET
	This includes the set of resource parameters assigned by the target network to the MN.


aThis parameter is not included if Status does not indicate “Success.” 
7.4.22.4.3 When generated

This primitive is generated by the MIHF on receiving an MIH_N2N_HO_Commit response message from a peer MIHF on the selected target network.

7.4.22.4.4 Effect on receipt

Upon receipt, the serving network is informed about the status of the previously issued command request so that it can react accordingly. For instance, the serving network determines that the handover procedure is acknowledged by the target network and it can notify the MN to perform handover. However, if Status does not indicate “Success,” the recipient ignores any other returned values and, instead, performs appropriate error handling.

7.4.23 MIH_MN_HO_Complete

7.4.23.1 MIH_MN_HO_Complete.request 
7.4.23.1.1 Function

This primitive is optionally used by MIH users to indicate the completion of MIH level handover aiding procedure.

7.4.23.1.2 Semantics of service primitive

MIH_MN_HO_Complete.request (
DestinationIdentifier,
SourceLinkIdentifier,
TargetLinkIdentifier,
HandoverResult
)
Parameters:

	Name
	Data type
	Description

	DestinationIdentifier
	MIHF_ID
	This identifies a remote MIHF that will be the destination of this request.

	SourceLinkIdentifier
	LINK_TUPLE_ID
	This identifies the source link of the handover.

	TargetLinkIdentifier
	LINK_TUPLE_ID
	This identifies the target link.

	HandoverResult
	HO_RESULT
	Handover result.


7.4.23.1.3 When generated

This primitive is generated when MIH level handover procedure is complete. 
7.4.23.1.4 Effect on receipt

Upon receipt of this primitive, the local MIHF generates and sends an MIH_MN_HO_Complete request message to the remote MIHF identified by the Destination Identifier.

7.4.23.2 MIH_MN_HO_Complete.indication 
7.4.23.2.1 Function

This primitive is used by MIHF to inform MIH users locally that an MIH_MN_HO_Complete request message is received.

7.4.23.2.2 Semantics of service primitive

MIH_MN_HO_Complete.indication (
SourceIdentifier,
SourceLinkIdentifier,
TargetLinkIdentifier,
HandoverResult
)
Parameters:

	Name
	Data type
	Description

	SourceIdentifier
	MIHF_ID
	Specifies the MIHF ID of the node that sent the MIH_MN_HO_Complete request message.

	SourceLinkIdentifier
	LINK_TUPLE_ID
	This identifies the source link of the handover.

	TargetLinkIdentifier
	LINK_TUPLE_ID
	This identifies the target link.

	HandoverResult
	HO_RESULT
	Handover result.


7.4.23.2.3 When generated

This primitive is generated when an MIH_MN_HO_Complete request message is received. 
7.4.23.2.4 Effect on receipt

This indicates the completion of the handover. A corresponding response is generated. 
7.4.23.3 MIH_MN_HO_Complete.response

7.4.23.3.1 Function

This primitive is used by MIH users to send a response to the MIH_MN_HO_Complete request. 
7.4.23.3.2 Semantics of service primitive

MIH_MN_HO_Complete.response (
DestinationIdentifier,
Status,
SourceLinkIdentifier,
TargetLinkIdentifier
)
Parameters:

	Name
	Data type
	Description

	DestinationIdentifier
	MIHF_ID
	Specifies the MIHF ID of the node that sent the MIH_MN_HO_Complete request message.

	Status
	STATUS
	Status of operation.

	SourceLinkIdentifier
	LINK_TUPLE_ID
	This identifies the source link of the handover.

	TargetLinkIdentifier
	LINK_TUPLE_ID
	This identifies the target link.


7.4.23.3.3 When generated

This primitive is generated when the MIH user wants to respond to the MIH_MN_HO_Complete.indication. 
7.4.23.3.4 Effect on receipt

This indicates the completion of the MIH level handover aiding procedure.

7.4.23.4 MIH_MN_HO_Complete.confirm 
7.4.23.4.1 Function

This primitive is used by MIHF to inform MIH users locally that an MIH_MN_HO_Complete response message is received.

7.4.23.4.2 Semantics of service primitive

MIH_MN_HO_Complete.confirm (
SourceIdentifier,
Status,
SourceLinkIdentifier,
TargetLinkIdentifier
)
Parameters:

	Name
	Data type
	Description

	SourceIdentifier
	MIHF_ID
	Specifies the MIHF ID of the node that sent the MIH_MN_HO_Complete response message.

	Status
	STATUS
	Status of operation.

	SourceLinkIdentifier
	LINK_TUPLE_ID
	This identifies the source link of the handover.

	TargetLinkIdentifier
	LINK_TUPLE_ID
	This identifies the target link.


7.4.23.4.3 When generated

MIHF generates this primitive when an MIH_MN_HO_Complete response message is received. 
7.4.23.4.4 Effect on receipt

This indicates the completion of the MIH level handover aiding procedure.

7.4.24 MIH_N2N_HO_Complete

7.4.24.1 MIH_N2N_HO_Complete.request

7.4.24.1.1 Function

This primitive is used by an MIH user in the network to communicate with a peer network MIH entity about the completion of handover operation.

7.4.24.1.2 Semantics of service primitive

MIH_N2N_HO_Complete.request (
DestinationIdentifier,
MNIdentifier,
SourceLinkIdentifier,
TargetLinkIdentifier,
HandoverResult
)
Parameters:

	Name
	Data type
	Description

	DestinationIdentifier
	MIHF_ID
	Identify the MIHF ID of the destination node.

	MNIdentifier
	MIHF_ID
	This identifies the MIHF on MN.

	SourceLinkIdentifier
	LINK_TUPLE_ID
	Specifies the source link of the handover.

	TargetLinkIdentifier
	LINK_TUPLE_ID
	Specifies the target link of the handover.

	HandoverResult
	HO_RESULT
	Handover result.


7.4.24.1.3 When generated

The MIH user invokes this primitive when handover operations have been completed. 
7.4.24.1.4 Effect on receipt

Upon receipt of this primitive, the local MIHF generates and sends an MIH_N2N_HO_Complete request message to the remote MIHF identified by the Destination Identifier.

7.4.24.2 MIH_N2N_HO_Complete.indication

7.4.24.2.1 Function

This primitive is used by the MIHF to indicate the status of the handover operation. 
7.4.24.2.2 Semantics of service primitive

MIH_N2N_HO_Complete.indication(
SourceIdentifier,
MNIdentifier,
SourceLinkIdentifier,
TargetLinkIdentifier,
HandoverResult
)
Parameters:

	Name
	Data type
	Description

	SourceIdentifier
	MIHF_ID
	Specifies the MIHF ID of the node that sent the MIH_N2N_HO_Complete request message.

	MNIdentifier
	MIHF_ID
	This identifies the MIHF on MN.

	SourceLinkIdentifier
	LINK_TUPLE_ID
	Specifies the source link of the handover.

	TargetLinkIdentifier
	LINK_TUPLE_ID
	Specifies the target link of the handover.

	HandoverResult
	HO_RESULT
	Handover result.


7.4.24.2.3 When generated

This primitive is generated by the MIHF on receiving an MIH_N2N_HO_Complete request message from a peer MIHF.

7.4.24.2.4 Effect on receipt

The MIH user receiving this primitive replies with an MIH_N2N_HO_Complete.response primitive. 
7.4.24.3 MIH_N2N_HO_Complete.response

7.4.24.3.1 Function

This primitive is used to send a response to a handover complete request.

7.4.24.3.2 Semantics of service primitive

MIH_N2N_HO_Complete.response (
DestinationIdentifier,
Status,
MNIdentifier,
SourceLinkIdentifier,
TargetLinkIdentifier,
ResourceRetentionStatus
)
Parameters:

	Name
	Data type
	Description

	DestinationIdentifier
	MIHF_ID
	Specifies the MIHF ID of the node that sent the MIH_N2N_HO_Complete request message.

	Status
	STATUS
	Status of operation.

	MNIdentifier
	MIHF_ID
	This identifies the MIHF of MN.

	SourceLinkIdentifier
	LINK_TUPLE_ID
	Specifies the source link of the handover.

	TargetLinkIdentifier
	LINK_TUPLE_ID
	Specifies the target link of the handover.

	ResourceRetention- Statusa
	BOOLEAN
	Status of local resource at the invoker of this primitive, which can be either the source network or the target network depending on the handover flow.

TRUE: Retain resource.

FALSE: Release resource.


aThis parameter is not included if Status does not indicate “Success.”
7.4.24.3.3 When generated

The MIH user responds with this primitive after processing the handover complete request. 
7.4.24.3.4 Effect on receipt

Upon receipt, the local MIHF sends an MIH_N2N_HO_Complete response message to the destination MIHF.

7.4.24.4 MIH_N2N_HO_Complete.confirm 
7.4.24.4.1 Function

This primitive is used by the MIHF to confirm that an MIH_N2N_HO_Complete response message is received from a peer MIHF.

7.4.24.4.2 Semantics of service primitive

MIH_N2N_HO_Complete.confirm (
SourceIdentifier,
Status,
MNIdentifier
SourceLinkIdentifier,
TargetLinkIdentifier,
ResourceRetentionStatus
)
Parameters:

	Name
	Data type
	Description

	SourceIdentifier
	MIHF_ID
	Specifies the MIHF ID of the node that sent the MIH_N2N_HO_Complete response message.

	Status
	STATUS
	Status of operation.

	MNIdentifier
	MIHF_ID
	This identifies the MIHF of MN.

	SourceLinkIdentifier
	LINK_TUPLE_ID
	Specifies the source link of the handover.

	TargetLinkIdentifier
	LINK_TUPLE_ID
	Specifies the target link of the handover.

	ResourceRetention- Statusa
	BOOLEAN
	Status of local resource at the invoker of MIH_N2N_HO_Complete.resonse primitive, which can be either the source network or the target network depending on the han​dover flow.

TRUE: Retain resource.

FALSE: Release resource.


aThis parameter is not included if Status does not indicate “Success.” 
7.4.24.4.3 When generated

This primitive is generated by MIHF on receiving MIH_N2N_HO_Complete response message from a peer MIHF.

7.4.24.4.4 Effect on receipt

Upon receipt, the MIH user determines that the handover complete request was processed successfully. However, if Status does not indicate “Success,” the recipient ignores any other returned values and, instead, performs appropriate error handling.

7.4.25 MIH_Get_Information

7.4.26 MIH_Push_Information

7.5 MIH_NET_SAP primitives
8. Media independent handover protocol 
8.1 Introduction

8.2 MIH protocol description

8.3 MIH protocol identifiers

8.4 MIH protocol frame format
8.5 Message parameter TLV encoding
8.6 MIH protocol messages

8.6.1 MIH messages for service management

8.6.2 MIH messages for event service

8.6.2.1 MIH_Link_Detected indication

8.6.2.2 MIH_Link_Up indication

8.6.2.3 MIH_Link_Parameters_Report indication

8.6.2.4 MIH_Link_Going_Down indication

8.6.2.5 MIH_Link_Handover_Imminent indication

The corresponding MIH primitive of this message is defined in 7.4.11.

This message indicates that a link-layer handover decision has been made and its execution is imminent.

	MIH Header Fields (SID=2, Opcode=3, AID=7)

	Source Identifier = sending MIHF ID
(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID
(Destination MIHF ID TLV)

	OldLinkIdentifier
(Link identifier TLV)

	NewLinkIdentifier
(New link identifier TLV)

	OldAccessRouter (optional)
(Old access router TLV)

	NewAccessRouter (optional)
(New access router TLV)


8.6.2.6 MIH_Link_Handover_Complete indication

The corresponding MIH primitive of this message is defined in 7.4.12.

This message indicates that a link-layer handover has been completed.

	11IH Header Fields (SID=2, Opcode=3, AID=8)

	Source Identifier = sending MIHF ID
(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID
(Destination MIHF ID TLV)

	OldLinkIdentifier
(Link identifier TLV)

	NewLinkIdentifier
(New link identifier TLV)

	OldAccessRouter (optional)
(Old access router TLV)

	NewAccessRouter (optional)
(New access router TLV)

	LinkHandoverStatus
(Status TLV)


8.6.3 MIH messages for command service 
8.6.3.1 MIH_Link_Get_Parameters request
8.6.3.2 MIH_Link_Get_Parameters response

8.6.3.3 MIH_Link_Configure_Thresholds request

8.6.3.4 MIH_Link_Configure_Thresholds response

8.6.3.5 MIH_Link_Actions request

8.6.3.6 MIH_Link_Actions response

8.6.3.7 MIH_Net_HO_Candidate_Query request

The corresponding MIH primitive of this message is defined in 7.4.17.2.

This message is used for communication between the MIHF on an MN and the MIHF on a network. The function is used to communicate an intent of network initiated handover.

	11IH Header Fields (SID=3, Opcode=1, AID=4)

	Source Identifier = sending MIHF ID
(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID
(Destination MIHF ID TLV)

	SuggestedNewLinkList
(List of link PoA list TLV)

	SuggestedCandidateAuthenticatorList (the list is empty if no authenticator is suggested.)
(Authenticator List TLV)

	QueryResourceReportFlag
(Query resource report flag TLV)


8.6.3.8 MIH_Net_HO_Candidate_Query response

The corresponding MIH primitive of this message is defined in 7.4.17.4.

This message is used for communication between the MIHF on an MN and the MIHF on a network. The function is used to respond to an intent of network initiated handover.

	11IH Header Fields (SID=3, Opcode=2, AID=4)

	Source Identifier = sending MIHF ID
(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID
(Destination MIHF ID TLV)

	Status
(Status TLV)

	SourceLinkIdentifier
(Link identifier TLV)

	HandoverStatus (not included if Status does not indicate “Success”)
(Handover status TLV)

	PreferredLinkList (not included if Status does not indicate “Success”)
(Preferred link list TLV)

	PreferredCandidateAuthenticatorList (not included if Status does not indicate “Success”) (Authenticator List TLV)


8.6.3.9 MIH_MN_HO_Candidate_Query request

The corresponding MIH primitive of this message is defined in 7.4.18.1.

This message is used by an MIHF on the MN to communicate to a network MIHF, an intent to initiate a handover.
	MIH Header Fields (SID=3, Opcode=1, AID=5)

	Source Identifier = sending MIHF ID
(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID
(Destination MIHF ID TLV)

	SourceLinkIdentifier
(Link identifier TLV)

	CandidateLinkList
(List of link PoA list TLV)

	QoSResourceRequirements
(Handover resource query list TLV)

	IPConfigurationMethods (optional)
(IP address configuration methods TLV)

	DHCPServerAddress (optional)
(DHCP server address TLV)

	FAAddress (optional)
(FA address TLV)

	AccessRouterAddress (optional)
(Access router address TLV)

	CandidateAuthenticatorList

(Authenticator List TLV)


8.6.3.10 MIH_MN_HO_Candidate_Query response

The corresponding MIH primitive of this message is defined in 7.4.18.3.

This message is used by an MIHF in the network to respond to an MIH_MN_HO_Candidate_Query request message from a remote MIHF on the MN.

	MIH Header Fields (SID=3, Opcode=2, AID=5)

	Source Identifier = sending MIHF ID
(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID
(Destination MIHF ID TLV)

	Status
(Status TLV)

	SourceLinkIdentifier
(Link identifier TLV)

	PreferredCandidateLinkList (not included if Status does not indicate “Success”)
(Preferred link list TLV)

	PreferredCandidateAuthenticatorList

(Authenticator List TLV)


8.6.3.11 MIH_N2N_HO_Query_Resources request

The corresponding MIH primitive of this message is defined in 7.4.19.1.

This message is used by an MIHF on the serving network to communicate to an MIHF on the candidate network an intent to initiate a handover. This message is also used to retrieve IP address related information from the candidate network.

	MIH Header Fields (SID=3, Opcode=1, AID=6)

	Source Identifier = sending MIHF ID
(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID
(Destination MIHF ID TLV)

	QoSResourceRequirements
(Handover resource query list TLV)

	IPConfigurationMethods (optional)
(IP address configuration methods TLV)

	DHCPServerAddress (optional)
(DHCP server address TLV)

	FAAddress (optional)
(FA address TLV)

	AccessRouterAddress (optional)
(Access router address TLV)

	CandidateLinkList (optional)
(Link identifier list TLV)


8.6.3.12 MI H_N2N_HO_Query_Resources response

The corresponding MIH primitive of this message is defined in 7.4.19.3.

This message is used by an MIHF in the candidate network to respond to an MIH_N2N_HO_Query_Resources request message from an MIHF on the serving network. This is used to return the result of resource preparation of the impending handover and to notify the MIHF on the serving network of the link resource status and IP address related information of the candidate network.

	MIH Header Fields (SID=3, Opcode=2, AID=6)

	Source Identifier = sending MIHF ID
(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID
(Destination MIHF ID TLV)

	Status
(Status TLV)

	ResourceStatus (not included if Status does not indicate “Success”)
(Resource status TLV)

	CandidateLinkList (optional) (not included if Status does not indicate “Success”)
(Preferred link list TLV)


8.6.3.13 MIH_MN_HO_Commit request

The corresponding MIH primitive of this message is defined in 7.4.20.1.

This message is used by the MIHF on the mobile node to notify the Serving PoS of the decided target network information.

	MIH Header Fields (SID=3, Opcode=1, AID=7)

	Source Identifier = sending MIHF ID
(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID
(Destination MIHF ID TLV)

	LinkType
(Link type TLV)

	TargetNetworkInfo
(Target network info TLV)


8.6.3.14 MIH_MN_HO_Commit response

The corresponding MIH primitive of this message is defined in 7.4.20.3.

This message is used by the MIHF on the Serving PoS to respond to an MIH_MN_HO_Commit request message.

	MIH Header Fields (SID=3, Opcode=2, AID=7)

	Source Identifier = sending MIHF ID
(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID
(Destination MIHF ID TLV)

	Status
(Status TLV)

	LinkType
(Link type TLV)

	TargetNetworkInfo
(Target network info TLV)


8.6.3.15 MIH_Net_HO_Commit request

The corresponding MIH primitive of this message is defined in 7.4.21.1.

This message is used by the MIHF to communicate the intent to commit to a handover request to a specific link and PoA.

	11IH Header Fields (SID=3, Opcode=1, AID=8)

	Source Identifier = sending MIHF ID
(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID
(Destination MIHF ID TLV)

	LinkType
(Link type TLV)

	TargetNetworkInfoList
(List of target network info TLV)

	AssignedResourceSet
(Assigned resource set TLV)

	Link Action Execution Delay
(Time interval TLV)

	LinkActionsList (Optional)
(Link actions list TLV)


8.6.3.16 MIH_Net_HO_Commit response

The corresponding MIH primitive of this message is defined in 7.4.21.3.

This message is used by the MIHF to respond to a request to commit to a handover request to a specific link and PoA.

	11IH Header Fields (SID=3, Opcode=2, AID=8)

	Source Identifier = sending MIHF ID
(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID
(Destination MIHF ID TLV)

	Status
(Status TLV)

	LinkType (not included if Status does not indicate “Success”)
(Link type TLV)

	TargetNetworkInfo (not included if Status does not indicate “Success”)
(Target network info TLV)

	LinkActionsResultList (Optional) (not included if Status does not indicate “Success”)
(Link actions result list TLV)


8.6.3.17 MIH_N2N_HO_Commit request

The corresponding MIH primitive of this message is defined in 7.4.22.1.

This message is used by the MIHF on the serving network to communicate with its peer MIHF on the selected target network. This is used to request the target network to allocate resources to an MN that is about to attach to that network link and PoA.

	11IH Header Fields (SID=3, Opcode=1, AID=9)

	Source Identifier = sending MIHF ID
(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID
(Destination MIHF ID TLV)

	MNIdentifier
(Mobile node MIHF ID TLV)

	TargetMobileNodeLinkIdentifier
(MN link ID TLV)

	TargetPoA (PoA TLV)

	RequestedResourceSet
(Requested resource set TLV)


8.6.3.18 MIH_N2N_HO_Commit response

The corresponding MIH primitive of this message is defined in 7.4.22.3.

This message is used by the MIHF on the selected target network to communicate with its peer MIHF on the serving network. This is used to respond to the MIH_N2N_HO_Commit request message.

	11IH Header Fields (SID=3, Opcode=2, AID=9)

	Source Identifier = sending MIHF ID
(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID
(Destination MIHF ID TLV)

	Status
(Status TLV)

	MNIdentifier
(Mobile node MIHF ID TLV)

	TargetLinkIdentifier (not included if Status does not indicate “Success”)
(Link identifier TLV)

	AssignedResourceSet (not included if Status does not indicate “Success”)
(Assigned resource set TLV)


8.6.3.19 MIH_MN_HO_Complete request

The corresponding MIH primitive of this message is defined in 7.4.23.1.

This message is used by the MIHF on the MN to communicate the status of handover operation to the MIHF on the target network.

	MIH Header Fields (SID=3, Opcode=1, AID=10)

	Source Identifier = sending MIHF ID
(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID
(Destination MIHF ID TLV)

	SourceLinkIdentifier
(Link identifier TLV)

	TargetLinkIdentifier
(New link identifier TLV)

	HandoverResult
(Handover result TLV)


8.6.3.20 MIH_MN_HO_Complete response

The corresponding MIH primitive of this message is defined in 7.4.23.3.

This message is used by the MIHF on the target network to communicate the response following the completion of handover operation to the MN.

	MIH Header Fields (SID=3, Opcode=2, AID=10)

	Source Identifier = sending MIHF ID
(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID
(Destination MIHF ID TLV)

	Status
(Status TLV)

	SourceLinkIdentifier
(Link identifier TLV)

	TargetLinkIdentifier
(New link identifier TLV)


8.6.3.21 MIH_N2N_HO_Complete request

The corresponding MIH primitive of this message is defined in 7.4.24.1.

This message is used by the MIHF to communicate the status of handover operation.

	11IH Header Fields (SID=3, Opcode=1, AID=11)

	Source Identifier = sending MIHF ID
(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID
(Destination MIHF ID TLV)

	MNIdentifier
(Mobile node MIHF ID TLV)

	SourceLinkIdentifier
(Link identifier TLV)

	TargetLinkIdentifier
(New link identifier TLV)

	HandoverResult
(Handover result TLV)


8.6.3.22 MIH_N2N_HO_Complete response

The corresponding MIH primitive of this message is defined in 7.4.24.3.

This message is used by the MIHF to communicate the response following the completion of the handover operation. The message is used to communicate the preferred action to be taken with respect to resources associated with the previous connection. If the handover is successful, the resources are released.

	11IH Header Fields (SID=3, Opcode=2, AID=11)

	Source Identifier = sending MIHF ID
(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID
(Destination MIHF ID TLV)

	Status
(Status TLV)

	MNIdentifier
(Mobile node MIHF ID TLV)

	SourceLinkIdentifier
(Link identifier TLV)

	TargetLinkIdentifier
(New link identifier TLV)

	ResourceRetention Status (not included if Status does not indicate “Success”)
(Resource retention status TLV)


8.6.4 MIH messages for information service
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Handover procedures
C.1 Mobile-initiated handover procedure

The Mobile-initiated handover procedure operates as follows (see Figure C.1):

1) The Mobile Node is connected to the serving network via the current PoS and it has access to the MIH Information Server.

2) The Mobile Node queries information about neighboring networks by sending an MIH_Get_Information request message to the Information Server. The Information Server responds with an MIH_Get_Information response message. This information is attempted as soon as the Mobile Node is first attached to the network.

3) The Mobile Node triggers a mobile-initiated handover by sending an MIH_MN_HO_Candidate_Query request message to the Serving PoS. This request contains the information of potential candidate networks.

4) The Serving PoS queries the availability of resources at the candidate networks by sending an MIH_N2N_HO_Query_Resources request message to one or multiple Candidate PoSs.

5) The Candidate PoSs respond with an MIH_N2N_HO_Query_Resources response message and the Serving PoS notifies the Mobile Node of the resulting resource availability at the candidate networks through an MIH_MN_HO_Candidate_Query response message.

6) The Mobile Node decides on the target of the handover and notifies the Serving PoS of the decided target network information by sending the MIH_MN_HO_Commit request message. Also, the Mobile Node commits a link switch to the target network interface by invoking the MIH_Link_Actions.request primitive.

7) The Serving PoS sends the MIH_N2N_HO_Commit request message to the Target PoS to request resource preparation at the target network. The Target PoS responds with the result of the resource preparation by an MIH_N2N_HO_Commit response message.

8) The new layer 2 connection is established and certain mobility management protocol procedures are carried out between the Mobile Node and the target network.

9) The Mobile Node sends an MIH_MN_HO_Complete request message to the Target PoS. The Target PoS sends an MIH_N2N_HO_Complete request message to the previous Serving PoS to release resource, which was allocated to the Mobile Node. After identifying that the resource is successfully released, the Target PoS sends an MIH_MN_HO_Complete response message to the Mobile Node.
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Figure C.1—Mobile-initiated handover procedure
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Figure C.1—Mobile-initiated handover procedure (continued)
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Figure C.1—Mobile-initiated handover procedure (continued)
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Figure C.1—Mobile-initiated handover procedure (continued)
C.2 Network-initiated handover procedure

The Network-initiated handover procedure operates as follows (see Figure C.2):

10) The Serving PoS sends an MIH_Get_Information request message to the Information Server to get neighboring network information and the Information Server responds by sending an MIH_Get_Information response message.

11) The
Serving PoS triggers
a network-initiated handover by sending
an
MIH_Net_HO_Candidate_Query request message to the Mobile Node. The MN responds through an MIH_Net_HO_Candidate_Query response message, which contains the Mobile Node’s acknowledgement about the handover and its preferred link and PoS lists.

12) The Serving PoS sends an MIH_N2N_HO_Query_Resources request message to one or more Candidate PoSs to check the availability of the resource at candidate networks. The Candidate PoS responds by sending an MIH_N2N_HO_Query_Resources response message to the Serving PoS.

13) The Serving PoS decides the target of the handover based on the available resource status at candidate networks.

14) The Serving PoS sends an MIH_N2N_HO_Commit request message to the Target PoS to prepare resource at the target network. The Target PoS responds with the result of the resource preparation by sending an MIH_N2N_HO_Commit response message.

15) After identifying that the resource is successfully prepared, the Serving PoS commands the Mobile Node to commit handover towards the specified network type and PoA through an MIH_Net_HO_Commit request message.

16) The new layer 2 connection is established and the Mobile Node sends an MIH_Net_HO_Commit response message to the Serving PoS.

17) After higher layer handover execution, the Mobile Node sends an MIH_MN_HO_Complete request message to the Target PoS. The Target PoS sends an MIH_N2N_HO_Complete request message to the previous Serving PoS to release resource, which was allocated to the Mobile Node. After identifying that the resource is successfully released, the Target PoS sends an MIH_MN_HO_Complete response message to the Mobile Node.
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Figure C.2—Network-initiated handover procedure
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Figure C.2—Network-initiated handover procedure (continued)
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Figure C.2—Network-initiated handover procedure (continued)
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Figure C.2—Network-initiated handover procedure (continued)
C.3 Example handover flow chart between IEEE 802.11 and IEEE 802.16

Figure C.3 shows a handover flow chart between the IEEE 802.11 and the IEEE 802.16 network. This is an example of dual radio handover procedure wherein both the radios involved in handover can transmit and receive at the same time. The handover procedure operates as follows:

18) The Mobile Node is connected to the IEEE 802.11 network and receives the IEEE 802.11 link measurement report through the MIH_Link_Parameters_Report. indication and acquires the neighboring network information by the MIH_Get_Information.confirm.

19) When the Link_Going_Down event happens on the current IEEE 802.11 network, the Mobile Node performs the MIH_Link_Actions.request to scan the link status of the candidate networks. The mobile node discovers the IEEE 802.16 network and can acquire the candidate IEEE 802.16 network's DL_MAP, UL_MAP, DCD and UCD parameters.

20) The Mobile Node identifies the resource availability status of the candidate network by sending the MIH_MN_HO_Candidate_Query message to the Serving PoS. When the Serving PoS receives the MIH_MN_HO_Candidate_Query request message from the Mobile Node, it retrieves resource information from target network by sending MIH_N2N_HO_Query_Resources message to the PoSs on the candidate networks.

21) Based on resource availability and other selection criteria the IEEE 802.16 network is selected as the target of the handover and the Mobile Node sends MIH_MN_HO_Commit request message to the Serving PoS to notify the decided target network information. The Serving PoS reserves the resource at the target network through MIH_N2N_HO_Commit messages.

22) The Mobile Node commits a link switch to the IEEE 802.16 interface and the new layer 2 connection for the target IEEE 802.16 network is established. The Mobile IP procedures are carried out between the Mobile Node and the IEEE 802.16 network. As a result of that, the active sessions are now shifted over to the IEEE 802.16 network.

23) The Mobile Node sends the MIH_MN_HO_Complete request message to the Serving PoS on the IEEE 802.16 network and that Serving PoS exchanges the MIH_N2N_HO_Complete messages with the previous PoS on the IEEE 802.11 network to release the resource that was reserved for the Mobile Node on that network.
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Figure C.3—Example handover flow chart between IEEE 802.11 and IEEE 802.16
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Figure C.3—Example handover flow chart between IEEE 802.11 and IEEE 802.16 (continued)
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Figure C.3—Example handover flow chart between IEEE 802.11 and IEEE 802.16 (continued)
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Figure C.3—Example handover flow chart between IEEE 802.11 and IEEE 802.16 (continued)
C.4 Example handover flow chart for Proxy Mobile IPv6
C.4.1 Network-initiated handover procedures

Figure C.4 shows a network-initiated handover flow chart for Proxy Mobile IPv6 (PMIPv6), which is currently under standardization for supporting a local mobility in IETF NetLMM Working Group (Although the Proxy Mobile IP is under standardization, its overall flow is already defined. The following handover flow refers to the overall flow.) The handover flow operates as follows:

24) The MN receives packets through both the Mobile Access Gateway (MAG) 1 located in the serving network and the Local Mobility Anchor (LMA), which are primary components of the PMIPv6.

25) The Serving PoS queries the Information Server to get information about available neighboring networks.

26) The
Serving PoS triggers a network-initiated handover by sending the
MIH_Net_HO_Candidate_Query request message to the MN. The MN responds with the MIH_Net_HO_Candidate_Query response message, which contains the MN’s acknowledgement about the handover initiation and its preferred link and PoS lists.

27) The Serving PoS sends the MIH_N2N_HO_Query_Resource request messages to different Candidate PoSs (can be more than one) to query the availability of the resource at candidate networks. The Candidate PoSs respond by sending the MIH_N2N_HO_Query_Resource response message to the Serving PoS. The Serving PoS decides on the handover target based on the resource availability information of candidate networks informed by the MIH_N2N_HO_Query_Resource response message.

28) The Serving PoS informs the decided Target PoS (i.e., Candidate Network 1 in the Figure C.4, where MAG2 is located) of the handover commitment and requests the Target PoS to prepare resources for the incoming MN through sending the MIH_N2N_HO_Commit request message. The Target PoS replies to the result of the handover commitment and resource preparation by sending an MIH_N2N_HO_Commit response message. (Upon receiving the MIH_N2N_HO_Commit request message, the PMIPv6 client in the Target PoS queries the incoming MN’s profile to an AAA server and sends a Proxy Binding Update in order to register the location of the MN in advance. The PMIPv6 client in the Target PoS buffers the packets received from the LMA until the MN attaches to the Target PoS.)

29) The Serving PoS requests the MN to perform handover to the decided Target PoS by sending the MIH_Net_HO_Commit request message. The MN replies with the result of the handover commitment by sending an MIH_Net_HO_Commit response message.

30) Upon detecting the MN’s detachment, the PMIPv6 client in the Serving PoS terminates its current binding of the MN via sending a Proxy Binding Update with Lifetime set to 0 and requests the LMA to buffer packets destined for the MN.

31) Once the MN establishes Layer 2 connection to the Target PoS, the PMIPv6 client in the Target PoS registers the current MN’s location to the LMA by sending a Proxy Binding Update message. The LMA updates its Binding Cache Entry with the Proxy Binding Update message and then replies with a Proxy Binding Acknowledgement message. The LMA forwards the buffered packets.

32) After receiving the Proxy Binding Acknowledgement message, the PMIPv6 client sends a Router Advertisement message to the MN. The Router Advertisement is constructed with the MN’s information obtained from the policy server and the LMA. It can be solicited by a Router Solicitation message from the MN or periodically transmitted. The MN configures IP addresses on its interface, which is currently used to connect to the Target PoS, with the received Router Advertisement message. Once the PMIPv6 procedures are completed, the MN receives packets through both MAG 2 and LMA.

33) After the PMIPv6 execution, the Target PoS sends the MIH_N2N_HO_Complete request message to the previous Serving PoS. The previous Serving PoS responds to the message with an MIH_N2N_HO_Complete response message.
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Figure C.4—Network-initiated handover procedures
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Figure C.4—Network-initiated handover procedures

C.4.2 Mobile-initiated handover procedures

Figure C.5 shows a mobile-initiated handover flow chart for Proxy Mobile IPv6 (PMIPv6), which is currently under standardization for supporting a local mobility in IETF NetLMM Working Group (Although the Proxy Mobile IP is under standardization, its overall flow is already defined. Following handover flow refers to the overall flow.) The handover flow operates as follows:

34) MN receives packets through both Mobile Access Gateway (MAG) 1 located in the serving network and Local Mobility Anchor (LMA), which are primary components of the PMIPv6.

35) The MN queries the Information Server to get information about available neighboring networks. This information query can be attempted as soon as the MN attaches to a new serving network or periodically for refreshing the information.

36) MN sends the MIH_MN_HO_Candidate_Query request message to the Serving PoS for triggering a mobile-initiated handover. This message contains requirements for potential candidate networks.

37) The Serving PoS sends the MIH_N2N_HO_Query_Resource request messages to the informed Candidate PoSs (can be more than one) in order to query the availability of the resource at the candidate networks. The Candidate PoS responds by sending the MIH_N2N_HO_Query_Resource response message to the Serving PoS. The Serving PoS in turn sends MIH_MN_HO_Candidate_Query response message to the MN. Finally, the MN decides the handover target based on the result of query about resource availability at the candidate networks.

38) The MN sends the MIH_MN_HO_Commit request message to notify the Serving PoS of the decided target network information. The Serving PoS reserves the resource at the target network through MIH_N2N_HO_Commit messages. Upon receiving the MIH_N2N_HO_Commit request message, PMIPv6 client as MIH user in the target PoS queries the incoming MN’s profile to a policy store such as AAA server. As a result, the Target PoS obtains the MN’s information for PMIP processes in advance. (Upon receiving the MIH_N2N_HO_Commit request message, PMIPv6 client in the Target PoS queries the incoming MN's profile to an AAA server and sends Proxy Binding Update in order to register the location of the MN in advance. The PMIPv6 client in the Target PoS also buffers the packets received from LMA until the MN attaches to the Target PoS.)

39) The Target PoS replies to the Serving PoS with the result of the resource preparation by sending MIH_N2N_HO_Commit response message.

40) The MN performs handover to the specified network type and PoA by the MIH_Link_Actions.request primitive. Upon detecting the MN’s detachment, the PMIPv6 client in the Serving PoS terminates its current binding of the MN via sending Proxy Binding Update with Lifetime set to 0 and requests the LMA to buffer packets destined for the MN.

41) Once the MN establishes the layer 2 connection to the Target PoS, the PMIPv6 client as an MIH user in the Target PoS registers the current MN’s location to the LMA by sending a Proxy Binding Update message. The LMA updates its Binding Cache Entry with the Proxy Binding Update message and then replies with Proxy Binding Acknowledgement message. The LMA also forwards the buffered packets.

42) After receiving the Proxy Binding Acknowledgement message, the PMIPv6 client sends a Router Advertisement message to the MN. The Router Advertisement is constructed with the MN’s information obtained from the policy server and LMA. It can be solicited by a Router Solicitation message from the MN or periodically transmitted. MN configures IP addresses on its interface, which is currently used to connect to the Target PoS, with the received Router Advertisement message. Once the PMIPv6 procedures are completed, the MN receives packets through both MAG 2 and LMA.

43) After the PMIPv6 execution, the Target PoS sends the MIH_N2N_HO_Complete request message to the previous Serving PoS. The previous Serving PoS responds to the message with an MIH_N2N_HO_Complete response message.
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Figure C.5—Mobile-initiated handover procedures
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Figure C.5—Mobile-initiated handover procedures
C.4.3 Mobile-initiated handover for break before make case

Figure C.6 shows a mobile-initiated handover flow chart for Proxy Mobile IPv6 (PMIPv6). In this case the MN looses its connectivity with the serving PoA before the target PoA can be notified of the MN’s decision to handover. However, the MN discovers the target PoA, establishes connectivity with the target PoA and then the target PoA notifies the serving PoA of the handover completion. PMIPv6 signaling is then completed and the packets are then forwarded to the MN’s new location. The handover flow operates as follows:

44) The MN receives packets through both Mobile Access Gateway (MAG) 1 located in the serving network and Local Mobility Anchor (LMA), which are primary components of the PMIPv6.

45) The MN queries the Information Server to get information about available neighboring networks. This information query can be attempted as soon as the MN attaches to a new serving network or periodically for refreshing the information.

46) The MN sends the MIH_MN_HO_Candidate_Query request message to the Serving PoS for triggering a mobile-initiated handover. This message contains requirements for potential candidate networks.

47) The Serving PoS sends the MIH_N2N_HO_Query_Resource request messages to the informed Candidate PoSs (can be more than one) in order to query the availability of the resource at the candidate networks. The Candidate PoS responds by sending the MIH_N2N_HO_Query_Resource response message to the Serving PoS. The Serving PoS in turn sends MIH_MN_HO_Candidate_Query response message to the MN. Finally, the MN decides on the handover target based on the result of query about resource availability at the candidate networks.

48) The MN unexpectedly looses connectivity with the serving PoS. Upon detecting the MN’s detachment, the PMIPv6 client in the Serving PoS terminates a current binding of the MN via sending a Proxy Binding Update with Lifetime set to 0 and requests the LMA to buffer packets destined for the MN.

49) The loss of the link connectivity triggers an MIH_Link_Down event on the MN. Later the MN receives an MIH_Link_Up event when the WLAN L2 connection is established.

50) Once the MN establishes the layer 2 connection to the Target PoS, the PMIPv6 client as an MIH user in the Target PoS registers the current MN's location to the LMA by sending a Proxy Binding Update message. The LMA updates its Binding Cache Entry with the Proxy Binding Update message and then replies with Proxy Binding Acknowledgement message.

51) After receiving the Proxy Binding Acknowledgement message, the PMIPv6 client sends a Router Advertisement message to the MN. The Router Advertisement is constructed with the MN’s information obtained from the policy server and LMA. It can be solicited by a Router Solicitation message from the MN or periodically transmitted. The MN configures IP addresses on its interface, which is currently used to connect to the Target PoS, with the received Router Advertisement message. Once the PMIPv6 procedures are completed, the MN receives packets through both MAG 2 and LMA.

52) After the PMIPv6 execution, the Target PoS sends the MIH_N2N_HO_Complete request message to the previous Serving PoS. The previous Serving PoS responds to the message with MIH_N2N_HO_Complete response message.
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Figure C.6—Mobile-initiated handover for break before make case
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Figure C.6—Mobile-initiated handover for break before make case
C.5 Network selection in IEEE 802.11 (WLAN) using IEEE 802.21

Figure C.7 shows the general topology of an IEEE 802.11 (WLAN) network operating with an IEEE 802.21 MIIS.

The steps in network selection as shown in Figure C.8 are as follows:

53) Pre-configuration: The AP is pre-configured with advertising protocol identifier (APID) of choice and is pre-configured to use IEEE 802.21 MIIS. The AP discovers the MIIS through a variety of different mechanisms that are outside the scope of specification. The maximum length of response messages from MIIS is also set. The AP communicates with MIIS at L2 or at L3 using a protocol defined elsewhere.

54) Discover AP/Access Network Capabilities: The AP sends out a beacon with Interworking set in the extended capabilities information element and APID set to GAS (Generic Advertisement Service). The STA discovers access network capabilities by listening to beacons or it could also send a probe request and discover access network capabilities through the probe response.

55) Query list of subscription service provider networks (SSPNs): The STA sends out a query asking for a list of available SSPNs. The query is defined using an IEEE 802.21 specific MIH frame. The MIH frame is then relayed by the AP to the MIIS. Meanwhile the AP sends out the initial GAS response to the STA with initial delay (comeback delay).

56) GAS response: The MIIS interprets the query and retrieves the response either from local or remote repository. It then packs the response in an appropriate MIH frame and sends it to the AP. Subsequently when the STA sends the GAS comeback request to the AP, the AP responds with the available information in the MIH frame. The STA then retrieves the information out of the MIH frame and obtains the answer to the query.

[image: image19.png]NAP Core Network

802 21 local IS

MIH Protocol

b 0

Mobile Devices with WLAN

MIH Protocol

SSPN #1
MIH Protocol -802 118
AAA
@ MIH Protocol
SSPN#2 Yy
802.21 1S

SSPN: Subscription Service Provider Network
NAP: Network Access Provider




Figure C.7—Network selection in WLAN with IEEE 802.11 and IEEE 802.21

[image: image20.png]Comeback delay
(optional - STA to PS mode)

8022118

(local Access Network)

Pre-configuration

8022118
(“home” SSPN)

¢

STA AP
Pre-configuration
- Advertising protocol ID (APID)=IS
- Maximum acceptable length (LEN)
for query response
€ Beacon (Interworking IE, GAS: APID)
Probe Request N
Probe Response (Interworking IE,
¢ GAS:APID)
GAS initial request (request IE, APID) Relay MIH frame (with query content)
Query content (“list of SSPNs?”) Transport method: (1) 8023, (2) IP
GAS initial response (Query ID, Dialog
¢ Token, comeback delay)
MIH Response (transaction ID,
answer information); may be delayed
until answer is ready
GAS Comeback Request (Query ID) N
GAS Comeback Response (Query ID,
answer information)





Figure C.8—Use case: query SSPN list

C.6 Abnormal case at the stage of resource availability check

When MIH_MN_HO_Candidate_Query response message indicates the handover initiator to abort handover, the MN will initiate handover process to another suitable target PoA. Figure C.9 shows the handover flow diagram for this case.
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Figure C.10—Abnormal case at the stage of resource availability check
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(normative)
Mapping MIH messages to reference points

Annex E 
(normative)
Media specific mapping for SAPs
Annex F 
(normative)
Data type definition

Annex G 
(normative)
Information element identifiers

Annex H 
(normative)
MIIS basic schema
Annex I 
(informative)
Making user extensions to MIIS schema
Annex J 
(normative)
IEEE 802.21 MIB
J.1 Parameters requiring MIB definition 
J.1.1 MIH capability parameters

The following is a list of parameters that are used in the MIH capability discovery:

d) …
e) List of MBB Handover support (Read-only): A list of make-before-break support information for each pair of serving and target network types.

J.1.2 MIH protocol parameters
J.2 IEEE 802.21 MIB definition
Annex K 
(informative)
Example MIH message fragmentation
Annex L 
(normative)
MIH protocol message code assignments
Table L.1 provides the action identifier (AID) assignment for MITT messages.

Table L.1—AID assignment
	MIH messages
	AID

	MIH messages for Service Management

	MITT_Capability_Discover
	1

	MITT_Register
	2

	MITT_DeRegister
	3

	MITT_Event_Subscribe
	4

	MITT_Event_Unsubscribe
	5

	MIH messages for Event Service

	MITT_Link_Detected
	1

	MITT_Link_Up
	2

	MITT_Link_Down
	3

	MITT_Link_Parameters_Report
	5

	MITT_Link_Going_Down
	6

	MITT_Link_TTandover_Imminent
	7

	MITT_Link_TTandover_Complete
	8

	MIH messages for Command Service

	MITT_Link_Get_Parameters
	1

	MITT_Link_Configure_Thresholds
	2

	MITT_Link_Actions
	3

	MITT_Net_TTO_Candidate_Query
	4

	MITT_MN_TTO_Candidate_Query
	5

	MITT_N2N_TTO_Query_Resources
	6

	MITT_MN_TTO_Commit
	7

	MITT_Net_TTO_Commit
	8

	MITT_N2N_TTO_Commit
	9

	MITT_MN_TTO_Complete
	10

	MITT_N2N_TTO_Complete
	11


Table L.1—AID assignment (continued)

	MIH messages
	AID

	MIH messages for Information Service

	MIH_Get_Information
	1

	MIH_Push_Information
	2


Table L.2 provides the TLV type value assignment for MIH messages. The type value can be extracted from the binary encoding method of the corresponding data type. TLV type value 101–255 is reserved for experi​mental TLVs.

Table L.2—Type values for TLV encoding
	TLV type name
	TLV
type value
	Data type

	Source MIHF ID
	1
	MIHF_ID

	Destination MIHF ID
	2
	MIHF_ID

	Status
	3
	STATUS

	Link type
	4
	LINK_TYPE

	MIH event list
	5
	MIH_EVT_LIST

	MIH command list
	6
	MIH_CMD_LIST

	MIIS query type list
	7
	MIH_IQ_TYPE_LST

	Transport option list
	8
	MIH_TRANS_LST

	Link address list
	9
	LIST(NET_TYPE_ADDR)

	MBB handover support
	10
	LIST(MBB_HO_SUPP)

	Register request code
	11
	REG_REQUEST_CODE

	Valid time interval
	12
	UNSIGNED_INT(4)

	Link identifier
	13
	LINK_TUPLE_ID

	New link identifier
	14
	LINK_TUPLE_ID

	Old access router
	15
	LINK_ADDR

	New access router
	16
	LINK_ADDR

	IP renewal flag
	17
	IP_RENEWAL_FLAG

	Mobility management support
	18
	IP_MOB_MGMT

	IP address configuration methods
	19
	IP_CFG_MTHDS

	Link down reason code
	20
	LINK_DN_REASON

	Time interval
	21
	UNSIGNED_INT(2)

	Link going down reason
	22
	LINK_GD_REASON

	Link parameter report list
	23
	LIST(LINK_PARAM_RPT)


Table L.2—Type values for TLV encoding (continued)

	TLV type name
	TLV
type value
	Data type

	Device states request
	24
	DEV_STATES_REQ

	Link identifier list
	25
	LIST(LINK_ID)

	Device states response list
	26
	LIST(DEV_STATES_RSP)

	Get status request set
	27
	LINK_STATUS_REQ

	Get status response list
	28
	LIST( SEQUENCE(LINK_ID,LINK_STATUS_RSP) )

	Configure request list
	29
	LIST(LINK_CFG_PARAM)

	Configure response list
	30
	LIST(LINK_CFG_STATUS)

	List of link PoA list
	31
	LIST(LINK_POA_LIST)

	Preferred link list
	32
	LIST(RQ_RESULT)

	Handover resource query list
	33
	QOS_LIST

	Handover status
	34
	HO_STATUS

	Access router address
	35
	IP_ADDR

	DHCP server address
	36
	IP_ADDR

	FA address
	37
	IP_ADDR

	Link actions list
	38
	LIST(LINK_ACTION_REQ)

	Link actions result list
	39
	LIST(LINK_ACTION_RSP)

	Handover result
	40
	HO_RESULT

	Resource status
	41
	LINK_RES_STATUS

	Resource retention status
	42
	BOOLEAN

	Info query binary data list
	43
	LIST(IQ_BIN_DATA)

	Info query RDF data list
	44
	LIST(IQ_RDF_DATA)

	Info query RDF schema URL
	45
	BOOLEAN

	Info query RDF schema list
	46
	LIST(IQ_RDF_SCHM)

	Max response size
	47
	UNSIGNED_INT(2)

	Info response binary data list
	48
	LIST(IR_BIN_DATA)

	Info response RDF data list
	49
	LIST(IR_RDF_DATA)

	Info response RDF schema URL list
	50
	LIST(IR_SCHM_URL)

	Info response RDF schema list
	51
	LIST(IR_RDF_SCHM)

	Mobile node MIHF ID
	52
	MIHF_ID

	Query resource report flag
	53
	BOOLEAN

	Event configuration info list
	54
	LIST(EVT_CFG_INFO)


Table L.2—Type values for TLV encoding (continued)

	TLV type name
	TLV
type value
	Data type

	Target network info
	55
	TGT_NET_INFO

	List of target network info
	56
	LIST(TGT_NET_INFO)

	Assigned resource set
	57
	ASGN_RES_SET

	Link detected info list
	58
	LIST(LINK_DET_INFO)

	MN link ID
	59
	LINK_ID

	PoA
	60
	LINK_ADDR

	Unauthenticated information request
	61
	BOOLEAN

	Network type
	62
	NETWORK_TYPE

	Requested resource set
	63
	REQ_RES_SET

	(Reserved)
	64–99
	(Reserved)

	Vendor specific TLV
	100
	(Vendor specific)

	(Reserved for experimental TLVs)
	10 1–255
	(Used for experimental purposes)


Annex M 
(normative)
Protocol implementation conformance statement (PICS) proforma
M.1 Introduction

M.2 Scope

M.3 Conformance

M.4 Instructions

M.5 Identification of the implementation

M.6 Identification of the protocol
M.7 Identification of corrigenda to the protocol
M.8 PICS proforma tables

M.8.1 Global statement of conformance

M.8.2 Roles

M.8.3 Major capabilities

	Item
number
	Item description
	References
	Status
	Support
	Mnemonic

	*M.8.3.1
	Is the Event Service (ES) supported?
	6.3
	O.2
	Yes [ ] No [ ]
	MC1

	*M.8.3.2
	Is the Command Service (CS) supported?
	6.4
	O.2
	Yes [ ] No [ ]
	MC2

	*M.8.3.3
	Is the Information Service
	6.5
	O.2
	Yes [ ] No [ ]
	MC3

	
	(IS) supported?
	
	
	
	

	M.8.3.3.
	Is the TLV query method
	6.5.6.1,
	MC3:O.3
	Yes [ ] No [ ] N/A [ ]
	MC3.1

	1
	supported?
	6.5.6.2
	
	
	

	M.8.3.3.
	Is the RDF query method
	6.5.6.1,
	MC3:O.3
	Yes [ ] No [ ] N/A [ ]
	MC3.2

	2
	supported?
	6.5.6.3
	
	
	

	M.8.3.3.
	Is the push mode supported?
	5.3.4
	O
	Yes [ ] No [ ]
	MC3.3

	3
	
	
	
	
	

	*M.8.3.4
	Is capability discovery supported?
	6.2.3
	M
	Yes [ ] No [ ]
	MC4

	M.8.3.4.
	Is Unsolicited Capability
	8.2.4.3.3
	O
	Yes [ ] No [ ]
	MC4.1

	1
	Discovery supported?
	
	
	
	

	M.8.3.4.
	Is Solicited Capability
	8.2.4.3.4
	M
	Yes [ ] No [ ]
	MC4.2

	2
	Discovery supported?
	
	
	
	

	*M.8.3.5
	Is the Registration Service supported?
	6.2.4
	MC2 OR MC3.3: M
	Yes [ ] No [ ]
	MC5

	M.8.3.6
	Is Mobile Initiated Handover supported?
	6.4.3.2.3
	O.4
	Yes [ ] No [ ]
	MC6

	M.8.3.7
	Is Network Initiated
	6.4.3.2.4
	O.4
	Yes [ ] No [ ]
	MC7

	
	Handover supported?
	
	
	
	

	M.8.3.8
	Is MIH Acknowledgement protocol supported?
	8.2.2
	O
	Yes [ ] No [ ]
	MC8

	M.8.3.9
	Is MIH fragmentation supported?
	8.4.2
	M
	Yes [ ] No [ ]
	MC9


M.8.4 PDUs

	Item
number
	Item description
	References
	Status
	Support
	Mnemonic

	M.8.4. 1
	MIH_Link_Detected indication?
	8.6.2.1
	MC1 :M
	Yes [ ] No [ ] N/A[ ]
	PDU1

	M.8.4.2
	MIH_Link_Up indication?
	8.6.2.2
	MC1:M
	Yes [ ] No [ ] N/A[ ]
	PDU2

	M.8.4.3
	MIH_Link_Down indication?
	8.6.2.3
	MC1 :M
	Yes [ ] No [ ] N/A[ ]
	PDU3

	M.8.4.4
	MIH_Link_Going_Down indication?
	8.6.2.5
	MC1:M
	Yes [ ] No [ ] N/A[ ]
	PDU4


	Item
number
	Item description
	References
	Status
	Support
	Mnemonic

	M.8.4.5
	MIH_Link_Parameters_Report indication?
	8.6.2.4
	MC1:M
	Yes [ ] No [ ] N/A[ ]
	PDU5

	M.8.4.6
	MIH_Link_Handover_Imminent indication?
	8.6.2.6
	MC1:O
	Yes [ ] No [ ] N/A[ ]
	PDU6

	M.8.4.7
	MIH_Link_Handover_Complete indication?
	8.6.2.7
	MC1 :O
	Yes [ ] No [ ] N/A[ ]
	PDU7

	M.8.4.8
	MIH_Link_Get_Parameters
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU8

	
	request?
	8.6.3.1
	
	
	

	M.8.4.9
	MIH_Link_Get_Parameters
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU9

	
	response?
	8.6.3.2
	
	
	

	M.8.4.10
	MIH_Link_Configure_Threshold
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU10

	
	s request?
	8.6.3.3
	
	
	

	M.8.4.11
	MIH_Link_Configure_Threshold
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU11

	
	s response?
	8.6.3.4
	
	
	

	M.8.4.12
	MIH_Link_Action request?
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU12

	
	
	8.6.3.5
	
	
	

	M.8.4.13
	MIH_Link_Action response?
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU13

	
	
	8.6.3.6
	
	
	

	M.8.4.14
	MIH_Net_HO_Candidate_Query
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU14

	
	request?
	8.6.3.7
	
	
	

	M.8.4.15
	MIH_Net_HO_Candidate_Query
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU15

	
	response?
	8.6.3.8
	
	
	

	M.8.4.16
	MIH_MN_HO_Candidate_Query
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU16

	
	request?
	8.6.3.9
	
	
	

	M.8.4.17
	MIH_MN_HO_Candidate_Query
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU17

	
	response?
	8.6.3.10
	
	
	

	M.8.4.18
	MIH_N2N_HO_Query_Resource
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU18

	
	s request?
	8.6.3.11
	
	
	

	M.8.4.19
	MIH_N2N_HO_Query_Resource
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU19

	
	s response?
	8.6.3.12
	
	
	

	M.8.4.20
	MIH_MN_HO_Commit request?
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU20

	
	
	8.6.3.13
	
	
	

	M.8.4.21
	MIH_MN_HO_Commit
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU21

	
	response?
	8.6.3. 14
	
	
	

	M.8.4.22
	MIH_Net_HO_Commit request?
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU22

	
	
	8.6.3.15
	
	
	

	M.8.4.23
	MIH_Net_HO_Commit
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU23

	
	response?
	8.6.3.16
	
	
	

	M.8.4.24
	MIH_N2N_HO_Commit request?
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU24

	
	
	8.6.3.17
	
	
	

	M.8.4.25
	MIH_N2N_HO_Commit
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU25

	
	response?
	8.6.3.18
	
	
	

	M.8.4.26
	MIH_MN_HO_Complete
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU26

	
	request?
	8.6.3.19
	
	
	


	Item
number
	Item description
	References
	Status
	Support
	Mnemonic

	M.8.4.27
	MIH_MN_HO_Complete
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU27

	
	response?
	8.6.3.20
	
	
	

	M.8.4.28
	MIH_N2N_HO_Complete
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU28

	
	request?
	8.6.3.21
	
	
	

	M.8.4.29
	MIH_N2N_HO_Complete
	5.3.3.1,
	MC2:M
	Yes [ ] No [ ] N/A[ ]
	PDU29

	
	response?
	8.6.3.22
	
	
	

	M.8.4.30
	MIH_Get_Information request?
	8.6.4.1
	MC3 :M
	Yes [ ] No [ ] N/A[ ]
	PDU30

	*M.8.4.31
	MIH_Get_Information response?
	8.6.4.2
	MC3 :M
	Yes [ ] No [ ] N/A[ ]
	PDU3 1

	M.8.4.32
	MIH_Push_Information indication
	8.6.4.3
	MC3:M
	Yes [ ] No [ ] N/A[ ]
	PDU32

	M.8.4.33
	MIH_Capability_Discover request?
	8.6.1.1
	MC4:M
	Yes [ ] No [ ] N/A[ ]
	PDU33

	M.8.4.34
	MIH_Capability_Discover response?
	8.6.1.2
	MC4:M
	Yes [ ] No [ ] N/A[ ]
	PDU34

	M.8.4.35
	MIH_Register request?
	8.6.1.3
	MC5:M
	Yes [ ] No [ ] N/A[ ]
	PDU35

	M.8.4.36
	MIH_Register response?
	8.6.1.4
	MC5:M
	Yes [ ] No [ ] N/A[ ]
	PDU36

	M.8.4.37
	MIH_DeRegister request?
	8.6.1.5
	MC5:M
	Yes [ ] No [ ] N/A[ ]
	PDU37

	M.8.4.38
	MIH_DeRegister response?
	8.6.1.6
	MC5:M
	Yes [ ] No [ ] N/A[ ]
	PDU38

	M.8.4.39
	MIH_Event_Subscribe request?
	8.6.1.7
	M
	Yes [ ] No [ ]
	PDU39

	M.8.4.40
	MIH_Event_Subscribe response?
	8.6.1.8
	M
	Yes [ ] No [ ]
	PDU40

	M.8.4.41
	MIH_Event_Unsubscribe request?
	8.6.1.9
	M
	Yes [ ] No [ ]
	PDU41

	M.8.4.42
	MIH_Event_Unsubscribe response?
	8.6.1.10
	M
	Yes [ ] No [ ]
	PDU42


M.8.5 PDU parameters

	Item
number
	Item description
	References
	Status
	Support
	Supported
value

	M.8.5.1
	Maximum supported MIH_Get_Information response message size (in octets)?
	8.6.4.2
	PDU31: M
	Yes [ ] No [ ] N/A [ ]
	


M.8.6 Timers

	Item
number
	Item description
	References
	Status
	Support
	Allowed
values
	Supported
values

	M.8.6.1
	TransactionLifeTime Timer
	8.2.3.5
	M
	Yes [ ] No [ ]
	1–255
	

	M.8.6.2
	RetransmissionInterval Timer
	8.2.3.8.2
	M
	Yes [ ] No [ ]
	1–255
	

	M.8.6.3
	ReassemblyTimer
	8.4.2.3
	M
	Yes [ ] No [ ]
	1–255
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