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1.  Media independent handover protocol

1.1  Introduction

The IEEE 802.21 standard supports MIH Function in mobile nodes and in networks. The MIH Functions in MN and network communicate with each other to support remote MIH services.  To support remote MIES, MICS, and MIIS, MIHFs on different nodes need to communicate with one another. The MIH Protocol allows peer MIHF entities to interact with each other.. The MIH protocol defines frame formats for exchanging these messages between peer MIH Function entities. These messages are based on the primitives which are part of the MIH services. Media Independent Event service, Media Independent Command service and Media Independent Information Service. 
The peer MIH Function entities must cimplete service management procedures described in clause 6 before initiating MIH Protocol procedures. The service management procedures include MIH Function discovery, MIH capability discovery and MIH Registration.. In order for an MIH Function entity to commence initiate MIH protocol procedures with a peer MIH entity, the service man​agement procedures discussed in  usually need to take place first, including MIH function discovery, capability discovery, and registration.
When messages of large size are sent, In all cases the MIH Protocol expects relies on the underlaying transport mechanism to provide fragmentation and reassembly services. If the underlying transport mechanism in use does not provide these services, implementation specific procedures may be provided .Special implementation specific care must be taken if the transport mechanism in use does not provide such services.
1.1  MIH Protocol description

The Media Independent Handover Protocol provides the following services: 

1)  MIH Function discovery (Layer 2 only): The peer MIHF in a mobile node or in the network discov​ers which entity in the access network provides MIHF services. 

2)  MIHF capability discovery: The MIHF entity in MN discovers the capabilities of peer MIHF entity in the network. This includes list of supported events,  list of supported com​mands, as well as and supported query types for the Information Service.

3)  MIHF remote registration: Peer MIHFs may register with each other to establish a new MIHF paring. 

4)  MIH event subscription: Interested entities MIH Function may subscribe to a particular set of remote events from a given MIH-enabled entity.

5)  MIH message exchanges: Remote MIHFs may exchange MIH messages using MIH payload and MIH protocol over a suitable transport. As part of message exchange the peer MIHF enti​ties may use the MIES, MICS and MIIS for effective handovers.

1.0.1  MIH protocol acknowledgement operation

MIH protocol messages require reliability for remote communication between peer MIH entities to ensure the receipt of data by the intended destination. Reliability may be provisioned with the optional acknowledgement mechanism as part of the MIH protocol. The MIH acknowledgement mechanism is particularly useful when the underlying transport used for remote communication does not provide reliable services. When the MIH transport layer is reliable, the acknowledgement mechanism may not be used. However, it is noteworthy that in the multi- hop operation scenario described in , the reliability provided by the optional MIH level ACK mecha​nism is limited to a single hop. 

The source end point MIHF may optionally request for an acknowledgement (MIH ACK) message to ensure successful receipt of an MIH Protocol message. cer​tain event, command or an information service message. The MIH ACK message is used to acknowledge the successful receipt of MIH Protocol message at the destination MIHF. The source MIHF receives the MIH ACK message only when the MIH Protocol message is reliably delivered to the destination MIHF. If the MIH Protocol message or the MIH ACK message is lost, the ACK timer on the source MIHF shall expire and the source MIHF shall consequently retransmit the same MIH Protocol message.

The optional MIH acknowledgement (ACK) capability is defined on top of the base MIH protocol. The MIH ACK capability is supported by the use of two bits of information that are defined exclusively for ACK usage in the MIH header. The ACK-Req bit is set by the source MIH node and the ACK-Rsp bit is set by the destination MIH node. The underlying transport layer takes care of verifying the integrity of MIH Protocol message’s integrity. Verification of the MIH message’s integrity is not required at the MIHF level.
A source MIH node shall start a timer at the time of sending an MIH message with the ACK-Req bit set and shall keep save a copy of the MIH Protocol message while the timer is active. The value of the timer may depend on the round trip time (RTT) between the two nodes. If the acknowledgement message is not received within before the expiry of the timer, the source MIH node may retransmit the saved message immediately with the same Message-ID (with ACK-Req bit set) and with the same Transaction-ID. If the source MIH node receivesd the acknowledgement before the expiration of timer expiry on the original or any subsequent retransmit​ted attempt, then the source MIH node may reset the timer and release the saved copy of the MIH Protocol message. During retransmission if the source MIH node receives the ACK for any of the the previous transmission attempts soon after retransmitting the same message, then the source MIH node may determine successful delivery of the message and may not have to wait for any further  acknowledgements for the currently retransmitted message.The source MIH node may at most make two retransmission tted attempts in addition to the original attempt for an MIH Protocol message with the same Message-ID message with the and the same Transaction-ID. The source MIH node shall not attempt to retransmit a message with same Message-ID and Transaction-ID when the ACK-Req bit is not set acknowledgement was not requested in the original message. 

When a destination MIH node receives an MIH Protocol message with the ACK-Req bit set, then the destination MIH node returns an acknowledgement response message with the ACK-Rsp bit set by copying the Message-ID and Transaction-ID from the received MIH Protocol message. The acknowledgement response message may have no other payload. In instances where the destination MIH node may immediately process the received MIH Protocol message and a response is immediately available, then the ACK-Rsp bit may be set in the corresponding MIH Protocol response message. It is possible for a destination MIH node to set the ACK-Rsp bit in an MIH Protocol response message and additionally, act as a source MIH node for the current response message and request MIH acknowledgement services for the MIH Protocol response message by setting the ACK-Req bit. The destination MIH node may choose to save the received MIH Protocol message header to corre​late with any other retransmitted message(s) containing the same Transaction-ID in order to avoid duplicate pro​cessing of the same MIH Protocol message. The time duration of this buffer may depend on the RTT between the two nodes. If a retransmitted message is received during this time period, the destination MIH node shall respond with an acknowledgement message even though an acknowledgement message may have been sent earlier for the same MIH Protocol message. This is to safeguard against the cases wherein the acknowledgement message may have been lost. The destination MIH node shall not process the duplicate retransmitted message if it has already done so. If a destination MIH node receives an MIH Protocol message with no ACK-Req bit set then no action is taken with respect to the MIH ACK protocol functionality. As an alternative to a timer based window algo​rithm, the implementation could define a transaction count based window as well. This would create a limit on the number of outstanding transactions within a session. In all cases, the MIH Protocol message in a transaction shall be executed processed only once at the destination MIH node, irrespective of the number of ACK messages received. If the ACK feature is used, any number of received ACKs for a transaction guarantees the transaction was pro​cessed only once. The destination MIH node may set the ACK-Rsp bit in an MIH Protocol response message and may additionally request acknowledgement for the same MIH Protocol response message.
1.0.1  MIH protocol transaction state diagram

This clause describes the state diagram for an MIH transaction. Therefore, all the messages in a particular diagram have the same Transaction-ID. For brevity, some transitions from intermediate states to INIT state due to error conditions or time-out are omitted. Following conventions are used for the diagrams: 

•  Each state name represents the node's current status of a MIH transaction. State transitions arrows are labeled as event/action. The event triggers the state transition and the action is performed before transiting to the next state. 

•  The following abbreviations are used: Recv (Received), REQ (MIH Request Message), RSP (MIH Response Message), IND (MIH Indication), ACK (MIH Acknowledgement message), ACK-Req (Acknowledgement Request bit), and ACK-Rsp (Acknowledgement Response bit).

•  Retransmission timers are started when entering a state that has a retransmission loop and stops when transitioning to the next state. Transaction timer operation on the other hand, is implementation spe​cific. It may start at the beginning of the transaction or at a later state.

1.0.0.1  State machine for MIH request source node

Figure   illustrates the MIH transaction on the node that initiates a request, which is the MIH request source node.
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Figure 1— State machine for MIH request source node

State INIT is the initial state. If a MIH Request is sent without the ACK-Req bit set, the request source node transits to SENT state. If a MIH request is sent with the ACK-Req bit set, the request source node transits to SENDING state and waits for an ACK message. If an ACK message is received, the request source node will transit to SENT state. Otherwise, the request source node may retransmit (maximum 2 times) the MIH Request when retransmission time-out occurs.

When the source node is in either SENDING or SENT state, if a MIH Response is received, the request source node transits to COMPLETED state. If the MIH Response has the ACK-Req bit set, the request source node shall respond with an ACK message. On the other hand, if the received response does not have the ACK-Req bit set, no action is taken. The source node may stay in COMPLETED state for a specific time to ensure that if a retransmitted MIH Response is received; an ACK message is sent. Once the transaction time-out occurs, the source node transits to INIT state and resets the transaction.

1.0.0.1  State machine for MIH request destination node

Figure   illustrates the MIH transaction on the node that receives a request, which is the MIH request desti​nation node.
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Figure 2— State machine for MIH request destination node

State INIT is the initial state. When a MIH Request message is received, the request destination node transits to RECEIVED state. If the MIH Request message does not have an ACK-Req bit set, then no action is taken. If the MIH Request message has the ACK-Req bit set and the response is not immediately available, the request destination node sends an ACK message with ACK-Rsp bit set. 

If the MIH Request message has the ACK-Req bit set and the response is immediately available, the request destination node transits to RESPONDING state via RECEIVED state by sending the MIH Response mes​sage with ACK-Rsp bit set.

In RECEIVED state, if the same MIH Request with ACK-Req set is received, the request destination node shall respond with an ACK message. When response is available, the destination node shall send the MIH Response message. If the MIH Response is sent with the ACK-Req bit set, the request destination node tran​sits to RESPONDING state and wait for an acknowledgement message. If an acknowledgement message is not received for a period of time, i.e., retransmission time-out occurs, the request destination node may retransmit (maximum 2 times) the MIH Response message. Once an acknowledgement message is received, then the request destination node transits to INIT state and resets the transaction. 

If the response is sent without the ACK-Req bit set, the request destination node transits to COMPLETED state and waits for a specific time to ensure that if a retransmitted request message is received; the response is sent. Once the transaction time-out occurs, it transits to INIT state and resets the transaction. 

1.0.0.1  State machine for MIH indication source node

Figure   illustrates the state transitions for a MIH indication source node.

State INIT is the initial state. If a MIH Indication message is sent without the ACK-Req bit set, the indica​tion source node stays in INIT state and resets the transaction.

 If a MIH Indication message is sent with the ACK-Req bit set, the indication source node transits to SENT state and waits for an ACK message. If an ACK message is received, the indication source node transits to INIT state and reset the transaction.
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Figure 2— State machine for MIH indication source node

If an acknowledgment message is not received after a specific amount of time, it may retransmit (maximum 2 times) the MIH indication and it remains in the SENT state. If an acknowledgment message is not received before the transaction time-out occurs, the source node transits to INIT state and resets the transaction.

1.0.0.1  State machine for MIH indication destination node

Figure   illustrates the state transitions for a MIH indication destination node.
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Figure 2— State machine for MIH indication destination node

State INIT is the initial state. If a MIH Indication without ACK-Req bit set is received, the destination node remains in INIT state and resets the transaction. 

If a MIH Indication is received with the ACK-Req bit set, the MIH indication destination node sends an ACK message and transits to RECEIVED state. When the same indication is received, the indication desti​nation node shall respond with an ACK message. Once transaction time-out occurs, the destination node transits to INIT state and resets the transaction. 

1.0.1  Other considerations

1.0.1.1  MIH protocol transport

Table   shows the various transport options for different media types (see Annex  for requirements on L3 transport).

1 Transport options for MIH protocol

	Media type
	L2 Transport description
	L3 Transport description

	Ethernet
	Data Frames
	IP based

	IEEE 802.11
	Data Frames, Management Frames
	IP based

	IEEE 802.16
	Data Frames, Management Frames
	IP based

	3GPP
	Not Applicable. Requires protocol stack changes
	IP based

	3GPP2
	Not Applicable. Requires protocol stack changes
	IP based


1.0.1.1  MIH protocol congestion control considerations

Congestion and flow control within the MIH protocol layer is not needed if it is already provided by the underneath transport protocol.

For congestion control, a retransmission timer for an MIH message is computed based on the algorithm defined in IETF RFC 2988. For flow control, a single rate limiter applies to all traffic (for all interfaces and message types). It applies to retransmissions, as well as new messages, although an implementation may choose to prioritize one over the other. When the rate limiter is in effect, MIH messages are queued until transmission is re-enabled, or an error condition may be indicated back to local signaling applications. The rate limiting mechanism is implementation defined, but it is recommended that a token bucket limiter as described in IETF RFC 4443 be used. 

1.0.1.1  Security (message Integrity, authentication)

1.0.1.2  Reliability

1.0.1.3  Fragmentation

1.0.1.4  Control of amount of active transactions

1.0.1.5  Combined MIH function discovery and capability discovery at layer2

As stated in , MIHF Discovery can be implicitly performed using the MIH Capability Discovery at layer 2 when both MIHFs are residing in the same broadcast domain. The following subclauses refer to the MIH Capability Discovery both as a means to discover the MIHF and its capabilities.

1.0.1.1.1  Unsolicited MIH capability discovery

An MIHF may discover its peer entities and their capabilities either by listening to media specific broadcast messages or media independent MIH capability broadcast message. 

For example, by listening to a media specific broadcast message such as a beacon in IEEE 802.11 or a DCD in IEEE 802.16, an MIHF on an MN can discover whether an access network is MIH capable. Alternatively, the MIH function entity in the network may indicate its existence and capability by broadcasting the MIH protocol message, MIH_Capability_Discover response, periodically using a layer 2 data frame. 

1.0.1.1.1  Solicited MIH capability discovery

An MIHF (the requestor) may choose to discover its peer MIH functions and their capability by broadcast​ing or unicasting an MIH_Capability_Discover request message to either its broadcast domain or a known PoA address, respectively. 

In this case, a layer 2 data frame with MIH ethertype shall be used for the broadcasting. When a peer MIH function (the responder) receives the MIH_Capability_Discover request message, it shall unicast an MIH_Capability_Discover response message back to the requestor. The response shall be sent using the same transport over which the request message was received. When the requestor receives the unicasted MIH_Capability_Discover response message, it learns the responder’s address by checking the layer 2 data frame source address.

For complete operation, the requestor may set a timer at the time of sending an MIH_Capability_Discover request during which time the requestor is in waiting state for a response from the responder. When the response message is received while the timer is running, the requestor stops the timer and finishes the MIH function and capability discovery procedure. When the timer expires without receiving a response message, the requestor may try the combined MIH function discovery and capability discovery procedure using a dif​ferent transport than previous or terminate the MIH function and capability discovery procedure. 

1.1  MIH protocol identifiers

Following identifiers are used in MIH protocol messages:

—  MIHF ID

—  Session ID

—  Transaction ID

1.0.1  MIHF ID

MIHF Identifier (MIHF ID) is an identifier that is required to uniquely identify MIHF end points for deliver​ing the MIH services. MIHF ID is used during MIH registration and all messages that are required to iden​tify the end points. Use of MIHF ID also enables the MIH protocol to be transport agnostic. MIHF ID may be assigned to the MIHF during configuration process. 

As described in earlier clauses, MIH registration enables two MIH entities to create an MIH pairing based on the policies configured in the MN or based on the information acquired from the capability discovery. MIH network entities may not be able to provide any MIH services to the MN without prior MIH Registra​tion. 

	Type
	Length
	Value

	TYPE_HDR_TLV_MIHF_ID 
	Variable
	MIHF ID of the sender from where the MIHF frame originated


MIHF ID Value:
—  MIHF-ID shall be invariant even if the device obtains different interfaces or other components in its registration lifetime. 

—  For example, MIHF-ID may be an FQDN or NAI of the sender of the registration request. 

1.0.1  Session ID

Session Identifier (Session ID) is assigned during a session establishment for remote registration. Each remote registration needs to be associated with the MIHF that keeps the registration information for particu​lar MIH service.

	Type
	Length
	Value

	TYPE_HDR_TLV_SESSION_ID
	4 octets
	A unique identifier generated by the source and destination and is valid for a session 


Session ID Value:
A Session ID is a 32-bit random number that is unique within the pair of MIHFs of the source and destina​tion of the session request. The Session ID is created jointly by the source and destination MIHF peers at the time of registration to avoid conflict at both ends. The source MIHF chooses the first 2 octets and the desti​nation MIHF chooses the last 2 octets. The Session ID is valid only during the lifetime of the registration. The Session ID is used in all MIH messages that are related to the Event Service and also all messages that make use of MIH registration. 

1.0.1  Transaction ID

Transaction Identifier (Transaction ID) is an identifier that is used within a message sent by the requesting MIHF and its corresponding response message. This is also required to match each request, response or indi​cation message and its acknowledgment. This Identifier shall be created at the node initiating the transaction and it is carried over within the fixed header part of the MIHF frame. In order to handle the case of duplicate transaction identifiers at the responding node, this identifier is used in conjunction with the Session Identi​fier. In messages where Transaction ID is not used it is set to 0.

Transaction ID Value:
Transaction ID is a 16 bit long identifier that is unique among all the pending transactions between a given pair of the sender and receiver. For example, this could be an integer that starts from zero (0) and incre​mented by one (1)(modulo 2^16) every time a new Transaction ID is generated.

1.1  MIH protocol frame format

1.1.2  General frame format

In MIH protocol messages, all TLV definitions are always aligned on an octet boundary and hence no pad​ding is required.

Figure   shows the components of the MIH protocol frame.
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Figure 2 —   MIH protocol general frame format

1.0.0.1  MIH protocol header fields

The MIH protocol header consists of two parts; one with fixed length and another with variable length. The fixed length part of the header carries the essential information which is present in every frame and is impor​tant for parsing and analyzing the MIH protocol frame. The variable length part of the header carries infor​mation which is optional in some cases.
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Figure 2 —   MIH protocol header format

In the MIH protocol frame, the optional field TLVs in the MIH protocol header shall be present before any MIH payload TLVs.

1.0.0.0.2  Fixed header fields

The fixed part of the header content is mandatory. Table   shows the description of the fixed fields.

1 Description of the fixed fields in MIH protocol header

	Field name
	Size (bits)
	Description

	Version
	4
	This field is used to specify the version of MIH protocol used. 

0: Not to be used

1: The current version

2 - 15: (Reserved)

	ACK-Req
	1
	This field is used for requesting an acknowledgement for the mes​sage.

	ACK-Rsp
	1
	This field is used for responding to the request for an acknowl​edgement for the message.

	Reserved
	10
	This field is intentionally kept reserved. When not used, all the bits of this field are to be set to '0'.

	MIH Message ID (MID)

-- Service Identifier (SID)

-- Operation Code (Opcode)

-- Action Identifier (AID)
	16

4

2

10
	Combination of the following 3 fields.

Identifies the different MIH services, possible values are:

1: Service Management

2: Event Service

3: Command Service

4: Information Service

Type of operation to be performed with respect to the SID, possi​ble values are:

1: Request

2: Response

3: Indication

This indicates the action to be taken w.r.t. the SID.

	Transaction ID
	16
	This field is used for matching Request and Response, as well as matching Request, Response and Indication to an ACK.

	Variable Load Length
	16
	Indicates the total length of the variable load embedded in this MIH protocol frame, including the length of any optional fields in the MIH protocol header and the length of the MIH protocol pay​load. The length of the fixed fields in the MIH protocol header is NOT included.


1.0.0.0.2  Optional header fields

MIH protocol header may contain optional fields encoded in TLV format as shown in Figure  .
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Figure 2 —   MIH protocol header optional field format

1.0.1  Service management messages
2 Service management messages

	MIH action
	Service identifier (SID)
	Opcode
	Action identifier 

(AID)

	MIH_Capability_Discover
	Service Management
	Request, Response
	1

	MIH_Register
	Service Management
	Request, Response
	2

	MIH_DeRegister
	Service Management
	Request, Response
	3

	MIH_Event_Subscribe
	Service Management
	Request, Response
	4

	MIH_Event_Unsubscribe
	Service Management
	Request, Response
	5


1.0.1  Event service messages

1 Event service messages

	MIH action
	Service identifier (SID)
	Opcode
	Action identifier 

(AID)

	MIH_Link_Up
	Event Service
	Indication
	1

	MIH_Link_Down
	Event Service
	Indication
	2

	MIH_Link_Going_Down
	Event Service
	Indication
	3

	MIH_Link_Detected
	Event Service
	Indication
	4

	MIH_Link_Parameters_Report
	Event Service
	Indication
	5

	MIH_Link_Event_Rollback
	Event Service
	Indication
	6

	MIH_Link_Handover_Imminent
	Event Service
	Indication
	7

	MIH_Link_Handover_Complete
	Event Service
	Indication
	8


1.0.1  Command service messages

1 Command service messages

	MIH action
	Service identifier (SID)
	Opcode
	Action identifier 

(AID)

	MIH_Get_Link_Parameters
	Command Service
	Request, Response
	1

	MIH_Configure_Link
	Command Service
	Request, Response
	2

	MIH_Scan
	Command Service
	Request, Response
	3

	MIH_Net_HO_Candidate_Query
	Command Service
	Request, Response
	4

	MIH_MN_HO_Candidate_Query
	Command Service
	Request, Response
	5

	MIH_N2N_HO_Query_Resources
	Command Service
	Request, Response
	6

	MIH_Net_HO_Commit
	Command Service
	Request, Response
	7

	MIH_MN_HO_Commit
	Command Service
	Request, Response
	8

	MIH_MN_HO_Complete
	Command Service
	Request, Response
	9

	MIH_N2N_HO_Complete
	Command Service
	Request, Response
	10


1.0.1  Information service messages

Table 1— Information service messages

	MIH action
	Service identifier (SID)
	Opcode
	Action identifier 

(AID)

	MIH_Get_Information
	Information Service
	Request, Response
	1


1.1  Message parameter TLV encoding

The following TLV encoding shall be used for parameters in MIH Protocol Messages. The Type field shall be one octet.
 The format of the Length field shall be per the “definite form” of ITU-T X.690. 

Specifically, if the actual length of the Value field is less than or equal to 127 octets, then:

—  The Length field shall occupy one octet

—  The MSB of the Length field shall be set to 0, and

—  The other 7 bits of the Length field shall be used to indicate the actual length of the Value field in octets.

If the length of the Value field is exactly 128 octets, then:

—  The Length field shall occupy one octet

—  The MSB of the Length field shall be set to the value '1', and

—  The other seven bits of the Length field shall all be set to the value '0'.

If the length of the Value field is more than 127 octets, then:

—  The Length field shall occupy more than one octet

—  The MSB of the first octet of the Length field shall be set to 1.

—  The other 7 bits of the first octet of the Length field shall be used to indicate the number of additional octets of the Length field (i.e., excluding the first octet), and

—  The value of the remaining octets (i.e., excluding the first octet) of the Length field, when added to 128, shall be used to indicate the actual length of the Value field in octets.

TLV Type values shall be unique within a message. 

1.0.1  MIH event list

This parameter specifies a list of MIH events that may be carried in a message. 
	Type
	Length 
	Value

	Defined in messages
	4
	Each MIH event is represented by a bit position in the 32-bit bitmap. When a bit is set to ‘1’, the corresponding MIH event is indicated:

Bit 0: MIH_Link_Up

Bit 1: MIH_Link_Down

Bit 2: MIH_Link_Going_Down

Bit 3: MIH_Link_Detected

Bit 4: MIH_Link_Parameters_Report

Bit 5: MIH_Link_Event_Rollback

Bit 6: MIH_Link_PDU_Transmit_Status

Bit 7: MIH_Link_Handover_Imminent

Bit 8: MIH_Link_Handover_Complete

Bit 9-31: (Reserved)


1.0.1  MIH command list

This parameter specifies a list of MIH commands that may be carried in a message. 
	Type
	Length 
	Value

	Defined in messages
	4
	The encoding uses the following bitmap where a bit set to 1 indicates that com mand(s) is indicated.

Bit 0: MIH_Get_Link_Parameters

Bit 1: MIH_Configure_Link

Bit 2: MIH_Scan

Bit 3: MIH_Net_HO_Candidate_Query

MIH_Net_HO_Commit

MIH_N2N_HO_Query_Resources

MIH_N2N_HO_Complete

Bit 4: MIH_MN_HO_Candidate_Query

MIH_MN_HO_Commit

MIH_MN_HO_Complete

Bit 5-31: (Reserved)


1.0.1  MIIS query type list

This parameter specifies a list of MIIS query types that may be carried in a message.
	Type
	Length 
	Value

	Defined in messages
	1
	When a bit is set to ‘1’, the corresponding MIIS query type is indicated: 

Bit 0: TLV

Bit 1: RDF_DATA

Bit 2: RDF_SCHEMA_URL

Bit 3: RDF_SCHEMA

Bit 4~7: (Reserved)


1.0.1  Transport option list

This parameter specifies the list of transport options for different MIH services.
	Type
	Length 
	Value

	Defined in messages
	4
	When a bit is set to ‘1’, the corresponding transport option is indicated: 

Bit 0: L2 for service management

Bit 1: L3 or higher layer protocol for service management

Bit 4: L2 for event service

Bit 5: L3 or higher layer protocol for event service

Bit 8: L2 for command service

Bit 9: L3 or higher layer protocol for command service

Bit 12: L2 for information service

Bit 13: L3 or higher layer protocol for information service

Other Bits: (Reserved)


1.0.1  Register request code

This parameter specifies the Register Request Code.

	Type
	Length 
	Value

	Defined in messages
	1
	0: Registration

1: Re-registration


1.0.1  Register validity period

This parameter specifies the Register Validity Period.

	Type
	Length 
	Value

	Defined in messages
	4
	An integer indicating the time the registration is valid in seconds.


1.0.1  Operation status

This parameter specifies the status of an operation.
	Type
	Length 
	Value

	Defined in messages
	1
	0: Success

1: Unspecified Failure

2: Rejected 

3: Authorization Failure

4: Network Error

5-255: (Reserved)


1.0.1  MAC address

This parameter specifies a MAC Address.

	Type
	Length 
	Value

	Defined in messages
	Variable
	A MAC Address. Encoded as Address base type of Diameter protocol (RFC3588).

A link layer AddressType is encoded in the first 2-octet.


1.0.1  Link identifier

The following TLV specifies the identifier of a link.
	Type
	Length 
	Value

	Defined in messages
	Variable
	Consisting of the following TLVs

- Link Type

- Mobile Node MAC Address

- PoA MAC Address (optional)


The embedded TLVs are defined as the follows:

—  Link type:

	Type
	Length 
	Value

	101
	4
	One of the valid Type value defined in Table  .


—  Mobile Node MAC Address:

	Type
	Length 
	Value

	102
	Variable
	(see )


—  PoA MAC Address:

	Type
	Length 
	Value

	103
	Variable
	(see )


1.0.1  IP renewal flag

This parameter indicates whether an IP address renewal is required or not
	Type
	Length 
	Value

	Defined in messages
	1
	0: Change in IP Address required

1: Change in IP Address NOT required

2-255: (Reserved)


.

1.0.1  IP address configuration methods list 

This parameter specifies the list of IP address configuration methods supported by a PoA.
	Type
	Length 
	Value

	Defined in messages
	4
	A 32-bit bitmap indicating the types of IP address configuration methods sup ported by a PoA:

Bit 0: IPv4 static configuration 

Bit 1: IPv4 dynamic configuration (DHCPv4)

Bit 2. Mobile IPv4 with FA (FA-CoA)

Bit 3: Mobile IPv4 without FA (Co-located CoA)

Bit 4~10: (Reserved for IPv4 address configuration)

Bit 11: IPv6 stateless address configuration

Bit 12: IPv6 stateful address configuration (DHCPv6)

Bit 13: IPv6 manual configuration

Bit 14: No configuration allowed

Bit 15~31: (Reserved)


1.0.1  Link down reason code

This parameter specifies the reasons for a Link Down indication.
	Type
	Length 
	Value

	Defined in messages
	1
	0: EXPLICIT DISCONNECT

1: PACKET TIMEOUT

2: NO RESOURCE 

3: NO BROADCAST

4: AUTHENTICATION FAILURE

5: BILLING FAILURE

6-127: (Reserved)

128-255: Vendor specific reason codes.

See Table   for definition of the above reason codes. 


1.0.1  Time interval

This parameter specifies the duration of the time interval in milliseconds.
	Type
	Length 
	Value

	Defined in messages
	2
	Time interval in milliseconds


1.0.1  Confidence level

This parameter specifies the confidence level as a percentage.
	Type
	Length 
	Value

	Defined in messages
	1
	Confidence level as a percentage (0-100)


1.0.1  Link going down reason

This parameter specifies the reason code for a Link Going Down indication.

	Type
	Length 
	Value

	Defined in messages
	1
	0: EXPLICIT DISCONNECT

1: LINK PARAMETER DEGRADING

2: LOW POWER

3: NO RESOURCE

4-127: (Reserved)

128-255: (Vendor specific reason codes)

See Table   for definition of the above reason codes. 


1.0.1  Unique event identifier

This parameter specifies a unique identifier.
	Type
	Length 
	Value

	Defined in messages
	2
	An integer uniquely identifying a Link Going Down event.


1.0.1  MIH capability flag

This parameter specifies the MIH Capability Flag.
	Type
	Length 
	Value

	Defined in messages
	1
	0: MIH Capability NOT supported

1: MIH Capability Supported


1.0.1  Link parameter report

This parameter specifies a link parameter report.
	Type
	Length 
	Value

	Defined in messages
	Variable
	Consisting of the following TLVs

- Parameter Type

- Current Value

- Threshold Crossed (optional)


The embedded TLVs are defined as the follows:

—  Parameter Type:

	Type
	Length 
	Value

	101
	1
	Parameter being reported, as defined in Table (Editor’s note: to be defined in assignment #4).


—  Current Value:

	Type
	Length 
	Value

	102
	Variable
	The current value of the parameter.


—  Threshold Crossed:

	Type
	Length 
	Value

	103
	1
	0: Initiate Action Threshold crossed

1: Rollback Action Threshold crossed

2: Execute Action Threshold crossed


1.0.1  Handover Type

This parameter specifies whether a handover is of intra-technology or inter-technology.
	Type
	Length 
	Value

	Defined in messages
	1
	0: Intra-technology

1: Inter-technology


1.0.1  Link parameters list

This parameter specifies a list of indicators of a set of link layer parameters for which certain action may be requested.

[Editor’s note: this needs to be re-worked into a structure of a list of indicators for media specific and generic link parameters].
	Type
	Length 
	Value

	Defined in messages
	4
	Set of link parameters for which status is requested

Bit 0: Device Information

Bit 1: Operation Mode

Bit 2: Channel Identifier

Bit 3: Battery Level

Bit 4: Link QoS Parameters Type List (Editor’s note: to be fixed in assignment #4)

Bit 5~31: Reserved


1.0.1  Link parameter type

This specifies the type of link parameter.
	Type
	Length 
	Value

	Defined in messages
	2
	First Octet: Type of link.

0: Generic link type

1-255: Link specific types as defined in Table  .

Second Octet: Subtype of Parameter

Generic Link Parameters:

0: Number of supported CoS

1: Throughput

2: Packet Error Rate

3: Minimum Packet Transfer Delay

4: Average Packet Transfer Delay

5: Maximum Packet Transfer Delay

6: Packet Transfer Delay Jitter

7: Packet Loss Rate

8-255: Reserved

[Editor's note: specific link parameter types TBD]


1.0.1  Link parameters value list

[Editor’s note: this needs to be re-worked into a structure consisting of 1) a link ID, 2) a list of {type:value} for media specific and generic link parameters].

This parameter specifies a list of media specific and generic link parameters and their value of a link.
	Type
	Length 
	Value

	Defined in messages
	Variable
	a structure consisting of 1) a link ID, 2) a list of {type:value} for media specific and generic link parameters


1.0.1  Link parameters configuration status list

[Editor’s note: this needs to be re-worked into a structure consisting of a list of {type:status} for media spe​cific and generic link parameters].

This parameter specifies a list of media specific and generic link parameters and their configuration status of a link.
	Type
	Length 
	Value

	Defined in messages
	Variable
	a structure consisting of a list of {type:status} for media specific and generic link parameters


1.0.1  Link scan response sets

[Editor’s note: this needs to be re-worked into a structure consisting of a list of {PoA ID:signal strength}]. 

This parameter specifies a list of PoAs and their signal strength.
	Type
	Length 
	Value

	Defined in messages
	Variable
	a structure consisting of a list of {PoA ID:signal strength}


1.0.1  Link and PoAs list

This parameter specifies a link and a list of PoAs associated with the link type.
	Type
	Length 
	Value

	Defined in messages
	Variable
	Consisting of the following TLVs:

- a link identifier TLV, and

- one or more PoA MAC address TLVs. Note, each MAC Address is of the same length, since they belong to the same network type.


The embedded TLVs are defined as the follows:

—  Link Identifier:

	Type
	Length 
	Value

	101
	Variable
	(see )


—  PoA MAC Address:

	Type
	Length 
	Value

	102
	Variable
	(see )


1.0.1  Handover mode

This parameter specifies whether a handover is of make-before-break or break-before-make.
	Type
	Length 
	Value

	Defined in messages
	1
	0: Make-before-break

1: Break-before-make


1.0.1  Link action

This parameter specifies the action to take on a link.
	Type
	Length 
	Value

	Defined in messages
	4
	Bit 0: LINK_DISCONNECT

Bit 1: LINK_LOW_POWER

Bit 2: LINK_POWER_DOWN

Bit 3: LINK_NO_ACTION

Bit 4: LINK_RESOURCE_RETAIN

Bit 5: DATA_FORWARDING_REQUEST

Bit 6: LINK_POWER_UP

Bit 7-31: (Reserved)

See  for description of the above link actions. Combination of actions is permissible.


1.0.1  Handover resource query list

This parameter specifies a list of handover resources.
	Type
	Length 
	Value

	Defined in messages
	1
	Set of link parameters which may be queried for resources during handover:

Bit 0: Maximum Bandwidth

Bit 1-7: (Reserved)


1.0.1  Handover resource response list

This parameter specifies the response due to query of resources
	Type
	Length 
	Value

	Defined in messages
	Variable
	List of values depending on the “Link resource parameters type” TLV ((Edi tor’s note: TBD), specified in that message. Currently only one Link resource parameter type (Maximum bandwidth) is defined, so this parameter will include a value for maximum bandwidth.


.

1.0.1  Handover acknowledgment

This parameter specifies the status of a handover request.
	Type
	Length 
	Value

	Defined in messages
	1
	0: Handover initiate

1: Handover abort


1.0.1  IP address

This parameter specifies an IPv4 or IPv6 address.
	Type
	Length 
	Value

	Defined in messages
	4 or 16
	An IPv4 or IPv6 address.


1.0.1  IP address information status

This parameter specifies the status of the IP address information request.

	Type
	Length 
	Value

	Defined in messages
	1
	0: IP configuration Method is not available

1: DHCP Server address is not available

2: FA Address is not available

3: Access Router Address is not available

4: No information is provided due to accessibility of same entity (FA, Access Router, DHCP Server, etc)

5-255: (Reserved)


1.0.1  Resource status

This parameter specifies the status of a handover resource.
	Type
	Length 
	Value

	Defined in messages
	1
	0: Resource unavailable

1: Resource available


1.0.1  Link action set

This parameter specifies a set of actions to be taken on a specific link.
	Type
	Length 
	Value

	Defined in messages
	Variable
	Consisting of the following TLVs:

- a link identifier, 

- a set of actions to be taken on the link, and

- execution time


The embedded TLVs are defined as the follows:

—  Link Identifier:

	Type
	Length 
	Value

	101
	Variable
	(see )


—  Link Action Set:

	Type
	Length 
	Value

	102
	4
	Bit 0: LINK_DISCONNECT

Bit 1: LINK_LOW_POWER

Bit 2: LINK_POWER_DOWN

Bit 3: LINK_NO_ACTION

Bit 4: LINK_RESOURCE_RETAIN

Bit 5: DATA_FORWARDING_REQUEST

Bit 6: LINK_POWER_UP

Bit 7-31: (Reserved)


—  Execution Time:

	Type
	Length 
	Value

	103
	4
	Specifies the time elapsed before a link action needs to be taken. Value is expressed in ms and the range is from 0 to 10000. If Value = ‘0’, then the action is expected to be taken immediately.


1.0.1  Link action result

This parameter specifies the result of a set of link action taken on a specific link.
	Type
	Length 
	Value

	Defined in messages
	Variable
	Consisting of the following TLVs:

- a link identifier, 

- the result of the actions taken on the link


The embedded TLVs are defined as the follows:

—  Link Identifier:

	Type
	Length 
	Value

	101
	Variable
	(see )


—  Action Result:

	Type
	Length 
	Value

	102
	1
	0 Resource Unavailable

1 Resource Busy

2 Resource Available

3 Abort Handover

4 Perform Handover

5-255 (Reserved)


1.0.1  Handover result

This parameter specifies the result of handover.
	Type
	Length 
	Value

	Defined in messages
	1
	0: Success

1: Failure

2: Rejected


1.0.1  Resource retention status

This parameter specifies the resource retention request.
	Type
	Length 
	Value

	Defined in messages
	1
	0: Retain resources

1: Release resources


1.0.1  Max response size

This parameter specifies the maximum size of IS Query Response TLV in octets.

	Type
	Length 
	Value

	Defined in messages
	2
	An integer indicating the max response size in octets.


1.0.1  MIME type

This specifies the MIME type of query.

	Type
	Length
	Value

	Defined in messages
	Variable
	An octet string for a MIME type to specify a format of the value field of MIIS SPARQL Query or Result TLVs. When this TLV is not contained, MIME type “application/sparql-query” is used.


1.0.1  SPARQL query value

This specifies the value of SPARQL query.

	Type
	Length
	Value

	Defined in messages
	Variable
	An octet string value that is formatted with the MIME type specified in the MIME Type TLV. When the MIME type is “application/ sparql-results+xml” this field contains XML text.


1.0.1  Extended schema URL

This specifies the URL of the extended schema to be specific to RDF Schema URL query.

	Type
	Length
	Value

	Defined in messages
	Variable
	URL of an extended schema encoded in octet string


1.0.1  SPARQL query result
	Type
	Length
	Value

	Defined in messages
	Variable
	A value that is formatted with the MIME type specified in the MIME Type TLV. When the MIME type is “application/sparql-results+xml” this field contains XML text.


1.0.1  Extended schema content
	Type
	Length
	Value

	Defined in messages
	Variable
	This field contains Extended Schema stored in the requested URL.


1.0.1  Link configure parameters type

This specifies a link parameter that may be configured for handover.
	Type
	Length 
	Value

	Defined in messages
	1
	Type of link parameter to be configured.

0: Operation Mode

1: Link QoS Parameters List

2: Link Configure Parameter List (as defined in )

3-255: (Reserved) 


1.1  MIH protocol messages

This subclause specifies different MIH protocol messages in TLV form. The shaded areas represent the MIH protocol header (including both fixed and optional header fields), while the unshaded areas represent the MIH protocol payload. The payload consists of a set of identifiers in TLV form. 

All MIH messages carry MIHF ID TLVs for the Source and Destination Identifiers in the MIHF Variable Header part of the message.

1.1.2  MIH messages for service management

1.1.2.1  MIH_Capability_Discover request

If a requesting MIHF entity does not know the MIHF capable entity’s addresses, the requesting MIHF entity fills its source address field only and leaves the destination address blank and may broadcast this message. If a requesting MIHF entity knows the address of entity but does not know whether the entity is MIHF capable, this message is delivered to the entity in a unicast way. 

This message contains the SupportedMihEventList, SupportedMihCommandList and SupportedISQueryTypeList parameters to enable  the receivng MIHF to recognize the sending MIHF's capability. Therefore, peer MIHF entities can recognize each other's MIH capablity by one MIH protocol message transaction.
	MIH Header Fixed Fields (SID=1, Opcode=1, AID=1)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	SupportedMihEventList

(TLV type=2; format see )

	SupportedMihCommandList

(TLV type=3; format see )

	SupportedISQueryTypeList

(TLV type=4; format see )

	SupportedTransportList

(TLV type=5; format see )


1.1.2.1  MIH_Capability_Discover response

This message may contain SupportedMihEventList, SupportedMihCommandList, SupportedISQuery​TypeList, and SupportedTransportList in the MIH message data. Only an MIHF capable entity may receive the MIH_Capability_Discover response. Upon reception of an MIH_Capability_Discover response, the MIH_Capability_Discover confirm is transmitted. Destination addresses are copied from the MIH_Capability_Discover response and source addresses are filled with their addresses. An entity with an MIHF may also broadcast unsolicited MIH_Capability_Discover confirm message to advertise its MIH capability. [Editor’s note: need to re-write this]
	MIH Header Fixed Fields (SID=1, Opcode=2, AID=1)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	SupportedMihEventList

(TLV type=2; format see )

	SupportedMihCommandList

(TLV type=3; format see )

	SupportedISQueryTypeList

(TLV type=4; format see )

	SupportedTransportList

(TLV type=5; format see )

	Status

(TLV type=3; format see )


1.1.2.1  MIH_Register request

This message is transmitted to the remote MIHF to perform a registration or re-registration.

	MIH Header Fixed Fields (SID=1, Opcode=1, AID=2)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	RequestCode

(TLV type=2; format see )


1.1.2.1  MIH_Register response

This message is sent in response to a registration or re-registration request.
	MIH Header Fixed Fields (SID=1, Opcode=2, AID=2)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	ValidityPeriod

(TLV type=2; format see )

	Status

(TLV type=3; format see )


1.1.2.1  MIH_DeRegister request

This message is transmitted to the remote MIHF to request a de-registration. There is no parameter for this message.
	MIH Header Fixed Fields (SID=1, Opcode=1, AID=3)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )


1.1.2.1  MIH_DeRegister response

This message is sent in response to a de-registration request.
	MIH Header Fixed Fields (SID=1, Opcode=2, AID=3)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	Status

(TLV type=2; format see )


1.1.2.1  MIH_Event_Subscribe request

This message is sent by a remote MIHF (the subscriber) to subscribe to one or more event types from a par​ticular event origination point.
	MIH Header Fixed Fields (SID=1, Opcode=1, AID=4)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	LinkIdentifier

(TLV type=2; format see )

	RequestedMihEventList

(TLV type=3; format see )


1.1.2.1  MIH_Event_Subscribe response

The response indicates which of the event types were successfully subscribed.
	MIH Header Fixed Fields (SID=1, Opcode=2, AID=4)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	LinkIdentifier

(TLV type=2; format see )

	ResponseMihEventList

(TLV type=3; format see )

	Status

(TLV type=2; format see )


1.1.2.1  MIH_Event_Unsubscribe request

This message is sent by a remote MIHF (the subscriber) to unsubscribe from a set of link layer events.
	MIH Header Fixed Fields (SID=1, Opcode=1, AID=5)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	LinkIdentifier

(TLV type=2; format see )

	RequestedMihEventList

(TLV type=3; format see )


1.1.2.1  MIH_Event_Unsubscribe response

The response indicates which of the event types were successfully unsubscribed.
	MIH Header Fixed Fields (SID=1, Opcode=2, AID=5)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	LinkIdentifier

(TLV type=2; format see )

	ResponseMihEventList

(TLV type=3; format see )

	Status

(TLV type=2; format see )


1.1.3  MIH messages for event service 

1.1.3.2  MIH_Link_Up indication

	MIH Header Fixed Fields (SID=2, Opcode=3, AID=6)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	LinkIdentifier

(TLV type=2; format see )

	MacOldAccessRouter (optional)

(TLV type=3; format see )

	MacNewAccessRouter

(TLV type=4; format see )

	IPRenewalFlag (optional)

(TLV type=5; format see )

	MobilityManagementSupport (optional)

(TLV type=6; format see )


1.1.3.2  MIH_Link_Down indication 

This notification is delivered from an MIHF, when present in the PoA, to an MIHF in the network when a layer 2 connection is disconnected due to a certain reason with a mobile node. 
	MIH Header Fixed Fields (SID=2, Opcode=3, AID=7)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	LinkIdentifier

(TLV type=2; format see )

	MacOldAccessRouter (optional)

(TLV type=3; format see )

	LinkDownReasonCode

(TLV type=4; format see )


1.1.3.2  MIH_Link_Going_Down indication

This message is transmitted to the remote MIHF when a layer 2 connectivity is expected (predicted) to go down within a certain time interval.
	MIH Header Fixed Fields (SID=2, Opcode=3, AID=8)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	LinkIdentifier

(TLV type=2; format see )

	TimeInterval

(TLV type=3; format see )

	ConfidenceLevel

(TLV type=4; format see )

	LinkGoingDownReason

(TLV type=5; format see )

	UniqueEventIdentifier

(TLV type=6; format see )


1.1.3.2  MIH_Link_Event_Rollback indication

This message is used in conjunction with Link_Going_Down. If the link is no longer expected to go down in the specified time interval, a Link_Event_Rollback message is sent to the remote Event destination.
	MIH Header Fixed Fields (SID=2, Opcode=3, AID=11)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	LinkIdentifier

(TLV type=2; format see )

	UniqueEventIdentifier

(TLV type=2; format see )


1.1.3.2  MIH_Link_Detected indication

This message is transmitted to the remote MIHF when a new link has been detected.
	MIH Header Fixed Fields (SID=2, Opcode=3, AID=9)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	LinkIdentifier

(TLV type=2; format see )

	MIHCapabilityFlag

(TLV type=3; format see )


1.1.3.2  MIH_Link_Parameters_Report indication

This message indicates changes in link parameters that have crossed pre-configured threshold levels.
	MIH Header Fixed Fields (SID=2, Opcode=3, AID=10)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	LinkIdentifier

(TLV type=2; format see )

	LinkParameterReport 1
(TLV type=3; format see )

	...

	LinkParameterReport k
(TLV type=3; format see )


1.1.3.2  MIH_Link_Handover_Imminent indication

This message indicates that a link layer handover decision has been made and its execution is imminent.
	MIH Header Fixed Fields (SID=2, Opcode=3, AID=12)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	OldLinkIdentifier

(TLV type=2; format see )

	NewLinkIdentifier

(TLV type=3; format see )

	HandoverType

(TLV type=4; format see )

	MacOldAccessRouter (optional)

(TLV type=5; format see )

	MacNewAccessRouter (optional)

(TLV type=6; format see )


1.1.3.2  MIH_Link_Handover_Complete indication

This message indicates that a link layer handover has been completed.
	MIH Header Fixed Fields (SID=2, Opcode=3, AID=13)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	OldLinkIdentifier

(TLV type=2; format see )

	NewLinkIdentifier

(TLV type=3; format see )

	MacOldAccessRouter

(TLV type=4; format see )

	MacNewAccessRouter

(TLV type=5; format see )


1.1.4  MIH messages for command service 

1.1.4.3  MIH_Get_Link_Parameters request 

This message is used to discover the status of currently available links.
	MIH Header Fixed Fields (SID=3, Opcode=1, AID=14)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	LinkIdentifier 1
(TLV type=2; format see )

	...

	LinkIdentifier k
(TLV type=2; format see )

	GetStatusRequestSet

(TLV type=3; format see )


1.1.4.3  MIH_Get_Link_Parameters response 

This message is used by an MIHF to report the status of currently available links.
	MIH Header Fixed Fields (SID=3, Opcode=2, AID=14)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	GetStatusResponsetSet 1
(TLV type=2; format see )

	...

	GetStatusResponsetSet k
(TLV type=2; format see )

	Status

(TLV type=3; format see )


1.1.4.3  MIH_Configure_Link request

This message is used to configure the link and control the link behavior.
	MIH Header Fixed Fields (SID=3, Opcode=1, AID=16)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	LinkIdentifier

(TLV type=2; format see )

((Editor’s note: may not needed if ConfigureRequestSet def already contains link ID)

	ConfigureRequestSet

(TLV type=3; format see )


1.1.4.3  MIH_Configure_Link response

This message returns the status of a configuration request.
	MIH Header Fixed Fields (SID=3, Opcode=2, AID=16)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	LinkIdentifier

(TLV type=2; format see )

	ConfigurationResponseList

(TLV type=3; format see )

	Status

(TLV type=4; format see )


1.1.4.3  MIH_Scan request 

This message is used to scan a list of PoAs for a specific link type. 
	MIH Header Fixed Fields (SID=3, Opcode=1, AID=17)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	ScanLinkIdentifier

(TLV type=2; format see )


1.1.4.3  MIH_Scan response

This message returns the list of PoAs and their respective signal strength for a specific link type after a scan operation. 
	MIH Header Fixed Fields (SID=3, Opcode=2, AID=17)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	ScanLinkIdentifier

(TLV type=2; format see )

	ScanResponseSets

(TLV type=3; format see )

	Status

(TLV type=4; format see )


1.1.4.3  MIH_Net_HO_Candidate_Query request

This message is used for communication between the MIHF on an MN with the MIHF on a network. The function is used to communicate an intent of network initiated handover. 
	MIH Header Fixed Fields (SID=3, Opcode=1, AID=18)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	SuggestedNewLink 1
(TLV type=2; format see )

	...

	SuggestedNewLink k
(TLV type=2; format see )

	HandoverMode

(TLV type=3; format see )

	OldLinkAction

(TLV type=4; format see )

	QueryResourceList

(TLV type=5; format see )


1.1.4.3  MIH_Net_HO_Candidate_Query response

This message is used for communication between the MIHF on an MN with the MIHF on network. The function is used to respond to an intent of network initiated handover.
	MIH Header Fixed Fields (SID=3, Opcode=2, AID=18)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	CurrentLinkIdentifier

(TLV type=2; format see )

	HandoverAck

(TLV type=3; format see )

	PreferredLink 1
(TLV type=4; format see )

	...

	PreferredLink k
(TLV type=4; format see )

	RequestedResourceSet

(TLV type=5; format see )

	Status ((Editor’s note: same as the Error Code?)

(TLV type=6; format see )


1.1.4.3  MIH_MN_HO_Candidate_Query request

	MIH Header Fixed Fields (SID=3, Opcode=1, AID=19)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	CurrentLinkIdentifier

(TLV type=2; format see )

	CandidateLink 1
(TLV type=3; format see )

	...

	CandidateLink k
(TLV type=3; format see )

	QueryResourceList

(TLV type=4; format see )

	IPConfigurationMethods

(TLV type=5; format see )

	ServingFAAddress|ServingAccessRouterAddress|DHCPServerAddress

(TLV type=5; format see )


1.1.4.3  MIH_MN_HO_Candidate_Query response 

	MIH Header Fixed Fields (SID=3, Opcode=2, AID=19)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	CurrentLinkIdentifier

(TLV type=2; format see )

	PreferredCandidateLink 1
(TLV type=3; format see )

	...

	PreferredCandidateLink k
(TLV type=3; format see )

	AvailableResourceSet

(TLV type=4; format see )

	IPConfigurationMethods

(TLV type=5; format see )

	ServingFAAddress|ServingAccessRouterAddress|DHCPServerAddress

(TLV type=6; format see )

	IPAddressInformationStatus

(TLV type=7; format see )

	Status

(TLV type=8; format see )


1.1.4.3  MIH_N2N_HO_Query_Resources request 

This message is used by the MIHF on the serving network to communicate with its peer MIHF on the candi​date network. This is used to prepare the new link resource for impending handover and to query the avail​able link resource of the candidate network. This message is also used to achieve IP address related information on the candidate network.
	MIH Header Fixed Fields (SID=3, Opcode=1, AID=20)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	QueryResourceList

(TLV type=2; format see )

	IPConfigurationMethods

(TLV type=3; format see )

	ServingFAAddress|ServingAccessRouterAddress|DHCPServerAddress

(TLV type=4; format see )


1.1.4.3  MIH_N2N_HO_Query_Resources response 

This message is used by an MIHF on the candidate network to communicate with its peer MIHF on the serv​ing network. This is used to return the result of resource preparation of the impending handover and to notify the MIHF on the serving network of the link resource status and IP address related information of the candi​date network.
	MIH Header Fixed Fields (SID=3, Opcode=2, AID=20)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	ResourceStatus

(TLV type=2; format see )

((Editor’s note: can this be merged into Status?)

	AvailableResourceSet

(TLV type=3; format see )

	IPConfigurationMethods

(TLV type=4; format see )

	ServingFAAddress|ServingAccessRouterAddress|DHCPServerAddress

(TLV type=5; format see )

	IPAddressInformationStatus

(TLV type=6; format see )

	Status

(TLV type=7; format see )


1.1.4.3  MIH_Net_HO_Commit request

This message is used by the MIHF to communicate the intent to commit to a handover request to a specific link and PoA.
	MIH Header Fixed Fields (SID=3, Opcode=1, AID=21)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	LinkActionSet 1
(TLV type=2; format see )

	...

	LinkActionSet k
(TLV type=2; format see )


1.1.4.3  MIH_Net_HO_Commit response

This message is used by the MIHF to communicate the response of request to commit to a handover request to a specific link and PoA.
	MIH Header Fixed Fields (SID=3, Opcode=2, AID=21)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	LinkActionResult 1
(TLV type=2; format see )

	...

	LinkActionResult k
(TLV type=2; format see )

	Status

(TLV type=3; format see )


1.1.4.3  MIH_MN_HO_Commit request 

	MIH Header Fixed Fields (SID=3, Opcode=1, AID=22)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	CurrentLinkIdentifier

(TLV type=2; format see )

	TargetLinkIdentifier

(TLV type=3; format see )

	TargetPoA

(TLV type=4; format see )

	OldLinkActions

(TLV type=5; format see )


1.1.4.3  MIH_MN_HO_Commit response 

	MIH Header Fixed Fields (SID=3, Opcode=2, AID=22)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	CurrentLinkIdentifier

(TLV type=2; format see )

	Status

(TLV type=3; format see )


1.1.4.3  MIH_MN_HO_Complete request 

	MIH Header Fixed Fields (SID=3, Opcode=1, AID=23)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	LinkIdentifier

(TLV type=2; format see )

	HandoverResult

(TLV type=3; format see )


1.1.4.3  MIH_MN_HO_Complete response

	MIH Header Fixed Fields (SID=3, Opcode=2, AID=23)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	LinkIdentifier

(TLV type=2; format see )

	Status

(TLV type=3; format see )


1.1.4.3  MIH_N2N_HO_Complete request

This message is used by the MIHF to communicate the status of handover operation.
	MIH Header Fixed Fields (SID=3, Opcode=1, AID=24)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	HandoverResult

(TLV type=2; format see )


1.1.4.3  MIH_N2N_HO_Complete response 

This message is used by the MIHF to communicate the response following the completion of the handover operation. The message is used to communicate the preferred action to be taken w.r.t resources associated with the previous connection. If the handover is successful, the resources may be released. 
	MIH Header Fixed Fields (SID=3, Opcode=2, AID=24)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	CurrentLinkIdentifier

(TLV type=2; format see )

	ResourceRetainStatus

(TLV type=3; format see )

	Status

(TLV type=4; format see )


1.1.5  MIH messages for information service 

MIH Information service uses only two messages - MIH_Get_Information request and MIH_Get_Information response. Due to the need to support different query types and the need for flexibility to customize the query and response, the parameters and their usage in these two messages are substantially different from other MIH message parameters, and are therefore separately defined in the following sub​clauses.

1.1.5.4  MIH_Get_Information request

This message is used by an MIHF to retrieve a set of Information Elements provided by the information ser​vice. A single MIH_Get_Information request message can carry multiple queries of a combination of Binary, RDF_Data, RDF_Schema_URL, and RDF_Schema types. They are encoded in the order derived from the priority level given by the IS client;

	MIH Header Fixed Fields (SID=4, Opcode=1, AID=26)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	InfoQueryBinary (0 to k)
(TLV type=2; format see )

	InfoQueryRDFData (0 to k)
(TLV type=3; format see)

	InfoQueryRDFSchemaURL (0 to k)
(TLV type=4; format see )

	InfoQueryRDFSchema (0 to k)
(TLV type=5; format see )

	MaxResponseSize (optional)

(TLV type=6; format see )


1.1.5.4.3  Info Query Binary

Info Query Binary parameter is defined as follows:

	Type=2
	Length= Variable

	Querier Location (optional)

(TLV type=101; format see )

	Network Type Inclusion (optional)

(TLV type=102; format see )

	Network Inclusion (optional)

(TLV type=103; format see )

	Reporting Template (optional)

(TLV type=104; format see )

	Report Limitation (optional)

(TLV type=105; format see )


Querier Location is defined as follows:

	Type=101
	Length= Variable

	Location (optional)

(TLV type=201; format see )

	MAC Address (optional)

(TLV type=202; format see )

	Neighborhood Radius (optional)

(TLV type=203; format see (Editor’s note: need definition, integer in meters?)


Querier Location, if provided in the query, can be useful for the Information Server to refine its response. The value field contains either the querier’s current location measurement or, when the querier does not have its current location information, an observed MAC address (e.g., from an IEEE 802.11 beacon or some broadcast mechanism for other technologies) which the Information Server will be able to use as a hint to establish an estimate of the client's current location. The querier shall not use both the MAC Address and Location in the same query. Moreover, the Neighborhood Radius, if provided, indicates the radius of the neighborhood, centered at the indicated location, within which all available access networks will be included in the list of neighboring networks. If Neighborhood Radius is not present, the Information Server will decide the radius for the search.

If Querier Location is not provided, the Information Server shall either get the querier location information from other means or use best estimate of the querier’s location to generate the neighboring network informa​tion.

Network Type Inclusion is defined as follows:

	Type=102
	Length= 4

	The value is a 4 octet bitmap: 

Bit 0: Wireless - GSM

Bit 1: Wireless - GPRS

Bit 2: Wireless - EDGE

Bit 3: IEEE 802.3 (Ethernet)

Bit 4: Wireless - Other

Bit 5: Wireless - IEEE 802.11

Bit 6: Wireless - CDMA2000

Bit 7: Wireless - UMTS

Bit 8: Wireless - cdma2000-HRPD

Bit 9: Wireless - IEEE 802.16

Bit 10: Wireless - IEEE 802.20

Bit 11: Wireless - IEEE 802.22

Bit 12-31: (Reserved AND shall not be used and shall be always set to “0”)

Note, these definitions shall be updated whenever Table   is changed. 


Network Type Inclusion, if provided in the query, is used to indicate the neighboring network types the querier wants to include in the response. The querier indicates the network types it wants to include in the query response by setting the corresponding bits to “1”. If not provided, the Information Server shall include all available network types in the query response.

Network Inclusion is defined as follows:

	Type=103
	Length= Variable

	Access Network Identifier 1
(TLV type=201; format see )

	...

	Access Network Identifier k
(TLV type=201; format see )


Network Inclusion, if provided in the query, is used to indicate the specific access networks the querier wants to include in the query response. If not provided, the Information Server shall include all available access networks in the query response.

Reporting Template is optional and of variable size. When present, it indicates to the information server a template of the list of IEs which shall be included in the information response:

	Type=104 
	Length= Variable

	TYPE_IE_CONTAINER_LIST_OF_NETWORKS [4 octets] (optional)

	TYPE_IE_CONTAINER_NETWORK [4 octets] (optional)

	   TYPE_IE_Network_Type [4 octets] (optional)

	   TYPE_IE_Operator_Identifier [4 octets] (optional)

	   TYPE_IE_SERVICE_PROVIDER_Identifier [4 octets] (optional)

	   TYPE_IE_ACCESS_NETWORK_Identifier [4 octets] (optional)

	   TYPE_IE_NETWORK_SYSTEM_Id [4 octets] (optional)

	   TYPE_IE_Roaming_Partners [4 octets] (optional)

	   TYPE_IE_Cost [4 octets] (optional)

	   TYPE_IE_Network_Security [4 octets] (optional)

	   TYPE_IE_NETWORK_QOS [4 octets] (optional)

	   TYPE_IE_NETWORK_DATA_RATE [4 octets] (optional)

	   TYPE_IE_NETWORK_IP_CONFIG_METHODS [4 octets] (optional)

	   TYPE_IE_NETWORK_CAPABILITIES [4 octets] (optional)

	   TYPE_IE_Container_PoA [4 octets] (optional)

	      TYPE_IE_POA_MAC_ADDRESS [4 octets] (optional)

	      TYPE_IE_PoA_Location [4 octets] (optional)

	      TYPE_IE_PoA_Data_Rate [4 octets] (optional)

	      TYPE_IE_PoA_Channel_Range [4 octets] (optional)

	      TYPE_IE_PoA_Subnet_Information [4 octets] (optional)

	      TYPE_IE_PoA_IP_CONFIG_METHODS [4 octets] (optional)

	      TYPE_IE_PoA_Capabilities [4 octets] (optional)

	      TYPE_IE_PoA_IP_ADDRESS [4 octets] (optional)


Each of the IEs in the Requested IEs is indicated by its 32 bit identifier as assigned in Table  . 

Report Limitation is defined as follows:
	Type=105
	Length= 4

	 max [2 octets]

	 offset [2 octets, a non-zero value]


Report Limitation, if provided in the query, is used for limiting the number of entries (i.e., containers and IEs) in the corresponding MIIS_TLV_RESPONSE TLV. The Report Limitation contains two parameters {max, offset} where max indicates the maximum number of entries in the MIIS_TLV_RESPONSE TLV and offset indicates the starting entry number (offset = 1 points to the first entry) from which a chunk of entries are to be included in the MIIS_TLV_RESPONSE TLV. It is assumed that the IS server generates the same ordered list of entries for queries from the same IS client with the same MIIS_TLV_QUERY TLV content (except for Report Limitation) before the limitation on the Report Limitation is applied.

Rules for using the Reporting Template:
1) If the Reporting Template is absent, the entire list of neighboring networks container shall be returned in the response. For example,

	Type=2
	Length= actual size of Location TLV

	Querier Location TLV = a given location


returns the entire List of Neighboring Networks Container at the given location.

2) If a container is listed without any of its component IEs, the entire container shall be returned in the response. For example, 

	Type=REPORT_TEMPLATE (104)
	Length= 4

	   TYPE_ Container _PoA [4 octets]


returns a list of PoA Containers with all their component IEs.

3) if a container is listed with one or more of its component IEs, the container with only the listed component IEs shall be returned. For example,

	Type=REPORT_TEMPLATE (104)
	Length= 12

	TYPE_IE_CONTAINER_NETWORK [4 octets] 

	   TYPE_IE_Network_Type [4 octets]

	   TYPE_IE_Operator_Identifier [4 octets] 


returns a list of Network Containers with each containing only Network Type and Operator ID.

4) If a component IE is listed without its parent container, the listed component IE shall be returned as an individual IE. For example,

	Type=REPORT_TEMPLATE (104)
	Length= 8

	   TYPE_IE_Network_Type [4 octets]

	   TYPE_IE_Cost [4 octets]


returns a list of Network Types and a list of Costs. Note, a list of individual IEs out of their context may have very limited usefulness. This is only an example to show the flexible use of Reporting Template.

1.1.5.4.3  Info Query RDF Data

Info Query RDF Data parameter contains one optional MIME Type followed by one or more SPARQL Query Value TLVs encoded in the order derived from their priority level given by the IS client:

	Type=3
	Length= Variable

	MIME Type (optional)

(TLV type=101; format see )

	SPARQL Query Value 1
(TLV type=102; format see )

	...

	SPARQL Query Value k
(TLV type=102; format see )


1.1.5.4.3  Info Query RDF Schema URL

Info Query RDF Schema URL parameter has no Value field and is defined as follows:
	Type=4
	Length= 0


1.1.5.4.3  Info Query RDF Schema

Info Query RDF Schema parameter contains zero or one Extended schema URL TLVs and is defined as fol​lows:

	Type=5
	Length= Variable

	Extended Schema URL 1 (optional)

(TLV type=101; format see )

	...

	Extended Schema URL k (optional)

(TLV type=101; format see )


1.1.5.5  MIH_Get_Information response

This is used as a response to the MIH_Get_Information request message.
	MIH Header Fixed Fields (SID=4, Opcode=2, AID=26)

	Source Identifier = sending MIHF ID

(TLV type=0, format see )

	Destination Identifier = receiving MIHF ID

(TLV type=1, format see )

	InfoResponseBinary (0 to k)
(TLV type=2; format see )

	InfoResponseRDFData (0 to k)
(TLV type=3; format see)

	InfoResponseRDFSchemaURL (0 to k)
(TLV type=4; format see )

	InfoResponseRDFSchema (0 to k)
(TLV type=5; format see )


1.1.5.5.4  Info Response Binary

One or more Info Response Binary TLVs can be returned in an MIH_Get_Information response, encoded in the same order as the corresponding Info Query Binary TLVs carried in the MIH_Get_Information request being responded. When the resulting MIH_Get_Information response message size is going to exceed its maximum size, Info Response Binary TLVs for Info Query Binary TLVs with lower priorities may be omit​ted. 

An Info Response Binary TLV parameter contains one or more IE (or IE container) as defined in :

	Type=2
	Length= Variable

	IE/Container 1

	IE/Container 2 (optional)

	…

	IE/Container k (optional)


Rules for generating returned IEs:
Upon receipt of a binary query, the information server will:

1) create the list of neighboring access network information for the given location;

—  If a Network Type Inclusion is provided in the query, include only the information of the neighbor​ing access networks of the network type(s) indicated in the Network Type Inclusion. Otherwise, include information of all available neighboring access networks for the given location.

—  If a Network Inclusion is provided in the query, include only the information of the neighboring access network(s) indicated in the Network Inclusion. Otherwise, include information of all avail​able neighboring access networks for the given location.

2) if no Reporting Template is given in the query, send the list of neighboring access network information in a List of Neighboring Access Networks Container in an Information Response.

3) if a Reporting Template is given in the query, extract the requested IE(s)/Containers from the list of neighboring access network information using the rules from  and send them in an Information Response.

1.0.0.5.5  Info Response RDF Data

Info Response RDF Data contains one optional MIME Type TLV followed by one or more SPARQL Query Result TLVs encoded in the same order as the corresponding SPARQL Query Value TLVs carried in the Info Query RFD Data TLV being responded. 

When the resulting MIH_Get_Information response message size is going to exceed its maximum size, SPARQL Query Result TLVs for SPARQL Query Value TLVs with lower priorities may be omitted;
	Type=3
	Length= Variable

	MIME Type (optional)

(TLV type=101; format see )

	SPARQL Query Result 1
(TLV type=102; format see )

	...

	SPARQL Query Result k
(TLV type=102; format see )


1.0.0.5.5  Info Response RDF Schema URL

Containing one Extended Schema URL TLV:
	Type=4
	Length= Variable

	Extended Schema URL

(TLV type=101; format see )


1.0.0.5.5  Info Response RDF Schema

Info Response RDF Schema parameter contains one optional MIME Type TLV followed by one Extended Schema Content TLV:

	Type=5
	Length= Variable

	MIME Type (optional)

(TLV type=101; format see )

	Extended Schema Content

(TLV type=102; format see )


�Note that the TLV Type field length is different than the Information Element Type length, which is 4 octets. 





