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Abstract

This document is a submission to IEEE 802.19 TG1 proposing an update to clause 4.

**Notice:** This document has been prepared to assist IEEE 802.19. It is offered as a basis for discussion and is not binding on the contributing individual(s) or organization(s). The material in this document is subject to change in form and content after further study. The contributor(s) reserve(s) the right to add, amend or withdraw material contained herein.

# Proposed update

*It is proposed to substitute the current clauses 4 and 5 by the text below.*

1. System description
	1. System architecture

The coexistence system has three logical entities and five logical interfaces, as shown in Figure 1. Each logical entity is defined by its functional roles and interfaces with other logical entities. System architecture is used to describe functional components of the coexistence system. The architectural descriptions are not intended to represent any specific physical implementation of the coexistence system.



Figure 1. System architecture.

The Coexistence Discovery and Information Server (CDIS) provides coexistence discovery service to the Coexistence Managers (CM). Within this service the CDIS informs the CMs about potential neighbors of the WSOs served by these CMs. Also, the CDIS supports the discovery of CMs by other CMs in order to open interfaces between them. In order to provide the coexistence discovery service, the CDIS obtains all necessary information and executes a coexistence discovery algorithm.

The CM provides either information or management service to the WSOs it serves. Within the information service the CM provides the WSO information about its potential neighbors including their operating frequencies, potential interference levels etc. Within the management service the CM provides the WSO reconfiguration requests that create such configuration of this WSO that its operation is improved according to some criteria. In order to provide these information and management coexistence services, the CM obtains all necessary information and executes a coexistence decision algorithm.

The Coexistence Enabler (CE) provides an interface between different types of WSOs and the coexistence system in a unified format.

Interface B1 between a CE and a CM, interface B2 between a CM and a CDIS, and interface B3 between two CMs are specified in this standard.

Interface A between a CE and its WSO is defined in a generic format and its implementation depends on the WSO type.

Interface C between a CM and a TVWS database is not defined in this standard and is implementation dependent. One of the implementation examples of the interface C is PAWS specification (footnote with reference is needed).

* 1. Reference model

The coexistence system reference model has two service access points: the coexistence transport SAP (COEX\_TR\_SAP) and the coexistence media SAP (COEX\_MEDIA\_SAP).

The COEX\_TR\_SAP provides means for a CE, a CM, and a CDIS to communicate with each other and with external entities by using transport services provided by underlying layers. The underlying layers could be application layer, transport layer, network layer, and link layer.

Example reference model of a CE and a CM describing example of using COEX\_TR\_SAP for interface B1 is shown in Figure 2. Information required for coexistence and reconfiguration commands that are exchanged between a CE and a CM over the interface B1 are forwarded to transport layer, for example, to TCP, for transmission. This is done using the COEX\_TR\_SAP of the CE and the CM.



Figure 2. Example of using the COEX\_TR\_SAP for interface B1.

The COEX\_MEDIA\_SAP defines the interface A between a CE and a WSO.

An example reference model of a CE describing an example implementation of the interface A inside a base station is shown in Figure 3. The left side of the Figure 3 shows a typical reference model of a radio interface including data, control and management planes for physical layer, MAC sublayer, and convergence sublayer. The middle part of the Figure 3 shows the WSO management entity. The right part of the Figure 3 shows the CE.

Typically, the radio interface is implemented in such a way that it provides a management interface for the WSO management entity. In Figure 3, such interface is represented by the PHY\_ME\_SAP, MAC\_ME\_SAP, and CS\_ME\_SAP, corresponding to the physical layer, the MAC sublayer, and the convergence sublayer. These SAPs can be used to obtain information from the radio interface and to request reconfiguration of the radio interface. Correspondingly, the CE can use these SAPs to implement the interface A using the COEX\_MEDIA\_SAP. Communication between the radio interface management service access points PHY\_ME\_SAP, MAC\_ME\_SAP, and CS\_ME\_SAP and the COEX\_MEDIA\_SAP is done via the WSO management entity. The WSO management entity provides the coexistence primitive mapping (CXPM) service. The CXPM converts COEX\_MEDIA\_SAP primitives into WSO-specific management/control primitives. A one-to-one mapping might be highly desirable to fully support this standard, but it depends on each WSO standard. The CXPM implementation is out of scope of this standard.



Figure 3. Example reference model for the interface A.

Different logical entities of the coexistence system have different reference models. Figure 4 shows the CE reference model. Figure 5 shows the reference model for the CM and CDIS.



Figure 4. CE reference model.



Figure 5. CM and CDIS reference model.

* 1. System profiles and interoperability

The coexistence system defined in this standard has three logical entities: CDIS, CM, and CE. This standard defines several profiles determining operation of these entities.

The profiles are defined as follows. The standard defines common set of the data types, primitives, messages, and procedures. Each of the profiles uses only a specific part of the defined data types, primitives, messages, and procedures.

However, profiles are designed in such way that required level of interoperability is ensured among entities operating according to different profiles. The defined profiles follow the following principles:

* Any CDIS shall be able to provide coexistence discovery service to any type of CM
* Any CM shall be able to exchange information with any other type of CM
* Any CM shall support at least one profile
* Any CM shall support both management service and information service
* Any CE shall support at least one profile
* Any CE shall support at least management service or information service or may support both.
	1. Coexistence services
		1. Introduction

Coexistence services are services provided by the coexistence system to WSOs, as well as, services provided by the CDIS to the CMs. Correspondingly, the categories of the coexistence services are services provided to WSOs and services provided to CMs.

The coexistence services are illustrated in Figure 6.



Figure 6. Summary of coexistence services.

* + 1. Services for WSOs

The coexistence system provides coexistence services to a WSO via interface A. To obtain services from the coexistence system, a WSO needs to subscribe to the coexistence services and register to the coexistence system.

After the registration, the WSO may get information services and/or management services.

A WSO may be subscribed to only one service at a time.

Within the information service, the WSO gets coexistence report from the coexistence system. Such coexistence report provides enough information to the WSO to make autonomous coexistence decision on its operating parameters.

Within the management service, the WSO gets reconfiguration requests generated by the coexistence system. The WSO needs to provide information to the coexistence system while using this service. Also, the WSO needs to perform measurements according to requests from the coexistence system. Both the information and measurement reports are used by the coexistence system to make coexistence decisions.

* + 1. Services for CM

A CDIS provides coexistence services to CMs via interface B2. A CM gets coexistence discovery service from a CDIS after it has subscribed to the CDIS coexistence discovery service and has registered to the CDIS.

The coexistence discovery service provides coexistence set information to the CM for WSOs served by this CM. Two types of coexistence discovery service are provided by the CDIS to the CM. With one type of service, the CM gets coexistence set information only for those WSOs that are served by other CMs. This is called inter-CM coexistence discovery. With the other type of coexistence discovery service, the CM gets coexistence set information regardless of which CM serves the WSOs in the coexistence set. In this case the CDIS performs both inter-CM coexistence discovery and intra-CM coexistence discovery.

* 1. Coexistence algorithms (not updated)
		1. Introduction

Coexistence algorithms are procedures executed inside the coexistence system in order to provide the coexistence services. The two classes of coexistence algorithms are coexistence decision and coexistence discovery.

Coexistence decision algorithms are used by CM to make coexistence decisions related to WSO reconfiguration.

Coexistence discovery algorithms are used by CDIS and CM to discover WSOs that may affect each others performance.

The standard defines several algorithms for each class. Implementation is not intended to be limited by one particular algorithm.

* + 1. Coexistence decision algorithms
			1. Coexistence report and radio environment information algorithm

In the coexistence report and radio environment information algorithm the CM first selects one WSO. Next the CM selects the WSO with the maximum unsatisfied demand for resources. Finally, the CM tries to allocate necessary spectrum resources to the selected WSO.

The algorithm considers at most coexistence elements of coexistence elements of the selected WSO to keep the complexity low. The algorithm takes into account operational frequency bands, interference margins, total interference level from coexistence elements, transmit powers, and support for scheduling.

The key principle of the algorithm is to enable acceptable performance for all WSOs while minimizing the number of required reconfigurations. Following this principle, the CM checks the possibility to reconfigure the selected WSO only. If this is impossible, the CM tries solutions that require reconfiguration of coexistence elements.

Priority is given to the solutions that do not reduce the capacity of currently operating WSOs. Also, power control is left to the last stages of the algorithm because providing the largest range for devices is desirable.

The result of the algorithm is the operating frequencies, transmission power limits, channel sharing, and sharing schedule to the selected WSO and to other affected WSOs.

* + - 1. Channel classification and channel set transition algorithm

The channel classification and channel set transition algorithm uses TV channel classification and channel set transition to maintain channel availability information by the CM. All TV channels are classified in the following sets:

* disallowed channels,
* allowed channels,
* available channels,
* protected channels,
* restricted channels,
* unclassified channels,
* operating channels, and
* coexistent channels.

The disallowed set is a set of channels disallowed for any WSOs by regulation, or by the request of incumbents. It is provided by TVWS database and will be updated if necessary. For example, in the U.S., the TV channels 3, 4, and 37 are disallowed by regulation. Also a TV channel registered in the TVWS database by a licensed wireless microphone is disallowed for any WSOs.

The allowed set is a set of channels allowed for WSOs. It is provided by TVWS database and is updated as necessary. All WSOs first obtain a list of the allowed channels before their operating over TV channels.

The available set is a set of free channels available for WSOs.

The restricted set is a set of channels restricted to use with limitations due to regulation. It is be used by WSOs under limited conditions predefined by regulation. For example, in the U.S. a portable/personal TVBD can use “the first adjacent channel of the incumbent activating channel” with limited transmit power (less than 40 mW EIRP) by FCC regulation.

The protected set is a set of channels to be protected due to incumbent activity. It cannot be used by any WSOs.

The unclassified set is a set of channels has not been classified as one of disallowerd set, available set, or protected set.

The operating set is a set of operating channels being used by each WSO. If each WSO has a different operating channel, then spectrum etiquette, i.e., FDM (frequency division multiplexing), among WSOs is achievable.

The coexistent set is a set of channels being shared by two or more WSOs as an operating channel. WSOs might need a coexistence mechanism to resolve co-channel interference among them.

Figure 3 shows Venn diagram of TV channels.



Figure— Venn diagram of TV channels

* + - 1. Operating channel selection mechanism algorithm

The operating channel selection algorithm allocates a proper operating channel to WSOs. The following three channel allocation methods for operating channel selection are considered:

* individual TV channel allocation,
* shared TV channel allocation by WSOs of the same type, and
* shared TV channel allocation by WSOs of the dissimilar type.

In the individual TV channel allocation, TV channels are dynamically assigned to each WSO which use different TV channels. So it is possible that non-overlapped TV channels are allocated to WSOs. This guarantees co-channel-interference-free TV channel use and so the coexistence problem can be eliminated through a proper TV channel allocation.

In shared TV channel allocation, two or more WSOs share the one or more TV channels. If a TV channel is shared by WSOs of the same type, self-coexistence mechanisms are applied to mitigate co-channel interference. If a TV channel is shared by WSOs of the dissimilar type, inter-system coexistence mechanisms are applied to mitigate co-channel interference.

* + - 1. Negotiation among neighbor CMs algorithm

The negotiation among neighbor CMs algorithm enables the coexistence system to share the frequency bands effectively in a case where two or more WSOs may affect each others performance and they are served by different CMs. Then the WSOs are registered to the different CMs and interfere with each other when operating in the same operating channel due to their geo-location, transmission range, interference range, and etc. The key processing components, which are conducted in CM, are determining the operating channel list, round-robin mode parameters and competition mode parameters.

When all neighbor CMs allow independent use of the channels, the coexistence set elements served by different CMs use independent operating channels, which is referred to as an etiquette mode. On the other hand, when some neighbor CMs disallow the independent use, the coexistence set elements served by different CMs share operating channels. Based on this technique, time slots are assigned sequentially to all coexistence set elements served by different CMs, which is referred to as round-robin mode, or assigned to particular coexistence set elements served by different CMs through competition among those coexistence set elements, which is referred to as competition mode.

* + - 1. Processing load balancing algorithm

The processing load balancing algorithm uses the distributed processing power of the CMs effectively and maximizes the number of the registered WSOs in accordance with the conditions of the coexistence system operation. The key component is to adapt different channel selection policies, which are centralized coordination by the master CM, cooperative coordination between CM and WSO itself and autonomous/ distributed coordination by different CMs, to the conditions of the coexistence system operation.

In the centralized coordination method, the master CM makes final decisions on channel selections for its WSOs and for all WSOs of its slave CMs. With the cooperative coordination method the CM has capability to ask WSOs to make final decisions required for coexistence. In the autonomous/distributed coordination method the CM individually makes final decisions on channel selections for its WSOs.

* + - 1. Co-channel sharing via WSO network geometry classification algorithm

The co-channel sharing via WSO network geometry classification algorithm optimizes the efficiency of the frequency utilization as much as possible in managing TVWS operation, in a case where the system cannot assign different channel among WSOs in a coexistence set. The key processing parts, which are conducted in CDIS or CM, are:

* the coexistence discovery process based on network geometry classification,
* the network coexistence protocol check process,
* the interference power level check process, and
* the backhaul conncection check process.
	+ - 1. Output power level control algorithm

The output power level control algorithm addresses the aggregated interference problem in the target protection service contour due to the multiple simultaneous transmission of coexistence set elements. The calculation basis may be applicable in conducting an information service on a potential aggregated interference power level, or a management service on power control of WSOs.

* + 1. Coexistence discovery algorithms

Coexistence discovery algorithms are part of a coexistence discovery system with which a CDIS discovers WSOs that potentially interfere with other WSOs that are registered to it.

In the coexistence discovery algorithms the CDIS estimates interference level caused by a WSO and if the interference level is high enough in the location of another WSO the WSOs are deemed to each others coexistence sets. Interference level estimates are done based on propagation models that take into account characteristics of the frequency band and the operating environment. In the estimations the CDIS takes into account also the WSOs’ transmitter and receiver capabilities and characteristics like maximum transmit power and antenna configurations.