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Abstract

This is a contribution to IEEE 802.19 TG1 aboutteys description section and the proposal is to
have a new sub-section to give an overview of texistence system. The document is intended to be
updated frequently based upon comments received fhe@ TG and thus the current version is an
intermediate version that is targeted to be adogtéide end to the 802.19.1 draft.

Notice: This document has been prepared to assist IEEE80R is offered as a basis for discussion antbishinding on the
contributing individual(s) or organization(s). Thmaterial in this document is subject to changéoinmn and content after
further study. The contributor(s) reserve(s) tigatito add, amend or withdraw material containegihe .
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The contribution has two main sections from whicé tirst one (Background information) discusses the
reasons behind the proposal. The second sectiot ff@posal for the candidate draft) contains tazat

is being proposed to be incorporated into the tai@sdidate draft. The section contains some iostns

to the technical editor to facilitate the editingni.

1 Background information

We believe the IEEE 802.19.1 candidate draft missesverview sub-section in the system description
section (section 3) that would serve as an intrtbdndo a reader to the specification. Currently ese

just short introductions to the system architectanel its logical elements and interfaces but there
nothing how those elements and the interfaces ®rooexistence system and what are the elements’
responsibilities and functionality to keep the spstworking. We believe such description is needgty e

on in the draft and this submission contains inrtbgt section initial text that is proposed to bleged

as a framework for further revisions of the draft.

2 Text proposal for the candidate draft

Editorial instruction: Have the following new section with a set of sub-sections added to the candidate
draft after the section 3.5 Coexistence services and update the subsequent section numbering accordingly.

3.6 L ogical coexistence system overview

Core of the IEEE 802.19.1 coexistence system ispc@ed of interconnected coexistence managers
(CMs) and a set of interconnected coexistence d&gyaand information servers (CDIS) to which ak th
CMs are connected. On the edge of the coexistesteraythere are coexistence enablers (CEs) that are
interface elements through which white space obj@atSO) can consume services of the coexistence
system. Each WSO is represented by a CE and thereito-one mapping between a WSO and a CE.

WSO WSO WSO

Figure 1: Logical coexistence system overview

3.6.1 CE view of the coexistence system

In order for a WSO to use the coexistence systesnitarservices it needs to be connected to a CE. Th
CE authenticates to the coexistence system, sblsctd the coexistence system services available fo
WSOs and registers to the system. The CE doekiglbh behalf of the WSO connected to it. Thus the
WSO is not visible to the coexistence system beitQk represents the WSO connected to it. The WSO is
either a TVWS device or a network of TVWS devidéthen a WSO is a network of TVWS devices, the
WSO represents a number of wireless devices that davireless receiver or transmitter or both cégpab
of operating at the TVWS band. Then the WSO hass&acontrol operations of the number of TVWS
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devices that it represents to the direction ofdbexistence system. When a WSO is a TVWS devieg, th
WSO represents just itself.

3.6.1.2 CE authentication

First step a CE needs to take in order to becopeteof the coexistence system is authenticatioGEA
authenticates with a CM and it is valid only wittetCM with which the authentication has been done.
So, the specification doesn’t provide coexistengstesn level authentication but the authenticat®n i
always between a CE and a CM.

3.6.1.3 Service subscription

Once a CE has successfully authenticated to a Qihait subscribe to any of the coexistence system
services that are available. The CE may changécsesubscription at any time while it is authertiéch

to the CM.

3.6.1.4 CE regigtration

Once a CE has subscribed successfully to at Ie@sbithe coexistence services that are availael€E
uses the CE registration to provide information wabihe WSO to the coexistence system. The CE
registration is used also to indicate updates WSO information and keep the coexistence system
aware of changes in the information.

3.6.2 Coexistence discovery and information servers

Coexistence discovery and information servers armected to each other to share information about
WSOs that they need to consider in coexistencedisy procedures they run. The interconnected CDISs
provide means for the coexistence managers toofimghose WSOs that need to coexist and the CMs tha
serve those WSOs. The interconnected CDISs argt@ted so that a CM may connect to any coexistence
discovery and information server and become servéetms of coexistence discovery.

3.6.3 Coexistence manager s

Coexistence managers are coexistence decision sn#katr interconnect with each other to exchange
information about CEs they serve in case the CEsannected to WSOs that need to coexist with each
other. Coexistence managers are connected to #dstence discovery and information servers for
coexistence discovery pruposes. With help from@b4S the CM determines for each CE it serves those
WSOs with which the WSO connected to its own CEdnt® coexist. As the result the CM has a
coexistence set for each of the CEs it servehelfcbexistence set has CEs that are served by Oigr

the CM gets connected to those other CMs. The Cap&keonnected to the other CM as long as it has in
one of its coexistence sets at least one CE sévydthie other CM. The CMs use the connections to
exchange information about the WSO capabilitiequirements, operating parameters and coexistence
environment.

The CMs exchange also information about the coemxé® decision approach and the coexistence
decision topology applied in the coexistence denisirelated to the WSOs. Both these have effeasen
of the interconnections between CMs.

The specification provides means for a CM to apmntralized, autonomous and distributed decision
topology. When a CM applies either the autonomouslistributed decision topology, the CM gets
connected to other CMs as per the rules statedeatwod the CMs interact whenever they serve CEs that
are connected to WSOs that need to coexist. Theentaeptions in this respect are the CMs that apply
the centralized decision topology. A CM that applike centralized decision topology operates imeeit

the master mode or the slave mode. A CM that opeiatthe slave mode has a master CM and the slave
CM is connected only to the master CM. A CM thaérgpes in the master mode represents also those
CEs that are connected to the slave CMs that aperater control of the master CM to the directién o
other CMs. Thus a master CM is connected to ottesten CMs and CMs that apply the autonomous or
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distributed decision topology when the CMs or tlsditve CMs serve CEs connected to WSOs that need
to coexist.

When the interconnected CMs apply the same coexistdecision topology and the same coexistence
decision approach the CMs may interact also orctiexistence decision level. The CMs may then apply
joint decision making that requires message exambgtween them as part of coexistence decisions.
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