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6.1.14.1 MLME-GETCHVALUE.request

This primitive requests MLME to quantize and report channel information to be used as shared randomness between PDs in the secret key agreement procedure using physical layer features described in 14.6. The properties of this primitive are:

MLME-GETCHVALUES.request{

}
6.1.14.1.1 When generated

This primitive is generated by the next higher layer of a PD, which is engaged in the secret key agreement procedure using physical layer features, to request its MLME to quantize and report channel information.
6.1.14.1.2 Effect on receipt

MLME generates PLME-GETCHVALUE.request, described in 8.5.1.2.1, to request its PLME to quantize and report channel information. 
6.1.14.2 MLME-GETCHVALUE.response

This primitive reports the result requested by MLME-GETCHVALUES.request. The properties of this primitive are:

MCPS-GETCHVALUES.confirm{

QuantizedCHInfo;

}

The primitive parameters are defined in Table 59.

Table 59—MLME-GETCHVALUES.response parameters

	Property
	Type
	Valid range
	Description

	QuantizedCHInfo
	Integer
	0 to (252 −1)
	1bit quantized channel information


6.1.14.2.1 When generated
This primitive is generated by MLME when PLME-GETCHVALUE.response, described in 8.5.1.2.2, is received from PLME to report the channel information to the next upper layer.
6.1.14.2.2 Effect on receipt

The channel information received in MLME-GETCHVALUE.response is appendeded to the existing channel information already received in the previous MLME-GETCHVALUE.response primitives. When enough randomness is accumulated, the next higher layer may generate MLME-POSTPROCESSING.request to MLME to initiate information reconciliation and privacy amplification described in 14.6.2 and 14.6.3, respectively.

6.1.15 Post processing primitives

6.1.15.1 MLME-POSTPROCESSING.request

This primitive requests post processing procedure, which is described in 14.6.2 and 14.6.3, with given PD. The properties of this primitive are:

MLME-POSTPROCESSING.request{

DestinationAddress; 
InfoReconciliation;

PrivacyAmp;

}

The primitive parameters are defined in Table 60.

Table 60—MLME-POSTPROCESSING.request parameters

	Property
	Type
	Valid range
	Description

	DestinationAddress
	MAC address
	IEEE 48 bit addressing
	Address of the PD with which to peer for one-to-one peering.

	InfoReconciliation 
	Bit stream
	Implementation specific
	A parity part of codeword generated by initiating PD for information reconciliation

	PrivacyAmp
	Integer
	Implementation specific
	The number of bits which should be eliminated in privacy amplification


6.1.15.1.1 When generated
When enough randomness is collected, as described in 14.6.1, the next higher layer generates MLME-POSTPROCESSING.request to request its MLME to transmit Post Processing Request command
 to its peer PD.
6.1.15.1.2 Effect on receipt

MLME transmits Post Processing Request command to its peer PD.
6.1.15.2 MLME-POSTPROCESSING.indication
This primitive is used to indicate the reception of a post processing request command. The properties of this primitive are:

MLME-POSTPROCESSING.indication{

DestinationAddress; 
InfoReconciliation;

PrivacyAmp;

}

The primitive parameters are defined in Table 61.

Table 61—MLME-POSTPROCESSING.indication parameters

	Property
	Type
	Valid range
	Description

	DestinationAddress
	MAC address
	IEEE 48 bit addressing
	Address of the PD with which to peer for one-to-one peering.

	InfoReconciliation 
	Bit stream
	Implementation specific
	A parity part of codeword generated by initiating PD for information reconciliation

	PrivacyAmp
	Integer
	Implementation specific
	The number of bits which should be eliminated in privacy amplification


6.1.15.2.1 When generated
This primitive is generated by MLME when a PD receives a Post Processing Request command from its peer PD.
6.1.15.2.2 Effect on receipt

The next higher layer performs post processing, described in 14.6.2 and 14.6.3, and the result is given to MLME in MLME-POSTPROCESSING.response described in 6.1.15.3.
6.1.15.3 MLME-POSTPROCESSING.response
This primitive is used to initiate a response to an MLME-POSTPROCESSING.indication primitive. The properties of this primitive are:

MLME- POSTPROCESSING.response{

Status;

}

The primitive parameters are defined in Table 62.

Table 62—MLME-POSTPROCESSING.response parameters

	Property
	Type
	Valid range
	Description

	Status
	Enumeration
	SUCCESS, FAIL
	The status of CRC check after post processing


6.1.15.3.1 When generated
This primitive is generated by the next higher layer upon completion of post processing which was initiated by MLME-POSTPROCESSING.indication described in 6.1.15.2.
6.1.15.3.2 Effect on receipt

MLME transmits a Post Processing Response command 
to its peer PD as a response to Post Processing Request command.
6.1.15.4 MLME-POSTPROCESSING.confirm

This primitive reports the result requested by MLME-POSTPROCESSING.request of the initiating PD. The properties of this primitive are:

MLME-POSTPROCESSING.confirm{

DestinationAddress; 
Status;

}

The primitive parameters are defined in Table 63.

Table 63—MLME-POSTPROCESSING.confirm parameters

	Property
	Type
	Valid range
	Description

	DestinationAddress
	MAC address
	IEEE 48 bit addressing
	Address of the PD with which to peer for one-to-one peering.

	Status 
	Logical
	SUCCESS, FAIL
	The status of the request for post processing


6.1.15.4.1 When generated
This primitive is generated by MLME upon reception of Post Processing Response command from its peer PD to report the result of post processing.
6.1.15.4.2 Effect on receipt

The reception of this primitive completes the secret key agreement procedure using physical layer features, which is described in 14.6. The status SUCCESS indicates the PDs engaged in the secret key agreement procedure have identical secret keys. The status FAIL indicates the secret key agreement procedure was not successful.
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