7 May, 2004
 IEEE – 04/217r0


IEEE P802.15

Wireless Personal Area Networks

	Project
	IEEE P802.15 Working Group for Wireless Personal Area Networks (WPANs)

	Title
	MLME Interface Issues Explained

	Date Submitted
	[7 May, 2004]

	Source
	[John C. Sarallo]
[Appairent Technologies]
[150 Lucius Gordon Drive 

West Henrietta, NY 14586]
	Voice:
[585-727-2014]
Fax:
[585-214-2461]
E-mail:
[sarallo@ieee.org ]

	Re:
	[]

	Abstract
	[This document contains a list or proposed changes to IEEE Std 802.15.3.]

	Purpose
	[The purpose of this document is to propose changes to IEEE Std 802.15.3 to improve compatibility, performance and clarity in the standard.]

	Notice
	This document has been prepared to assist the IEEE P802.15.  It is offered as a basis for discussion and is not binding on the contributing individual(s) or organization(s). The material in this document is subject to change in form and content after further study. The contributor(s) reserve(s) the right to add, amend or withdraw material contained herein.

	Release
	The contributor acknowledges and accepts that this contribution becomes the property of IEEE and may be made publicly available by P802.15.


Introduction

There are numerous inconsistencies related to the DME/MLME interface in the 802.15.3 standard. These inconsistencies arise from the fact that the 802.15.3 standard is inconsistent when identifying the owner of protocol state information. Protocol state information is the information that must be maintained in order to determine how to respond to received protocol messages. This includes such information as which DEVs are associated, which streams exist, how are streams currently allocated, etc. 

1. Understanding the Issue 

1.1.  The purpose of the DME/MLME Interface

Clause 6.1 of the 802.15.3 standard contains the following text concerning the DME/MLME interface:

“The split in functionality between the MLME and DME in this standard is intended to facilitate the formal verification of the protocol. It is not intended to be an architectural description of a particular implementation.”

In order to use the MLME interface to verify the standard, the MLME functionality must contain protocol state information. If there is no state information in the MLME, then the protocol cannot be verified using the MLME interface. 

If the MLME interface is not intended to be used as a means to verify the protocol, then any text in the standard that implies this should be removed.  Unless a DME interface is then defined, there would be no interface specified from which the standard can be formally verified.

If it is intended that the MLME interface be used as a means to verify the protocol, then the MLME must maintain state information related to the protocol. 

1.2.  Clauses 8.1 through 8.8 

In examining Clause 8 of the standard, the MAC functionality defined in clauses 8.1 through 8.8 can be easily verified using the MLME interface as defined in the standard if you assume that it is the MLME which is responsible for maintaining protocol state information such as:

· Which DEVs are associated and what are their capabilities?

· What streams currently exist?

· How much channel time is remaining?

For example, examine the following MSCs from Clause 8 of the 802.15.3 standard:

[image: image1.wmf]
Figure 102 – DEV Association

[image: image2.wmf]
Figure 114 – Stream Creation

Looking at the PNC in Figure 102, it is certainly conceivable that it is the PNC MAC/MLME that maintains information about which DEVs are associated and the capabilities of each DEV, even though it is the PNC DME which actually approves the association. Because the PNC DME approves the association, this implies the DME likely maintains association information as well. This may not be a good architecture (maintaining the same information in two places), but it still allows one to verify the protocol using the MLME interface.

Looking at DEV-3 in Figure 102, it is also conceivable that the DEV-3 MAC/MLME maintains association status information and that the indication to the DME is for informational purposes only.

Figure 114 then would also be logical. When the PNC MAC/MLME receives a channel time request it can grant or deny the request because it knows which DEVs are associated and what channel time is available. Also, because the PNC MAC/MLME maintains all state information, it can generate beacon data as well.

1.3.  Clause 8.9 

However, Clause 8.9 of the standard implies it is only the DME, which maintains protocol state information. For example, study Figure 127.

[image: image3.wmf]
Figure 127 – PNC Info Request

The purpose of a PNC Info Request command from a DEV to a PNC is to request information from the PNC about which DEVs are associated and their capabilities. When the PNC MAC/MLME receives this command, the MSC shows the request for information being passed on to the DME. Why would the PNC MAC/MLME do this if it maintained a copy of this information? There are other MSCs in Clause 8.9 that further imply it is the DME that maintains the protocol state information. 

Clause 8.9 does not support using the MLME Interface as a means of verifying the standard because the PNC MAC/MLME does not directly respond to request commands from other DEVs. 

On the other hand, if we re-examine the MSCs from clauses 8.1 through 8.8, some of these MSCs do not support an approach where the DME maintains all protocol state information. For example, Figure 114 does not seem to make sense if the DME maintains all protocol state information because the DME is not involved in any way with channel time allocation. In other words, how would it be possible to  process channel time requests if there were no information about which DEVs are associated? 

1.4.  A Growing Problem

The developers of the 1394 Protocol Adaptation Layer (PAL) and WiMedia are assuming that the MLME Interface is a well-defined interface that they can use in their designs of DMEs. This makes it important that the problems with the MLME interface be resolved.

2. Fixing the MLME Interface in 802.15.3b

To resolve the issues involving the MLME interface there are basically two ways to go. These are described below.

2.1.  MLME Maintains Protocol State Information

With this approach we would attempt to change the DME/MLME interface such that it was consistent that it is the MLME that maintains protocol state information. With this approach it is mainly clause 8.9 that would need to be modified. For example, Figure 127 would be modified as follows:

  [image: image4.wmf]
The PNC MAC/MLME would respond to a PNC Info Request without involving the PNC DME.

However, you then have to ask another question; why does the DEV DME initiate this request? If the MAC/MLME maintains the protocol state information for a DEV, wouldn’t the DEV MAC/MLME determine on its own when to send a PNC Info Request command? With the MSC above, the DME of one DEV makes a request, but the DME of the other DEV is not involved in the response. Therefore, Figure 127 would likely be modified as shown below:

[image: image5.wmf]
This shows that it is the DEV MAC/MLME that initiates the request for PNC information and the PNC MAC/MLME responds with the information. Neither DME needs to be involved. Note that the currently defined MLME primitives for PNC information may still exist, but these would be used for retrieving information from the local MLME, and not the PNC.

Another issue is how would Figure 114 be redone under this approach? It seems clear the PNC DME should not approve the association process. But, do the DEV DMEs still need the indications that a DEV is now associated? Does it make sense that it is the DEV’s DME that initiates the association request? 

The MLME interface and all MSCs would need to be analyzed to determine the impact of this change.

2.2.  DME Maintains Protocol State Information

With this approach we would attempt to change the DME/MLME interface such that it was consistent that it is the DME that maintains protocol state information. Clause 8.9 would remain unchanged but the MSCs in clauses 8.1 through 8.8 would need to be reexamined. For example, Figure 102 may not need to change. This MSC is already compatible with the approach that the DME maintains protocol state information. The DME approves association and all DMEs are made aware of association changes.

However, Figure 114 would need to be changed to be something as follows:

[image: image6.wmf]
The MSC is changed such that it is the PNC DME that allocates channel time and builds beacons. I have assumed here that new MLME primitives would be needed in order to generate a beacon and report the arrival of a beacon. 

The following are some additional examples of how clause 8 MSCs would need to change if the DME maintains all state information.
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Again, both MSCs are modified such that it is clear that it is the DME which maintains protocol state information, and it is the DME which generates beacons.

3. Suggested Solution

The following information is based on following an approach based on section 3.2. above.

· Enhance the MLME interface to make it consistent that it is the DME that maintains protocol state information and not the MLME. In other words, assume clause 8.9 is correct. The other clauses and MSCs may need changes. For example, stream creation would need to change to show the DME involved in channel time allocation and beacon generation.

· Clearly mark the DME/MLME interface as an artificial division of functionality added ONLY to help clarify the behavior of the 802.15.3 MAC. Clearly state that it DOES NOT need to exist in an implementation nor be exposed. 

· Cleary state that an implementation of MLME functionality ONLY does not imply 802.15.3 compliance because it is the DME and MLME functionality COMBINED that defines 802.15.3. 

· Define a generic DME interface (tough part). With the MLME interface truly optional, this is needed to bound the functionality of the 802.15.3 MAC and to provide a means to verify the protocol.

· Define the DME functionality by describing how the DME interface maps to the MLME interface and by describing the periodic functionality the DME must perform. Some examples:

· A DME-START-PICONET may result in the use of MLME-SCAN and MLME-START. (Note: MLME-START would likely disappear. The PNC DME would just start generating beacons.)

· A DME-JOIN-PICONET may result in the use of MLME-SCAN, MLME-SYNCH, and MLME-ASSOCIATE. 

· Periodically the DME must announce PNC Info by using MLME-PNC-INFO.

· Periodically the DME must scan using MLME-SCAN and MLME-REMOTE-SCAN.

· Etc.
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