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Abstract

This submission proposes resolution of comment CID #948 received against TGbi Draft 1.0.

Rev 0: Initial revision

Rev 1: Adjusted Resolution text

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **CID** | **Commenter** | **Clause Number(C)** | **Page** | **Comment** | **Proposed Change** | **Resolution** |
| 948 | Michael Montemurro | 12.5 | 106.01 | If you introduce a new cryptographic encapsulation mechanism to allow MSDUs, A-MSDUs, or MMPDUs to be encapsulated, you can remove the address used by the STA on the network from the 802.11 header, which provides a relatively simple mechanism to address privacy for data communications. | Define a data privacy mode that could be negotiated between a non-AP STA and AP where the client network address and header information are included in the IEEE 802.11 payload. This can be negotiated as a new cipher suite. | **Reject**  There is insufficient detail in the proposed change. |
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