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Abstract

This document provides text to be incorporated in the TGbb draft for the security clause.

### 12 Security

### 12.2.2 Security methods

When using LC, at least one of the following security protocols shall be adopted unless there are other security methods available other than these:

1. CCMP as described in 12.5.3.
2. GCMP as described in 12.5.5.
3. Open authentication in 4.5.4.2.
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