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CID 1353

In Service Advertisement element, the full service name is provided, which has a maximum length of 63 octets. This significantly increases the size of Probe Response.


In Wi-Fi Direct, the signaling overhead in Probe Responses may not be an issue, as there are only a few devices around. But the device density in a typical 11aq deployment is usually much higher than that in Wi-Fi Direct case. Thus, the oversized Probe Responses will bring the signaling storm back to the infrastructure, negating what have been done by 11ai.

	We need to consider using shorter service identifiers in the Probe Response as well.
	Please see separate PowerPoint contribution describing a proposal of remedy and WORD contribution that provides the resolution text.


Discussion:

In 802.11aq D1.0, the Service Advertisement element is included in the Probe Response returned by the AP in response to a  Probe Request from a non-AP STA that has one or more matching Service Hashes. The full service name is included in the Service Advertisement element carried in Probe Response massages for matching Service Hashes in Probe Request messages. This will significantly increase the size of Probe Response, especially in dense environment. 
While in the latest D1.2, Service Hash element is allowed in Probe Response frames. 
This contribution further proposes carrying differet Service Hash in the Probe Request and Probe Response. Different Service Hash in Probe Request and Probe Response will reduce the chances of wrong matching without increasing the overhead, and even provide privacy for service query. 
Proposed changes:
[Note to editor, the proposed changes are based on D1.2]
3.1   Definitions 
[Note to editor: change the text as below]
service hash:  Hash value formed by using either the first or the second 6 octets of the SHA-256 algorithm hashing of the value of the service name or UUID, depending on the type of the frame that carries this value,.
8.4.2.173 Service Hash element
[Note to editor: change the text as below]
The Service Hash element consists of one or more Service Hashes. The Service Hash element is included in the Beacon, Probe Request and Probe Response frames.
The format of the Service Hash element is shown in Figure 8-577.

	
	Element ID
	Length
	Service Hash

	Octets
	1
	1
	Multiple 6-octet service hashes


Figure 8-576e – Service Hash element format

The Element ID field and Length fields are defined in 8.4.2.1 (General).

The Service Hash field contains one or more 6-octet service hashes. A service hash is formed as below:

service hash = L(SHA-256(service name or UUID), starting_bit, 48)
where starting_bit = 0 when used in a Probe Request frame, and starting_bit = 48 when used in Service Hash element in a Beacon frame or a Probe Response frame. 
10.25.3.4.2 Unsolicited PAD procedure

[Note to editor: change the text as below]
An AP having dot11UnsolicitedPADActivated equal to true shall include Hash element or both in Beacon frames. 
10.25.3.4.3 Solicited PAD procedure

[Note to editor: change the text as below, strikeout line implies removing the text]
A non-AP STA having dot11PADSolicitedActivated equal to true, may send a Probe Request containing Service Hash element (8.4.2.173) to the AP, in pre-association state.  
An AP having dot11SolicitedPADActivated equal to true shall include a Service Advertisement element  (8.4.2.172) in a Probe Response frame, if there is one or more Service Hashes (8.4.2.173) matching with 2 the received Probe Request frame containing the Service Hash element sent by the non-AP STA. The matching is carried out by comparing the first 6 octets of the SHA-256 hashing algorithm applied to a service name to the service hashes contained in the received Probe Request.
Abstract


This document provides resolution to CID 1353. 
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