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Abstract
This submission 
proposed resolutions towards
 CIDs 1006, 125
5
, 1334, and 1371 
)



Instruct the editor to modify section 3.1 as indicated:
3.1 Definitions

AEAD: a cipher mode that performs authenticated encryption of a plaintext with associated data that is authenticated but not encrypted.


Instruct the editor to modify section 4.10.3.7 as indicated:
4.10.3.7 AKM operations using FILS authentication without an online trusted third party

NOTE — It's common that the payload of a X.509 based digital certificate exceeds the size of the.11 frame which raises the concern of potential fragmentation attack. For FILS authentication, it's recommended that the frame including the X.509 based digital certificate should not exceed the specified MTU of the air interface
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