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GEN Comments marked “review”
	CID
	Page
	Clause
	Comment
	Proposed Change


	27
	113.00
	6.3.3.3.2
	"The set of MCS values that shall be supported by all HT STAs to join this BSS. The STA that is creating the BSS shall be able to receive andtransmit at each of the MCS values listed in the set."It is extremely odd to find normative behaviour in the description of a structure, particularly when it relates to the output of a scan operation, not an attempt to associate with a BSS.
	Move any normative language relating to use of this variable into subclause 10.x. Change the cited text to informative, and avoid the problematical "must".Perhaps something like:"The set of MCS values that are supported by all HT STAs that are a member of this BSS. A STA that is creating a BSS is able to receive and transmit at each of the MCS values listed in the set. (See 10.x)"


Discussion:

802.11ac recently addressed this in their D3.  The language below mirrors their language.

Proposed resolution:
Revised. Make changes in <this document> under CID 27.

The changes in the description of the BSSBasicMCSSet are as follows:

The set of MCS values that are supported by all HT STAs that are members of the BSS. See 10.14a.
The changes for HTOperationalMCSSet are as follows:
The set of MCS values that the peer STA desires to use for communication within the BSS.

 See 10.14a.

Question:  do we also need to add such a statement about Basic Rates? – comment fodder.
Changes start here
Create a 10.14a “HT BSS Operation” containing:

An HT STA that is creating or joining 
a BSS shall be able to receive and transmit at each of the MCS values listed in the BSSBasicMCSSet.
An HT STA that is creating or joining a BSS shall be able to receive at each of the MCS values listed in the STA’s HTOperationalMCSSet.  
The STA’s HTOperationalMCSSet shall include all of the MCSs in the BSSBasicMCSSet.
At 113.10 reword description of BSSBasicMCSSet to the following:
“The set of MCS values that are supported by all HT STAs that are members of the BSS. See 10.14a.”

At 113.16 replace “The STA shall be able to receive at each of the data rates listed in the set.” in the description of the HTOperationalMCSSet with “See 10.14a.”
	63
	1442.01
	14
	Delete frequency hopping
	as in comment


Discussion:   There are three main aspects to this:

1. Deleting the FH PHY clause

2. Deleting the FH DSSS option

3. Deleting MIB variables

4. Deleting PICS entries

5. Deleting references to MIB variables

6. Deleting references to the deleted sections

7. Delete other subclauses specific to FH operation

Proposed Resolution:
Revised.

Delete clause 14 and leave a temporary placeholder there to avoid renumbering the clauses.

Delete Annex I and leave a placeholder there to avoid renumbering the annexes.

Delete Annex K and leave a placeholder there to avoid renumbering the annexes.

Delete Clause 17.4.6.8 (Channel Agility)

Reserve CF3.

At 1823, reserve MD3 and MD4

At 1824, reserve MD7 and MD11

At 1793, reserve PC11.10

Delete B.4.5

Delete FH abbreviation from B.2.2.

Delete dot11PhyFHSSTable in its entirety.

Delete FH from dot11PHYType (both enumeration and description)
Delete the dot11PhyFHSSComplianceGroup and dot11PhyFHSSComplianceGroup2 compliance groups.

Delete references to the dot11PhyFHSSComplianceGroup2 compliance group in the MIB.

Delete FH, FHSS abbreviations
Delete reference to the FH Parameter Set element and 8.4.2.4 from p 148.

On p362 delete: “1/2 symbol period prior to the center of the symbol for FH,” (twice)

Delete FH Parameter Set element, FH Parameters element and FH Pattern Table element from management frame body tables and reorder to fill ordering gap in:

8.3.3.2 (Beacon), 

8.3.3.10 (Probe Response)
Delete & mark reserved FH Parameter Set element, FH Parameters element and FH Pattern Table element from Table 8-54.

Delete 8.4.2.4 (FH Parameter Set element)

Delete 8.4.2.11 (Hopping Pattern Parameters element)

Delete 8.4.2.12 (Hopping Pattern Table element)

At 830 delete: “At STAs using an FH

PHY, when there is insufficient time before the next dwell boundary to transmit the subsequent fragment, the

STA initiating the frame exchange sequence may set the Duration/ID field in the last data or management

frame to be transmitted before the dwell boundary to the duration of one ACK time plus one SIFS time.”

At 838 delete: “In a STA having an FH PHY, control of the channel is lost at the dwell time boundary and the STA shall have

to contend for the channel after that dwell boundary. It is required that STAs having an FH PHY complete

transmission of the entire MPDU and associated acknowledgment (if required) before the dwell time boundary.

If, when transmitting or retransmitting an MPDU, there is not enough time remaining in the dwell to allow

transmission of the MPDU plus the acknowledgment (if required), the STA shall defer the transmission by

selecting a random backoff time, using the present CW (without advancing to the next value in the series). The

short retry counter and long retry counter for the MSDU are not affected.”

At 841.62 change as follows:

“Once the STA has contended for the

channel, that STA shall continue to send fragments until either all fragments of a single MSDU or MMPDU

have been sent or an acknowledgment is not received
. Should the sending of the fragments be interrupted
, when the next opportunity for transmission occurs the STA shall resume transmission.”

At 841.60 change as follows:

“The source STA has received an acknowledgment for a previous fragment and has more fragment(s) for

the same MSDU to transmit
.”

At 841.35 delete: 

“If the source STA receives an acknowledgment but there is not enough time to transmit the next fragment and

receive an acknowledgment due to an impending dwell boundary, the source STA shall contend for the channel

at the beginning of the next dwell time.”
At 848 delete: “, such as dwell periods of an FH PHY”

At 848 delete: “In a STA having an FH PHY, control of the channel is lost at a dwell time boundary. It is required that the

current MPDU transmission and the accompanying acknowledgment of the MPDU be transmitted before the

dwell time boundary. After having been polled by the PC, if there is not enough time remaining in the dwell to

allow transmission of the MPDU plus the acknowledgment, the STA shall defer the transmission of the MPDU

and shall transmit a Null frame or CF-ACK frame. The short retry counter and long retry counter for the

MSDU shall not be affected.”

At 848/849 delete: “In a STA having an FH PHY, the PC shall not transmit a frame with any data subtype that includes CF-Poll to a STA if there is

insufficient time remaining before the dwell boundary for the STA to respond with a Null frame or CF-ACK

frame.”

At 850 delete: “For operation of the PCF in conjunction with an FH PHY,

dot11MediumOccupancyLimit shall be set equal to the dwell time. For operation in conjunction with other

PHY types,”.

At 852.65 delete: 

“After a fragment is transmitted once, contents and length of that fragment

are not allowed to fluctuate to accommodate the dwell time boundaries.”
At 863,  table 9-4 delete modulation class 2 and renumber.
Delete 9.18.3.

At 873, delete “A TXOP shall not exceed dot11MaxDwellTime (if using an FH PHY).”

At 885, delete “dot11MaxDwellTime (if using an FH PHY),”.

At 892, delete “Neither EDCA TXOPs nor MCCA TXOPs shall exceed dot11MaxDwellTime (if using an FH PHY).”

At 981, delete “channel synchronization information (applicable only if the STA contains an FH PHY), and”

At 981, delete “If a Hopping Pattern Parameters element is present in the Beacon or Probe Response frame, and if

dot11MultiDomainCapabilityActivated is true, a STA that is joining an infrastructure BSS shall adopt the

pattern parameters in the element and calculate the hopping patterns using one of the algorithms defined in

8.4.2.11 or 8.4.2.12. Using the appropriate pattern, set, and index values from the FH Parameter Set element,

the STA shall adopt the values in use by the BSS when joining. The dot11RegDomainsImplementedValue

shall be set to Other when the STA is operating using Country element settings.”

At 981/982, delete “In addition to the table entries in 6.3.3.3.2, if a Hopping Pattern Parameters element is present in the Beacon or Probe Response frame, and if dot11MultiDomainCapabilityActivated is true, a STA that is joining an IBSS shall adopt the pattern parameters in the element and calculate the hopping patterns using one of the

algorithms defined in 8.4.2.11 or 8.4.2.12. Using the appropriate pattern, set, and index values from the FH

Parameter Set element, the STA shall adopt the values in use by the IBSS when joining. The

dot11RegDomainsImplementedValue shall be set to Other when the STA is operating using Country

element settings”

At 983 Delete 10.1.6 (Timing synchronization for FH PHYs)

At 1004, delete “g) Modification of the FH Parameter Set” and renumber list.

At 438, reserve the “channel agility” subfield.

At 440, delete “Bit 7 of the Capabilities Information field is used to indicate Channel Agility capability by the High Rate direct sequence spread spectrum (HR/DSSS) PHY or ERP. A STA sets the Channel Agility bit to 1 when

Channel Agility is in use and sets it to 0 otherwise.”

At 446, reserve status code 21.

At 1536, delete “An optional capability for Channel Agility is also provided. This option allows an implementation to overcome some inherent difficulty with static channel assignments (a tone jammer), without burdening all implementations with the added cost of this capability. This option can also be used to implement

IEEE 802.11-compliant systems that are interoperable with both FH and DS modulations. See Annex K for

more details.”

At 1537, remove “For the purposes of MAC and MAC management, when Channel Agility is

both present and enabled (see 17.3.2 and Annex J), the High Rate PHY shall be interpreted to be both a High

Rate and an FH PHY.”

At 1572, remove 17.4.6.8.

At 1575, remove 17.4.6.13

At 1793, reserve PC19

At 1819, reserve HRDS2

At 2189 remove “dot11ChannelAgility*” objects and any references.

Remove any dangling references caused by these removals and reword adjacent text as necessary.
Inform the ANA of any resources administered that should now enter the “reserved” state in the database.

	64
	1489.01
	15
	delete IR
	as in comment


Discussion:   There are three main aspects to this:

1. Deleting the IR PHY clause

2. Deleting MIB variables

3. Deleting PICS entries

4. Deleting references to MIB variables

5. Deleting references to the deleted sections

6. Delete other subclauses specific to FH operation

Proposed Resolution:
Revised.

Delete Clause 15 and leave a placeholder to preserve numbering (for now).

Delete dot11PhyIRTable and its contents.

Delete dot11PhyIRComplianceGroup and references to it from within the MIB.

Delete IR definition from B.2.2.

Delete & Reserve item CF5.

Delete B.4.7.

Delete IR from dot11PHYType (enum and description).

Delete IR and IrDA from abbreviations


At 362, delete “or 1/2 slot time prior to the center of the corresponding slot for infrared (IR).” (twice)

At 863 delete modulation class 1 and renumber.

Inform the ANA of any resources administered that should now enter the “reserved” state in the database.

	73
	
	
	The IEEE 802.11 standard contains quite a few pages and many of them are in clauses marked obsolete. Maybe now would be the time to get rid of some of the obsoleted clauses that were marked as subject to be removed during the last (or the one before) maintenance rounds..
	Consider removing Clause 14 (FH PHY) (including 9.18.4, Annex I, Annex K), Clause 15 (IR PHY), and Annex J (Formal description).


Proposed Resolution.
Revised.  Delete Clause 14 (as shown in resolution for CID 63),  Clause 15 (as shown in the resolution for CID 64) and Annex J.

	84
	346.09
	6.4.7.2.2
	Link-down could be failure to associate, or reassociate.
	Change "Reassociate" to "(Re)Associate". Also, in the text at last line of 6.4.7.2.3, change "reassociate" to "(re)associate".


Discussion:

It is arguable that, when the STA has received a Disassociation or Deauthentication request,  it is no longer associated with that AP.  So a “Reassociation” is potentially misleading.
Agree that the STA could perform an Association.

Question:  is association the only valid option?  If so,  we should modify this text further?
Anyhow, accepting that the current reassociation is correct, agree with the proposed changes.

Proposed Resolution:
Accepted.

(note to editor,  also fix font size in “Reassociate with an alternate AP in the same ESS.”)

	101
	
	
	It's time to let FHSS and IR die
	Remove clauses 14 and 15 and associated paraphenalia (e.g. 8.4.2.4, 8.4.2.11, 8.4.2.12, 9.18.3, 10.1.6, B.4.5, B.4.7 and Annex K, and references to them). A global search for FH, FHSS and IR as whole words only would probably be wise


Proposed Resolution:
Revised.   Delete the FH and IR PHYs as shown in the resolutions to CIDs 63 and 64.

	102
	1515.00
	16.3.3
	The maximum MPDU length for the DS PHY is allowed to be just 4 octets. This is silly
	In Table 16-2 delete the "4 <= x <= " in the Value for aMPDUMaxLength and delete the parentheses


Discussion:
This attribute is supposed to be a fixed upper bound.  As such showing a range makes no sense.

Proposed Resolution:
Accepted.

	103
	1553.00
	17.3.3
	The maximum MPDU length for the HR PHY is allowed to be just 14 octets. This is silly
	In Table 17-5 delete the "14 <= x <= " in the Value for aMP[D]UMaxLength and delete the parentheses


Discussion:

This attribute is supposed to be a fixed upper bound.  As such showing a range makes no sense.

Note CID 104 fixes the mis-spelling of the attribute.
Proposed Resolution:
Accepted.
	106
	1761.00
	20.4.4
	HT does not have an aMPDUMaxLength
	Add an aMPDUMaxLength and make it 4095 octets


Proposed Resolution: deferred for Mark Rison.
Rejected.   The limit on MPDU length in 802.11n is determined by the MAC, not the PHY.  It is related to MAC concepts such as A-MPDU aggregation structure and the maximum MSDU/MMPDU size.
Note that 802.11ac will introduce a framework for describing such constraints that will clarify this.

	150
	
	
	No-one implements PCF
	PCF should be pensioned off and everything except CF-End removed from the spec (after a suitable period of mourning)


Discussion:

Note that HCCA is built on PCF.   As and when we actually remove PCF,  we will need to change the architecture diagram.

Need to follow our usual 2-step process.  Note we have used both deprecated and obsolete.

The conventional warning is “The mechanisms described in this subclause are obsolete. Consequently, this subclause may be removed in a later revision of the standard.”

The other type of warning is:  “The use of the DSSS-OFDM option is deprecated, and this option may be removed in a later revision of the standard.”

Let’s stick to obsolete.  If we need to call out behaviour, we can use deprecated.

Proposed Resolution:
Revised.

At 480, the top of 8.4.2.6 (CF Parameter Set element) add:

“The PCF mechanism is obsolete. Consequently, this subclause may be removed in a later revision of the standard.”

At 818, the end of 9.1 (introduction) add.

“The PCF mechanism is obsolete. Consequently, the PCF mechanism may be removed in a later revision of the standard.”

At 819, the top of 9.2.3 (PCF);  and at 844, the top of 9.4 (PCF) add:

“The PCF mechanism is obsolete. Consequently, this subclause may be removed in a later revision of the standard.”

At 1791,  in the Protocol Capbility field for PC4 and PC5 add:

“The PCF mechanism is obsolete. Consequently, this option may be removed in a later revision of the standard.”

	290
	2321.01
	I
	Remove obsolete annexes
	Remove Annex I


Proposed Resolution:
Accepted.  (See also resolution for CID 63)

	291
	2334.01
	J
	Remove obsolete annexes
	Remove Annex J


Proposed Resolution:
Accepted. Yea verily.   And the people said “Amen”.

	292
	2535.01
	K
	Remove obsolete annexes
	Remove Annex K


Proposed Resolution:
Accepted.  (See also resolution for CID 63)

	294
	1442.01
	14
	Remove obsolete clauses like the FH PHY
	Remove the FH PHY clause and all references to the FH PHY.


Proposed Resolution:
Revised.   Remove FH PHY as shown in the resolution to comment 63.

	295
	1489.01
	15
	Remove obsolete clauses like the IR PHY
	Remove the IR PHY clause and all references to the IR PHY.


Proposed Resolution:
Revised.   Remove IR PHY as shown in the resolution to comment 64.

	296
	104.21
	6.1
	Change Clause 6 introductory third paragraph to add an additional caution about operation.
	At end of third paragraph, add a sentence "This model may not be compatible with operation in any Regulatory Domain or describe combinations of usable features in any Regulatory Domain."


Proposed Resolution:  (approved in Motion GEN-A)
Rejected.   Such a statement is not appropriate in the introduction to the layer management model,  which is about architecture,  not regulatory support.

	300
	1631.12
	19.1.2
	The ERP-PBCC turbo mode and ERP-DSSS PHY modes are obsolete and should be removed.
	Remove ERP-PBCC and ERP-DSSS options and all references to them.


Discussion:
I’m not sure whether the commenter intended to specify ERP-DSSS,  which is a mandatory mode of ERP,  or DSSS-OFDM,  which is an optional feature already marked as redundant in std-2012.

We can separately discuss ERP-DSSS, but it makes no sense to remove ERP-PBCC without also removing DSSS-OFDM,  as they are both obsolete options,  and the changes to remove these two options are closely interrelated.

Proposed Resolution.
Revised. It makes no sense to remove ERP-PBCC without also removing DSSS-OFDM, as they are both obsolete options,  and the changes to remove these two options are closely interrelated.  The editing instructions below remove both of these two options.

Remove ERP-PBCC and DSSS-OFDM options as follows:
Remove definition and abbreviation of ERP-PBCC and DSSS-OFDM in Clause 3.

Remove MODULATION_CODE_TYPE 1 and 2 at 365.40.

At 438, reserve the “DSSS-OFDM” field

At 440, delete “and 19.6”
At 440, remove “The use of the ERP-PBCC option is deprecated, and this option may be removed in a later revision of the standard.”

At 441, delete “An AP sets the DSSS-OFDM subfield to 1 in transmitted Beacon, Probe Response, Association Response,

and Reassociation Response MMPDUs to indicate that the use of direct sequence spread spectrum with

orthogonal frequency division multiplexing (DSSS-OFDM), as described in 19.7, is allowed within this

BSS. To indicate that the use of DSSS-OFDM is not allowed, the DSSS-OFDM subfield is set to 0 in

Beacon, Probe Response, Association Response, and Reassociation Response MMPDUs transmitted within

the BSS.

A STA sets the DSSS-OFDM subfield to 1 in transmitted Association Request, Reassociation Request, DLS

Request, and DLS Response MMPDUs when dot11DSSSOFDMOptionImplemented and

dot11DSSSOFDMOptionActivated are true. Otherwise, a STA sets the DSSS-OFDM subfield to 0 in

transmitted Association Request and Reassociation Request MMPDUs.

A STA in an IBSS sets the DSSS-OFDM subfield to 1 in transmitted Beacon and Probe Response MMPDUs

when dot11DSSSOFDMOptionImplemented and dot11DSSSOFDMOptionActivated are true. Otherwise, a

STA in an IBSS sets the DSSS-OFDM subfield to 0.

The use of the DSSS-OFDM option is deprecated, and this option may be removed in a later revision of the

standard.”

At 447, reserve Status Code 26.

At 863, Table 9-4 remove modulation classes 4 and 5 and renumber.

At 844, delete “DSSS-OFDM,” (twice)

At 918 remove “Note that when using the Clause 19 options, ERP-PBCC or DSSS-OFDM, there is no need to use protection mechanisms, as these frames start with a DSSS header.”

At 982 remove “If the DSSS-OFDM bit is 1 in the transmitted Capability Information field of an MMPDU, then any supported rates transmitted in that frame that include rates that are common to both DSSS-OFDM and ERPOFDM shall be interpreted by receiving and transmitting STA to indicate support for both DSSS-OFDM

and ERP-OFDM at the indicated rate. However, if any of those rates are indicated as basic (a rate in the

BSSBasicRateSet parameter), then the basic rate designation shall be interpreted by receiving and

transmitting STA to apply only for the ERP-OFDM modulation and rate.”
At 982 change last sentence as follows: “That is, if the rate is indicated as basic, the basic designation does not

apply to PBCC.”
At 1631 remove: “Two additional optional ERP-PBCC modulation modes with payload data rates of 22 and 33 Mb/s are defined. An ERP-PBCC STA may implement 22 Mb/s alone or 22 and 33 Mb/s. An optional modulation

mode known as DSSS-OFDM is also incorporated with payload data rates of 6, 9, 12, 18, 24, 36, 48, and

54 Mb/s.

The ERP-PBCC option is obsolete. Consequently, this option may be removed in a later revision of the

standard.

The use of the DSSS-OFDM option is deprecated, and this option may be removed in a later revision of the

standard.”
At 1632,  remove “c) ERP-PBCC (Optional)

1) This is a single carrier modulation scheme that encodes the payload using a 256-state packet

binary convolutional code. These are extensions to the PBCC modulation in Clause 17.

ERP-PBCC modes with payload data rates of 22 Mb/s and 33 Mb/s are defined in 19.6.

d) DSSS-OFDM (Optional)

1) This is a hybrid modulation combining a DSSS preamble and header with an OFDM payload

transmission. DSSS-OFDM modes with payload data rates of 6, 9, 12, 18, 24, 36, 48, and

54 Mb/s are defined in 19.7.

2) If the optional DSSS-OFDM mode is used, the supported rates in that mode are the same as the

ERP-OFDM supported rates.”

At 1632, change “The ERP modulation (ERP-OFDM) has been designed to coexist with existing Clause 16 and Clause 17 STAs.” as shown.

At 1633 and 1634, delete “ERP-PBCC: 5.5, 11, 22, and 33

DSSS-OFDM: 6, 9, 12, 18, 24, 36, 48, and 54”

At 1633 and 1635, delete “, ERP-PBCC, DSSS-OFDM” (twice)
At 1633 delete “or DSSS-OFDM”
At 1635 delete “; the optional DSSS-OFDM modulation at all OFDM rates; and the optional ERP-PBCC modulation at all ERPPBCC rates”
At 1635 delete “as well as DSSS-OFDM and ERPPBCC”

At 1636 delete “To support the optional modes included in the ERP, the long preamble PPDU only differs from 17.2.2.2 in the following:

a) The use of one bit in the SERVICE field to indicate when the optional ERP-PBCC mode is being

used.

b) The use of two additional bits in the SERVICE field to resolve the length ambiguity when the

optional ERP-PBCC-22 and ERP-PBCC-33 modes are being used.

c) Three additional optional rates given by the following SIGNAL field octets where the LSB is

transmitted first in time:

1) X'DC' (MSB to LSB) for 22 Mb/s ERP-PBCC

2) X'21' (MSB to LSB) for 33 Mb/s ERP-PBCC

3) X'1E' (MSB to LSB) for all DSSS-OFDM rates”

At 1636 delete “Three bits of the SERVICE field have been defined to support the optional modes of the ERP standard.”

At 1636 change the para “
Bit b2 is used to indicate that the transmit frequency and symbol clocks are

derived from the same oscillator. For all ERP systems, the Locked Clock Bit shall be set to 1, when

transmitting at a data rate described in Clause 17. 



Bit b7 is also used to resolve data field length

ambiguities for the CCK 11 Mb/s mode and is defined in 17.2.3.6. 
Other bits are reserved and shall be set to 0
.” as shown.

At 1636 in Table 19-4 reserve fields for b3, b5, b6.

At 1636 delete 19.3.2.2.3.

At 1638 delete 19.3.2.5

At 1639 delete 19.3.2.6

At 1640 delete 19.3.2.7

At 1643 delete 19.3.3.4

At 1640 delete “Four optional ERP-PBCC modulation formats and data rates are specified for the ERP. They shall be basedon PBCC 5.5, 11, 22, and 33 Mb/s modulations. The rates of 5.5 Mb/s and 11 Mb/s are described in 17.4.6.7. No change in the spectral mask of 17.4.7.4 is required for these modes.”

At 1641, delete 19.3.3.2.

At 1644, delete “The transmit procedures for the optional DSSS-OFDM mode using the long or short PLCP preamble andheader are the same as those described in 17.2.5, and they do not change apart from the ability to transmit a higher rate PSDU using DSSS-OFDM.”

At 1644, delete “the ERP-PBCC modulation at rates of 5.5, 11, 22, and 33 Mb/s;” and “; and/or the DSSS-OFDM modulation rates of 6, 9, 12, 18, 24, 36, 48, and 54 Mb/s”
At 1645 change “ERP-DSSS or ERP-CCK,” a shown

At 1645 delete “A receiver that supports DSSS-OFDM is capable of receiving all rates specified in Clause 16 and all mandatory rates in Clause 18 and Clause 17. If the SIGNAL field indicates 3 Mb/s, the receiver shall

attempt to receive a DSSS-OFDM packet. The remaining receive procedures for a DSSS-OFDM-capable

receiver are the same as those described in 17.2.6, and they do not change apart from the ability to receive

DSSS-OFDM in the PSDU. If DSSS-OFDM is being received, the receiver shall handle the modulation

transition requirements as described in 19.7.3. The receiver shall then follow the receive procedure

described in 18.3.12.”

At 1646 delete “, ERP-PBCC, and DSSS-OFDM”
At 1647, delete 19.6.

At 1646 delete “X'DC' for 22 Mb/s

X'21' for 33 Mb/s”

At 1648 delete 19.7

At 1662, delete 19.8.3.3

At 1662 delete 19.8.3.4

At 1666 delete ERP-PBCC and DSS-OFDM from MODULATION parameter.

At 1671 delete ERP-PBCC and DSSS-OFDM from NON_HT_MODULATION parameter.

At 1672 delete “ERP-PBCC: 5.5, 11, 22, and 33”

At 1672 delete “DSSS-OFDM,” from L_DATARATE.

At 1672 delete “DSSS-OFDM” from SERVICE

At 1673 delete ERP-PBCC and DSS-OFDM from PREAMBLE_TYPE parameter.

At 1678 delete “ERP-PBCC, DSSS-OFDM,” (twice)

At 1683 delete “DSSS-OFDM,”  (twice)

At 1691 delete “DSSS-OFDM,”

At 1793 reserve PC18

At 1825 reserve ERP2 and delete ERP2.1.

At 1825 reserve ERP3.

At 1825 change features for ERP6 as shown: “Set SERVICE field bits for locked clocks, and  length extension (b0, b2, b3, b5, b6, and b7)”
At 1826 ERP9 change “bits b5, b6, and b7” to “bit b7”.

At 1826, reserve: ERP11, ERP12, ERP13, ERP14, ERP15

At 1827, reserve ERP40 and ERP41

At 2191, delete “dot11ERPPBCCOptionImplemented, dot11ERPBCCOptionActivated, dot11DSSSOFDMOptionImplemented and dot11DSSSOFDMOptionActivated ” objects and all references to them.
Remove any dangling references caused by these removals and reword adjacent text as necessary.

Inform the ANA of any resources administered that should now enter the “reserved” state in the database.
	302
	1536.25
	17.1.1
	The PBCC option is obsolete and should be removed.
	Remove PBCC option and all references to it


Discussion:

Proposed resolution:
Revised.

1536.30 indicates the PBCC option is obsolete.
Changes for CID 300 removed the ERP-PBCC option.  So the changes shown below remove the remaining PBCC features.

At 37,  remove abbreviations for HR/DSSS/PBCC* (two instances).
At 39, remove abbreviation for PBCC

At 438, Figure 8-38,  reserve the PBCC field

At 440, delete “An AP sets the PBCC subfield to 1 in transmitted Beacon, Probe Response, Association Response, and Reassociation Response management frames to indicate that the packet binary convolutional code (PBCC)

modulation option, as described in 17.4.6.7 and 19.6, is allowed within this BSS; a STA in an IBSS sets the

PBCC subfield to 1 in transmitted Beacon frames when dot11PBCCOptionImplemented is true. Otherwise

an AP or a STA in an IBSS sets the PBCC subfield to 0.

A non-AP STA sets the PBCC subfield to 1 in transmitted Probe Response, Association Request,

Reassociation Request, DLS Request, and DLS Response frames when dot11PBCCOptionImplemented is

true. Otherwise, a STA sets the PBCC subfield to 0.”

At 446, reserve status code 20.

At 982 delete: “If the PBCC bit is 1 in the

transmitted capability field of an MMPDU, then any supported rates transmitted in that frame that include

rates that are common to both PBCC and CCK shall be interpreted by receiving and transmitting STA to

indicate support for both PBCC and CCK at the indicated rate. However, if any of those rates are indicated

as basic, then the basic rate designation shall be interpreted by receiving and transmitting STA to apply only

for the CCK modulation and rate. That is, if the rate is indicated as basic, the basic designation does not

apply to DSSS-OFDM, PBCC, or ERP-PBCC.”
At 1536 delete “An optional mode replacing the CCK modulation with HR/DSSS/PBCC is provided.

The PBCC option is obsolete. Consequently, this option may be removed in a later revision of the standard.”

At 1536 delete “, or HR/DSSS/PBCC/short” and “, or HR/DSSS/PBCC”
AT 1538 delete “c) The use of a bit in the SERVICE field to indicate if the optional PBCC mode is being used;”

At 1540 change as follows: “
Bit 2 shall be used to

indicate that the transmit frequency and symbol clocks are derived from the same oscillator. … An IEEE

802.11-compliant device shall set the values of the bits b0, b1, b3, b4, b5, and b6 to 0.”

At 1540 delete “c) 5.5 Mb/s PBCC Length = (number of octets + 1) 8/5.5, rounded up to the next integer.

d) 11 Mb/s PBCC Length = (number of octets + 1) 8/11, rounded up to the next integer; the

service field (b7) bit shall indicate a 0 if the rounding took less than 8/11 or a 1 if

the rounding took more than or equal to 8/11.”

At 1540 Table 17-1 reserve b3.

At 1540 delete “c) 5.5 Mb/s PBCC Number of octets = (Length 5.5/8) –1, rounded down to the next integer.”

At 1541 delete “d) 11 Mb/s PBCC Number of octets = (Length 11/8)”

At 1541 change “(number of octets + P)” to “number of octets”

At 1541 change “Floor(((Length R) / 8) – P)” to “Floor((Length R) / 8)”
At 1541 delete as follows: “


” (twice)

At 1542 delete “Table 17-3 shows an example calculation for several packet lengths of PBCC at 11 Mb/s.

This example illustrates why normal rounding or truncation of the number does produce the right result. The

LENGTH field is defined in units of microseconds and corresponds to the actual length, and the number of

octets is exact.”  Delete Table 17-3.
At 1546 delete “and HR/DSSS/PBCC/short”

At 1548 delete “If the PHY implements the PBCC modulation

option, it shall detect either CCK or PBCC modulations, as indicated in the SIGNAL field, and shall report

the type of modulation used in the RXVECTOR.”

At 1553 change “(LENGTH+PBCC)” to “LENGTH” and delete the “where” definition for PBCC

At 1554 delete “and 1 means PBCC”.

At 1558 delete “, 5.5 PBCC, or 11 PBCC”
At 1566 delete “An optional PBCC mode is also provided

At 1569 delete 17.4.6.7 (DSSS/PBCC data modulation and modulation rate (optional))

At 1631 change as follows: “DSSS and CCK modulations.”
At 1635 delete “, PBCC”

At 1637 delete “11 Mb/s PBCC: see 17.2.3.6.”

At 1661 delete “PBCC” from this of modulation formats.
At 1666 delete “PBCC” from the MODULATION parameter enumeration

At 1793, reserve PC17

At 1822, reserve HRDS9 and delete HRDS9.1 and 9.2.

At 2189 delete the “dot11PBCCOptionImplemented” object and any references to it.

Remove any dangling references caused by these removals and reword adjacent text as necessary.

Inform the ANA of any resources administered that should now enter the “reserved” state in the database.

Note to EDITOR,  apply change for CID 300 first,  and then apply these edits.

Other GEN comments
	3
	
	
	There are 14 instances of the word "obsolete" in the standard. I think our shiny new standard should not include any obsolete material.
	Take any obsolete material out of the standard, spindle, fold and mutilate it. Set fire to it. Expunge it completely. Then have a party.


Discussion

The term obsolete is applied to:

· The WDS term

· Hopping

· Infra-red

· PBCC

· ERP-PBCC

· The SDL Annex (J)

Proposed Resolution:
Revised.  

Hopping, Infra-red, PBCC, ERP-PBCC and the SDL Annex are removed in response to other comments.   The use of WDS is resolved by comment 301.

	125
	
	
	"X is present if Y" does not mean X is not present if not Y, but that often seems to be the intent
	Go through all the "present if"s and similar, and change to "present if and only if" for those cases where the intent is indeed "X is present if Y and not present if not Y"


Discussion:

Assigned to Mark Rison
Submission required.

Note however in a previous revision we deliberately removed “if and only if”,  which carries connotations of equivalence that are generally not true as used in 802.11.

Recommend we stick to unambiguous language such as “present if y; otherwise not present”

This comment is related to CID28.
	218
	
	
	What exactly does "mandatory" mean in the context of rates? If a rate is "mandatory", does that mean it has to be included in the basic rate set? Operational rate set?
	Clarify


Discussion:

Without a reference to what prompted this, it is hard to know what the specific issue is.

Propose Resolution.  Assigned to Mark.
Rejected.  The commenter doesn’t indicate a specific issue to resolve or specific changes that would satisfy their comment.

In reply, generally we have three things:

1. Manadatory rates

2. Basic rates

3. Operational rates

Operational rates necessarily include all the basic rates.

The STA starting a BSS has complete freedom in selection of the basic rates from the set of rates it supports.

The mandatory rates are the mandatory rates defined “for the attached PHY”, and are fixed by specification.

	228
	
	
	How do PIFS recovery and EIFS interact? If the EIFS takes you beyond the end of the TXNAV, can you still do PIFS recovery?
	Clarify


Proposed Resolution:  Assigned to Mark R
Rejected.  The comment does not indicate an issue to be resolved or specific changes that would satisfy the commenter.

In reply to the commenter, EIFS is used instead of DIFS when using either the DCF or the EDCAF to access the medium.  When PIFS is being used to access the medium,  it is done so without regard to whether a previous frame would have caused EIFS to be used,  if DCF/EDCAF were to be used for channel access.

	229
	
	
	Why is there a +aSlotTime in the stuff related to the various timeouts anchored off PHY-TXEND? This seems wrong
	Remove the + aSlotTimes


Discussion:

We hummed and harred over this in REVmb.  We changed it in response to a comment and then changed it back in response to another  comment that demonstrated the error of the change.
Suggest we don’t change anything unless we get a worked timing diagram that shows that the current spec is wrong.  “This seems wrong” is not adequate proof of wrongness.

Also, it would be kind of nice to know which of the many uses of +aSlotTime “seem wrong”.

Propose Resolution: Mark Rison
Rejected.   The group has carefully reviewed this material in an earlier revision ballot cycle and believes the current use to be correct.   The commenter is invited to identify which uses are incorrect and demonstrate why.

	231
	
	
	Align EDCA stuff with the way the Other Place does it
	Go on, you know you want to


Discussion.

This is an amusing,  but hopelessly inadequate comment.

Proposed resolution:
Rejected.  The commenter has not indicate a specfic issue to be resolved or specific changes that would satisfy the commenter.

	183
	
	
	The rules for filtering based on the RA/SA/DA/TA are not clear
	Clarify them


Discussion:

Filtering occurs in many places.   I’m not sure where this commenter is referring to,  and what is claimed to be unclear.

Proposed resolution: assigned to Mark Rison
Rejected.  The commenter has not indicated a specfic issue to be resolved or specific changes that would satisfy the commenter.

	119
	
	
	The concepts "MMDU is bufferable" and "PM bit is reserved" need to be separated. It makes no sense to say that an Action MMDU sent by a non-AP STA is bufferable, for example, just because you want to be able to say that the PM is valid in the MPDUs used to send it
	Bufferability should only pertain to MMDUs sent by APs or IBSS STAs, not non-AP STAs. Separately, the MPDUs in which the PM bit is valid should be enumerated (being clear that the PM bit in PS-Polls, for example, is not valid, and also that the PM bit in the ACK sent after a data frame sent in immediate response to a PS-Poll isn't not valid either)


Discussion:

It would be nice to know what exactly is the issue by citing the text where it occurs.

However,  I don’t see any issue.  Declaring that a particular action frame is bufferable is merely an act of classification.   It doesn’t affect the behaviour of a device (such as a non-AP STA) for which no behaviour is defined that depends on the bufferability of such MMPDUs.

Status: Assigned to Mark Rison
Note,  the commenter has a submission (11-12/1199) that may address this issue.  This submission should be considered first.
Proposed resolution:

Rejected.  The commenter has not indicated a specfic issue to be resolved or specific changes that would satisfy the commenter.

	28
	
	
	The WG11 style described in 11-09/1034 describes a template for SAP and element presence ([optionally] present [only] if".There are a mixture of styles in STD 2012. These may come from a concern about ambiguity of the "present only if". Does this mean "present if x and not present otherwise", or does it mean "optionally present if x and not present otherwise"?
	I believe it behooves us to be conservative and use the least ambiguous formulation, at the expense of extra words.Therefore I suggest that we replace any "present only if x" with "present if x and not present otherwise", and update the WG11 style guide to match.


It is awkward to describe the changes individually, so a .pdf file is attached showing the changes.

Note the changes at 117.22 and 159.47.

To find changes,  open the .pdf and do a “find all” on “(#28)” (93 instances).

Proposed Resolution:
Revised.  Make changes for (#28) as shown in attached .pdf file.

[image: image1.emf]Adobe Acrobat  Document


	61
	
	
	Delete PLCP/PMD interface from all the PHYs.
	as in comment


	35
	1504.00
	16.1.2
	PLCP/PMD split is not a useful concept.
	Merge PLCP/PMD into PHY in each PHY clause and update MAC to suit


	275
	
	
	PMDs -- what are they and are they worth having?
	Clarify and/or unite PLCPs and PMDs into one glorious United PHY of PLCP and PMD


Discussion:

Eldad made these changes in 802.11ac D4.0 as shown in 11-12/1009r3, which contains 14 pages of editing instructions.  The most technical changes were in the table of PHY characteristics,   and in the editing of the Tx and Rx procedure diagrams.

It is not possible to say “make changes like 11-12/1009”, although this does give a good example of what we need to see to resolve this comment.

Status: deferred
I have asked Eldad to prepare submissions showing the changes necessary.
	111
	
	
	The HR PHY doesn't really have all that high a rate, by modern standards
	Rename the High Rate PHY to something like the Slightly Higher Than Rock Bottom Low Rate PHY. A global case-sensitive search for HR would probably be wise


Proposed Resolution:
Rejected.   While accepting that High Rate is now no longer an accurate description,   changing its name would create more confusion than it resolved.

	114
	
	
	Reference is made to "the attached PHY" -- but what if there's more than one PHY (as is typically the case)?
	See if changing this to "the attached PHY(s)" would work in all cases


Discussion:

We appear to be in two minds as to whether a newer shinier PHY incorporates an earlier PHY by reference,  or sits alongside an embodiment of the earlier PHY.

IMHO, we have only a single PHY – which implies lots of things like a single state machine.  However later PHYs incorporate the behaviour of earlier PHYs by reference.

Also 802.11ad complicates the picture somewhat.  But this is a comment on Std-2012,  so we can ignore 802.11ad for now.

The questions are:

1. Do we agree with this model?

2. If we agree, does it need clarifying

Proposed Resolution 0: 5 2
Rejected.   A STA has only one attached PHY.   In the case that a PHY provides backwards compatibility to the signals of earlier PHY(s), it is still a single PHY.   It incorporates the behaviour of the earlier PHY by reference.
Alternate Proposed Resolution 1: 2
Revised.  

Add the following statement at 104.30, after “the specific manner in which these MAC and PHY LMEs are integrated into the overall MAC sublayer and PHY is not specified within this standard.” add:

“Note that a STA includes only one instance of a PHY entity.  When a STA supports modes of operation that are compatible with those of an earlier-standardized PHY entity, it does so by incorporating the behaviour of the earlier-standardized PHY entity by reference into the later-standardized PHY entity.”

Alternate Proposed Resolution 2: 7 0
Revised.  

Add the following statement at 104.30, after “the specific manner in which these MAC and PHY LMEs are integrated into the overall MAC sublayer and PHY is not specified within this standard.” add:

“Note that a STA includes only one instance of a PHY entity.”

Proposed Resolution:
Revised.  

Add the following statement at 104.30, after “the specific manner in which these MAC and PHY LMEs are integrated into the overall MAC sublayer and PHY is not specified within this standard.” add:

“A STA includes only one instance of a PHY entity.”

	152
	
	
	Is a frame which was not "correctly received" a frame at all?
	Look at the 22 instances of "correctly received" and determine whether the "correctly" is actually of any value


Discussion:

The MAC consists of a pipeline of processing steps,  each of which can discard data unit.  These include: 
0. PHY RXEND INDICATE (error indications)

1. CRC calculation

2. Protocol Version filtering

3. RA filtering

3.5 Class-based filtering

4. Duplicate cache

5. Decryption MIC check

6. Decryption replay logic

There’s a definition for “correctly received” at 828.10.   It implies that the location where this is observed is between items 2 and 3 above.  I think there’s a definition somewhere (but couldn’t find it) of a received frame as one that gets past 3. above.   So “correctly” does, in theory, add value.  But I doubt whether the unrelated uses of this term are all intended to relate to this specific definition.   Also it makes no sense to have a more specific terms “correctly received” be lower numbered in the list above then the more general form of the term “received”.
However, having reviewed all the uses of the “correctly received” above, I note:

At 959.40, talks about correctly receiving PPDUs, which is an interesting concept.  I suspect it means correctly received at least one frame in a sounding PPDU.

I saw no benefit in most of them.

Proposed resolution: 
Revised.

Replace all “correctly received” with “received”, except at:
· 826.03 “When a frame containing an acknowledgement is lost, the MAC that initiated the frame exchange does not receive a protocol indication of whether the initial frame was correctly received.”

· At 828 (twice) “slot boundary as defined in 9.3.7 after a correctly received frame, and its backoff time has expired. A correctly received frame is one where the PHY-RXEND.indication primitive does not indicate an error and the FCS indicates the frame is error free.” and “after a correctly received frame, and the backoff time for that AC has expired.”
· 878.12,  Replace “followed by a correctly received ACK frame transmitted by a STA (either a non-AP STA or an AP).” with “followed by a received ACK frame.”
· 959.55 is broken.   Leave it well alone.

· At 1805 (twice): “Hold CCA busy for packet duration of a correctly received PLCP but carrier lost during reception of MPDU”

· At 1812, 1822
	129
	
	
	The relationship between PHYs is not clear (e.g. are 11 Mbps PPDUs ERP PPDUs?)
	Clarify the relationship between PHYs, and whether the PPDUs sent by a PHY which another PHY depends on are considered PPDUs of that other PHY


Status:  pending discussion when MarkH is present.
Discussion:

The term “ERP PPDU” occurs once.

Generally we have three ways of describing PPDUs:

· By the identity of the STA that generates them

· By the modulation class

· By the values of TXVECTOR parameters that determine the format of a PPDU.

Clearly the only thing that matters is OTA formatting, not the identity of the STA that generates them.  So an HT STA can generate an ERP-OFDM (non-HT) PPDU.   The waters are slightly muddied when the OTA signal isn’t exactly the same when generated by the legacy device (e.g. an 802.11g STA) and a later device (802.11n) generating a legacy signal.
Such is the case for an 802.11n device transmitting a non-HT PPDU using more than one antenna – it is the same as the legacy signal, except for antenna-specific cyclic shifts, to avoid unintentional Beamforming.

In the case of an HT STA, it has only a single PHY – the Clause 20 PHY.  But it can generate OTA signals largely described by Clause 19, because this incorporated by reference into Clause 20.  This architectural model is explicit in Clause 19 and Clause 20, and implicit in Clause 17.
So we could define an ERP-OFDM PPDU as follows:

· A PPDU generated by a STA with a Clause 19 PHY,  and with MODULATION=ERP-OFDM

· A PPDU generated by an HT STA with FORMAT=NON_HT, NON_HT_MODULATION=ERP-OFDM

We have some definitions that do this,  for example:

	non-high-throughput (non-HT) physical layer convergence procedure (PLCP) protocol data unit

(PPDU): A Clause 20 physical layer (PHY) PPDU with the TXVECTOR FORMAT parameter equal to

NON_HT.


But we also have a lot of “assumed definitions” such as the use of ERP PPDU.

The question is whether this is adequately clear or not, and if not, if we care enough to change anything.

Straw Polls:

Is the existing architectural model of a PHY with “backwards compatibility” clear enough?
Yes

No

If no, do we care enough to do anything about it?

Yes (note, those voting yes may be asked to write a submission providing recommended changes)

No.

	134
	
	
	What's the difference between a "transmit power" and a "transmit power level"?
	If it's that the former is in units of dB or mW while the latter is an index, then make sure this is clear and that the terms are used correctly in all cases


Assigned to Mark Rison
Proposed Resolution:

Rejected.   Commenter does not indicate a problem to be resolved.

Commenter does not indicate specific changes that will resolve the comment.

	146
	
	
	"multiple" means "two or more" but is sometimes actually used to mean "one or more"
	Change all occurrences of "multiple" to "one or more" where appropriate. So, for example, fix the definitions of A-MPDU and A-MSDU in 3.1 so that they do not required an A-MPDU/A-MSDU to contain more than one MPDU/MSDU


Proposed Resolution:
Revised.

At 6.15 Change “containing multiple MPDUs” to “containing one or more MPDUs”

At 6.20 change “containing multiple MSDUs” to “containing one or more MSDUs”

At 812.20 change “multiple” to “one or more”

	116
	
	
	The spec often talks of doing things based on the "most recently received" MPDU or MMDU. However, this is not always correct. For instance, if a reassociation was attempted but failed, then the parameters remain those in the (Re)Association Response which led to the current BSS participation, not those in the Reassociation Response which signalled failure. Also, what if a response which was in some way invalid was "most recently received" -- does that count or not?
	Check the use of each of the 75 instances of "recently" in the spec and correct those which aren't strictly correct


Status:  Assigned to Mark Rison
Discussion:

“recently received” should not apply to capabilities,  as these are static for the lifetime of an association.  Those “recently received” that apply to dynamic values are probably correct, although there are probably many more occurances of references to dynamic fields of frames where we don’t say this.  So it is arguably unnecessary.  

854.60 “most recently received Association Response frame that was addressed to this STA.” is OTT.  Under what conditions will it keep state from former associations?
Propose Resolution:

Revised.

At 854.50 change “No HT Operation element is present in the most recently received Association Response frame that was addressed to this STA.” to “No HT Operation element is present in the Association Response frame received from the current AP.”

At 867.60 Change “most recently received HT Capabilities element from” to “HT Capabilities element received from”

At 868.03, 868.15, 868.30, 868.40, 1106.65 delete “most recently received”
At 943.40 delete “most recently transmitted”
At 1097.15 delete “most recently transmitted”

At 1098.32 delete “most recently”

	320
	
	10.23.6.3
	"The AP may transmit a group addressed BSS Transition Management Request frame to associated non-AP STAs if all associated non-AP STAs support the BSS Transition Management capability." I appreciate permission to transmit a group addressed frame when all the STA support BSS Transition Management. Now, what am I permitted to do if this is not the case? Since it is not explicitly prohibited I assume I can send a group addressed frame even if some STAs don't support BSS transition management. There is no harm in such a transmission and it may be of value.
	Remove statement "The AP may transmit a group addressed BSS Transition Management Request frame to associated non-AP STAs if all associated non-AP STAs support the BSS Transition Management capability."


Proposed Resolution:
Revised.  The intent of the original was to include a constraint.

At the end of the cited sentence add:  “; otherwise the AP shall not transmit a group

addressed BSS Transition Management Request frame.”

	165
	
	
	What is a "QoS Data frame" or "QoS Data MPDU"? Does this refer to all frames of Type Data and Subtype 1000-1111, or all frames of Type Data and Subtype 1000-1011 (i.e. not QoS Null or immediate relatives), or all frames of Type Data and Subtype 1000 (i.e. not QoS Data + CF-anything)?
	Clarify this and then make sure the term has been used correctly throughout the spec


Discussion:

As described in 381,  the “QoS + subtype-bit” terminology is used to select multiple subtypes,  and “(word)” terminology makes that word optional in the name of the subtype.

The convention described at p381 is rather subtle (and perhaps overly so), based on the absence of “data” in the name of the frame.
So “QoS +CF-Ack frame” “refers to the three QoS data subtypes that include “+CF-Ack” (p381.32),  but

“QoS Data+CF-Ack frame” refers to a single subtype.

p414 states: “Data frames with a value of 1 in the QoS subfield of the Subtype field are collectively referred to as QoS data frames. Each of these data subtypes contains QoS in their names, and this frame format is distinguished by the presence of a QoS Control field in the MAC header.”  We don’t have the “absence of the word data” trick played at p381 to indicate there is anything special about this phrase.
This is an unambiguous statement, but it is likely to mislead the reader because “a QoS Data frame” refers to all possible QoS subtypes, but “a QoS Data + CF-Ack frame” refers to a specific subtype.  There is no obvious signal that one has a special interpretation and the other does not.

One way of flagging that special interpretation would be to use the term “+QoS frame” to indicate a data frame with the QoS bit set. 

The other issue of disambiguation we can consider is when the terms “QoS Data frame” is intended to mean one of the four QoS subtypes carrying data.   These could be replaced by the following term:  “+QoS +Data frame”.

Straw poll:
Finally, we have a small number of uses of “non-QoS data frame”.  What should we do?  we can:

1. Add a definition to p381, - preference of this group
2. Replace all such uses with a new terminology such as “-QoS frame”.  (i.e. a Data frame with the QoS bit equal to 0).

The most preservative change would be to replace all “QoS Data {frame|MPDU}” with “+QoS {frame|MPDU}”

and add definition at 381:

non-QoS Data frame – a frame of type Data with bit 7 of the Frame Control field equal to 0.

A +QoS frame – a frame of type Data with bit 7 of the Frame Control field equal to 1.

The following locations assume +Data:

93.40, 93.60, 93.63, 94.04, 94.06, 94.08, 391.40, 392.25, 392.64, 393.03, 393.40, …
There’s a lot of these locations to review.  If folks want this change,  the most efficient method would be for me to prepare a speculative draft showing the changes.
A more complete change is to change these specific locations to use the “+QoS +Data frame” terminology and add a definition to p381:
A +QoS +Data frame – a frame of type Data with bit 7 (QoS) of the Frame Control field equal to 1 and bit 6 (no data) of the Frame Control field equal to 0.

Proposed Resolution:

Revised.

The term “QoS data frame” is unambiguously intended to indicate all QoS subtypes, as indicated at 414.10.   However,  using the same term for a specific subtype and a general term creates ambiguity.  The changes below resolve that ambiguity.

Replace all “QoS Data {frame|MPDU}” with “+QoS {frame|MPDU}”

and add definition at 381:

non-QoS Data frame – a frame of type Data with bit 7 of the Frame Control field equal to 0.

A +QoS frame – a frame of type Data with bit 7 of the Frame Control field equal to 1.

Note to editor: another comment has uppercased “data frame -> Data frame”.  Those changes need to be made before these.
Status:  deferred.  Mark R to identify those cases that are a specific subtype.
	322
	
	10.23.6.3
	"may send an unsolicited BSS Transition..." May here is giving permission. Reword as normative statement: "STA shall not send an unsolicited BSS... to a STA that does not support..."
	As suggested


Discussion:

Proposed resolution:
Revised. 
The existing statement adds value because it highlights the timing of any such transmission.  Better to leave that alone and add the prohibition.

Add to the end of the cited sentence “; otherwise the AP shall not send an unsolicited BSS Transition

Management Request frame to the STA.”

	234
	
	
	Is b0 of the PVB required to be set if b0 of the bitmap control is and b0 of the PVB refers to AID 0? If AID 0 required to be shown in the PVB if b0 of bitmap control is set?
	Clarify


Discussion:

Normative text in Clause 8 describes b0 of the bitmap control as being set to indicate group-addressed traffic.  
481.20: “The Bitmap Control field is a single octet. Bit 0 of the field contains the Traffic Indicator bit associated with AID 0. This bit is set to 1 in TIM elements with a value of 0 in the DTIM Count field when one or more

group addressed MSDUs/MMPDUs are buffered at the AP or the mesh STA.”

And 992.55: “The bit for AID 0 (zero) in the Bit Map Control field of the TIM

element shall be set to 1 when group addressed traffic is buffered, according to 8.4.2.7.”

Figure O-2 (an example) shows B0 of the bitmap offset being set to 1 without B0 of the virtual bitmap being set.  So I guess we can view B0 of the virtual bitmap as reserved.
However at 985.63: “The TIM shall identify the STAs for which traffic is pending and buffered in the AP. This information is coded in a partial virtual bitmap, as described in 8.4.2.7. In addition, the TIM contains an indication whether group addressed traffic is pending. Every STA is assigned an AID by the AP as part of the association

process.  AID 0 (zero) is reserved to indicate the presence of buffered group addressed BUs.”

In the case of Multiple BSSID support,  bits 1..k of the partial virtual bitmap is used to indicate non-transmitted BSSID group addressed traffic, according the text at 481.55: “The bits 1 to k of the bitmap are used to indicate that one or more group addressed frames are

buffered for each AP corresponding to a nontransmitted BSSID. The AIDs from 1 to k are not

allocated to a STA. The AIDs from (k + 1) to (2n – 1) are reserved and set to 0. The remaining AIDs

are shared by the BSSs corresponding to the transmitted BSSID and all nontransmitted BSSIDs.”
So, the question is whether this is conflicting or ambiguous or not.   And if it’s ambiguous,  should we change it. 

Proposed resolution (in the event that we decide not to change anything):

Rejected.   The comment does not indicate a specific location for the issue, or a specific issue to resolve or a specific change to be made.

Status: deferred:  Mark^2 will consensualize a solution.
	319
	
	8.5.14.10
	Contradictory statements need fixing.In 8.5.14.10:The BSS Transition Management Response frame uses the Action frame body format and is *optionally* transmitted by a STA in response to a BSS Transition Management Request frame.In 10.23.6.3:A non-AP STA that supports BSS transition management *shall* respond to an individually addressed BSS Transition Management Request frame with a BSS Transition Management Response frame.
	Delete "optionally" from sentence in 8.5.14.10.


Proposed Resolution:
Rejected.

The “optionally” in the cited text is correct.   Only a STA that supports this option need respond with transmission of the BSS Transition Management Response frame.

	271
	
	
	What is the difference between the int/Int/Integer/Round-To-Integer and Floor functions?
	Change to Floor everywhere (or possibly Floor (x+0.5) for Round-To-Integer)


Discussion:

There’s no benefit from having multiple equivalent functions – it merely  reflects the heterogenous sources of the standard.  

Proposed Resolution.
Rejected.   The commenter has not indicated specific changes that would satisfy the comment.

Defer:   Assign to MarkR
	269
	
	
	The PICS needs a good scrubbing
	Scrub vigorously


	127
	1785.00
	B
	The PICS is very messy (e.g. operator precedence is unclear, use of parentheses is random, use of "AND" v. "&" is random, whether to include "N/A", exactly what it means if there are multiple conditions, exactly what happens if none of the predicates are true, etc.)
	Clean up the PICS

	29
	1785.00
	B.2.1
	In: "O. optional, but support of at least one of the group of options labeled by the same numeral isrequired"it is not clear what is the scope of the numbering. Are group numbers unique throughout the PICS, or only within a Table.
	Update to indicate the scope of the numbering.

	293
	1785.02
	B
	Change Annex B PICS from normative to informative, because it informatively represents normative requirements, and provides a Support colum for information to be entered by Suppliers. "This annex may not be compatible with operation in any Regulatory Domain or describe combinations of usable features in any Regulatory Domain."
	Change Annex B to informative

	178
	1790.00
	B.4.4.1
	DCF (PC3) should not be mandatory for e.g. HT devices
	Make DCF optional for all devices which support EDCA (perhaps with a note saying not supporting this would mean they could not join a non-QBSS)


Status: deferred.

Commenter is working on a submission that may resolve this comment. If the commenter’s submission is not adopted,  we then need to consider the specific issues reported above.
Proposed Resolution: (works for all but 293 and 178).
Rejected.  The commenter does not indicate a specific issue to resolve or a specific change to be made.   However, the commenter is invited to make a submission showing the glowing conclusion of a well-scrubbed PICS.

	268
	
	
	The filtering rules need to be clearer that the PM bit is ignored even in QoS (+)Null frames that are rejected as a duplicate. The problem is that SNs for QoS (+)Null frames may be set to any value, so if a STA keeps the same value and the initial transmission of a PM bit is missed, and there have been no intervening QoS Data transmissions, the receiver would otherwise not see the PM bit change
	Clarify as suggested


Discussion:
What is the location for this change?

A QoS +Null frame should have no effect on the duplicate cache because it carries no payload.

“Sequence numbers for QoS (+)Null frames may be set to any value.”

The proposed change is to clarify that QoS Null frames never make it into the duplicate detection cache.

They then cannot create a SN collision with some other frame.

But how does that affect whether the PM subfield is ignored or not?   It depends on whether you believe that a frame rejected by the duplicate detection logic is “rejected for the purpose of checking the PM subfield” or not.  I could find nothing in the standard that describes when this checking takes place.
My mental picture is that this checking takes place on every received MPDU that generates an Ack or Block Ack.  So, it has passed through CRC and Address 1 filtering, but before duplicate detection.
Do you agree with my mental picture?   If so, it is necessary to state this anywhere?
Proposed Resolution.

Revised.

Insert the following new para at 835.32:
“A receiving STA discards QoS (+)Null frames and Null frames before they reach the duplicate detection logic.   Such frames have no effect on the state of the duplicate detection caches.”

	267
	
	
	When the spec says "QoS Data" or "QoS data" (or Null equvalents), be clear what is intended -- does it include the +CF-foo subtypes? Similarly when it says "Data frame" or "data frame" -- does this include QoS frames?
	Clarify


Discussion:

The resolution of comment 165 (above) clarifies the QoS Data frame position – i.e.,  this term applies to any +QoS subtype.

There is no non-QoS equivalent statement to that found on p411: “Data frames with a value of 1 in the QoS subfield of the Subtype field are collectively referred to as QoS data frames. Each of these data subtypes contains QoS in their names, and this frame format is distinguished by the presence of a QoS Control field in the MAC header.”

Having reviewed the use of “data frame”, the uses appear to be generic – i.e. mean “a frame of type=Data”.   However some of these uses are over-general, e.g. talking about transporting a TDLS management frame in a data frame, it must necessarily be a +Data Data frame.   However,  I am not suggesting we fix this in this resolution.
Proposed Resolution:

Revised.  Make changes as shown for comment 165 above.  These address the interpretation of “QoS Data frame”.

In addition,  at 381.10 add a new para:  “The term Data frame without any further qualification indicates a frame with the Type subfield equal to the value representing Data.”
	266
	
	
	May all Action frames be sent before the 4WH in a RSNA, or must some be sent after (e.g. ADDTS)?
	If some may only be sent after, say which


Discussion:

Commenter indicates this comment is addressed to ADDTS.

Commenter indicates the issue is: “that some AP vendors contend that allowing ADDTS before the 4WH in an RSNA opens the door to some form of DoS attack, and hence want to disallow an ADDTS in State 3”

Discussion:

As currently specified, the completion of the four-way handshake unblocks the 802.1X controlled port (see figure 10-6).  It has no effect on Class-based filtering.  All action frames may be sent in State 3.

An AP can choose to admit or deny an ADDTS request according to any local criteria.   One of these might be the RSNA 4-way handshake completion state of the STA.

You really want a STA attempting an ADDTS to respond to a new status code “addts failed because no RSNA exists” by waiting until completion of the RSN 4-way handshake before retrying the ADDTS.

An alternative is to add some “should” language related to the TSPEC setup,  probably in the ADDTS.request primitive description,  as it relates to behaviour in the SME.

Straw poll:

· Leave it as is,  reject comment

· Add a new status code

· Add “should” language to addts.request primitive

Proposed Resolution:

Rejected.  The commenter does not indicate an issue to be resolved or specific changes to be made.

In reply to the commenter, the completion of the four-way handshake unblocks the 802.1X controlled port (see figure 10-6).  It has no effect on Class-based filtering.  All action frames may be sent in State 3.
	265
	
	10.2.1.1
	"The STAs that currently have buffered BUs within the AP are identified in a TIM, which shall be included as an element within all Beacon frames generated by the AP. A STA shall determine that a BU is buffered for it by receiving and interpreting a TIM." -- not true e.g. if some but not all ACs are delivery-enabled
	Fix


Discussion:

Cited text is 984.35.

The exclusion of delivery-enabled ACs is described at 990.15:
“At every beacon interval, the APSD-capable AP shall assemble the partial virtual bitmap

containing the buffer status of nondelivery-enabled ACs (if there exists at least one nondeliveryenabled

AC) per destination for STAs in PS mode and shall send this out in the TIM field of the

Beacon frame. When all ACs are delivery-enabled, the APSD-capable AP shall assemble the partial

virtual bitmap containing the buffer status for all ACs per destination.”

So the TIM bit is set according to the delivery-enabled status as described above.

Note, however, it also makes no sense to set it when a S-APSD schedule exists for an AC,  because that traffic will be delivered only during a SP.  We don’t want the STA to generate unnecessary PS-Polls.

On the assumption that nobody cared about S-APSD, we can just ignore this inconsistency too.

Straw poll:

· Fix the inconsistency related to S-APSD?
· Ignore the inconsistency?

· Mark S-APSD as obsolete?

Text at 481.30:

	Each bit in the traffic-indication virtual bitmap corresponds

to traffic buffered for a specific neighbor peer mesh STA within the MBSS that the mesh STA is prepared to

deliver or STA within the BSS that the AP is prepared to deliver at the time the Beacon frame is transmitted.


This is arguably OK, because the AP is not “prepared to deliver” BUs for delivery-enabled ACs except when they are all enabled.

Proposed change (984.35):

	The STAs that currently have buffered BUs (excluding those BUs for a STA associated with ACs that are U-APSD delivery-enabled when not all ACs are delivery-enabled by that STA) within the AP are identified in a TIM, which shall be included as an element within all Beacon frames generated by the AP. A STA shall determine that a BU is buffered for it by receiving and interpreting a TIM.


Alternatively,  we could use the “prepared to deliver” language here:

	The STAs that currently have buffered BUs within the AP that the AP is prepared to deliver are identified in a TIM, which shall be included as an element within all Beacon frames generated by the AP. A STA shall determine that a BU is buffered for it by receiving and interpreting a TIM.


Proposed resolution:

Revised.

<select one of changes above and copy here>

	262
	
	10.2.1
	The introductory stuff does not account for U-APSD, e.g. if there are MSDUs on delivery-enabled ACs only but not all ACs are delivery-enabled, then the TIM will not signal their presence.
	Change to cover all types and scenarios of power management, or delete sentences which duplicate information in other sections, and replace with general statement.


Discussion:

Having made the change for CID 265, do we need to do any more?

Proposed Resolution:

Revised. Make changes as shown for CID 265.  These resolve conflict between the U-APSD description and the general description. 

	261
	
	
	The word "frame" is used too loosely. Sometimes it refers to a MSDU or MMPDU, rather than an MPDU forming part of a fragmented MSDU or MMPDU. This affects, for example, whether the PM mode can change during a fragmented MSDU or MMPDU.
	Make sure that "frame" is never used to refer to an MSDU or MMPDU.


Discussion:

Agree that a frame should not be used loosely.   It is synonymous with “MPDU” in our definitions.

There are 11,000 instances of frame in the standard.   I don’t know which of these are wrong, and I don’t propose to do the work to find out.

Commenter proposed by email:  “The first change would be to change all the “$management_frame frame”s to “$managament_frame MMPDU”s”

Proposed Resolution:

Rejected.  The commenter has not indicated a specific problem to be resolved or a specific change to be made.

	255
	
	
	Can an AP send Notify Channel Width? Some parts of the spec suggest it can, some parts suggest it can't
	Clarify


764.40 says: “This frame can be sent by both non-AP STA and AP. If an AP wishes to receive 20 MHz packets, it

broadcasts this Action frame to all STAs in the BSS. In addition, the AP indicates its current STA channel

width in the HT Operation element in the beacon.”
I reviewed all other uses of this frame, and found none that implied it was limited to non-AP STAs.

Proposed Resolution:

Rejected.  764.40 states unambiguously that this frame can be used by “both non-AP STA and AP”.  None of the other uses of “Notify Channel Width” conflict.

	237
	
	
	Why is it that only in the case of PS-Poll with all ACs being DE priority is given to higher-priority ACs?
	Make this principle more general


Discussion:

The cited situation only arises when an AP receives a PS-Poll from a STA that has set all its ACs to be delivery-enabled.

In the case, for example, that a non-AP STA sets one AC to be delivery enabled, the AP will buffer data for all ACs.   On receiving a PS-Poll, it will transmit an MSDU to the STA, but there is no indication of which AC that should come from.  The commenter proposes that we should indicate which.
There are two possible extensions:

1. Select from amongst non-delivery ACs when one or more ACs are delivery-enabled

2. Select from amongst non-delivery ACs regardless of whether any ACs are delivery enabled.

We also have the question of creating legacy interoperability issues,  so anything we do add needs to be no stronger than a “should”.

On balance,  the AP generally, except in the specific case of all ACs being delivery enabled, has the option of defining priority internally and selecting which of several eligible MSDUs to transmit,  and there seems little benefit from describing this.

The related text is: 99.60

	A single buffered BU for a STA in the PS mode shall be forwarded to the STA after a PS-Poll has

been received from that STA. For a STA using U-APSD, the AP transmits one BU destined for the

STA from any AC that is not delivery-enabled in response to PS-Poll from the STA. When all ACs

associated with the STA are delivery-enabled, AP transmits one BU from the highest priority AC.
The AP can respond with either an immediate data or management frame or with an ACK, while

delaying the responding data or management frame.

For a STA in PS mode and not using U-APSD, the More Data field of the response data or

management frame shall be set to indicate the presence of further buffered BUs for the polling STA.

For a STA using U-APSD, the More Data field shall be set to indicate the presence of further

buffered BUs that do not use delivery-enabled ACs. When all ACs associated with the STA are

delivery-enabled, the More Data field shall be set to indicate the presence of further buffered BUs

using delivery-enabled ACs. If there are buffered BUs to transmit to the STA, the AP may set the

More Data bit in a QoS +CF-Ack frame to 1, in response to a QoS data frame to indicate that it has

one or more pending BUs buffered for the PS STA identified by the RA in the QoS +CF-Ack frame.

An AP may also set the More Data bit in an ACK frame to 1 in response to a QoS data frame to

indicate that it has one or more pending BUs buffered for the PS STA identified by the RA in the

ACK frame, if that PS STA has set the More Data Ack subfield in the QoS Capability element to 1.

Further PS-Poll frames from the same STA shall be acknowledged and ignored until the BU has

either been successfully delivered or presumed failed due to maximum retries being exceeded. This

prevents a retried PS-Poll from being treated as a new request to deliver a buffered BU.


Proposed Resolution:

Rejected.   There is nothing to stop an AP internally prioritising one (non-delivery-enabled) AC over another in responding to a PS-Poll.  Adding mandatory statement to this effect might make legacy devices non-compliant.

	235
	
	
	It might be useful if PS-Polls could trigger delivery-enabled traffic, if all ACs are delivery-enabled
	Allow this


Commenter withdraws comment, 2012-10-24:  “Actually, the spec already allows this.  This comment is a duplicate of CID 213, which I withdrew a couple of weeks ago.  I withdraw this one too!”

Proposed Resolution:

Rejected.  Commenter has withdrawn the comment.
	250
	
	
	Can BA/BAR be sent to start TXOP for HT-immediate BA? Annex G suggests it can, asπÇÇlong as it's not followed by anything:txop-sequence =[...] |[RTS CTS] (BlockAckReq BlockAck) |[...]Note no "+delayed-no-ack"!
	Fix Annex G


Discussion:

Annex G indicates that a BlockAckReq BlockAck sequence can form the body of a txop-sequence, including at the start of the sequence.  So, yes, they can be sent (according to Annex G) to start a TXOP sequence.
In the case of delayed Block Ack,  this is covered by the term “txop-part-requiring-ack txop-part-providing-ack”.

It is hard to know exactly what is the issue,  because we have a question,  a note an an instruction to fix.

Commenter indicates by email:  “The issue is that a BA at the start of a TXOP should not be allowed for HT-immediate BA”

My analysis is that the commenter is incorrect.   A TXOP may start with a BAR/BA exchange, which may be followed by data.  See definition of txop-sequence at 2311.32.

Also the proposed change “BA at the start of a TXOP should not be allowed for HT-immediate BA” might make existing devices non-compliant.

Proposed Resolution:

Rejected.  The assertion that BAR/BA cannot be followed by data in a TXOP is incorrect. A TXOP can be filled with txop-sequence terms, the first of which can be a BAR/BA, and subsequent ones can contain data.  See 2311.32.
	248
	
	
	Not all frames have rules for which AC they are assigned to for the purposes of admission control
	Add rules to make sure all frames are covered


Discussion:

It would be nice to know a specific problem,  rather than an assertion that invites us to check all frame types.

Commenter indicates by email that CF-End and NDP are the PPDUs for which there are no AC rules.

Proposed resolution:

Rejected.   The commenter does not indicate a specific change to be made.

	252
	
	
	"The X element is present" -- does this allow more than one X element to be present?
	When it's just one, say "Exactly one". When it's any number, say "One or more"


Discussion:

I don’t believe saying “an X is present” or “the X is present” is ambiguous.   In my opinion,  this is precisely a single occurance,  or zero or one occurances when “optional” is included “an X element is optionally present”.

There multiple elements are present, we have explicit language calling that out.   e.g., “One or more Multiple BSSID elements are present if … ”

Further, we don’t want to raise the spectre of pretending that “an X element” or “the X element” is ambiguous, because then the logical follow-on would be to change every occurance of “a/an” or “the” to “a single” “the single”.  There are 76,000 “the’s” and 21,000 “a’s”.  I’m not volunteering to review these or change any substantial fraction of them.

Proposed Resolution:

Rejected.   “The X element is present…” refers to a single X element.  “The X element is optionally present” refers to zero or one X elements.  Where this is not the case other expressions are used,  such as at 421.40:  “One or more Multiple BSSID elements are present…”
	256
	
	
	If a STA sends an operating mode notification saying it will henceforth only operate at 20 MHz, does this mean all subsequent broadcasts have to be 20 MHz?
	Clarify


Discussion:

I feel the commenter is looking for free consultancy.

“Operating mode notification” is a TGac concept.

Proposed Resolution:

Rejected.

“Operating Mode notification” is not a concept in the 802.11REVmc draft, although we do note that it is a concept in a forthcoming amendment, not yet incorporated into REVmc.
But relating the question to “Notify Channel Width”, the text at 1098.01 makes it clear that the AP should not (no abosolute prohibition) transmit 40 MHz group addressed frames in the cited example.
	257
	
	
	Reassociation to the same AP behaviour is not clearly defined (e.g. effect on TSes, whether failure leaves you unassociated, whether you need to re-do 4WH, meaning of PM bit in Reassociation Request, etc.)
	Clarify


Discussion:

I believe that reassociation to the same AP should be exactly the same as an initial association,  except for:
1. What to do when the reassociation request fails, in which case we should leave things unchanged

2. The effect on the DS may be different, as the address map already exists and is current

We could attempt to clarify this by a statement in 10.3.
Proposed Resolution:
Revised.   Add the following to 10.3.5.5 at 1021.15,  after item i).

“When the ResultCode of the reassociation is SUCCESS, and the CurrentAPAddress in the MLME-REASSOCIATE.indication is the address of the AP (i.e., the non-AP STA is reassociating to its current AP), the SME treats this as a new association (i.e., discards any retained state related to the earlier association), except:

· MSDUs queued or buffered for that STA might be retained for subsequent transmission

· The DS might not be notified of any change of association state.”

	251
	
	
	For PIFS recovery, you hang around, sample the medium just before the interval you successfully reserved expires and then if there's no-one thereat that particular instant you grab the medium again? Seems wasteful and unfair!
	Say it ain't so


Discussion:

Commenter states by email: “That’s not what the text straddling the bottom of p. 877  says (“the TxPIFS slot boundary before the expiry of the TXNAV timer”)”

The TxPIFS slot boundary is related to transmit and CCA events,  not the TXNAV timer.

It is arguable whether the transmission cited at 877.65 is subject to the rules at 877.40: “the duration of transmission of that frame plus any expected acknowledgment for that frame is less than the remaining TXNAV timer value”.

We could clarify this in the following change:

	After a valid response to the initial frame of a TXOP, if the Duration/ID field is set for multiple frame

transmission and there is a subsequent transmission failure, the corresponding channel access function may

transmit after the CS mechanism (see 9.3.2.1) indicates that the medium is idle at the TxPIFS slot boundary

(defined in 9.3.7)  provided that the duration of transmission of that frame plus the duration of any expected acknowledgment and applicable IFS is less than the remaining TXNAV timer value. At the expiry of the TXNAV timer, if the channel

access function has not regained access to the medium, then the EDCAF shall invoke the backoff procedure

that is described in 9.19.2.5. Transmission failure is defined in 9.19.2.5.


Proposed Resolution:

Revised.   At 878.01,  replace “before the expiry of the TXNAV timer” with “provided that the duration of transmission of that frame plus the duration of any expected acknowledgment and applicable IFS is less than the remaining TXNAV timer value”.

	358
	0.00
	
	The dot11RTSThreshold is described as related to the length of a frame, the length of a fragment and the length of a PSDU.
These are inconsistent, given that a PSDU may contain an A-MPDU which contains multiple frames.

This comes indirectly from a comment in LB188.
	Make references consistent.


Discussion:
This parameter is particularly useless.

What it should really relate to is the relative duration of the RTS frame and the unit of transmission that is lost by a possible collision.   Given that PHY rates can vary a factor of 100,  relating RTS to a unit of octets is not very helpful,  regardless of which container holds those octets.

Futhermore, there are additional reasons to perform RTS/CTS, such as in establishing a TXOP,  or providing protection of later frames encoded using a new encoding.

However, having said how useless it is, we should at least resolve any contradictions in our spec,  which arise from adding:
1. Fragmentation (a really really long time ago)

2. A-MSDU

3. A-MPDU

I recommend that the best outcome is to relate it to PSDU length and being agnostic as to whether the PSDU holds a fragment, a whole MSDU,  and A-MSDU or an A-MPDU.

The changes to achieve this follow:

At 830.20:

	Each fragment and ACK acts as a virtual RTS and CTS;

therefore no further RTS/CTS frames need to be generated after the RTS/CTS that began the frame exchange

sequence even though the PSDUs carrying subsequent fragments may be larger than dot11RTSThreshold.


At 837.50:
	The SSRC shall be reset to 0 when a CTS frame is received in response to an RTS

frame, when a BlockAck frame is received in response to a BlockAckReq frame, when an ACK frame is

received in response to the transmission of a frame in a PSDU of length greater than dot11RTSThreshold containing all or

part of an MSDU or MMPDU, or when a frame with a group address in the Address1 field is transmitted.


At 840.20:
	After transmitting a frame that requires acknowledgment, the STA shall perform the ACK procedure, as

defined in 9.3.2.8. The SRC for an MPDU of type Data or MMPDU and the SSRC shall be incremented every

time transmission of a MAC frame in a PSDU of length less than or equal to dot11RTSThreshold fails for that MPDU of

type Data or MMPDU. This SRC and the SSRC shall be reset when a MAC frame in a PSDU of length less than or equal

to dot11RTSThreshold succeeds for that MPDU of type Data or MMPDU. The LRC for an MPDU of type

Data or MMPDU and the SLRC shall be incremented every time transmission of a MAC frame in a PSDU of length

greater than dot11RTSThreshold fails for that MPDU of type Data or MMPDU. This LRC and the SLRC shall

be reset when a MAC frame in a PSDU of length greater than dot11RTSThreshold succeeds for that MPDU of type Data

or MMPDU. All retransmission attempts for an MPDU of type Data or MMPDU that has failed the ACK

procedure one or more times shall be made with the Retry field set to 1 in the Data or Management type frame.


At 879.40:

	After transmitting a frame that requires an immediate acknowledgment, the STA shall perform either of the

acknowledgment procedures, as appropriate, that are defined in 9.3.2.8 and 9.21.3. The short retry count for an

MSDU or A-MSDU that is not part of a Block Ack agreement or for an MMPDU shall be incremented every

time transmission of a frame in a PSDU of length less than or equal to dot11RTSThreshold fails for that MSDU, AMSDU,

or MMPDU. QSRC[AC] shall be incremented every time transmission of an A-MPDU or frame in a PSDU of

length less than or equal to dot11RTSThreshold fails. This short retry count and the QoS STA QSRC[AC] shall

be reset when an A-MPDU or frame in a PSDU of length less than or equal to dot11RTSThreshold succeeds. The long

retry count for an MSDU or A-MSDU that is not part of a Block Ack agreement or for an MMPDU shall be

incremented every time transmission of a MAC frame in a PSDU of length greater than dot11RTSThreshold fails for that

MSDU, A-MSDU, or MMPDU. QLRC[AC] shall be incremented every time transmission of an A-MPDU or

frame in a PSDU of length greater than or equal to dot11RTSThreshold fails. This long retry count and the QLRC[AC]

shall be reset when an A-MPDU or frame in a PSDU of length greater than dot11RTSThreshold succeeds. All

retransmission attempts for an MPDU that is not sent under a Block Ack agreement and that has failed the

acknowledgment procedure one or more times shall be made with the Retry field set to 1 in the data or

management frame.


At 2134.05:
	This attribute indicates the maximum number of transmission attempts of a

frame, in a PSDU of length that is less than or equal to dot11RTSThreshold,

that are made before a failure condition is indicated.


At 2134.20:
	This attribute indicates the maximum number of transmission attempts of a

frame, in a PSDU of length that is greater than dot11RTSThreshold, that are madebefore a failure condition is indicated."


Proposed Resolution:

Revised.  Relate the parameter to PSDU length as follows by making the changes as shown under CID 358 in 11-12/1229r<latest>.

	39
	1.00
	1
	Commenting is onerous
	Change the 802.11 template to add page numbers at both the top and bottom of every page. Saves 5 sec per CID


Proposed Resolution:

Rejected.   The PDF reader will show somewhere on its user-interface the current “logical” page number.

The editor will endeavour to ensure that these page number match the printed page numbers.

	74
	26.00
	
	The set of bufferable management frames seem to be currently defined only in the definitions clause (3.2, page 26). This type of normative categorization of frame types would be nice to include somewhere in more formal way.
	Consider adding a table of bufferable management frames in 10.2.


Discussion:

The term “bufferable management frame” is part of the ongoing confusion about MMPDUs and frames.

The thing that is buffered is actually an MMPDU.  Depending on how it is delivered, a single buffered MMPDU might be transmitted in multiple Management frames.

This confusion has given rise to misleading statements such as 1015.32:

“NOTE—as the Deauthentication frame is a bufferable MMPDU, the transmission of this frame might be

delayed by the operation of a power-saving protocol. The AID and the PTKSA are maintained (when

applicable) until the frame is acknowledged or attempts to transmit the frame are abandoned.”

However, I don’t see that we can attempt to fix this up all by itself, without addressing the bigger picture (See CID98).  So I don’t propose to resolve this terminological inexactitude at the moment.
Proposed Resolution:

Revised.  Make changes as shown under CID 74 in 11-12/1229r<latest> which achieve the commenter’s intent.

Changes:

At 26.10:

	bufferable management frame: A Management frame that is buffered for delivery according to a power-saving protocol. See 10.2.0a. 




Insert subclause 10.2.0a before 10.2.1:
10.2.0a Bufferable Management frames

Management frames are categorized as bufferable or nonbufferable, as shown in Table 10-x.

Bufferable Mangement frames are eligible to be queued for delivery using a power-saving mechanism.

Non-bufferable Management frames are delivered without reference to a power-saving mechanism.
Table 10-x – Bufferable/nonbufferable classification of Management frames

	Description
	Classification

	An Action, Disassociation, or

Deauthentication frame
	Bufferable

	an individually addressed Probe Response frame that is sent in an IBSS in response to an individually addressed Probe Request frame
	Bufferable

	All other Management frames
	Nonbufferable


	142
	75.00
	
	4.5.4.4 says "This standard does not provide data confidentiality for group addressed robust management frames" but 4.5.4.9 says "Management frame protection protocols in an MBSS apply to [...] group addressed frames indicated as "Group Addressed Privacy" in Table 8-38"
	Amend 4.5.4.4 to give an exception for some group-addressed frames in an MBSS


Proposed Resolution:

Revised.  At the end of the sentence at 75.15 “This standard does not provide data confidentiality for group addressed robust management frames.” add “, except for certain Action frames related to mesh operation,  as indicated in Table 8-38. “
	87
	94.01
	10.4.4.3
	Figure 10-9 (the one added as 10-8a by 11aa) has SME doing the timer (is that correct, it seems odd?), and poor /missing dot notation on the service primitives.
	(Page numbers are from 802.11aa-2012) Fix the dot notations. Consider the timer. (There is no text describing the timer, which would help undertand it.)


Discussion:

This is a comment on 802.11aa, and therefore not properly in scope of this review.  However, it does raise some points we can respond to.

In P802.11REVmc D0.3,   Figure 10-9 (p1140) has been modified to replace the dot notation with an MSC loop notation.   The TS Setup Timer is not strictly necessary, as it illustrates part of the protocol that is outside the scope of this standard.
Figure 10-8 includes an ADDTS timer as part of the MLME operation.  This is incorrect,  because the TIMOUT ResultCode was removed during REVmb.

Proposed Resolution:

Revised.   In D0.3 Figures 10-8 and 10-9,  remove the timers.

	44
	116.00
	6.3.4.2.2
	"Operation" is used in multiple conflicting ways. BSSBasicMCSSet (clause 6) and HT Operation element are for the BSS but HTOperationalMCSSet (clause 6) and the HT Capabilities element are for the STA. Worse, the STA Channel Width field in the HT Operation element is for the BSS not the STA. (BTW, 11ac is using Operation Mode Notification in hte per STA sense)
	Rename the Operational in xxOperational Rate/MCS Set to something else (Activated?). Rename STA Channel Width on p614 to BSS Channel Width. (Bonus: clarify that it is for both the AP and BSS)


Proposed Resolution:

Rejected.   “Operational” can apply to multiple types of operation.   There is no compelling need to find different synonyms to apply to different contexts.
“STA Channel Width” is correct terminology.  It refers to the operating channel width of the STA transmitting the HT Operation element.   1091.15 constrains the values of this field in the case of transmission by an AP so that it is wholly dependent on the SCO field.   But such constraint does not exist in the case of an IBSS, in which case the STA Channel Width field tells us something about the STA’s capabilities as opposed to characteristics of the BSS.

	26
	116.00
	6.3.4.2.2
	The JOIN request has very little purpose for the infrastructure case, as it doesn't cause any frame exchange sequence.In the IBSS case, it starts operation of the STA as a member of the BSS, analoguous to the START.request.Apart from those properties of the BSS that are adopted, the JOIN.request should, at least in the IBSS case, specify the same parameters of the START.request. Specifically this includes all capabilities of the STA.
	Review JOIN.request against START.request, and add any parameters missing from the JOIN that are not inherited from the BSS (i.e. not in the BSSDescription).


Discussion:

The purpose of the JOIN.request is to specify all those parameters that are necessary for IBSS operation, those parameter that might go in a probe request frame,  those parameters that might go in an authentication frame and those parameters that might go in an association request frame that are no specified in the authentication.request and association.request primitives.

Note, this primitive is not relevant to Mesh, as a mesh STA always performs a START.request.

The commenter makes a logical error.   The BSSDescription describes the properties of a discovered BSS, not the properties of the STA performing the JOIN.request.  So an OperationalRateSet field in the BSS Description is the OperationalRateSet of the STA that transmitted the Beacon/ProbeResponse, not of the STA performing the JOIN.req.  The presence of a field in the BSS Description does not excuse the need to have the same field in the JOIN.request describing the STA’s capabilities, if its presence is necessary for “JOIN” operation (i.e., operation in an IBSS, transmitting an authentication frame, transmitting an association frame).
The START.request parameters are:

	START.request Parameter
	Property of the BSS?
	JOIN.request Parameter
	In BSS Description?

	SSID
	Yes
	
	Yes

	SSIDEncoding  (see notes below)
	Yes
	
	No

	BSSType
	Yes
	
	Yes

	BeaconPeriod
	Yes
	
	Yes

	DTIMPeriod
	Yes
	
	Yes

	CF parameter set
	Yes
	
	Yes

	PHY parameter set
	Yes
	
	Yes

	IBSS parameter set
	Yes
	
	Yes

	ProbeDelay
	No
	ProbeDelay
	No

	CapabilityInformation
	No
	<missing>
	Yes

	BSSBasicRateSet
	Yes
	
	Yes

	OperationalRateSet
	No
	OperationalRateSet
	Yes

	Country
	Yes
	
	Yes

	IBSS DFS Recovery Interval
	Yes
	
	Yes

	EDCAParameterSet
	Yes
	
	Yes

	DSERegisteredLocation
	Yes
	
	Yes

	HT Capabilities
	No
	<missing>
	Yes

	HT Operation
	Yes
	
	Yes

	BSSMembershipSelectorSet
	Yes
	
	Yes

	BSSBasicMCSSet
	Yes
	
	Yes

	HTOperationalMCSSet
	No
	HTOperationalMCSSet
	Yes

	Extended Capabilities
	No
	<missing>
	Yes

	20/40 BSS Coexistence
	No
	<missing>
	Yes

	Overlapping BSS Scan Parameters
	Yes
	
	Yes

	MultipleBSSID
	Yes
	
	Yes

	InterworkingInfo
	No
	<missing>
	No

	AdvertismentProtocolInfo
	No
	<missing>
	No

	RoamingConsortiumInfo
	Yes
	
	No

	Mesh ID
	Yes
	
	Yes

	Mesh Configuration
	Mixture of BSS and STA
	
	Yes

	
	
	Join Failure Timeout
	


Let’s discuss some possible anomalies here:

1. SSIDEncoding describes the encoding of an accompanying SSID.  Affects the setting of a bit in the Extended Capabilities subfield in Beacon and Probe Response frames.  That subfield is used to affect the interpretation of the received SSID: 478.50 “the SSID is interpreted using UTF-8 encoding.”

a. Question is where is this “interpretation”?   In the MLME, or the SME?

b. But this parameter only affects the setting of a bit in the Extended Capabilities element,  and we also have an Extended Capabilities parameter.   So the presence of this as a separate parameter performs no purpose.

c. Recommended change:   Delete the SSIDEncoding parameter and fix up any references to it.

2. CapabilityInformation, HT Capabilities and Extended capabilities should be added to the JOIN.request.

3. 20/40 BSS Coexistence should be added.  Note,  see 113.30,  which clarifies that this element is not adopated.

4. InterworkingInfo and AdvertisementProtocolInfo may be transmitted by non-AP STAs.  Should be added.

5. Join Failure Timeout in the JOIN.request is an anomaly.   REVmb removed the TIMEOUT StatusCode (probably wrongly).

a. At 981.32: “If the JoinFailureTimeout timer expires prior to the receipt of a Beacon frame from the BSS, the MLME shall issue an MLME-JOIN.confirm primitive indicating the operation was unsuccessful.”

b. So arguably we’re OK.  In the interests of conservatism, will leave it there.

c. Add a TIMEOUT value to the ResultCode parameter.

Proposed Resolution:

Revised.

At 147.55, delete the “SSIDEncoding” parameter, and entry from parameter table.

At 151.33, delete “If an MLME receives an MLME-START.request primitive with the SSIDEncoding parameter value UTF8, the MLME shall set the UTF-8 SSID subfield of the Extended Capabilities element to one in Beacon and Probe Response frames.”

At 478.55, delete “NOTE—This is true for Beacon and Probe Response frames when the MLME-START.request primitive was issued with the SSIDEncoding parameter equal to UTF8.”


At 117.20,  add a TIMEOUT value to the ResultCode enumeration.
At 116.10,  add the following parameters,  copying to the parameter table the matching entry from the START.request:

· Capability Information
· HT Capabilities

· Extended Capabilities

· 20/40 BSS Coexistence

· InterworkingInfo

· AdvertisementProtocolInfo

	90
	180.23
	6.3.26.6.2
	Get rid of all TIMEOUT and UNSPECIFIED_FAILURE ReasonCode values, unless there is discussion of them explicit in the protocol/behavior (and then give them a descriptive name)
	Get rid of all TIMEOUT and UNSPECIFIED_FAILURE ReasonCode values, unless there is discussion of them explicit in the protocol/behavior (and then give them a descriptive name)


Discussion:

We agreed to do this in REVmb days.   Any remaining such ReasonCodes are either a failure in REVmb,  or were washed up on the tide of later amendments.

However, this work revealed that we have a related problem with ADDBA.request/confirm.
The ADDBA.request has a parameter that is a timeout value (BlockAckTimeout).   The 10.5 text related to timeouts refers to a MIB variable dot11ADDBAFailureTimeout that does not exist.   The same text refers to a TIMEOUT code.  To make matters worse,  there is normative text relating to this non-existent MIB variable.  The timeout is also implicitly referred to from Figure 10-12.

At 1032.50:

	If the initiating STA is an HT STA, is a member of an IBSS, and has no other existing Block Ack

agreement with the recipient STA, then the initiating STA shall transmit a Probe Request frame to

the recipient STA and shall not transmit an ADDBA Request frame unless it receives a Probe

Response frame from the recipient within dot11ADDBAFailureTimeout.


At 1034.40:

	If there is no response from the recipient within dot11ADDBAFailureTimeout, the STA has not

established a Block Ack mechanism with the recipient STA; and the MLME shall issue an MLMEADDBA.

confirm primitive with a result code of TIMEOUT.


Straw poll: (yes/no votes for each)
· Keep the timeout parameter, fix references to wrong name.  Restore TIMEOUT result code.
· Delete the timeout parameter,  delete cited text below and fix Figure 10-12.
· We don’t care. Do nothing

There are no other instances of TIMEOUT that need to be addressed.

There is one instance of a locally-generated UNSPECIFIED_FAILURE on p159.
Proposed Resolution:

Revised.

At 159.08 and 20 delete the “ResultCode” parameter entirely.
At 159.30 delete “evaluates the result code and, if appropriate,”

	182
	406.00
	
	"STA contained in the AP" is occasionally used
	Change such expressions to just "STA", since the general consensus seems to be that an AP is a STA rather than containing a STA


Discussion:

Disagree with the commenters assertion:  “general consensus seems to be that an AP is a STA rather than containing a STA”
Having discussed this with Mark Hamilton,  I am persuaded by his argument that an AP includes a STA,  and may include other architectural entities such as an interface to the DS.  Figure 4-6 illustrates this,  inasmuch as the AP box containing STA3 has STA3 as a part of the box,  rather than filling it entirely.

Proposed Resolution:

Rejected.  An AP contains a STA, and it may also contain other 802.11 architectural entities,  such as a portal.

	226
	1504.00
	
	The DSSS PHY and the HR/DSSS PHY are basically twins
	Merge the DSSS PHY and the HR/DSSS PHY


Discussion:

This is a lot of work,  and to what benefit?

Proposed Resolution:
Rejected.  The commenter does not indicate specific changes that would satisfy the comment.
	32
	1504.00
	16
	MAC protection for 11b-only devices is pure poison
	Deprecate 1/2/5.5/11-only devices. WE can continue ot allow 1/2/5.5/11 as a PHY (for range/low PAPR) but only if coupled to an 11a/g PHY.


Discussion:

I understand the commenter’s concern.   Question is whether we need to do anything about it.

Proposed Resolution:

Rejected.  An AP can avoid the “pure poison” by excluding these rates from the Basic Rate Set and by avoiding the use of protection mechanisms for non-ERP receivers.
	67
	1902.00
	C.3
	dot11MitigationRequirement is defined here, but it is not referenced anywhere in the standard outside Annex C. This was the way this was added in 802.11h. I would assume this is related to the mitigation mechanism discussed in the context of TPC, but it is unclear whether dot11MitigtationRequirement is really needed or appropriate as a single value (wouldn't it be possible for there to be per-frequency rules that may differ between regulatory domains or even within one?).
	Remove dot11MitigationRequirement.


Discussion:

Agree that there is no normative use of this variable.   There is text referring to “mitigation requirement”,  but this appears to be used as a general term,  not the value of  a MIB variable.

Further, mitigation requirements are a function of regulation.  They must be known and followed by the STAs whose behaviour determines compliance to a regulatory requirement, in order to achieve approval.   

Proposed Resolution:
Accepted.

	113
	2134.00
	C.3
	aPSDUMaxLength is not relevant to fragmentation (because you errors in one MPDU in an A-MPDU do not to a first approximation cause problems for the other MPDUs in that A-MPDU (cf. A-MSDU))
	Delete the references to aPSDUMaxLength from the description of dot11FragmentationThreshold


Discussion:
There is no current PHY where an aPSDUMaxLength constraint has an effect.
The question is whether we are ever likely to create a PHY that could not transport the largest defined Data MPDU length (i.e,  aPSDUMaxLength < aMPDUMaxLength).  I think this very unlikely.

If we did invent such a PHY,  it would be the responsibility of that project to modify the language at the cited location to suit the new circumstances.

Proposed resolution:

Accepted.

	1
	2307.00
	G
	Frame exchange sequences do not show Mesh operation
	Add mesh frame exchange sequences where not already adequately covered.


Proposed Resolution:

Rejected.  The commenter does not indicate specific changes that would satisfy the comment.

	188
	2307.00
	G
	Annex G does not cover all HT sequences
	Extend Annex G to cover all HT sequences. Otherwise deprecate it, but make sure it's not the only place where some rule or other is expressed


Discussion:

The 802.11n sequence are largely complete.   AFAIK, it is only the aspect of Beamforming training that is not fully covered.   And it may be that this is indeed covered, although I haven’t done the work to show this.

We have normative references to Annex G.  In REVmb days, Annex G was for a time informative.  Then we discovered the normative references, and so we made it normative.   Any change to deprecate Annex G would necessarily require that it be made informative and any normative references removed.

Proposed Resolution:

Rejected.  The commenter does not indicate specific changes that would satisfy the comment.
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�The “or joining” is not strictly necessary to resolve this comment.  However,  because resolution of another comment adds these parameters to the MLME-JOIN.request,  the same issue obtains and we might as well kill two stones with one turkey.


�This statement makes little sense.   OFDM does not coexist with the DSSS or HR PHY signals in any meaningful way.


�Check is any other comment has introduced generic conventions that make this point.  If so, don’t include this phrase.


�Redundant spec,  because already covered by ERP6.


�This leaves a rather useless parameter.   We could also delete it.


�Not sure if this change is helpful.
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6. Layer management


6.1 Overview of management model


Both the MAC sublayer and PHY conceptually include management entities, called MLME and PLME,
respectively. These entities provide the layer management service interfaces through which layer
management functions are invoked.


In order to provide correct MAC operation, an SME is present within each STA. The SME is a layer-
independent entity that resides in a separate management plane or resides “off to the side.” Some of the
functions of the SME are specified in this standard. Typically this entity is responsible for such functions as
the gathering of layer-dependent status from the various layer management entities (LMEs), and similarly
setting the value of layer-specific parameters. The SME would typically perform such functions on behalf of
general system management entities and would implement standard management protocols. Figure 4-14
(Portion of the ISO/IEC basic reference model covered in this standard) (in 4.9 (Reference model)) depicts
the relationship among management entities.


The various entities within this model interact in various ways. Certain of these interactions are defined
explicitly within this standard, via a SAP across which defined primitives are exchanged. This definition
includes the GET and SET operations between MLME, PLME and SME as well as other individually
defined service primitives, represented as double arrows within Figure 6-1 (GET and SET operations). Other
interactions are not defined explicitly within this standard, such as the interfaces between the MAC and
MLME and between the PLME and PLCP and PMD; the specific manner in which these MAC and PHY
LMEs are integrated into the overall MAC sublayer and PHY is not specified within this standard.


The management SAPs within this model are the following:


— SME-MLME SAP


— SME-PLME SAP


— MLME-PLME SAP


The latter two SAPs support identical primitives, and in fact might be viewed as a single SAP (called the
PLME SAP) that is used either directly by MLME or by SME. In this fashion, the model reflects what is


Figure 6-1—GET and SET operations
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anticipated to be a common implementation approach in which PLME functions are controlled by the
MLME (on behalf of SME). 


6.2 Generic management primitives


The management information specific to each layer is represented as a MIB for that layer. The MLME and
PLME are viewed as “containing” the MIB for that layer. The generic model of MIB-related management
primitives exchanged across the management SAPs is to allow the SAP user-entity to either GET the value
of a MIB attribute, or to SET the value of a MIB attribute. The invocation of a SET.request primitive might
require that the layer entity perform certain defined actions.


Figure 6-1 (GET and SET operations) depicts these generic primitives.


The GET and SET primitives are represented as REQUESTs with associated CONFIRM primitives. These
primitives are prefixed by MLME or PLME depending upon whether the MAC sublayer or PHY
management SAP is involved. In the following, XX denotes MLME or PLME:


XX-GET.request(MIBattribute)
Requests the value of the given MIBattribute. 


XX-GET.confirm(status, MIBattribute, MIBattributevalue)
Returns the appropriate MIB attribute value if status = “success,” otherwise returns an error indica-
tion in the Status field. Possible error status values include “invalid MIB attribute” and “attempt to
get write-only MIB attribute.”


XX-SET.request(MIBattribute, MIBattributevalue)
Requests that the indicated MIB attribute be set to the given value. If this MIBattribute implies a
specific action, then this requests that the action be performed.


XX-SET.confirm(status, MIBattribute)
If status = “success,” this confirms that the indicated MIB attribute was set to the requested value;
otherwise it returns an error condition in status field. If this MIBattribute implies a specific action,
then this confirms that the action was performed. Possible error status values include “invalid MIB
attribute” and “attempt to set read-only MIB attribute.” 


Additionally, there are certain requests that can be invoked across a given SAP that do not involve the
setting or getting of a specific MIB attribute. One of these is supported by each SAP, as follows:


— XX-RESET.request: where XX is MLME or PLME as appropriate


This service is used to initialize the management entities, the MIBs, and the datapath entities. It might
include a list of attributes for items to be initialized to nondefault values.


Other SAP-specific primitives are identified in 6.3 (MLME SAP interface).


6.3 MLME SAP interface


6.3.1 Introduction


The services provided by the MLME to the SME are specified in this subclause. These services are
described in an abstract way (following the model described in ITU-T Recommendation X.210 [B50]) and
do not imply any particular implementation or exposed interface. MLME SAP primitives are of the general
form ACTION.request followed by ACTION.confirm (for an exchange initiated by the SAP client) and
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ACTION.indication followed by ACTION.response (for an exchange initiated by the MLME). The SME
uses the services provided by the MLME through the MLME SAP.


6.3.2 Power management


6.3.2.1 Introduction


This mechanism supports the process of establishment and maintenance of the power management mode of
a STA.


6.3.2.2 MLME-POWERMGT.request


6.3.2.2.1 Function


This primitive requests a change in the power management mode.


6.3.2.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-POWERMGT.request(


PowerManagementMode,
WakeUp,
ReceiveDTIMs
)


6.3.2.2.3 When generated


This primitive is generated by the SME to implement the power-saving strategy of an implementation.


6.3.2.2.4 Effect of receipt


This request sets the STA’s power management parameters. The MLME subsequently issues a MLME-
POWERMGT.confirm primitive that reflects the results of the power management change request.


6.3.2.3 MLME-POWERMGT.confirm


6.3.2.3.1 Function


This primitive confirms the change in power management mode.


Name Type Valid range Description


PowerManagementMode Enumeration ACTIVE,
POWER_SAVE


An enumerated type that describes the desired 
power management mode of the STA.


WakeUp Boolean true, false When true, the MAC is forced immediately into 
the Awake state. This parameter has no effect if 
the current power management mode is 
ACTIVE.


ReceiveDTIMs Boolean true, false When true, this parameter causes the STA to 
awaken to receive all DTIM frames. When 
false, the STA is not required to awaken for 
every DTIM frame.
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6.3.2.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-POWERMGT.confirm(


ResultCode
)


6.3.2.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-POWERMGT.request primitive to
establish a new power management mode. It is not generated until the change has completed as defined in
10.2.1 (Power management in an infrastructure network). 


6.3.2.3.4 Effect of receipt


The SME is notified of the change of power management mode.


6.3.3 Scan


6.3.3.1 Introduction


This mechanism supports the process of determining the characteristics of the available BSSs.


6.3.3.2 MLME-SCAN.request


6.3.3.2.1 Function


This primitive requests a survey of potential BSSs that the STA can later elect to try to join.


6.3.3.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-SCAN.request(


BSSType,
BSSID,
SSID,
ScanType,
ProbeDelay,
ChannelList,
MinChannelTime,
MaxChannelTime,
RequestInformation,
SSID List,
ChannelUsage,
AccessNetworkType,
HESSID,
MeshID,
VendorSpecificInfo
)


Name Type Valid range Description


ResultCode Enumeration SUCCESS,
NOT_SUPPORTED


Indicates the result of the 
MLME-POWERMGT.request.
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6.3.3.2.3 When generated


This primitive is generated by the SME for a STA to determine if there are other BSSs that it can join.


6.3.3.2.4 Effect of receipt


This request initiates the scan process when the current frame exchange sequence is completed.


Name Type Valid range Description


BSSType Enumeration INFRASTRUCTURE,
INDEPENDENT,
MESH, ANY_BSS


Determines whether infrastructure BSS, 
IBSS, MBSS, or all, are included in the 
scan.


BSSID MACAddress Any valid individual or 
broadcast MAC address


Identifies a specific or wildcard BSSID.


SSID Octet string 0–32 octets Specifies the desired SSID or the wildcard 
SSID.


ScanType Enumeration ACTIVE,
PASSIVE


Indicates either active or passive 
scanning.


ProbeDelay Integer N/A Delay (in microseconds) to be used prior 
to transmitting a Probe frame during 
active scanning.


ChannelList Ordered set of 
integers


Each channel is selected 
from the valid channel 
range for the appropriate 
PHY and carrier set.


Specifies a list of channels that are 
examined when scanning for a BSS.


MinChannelTime Integer N/A The minimum time (in TU) to spend on 
each channel when scanning.


MaxChannelTime Integer ≥ MinChannelTime The maximum time (in TU) to spend on 
each channel when scanning.


RequestInformation As defined in 
8.4.2.13 (Request 
element)


As defined in 8.4.2.13 
(Request element)


This element is optionally present if 
dot11RadioMeasurementActivated is true 
and is placed in a Probe Request frame to 
request that the responding STA include 
the requested information in the Probe 
Response frame.


SSID List A set of SSID 
Element


As defined in 8.4.2.2 
(SSID element).


One or more SSID elements that are 
optionally present when 
dot11MgmtOptionSSIDListActivated is 
true.


ChannelUsage A set of Channel 
Usage element


As defined in 8.4.2.88 
(Channel Usage 
element)


Specifies request types for the Channel 
Usage request.


AccessNetworkTyp
e


As defined in 
Table 8-177 
(Access network 
type)


0 to 15 Specifies a desired specific access 
network type or the wildcard access 
network type. This field is present when 
dot11InterworkingServiceActivated is 
true.


HESSID MAC Address Any valid individual 
MAC address or the 
broadcast MAC address


Specifies the desired specific HESSID 
network identifier or the wildcard network 
identifier. This field is present when 
dot11InterworkingServiceActivated is 
true.


Mesh ID Octet string 0–32 octets Only present if BSSType = MESH or 
BSSType = ANY_BSS. Specifies the 
desired Mesh ID or wildcard Mesh ID.


VendorSpecificInfo A set of elements As defined in 8.4.2.28 
(Vendor Specific 
element)


Zero or more elements.
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6.3.3.3 MLME-SCAN.confirm


6.3.3.3.1 Function


This primitive returns the descriptions of the set of BSSs detected by the scan process.


6.3.3.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-SCAN.confirm(


BSSDescriptionSet,
BSSDescriptionFromMeasurementPilotSet,
ResultCode,
VendorSpecificInfo
)


Each BSSDescription consists of the elements shown in the following table, in which the term peer STA
refers to the STA transmitting the Beacon frame or Probe Response frame from which the BSSDescription
was determined and the term local STA refers to the STA performing the scan, and in which the “IBSS
adoption” column indicates whether


a) This parameter is adopted by a STA that is joining an IBSS.


b) This parameter is adopted by a STA that is a member of an IBSS that receives a beacon from a STA
that is a member of the same IBSS and that has a timestamp value that is greater than the local TSF
value (see 10.1.5 (Adjusting STA timers)).


Name Type Valid range Description


BSSDescriptionSet Set of 
BSSDescriptions


N/A The BSSDescriptionSet is returned to 
indicate the results of the scan request. It 
is a set containing zero or more instances 
of a BSSDescription.


BSSDescriptionFrom
MeasurementPilotSet 


Set of BSS
DescriptionFrom
MeasurementPilots


N/A The 
BSSDescriptionFromMeasurementPilotS
et is returned to indicate the results of the 
scan request derived from measurement 
pilots. It is a set containing zero or more 
instances of a BSSDescriptionFrom-
MeasurementPilot. Present only if the 
value of 
dot11RMMeasurementPilotActivated is 
nonzero; otherwise not present(#28).


ResultCode Enumeration SUCCESS,
NOT_SUPPORTED


Indicates the result of the MLME-
SCAN.confirm primitive.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description IBSS adoption 


BSSID MACAddress N/A The BSSID of the found BSS 
or the MAC address of the 
found mesh STA.


Adopt


SSID Octet string 0–32 octets The SSID of the found BSS. Adopt


BSSType Enumeration INFRASTRUCT
URE,
INDEPENDENT
, MESH


The type of the found BSS. Adopt
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Beacon Period Integer N/A The Beacon period (in TU) of 
the found BSS if the BSSType 
is not MESH, or of the found 
mesh STA if the BSSType = 
MESH.


Adopt


DTIM Period Integer As defined in 
8.4.2.7 (TIM 
element)


The DTIM period (in beacon 
periods) of the BSS if the 
BSSType is not MESH, or of 
the mesh STA if the BSSType 
= MESH.


Adopt


Timestamp Integer N/A The timestamp of the received 
frame (probe response/beacon) 
from the found BSS.


Adopt


Local Time Integer N/A The value of the local STA’s 
TSF timer at the start of 
reception of the first octet of 
the timestamp field of the 
received frame (probe response 
or beacon) from the found 
BSS.


Do not adopt


PHY Parameter Set As defined in 
frame format 
or according 
to the relevant 
PHY clause.


As defined in 
frame format or 
according to the 
relevant PHY 
clause.


The parameter sets relevant to 
the PHY from the received 
Beacon or Probe Response 
frame. If no PHY Parameter 
Set element is present in the 
received frame, this parameter 
contains the channel number 
on which the frame was 
received. Valid channel 
numbers are defined in the 
relevant PHY clause.


Adopt


CF Parameter Set CF Parameter 
Set element


As defined in 
8.4.2.6 (CF 
Parameter Set 
element)


The parameter set for the CF 
periods, if found BSS supports 
CF mode.


Do not adopt


IBSS Parameter 
Set


IBSS 
Parameter Set 
element


As defined in 
8.4.2.8 (IBSS 
Parameter Set 
element)


The parameter set for the 
IBSS, if found BSS is an IBSS.


Adopt


CapabilityInformat
ion


Capability 
Information 
field


As defined in 
8.4.1.4 
(Capability 
Information 
field)


The advertised capabilities of 
the BSS.


Do not adopt


BSSBasicRateSet Set of integers 1–127 inclusive 
(for each integer 
in the set)


The set of data rates that shall 
be supported by all STAs that 
desire to join this BSS.


Adopt


OperationalRateSe
t


Set of integers 1–127 inclusive 
(for each integer 
in the set)


The set of data rates that the 
peer STA desires to use for 
communication within the 
BSS. This set is a superset of 
the rates contained in the 
BSSBasicRateSet parameter.


Do not adopt


Name Type Valid range Description IBSS adoption 
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Country As defined in 
the Country 
element


As defined in the 
Country element


The information required to 
identify the regulatory domain 
in which the peer STA is 
located and to configure its 
PHY for operation in that 
regulatory domain.
Present only if TPC 
functionality is required, as 
specified in 10.8 (TPC 
procedures), or 
dot11MultiDomainCapability
Activated is true or 
dot11RadioMeasurementActiv
ated is true; otherwise not 
present(#28).


Adopt


IBSS DFS 
Recovery Interval


Integer 1–255 The time interval that is used 
for DFS recovery.


Present only if DFS 
functionality is required, as 
specified in 10.9 (DFS 
procedures). and 
Present only if BSSType = 
INDEPENDENT; otherwise 
not present(#28).


Adopt


RSN RSN element 
(RSNE)


As defined in 
8.4.2.27 (RSNE)


A description of the cipher 
suites and AKM suites 
supported in the BSS.


Do not adopt


Load BSS Load 
element


As defined in 
8.4.2.30 (BSS 
Load element)


The values from the BSS Load 
element if such an element was 
present in the probe response 
or Beacon frame, else null.


Do not adopt


EDCAParameterSe
t


EDCA 
Parameter Set 
element


As defined in 
8.4.2.31 (EDCA 
Parameter Set 
element)


The values from the EDCA 
Parameter Set element if such 
an element was present in the 
probe response or Beacon 
frame, else null.


Adopt


QoSCapability QoS 
Capability 
element


As defined in 
8.4.2.37 (QoS 
Capability 
element)


The values from the QoS 
Capability element if such an 
element was present in the 
probe response or Beacon 
frame, else null.


Adopt


AP Channel Report AP Channel 
Report 
element


As defined in 
8.4.2.38 (AP 
Channel Report 
element)


The values from the AP 
Channel Report element if 
such an element was present in 
the probe response or Beacon 
frame, else null.


Adopt


BSS Average 
Access Delay 


BSS Average 
Access Delay 
element


As defined in 
8.4.2.41 (BSS 
Average Access 
Delay element)


The values from the BSS 
Average Access Delay element 
if such an element was present 
in the probe response or 
Beacon frame, else null.


Adopt


Antenna Antenna 
element


As defined in 
8.4.2.42 
(Antenna 
element)


The values from the Antenna 
element if such an element was 
present in the probe response 
or Beacon frame, else null.


Adopt


Name Type Valid range Description IBSS adoption 
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BSS Available 
Admission 
Capacity 


BSS 
Available 
Admission 
Capacity 
element


As defined in 
8.4.2.45 (BSS 
Available 
Admission 
Capacity 
element)


The values from the BSS 
Available Admission Capacity 
element if such an element was 
present in the probe response 
or Beacon frame, else null.


Adopt


BSS AC Access 
Delay 


BSS AC 
Access Delay 
element


As defined in 
8.4.2.46 (BSS 
AC Access 
Delay element)


The values from the BSS AC 
Access Delay element if such 
an element was present in the 
probe response or Beacon 
frame, else null.


Adopt


Measurement Pilot 
Transmission 
Information 


Measurement 
Pilot 
Transmission 
element


As defined in 
8.4.2.44 
(Measurement 
Pilot 
Transmission 
element) 


The values from the 
Measurement Pilot 
Transmission element if such 
an element was present in the 
probe response or Beacon 
frame, else null.


Adopt


Multiple BSSID As defined in 
Multiple 
BSSID 
element


As defined in 
8.4.2.48 
(Multiple BSSID 
element)


The values from the Multiple 
BSSID element if such an 
element was present in the 
probe response or Beacon 
frame, else null.


Do not adopt


RM Enabled 
Capabilities 


RM Enabled 
Capabilities 
element


As defined in 
8.4.2.47 (RM 
Enabled 
Capabilities 
element)


The values from the RM 
Enabled Capabilities element if 
such an element was present in 
the probe response or Beacon 
frame, else null.


Adopt


RCPIMeasurement Integer As defined in 
16.4.8.6 
(Received 
Channel Power 
Indicator 
Measurement), 
or 18.3.10.7 
(Received 
Channel Power 
Indicator 
Measurement), 
or 17.4.8.6 
(Received 
Channel Power 
Indicator 
Measurement)


The RCPI of the received 
frame. 


Adopt


RSNIMeasurement Integer As defined in 
8.4.2.43 (RSNI 
element)


The RSNI of the received 
frame. 


Adopt


Requested 
elements 


Set of 
elements 


As defined in 
8.4.1.35 (Target 
Channel)


Elements requested by the 
Request element of the Probe 
Request frame.


Adopt


DSERegisteredLoc
ation


DSE 
Registered 
Location 
element


As defined in 
8.4.2.54 (DSE 
Registered 
Location 
element)


The information from the DSE 
Registered Location element, if 
such a field is present in Probe 
Response or Beacon, else null. 
Present only if DSE 
functionality is required, as 
specified in 10.12 (DSE 
procedures), or 
dot11LCIDSERequired is true; 
otherwise not present(#28).


Adopt


Name Type Valid range Description IBSS adoption 
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HT Capabilities As defined in 
frame format


As defined in 
8.4.2.58 (HT 
Capabilities 
element)


The values from the HT 
Capabilities element if such an 
element was present in the 
Probe Response or Beacon 
frame, else null.
The parameter is optionally 
present only if 
dot11HighThroughputOptionI
mplemented is true; otherwise 
not present(#28).


Do not adopt


HT Operation As defined in 
frame format


As defined in 
8.4.2.59 (HT 
Operation 
element)


The values from the HT 
Operation element if such an 
element was present in the 
Probe Response or Beacon 
frame, else null.
The parameter is optionally 
present only if 
dot11HighThroughputOptionI
mplemented is true; otherwise 
not present(#28).


Adopt


BSSMembershipS
electorSet


Set of integers A value from 
Table 8-56 (BSS 
membership 
selector value 
encoding) for 
each member of 
the set


The BSS membership selectors 
that represent the set of 
features that shall be supported 
by all STAs to join this BSS.


Adopt


BSSBasicMCSSet Set of integers Each member of 
the set takes a 
value in the 
range 0 to 76, 
representing an 
MCS index value


The set of MCS values that 
shall be supported by all HT 
STAs to join this BSS. The 
STA that is creating the BSS 
shall be able to receive and 
transmit at each of the MCS 
values listed in the set.


Adopt


HTOperationalMC
SSet 


Set of integers Each member of 
the set takes a 
value in the 
range 0 to 76, 
representing an 
MCS index value


The set of MCS values that the 
peer STA desires to use for 
communication within the 
BSS. 


The STA shall be able to 
receive at each of the data rates 
listed in the set. 


This set is a superset of the 
MCS values contained in the 
BSSBasicMCSSet parameter.


Do not adopt


Extended 
Capabilities


As defined in 
frame format


As defined in 
8.4.2.29 
(Extended 
Capabilities 
element)


Specifies the parameters within 
the Extended Capabilities 
element that are supported by 
the MAC entity.


Do not adopt


20/40 BSS 
Coexistence


As defined in 
frame format


As defined in 
8.4.2.62 (20/40 
BSS Coexistence 
element)


Specifies the parameters within 
the 20/40 BSS Coexistence 
element that are indicated by 
the MAC entity. 
The parameter is present if 
dot112040BSSCoexistence-
ManagementSupport is true.


Do not adopt


Name Type Valid range Description IBSS adoption 
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Overlapping BSS 
Scan Parameters


As defined in 
frame format


As defined in 
8.4.2.61 
(Overlapping 
BSS Scan 
Parameters 
element)


Specifies the parameters within 
the Overlapping BSS Scan 
Parameters element that are 
indicated by the MAC entity. 
This parameter is optionally 
present if 
dot11FortyMHzOptionImplem
ented is true and is not present 
if 
dot11FortyMHzOptionImplem
ented is false. 


Adopt


FMSDescriptor FMS 
Descriptor 
element


As defined in 
8.4.2.77 (FMS 
Descriptor 
element)


The values from the FMS 
Descriptor element if such an 
element was present in the 
Probe Response or Beacon 
frame, else null.


Do not adopt


QoSTrafficCapabil
ity


QoS Traffic 
Capability 
element


As defined in 
8.4.2.80 (QoS 
Traffic 
Capability 
element)


The values from the QoS 
Traffic Capability element if 
such an element was present in 
the Probe Response or Beacon 
frame, else null.


Do not adopt


ChannelUsage A set of 
Channel 
Usage 
element


As defined in 
8.4.2.88 
(Channel Usage 
element)


Specifies parameters for the 
Channel Usage.


Do not adopt


TimeAdvertisemen
t


Time 
Advertisemen
t element


As defined in 
8.4.2.63 (Time 
Advertisement 
element)


The values from the Time 
Advertisement element if such 
an element was present in the 
Probe Response or Beacon 
frame, else null.


Do not adopt


TimeZone Time Zone 
element


As defined in 
8.4.2.89 (Time 
Zone element)


The values from the Time Zone 
element if such an element was 
present in the Probe Response 
or Beacon frame, else null.


Do not adopt


MeshID Mesh ID 
element


As defined in 
8.4.2.101 (Mesh 
ID element)


The value of MeshID element 
if such element was present in 
the probe response or Beacon 
frame, else null.


Do not adopt


MeshConfiguratio
n


Mesh 
Configuration 
element


As defined in 
8.4.2.100 (Mesh 
Configuration 
element)


The values from the Mesh 
Configuration element if such 
an element was present in the 
probe response or Beacon 
frame, else null.


Do not adopt


Mesh Awake 
Window


Mesh Awake 
Window 
element


As defined in 
8.4.2.106 (Mesh 
Awake Window 
element)


The values from the Mesh 
Awake Window element if 
such an element was present in 
the Probe response or Beacon 
frame, else null.


Do not adopt


BeaconTiming Beacon 
Timing
element


As defined in 
8.4.2.107 
(Beacon Timing 
element)


The values from the Beacon 
Timing element if such an 
element was present in the 
Probe response or Beacon 
frame, else null.


Do not adopt


MCCAOP 
Advertisement 
Overview


MCCAOP 
Advertisemen
t Overview 
element


As defined in 
frame format


The values from the Beacon 
Timing element if such an 
element was present in the 
Probe response or Beacon 
frame, else null.


Do not adopt


Name Type Valid range Description IBSS adoption 
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Each BSSDescriptionFromMeasurementPilot consists of the following elements, in which the term peer
STA refers to the STA transmitting the Measurement Pilot frame from which the BSSDescription was
determined and the term local STA refers to the STA performing the scan: 


MCCAOP 
Advertisement


MCCAOP 
Advertisemen
t


As defined in 
frame format


The values from the Beacon 
Timing element if such an 
element was present in the 
Probe response or Beacon 
frame, else null.


Do not adopt


QMFPolicy(11ae) QMF Policy 
element


As defined in 
8.4.2.122 (Quali-
ty-of-Service 
Management 
Frame Policy ele-
ment(11ae)) 


The values from the QMF 
Policy element if such an 
element was present in the 
Probe Response or Beacon 
frame, else null.


Do not adopt


QLoad 
Report(11aa)


As defined in 
frame format


As defined in 
8.4.2.125 
(QLoad Report 
element (11aa))


The values from the QLoad 
Report element if such an 
element was present in the 
Probe (#99)Response frame, 
else null. 


Do not adopt.


Name Type Valid range Description


BSSID MACAddress N/A The BSSID of the found BSS.


BSS Type Enumeration INFRASTRUCT
URE


The type of the found BSS.


Local Time Integer N/A The value of the local STA’s TSF timer at the 
start of reception of the first octet of the 
timestamp field of the received frame from the 
found BSS.


Condensed Capability 
Information


Condensed 
Capability 
Information 
field


As defined in 
8.5.8.3 
(Measurement 
Pilot frame 
format)


The advertised condensed capabilities of the 
BSS.


Condensed Country 
String


Condensed 
Country String 
field


As defined in 
8.5.8.3 
(Measurement 
Pilot frame 
format)


Together with the Operating Class, the 
information required to identify the regulatory 
domain in which the peer STA is located and to 
configure its PHY for operation in that 
regulatory domain.


Operating Class Operating Class 
field


The field is 
defined in 
8.5.8.3 
(Measurement 
Pilot frame 
format), valid 
values for the 
field are defined 
in Annex E. 


Together with the Condensed Country String, 
the information required to identify the 
regulatory domain in which the peer STA is 
located and to configure its PHY for operation 
in that regulatory domain.


Channel Channel field The field is 
defined in 
8.5.8.3 
(Measurement 
Pilot frame 
format), valid 
values for the 
field are defined 
in Annex E. 


The operating channel of the BSS indicated in 
the received frame


Name Type Valid range Description IBSS adoption 
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6.3.3.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-SCAN.request primitive to ascertain the
operating environment of the STA. 


6.3.3.3.4 Effect of receipt


The SME is notified of the results of the scan procedure.


Measurement Pilot 
Interval


Measurement 
Pilot Interval 
field


As defined in 
8.5.8.3 
(Measurement 
Pilot frame 
format) 


The Measurement Pilot interval of the BSS 
indicated in the received frame


Multiple BSSID element Multiple BSSID 
element


As defined in 
8.4.2.48 
(Multiple 
BSSID element)


Indicates that the BSS is within a Multiple 
BSSID Set (see 10.11.14 (Multiple BSSID 
Set)). The range of BSSIDs is determined by 
the BSSID and 
Multiple BSSID element.


PHY Type Integer As defined in 
Annex C


The dot11PHYType of the received frame.


RCPIMeasurement Integer As defined in 
16.4.8.6 
(Received 
Channel Power 
Indicator 
Measurement), 
or 18.3.10.7 
(Received 
Channel Power 
Indicator 
Measurement), 
or 17.4.8.6 
(Received 
Channel Power 
Indicator 
Measurement)


The RCPI of the received frame. 


RSNIMeasurement Integer As defined in 
16.4.8.6 
(Received 
Channel Power 
Indicator 
Measurement), 
or 18.3.10.7 
(Received 
Channel Power 
Indicator 
Measurement), 
or 17.4.8.6 
(Received 
Channel Power 
Indicator 
Measurement)


The RSNI of the received frame. 


Name Type Valid range Description
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6.3.4 Synchronization


6.3.4.1 Introduction


This mechanism supports the process of selection of a peer in the authentication process.


6.3.4.2 MLME-JOIN.request


6.3.4.2.1 Function


This primitive requests synchronization with a BSS, of which type is infrastructure or independent.


6.3.4.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-JOIN.request(


SelectedBSS,
JoinFailureTimeout,
ProbeDelay,
OperationalRateSet,
HTOperationalMCSSet,
VendorSpecificInfo
)


Name Type Valid range Description


SelectedBSS BSSDescription N/A The BSSDescription of the BSS to join. 
The SelectedBSS is a member of the set 
of descriptions that was returned as a 
result of a MLME-SCAN.request 
primitive.


JoinFailureTimeout Integer ≥ 1 The time limit, in units of beacon 
intervals, after which the join procedure is 
terminated.


ProbeDelay Integer N/A Delay (in microseconds) to be used prior 
to transmitting when changing from Doze 
to Awake, if no frame sequence is 
detected by which the NAV can be set.


OperationalRateSet Set of integers 1–127 inclusive 
(for each integer in 
the set)


The set of data rates that the STA desires 
to use for communication within the BSS. 
The STA shall be able to receive at each 
of the data rates listed in the set. This set 
is a superset of the rates contained in the 
BSSBasicRateSet parameter.


HTOperationalMCS
Set 


Set of integers 0–76, representing 
an MCS index value 
(for each member of 
the set)


The set of MCS values that the STA 
desires to use for communication within 
the BSS. The STA shall be able to receive 
at each of the data rates listed in the set. 
This set is a superset of the MCS values 
contained in the BSSBasicMCSSet 
parameter.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.4.2.3 When generated


This primitive is generated by the SME for a STA to establish synchronization with a BSS. 


6.3.4.2.4 Effect of receipt


This primitive initiates a synchronization procedure once the current frame exchange sequence is complete.
The MLME synchronizes its timing with the specified BSS based on the elements provided in the
SelectedBSS parameter. The MLME subsequently issues a MLME-JOIN.confirm primitive that reflects the
results.


If an MLME receives an MLME-JOIN.request primitive with the SelectedBSS parameter containing a
BSSBasicRateSet element that contains any unsupported rates, the MLME response in the resulting MLME-
JOIN.confirm primitive shall contain a ResultCode parameter that is not set to the value SUCCESS.


If the MLME of an HT STA receives an MLME-JOIN.request primitive with the SelectedBSS parameter
containing a BSSBasicMCSSet value that contains any unsupported MCSs, the MLME response in the
resulting MLME-JOIN.confirm primitive shall contain a ResultCode parameter that is not set to the value
SUCCESS.


6.3.4.3 MLME-JOIN.confirm


6.3.4.3.1 Function


This primitive confirms synchronization with a BSS.


6.3.4.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-JOIN.confirm(


ResultCode,
VendorSpecificInfo
)


6.3.4.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-JOIN.request primitive to establish
synchronization with a BSS. 


6.3.4.3.4 Effect of receipt


The SME is notified of the results of the synchronization procedure.


Name Type Valid range Description


ResultCode Enumeration SUCCESS, 
INVALID_PARAM
ETERS


Indicates the result of the MLME-
JOIN.request primitive.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.5 Authenticate


6.3.5.1 Introduction


This mechanism supports the process of establishing an authentication relationship with a peer MAC entity.


6.3.5.2 MLME-AUTHENTICATE.request


6.3.5.2.1 Function


This primitive requests authentication with a specified peer MAC entity.


6.3.5.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-AUTHENTICATE.request(


PeerSTAAddress,
AuthenticationType,
AuthenticateFailureTimeout,
Content of FT Authentication elements,
Content of SAE Authentication Frame,
VendorSpecificInfo
)


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid individual MAC 
address


Specifies the address of the peer MAC 
entity with which to perform the 
authentication process.


AuthenticationType Enumeration OPEN_SYSTEM,
SHARED_KEY,
FAST_BSS_TRANSITION,  
SAE


Specifies the type of authentication 
algorithm to use during the 
authentication process.


AuthenticationFailur
eTimeout


Integer ≥ 1 Specifies a time limit (in TU) after 
which the authentication procedure is 
terminated.


Content of FT 
Authentication 
elements


Sequence of 
elements


As defined in 12.8 (FT 
authentication sequence)


The set of elements to be included in 
the first message of the FT 
authentication sequence, as described 
in 12.8.2 (FT authentication sequence: 
contents of first message). Present only 
if dot11FastBSSTransitionActivated is 
true; otherwise not present(#28).


Content of SAE 
Authentication 
Frame


Sequence of 
elements and 
fields


As defined in 8.4.1.37 
(Send-Confirm field), 
8.4.1.38 (Anti-Clogging 
Token field), 8.4.1.39 
(Scalar field), 8.4.1.40 
(Element field), 8.4.1.41 
(Confirm field), and 8.4.1.42 
(Finite Cyclic Group field)


The set of elements and fields to be 
included in the SAE Commit Message 
or SAE Confirm Message. Present 
only if AuthenticationType indicates 
SAE authentication; otherwise not 
present(#28).


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 
(Vendor Specific element)


Zero or more elements.
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6.3.5.2.3 When generated


This primitive is generated by the SME for a STA to establish authentication with a specified peer MAC
entity in order to permit Class 2 frames, or Mesh Peering Management frames for AMPE utilizing SAE
authentication (when dot11AuthenticationAlgorithm is simultaneousAuthEquals (4)), to be exchanged
between the two STAs. During the authentication procedure, the SME might generate additional MLME-
AUTHENTICATE.request primitives.


6.3.5.2.4 Effect of receipt


This primitive initiates an authentication procedure. The MLME subsequently issues a MLME-
AUTHENTICATE.confirm primitive that reflects the results.


6.3.5.3 MLME-AUTHENTICATE.confirm


6.3.5.3.1 Function


This primitive reports the results of an authentication attempt with a specified peer MAC entity.


6.3.5.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-AUTHENTICATE.confirm(


PeerSTAAddress,
AuthenticationType,
ResultCode,
Content of FT Authentication elements,
Content of SAE Authentication Frame,
VendorSpecificInfo
)


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid individual MAC 
address


Specifies the address of the peer MAC 
entity with which the authentication 
process was attempted. This value 
matches the peerSTAAddress parameter 
specified in the corresponding MLME-
AUTHENTICATE.request primitive.


AuthenticationType Enumeration OPEN_SYSTEM,
SHARED_KEY
FAST_BSS_TRANSITION,  
SAE


Specifies the type of authentication 
algorithm that was used during the 
authentication process. This value 
matches the authenticationType 
parameter specified in the corresponding 
MLME-AUTHENTICATE.request 
primitive.


ResultCode Enumeration SUCCESS, REFUSED, 
ANTI-CLOGGING 
TOKEN REQUIRED, 
FINITE CYCLIC GROUP 
NOT SUPPORTED, 
AUTHENTICATION 
REJECTED


Indicates the result of the MLME-
AUTHENTICATE.request primitive.
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6.3.5.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-AUTHENTICATE.request primitive to
authenticate with a specified peer MAC entity.


6.3.5.3.4 Effect of receipt


The SME is notified of the results of the authentication procedure.


6.3.5.4 MLME-AUTHENTICATE.indication


6.3.5.4.1 Function


This primitive indicates receipt of a request from a specific peer MAC entity to establish an authentication
relationship with the STA processing this primitive.


6.3.5.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-AUTHENTICATE.indication(


PeerSTAAddress,
AuthenticationType,
Content of FT Authentication elements,
Content of SAE Authentication Frame,
VendorSpecificInfo


Content of FT 
Authentication 
elements 


Sequence of 
elements


As defined in 12.8 (FT 
authentication sequence)


The set of elements included in the 
second message of the FT authentication 
sequence, as described in 12.8.3 (FT 
authentication sequence: contents of 
second message). Present only if 
dot11FastBSSTransitionActivated is true; 
otherwise not present(#28).


Content of SAE 
Authentication 
Frame


Sequence of 
elements


As defined in 8.4.1.37 
(Send-Confirm field), 
8.4.1.38 (Anti-Clogging 
Token field), 8.4.1.39 
(Scalar field), 8.4.1.40 
(Element field), 8.4.1.41 
(Confirm field), and 
8.4.1.42 (Finite Cyclic 
Group field)


The set of elements to be included in the 
SAE Commit Message or SAE Confirm 
Message. Present only if 
AuthenticationType indicates SAE 
authentication; otherwise not 
present(#28).


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 
(Vendor Specific element)


Zero or more elements.


Name Type Valid range Description
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)


6.3.5.4.3 When generated


This primitive is generated by the MLME as a result of the receipt of an authentication request from a
specific peer MAC entity.


6.3.5.4.4 Effect of receipt


The SME is notified of the receipt of the authentication request.


6.3.5.5 MLME-AUTHENTICATE.response


6.3.5.5.1 Function


This primitive is used to send a response to a specific peer MAC entity that requested authentication with the
STA that issued this primitive.


6.3.5.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-AUTHENTICATE.response(


PeerSTAAddress,
ResultCode,
Content of FT Authentication elements, 
Content of SAE Authentication Frame,


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid individual MAC 
address


Specifies the address of the peer MAC 
entity with which the authentication 
relationship was established.


AuthenticationType Enumeration OPEN_SYSTEM,
SHARED_KEY,
FAST_BSS_
TRANSITION,  SAE


Specifies the type of authentication 
algorithm that was used during the 
authentication process.


Content of FT 
Authentication 
elements 


Sequence of 
elements


As defined in 12.8 (FT 
authentication sequence)


The set of elements included in the 
first message of the FT authentication 
sequence, as described in 12.8.2 (FT 
authentication sequence: contents of 
first message). Present only if 
dot11FastBSSTransitionActivated is 
true; otherwise not present(#28).


Content of SAE 
Authentication 
Frame


Sequence of 
elements


As defined in 8.4.1.37 
(Send-Confirm field), 
8.4.1.38 (Anti-Clogging 
Token field), 8.4.1.39 
(Scalar field), 8.4.1.40 
(Element field), 8.4.1.41 
(Confirm field), and 
8.4.1.42 (Finite Cyclic 
Group field)


The set of elements to be included in 
the SAE Commit Message or SAE 
Confirm Message. Present only if 
AuthenticationType indicates SAE 
authentication; otherwise not 
present(#28).


VendorSpecificInfo A set of elements As defined in 8.4.2.28 
(Vendor Specific element)


Zero or more elements.
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VendorSpecificInfo
)


6.3.5.5.3 When generated


This primitive is generated by the SME of a STA as a response to an MLME-AUTHENTICATE.indication
primitive.


6.3.5.5.4 Effect of receipt


This primitive initiates transmission of a response to the specific peer MAC entity that requested
authentication.


6.3.6 Deauthenticate


6.3.6.1 Introduction


This mechanism supports the process of invalidating an authentication relationship with a peer MAC entity.


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid individual 
MAC address


Specifies the address of the peer MAC 
entity from which the authentication 
request was received.


ResultCode Enumeration SUCCESS, 
REFUSED, ANTI-
CLOGGING 
TOKEN 
REQUIRED, 
FINITE CYCLIC 
GROUP NOT 
SUPPORTED, 
AUTHENTICATIO
N REJECTED


Indicates the result response to the 
authentication request from the peer 
MAC entity.


Content of FT 
Authentication 
elements 


Sequence of elements As defined in 12.8 
(FT authentication 
sequence)


The set of elements to be included in the 
second message of the FT authentication 
sequence, as described in 12.8.3 (FT 
authentication sequence: contents of 
second message). Present only if 
dot11FastBSSTransitionActivated is true; 
otherwise not present(#28).


Content of SAE 
Authentication 
Frame


Sequence of elements As defined in 
8.4.1.37 (Send-
Confirm field), 
8.4.1.38 (Anti-
Clogging Token 
field), 8.4.1.39 
(Scalar field), 
8.4.1.40 (Element 
field), 8.4.1.41 
(Confirm field), and 
8.4.1.42 (Finite 
Cyclic Group field)


The set of elements to be included in the 
SAE Commit Message or SAE Confirm 
Message. Present only if the 
AuthenticationType of the MLME-
AUTHENTICATE.indication primitive 
that generated this response indicated 
SAE authentication; otherwise not 
present(#28).


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.6.2 MLME-DEAUTHENTICATE.request


6.3.6.2.1 Function


This primitive requests that the authentication relationship with a specified peer MAC entity be invalidated.


6.3.6.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DEAUTHENTICATE.request(


PeerSTAAddress,
ReasonCode,
VendorSpecificInfo
)


6.3.6.2.3 When generated


This primitive is generated by the SME for a STA to invalidate authentication with a specified peer MAC
entity in order to prevent the exchange of Class 2 frames, or Mesh Peering Management frames for AMPE
utilizing SAE authentication (when dot11AuthenticationAlgorithm is simultaneousAuthEquals (4)),
between the two STAs. During the deauthentication procedure, the SME might generate additional MLME-
DEAUTHENTICATE.request primitives.


6.3.6.2.4 Effect of receipt


This primitive initiates a deauthentication procedure. The MLME subsequently issues a MLME-
DEAUTHENTICATE.confirm primitive that reflects the results.


6.3.6.3 MLME-DEAUTHENTICATE.confirm


6.3.6.3.1 Function


This primitive reports the results of a deauthentication attempt with a specified peer MAC entity.


6.3.6.3.2 Semantics of the service primitive


The primitive parameter is as follows:
MLME-DEAUTHENTICATE.confirm(


PeerSTAAddress
)


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid individual 
MAC address


Specifies the address of the peer MAC 
entity with which to perform the 
deauthentication process.


ReasonCode Reason Code field As defined in 8.4.1.7 
(Reason Code field)


Specifies the reason for initiating the 
deauthentication procedure.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.6.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-DEAUTHENTICATE.request primitive
to invalidate the authentication relationship with a specified peer MAC entity.


6.3.6.3.4 Effect of receipt


The SME is notified of the results of the deauthentication procedure.


6.3.6.4 MLME-DEAUTHENTICATE.indication


6.3.6.4.1 Function


This primitive reports the invalidation of an authentication relationship with a specific peer MAC entity.


6.3.6.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DEAUTHENTICATE.indication(


PeerSTAAddress,
ReasonCode,
VendorSpecificInfo
)


6.3.6.4.3 When generated


This primitive is generated by the MLME as a result of the invalidation of an authentication relationship
with a specific peer MAC entity.


6.3.6.4.4 Effect of receipt


The SME is notified of the invalidation of the specific authentication relationship.


6.3.7 Associate


6.3.7.1 Introduction


The following primitives describe how a STA becomes associated with an AP.


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid individual 
MAC address


Specifies the address of the peer MAC 
entity with which the deauthentication 
process was attempted.


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid individual 
MAC address


Specifies the address of the peer MAC 
entity with which the authentication 
relationship was invalidated.


ReasonCode Reason Code field As defined in 8.4.1.7 
(Reason Code field)


Specifies the reason the deauthentication 
procedure was initiated.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.7.2 MLME-ASSOCIATE.request


6.3.7.2.1 Function


This primitive requests association with a specified peer MAC entity that is within an AP.


6.3.7.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ASSOCIATE.request(


PeerSTAAddress,
AssociateFailureTimeout,
CapabilityInformation,
ListenInterval,
Supported Channels,
RSN,
QoSCapability,
Content of FT Authentication elements,
SupportedOperatingClasses,
HT Capabilities,
Extended Capabilities,
20/40 BSS Coexistence, 
QoSTrafficCapability,
TIMBroadcastRequest,
EmergencyServices,
VendorSpecificInfo
)


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid individual 
MAC address


Specifies the address of the peer MAC 
entity with which to perform the 
association process.


AssociateFailureTim
eout


Integer ≥ 1 Specifies a time limit (in TU) by 
dot11AssociationResponseTimeOut, after 
which the associate procedure is 
terminated.


CapabilityInformatio
n


Capability 
Information field


As defined in 8.4.1.4 
(Capability 
Information field)


Specifies the requested operational 
capabilities to the AP.


ListenInterval Integer ≥ 0 Specifies how often the STA awakens and 
listens for the next Beacon frame, if it 
enters power save mode.


Supported Channels As defined in the 
Supported Channels 
element


As defined in the 
Supported Channels 
element


The list of channels in which the STA is 
capable of operating.
Present only if DFS functionality is 
required, as specified in 10.9 (DFS 
procedures); otherwise not present(#28).


RSN RSNE As defined in 
8.4.2.27 (RSNE)


A description of the cipher suites and 
AKM suites selected by the STA.


QoSCapability QoS Capability 
element


As defined in 
8.4.2.37 (QoS 
Capability element)


Specifies the parameters within the QoS 
Capability element that are supported by 
the MAC entity. The parameter is present 
only if dot11QosOptionImplemented is 
true; otherwise not present(#28).
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Additional parameters needed to perform the association procedure are not included in the primitive
parameter list since the MLME already has that data (maintained as internal state).


6.3.7.2.3 When generated


This primitive is generated by the SME when a STA wishes to establish association with an AP.


Content of FT 
Authentication 
elements 


Sequence of  
elements


As defined in 12.4 
(FT initial mobility 
domain association)


The set of elements to be included in the 
initial mobility domain association 
request, as described in 12.4 (FT initial 
mobility domain association). Present 
only if dot11FastBSSTransitionActivated 
is true; otherwise not present(#28).


SupportedOperating
Classes


As defined in the 
Supported Operating 
Classes element


As defined in 
8.4.2.56 (Supported 
Operating Classes 
element)


Specifies the supported operating classes 
capabilities of the STA. This parameter is 
present if 
dot11ExtendedChannelSwitchActivated 
is true.


HT Capabilities As defined in frame 
format


As defined in 
8.4.2.58 (HT 
Capabilities 
element)


Specifies the parameters within the HT 
Capabilities element that are supported by 
the MAC entity. 
The parameter is present if 
dot11HighThroughputOption-
Implemented is true and is absent 
otherwise.


Extended 
Capabilities


As defined in frame 
format


As defined in 
8.4.2.29 (Extended 
Capabilities 
element)


Specifies the parameters within the 
Extended Capabilities element that are 
supported by the MAC entity. 


20/40 BSS 
Coexistence


As defined in frame 
format


As defined in 
8.4.2.62 (20/40 BSS 
Coexistence 
element)


Specifies the parameters within the 20/40 
BSS Coexistence element that are 
indicated by the MAC entity. 
The parameter is present if 
dot112040BSSCoexistence-
ManagementSupport is true.


QoS Traffic 
Capability


As defined in the 
QoS Traffic 
Capability 
element


As defined in 
8.4.2.80 (QoS 
Traffic Capability 
element)


Specifies the QoS Traffic Capability flags 
of the non-AP STA. This parameter is 
optionally present if 
dot11MgmtOptionACStationCountActiva
ted is true, and is not present otherwise.


TIMBroadcastReque
st


As defined in the
TIM Broadcast 
Request element


As defined in 
8.4.2.85 (TIM 
Broadcast Request 
element)


Specifies the proposed service parameters 
for TIM Broadcast. This parameter is 
optionally present if 
dot11MgmtOptionTIMBroadcastActivate
d is true, and is not present otherwise.


EmergencyServices Boolean True, False Specifies that the non-AP STA intends to 
associate for the purpose of 
unauthenticated access to emergency 
services. The parameter shall only be 
present if 
dot11InterworkingServiceActivated is 
true.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description
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6.3.7.2.4 Effect of receipt


This primitive initiates an association procedure. The MLME subsequently issues an MLME-
ASSOCIATE.confirm primitive that reflects the results.


6.3.7.3 MLME-ASSOCIATE.confirm


6.3.7.3.1 Function


This primitive reports the results of an association attempt with a specified peer MAC entity that is within an
AP.


6.3.7.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ASSOCIATE.confirm(


ResultCode,
CapabilityInformation,
AssociationID,
SupportedRates,
EDCAParameterSet,
RCPI.request,
RSNI.request,
RCPI.response,
RSNI.response,
RMEnabledCapabilities,
Content of FT Authentication elements,
SupportedOperatingClasses,
HT Capabilities,
Extended Capabilities,
20/40 BSS Coexistence, 
TimeoutInterval,
BSSMaxIdlePeriod,
TIMBroadcastResponse,
QosMapSet,
QMFPolicy,(11ae)
VendorSpecificInfo
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)


Name Type Valid range Description


ResultCode Enumeration SUCCESS,
REFUSED_REASON_UNSPECIFIED, 
REFUSED_NOT_AUTHENTICATED, 
REFUSED_CAPABILITIES_MISMATCH, 
REFUSED_EXTERNAL_REASON, 
REFUSED_AP_OUT_OF_MEMORY, 
REFUSED_BASIC_RATES_MISMATCH, 
REJECTED_EMERGENCY_SERVICES_
NOT_SUPPORTED, 
Association request rejected temporarily; try 
again later


Indicates the result of the MLME-
ASSOCIATE.request primitive.


Capability-
Information


Capability 
Information 
field


As defined in 8.4.1.4 (Capability Information 
field)


Specifies the operational 
capabilities advertised by the AP.


AssociationID Integer 1–2007 inclusive If the association request result 
was SUCCESS, then 
AssociationID specifies the 
association ID value assigned by 
the AP.


SupportedRates Set of integers 2–127 inclusive (for each integer in the set), 
bit 7 is set to 1 to indicate that a rate is a 
member of the BBSBasicRateSet.


The set of data rates (in units of 
500 kb/s) that are supported by 
AP, including indication of which 
rates are part of the 
BSSBasicRateSet (according to 
8.4.2.3 (Supported Rates 
element)).


EDCAParameter
Set


EDCA 
Parameter Set 
element


As defined in 8.4.2.31 (EDCA Parameter Set 
element)


Specifies the EDCA parameter set 
that the STA should use. The 
parameter is present only if 
dot11QosOptionImplemented(#1
60) is true; otherwise not 
present(#28).


RCPI.request Integer As defined in 16.4.8.6 (Received Channel 
Power Indicator Measurement), or 18.3.10.7 
(Received Channel Power Indicator 
Measurement), or 17.4.8.6 (Received 
Channel Power Indicator Measurement)


The RCPI value represents the 
measured RCPI of the 
corresponding Association 
Request frame. The element is 
optionally present only if 
dot11RMRCPIMeasurementActiv
ated is true; otherwise not 
present(#28).


RSNI.request Integer As defined in 8.4.2.43 (RSNI element) RSNI at the time the 
corresponding Association 
Request frame was received. The 
element is optionally present only 
if 
dot11RMRSNIMeasurementActi
vated is true; otherwise not 
present(#28).


RCPI.response Integer As defined in 16.4.8.6 (Received Channel 
Power Indicator Measurement), or 18.3.10.7 
(Received Channel Power Indicator 
Measurement), or 17.4.8.6 (Received 
Channel Power Indicator Measurement)


The RCPI value represents the 
measured RCPI of the 
corresponding Association 
Response frame. The 
element is optionally present only 
if 
dot11RMRCPIMeasurementActiv
ated is true; otherwise not 
present(#28).
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RSNI.response Integer As defined in 8.4.2.43 (RSNI element) RSNI at the time the 
corresponding Association 
Response frame was received. 
The element is optionally present 
only if 
dot11RMRSNIMeasurementActi
vated is true; otherwise not 
present(#28).


RMEnabledCapa
bilities 


RM Enabled 
Capabilities 
element 


As defined in 8.4.2.47 (RM Enabled 
Capabilities element)


Specifies the RM enabled 
capabilities advertised by the AP. 
The element is present only if 
dot11RadioMeasurementActivate
d is true; otherwise not 
present(#28).


Content of FT 
Authentication 
elements 


Sequence of  
elements


As defined in 12.4 (FT initial mobility 
domain association)


The set of elements included in 
the initial mobility domain 
association response, as described 
in 12.4 (FT initial mobility 
domain association). Present only 
if 
dot11FastBSSTransitionActivated 
is true; otherwise not 
present(#28).


SupportedOperat
ingClasses 


As defined in 
the Supported 
Operating 
Classes 
element


As defined in 8.4.2.56 (Supported Operating 
Classes element)


Specifies the supported operating 
classes capabilities of the STA. 
This parameter is present only if 
dot11ExtendedChannelSwitchAct
ivated is true; otherwise not 
present(#28).


HT Capabilities As defined in 
frame format


As defined in 8.4.2.58 (HT Capabilities 
element)


Specifies the parameters within 
the HT Capabilities element that 
are supported by the MAC entity. 
The parameter is optionally 
present if 
dot11HighThroughputOption-
Implemented is true; this 
parameter is not present 
otherwise.


Extended 
Capabilities


As defined in 
frame format


As defined in 8.4.2.29 (Extended 
Capabilities element)


Specifies the parameters within 
the Extended Capabilities element 
that are supported by the MAC 
entity. 


20/40 BSS 
Coexistence


As defined in 
frame format


As defined in 8.4.2.62 (20/40 BSS 
Coexistence element)


Specifies the parameters within 
the 20/40 BSS Coexistence 
element that are indicated by the 
MAC entity. 
The parameter is present if 
dot112040BSSCoexistence-
ManagementSupport is true.


TimeoutInterval Timeout 
Interval 
element, as 
defined in 
frame format


As defined in 8.4.2.51 (Timeout Interval 
element (TIE))


This parameter is present when 
ResultCode is “Association 
request rejected temporarily; try 
again later.”


BSSMaxIdlePeri
od


As defined in 
BSS Max Idle 
Period 
element


As defined in 8.4.2.81 (BSS Max Idle Period 
element)


Indicates the BSS Max idle period 
parameters of the AP. This 
parameter is present if 
dot11WirelessManagementImple
mented is true, and is not present 
otherwise.


Name Type Valid range Description
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6.3.7.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-ASSOCIATE.request primitive or receipt
of an Association (#99)Response frame from the peer MAC entity to associate with a specified peer MAC
entity that is within an AP.


6.3.7.3.4 Effect of receipt


The SME is notified of the results of the association procedure.


6.3.7.4 MLME-ASSOCIATE.indication


6.3.7.4.1 Function


This primitive indicates that a specific peer MAC entity is requesting association with the local MAC entity,
which is within an AP.


6.3.7.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ASSOCIATE.indication(


PeerSTAAddress,
CapabilityInformation,
ListenInterval,
SSID,
SupportedRates,
RSN,
QoSCapability,
RCPI,
RSNI,
RMEnabledCapabilities,
Content of FT Authentication elements,
SupportedOperatingClasses,
DSERegisteredLocation,
HT Capabilities,
Extended Capabilities,


TIMBroadcastRe
sponse


As defined in 
TIM 
Broadcast 
Response 
element


As defined in 8.4.2.86 (TIM Broadcast 
Response element)


Specifies the service parameters 
for TIM Broadcast. This 
parameter is optionally present if 
dot11MgmtOptionTIMBroadcast
Activated is true and the TIM 
Broadcast Request element is 
present in corresponding 
Association Request frame, and is 
not present otherwise.


QoSMapSet As defined in 
frame format


As defined in 8.4.2.97 (QoS Map Set 
element)


Specifies the QoS Map Set the 
non-AP STA should use.


QMFPolicy(11ae
)


QMF Policy 
element


As defined in 8.4.2.122 (Quality-of-Service 
Management Frame Policy element(11ae)) 


The values from the QMF Policy 
element if such an element was 
present in the Association 
Response frame else null.


VendorSpecificIn
fo


A set of 
elements


As defined in 8.4.2.28 (Vendor Specific 
element)


Zero or more elements.


Name Type Valid range Description
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20/40 BSS Coexistence,
QoSTrafficCapability,
TIMBroadcastRequest,
EmergencyServices,
VendorSpecificInfo
)


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid individual 
MAC address


Specifies the address of the peer MAC entity 
from which the association was received.


Capability-
Information


Capability 
Information field


As defined in 8.4.1.4 
(Capability 
Information field)


Specifies the operational capability definitions 
provided by the peer MAC entity as part of the 
association request.


ListenInterval Integer ≥ 0 Specifies the listen interval value provided by the 
peer MAC entity as part of the association 
request.


SSID Octet string 0–32 octets Specifies the SSID provided by the peer MAC 
entity as part of the association request.


SupportedRates Set of integers 2–127 inclusive 
(for each integer in 
the set)


The set of data rates (in units of 500 kb/s) that are 
supported by the STA that is requesting 
association.


RSN RSNE As defined in 
8.4.2.27 (RSNE)


A description of the cipher suites and AKM 
suites selected by the STA. 


QoSCapability QoS Capability 
element


As defined in 
8.4.2.37 (QoS 
Capability element)


Specifies the parameters within the 
QoSCapability that are supported by the peer 
MAC entity. The parameter is optionally present 
only if dot11QosOption-Implemented is true; 
otherwise not present(#28).


RCPI Integer As defined in 
16.4.8.6 (Received 
Channel Power 
Indicator 
Measurement), or 
18.3.10.7 (Received 
Channel Power 
Indicator 
Measurement), or 
17.4.8.6 (Received 
Channel Power 
Indicator 
Measurement)


The RCPI value represents the measured RCPI of 
the corresponding Association Request frame. 
The element is optionally present only if 
dot11RMRCPIMeasurementActivated is true; 
otherwise not present(#28).


RSNI Integer As defined in 
8.4.2.43 (RSNI 
element)


The RSNI value represents the measured RSNI at 
the time the corresponding Association Request 
frame was received. The element is optionally 
present only if 
dot11RMRSNIMeasurementActivated is true; 
otherwise not present(#28).


RMEnabledCapabil
ities 


RM Enabled 
Capabilities 
element


As defined in 
8.4.2.47 (RM 
Enabled Capabilities 
element)


Specifies the RM enabled capabilities advertised 
by the AP. The element is present only if 
dot11RadioMeasurementActivated is true; 
otherwise not present(#28).


Content of FT 
Authentication 
elements 


Sequence of  
elements


As defined in 12.4 
(FT initial mobility 
domain association)


The set of elements included in the initial 
mobility domain association, as described in 12.4 
(FT initial mobility domain association). Present 
only if dot11FastBSSTransitionActivated is true; 
otherwise not present(#28).
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6.3.7.4.3 When generated


This primitive is generated by the MLME as a result of the receipt of an association request from a specific
peer MAC entity.


6.3.7.4.4 Effect of receipt


The SME is notified of the receipt of the association request.


SupportedOperating
Classes


As defined in the 
Supported 
Operating Classes 
element


As defined in 
8.4.2.56 (Supported 
Operating Classes 
element)


Indicates the supported operating classes 
capabilities of the AP. This parameter is present 
only if dot11ExtendedChannelSwitchActivated is 
true; otherwise not present(#28).


DSERegisteredLoc
ation


As defined in the 
DSE Registered 
Location element


As defined in 
8.4.2.54 (DSE 
Registered Location 
element)


Indicates the DSE registered location including 
the dependent enablement identifier assigned by 
the enabling STA. This parameter is optionally 
present only if dot11LCIDSERequired is true; 
otherwise not present(#28).


HT Capabilities As defined in 
frame format


As defined in 
8.4.2.58 (HT 
Capabilities 
element)


Specifies the parameters within the HT 
Capabilities element that are supported by the 
MAC entity. 
The parameter is optionally present only if 
dot11HighThroughputOption-Implemented is 
true; otherwise not present(#28).


Extended 
Capabilities


As defined in 
frame format


As defined in 
8.4.2.29 (Extended 
Capabilities 
element)


Specifies the parameters within the Extended 
Capabilities element that are supported by the 
MAC entity. 


20/40 BSS 
Coexistence


As defined in 
frame format


As defined in 
8.4.2.62 (20/40 BSS 
Coexistence 
element)


Specifies the parameters within the 20/40 BSS 
Coexistence element that are indicated by the 
MAC entity. 
The parameter is present if 
dot112040BSSCoexistenceManagementSupport 
is true.


QoS Traffic 
Capability


As defined in the 
QoS Traffic 
Capability element


As defined in 
8.4.2.80 (QoS 
Traffic Capability 
element)


Specifies the QoS Traffic Capability flags of the 
non-AP STA. This parameter is optionally 
present if 
dot11MgmtOptionACStationCountActivated is 
true, and is not present otherwise.


TIMBroadcastRequ
est


As defined in TIM 
Broadcast Request 
element


As defined in 
8.4.2.85 (TIM 
Broadcast Request 
element)


Specifies the proposed service parameters for 
TIM Broadcast. This parameter is optionally 
present if 
dot11MgmtOptionTIMBroadcastActivated is 
true, and is not present otherwise.


EmergencyServices Boolean True, false Specifies the setting of the UESA field received 
from the non-AP STA, if an Interworking 
element was present in the Associate Request 
frame.  The parameter is present only if 
dot11InterworkingServiceActivated is true; 
otherwise not present(#28).


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description
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6.3.7.5 MLME-ASSOCIATE.response


6.3.7.5.1 Function


This primitive is used to send a response to a specific peer MAC entity that requested an association with the
STA that issued this primitive, which is within an AP.


6.3.7.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ASSOCIATE.response(


PeerSTAAddress,
ResultCode,
CapabilityInformation,
AssociationID,
EDCAParameterSet,
RCPI,
RSNI,
RMEnabledCapabilities,
Content of FT Authentication elements,
SupportedOperatingClasses,
DSERegisteredLocation,
HTCapabilities,
Extended Capabilities,
20/40 BSS Coexistence, 
TimeoutInterval,
BSSMaxIdlePeriod,
TIMBroadcastResponse,
QoSMapSet,
QMFPolicy,(11ae)
VendorSpecificInfo
)


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid individual MAC address Specifies the address of the 
peer MAC entity from which 
the association request was 
received.


ResultCode Enumeration SUCCESS, 
REFUSED_REASON_UNSPECIFIED, 
REFUSED_CAPABILITIES_MISMATC
H, REFUSED_EXTERNAL_REASON, 
REFUSED_AP_OUT_OF_MEMORY, 
REFUSED_BASIC_RATES_MISMATC
H, 
REJECTED_EMERGENCY_SERVICE
S_NOT_SUPPORTED,
REFUSED_TEMPORARILY


Indicates the result response to 
the association request from the 
peer MAC entity.


Capability-
Information


Capability 
Information field


As defined in 8.4.1.4 (Capability 
Information field)


Specifies the operational 
capabilities advertised by the 
AP.
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AssociationID Integer 1–2007 inclusive If the association request result 
was SUCCESS, then 
AssociationID specifies the 
association ID value assigned 
to the peer MAC entity by the 
AP.


EDCAParameterSet EDCA Parameter 
Set element


As defined in 8.4.2.31 (EDCA Parameter 
Set element)


Specifies the EDCA parameter 
set that the STA should use. 
The parameter is present only if 
dot11QosOptionImplemented(
#160) is true; otherwise not 
present(#28).


RCPI Integer As defined in 16.4.8.6 (Received Channel 
Power Indicator Measurement), or 
18.3.10.7 (Received Channel Power 
Indicator Measurement), or 17.4.8.6 
(Received Channel Power Indicator 
Measurement)


The RCPI value represents the 
measured RCPI of the 
corresponding Association 
Request frame. The element is 
optionally present only if 
dot11RMRCPIMeasurementAc
tivated is true; otherwise not 
present(#28).


RSNI Integer As defined in 8.4.2.43 (RSNI element) The RSNI value represents the 
measured RSNI at the time the 
corresponding Association 
Request frame was received. 
The element is optionally 
present only if 
dot11RMRSNIMeasurementAc
tivated is true; otherwise not 
present(#28).


RMEnabled-
Capabilities 


RM Enabled 
Capabilities 
element


As defined in 8.4.2.47 (RM Enabled 
Capabilities element)


Specifies the RM enabled 
capabilities advertised by the 
AP. The element is present only 
if 
dot11RadioMeasurementActiv
ated is true; otherwise not 
present(#28).


Content of FT 
Authentication 
elements 


Sequence of  
elements


As defined in 12.4 (FT initial mobility 
domain association)


The set of elements to be 
included in the initial mobility 
domain association response, as 
described in 12.4 (FT initial 
mobility domain association). 
Present only if 
dot11FastBSSTransitionActivat
ed is true; otherwise not 
present(#28).


SupportedOperating
Classes


As defined in the 
Supported 
Operating 
Classes element


As defined in 8.4.2.56 (Supported 
Operating Classes element)


Indicates the supported 
operating classes capabilities of 
the AP. This parameter is 
present if 
dot11ExtendedChannelSwitch
Activated is true.


DSERegisteredLoc
ation


As defined in the 
DSE Registered 
Location element


As defined in 8.4.2.54 (DSE Registered 
Location element)


Indicates the DSE registered 
location including the 
dependent enablement 
identifier assigned by the 
enabling STA. This parameter 
is optionally present if 
dot11LCIDSERequired is true.


Name Type Valid range Description
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Additional parameters needed to perform the association response procedure are not included in the
primitive parameter list since the MLME already has that data (maintained as internal state).


6.3.7.5.3 When generated


This primitive is generated by the SME of a STA that is within an AP as a response to an MLME-
ASSOCIATE.indication primitive.


HT Capabilities As defined in 
frame format


As defined in 8.4.2.58 (HT Capabilities 
element)


Specifies the parameters within 
the HT Capabilities element 
that are supported by the MAC 
entity. 
The parameter is present if 
dot11HighThroughputOption-
Implemented is true; otherwise 
it is not present.


Extended 
Capabilities


As defined in 
frame format


As defined in 8.4.2.29 (Extended 
Capabilities element)


Specifies the parameters within 
the Extended Capabilities 
element that are supported by 
the MAC entity. 


20/40 BSS 
Coexistence


As defined in 
frame format


As defined in 8.4.2.62 (20/40 BSS 
Coexistence element)


Specifies the parameters within 
the 20/40 BSS Coexistence 
element that are indicated by 
the MAC entity. 
The parameter is present if 
dot112040BSSCoexistenceMa
nagementSupport is true.


TimeoutInterval Timeout Interval 
element, as 
defined in frame 
format


As defined in 8.4.2.51 (Timeout Interval 
element (TIE))


This parameter is present when 
ResultCode is “Association 
request rejected temporarily; 
try again later.”


BSSMaxIdlePeriod As defined in 
BSS Max Idle 
Period element


As defined in 8.4.2.81 (BSS Max Idle 
Period element)


Indicates the BSS Max idle 
period parameters of the AP. 
This parameter is present if 
dot11WirelessManagementImp
lemented is true, and is not 
present otherwise.


TIMBroadcastResp
onse


As defined in 
TIM Broadcast 
Response 
element


As defined in 8.4.2.86 (TIM Broadcast 
Response element)


Specifies the service 
parameters for TIM Broadcast. 
This parameter is optionally 
present if 
dot11MgmtOptionTIMBroadca
stActivated is true and the TIM 
Broadcast Request element is 
present in corresponding 
Association Request frame, and 
is not present otherwise.


QoSMapSet As defined in 
frame format


As defined in 8.4.2.97 (QoS Map Set 
element)


Specifies the QoS Map Set the 
non-AP STA should use.


QMFPolicy QMF Policy 
element


As defined in 8.4.2.122 (Quality-of-
Service Management Frame Policy 
element(11ae)) 


Describes the QMF policy of 
the AP. This parameter is 
present when 
dot11QMFActivated is true, 
and is not present otherwise.


VendorSpecificInfo A set of elements As defined in 8.4.2.28 (Vendor Specific 
element)


Zero or more elements.


Name Type Valid range Description
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6.3.7.5.4 Effect of receipt


This primitive initiates transmission of an AssociationResponse to the specific peer MAC entity that
requested association.


6.3.8 Reassociate


6.3.8.1 Introduction


The following primitives describe how a STA becomes associated with another AP.


6.3.8.2 MLME-REASSOCIATE.request


6.3.8.2.1 Function


This primitive requests a change in association to a specified new peer MAC entity that is within an AP.


6.3.8.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-REASSOCIATE.request(


NewAPAddress,
ReassociateFailureTimeout,
CapabilityInformation,
ListenInterval,
Supported Channels
RSN,
QoSCapability,
Content of FT Authentication elements,
SupportedOperatingClasses,
HT Capabilities,
Extended Capabilities,
20/40 BSS Coexistence, 
QoSTrafficCapability,
TIMBroadcastRequest,
FMSRequest,
DMSRequest,
EmergencyServices,
VendorSpecificInfo
)


Name Type Valid range Description


NewAPAddress MACAddress Any valid individual 
MAC address


Specifies the address of the peer MAC 
entity with which to perform the 
reassociation process.


ReassociateFailure
Timeout


Integer ≥ 1 Specifies a time limit (in TU) from 
dot11AssociationResposeTimeout, after 
which the reassociate procedure is 
terminated.


Capability-
Information


Capability 
Information field


As defined in 8.4.1.4 
(Capability 
Information field)


Specifies the requested operational 
capabilities to the AP.


ListenInterval Integer ≥ 0 Specifies how often the STA awakens and 
listens for the next Beacon frame, if it 
enters power save mode.
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Supported Channels As defined in the 
Supported Channels 
element


As defined in the 
Supported Channels 
element


The list of channels in which the STA is 
capable of operating.
Present only if DFS functionality is 
required, as specified in 10.9 (DFS 
procedures); otherwise not present(#28).


RSN RSNE As defined in 
8.4.2.27 (RSNE)


A description of the cipher suites and 
AKM suites selected by the STA.


QoSCapability QoS Capability 
element


As defined in 
8.4.2.37 (QoS 
Capability element)


Specifies the parameters within the QoS 
Capability element that are supported by 
the MAC entity. The parameter is present 
only if dot11QosOptionImplemented is 
true; otherwise not present(#28).


Content of FT 
Authentication 
elements 


Sequence of  
elements


As defined in 12.8 
(FT authentication 
sequence)


The set of elements to be included in the 
third message of the FT authentication 
sequence, as described in 12.8.4 (FT 
authentication sequence: contents of third 
message). Present only if 
dot11FastBSSTransitionActivated is true; 
otherwise not present(#28).


SupportedOperating
Classes


As defined in the 
Supported Operating 
Classes element


As defined in 
8.4.2.56 (Supported 
Operating Classes 
element)


Specifies the supported operating classes 
of the STA. This parameter is present if 
dot11ExtendedChannelSwitchActivated is 
true.


HT Capabilities As defined in frame 
format


As defined in 
8.4.2.58 (HT 
Capabilities 
element)


Specifies the parameters within the HT 
Capabilities element that are supported by 
the MAC entity. 
The parameter is present if 
dot11HighThroughputOption-
Implemented is true; otherwise it is not 
present.


Extended 
Capabilities


As defined in frame 
format


As defined in 
8.4.2.29 (Extended 
Capabilities 
element)


Specifies the parameters within the 
Extended Capabilities element that are 
supported by the MAC entity. 


20/40 BSS 
Coexistence


As defined in frame 
format


As defined in 
8.4.2.62 (20/40 BSS 
Coexistence 
element)


Specifies the parameters within the 20/40 
BSS Coexistence element that are 
indicated by the MAC entity. 
The parameter is present if 
dot112040BSSCoexistenceManagementSu
pport is true.


QoS Traffic 
Capability


As defined in the 
QoS Traffic 
Capability element


As defined in 
8.4.2.80 (QoS 
Traffic Capability 
element)


Specifies the QoS Traffic Capability flags 
of the non-AP STA. This parameter is 
optionally present if 
dot11MgmtOptionACStationCountActivat
ed is true, and is not present otherwise.


TIMBroadcastRequ
est


As defined in TIM 
Broadcast Request 
element


As defined in 
8.4.2.85 (TIM 
Broadcast Request 
element)


Specifies the proposed service parameters 
for TIM Broadcast. This parameter is 
optionally present if 
dot11MgmtOptionTIMBroadcastActivated 
is true, and is not present otherwise.


FMSRequest As defined in FMS 
Request element


As defined in 
8.4.2.78 (FMS 
Request element)


Specifies the proposed multicast 
parameters for FMS Request. This 
parameter is optionally present if 
dot11MgmtOptionFMSActivated is true, 
and is not present otherwise.


Name Type Valid range Description
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Additional parameters needed to perform the reassociation procedure are not included in the primitive
parameter list since the MLME already has that data (maintained as internal state).


6.3.8.2.3 When generated


This primitive is generated by the SME for a STA to change association to a specified new peer MAC entity
that is within an AP.


6.3.8.2.4 Effect of receipt


This primitive initiates a reassociation procedure. The MLME subsequently issues a MLME-
REASSOCIATE.confirm primitive that reflects the results.


6.3.8.3 MLME-REASSOCIATE.confirm


6.3.8.3.1 Function


This primitive reports the results of a reassociation attempt with a specified peer MAC entity that is within
an AP.


6.3.8.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-REASSOCIATE.confirm(


ResultCode,
CapabilityInformation,
AssociationID,
SupportedRates,
EDCAParameterSet,
RCPI.request,
RSNI.request,
RCPI.response,
RSNI.response,
RMEnabledCapabilities,
Content of FT Authentication elements,
SupportedOperatingClasses,
HT Capabilities,
Extended Capabilities,
20/40 BSS Coexistence, 


DMSRequest As defined in DMS 
Request element


As defined in 
8.4.2.90 (DMS 
Request element)


Specifies the proposed multicast 
parameters for DMS Request. This 
parameter is optionally present if 
dot11MgmtOptionDMSActivated is true, 
and is not present otherwise.


EmergencyServices Boolean True, False Specifies that the non-AP STA intends to 
associate for the purpose of 
unauthenticated access to emergency 
services. The parameter shall only be 
present if 
dot11InterworkingServiceActivated is true.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description
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TimeoutInterval,
BSSMaxIdlePeriod,
TIMBroadcastResponse,
FMSRespone,
DMSResponse,
QoSMapSet,
QMFPolicy,(11ae)
VendorSpecificInfo
)


Name Type Valid range Description


ResultCode Enumeration SUCCESS,
REFUSED_REASON_UNSPE
CIFIED, 
REFUSED_NOT_AUTHENTI
CATED, 
REFUSED_CAPABILITIES_M
ISMATCH, 
REFUSED_EXTERNAL_REA
SON, 
REFUSED_AP_OUT_OF_ME
MORY, 
REFUSED_BASIC_RATES_MI
SMATCH, 
REJECTED_EMERGENCY_S
ERVICES_NOT_SUPPORTED, 
Association request rejected 
temporarily; try again later 


Indicates the result of the MLME-
REASSOCIATE.request primitive.


Capability-
Information


Capability 
Information 
field


As defined in 8.4.1.4 (Capability 
Information field)


Specifies the operational capabilities 
advertised by the AP.


AssociationID Integer 1–2007 inclusive If the association request result was 
SUCCESS, then AssociationID specifies 
the association ID value assigned by the 
AP.


Supported-Rates Set of 
integers


2–127 inclusive (for each integer 
in the set), bit 7 is set to 1 to 
indicate that a rate is a member 
of the BBSBasicRateSet.


The set of data rates (in units of 500 kb/s) 
that are supported by AP, including 
indication of which rates are part of the 
BSSBasicRateSet (according to 8.4.2.3 
(Supported Rates element)).


EDCAParameterSet EDCA 
Parameter 
Set element


As defined in 8.4.2.31 (EDCA 
Parameter Set element)


Specifies the EDCA parameter set that 
the STA should use. The parameter is 
present only if 
dot11QosOptionImplemented is true; 
otherwise not present(#28).


RCPI.request Integer As defined in 16.4.8.6 (Received 
Channel Power Indicator 
Measurement), or 18.3.10.7 
(Received Channel Power 
Indicator Measurement), or 
17.4.8.6 (Received Channel 
Power Indicator Measurement)


The RCPI value represents the measured 
RCPI of the corresponding Association 
Request frame. The element is optionally 
present only if 
dot11RMRCPIMeasurementActivated is 
true; otherwise not present(#28).


RSNI.request Integer As defined in 8.4.2.43 (RSNI 
element)


RSNI at the time the corresponding 
Association Request frame was received. 
The element is optionally present only if 
dot11RMRSNIMeasurementActivated is 
true; otherwise not present(#28).
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RCPI.response Integer As defined in 16.4.8.6 (Received 
Channel Power Indicator 
Measurement), or 18.3.10.7 
(Received Channel Power 
Indicator Measurement), or 
17.4.8.6 (Received Channel 
Power Indicator Measurement)


The RCPI value represents the measured 
RCPI of the corresponding Association 
Response frame. The element is 
optionally present only if 
dot11RMRCPIMeasurementActivated is 
true; otherwise not present(#28).


RSNI.response Integer As defined in 8.4.2.43 (RSNI 
element)


RSNI at the time the corresponding 
Association Response frame was 
received. The element is optionally 
present only if 
dot11RMRSNIMeasurementActivated is 
true; otherwise not present(#28).


RMEnabledCapabil
ities 


RM Enabled 
Capabilities 
element 


As defined in 8.4.2.47 (RM 
Enabled Capabilities element)


Specifies the RM enabled capabilities 
advertised by the AP. The element is 
present only if 
dot11RadioMeasurementActivated is 
true; otherwise not present(#28).


Content of FT 
Authentication 
elements 


Sequence of  
elements


As defined in 12.8 (FT 
authentication sequence)


The set of elements included in the fourth 
message of the FT authentication 
sequence, as described in 12.8.5 (FT 
authentication sequence: contents of 
fourth message). This includes an 
optional response to a resource request 
(RIC). Present only if 
dot11FastBSSTransitionActivated is true; 
otherwise not present(#28).


SupportedOperating
Classes


As defined in 
the 
Supported 
Operating 
Classes 
element


As defined in 8.4.2.56 
(Supported Operating Classes 
element)


Specifies the supported operating classes 
of the STA. This parameter is present 
only if 
dot11ExtendedChannelSwitchActivated 
is true; otherwise not present(#28).


HT Capabilities As defined in 
frame format


As defined in 8.4.2.58 (HT 
Capabilities element)


Specifies the parameters within the HT 
Capabilities element that are supported 
by the MAC entity. 
The parameter is optionally present only 
if dot11HighThroughputOption-
Implemented is true; otherwise not 
present(#28).


Extended 
Capabilities


As defined in 
frame format


As defined in 8.4.2.29 (Extended 
Capabilities element)


Specifies the parameters within the 
Extended Capabilities element that are 
supported by the MAC entity. 


20/40 BSS 
Coexistence


As defined in 
frame format


As defined in 8.4.2.62 (20/40 
BSS Coexistence element)


Specifies the parameters within the 20/40 
BSS Coexistence element that are 
indicated by the MAC entity. 
The parameter is present if 
dot112040BSSCoexistenceManagement
Support is true.


TimeoutInterval Timeout 
Interval 
element, as 
defined in 
frame format


As defined in 8.4.2.51 (Timeout 
Interval element (TIE))


This parameter is present when 
ResultCode is “Association request 
rejected temporarily; try again later.”


BSSMaxIdlePeriod As defined in 
BSS Max 
Idle Period 
element


As defined in 8.4.2.81 (BSS 
Max Idle Period element)


Indicates the BSS Max idle period 
parameters of the AP. This parameter is 
present if 
dot11WirelessManagementImplemented 
is true, and is not present otherwise.


Name Type Valid range Description
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6.3.8.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-REASSOCIATE.request primitive to
reassociate with a specified peer MAC entity that is within an AP.


6.3.8.3.4 Effect of receipt


The SME is notified of the results of the reassociation procedure.


6.3.8.4 MLME-REASSOCIATE.indication


6.3.8.4.1 Function


This primitive indicates that a specific peer MAC entity is requesting reassociation with the local MAC
entity, which is within an AP.


6.3.8.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-REASSOCIATE.indication(


PeerSTAAddress,
CurrentAPAddress,
CapabilityInformation,
ListenInterval,
SSID,


TIMBroadcastResp
onse


As defined in 
TIM 
Broadcast 
Response 
element


As defined in 8.4.2.86 (TIM 
Broadcast Response element)


Specifies the service parameters for TIM 
Broadcast. This parameter is optionally 
present if 
dot11MgmtOptionTIMBroadcastActivat
ed is true and the TIM Broadcast Request 
element is present in corresponding 
Association Request frame, and is not 
present otherwise.


FMSResponse As defined in 
FMS 
Response 
element


As defined in 8.4.2.79 (FMS 
Response element)


Specifies the multicast parameters for 
FMS REsponse. This parameter is 
optionally present if 
dot11MgmtOptionFMSActivated is true 
and the FMS Request element is present 
in corresponding Association Request 
frame, and is not present otherwise.


DMSResponse As defined in 
DMS 
Response 
element


As defined in 8.4.2.91 (DMS 
Response element)


Specifies the multicast parameters for 
DMS Response. This parameter is 
optionally present if 
dot11MgmtOptionDMSActivated is true 
and the DMS Request element is present 
in corresponding Association Request 
frame, and is not present otherwise.


QoSMapSet As defined in 
frame format


As defined in 8.4.2.97 (QoS 
Map Set element)


Specifies the QoS Map Set the non-AP 
STA should use.


QMFPolicy(11ae) QMF Policy 
element


As defined in 8.4.2.122 
(Quality-of-Service 
Management Frame Policy 
element(11ae)) 


Describes the QMF policy of the AP. This 
parameter is present when 
dot11QMFActivated is true, and is not 
present otherwise.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description
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SupportedRates,
RSN,
QoSCapability,
RCPI,
RSNI,
RMEnabledCapabilities,
Content of FT Authentication elements,
SupportedOperatingClasses,
DSERegisteredLocation,
HT Capabilities,
Extended Capabilities,
20/40 BSS Coexistence, 
QoSTrafficCapability,
TIMBroadcastRequest,
FMSRequest,
DMSRequest,
EmergencyServices,
VendorSpecificInfo
)


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid individual 
MAC address


Specifies the address of the peer MAC 
entity from which the reassociation request 
was received.


CurrentAPAddress MACAddress Any valid individual 
MAC address


Specifies the address of the AP with which 
the peer STA is currently associated.


Capability-
Information


Capability 
Information field


As defined in 8.4.1.4 
(Capability 
Information field)


Specifies the operational capability 
definitions provided by the peer MAC 
entity as part of the reassociation request.


ListenInterval Integer ≥ 0 Specifies the listen interval value provided 
by the peer MAC entity as part of the 
reassociation request.


SSID Octet string 0–32 octets Specifies the desired SSID provided by the 
peer MAC entity as part of the reassociation 
request.


SupportedRates Set of integers 2–127 inclusive 
(for each integer in 
the set)


The set of data rates (in units of 500 kb/s) 
that are supported by the STA that is 
requesting reassociation.


RSN RSNE As defined in 
8.4.2.27 (RSNE)


A description of the cipher suites and AKM 
suites selected by the STA.


QoSCapability QoS Capability 
element


As defined in 
8.4.2.37 (QoS 
Capability element)


Specifies the parameters within the QoS 
Capability that are supported by the peer 
MAC entity. The parameter is present only 
if dot11QosOption-Implemented 
dot11QosOptionImplemented is true; 
otherwise not present(#28).
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RCPI Integer As defined in 
16.4.8.6 (Received 
Channel Power 
Indicator 
Measurement), or 
18.3.10.7 (Received 
Channel Power 
Indicator 
Measurement), or 
17.4.8.6 (Received 
Channel Power 
Indicator 
Measurement)


The RCPI value represents the measured 
RCPI of the corresponding Reassociation 
Request frame. The element is optionally 
present only if 
dot11RMRCPIMeasurementActivated is 
true; otherwise not present(#28).


RSNI Integer As defined in 
8.4.2.43 (RSNI 
element)


The RSNI value represents the measured 
RSNI at the time the corresponding 
Reassociation Request frame was received. 
The element is optionally present only if 
dot11RMRSNIMeasurementActivated is 
true; otherwise not present(#28).


RMEnabled-
Capabilities 


RM Enabled 
Capabilities element


As defined in 
8.4.2.47 (RM 
Enabled Capabilities 
element)


Specifies the RM enabled capabilities 
advertised by the AP. The element is 
present only if 
dot11RadioMeasurementActivated is true; 
otherwise not present(#28).


Content of FT 
Authentication 
elements 


Sequence of  
elements


As defined in 12.8 
(FT authentication 
sequence)


The set of elements included in the third 
message of the FT authentication sequence, 
as described in 12.8.4 (FT authentication 
sequence: contents of third message). 
Present only if 
dot11FastBSSTransitionActivated is true; 
otherwise not present(#28).


SupportedOperatin
gClasses


As defined in the 
Supported Operating 
Classes element


As defined in 
8.4.2.56 (Supported 
Operating Classes 
element)


Specifies the supported operating classes of 
the STA. This parameter is present only if 
dot11ExtendedChannelSwitchActivated is 
true; otherwise not present(#28).


DSERegisteredLoc
ation


As defined in the 
DSE Registered 
Location element


As defined in 
8.4.2.54 (DSE 
Registered Location 
element)


Indicates the DSE registered location 
including the dependent enablement 
identifier assigned by the enabling STA. 
This parameter is optionally present only if 
dot11LCIDSERequired is true; otherwise 
not present(#28).


HT Capabilities As defined in frame 
format


As defined in 
8.4.2.58 (HT 
Capabilities element)


Specifies the parameters within the HT 
Capabilities element that are supported by 
the MAC entity. 
The parameter is optionally present if 
dot11HighThroughputOptionImplemented 
is true.


Extended 
Capabilities


As defined in frame 
format


As defined in 
8.4.2.29 (Extended 
Capabilities element)


Specifies the parameters within the 
Extended Capabilities element that are 
supported by the MAC entity. 


20/40 BSS 
Coexistence


As defined in frame 
format


As defined in 
8.4.2.62 (20/40 BSS 
Coexistence element)


Specifies the parameters within the 20/40 
BSS Coexistence element that are indicated 
by the MAC entity. 
The parameter is present if 
dot112040BSSCoexistenceManagementSu
pport is true.


Name Type Valid range Description
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6.3.8.4.3 When generated


This primitive is generated by the MLME as a result of the establishment of a reassociation with a specific
peer MAC entity that resulted from a reassociation procedure that was initiated by that specific peer MAC
entity.


6.3.8.4.4 Effect of receipt


The SME is notified of the establishment of the reassociation.


6.3.8.5 MLME-REASSOCIATE.response


6.3.8.5.1 Function


This primitive is used to send a response to a specific peer MAC entity that requested a reassociation with
the STA that issued this primitive, which is within an AP.


6.3.8.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-REASSOCIATE.response(


PeerSTAAddress,
ResultCode,
CapabilityInformation,
AssociationID,


QoS Traffic 
Capability


As defined in the 
QoS Traffic 
Capability element


As defined in 
8.4.2.80 (QoS Traffic 
Capability element)


Specifies the QoS Traffic Capability flags 
of the non-AP STA. This parameter is 
optionally present if 
dot11MgmtOptionACStationCountActivate
d is true, and is not present otherwise.


TIMBroadcastReq
uest


As defined in TIM 
Broadcast Request 
element


As defined in 
8.4.2.85 (TIM 
Broadcast Request 
element)


Specifies the proposed service parameters 
for TIM Broadcast. This parameter is 
optionally present if 
dot11MgmtOptionTIMBroadcastActivated 
is true, and is not present otherwise.


FMSRequest As defined in FMS 
Request element


As defined in 
8.4.2.78 (FMS 
Request element)


Specifies the proposed multicast parameters 
for FMS Request. This parameter is 
optionally present if 
dot11MgmtOptionFMSActivated is true, 
and is not present otherwise.


DMSRequest As defined in DMS 
Request element


As defined in 
8.4.2.90 (DMS 
Request element)


Specifies the proposed multicast parameters 
for DMS Request. This parameter is 
optionally present if 
dot11MgmtOptionDMSActivated is true, 
and is not present otherwise.


EmergencyService
s


Boolean True, false Specifies the setting of the UESA field 
received from the non-AP STA, if an 
Interworking element was present in the 
Reassociate Request frame.  The parameter 
is present only if 
dot11InterworkingServiceActivated is true; 
otherwise not present(#28).


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description
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EDCAParameterSet,
RCPI,
RSNI,
RMEnabledCapabilities,
Content of FT Authentication elements,
SupportedOperatingClasses,
DSERegisteredLocation,
HT Capabilities,
Extended Capabilities,
20/40 BSS Coexistence, 
TimeoutInterval,
BSSMaxIdlePeriod,
TIMBroadcastResponse,
FMSResponse,
DMSResponse,
QoSMapSet,
VendorSpecificInfo
)


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid individual MAC address Specifies the address of the 
peer MAC entity from which 
the reassociation request was 
received.


ResultCode Enumeration SUCCESS, 
REFUSED_REASON_UNSPECIFIED, 
REFUSED_CAPABILITIES_MISMATC
H, REFUSED_EXTERNAL_REASON, 
REFUSED_AP_OUT_OF_MEMORY, 
REFUSED_BASIC_RATES_MISMATC
H
REJECTED_EMERGENCY_SERVICE
S_NOT_SUPPORTED,
Association request rejected temporarily; 
try again later


Indicates the result response to 
the reassociation request from 
the peer MAC entity.


Capability-
Information


Capability 
Information 
field


As defined in 8.4.1.4 (Capability 
Information field)


Specifies the operational 
capabilities advertised by the 
AP.


AssociationID Integer 1–2007 inclusive If the reassociation request 
result was SUCCESS, then 
AssociationID specifies the 
association ID value assigned 
to the peer MAC entity by the 
AP.


EDCAParameterSet EDCA 
Parameter Set 
element


As defined in 8.4.2.31 (EDCA Parameter 
Set element)


Specifies the EDCA parameter 
set that the STA should use. 
The parameter is present only if 
dot11QosOptionImplemented(
#160) is true; otherwise not 
present(#28).
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RCPI Integer As defined in 16.4.8.6 (Received Channel 
Power Indicator Measurement), or 
18.3.10.7 (Received Channel Power 
Indicator Measurement), or 17.4.8.6 
(Received Channel Power Indicator 
Measurement)


The RCPI value represents the 
measured RCPI of the 
corresponding Reassociation 
(#99)Request frame. The 
element is optionally present 
only if 
dot11RMRCPIMeasurementAc
tivated is true; otherwise not 
present(#28).


RSNI Integer As defined in 8.4.2.43 (RSNI element) The RSNI value represents the 
measured RSNI at the time the 
corresponding Reassociation 
(#99)Request frame was 
received. The element is 
optionally present only if 
dot11RMRSNIMeasurementAc
tivated is true; otherwise not 
present(#28).


RMEnabled-
Capabilities 


RM Enabled 
Capabilities 
element 


As defined in 8.4.2.47 (RM Enabled 
Capabilities element)


Specifies the RM enabled 
capabilities advertised by the 
AP. The element is present only 
if 
dot11RadioMeasurementActiv
ated is true; otherwise not 
present(#28).


Content of FT 
Authentication 
elements 


Sequence of  
elements


As defined in 12.8 (FT authentication 
sequence)


The set of elements to be 
included in the fourth message 
of the FT authentication 
sequence, as described in 
12.8.5 (FT authentication 
sequence: contents of fourth 
message). This includes an 
optional response to a resource 
request (RIC). Present only if 
dot11FastBSSTransitionActivat
ed is true; otherwise not 
present(#28).


SupportedOperating
Classes


As defined in 
the Supported 
Operating 
Classes 
element


As defined in 8.4.2.56 (Supported 
Operating Classes element)


Specifies the supported 
operating classes of the STA. 
This parameter is present if 
dot11ExtendedChannelSwitch
Activated is true.


DSERegisteredLoc
ation


As defined in 
the DSE 
Registered 
Location 
element


As defined in 8.4.2.54 (DSE Registered 
Location element)


Indicates the DSE registered 
location including the 
dependent enablement 
identifier assigned by the 
enabling STA. This parameter 
is optionally present if 
dot11LCIDSERequired is true.


HT Capabilities As defined in 
frame format


As defined in 8.4.2.58 (HT Capabilities 
element)


Specifies the parameters within 
the HT Capabilities element 
that are supported by the MAC 
entity. 
The parameter is present if 
dot11HighThroughputOption-
Implemented is true; otherwise 
it is not present.


Name Type Valid range Description
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Additional parameters needed to perform the association response procedure are not included in the
primitive parameter list since the MLME already has that data (maintained as internal state).


Extended 
Capabilities


As defined in 
frame format


As defined in 8.4.2.29 (Extended 
Capabilities element)


Specifies the parameters within 
the Extended Capabilities 
element that are supported by 
the MAC entity. 


20/40 BSS 
Coexistence


As defined in 
frame format


As defined in 8.4.2.62 (20/40 BSS 
Coexistence element)


Specifies the parameters within 
the 20/40 BSS Coexistence 
element that are indicated by 
the MAC entity. 
The parameter is present if 
dot112040BSSCoexistenceMa
nagementSupport is true.


TimeoutInterval Timeout 
Interval 
element, as 
defined in 
frame format


As defined in 8.4.2.51 (Timeout Interval 
element (TIE))


This parameter is present when 
ResultCode is “Association 
request rejected temporarily; 
try again later.”


BSSMaxIdlePeriod As defined in 
BSS Max Idle 
Period 
element


As defined in 8.4.2.81 (BSS Max Idle 
Period element)


Indicates the BSS Max idle 
period parameters of the AP. 
This parameter is present if 
dot11WirelessManagementImp
lemented is true, and is not 
present otherwise.


TIMBroadcastResp
onse


As defined in 
TIM 
Broadcast 
Response 
element


As defined in 8.4.2.86 (TIM Broadcast 
Response element)


Specifies the service 
parameters for TIM Broadcast. 
This parameter is optionally 
present if 
dot11MgmtOptionTIMBroadca
stActivated is true and the TIM 
Broadcast Request element is 
present in corresponding 
Association Request frame, and 
is not present otherwise.


FMSResponse As defined in 
FMS 
Response 
element


As defined in 8.4.2.79 (FMS Response 
element)


Specifies the multicast 
parameters for FMS Response. 
This parameter is optionally 
present if 
dot11MgmtOptionFMSActivat
ed is true and the FMS Request 
element is present in 
corresponding Association 
Request frame, and is not 
present otherwise.


DMSResponse As defined in 
DMS 
Response 
element


As defined in 8.4.2.91 (DMS Response 
element)


Specifies the multicast 
parameters for DMS Response. 
This parameter is optionally 
present if 
dot11MgmtOptionDMSActivat
ed is true and the DMS Request 
element is present in 
corresponding Association 
Request frame, and is not 
present otherwise.


QoSMapSet As defined in 
frame format


As defined in 8.4.2.97 (QoS Map Set 
element)


Specifies the QoS Map Set the 
non-AP STA should use.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 (Vendor Specific 
element)


Zero or more elements.


Name Type Valid range Description
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6.3.8.5.3 When generated


This primitive is generated by the SME of a STA that is within an AP as a response to an MLME-
REASSOCIATE.indication primitive.


6.3.8.5.4 Effect of receipt


This primitive initiates transmission of a response to the specific peer MAC entity that requested
reassociation.


6.3.9 Disassociate


6.3.9.1 MLME-DISASSOCIATE.request


6.3.9.1.1 Function


This primitive requests disassociation with a specified peer MAC entity.


6.3.9.1.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DISASSOCIATE.request(


PeerSTAAddress,
ReasonCode,
VendorSpecificInfo
)


6.3.9.1.3 When generated


This primitive is generated by the SME for a STA to  disassociate from a STA with which it has an
association.


6.3.9.1.4 Effect of receipt


This primitive initiates a disassociation procedure. The MLME subsequently issues an
MLME-DISASSOCIATE.confirm primitive that reflects the results.


6.3.9.2 MLME-DISASSOCIATE.confirm


6.3.9.2.1 Function


This primitive reports the results of a disassociation procedure with a specific peer MAC entity.


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid individual 
MAC address


Specifies the address of the peer MAC 
entity with which to perform the 
disassociation process.


ReasonCode Reason Code field As defined in 8.4.1.7 
(Reason Code field)


Specifies the reason for initiating the 
disassociation procedure.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.9.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DISASSOCIATE.confirm(


ResultCode,
VendorSpecificInfo
)


6.3.9.2.3 When generated


This primitive is generated by the MLME as a result of an MLME-DISASSOCIATE.request primitive to
disassociate with a specified peer MAC entity.


6.3.9.2.4 Effect of receipt


The SME is notified of the results of the disassociation procedure.


6.3.9.3 MLME-DISASSOCIATE.indication


6.3.9.3.1 Function


This primitive reports disassociation with a specific peer MAC entity.


6.3.9.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DISASSOCIATE.indication(


PeerSTAAddress,
ReasonCode,
VendorSpecificInfo
)


6.3.9.3.3 When generated


This primitive is generated by the MLME as a result of the invalidation of an association relationship with a
specific peer MAC entity.


Name Type Valid range Description


ResultCode Enumeration SUCCESS,
INVALID_PARAMETERS 


Indicates the result of the 
MLME-DISASSOCIATE.request 
primitive.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 
(Vendor Specific element)


Zero or more elements.


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid individual 
MAC address


Specifies the address of the peer MAC 
entity with which the association 
relationship was invalidated.


ReasonCode Reason Code field As defined in 
8.4.1.7 (Reason 
Code field)


Specifies the reason the disassociation 
procedure was initiated.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.







IEEE P802.11-REVmc/D0.5, Oct 2012


Copyright © 2012 IEEE. All rights reserved. 157


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


6.3.9.3.4 Effect of receipt


The SME is notified of the invalidation of the specific association relationship.


6.3.10 Reset


6.3.10.1 Introduction


This mechanism supports the process of resetting the MAC.


6.3.10.2 MLME-RESET.request


6.3.10.2.1 Function


This primitive requests that the MAC entity be reset.


6.3.10.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-RESET.request(


STAAddress,
SetDefaultMIB
)


6.3.10.2.3 When generated


This primitive is generated by the SME to reset the MAC to initial conditions. The MLME-RESET.request
primitive shall be used prior to use of the MLME-START.request primitive.


6.3.10.2.4 Effect of receipt


This primitive sets the MAC to initial conditions, clearing all internal variables to the default values. MIB
attributes can be reset to their implementation-dependent default values by setting the SetDefaultMIB flag to
true. 


If dot11OCBActivated is true and if the SetDefaultMIB parameter is false, MAC operation shall resume in
less than 2 TU after the STAAddress parameter is changed.


6.3.11 Start


6.3.11.1 Introduction


This mechanism supports the process of creating a new BSS or becoming a member of an MBSS.


Name Type Valid range Description


STAAddress MACAddress Any valid individual 
MAC address


Specifies the MAC address that is to be used by the 
MAC entity that is being reset. This value can be 
used to provide a locally administered STA address.


SetDefaultMIB Boolean true, false If true, all MIB attributes are set to their default 
values. The default values are implementation 
dependent.
If false, the MAC is reset, but all MIB attributes 
retain the values that were in place prior to the 
generation of the MLME-RESET.request primitive.
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6.3.11.2 MLME-START.request


6.3.11.2.1 Function


This primitive requests that the MAC entity start a new BSS or become a member of an MBSS.


6.3.11.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-START.request(


SSID,
SSIDEncoding,
BSSType,
BeaconPeriod,
DTIMPeriod,
CF parameter set,
PHY parameter set,
IBSS parameter set,
ProbeDelay,
CapabilityInformation,
BSSBasicRateSet,
OperationalRateSet,
Country,
IBSS DFS Recovery Interval,
EDCAParameterSet,
DSERegisteredLocation,
HT Capabilities,
HT Operation,
BSSMembershipSelectorSet,
BSSBasicMCSSet,
HTOperationalMCSSet,
Extended Capabilities,
20/40 BSS Coexistence,
Overlapping BSS Scan Parameters,
MultipleBSSID,
InterworkingInfo,
AdvertismentProtocolInfo,
RoamingConsortiumInfo,
Mesh ID,
Mesh Configuration,
QMFPolicy,(11ae)
VendorSpecificInfo
)


Name Type Valid range Description


SSID Octet string 0–32 octets The SSID of the BSS.


SSIDEncoding Enumeration UNSPECIFIED,
UTF8


The encoding used for the SSID


BSSType Enumeration INFRASTRUCTURE, 
INDEPENDENT, 
MESH


The type of the BSS.


Beacon Period Integer ≥ 1 The Beacon period (in TU) of the BSS if the 
BSSType is not MESH, or of the mesh STA 
if the BSSType is MESH. 
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DTIM Period Integer As defined in 8.4.2.7 
(TIM element)


The DTIM Period (in beacon periods) of the 
BSS if the BSSType is not MESH, or of the 
mesh STA if the BSSType is MESH.


CF parameter set CF Parameter 
Set element 


As defined in 8.4.2.6 
(CF Parameter Set 
element)


The parameter set for CF periods, if the BSS 
supports CF mode.


PHY parameter sets FH Parameter 
Set element or 
DSSS 
Parameter Set 
element 


As defined in 8.4.2.4 
(FH Parameter Set 
element) or 8.4.2.5 
(DSSS Parameter Set 
element)


The parameter sets relevant to the PHY.


IBSS parameter set IBSS 
Parameter Set 
element 


As defined in 8.4.2.8 
(IBSS Parameter Set 
element)


The parameter set for the IBSS, if BSS is an 
IBSS.


ProbeDelay Integer N/A Delay (in microseconds) to be used, while 
the STA is a member of this BSS, prior to 
transmitting when changing from Doze to 
Awake, if no frame sequence is detected by 
which the NAV can be set.


CapabilityInformation Capability 
Information 
field


As defined in 8.4.1.4 
(Capability Information 
field)


The capabilities to be advertised for the BSS.


BSSBasicRateSet Set of integers 1–127 inclusive (for 
each integer in the set)


The set of data rates that shall be supported 
by all STAs to join this BSS. The STA that is 
creating the BSS shall be able to receive and 
transmit at each of the data rates listed in the 
set.


OperationalRateSet Set of integers 1–127 inclusive (for 
each integer in the set)


The set of data rates that the STA desires to 
use for communication within the BSS. The 
STA shall be able to receive at each of the 
data rates listed in the set. This set is a 
superset of the rates contained in the 
BSSBasicRateSet parameter.


Country As defined in 
the Country 
element


As defined in the 
Country element


The information required to identify the 
regulatory domain in which the STA is 
located and to configure its PHY for 
operation in that regulatory domain.
Present only if TPC functionality is required, 
as specified in 10.8 (TPC procedures) or 
dot11MultiDomainCapabilityActivated is 
true; otherwise not present(#28).


IBSS DFS Recovery 
Interval


Integer 1–255 Present only if BSSType = INDEPENDENT.
The time interval that is used for DFS 
recovery.
Present only if DFS functionality is required, 
as specified in 10.9 (DFS procedures) and 
BSSType = INDEPENDENT; otherwise not 
present(#28).


EDCAParameterSet 
(QoS only)


EDCA 
Parameter Set 
element


As defined in 8.4.2.31 
(EDCA Parameter Set 
element)


The initial EDCA parameter set values to be 
used in the BSS. The parameter is present 
only if dot11QosOptionImplemented is true; 
otherwise not present(#28).


DSERegisteredLocati
on


As defined in 
the DSE 
Registered 
Location 
element


As defined in 8.4.2.54 
(DSE Registered 
Location element)


The information for the DSE Registered 
Location element. The parameter is present if 
dot11LCIDSERequired is true.


Name Type Valid range Description







IEEE P802.11-REVmc/D0.5, Oct 2012


160 Copyright © 2012 IEEE. All rights reserved.


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


HT Capabilities As defined in 
frame format 
HT 
Capabilities 
element


As defined in 8.4.2.58 
(HT Capabilities 
element)


The HT capabilities to be advertised for the 
BSS. The parameter is present if 
dot11HighThroughputOptionImplemented is 
true; otherwise, this parameter is not present.


HT Operation As defined in 
frame format 
HT Operation 
element


As defined in 8.4.2.59 
(HT Operation element)


The additional HT capabilities to be 
advertised for the BSS.
The parameter is present if BSSType = 
INFRASTRUCTURE and 
dot11HighThroughputOptionImplemented is 
true; otherwise, this parameter is not present.


BSSMembership-
SelectorSet 


Set of integers A value from Table 8-
56 (BSS membership 
selector value encoding) 
for each member of the 
set


The BSS membership selectors that represent 
the set of features that shall be supported by 
all STAs to join this BSS. The STA that is 
creating the BSS shall be able to support each 
of the features represented by the set.


BSSBasicMCSSet Set of integers Each member of the set 
takes a value in the 
range 0 to 76, 
representing an MCS 
index value


The set of MCS values that shall be 
supported by all HT STAs to join this BSS. 
The STA that is creating the BSS shall be 
able to receive and transmit at each of the 
MCS values listed in the set. If the HT 
Operation parameter includes a value of 1 for 
either the Dual Beacon field or the Dual CTS 
Protection field, the BSSBasicMCSSet 
parameter shall include at least one integer 
value in the range 0 to 7.


HTOperationalMCSS
et 


Set of integers Each member of the set 
takes a value in the 
range 0 to 76, 
representing an MCS 
index value


The set of MCS values that the STA desires 
to use for communication within the BSS. 
The STA shall be able to receive at each of 
the data rates listed in the set. This set is a 
superset of the MCS values contained in the 
BSSBasicMCSSet parameter.


Extended Capabilities As defined in 
frame format


As defined in 8.4.2.29 
(Extended Capabilities 
element)


Specifies the parameters within the Extended 
Capabilities element that are supported by 
the MAC entity. 


20/40 BSS 
Coexistence 


As defined in 
frame format


As defined in 8.4.2.62 
(20/40 BSS Coexistence 
element)


Specifies the parameters within the 20/40 
BSS Coexistence element that are indicated 
by the MAC entity. 
The parameter is present if 
dot112040BSSCoexistence-
ManagementSupport is true.


Overlapping BSS 
Scan Parameters 


As defined in 
frame format


As defined in 8.4.2.61 
(Overlapping BSS Scan 
Parameters element)


Specifies the parameters within the 
Overlapping BSS Scan Parameters element 
that are indicated by the MAC entity. 
This parameter is optionally present if 
dot11FortyMHzOptionImplemented is true; 
otherwise, it is not present.


MultipleBSSID As defined in 
Multiple 
BSSID 
Element in 
8.4.2.48 
(Multiple 
BSSID 
element)


As defined in Multiple 
BSSID Element in 
8.4.2.48 (Multiple 
BSSID element)


This element is optionally present when 
dot11RMMeasurementPilotCapability is a 
value between 2 and 7 and the AP is a 
member of a Multiple BSSID Set (see 
10.11.14 (Multiple BSSID Set)) with two or 
more members, or if 
dot11MgmtOptionMultiBSSIDActivated is 
true.


InterworkingInfo As defined in 
frame format


As defined in 
Interworking element in 
8.4.2.94 (Interworking 
element)


Specifies the Interworking capabilities of 
STA. This field is present when 
dot11InterworkingServiceActivated is true.


Name Type Valid range Description
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6.3.11.2.3 When generated


This primitive is generated by the SME to start an infrastructure BSS (with the MAC entity within an AP),
an IBSS (with the MAC entity acting as the first STA in the IBSS), or an MBSS (with the MAC entity acting
as the first mesh STA in the MBSS) or to become a member of an existing MBSS. In an MBSS, this
primitive starts the process of mesh beaconing.


An MLME-START.request primitive may be generated in an infrastructure BSS or IBSS only after an
MLME-RESET.request primitive has been used to reset the MAC entity and before an MLME-JOIN.request
primitive has been used to successfully join an existing infrastructure BSS or IBSS.


An MLME-START.request primitive may be generated in an MBSS only after an MLME-RESET.request
primitive has been used to reset the MAC entity and before any synchronization and mesh peering have been
established. When the mesh STA uses the default synchronization method and the default mesh peering
protocol, the MLME-START.request primitive shall be generated before an MLME-
MESHNEIGHBOROFFSETSYNCSTART.request primitive and MLME-
MESHPEERINGMANAGEMENT.request primitive have been used.


The MLME-START.request primitive shall not be used after successful use of the MLME-START.request
primitive or successful use of the MLME-JOIN.request primitive without generating an intervening MLME-
RESET.request primitive.


AdvertisementProtoco
lInfo


Integer or 
Sequence of 
Integers


As defined in 
Advertisement Protocol 
element in Table 8-178 
(Advertisement protocol 
ID definitions)


Identifies zero or more Advertisement 
Protocols and advertisement control to be 
used in the BSSs. This field is present when 
dot11InterworkingServiceActivated is true.


RoamingConsortiumI
nfo


As defined in 
frame format


As defined in roaming 
consortium element in 
8.4.2.98 (Roaming 
Consortium element)


Specifies identifying information for SSPs 
whose security credentials can be used to 
authenticate with the AP. This field may be 
present when 
dot11InterworkingServiceActivated is true.


Mesh ID Octet string 0–32 octets The value of MeshID. This element is 
present only if the BSSType = MESH; 
otherwise not present(#28).


Mesh
Configuration


As defined in 
frame format


As defined in 8.4.2.100 
(Mesh Configuration 
element)


Specifies the configuration of the mesh STA. 
This element is present only if the BSSType 
= MESH; otherwise not present(#28).


QMFPolicy(11ae) QMF Policy 
element


As defined in 8.4.2.122 
(Quality-of-Service 
Management Frame 
Policy element(11ae)) 


This element is present when 
dot11QMFActivated is true and BSSType = 
INFRASTRUCTURE or MESH, and is not 
present otherwise, and is provided by the 
SME to signal to the MLME the QMF policy 
to be used for this BSS.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 
(Vendor Specific 
element)


Zero or more elements.


Name Type Valid range Description
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6.3.11.2.4 Effect of receipt


This primitive initiates the BSS initialization procedure once the current frame exchange sequence is
complete. The MLME subsequently issues an MLME-START.confirm primitive that reflects the results of
the creation procedure.


If an MLME receives an MLME-START.request primitive with a BSSBasicRateSet parameter containing
any unsupported rates, the MLME response in the resulting MLME-START.confirm primitive shall contain
a ResultCode parameter that is not set to the value SUCCESS.


If the MLME of an HT STA receives an MLME-START.request primitive with a BSSBasicMCSSet
parameter containing any unsupported MCSs, the MLME response in the resulting MLME-START.confirm
primitive shall contain a ResultCode parameter that is not set to the value SUCCESS.


If an MLME receives an MLME-START.request primitive with the SSIDEncoding parameter value UTF8,
the MLME shall set the UTF-8 SSID subfield of the Extended Capabilities element to one in Beacon and
Probe Response frames.


6.3.11.3 MLME-START.confirm


6.3.11.3.1 Function


This primitive reports the results of a BSS creation procedure or a procedure to become a member of an
MBSS.


6.3.11.3.2 Semantics of the service primitive


The primitive parameter is as follows:
MLME-START.confirm(


ResultCode
)


6.3.11.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-START.request primitive to create a new
BSS or to become a member of an MBSS.


6.3.11.3.4 Effect of receipt


The SME is notified of the results of the BSS creation procedure or a procedure to become a member of an
MBSS.


Name Type Valid range resetDescription


ResultCode Enumeration SUCCESS,
BSS_ALREADY_STARTED_OR_JOINED, 
RESET_REQUIRED_BEFORE_ START, 
NOT_SUPPORTED


Indicates the result of the 
MLME-START.request 
primitive.
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6.3.12 Stop


6.3.12.1 General


This mechanism supports the process of terminating an existing BSS.


6.3.12.2 MLME-STOP.request


6.3.12.2.1 Function


This primitive requests that the MAC entity stop a BSS previously started by using an MLME-
START.request primitive


6.3.12.2.2 Semantics of the service primitive


The primitive parameter is as follows:
MLME-STOP.request(


SSID
)


6.3.12.2.3 When generated


This primitive is generated by the SME to terminate an infrastructure BSS (with the MAC entity within an
AP). The MLME-STOP.request primitive shall be generated only after successful use of an MLME-
START.confirm primitive.


The MLME-STOP termination procedure does not reset the MAC to initial conditions. An MLME-
RESET.request primitive shall be issued prior to use of the MLME-START.request primitive and
subsequent to the use of an MLME-STOP.request primitive.


The SME should notify associated non-AP STAs of imminent infrastructure BSS termination before issuing
the MLME-STOP.request.  This can be done with the BSS Transition Management procedure, using the
Termination information.


6.3.12.2.4 Effect of receipt


This primitive initiates the termination of the BSS. All services provided by the AP to an infrastructure BSS,
including Beacons, Probe Responses and access to the DS, are stopped by the termination. All STAs in an
infrastructure BSS are deauthenticated by the termination.


Name Type Valid range Description


SSID Octet string 0–32 octets The SSID of the BSS to be stopped.
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6.3.13 Protocol layer model for spectrum management and radio measurement


The layer management extensions for measurement, TPC, and channel switching assume a certain partition
of functionality between the MLME and SME. This partitioning assumes that policy decisions (e.g.,
regarding measurement and channel switching) reside in the SME, while the protocol for measurement,
switch timing, and the associated frame exchanges resides within the MLME (see Figure 6-2 (Layer
management model)).


The  informative diagrams within this subclause further illustrate the protocol layer model adopted.
Figure 6-3 (Measurement request—accepted) and Figure 6-4 (Measurement request—rejected) depict the
measurement process for a peer STA to accept and reject a measurement request, respectively. Figure 6-5
(TPC adaptation) illustrates the TPC adaptation process. Lastly, Figure 6-6 (Channel switch) depicts the
management process for a channel switch using a Channel Switch Announcement frame.


It should be noted that these diagrams are intended as examples and do not depict all possible protocol
scenarios, e.g., a measurement request may result in more than one measurement report frame as described
in 10.9.7 (Requesting and reporting of measurements) and 10.11 (Radio measurement procedures). 


Figure 6-2—Layer management model
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Figure 6-3—Measurement request—accepted
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6.3.14 Measurement request


6.3.14.1 Introduction


This set of primitives supports the signaling of measurement requests between peer SMEs.


6.3.14.2 MLME-MREQUEST.request


6.3.14.2.1 Function


This primitive requests the transmission of a measurement request to a peer entity.


6.3.14.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MREQUEST.request(


Peer MAC Address,
Dialog Token,
Measurement Request Set,
Number of Repetitions,
Measurement Category,
VendorSpecificInfo
)


Name Type Valid range Description


Peer MAC Address MACAddress Any valid individual 
or group MAC 
address


The address of the peer MAC entity to 
which the measurement request is  
transmitted.


Dialog Token Integer 1–255 The dialog token to identify the 
measurement transaction.


Measurement 
Request Set


Set of measurement 
requests, each as 
defined in the 
Measurement 
Request element 
format


Set of measurement 
requests, each as 
defined in 8.4.2.23 
(Measurement 
Request element)


A set of measurement requests, each 
containing a Measurement Token, 
Measurement Request Mode, 
Measurement Type, and Measurement 
Request.


Number of 
Repetitions 


Integer 0 – 65 535 The number of times the Measurement 
Request Set is to be repeated. The 
parameter is present only if Measurement 
Category is Radio Measurement and 
dot11RadioMeasurementActivated is 
true; otherwise not present(#28).


Measurement 
Category 


Enumeration SPECTRUM 
MANAGEMENT, or 
RADIO 
MEASUREMENT


Indicates whether the Measurement 
Report Set is a set of Spectrum 
Management or Radio Measurement 
measurement requests. The parameter is 
present only if 
dot11RadioMeasurementActivated is 
true; otherwise not present(#28).


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.14.2.3 When generated


This primitive is generated by the SME to request that a Measurement Request frame be sent to a peer entity
to initiate one or more measurements.


6.3.14.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Measurement Request frame containing the set of
Measurement Request elements specified. This frame is then scheduled for transmission.


6.3.14.3 MLME-MREQUEST.indication


6.3.14.3.1 Function


This primitive indicates that a Measurement Request frame has been received requesting the measurement
of one or more channels.


6.3.14.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MREQUEST.indication(


Peer MAC Address,
Dialog Token,
Measurement Request Set,
Number of Repetitions,
Measurement Category,
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VendorSpecificInfo 
)


6.3.14.3.3 When generated


This primitive is generated by the MLME when a valid Measurement Request frame is received.


6.3.14.3.4 Effect of receipt


On receipt of this primitive, the SME either rejects the request or commences the requested measurements.


6.3.15 Channel measurement


6.3.15.1 Introduction


This set of primitives supports the requesting and reporting of measurement data.


6.3.15.2 MLME-MEASURE.request


6.3.15.2.1 Function


This primitive is generated by the SME to request that the MLME initiate specified measurements.


6.3.15.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MEASURE.request(


Name Type Valid range Description


Peer MAC Address MACAddress Any valid individual 
MAC address


The address of the peer MAC entity from 
which the measurement request was 
received.


Dialog Token Integer 1–255 The dialog token to identify the 
measurement transaction.


Measurement 
Request Set


Set of measurement 
requests, each as 
defined in the 
Measurement 
Request element 
format


Set of measurement 
requests, each as 
defined in 8.4.2.23 
(Measurement 
Request element)


A set of measurement requests, each 
containing a Measurement Token, 
Measurement Request Mode, 
Measurement Type, and Measurement 
Request.


Number of 
Repetitions 


Integer 0 – 65 535 The number of times the Measurement 
Request Set is to be repeated. The 
parameter is present only if Measurement 
Category is Radio Measurement and 
dot11RadioMeasurementActivated is 
true; otherwise not present(#28).


Measurement 
Category 


Enumeration SPECTRUM 
MANAGEMENT, or 
RADIO 
MEASUREMENT


Indicates whether the Measurement 
Report Set is a set of Spectrum 
Management or Radio Measurement 
measurement requests. The parameter is 
present only if 
dot11RadioMeasurementActivated is 
true; otherwise not present(#28).


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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Dialog Token,
Measurement Request Set,
VendorSpecificInfo
)


6.3.15.2.3 When generated


This primitive is generated by the SME to request that the MLME initiate the specified measurements.


6.3.15.2.4 Effect of receipt


On receipt of this primitive, the MLME commences the measurement process.


6.3.15.3 MLME-MEASURE.confirm


6.3.15.3.1 Function


This primitive reports the result of a measurement.


6.3.15.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MEASURE.confirm(


ResultCode,
Dialog Token,
Measurement Report Set,
VendorSpecificInfo
)


Name Type Valid range Description


Dialog Token Integer 0–255 The Dialog Token to identify the 
measurement transaction.


Measurement 
Request Set


Set of measurement 
requests, each as 
defined in the 
Measurement 
Request element


Set of measurement 
requests, each as 
defined in 8.4.2.23 
(Measurement 
Request element)


A set of measurement requests, each 
containing a Measurement Token, 
Measurement Request Mode, 
Measurement Type, and Measurement 
Request.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description


ResultCode Enumeration SUCCESS,
UNSPECIFIED_FAILURE


The outcome of the 
measurement request.


Dialog Token Integer 0–255 The dialog token to identify the 
measurement transaction.


Measurement 
Report Set


Set of measurement 
reports, each as 
defined in the 
Measurement Report 
element


Set of measurement reports, 
each as defined in 8.4.2.24 
(Measurement Report 
element)


A set of measurement reports, 
each containing a Measurement 
Token, Measurement Report 
Mode, Measurement Type, and 
Measurement Report.


VendorSpecificInfo A set of elements As defined in 8.4.2.28 
(Vendor Specific element)


Zero or more elements.
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6.3.15.3.3 When generated


This primitive is generated by the MLME to report the results when a measurement set completes.


6.3.15.3.4 Effect of receipt


On receipt of this primitive, the SME evaluates the result code and, if appropriate, stores the channel
measurements pending communication to the requesting entity or for local use.


6.3.16 Measurement report


6.3.16.1 Introduction


This set of primitives supports the signaling of measurement reports.


6.3.16.2 MLME-MREPORT.request


6.3.16.2.1 Function


This primitive supports the signaling of measurement reports between peer SMEs.


6.3.16.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MREPORT.request(


Peer MAC Address,
Dialog Token,
Measurement Report Set,
Measurement Category,
VendorSpecificInfo
)


Name Type Valid range Description


Peer MAC Address MACAddress Any valid individual 
MAC address


The address of the peer MAC entity to 
which the measurement report is sent.


Dialog Token Integer 0–255 The dialog token to identify the 
measurement transaction. Set to 0 for an 
autonomous report.


Measurement Report 
Set


Set of measurement 
reports, each as 
defined in the 
Measurement Report 
element format


Set of measurement 
reports, each as 
defined in 8.4.2.24 
(Measurement 
Report element) 


A set of measurement reports, each 
containing a Measurement Token, 
Measurement Report Mode, 
Measurement Type, and Measurement 
Report.


Measurement 
Category 


Enumeration SPECTRUM 
MANAGEMENT, or 
RADIO 
MEASUREMENT


Indicates whether the Measurement 
Report Set is a set of Spectrum 
Management or Radio Measurement 
reports. The parameter is present only if 
dot11RadioMeasurementActivated is 
true; otherwise not present(#28).


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.16.2.3 When generated


This primitive is generated by the SME to request that a frame be sent to a peer entity to report the results of
measuring one or more channels.


6.3.16.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Measurement Report frame containing the set of
measurement reports. This frame is then scheduled for transmission.


6.3.16.3 MLME-MREPORT.indication


6.3.16.3.1 Function


This primitive indicates that a Measurement Report frame has been received from a peer entity. This
management report is either a response to an earlier measurement request (e.g., MLME-
MREQUEST.request primitive) or an autonomous report.


6.3.16.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MREPORT.indication(


Peer MAC Address,
Dialog Token,
Measurement Report Set,
Measurement Category,
VendorSpecificInfo
)


6.3.16.3.3 When generated


This primitive is generated by the MLME when a valid Measurement Report frame is received.


Name Type Valid range Description


Peer MAC Address MACAddress Any valid individual 
MAC address


The address of the peer MAC entity from 
which the Measurement Report frame was 
received.


Dialog Token Integer 0–255 The dialog token to identify the 
measurement transaction. Set to 0 for an 
autonomous report.


Measurement 
Report Set


Set of measurement 
reports, each as 
defined in the 
Measurement Report 
element format


Set of measurement 
reports, each as 
defined in 8.4.2.24 
(Measurement 
Report element)


A set of measurement reports, each 
containing a Measurement Token, 
Measurement Report Mode, Measurement 
Type, and Measurement Report.


Measurement 
Category 


Enumeration SPECTRUM 
MANAGEMENT, or 
RADIO 
MEASUREMENT


Indicates whether the Measurement 
Report Set is a set of Spectrum 
Management or Radio Measurement 
reports. The parameter is present only if 
dot11RadioMeasurementActivated is true; 
otherwise not present(#28).


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.16.3.4 Effect of receipt


On receipt of this primitive, measurement data might be available for SME processes, such as channel
selection.


6.3.17 Channel switch


6.3.17.1 MLME-CHANNELSWITCH.request


6.3.17.1.1 Function


This primitive requests a switch to a new operating channel.


6.3.17.1.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-CHANNELSWITCH.request(


Mode,
Channel Number,
Secondary Channel Offset,
Channel Switch Count,
Mesh Channel Switch Parameters,
VendorSpecificInfo
)


The Secondary Channel Offset parameter may be present for HT STAs.


Name Type Valid range Description


Mode Integer 0, 1 Channel switch mode, as defined for the 
Channel Switch Announcement element.


Channel Number Integer As defined in 
18.3.8.4.3 
(Channelization)


Specifies the new channel number.


Secondary Channel 
Offset 


Integer As in Table 8-58 
(Values of the 
Secondary Channel 
Offset field)


Specifies the position of secondary 
channel in relation to the primary 
channel.
The parameter is present if 
dot11FortyMHzOperationImplemented is 
true; otherwise, the parameter is not 
present.


Channel Switch 
Count


As defined in 
8.4.2.21 (Channel 
Switch 
Announcement 
element)


As defined in 
8.4.2.21 (Channel 
Switch 
Announcement 
element)


Specifies the time period until the channel 
switch event, as described in 8.4.2.21 
(Channel Switch Announcement element)


Mesh Channel 
Switch 
Parameters


As defined in 
8.4.2.105 (Mesh 
Channel Switch 
Parameters element)


As defined in 
8.4.2.105 (Mesh 
Channel Switch 
Parameters element)


Specifies MBSS Channel Switch 
Parameters used by a mesh STA. This 
parameter is present if the 
dot11MeshActivated is true; otherwise, 
the parameter is not present.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.17.1.3 When generated


This primitive is generated by the SME to schedule a channel switch and announce this switch to peer
entities in the BSS.


6.3.17.1.4 Effect of receipt


On receipt of this primitive, the MLME schedules the channel switch event and announces this switch to
other STAs in the BSS using the Channel Switch Announcement frame or element. The MLME sets the
timing of the frame transmission taking into account the the activation delay.


6.3.17.2 MLME-CHANNELSWITCH.confirm


6.3.17.2.1 Function


This primitive reports the result of a request to switch channel.


6.3.17.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-CHANNELSWITCH.confirm(


ResultCode,
VendorSpecificInfo
)


6.3.17.2.3 When generated


This primitive is generated by the MLME when a channel switch request completes. Possible unspecified
failure causes include an inability to schedule a channel switch announcement.


6.3.17.2.4 Effect of receipt


The SME is notified of the results of the channel switch procedure.


6.3.17.3 MLME-CHANNELSWITCH.indication


6.3.17.3.1 Function


This primitive indicates that a channel switch announcement has been received from a peer entity.


6.3.17.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-CHANNELSWITCH.indication(


Peer MAC Address,
Mode,
Channel Number,


Name Type Valid range Description


ResultCode Enumeration SUCCESS,
UNSPECIFIED FAILURE


Reports the result of a channel 
switch request.


VendorSpecificInfo A set of elements As defined in 8.4.2.28 
(Vendor Specific element)


Zero or more elements.
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Secondary Channel Offset,
Channel Switch Count,
Mesh Channel Switch Parameters,
VendorSpecificInfo
)


6.3.17.3.3 When generated


This primitive is generated by the MLME when a valid Channel Switch Announcement frame is received.


6.3.17.3.4 Effect of receipt


On receipt of this primitive, the SME decides whether to accept the switch.


6.3.17.4 MLME-CHANNELSWITCH.response


6.3.17.4.1 Function


This primitive is used to schedule an accepted channel switch.


6.3.17.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-CHANNELSWITCH.response(


Mode,
Channel Number,
Secondary Channel Offset,


Name Type Valid range Description


Peer MAC Address MACAddress Any valid individual 
MAC address


The address of the peer MAC entity from 
which the Measurement Report frame 
was received.


Mode Integer 0, 1 Channel switch mode, as defined for the 
Channel Switch Announcement element.


Channel Number Integer As defined in 
18.3.8.4.3 
(Channelization) 


Specifies the new channel number.


Secondary Channel 
Offset 


Integer As in Table 8-58 
(Values of the 
Secondary Channel 
Offset field)


Specifies the position of secondary 
channel in relation to the primary 
channel.
The parameter is optionally present only 
if dot11FortyMHzOperationImplemented 
is true; otherwise not present(#28).


Channel Switch 
Count


As defined in 
8.4.2.21 (Channel 
Switch 
Announcement 
element)


As defined in 
8.4.2.21 (Channel 
Switch 
Announcement 
element)


Specifies the time period until the channel 
switch event, as described in 8.4.2.21 
(Channel Switch Announcement element)


Mesh Channel 
Switch 
Parameters


As defined in 
8.4.2.105 (Mesh 
Channel Switch 
Parameters element)


As defined in 
8.4.2.105 (Mesh 
Channel Switch 
Parameters element)


Specifies MBSS Channel Switch 
Parameters used by a mesh STA. This 
parameter is present if the 
dot11MeshActivated is true; otherwise, 
the parameter is not present.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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Channel Switch Count,
Mesh Channel Switch Parameters,
VendorSpecificInfo
)


6.3.17.4.3 When generated


This primitive is generated by the SME to schedule an accepted channel switch request.


6.3.17.4.4 Effect of receipt


On receipt of this primitive, the MLME schedules the channel switch. 


6.3.18 TPC request


6.3.18.1 Introduction


This set of primitives supports the adaptation of transmit power between peer entities as described in 10.8.6
(Adaptation of the transmit power).


6.3.18.2 MLME-TPCADAPT.request


6.3.18.2.1 Function


This primitive supports the adaptation of transmit power between peer entities as specified in 10.8.6
(Adaptation of the transmit power).


6.3.18.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TPCADAPT.request(


Name Type Valid range Description


Mode Integer 0, 1 Channel switch mode, as defined for the 
Channel Switch Announcement element.


Channel Number Integer As defined in 
18.3.8.4.3 
(Channelization)


Specifies the new channel number.


Secondary Channel 
Offset 


Integer As in Table 8-58 
(Values of the 
Secondary 
Channel Offset 
field)


Specifies the position of secondary channel 
in relation to the primary channel.
The parameter is optionally present only if 
dot11FortyMHzOperationImplemented is 
true; otherwise not present(#28).


Channel Switch 
Count


As defined in 
8.4.2.21 (Channel 
Switch 
Announcement 
element)


As defined in 
8.4.2.21 (Channel 
Switch 
Announcement 
element)


Specifies the time period until the channel 
switch event, as described in 8.4.2.21 
(Channel Switch Announcement element)


Mesh Channel 
Switch 
Parameters


As defined in 
8.4.2.105 (Mesh 
Channel Switch 
Parameters element)


As defined in 
8.4.2.105 (Mesh 
Channel Switch 
Parameters 
element)


Specifies MBSS Channel Switch 
Parameters used by a mesh STA. This 
parameter is present if the 
dot11MeshActivated is true; otherwise, the 
parameter is not present.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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Peer MAC Address,
Dialog Token,
VendorSpecificInfo
)


6.3.18.2.3 When generated


This primitive is generated by the SME to request that a TPC Request frame be sent to a peer entity to
request that entity to report transmit power and link margin information.


6.3.18.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a TPC Request frame. This frame is then scheduled for
transmission.


6.3.18.3 MLME-TPCADAPT.confirm


6.3.18.3.1 Function


This primitive reports the result of the TPC adaptation procedure.


6.3.18.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TPCADAPT.confirm(


ResultCode
Transmit Power,
Link Margin,
Rate,
VendorSpecificInfo
)


Name Type Valid range Description


Peer MAC Address MACAddress Any valid individual 
or group MAC 
address


The address of the peer MAC entity to 
which the TPC request is sent.


Dialog Token Integer 1–255 The dialog token to identify the TPC 
transaction.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description


ResultCode Enumeration SUCCESS,
UNSPECIFIED FAILURE


Reports the outcome of a request 
to send a TPC Request frame.


Transmit Power Integer –127 to 127 Value of the Transmit Power 
field of the TPC Report element 
of the TPC Report frame.


Link Margin Integer –127 to 127 Value of the Link Margin field 
of the TPC Report element of 
the TPC Report frame.
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6.3.18.3.3 When generated


This primitive is generated by the MLME when the TPC adaptation procedure completes.


6.3.18.3.4 Effect of receipt


The SME is notified of the results of the TPC adaptation procedure.


6.3.19 SetKeys


6.3.19.1 MLME-SETKEYS.request


6.3.19.1.1 Function


This primitive causes the keys identified in the parameters of the primitive to be set in the MAC and enabled
for use.


6.3.19.1.2 Semantics of the service primitive


The primitive parameter is as follows:
MLME-SETKEYS.request(


Keylist
)


Each SetKeyDescriptor consists of the following elements:


Rate Integer As defined in 8.4.2.3 
(Supported Rates element)


The rate at which the TPC 
Request frame was sent.


VendorSpecificInfo A set of elements As defined in 8.4.2.28 
(Vendor Specific element)


Zero or more elements.


Name Type Valid range Description


Keylist A set of SetKeyDescriptors N/A The list of keys to be used by the MAC.


Name Type Valid range Description


Key Bit string N/A The temporal key value


Length Integer N/A The number of bits in the Key to be used.


Key ID Integer 0–3 shall be used 
with WEP, TKIP, 
and CCMP; 
4–5 with BIP; and 
6–4095 are 
reserved


Key identifier


Key Type Integer Group, Pairwise, 
PeerKey, IGTK


Defines whether this key is a group key, 
pairwise key, PeerKey, or Integrity Group 
key.


Address MACAddress Any valid 
individual MAC 
address


This parameter is valid only when the Key 
Type value is Pairwise, when the Key Type 
value is Group and the STA is in IBSS, or 
when the Key Type value is PeerKey.


Receive Sequence Count 8 octets N/A Value to which the RSC(s) is initialized


Name Type Valid range Description
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6.3.19.1.3 When generated


This primitive is generated by the SME at any time when one or more keys are to be set in the MAC.


6.3.19.1.4 Effect of receipt


Receipt of this primitive causes the MAC to apply the keys as follows provided the MLME-
SETPROTECTION.request primitive has been issued:


— If the Direction element of the SetKeyDescriptor indicates Transmit or Both then the MAC uses the
key information for the transmission of all subsequent frames to which the key applies.


— If the Direction element of the SetKeyDescriptor indicates Receive or Both then the MAC installs
the key with the associated Key ID such that received frames of the appropriate type and containing
the matching Key ID are processed using that key and its associated state information.


6.3.20 DeleteKeys


6.3.20.1 MLME-DELETEKEYS.request


6.3.20.1.1 Function


This primitive causes the keys identified in the parameters of the primitive to be deleted from the MAC and
thus disabled for use. 


6.3.20.1.2 Semantics of the service primitive


The primitive parameter is as follows:
MLME-DELETEKEYS.request(


Keylist
)


Is Authenticator Boolean true, false Indicates whether the key is configured by 
the Authenticator or Supplicant. The value 
true indicates Authenticator. 


Cipher Suite Selector 4 octets As defined in 
8.4.2.27 (RSNE)


The cipher suite required for this 
association.


Direction Integer Receive, Transmit, 
Both


Indicates the direction for which the keys 
are to be installed. Receive indicates that 
the keys are being installed for the receive 
direction. Transmit indicates that the keys 
are being installed for the transmit 
direction. Both indicates that the keys are 
being installed for both the receive and 
transmit directions.


Name Type Valid range Description


Keylist A set of 
DeleteKeyDescriptors


N/A The list of keys to be deleted from the 
MAC.


Name Type Valid range Description
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Each DeleteKeyDescriptor consists of the following elements:


6.3.20.1.3 When generated


This primitive is generated by the SME at any time when keys for a security association are to be deleted in
the MAC.


6.3.20.1.4 Effect of receipt


Receipt of this primitive causes the MAC to delete the temporal keys identified by the Keylist Address,
including Group, Pairwise and PeerKey, and to cease using them. 


6.3.21 MIC (Michael) failure event


6.3.21.1 MLME-MICHAELMICFAILURE.indication


6.3.21.1.1 Function


This primitive reports that a MIC failure event was detected.


6.3.21.1.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MICHAELMICFAILURE.indication (


Count,
Address,
Key Type,
Key ID,
TSC
)


Name Type Valid range Description


Key ID Integer N/A Key identifier.


Key Type Integer Group, Pairwise, 
PeerKey, IGTK 


Defines whether this key is a group key, 
pairwise key, PeerKey, or Integrity Group 
key.


Address MACAddress Any valid individual 
MAC address


This parameter is valid only when the Key 
Type value is Pairwise, or when the Key 
Type value is Group and is from an IBSS 
STA, or when the Key Type value is 
PeerKey.


Name Type Valid range Description


Count Integer 1 or 2 The current number of MIC failure 
events.


Address MACAddress Any valid individual 
MAC address


The source MAC address of the frame.


Key Type Integer Group, Pairwise, 
PeerKey


The key type that the received frame 
used.


Key ID Integer 0–3 Key identifier.


TSC 6 octets N/A The TSC value of the frame that 
generated the MIC failure.
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6.3.21.1.3 When generated


This primitive is generated by the MAC when it has detected a MIC failure.


6.3.21.1.4 Effect of receipt


The SME is notified that the MAC has detected a MIC failure; see 11.4.2.4 (TKIP countermeasures
procedures).


6.3.22 EAPOL


6.3.22.1 MLME-EAPOL.request


6.3.22.1.1 Function


This primitive is generated by the SME when the SME has an IEEE 802.1X EAPOL-Key frame to send.


6.3.22.1.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-EAPOL.request (


Source Address,
Destination Address,
Data
)


6.3.22.1.3 When generated


This primitive is generated by the SME when the SME has a 802.1X EAPOL-Key frame to send.


6.3.22.1.4 Effect of receipt


The MAC sends this EAPOL-Key frame.


6.3.22.2 MLME-EAPOL.confirm


6.3.22.2.1 Function


This primitive indicates that this EAPOL-Key frame has been transmitted by the IEEE Std(#130) 802.11
MAC.


6.3.22.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-EAPOL.confirm (


Name Type Valid range Description


Source Address MACAddress N/A The MAC sublayer address from which the 
EAPOL-Key frame is being sent.


Destination Address MACAddress N/A The MAC sublayer entity address to which 
the EAPOL-Key frame is being sent.


Data IEEE 802.1X 
EAPOL-Key frame


N/A The EAPOL-Key frame to be transmitted.
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ResultCode
)


6.3.22.2.3 When generated


This primitive is generated by the MAC as a result of an MLME-EAPOL.request primitive being generated
to send an EAPOL-Key frame.


6.3.22.2.4 Effect of receipt


The SME is always notified whether this EAPOL-Key frame has been transmitted to the IEEE Std(#130)
802.11 MAC.


This primitive communicates that the frame has been transmitted; see the procedures in 11.4.2.4.1 (General). 


6.3.23 MLME-PeerKeySTART


6.3.23.1 MLME- PeerKeySTART.request


6.3.23.1.1 Function


This primitive is generated by the SME to start a PeerKey Handshake with a peer.


6.3.23.1.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-PeerKeySTART.request (


PeerSTAAddress,
RSN
)


6.3.23.1.3 When generated


This primitive is generated by the SME for a STA to initiate a PeerKey Handshake with a specified peer
MAC entity in order to create a secure link between the two STAs.


6.3.23.1.4 Effect of receipt


This primitive initiates the SMK Handshake as part of PeerKey Handshake by sending an EAPOL-Key
message.


Name Type Valid range Description


ResultCode Enumeration SUCCESS,
TRANSMISSION_FAILURE


Indicates whether the EAPOL-Key frame 
has been transmitted to the target STA.


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid individual 
MAC address


Specifies the address of the peer MAC entity 
with which to perform the PeerKey 
Handshake process.


RSN RSNE As defined in 
8.4.2.27 (RSNE)


A description of the cipher suites supported 
by initiator STA.
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6.3.24 SetProtection


6.3.24.1 MLME-SETPROTECTION.request


6.3.24.1.1 Function


This primitive indicates whether protection is required for frames sent to and received from the indicated
MAC address.


6.3.24.1.2 Semantics of the service primitive


The primitive parameter is as follows:
MLME-SETPROTECTION.request( 


Protectlist 
)


Each Protectlist consists of the following elements:


6.3.24.1.3 When generated


This primitive is generated by the SME when protection is required for frames sent to and received from the
indicated MAC address.


6.3.24.1.4 Effect of receipt


Receipt of this primitive causes the MAC to set the protection and to protect data frames as indicated in the
ProtectType element of the Protectlist parameter:


— None: Specifies that data frames neither from the MAC address nor to the MAC address are
protected.


— Rx: Specifies that data frames from the MAC address are protected (i.e., any data frames without
protection received from the MAC address are discarded).


— Tx: Specifies that data frames to the MAC address are protected.


— Rx_Tx: Specifies that data frames to and from the MAC address are protected.


Once data frames are protected to and/or from the specified MAC address, the MLME-
SETPROTECTION.request primitive is used to reset the prior setting. Invocation of the MLME-
SETPROTECTION.request primitive with a ProtectType of None deletes a protection state.


Name Type Valid range Description


Protectlist A set of protection 
elements


N/A The list of how each key is being used 
currently.


Name Type Valid range Description


Address MACAddress Any valid individual 
MAC address


This parameter is valid only when the Key 
Type value is Pairwise or when the Key 
Type value is Group and is from an IBSS 
STA or PeerKey.


ProtectType Enumeration None, Rx, Tx, 
Rx_Tx


The protection value for this MAC.


Key Type Integer Group, Pairwise, 
PeerKey, IGTK 


Defines whether this key is a group key, 
pairwise key, PeerKey, or Integrity Group 
key.
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6.3.25 MLME-PROTECTEDFRAMEDROPPED


6.3.25.1 MLME- PROTECTEDFRAMEDROPPED.indication


6.3.25.1.1 Function


This primitive notifies the SME that a frame has been dropped because a temporal key was unavailable.


6.3.25.1.2 Semantics of the service primitive


This primitive has two parameters, the MAC addresses of the two STAs.


The primitive parameters are as follows:
MLME-PROTECTEDFRAMEDROPPED.indication (


Address1,
Address2
)


6.3.25.1.3 When generated


This primitive is generated by the MAC when a frame is dropped because no temporal key is available for
the frame.


6.3.25.1.4 Effect of receipt


The SME is notified that a frame was dropped. The SME can use this information in an IBSS to initiate a
security association to the peer STA.


6.3.26 TS management interface


6.3.26.1 General


This mechanism supports the process of adding, modifying, or deleting a TS in a BSS using the procedures
defined in 10.4 (TS operation).


The primitives used for this mechanism are called TS Management primitives, which include MLME-
ADDTS.xxx and MLME-DELTS.xxx primitives, where xxx denotes request, confirm, indication, or
response. Each primitive contains parameters that correspond to a QoS Action frame. Requests and
responses may cause the transmission of the corresponding QoS Action frames. Confirms and indications
are issued upon the receipt of the appropriate QoS Action frame.


Table 6-1 (Supported TS management primitives) defines which primitives are supported by which type of
STA.


Name Type Valid range Description


Address1 MACAddress Any valid individual 
MAC address


MAC address of TA.


Address2 MACAddress Any valid individual 
MAC address


MAC address of RA.
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6.3.26.2 MLME-ADDTS.request


6.3.26.2.1 Function


This primitive requests addition (or modification) of a TS. It requests the HC to admit the new or changed
TS.


6.3.26.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ADDTS.request (


DialogToken,
TSPEC,
TCLAS,
TCLASProcessing,
ADDTSFailureTimeout,
U-APSD Coexistence,
EBR,
IntraAccessCategoryPriority,(11aa)
HigherLayerStreamID,(11aa)
VendorSpecificInfo
)


Table 6-1—Supported TS management primitives


Primitive Request Confirm Indication Response


ADDTS non-AP QoS STA non-AP QoS STA HC HC


DELTS non-AP QoS STA
and HC


non-AP QoS STA
and HC


non-AP QoS STA
and HC


—


ADDTSRESERVE 
(11aa)


HC HC non-AP QoS STA non-AP 
QoS STA


Name Type Valid range Description


DialogToken Integer 0–127 Specifies a number unique 
to the QoS Action 
primitives and frames 
used in adding (or 
modifying) the TS of 
concern.


TSPEC As defined in TSPEC element 
with the exception of the 
surplus bandwidth allowance, 
minimum PHY rate, and 
maximum and minimum SIs, 
which are optionally specified


As defined in 8.4.2.32 
(TSPEC element) with the 
exception of the surplus 
bandwidth allowance, 
minimum PHY rate, and 
maximum and minimum SIs, 
which are optionally specified


Specifies the TSID, traffic 
characteristics, and QoS 
requirements of the TS of 
concern.


TCLAS TCLAS element As defined in 8.4.2.33 
(TCLAS element) 


Zero or more TCLAS 
elements.


Specifies the rules and 
parameters by which an 
MSDU may be classified 
to the specified TS.
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6.3.26.2.3 When generated


This primitive is generated by the SME to request the addition of a new (or modification of an existing) TS
in order to support parameterized QoS transport of the MSDUs belonging to this TS when a higher layer
protocol or mechanism signals the STA to initiate such an addition (or modification).


6.3.26.2.4 Effect of receipt


The STA operates according to the procedures defined in 10.4 (TS operation).


6.3.26.3 MLME-ADDTS.confirm


6.3.26.3.1 Function


This primitive reports the results of a TS addition (or modification) attempt.


6.3.26.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ADDTS.confirm(


ResultCode,
DialogToken,
TSDelay,
TSPEC,
Schedule,
TCLAS,
TCLASProcessing,


TCLASProcessing TCLAS Processing element As defined in 8.4.2.35 
(TCLAS Processing element) 


Specifies how the TCLAS 
elements are to be 
processed when there are 
multiple TCLAS 
elements.


ADDTSFailure-
Timeout


Integer Greater than or equal to 1 Specifies a time limit (in 
TU) after which the TS 
setup procedure is 
terminated.


U-APSD 
Coexistence


U-APSD Coexistence 
element


As defined in 8.4.2.93 (U-
APSD Coexistence element).


Indicates the coexistence 
parameters for requested 
transmission during a U-
APSD service period.


EBR Expedited Bandwidth 
Request element


As defined in 8.4.2.96 
(Expedited Bandwidth 
Request element)


Specifies the precedence 
level of the TS request.
This element is optionally 
present when 
dot11EBRActivated is 
true.


IntraAccessCategor
yPriority(11aa)


Intra-Access Category 
Priority element 


As defined in 8.4.2.123 
(Intra-Access Category 
Priority element(11aa))


Specifies the intra-AC 
priorities the STA should 
use.


HigherLayerStream
ID(11aa)


Higher Layer Stream ID 
element


As defined in 8.4.2.127 
(Higher Layer Stream ID 
element (11aa))


Identifies the higher layer 
stream.


VendorSpecificInfo A set of elements As defined in 8.4.2.28 
(Vendor Specific element)


Zero or more elements.


Name Type Valid range Description
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EBR,
HigherLayerStreamID,(11aa)
VendorSpecificInfo
)


Name Type Valid range Description


ResultCode Enumeration SUCCESS, INVALID_PARAMETERS, 
REJECTED_WITH_SUGGESTED_
CHANGES, 
REJECTED_FOR_DELAY_PERIOD, 
REJECTED_WITH_SUGGESTED_BSS_
TRANSITION, 
REQUESTED_TCLAS_NOT_SUPPORTE
D, TCLAS_RESOURCES_EXHAUSTED,
REJECTED_HOME_WITH_
SUGGESTED_CHANGES,
REJECTED_FOR_SSP_PERMISSIONS


Indicates the results of the 
corresponding MLME-
ADDTS.request primitive.


DialogToken Integer As defined in the corresponding MLME-
ADDTS.request primitive


Specifies a number unique to 
the QoS Action primitives 
and frames used in adding (or 
modifying) the TS.


TSDelay Integer ≥ 0 When the result code is 
REJECTED_FOR_DELAY_ 
PERIOD, provides the 
amount of time a STA should 
wait before attempting 
another ADDTS 
(#99)Request frame.


TSPEC TSPEC 
element


As defined in 8.4.2.32 (TSPEC element) Specifies the TS information, 
traffic characteristics, and 
QoS requirements of the TS.


Schedule Schedule 
element


As defined in 8.4.2.36 (Schedule element) Specifies the schedule 
information, service start 
time, SI, and the specification 
interval.


TCLAS TCLAS 
element


As defined in 8.4.2.33 (TCLAS element) Zero or more TCLAS 
elements.


Specifies the rules and 
parameters by which an 
MSDU may be classified to 
the specified TS.


TCLASProcessing TCLAS 
Processing 
element


As defined in 8.4.2.35 (TCLAS Processing 
element) 


Specifies how the TCLAS 
elements are to be processed 
when there are multiple 
TCLAS elements.


EBR Expedited 
Bandwidth 
Request 
element


As defined in 8.4.2.96 (Expedited 
Bandwidth Request element)


Specifies the precedence level 
of the TS request.
This element is optionally 
present when 
dot11EBRActivated is true.


HigherLayerStream
ID(11aa)


Higher Layer 
Stream ID 
element


As defined in 8.4.2.127 (Higher Layer 
Stream ID element (11aa))


Identifies the higher layer 
stream.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 (Vendor Specific 
element)


Zero or more elements.







IEEE P802.11-REVmc/D0.5, Oct 2012


188 Copyright © 2012 IEEE. All rights reserved.


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


For the ResultCode value of SUCCESS, the TSPEC and the optional TCLAS parameters describe the
characteristics of the TS that has been created (or modified); and the specified (nonzero) parameters [with
the exception of Service Start Time, Medium Time, and any possibly unspecified minimum set of
parameters (see 9.19.4.3 (Controlled-access admission control)) in the TSPEC in ADDTS Request frame]
exactly match those of the matching MLME-ADDTS.request primitive.


For other values of ResultCode, no new TS has been created. In the case of REJECTED_WITH_
SUGGESTED_CHANGES, the TSPEC represents an alternative proposal by the HC based on information
about the current status of the MAC entity. In the case of
REJECTED_HOME_WITH_SUGGESTED_CHANGES, the TSPEC represents an alternative proposal by
the HC based on information received from the SSPN interface. A TS is not created with this definition. If
the suggested changes are acceptable to the STA, it is the responsibility of the STA to set up the TS with the
suggested changes.


In the case of REJECTED_WITH_SUGGESTED_BSS_TRANSITION, non-AP STA should retry TS setup
process with the newly associated AP once the transition is done.


If this is the result of a modification of an existing TS, the status of that TS remains unchanged.


6.3.26.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-ADDTS.request primitive indicating the
results of that request. 


This primitive is generated when that MLME-ADDTS.request primitive is found to contain invalid
parameters, when a timeout occurs, or when the STA receives a response in the form of an ADDTS
Response frame in the corresponding QoS Action frame from the HC.


6.3.26.3.4 Effect of receipt


The SME is notified of the results of the TS addition (or modification) procedure.


The SME should operate according to the procedures defined in 10.4 (TS operation). 


6.3.26.4 MLME-ADDTS.indication


6.3.26.4.1 Function


This primitive reports to the HC’s SME the request for adding (or modifying) a TS.


6.3.26.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ADDTS.indication (


DialogToken,
STAAddress,
TSPEC,
TCLAS,
TCLASProcessing,
U-APSD Coexistence, 
EBR,
IntraAccessCategoryPriority,(11aa)
HigherLayerStreamID,(11aa)
VendorSpecificInfo
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)


The TCLAS is optional at the discretion of the STA that originated the request. 


6.3.26.4.3 When generated


This primitive is generated by the MLME as a result of receipt of a request to add (or modify) a TS by a
specified STA in the form of an ADDTS (#99)Request frame.


Name Type Valid range Description


DialogToken Integer As defined in the 
received ADDTS 
(#99)Request frame


Specifies a number unique to the QoS 
Action primitives and frames used in 
adding (or modifying) the TS.


STAAddress MACAddress Contains the MAC address of the STA 
that initiated the 
MLME-ADDTS.request primitive.


TSPEC As defined in the 
TPEC element, with 
the exception of the 
surplus bandwidth 
allowance, minimum 
PHY rate, and 
maximum and 
minimum SIs, which 
are optionally 
specified


As defined in 
8.4.2.32 (TSPEC 
element) with the 
exception of the 
surplus bandwidth 
allowance, minimum 
PHY rate, and 
maximum and 
minimum SIs, which 
are optionally 
specified


Specifies the TSID, traffic 
characteristics, and QoS requirements of 
the TS.


TCLAS TCLAS element As defined in 8.4.2.33 
(TCLAS element) 


Zero or more TCLAS elements.
Specifies the rules and parameters by 
which an MSDU may be classified to the 
specified TS.


TCLASProcessing TCLAS Processing 
element


As defined in 8.4.2.35 
(TCLAS Processing 
element) 


Specifies how the TCLAS elements are 
to be processed when there are multiple 
TCLAS elements.


U-APSD Coexistence U-APSD 
Coexistence element


As defined in 
8.4.2.93 (U-APSD 
Coexistence element)


Indicates the coexistence parameters for 
requested transmission during a U-APSD 
service period.


EBR Expedited Bandwidth 
Request element


As defined in 
8.4.2.96 (Expedited 
Bandwidth Request 
element)


Specifies the precedence level of the TS 
request.
This element is optionally present when 
dot11EBRActivated is true.


IntraAccessCategory
Priority(11aa)


Intra-Access 
Category Priority 
element


As defined in 
8.4.2.123 (Intra-
Access Category 
Priority 
element(11aa))


Specifies the intra-AC priorities the STA 
should use. 


HigherLayerStreamI
D(11aa)


Higher Layer Stream 
ID element


As defined in 
8.4.2.127 (Higher 
Layer Stream ID 
element (11aa))


Identifies the higher layer stream.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.26.4.4 Effect of receipt


The SME is notified of the request for a TS addition (or modification) by a specified STA.


This primitive solicits an MLME-ADDTS.response primitive from the SME that reflects the results of
admission control at the HC on the TS requested to be added (or modified). 


The SME should operate according to the procedures defined in 10.4 (TS operation).


The SME generates an MLME-ADDTS.response primitive within a dot11ADDTSResponseTimeout. 


6.3.26.5 MLME-ADDTS.response


6.3.26.5.1 Function


This primitive responds to the request for a TS addition (or modification) by a specified STA’s MAC entity.


6.3.26.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ADDTS.response(


ResultCode,
DialogToken,
STAAddress,
TSDelay,
TSPEC,
Schedule,
TCLAS,
TCLASProcessing,
EBR,
HigherLayerStreamID,(11aa)
VendorSpecificInfo
)


Name Type Valid range Description


ResultCode Enumeration SUCCESS, 
INVALID_PARAMETERS, 
REJECTED_WITH_
SUGGESTED_CHANGES, 
REJECTED_FOR_DELAY_PERIOD, 
REJECTED_WITH_SUGGESTED_
BSS_TRANSITION, 
REQUESTED_TCLAS_NOT_
SUPPORTED, 
TCLAS_RESOURCES_
EXHAUSTED,
REJECTED_HOME_WITH_
SUGGESTED_CHANGES,
REJECTED_FOR_SSP_
PERMISSIONS


Indicates the results of the 
corresponding MLME-
ADDTS.indication primitive.


DialogToken Integer As defined in the corresponding 
MLME-ADDTS.indication


DialogToken of the matching 
MLME-ADDTS.indication 
primitive.


STAAddress MACAddress Contains the STA address of 
the matching MLME-
ADDTS.indication primitive.
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The DialogToken and STAAddress parameters contain the values from the matching MLME-
ADDTS.indication primitive.


If the result code is SUCCESS, the TSPEC and (optional) TCLAS parameters contain the values from the
matching MLME-ADDTS-indication.


If the result code is REJECTED_WITH_SUGGESTED_CHANGES or REJECTED_HOME_WITH_
SUGGESTED_CHANGES, the TSPEC and TCLAS parameters represent an alternative proposed TS either
based on information local to the MAC entity or using additional information received across the SSPN
interface. The TS, however, is not created. The TSID and direction values within the TSPEC are as in the
matching MLME-ADDTS.indication primitive. The difference may lie in the QoS (e.g., minimum data rate,
mean data rate, and delay bound) values, as a result of admission control performed at the SME of the HC on
the TS requested to be added (or modified) by the  STA. If sufficient bandwidth is not available, the QoS
values may be reduced. In one extreme, the minimum data rate, mean data rate, and delay bound may be all
set to 0, indicating that no QoS is to be provided to this TS.


If the result code is REJECTED_WITH_SUGGESTED_BSS_TRANSITION, the non-AP STA should
initiate a transition query as defined in 10.23.6 (BSS transition management for network load balancing).
Once the transition is completed, the STA should retry TS setup process, as defined in 10.4.4 (TS setup).


TSDelay Integer ≥ 0 When the result code is 
REJECTED_FOR_DELAY_ 
PERIOD, provides the amount 
of time a STA should wait 
before attempting another 
ADDTS request.


TSPEC TSPEC element As defined in 8.4.2.32 (TSPEC 
element)


Specifies the QoS parameters 
of the TS.


Schedule Schedule 
element


As defined in 8.4.2.36 (Schedule 
element)


Specifies the schedule 
information, service start time, 
SI, and the specification 
interval.


TCLAS TCLAS 
element


As defined in 8.4.2.33 (TCLAS 
element) 


Zero or more TCLAS 
elements.
Specifies the rules and 
parameters by which an MSDU 
may be classified to the 
specified TS.


TCLASProcessing TCLAS 
Processing 
element


As defined in 8.4.2.35 (TCLAS 
Processing element) 


Specifies how the TCLAS 
elements are to be processed 
when there are multiple 
TCLAS elements.


EBR Expedited 
Bandwidth 
Request 
element


As defined in 8.4.2.96 (Expedited 
Bandwidth Request element)


Specifies the precedence level 
of the TS request.
This element is optionally 
present when 
dot11EBRActivated is true.


HigherLayerStream
ID(11aa)


Higher Layer 
Stream ID 
element


As defined in 8.4.2.127 (Higher Layer 
Stream ID element (11aa))


Identifies the higher layer 
stream.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description
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6.3.26.5.3 When generated


This primitive is generated by the SME at the HC as a result of an MLME-ADDTS.indication primitive to
initiate addition (or modification) of a TS with a specified peer MAC entity or entities.


6.3.26.5.4 Effect of receipt


This primitive approves addition (or modification) of a TS requested by a specified STA’s MAC entity, with
or without altering the TSPEC.


This primitive causes the MAC entity at the HC to send an ADDTS Response frame(#100) to the requesting
STA containing the specified parameters.


6.3.26.6 MLME-DELTS.request


6.3.26.6.1 Function


This primitive requests deletion of a TS with a specified peer MAC.


This primitive may be generated at either a non-AP STA or the HC. 


6.3.26.6.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DELTS.request(


STAAddress,
TSInfo,
ReasonCode,
VendorSpecificInfo
)


6.3.26.6.3 When generated


This primitive is generated by the SME at a STA to initiate deletion of a TS when a higher layer protocol or
mechanism signals the STA to initiate such a deletion.


6.3.26.6.4 Effect of receipt


This primitive initiates a TS deletion procedure.


Name Type Valid range Description


STAAddress MACAddress Specifies the MAC address 
of the  STA that initiated 
this TS.
Present only at the HC.


TSInfo TS Info field As defined in 8.4.2.32 (TSPEC element) Specifies the TS to be 
deleted. 


ReasonCode Enumeration STA_LEAVING, END_TS, 
UNKNOWN_TS, TIMEOUT, 
SERVICE_CHANGE_PRECLUDES_TS  


Indicates the reason why 
the TS is being deleted.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 (Vendor Specific 
element)


Zero or more elements.
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This primitive causes the local MAC entity to send out a DELTS frame containing the specified parameters.
If this primitive was generated at the HC, the frame is sent to the specified  STA’s MAC address. If this
primitive was generated at the non-AP STA, the frame is sent to its HC. In either case, the DELTS frame
does not solicit a response from the recipient frame other than an acknowledgment to receipt of the frame.


6.3.26.7 MLME-DELTS.indication


6.3.26.7.1 Function


This primitive reports the deletion of a TS by a specified peer MAC entity or deletion of the TS due to an
inactivity timeout (HC only).


6.3.26.7.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DELTS.indication(


STAAddress,
TSInfo,
ReasonCode,
VendorSpecificInfo
)


6.3.26.7.3 When generated


This primitive is generated by the MLME when it receives a DELTS frame from the specified peer MAC
entity.


This primitive may also be generated by the MLME at the HC as a result of inactivity of a particular TS.
Inactivity results when a period equal to the inactivity interval in the TSPEC for the TS elapses 


— Without arrival of an MSDU belonging to that TS at the MAC entity of the HC via an MA-
UNITDATA.request primitive when the HC is the source STA of that TS or 


— Without reception of an MSDU belonging to that TS by the MAC entity of the HC when the HC is
not the source STA of that TS. 


This primitive is generated after any other state concerning the TSID/direction within the MAC has been
destroyed.


6.3.26.7.4 Effect of receipt


The SME is notified of the initiation of a TS deletion by a specified peer MAC entity.


Name Type Valid range Description


STAAddress MACAddress Specifies the MAC address of 
the  STA for which the TS is 
being deleted.
Present only at the HC.


TSInfo TS Info field As defined in 8.4.2.32 (TSPEC element) Specifies the TS information 
of the TS of concern.


ReasonCode Enumeration STA_LEAVING, END_TS, 
UNKNOWN_TS, TIMEOUT, 
SERVICE_CHANGE_PRECLUDES_TS 


Indicates the reason why the 
TS is being deleted.


VendorSpecificIn
fo


A set of 
elements


As defined in 8.4.2.28 (Vendor Specific 
element)


Zero or more elements.







IEEE P802.11-REVmc/D0.5, Oct 2012


194 Copyright © 2012 IEEE. All rights reserved.


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


6.3.26.8 MLME-ADDTSRESERVE.request (11aa)


6.3.26.8.1 Function


This primitive request is used by the SME at the AP to start the AP-initiated TS setup procedure.


6.3.26.8.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ADDTSRESERVE.request (


TSPEC,
HigherLayerStreamID, 
Schedule,
VendorSpecificInfo
)


6.3.26.8.3 When generated


This primitive is generated by the SME at the AP to start the AP-initiated TS setup procedure. If the
parameter validation on the parameters used in this primitive succeeds, an ADDTS Reserve Request action
frame is transmitted from the AP to a non-AP STA.


6.3.26.8.4 Effect of receipt


The STA operates according to the procedures defined in 10.4.4.3 (AP-initiated TS setup(11aa)).


6.3.26.9 MLME-ADDTSRESERVE.confirm(11aa)


6.3.26.9.1 Function


This primitive is an indication to the SME that is generated by the MLME as a result of receiving an ADDTS
Reserve Response action frame from the non-AP STA to which the AP sent a corresponding ADDTS
Reserve Request action frame.


6.3.26.9.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ADDTSRESERVE.confirm (


ResultCode,
StreamID


Name Type Valid range Description


TSPEC TSPEC element As defined in 8.4.2.32 
(TSPEC element)


Specifies the QoS 
parameters of the TS.


HigherLayerStreamID Higher Layer Stream ID 
element


As defined in 8.4.2.127 
(Higher Layer Stream 
ID element (11aa))


Stream identifier assigned 
by a higher layer protocol.


Schedule Schedule element As defined in 8.4.2.36 
(Schedule element)


Specifies the schedule 
information, service start 
time, SI, and the 
specification interval.


VendorSpecificInfo A set of elements As defined in 8.4.2.28 
(Vendor Specific 
element)


Zero or more elements.







IEEE P802.11-REVmc/D0.5, Oct 2012


Copyright © 2012 IEEE. All rights reserved. 195


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


)


6.3.26.9.3 When generated


This primitive is generated by the MLME as a result of receiving an ADDTS Reserve Response action frame
from the non-AP STA to which the AP sent a corresponding ADDTS Reserve Request action.


6.3.26.9.4 Effect of receipt


The SME is notified of the results of the AP-initiated TS setup procedure.


6.3.26.10 MLME-ADDTSRESERVE.indication(11aa)


6.3.26.10.1 Function


This primitive reports to the non-AP STA’s SME the initiation of AP-initiated TS setup procedure.


6.3.26.10.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ADDTSRESERVE.indication (


APAddress,
TSPEC,
Schedule,
HigherLayerStreamID,
VendorSpecificInfo
)


Name Type Valid range Description


ResultCode Enumeration SUCCESS, FAILURE Indicates the results of the 
corresponding MLME-
ADDTSReserve.request 
primitive.


StreamID Higher Layer Stream ID 
element


As defined in 8.4.2.127 
(Higher Layer Stream 
ID element (11aa))


Stream identifier specified in 
the corresponding MLME-
ADDTSReserve.request 
primitive.


Name Type Valid range Description


APAddress MAC Address — Contains the MAC address 
of the AP initiating the TS 
setup procedure.


TSPEC TSPEC element As defined in 8.4.2.32 
(TSPEC element)


Specifies the QoS 
parameters of the TS.


Schedule Schedule element As defined in 8.4.2.36 
(Schedule element)


Specifies the schedule 
information, service start 
time, SI, and the 
specification interval.


HigherLayerStreamID Higher Layer Stream ID 
element


As defined in 8.4.2.127 
(Higher Layer Stream 
ID element (11aa))


Stream identifier in the 
received ADDTS Reserve 
Request action frame.


VendorSpecificInfo A set of elements As defined in 8.4.2.28 
(Vendor Specific 
element)


Zero or more elements.
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6.3.26.10.3 When generated


This primitive is generated by the MLME at the non-AP STA as a result of the receipt of an ADDTS
Reserve Request action frame from the AP to which the non-AP STA is associated. 


6.3.26.10.4 Effect of receipt


The SME is notified of the receipt of the ADDTS Reserve Request action frame from the AP. This primitive
solicits the SME to participate in the AP-initiated TS setup procedure.


The SME should operate according to the procedures defined in 10.4.4.3 (AP-initiated TS setup(11aa)).


6.3.26.11 MLME-ADDTSRESERVE.response(11aa)


6.3.26.11.1 Function


This primitive is used by a non-AP STA to indicate to the HC the completion of an AP-initiated TS setup
procedure. 


6.3.26.11.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ADDTSRESERVE.response (


HigherLayerStreamID, 
ResultCode,
VendorSpecificInfo
)


Editor’s Note: Valid range for result code should list names, not values. In what sense is a 0 or a 1 defined
in Table 3-37?


6.3.26.11.3 When generated


This primitive is generated by the SME at the non-AP STA to indicate to a HC that the non-AP STA has
setup a TS in response to a higher layer protocol.


Name Type Valid range Description


HigherLayerStreamID Higher Layer Stream ID 
element


As defined in 8.4.2.127 
(Higher Layer Stream 
ID element (11aa))


Stream identifier specified in 
the corresponding MLME-
ADDTSReserve.indication 
primitive.


ResultCode Enumeration 0 or 1 (as defined in 
Table 8-38 (Status 
codes))


Editor’s Note: How
can 0 or 1 be defined
in this table?


Indicates the result of the 
AP-initiated TS setup 
procedure.


VendorSpecificInfo A set of elements As defined in 8.4.2.28 
(Vendor Specific 
element)


Zero or more elements.
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6.3.26.11.4 Effect of receipt


The STA operates according to the procedures defined in 10.4.4.3 (AP-initiated TS setup(11aa)).


6.3.27 Management of direct links


6.3.27.1 Introduction


This subclause describes the management procedures associated with direct links. 


6.3.27.2 MLME-DLS.request


6.3.27.2.1 Function


This primitive requests the setup of a direct link with a specified peer MAC entity.


6.3.27.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DLS.request(


PeerMACAddress,
DLSTimeoutValue,
DLSResponseTimeout,
VendorSpecificInfo 
)


6.3.27.2.3 When generated


This primitive is generated by the SME at a STA to set up a direct link with another STA.


6.3.27.2.4 Effect of receipt


This primitive initiates a DLS procedure. The MLME subsequently issues an MLME-DLS.confirm
primitive that reflects the results.


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


Specifies the MAC address of the STA 
that is the intended immediate recipient of 
the data flow.


DLSTimeoutValue Integer ≥ 0 Specifies a time limit (in seconds) after 
which the direct link is terminated if there 
are no frame exchange sequences with the 
peer. A value of 0 implies that the direct 
link is never to be terminated based on a 
timeout.


DLSResponseTimeout Integer ≥ 1 Specifies a time limit (in TU) after which 
the DLS procedure is terminated, from 
dot11DLSResponseTimeout.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.27.3 MLME-DLS.confirm


6.3.27.3.1 Function


This primitive reports the results of a DLS attempt with a specified peer MAC entity.


6.3.27.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DLS.confirm(


PeerMACAddress,
ResultCode,
CapabilityInformation,
DLSTimeoutValue,
SupportedRates,
HT Capabilities,
VendorSpecificInfo 
)


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual MAC 
address


Specifies the MAC address of the  
STA that is the intended immediate 
recipient of the data flow.


ResultCode Enumeration SUCCESS, 
DLS_NOT_ALLOWED, 
NOT_PRESENT,
NOT_QOS_STA,
REFUSED


Indicates the results of the 
corresponding MLME-DLS.request 
primitive.


CapabilityInformati
on


Capability 
Information field


As defined in 8.4.1.4 
(Capability Information field)


Specifies the capabilities of the peer 
MAC entity.


DLSTimeoutValue Integer ≥ 0 Specifies a time limit (in seconds) 
after which the direct link is 
terminated if there are no frame 
exchange sequences with the peer. 
A value of 0 implies that the direct 
link is never to be terminated based on 
a timeout.


SupportedRates Set of integers 1–127 inclusive (for each 
integer in the set)


The set of data rates that are supported 
by the peer MAC entity.


HT Capabilities As defined in 
frame format


As defined in 8.4.2.58 (HT 
Capabilities element)


Specifies the parameters within the 
HT Capabilities element that are 
supported by the MAC entity. 
The parameter is optionally present 
only if 
dot11HighThroughputOptionImpleme
nted is true; otherwise not 
present(#28).


VendorSpecificInfo A set of elements As defined in 8.4.2.28 
(Vendor Specific element)


Zero or more elements.
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6.3.27.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-DLS.request primitive to establish a
direct link with a specified peer MAC entity.


6.3.27.3.4 Effect of receipt


The SME is notified of the results of the DLS procedure.


6.3.27.4 MLME-DLS.indication


6.3.27.4.1 Function


This primitive reports the establishment of a direct link with a specified peer MAC entity.


6.3.27.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DLS.indication(


PeerMACAddress,
CapabilityInformation,
DLSTimeoutValue,
SupportedRates,
HT Capabilities,
VendorSpecificInfo 
)


6.3.27.4.3 When generated


This primitive is generated by the MLME as result of the establishment of a direct link with a specific peer
MAC entity that resulted from a DLS procedure that was initiated by that specific peer MAC entity.


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


Specifies the MAC address of the  STA that is 
the sender of the data flow.


CapabilityInformati
on


Capability 
Information field


As defined in 8.4.1.4 
(Capability 
Information field)


Specifies the operational capability definitions 
to be used by the peer MAC entity.


DLSTimeoutValue Integer ≥ 0 Specifies a time limit (in seconds) after which 
the direct link is terminated if there are no 
frame exchange sequences with the peer. A 
value of 0 implies that the direct link is never 
to be terminated based on a timeout.


SupportedRates Set of integers 1–127 inclusive 
(for each integer in 
the set)


The set of data rates that are supported by the 
peer MAC entity.


HT Capabilities As defined in 
frame format


As defined in 
8.4.2.58 (HT 
Capabilities element)


Specifies the parameters within the HT 
Capabilities element that are supported by the 
MAC entity. 
The parameter is optionally present only if 
dot11HighThroughputOptionImplemented is 
true; otherwise not present(#28).


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.27.4.4 Effect of receipt


The SME is notified of the establishment of the DLS.


6.3.27.5 MLME-DLSTeardown.request


6.3.27.5.1 Function


When initiated by a non-AP STA, this primitive requests the teardown of the direct link with a specified peer
MAC entity. When initiated by an AP, this primitive requests the teardown of direct link between two
specified MAC entities.


6.3.27.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DLSTeardown.request(


PeerMACAddress1,
PeerMACAddress2,
ReasonCode,
VendorSpecificInfo 
)


6.3.27.5.3 When generated


This primitive is generated by the SME at a STA for tearing down a direct link with another STA. 


6.3.27.5.4 Effect of receipt


This primitive initiates a direct-link teardown procedure. The MLME subsequently issues an MLME-
DLSTeardown.confirm primitive that reflects the results.


6.3.27.6 MLME-DLSTeardown.indication


6.3.27.6.1 Function


This primitive indicates the teardown of an already established direct link with a specific peer MAC entity.


Name Type Valid range Description


PeerMACAddress1 MACAddress Any valid individual MAC 
address


Specifies the MAC address of the STA 
that is the intended immediate recipient 
of the teardown.


PeerMACAddress2 MACAddress Any valid individual MAC 
address


Specifies the MAC address of the STA 
with which the DLS is being torn down. 
This parameter is applicable only at the 
AP.


ReasonCode Enumeration STA_LEAVING, 
END_DLS, 
PEERKEY_MISMATCH, 
UNKNOWN_DLS,
TIMEOUT,
PEER_INITIATED,
AP_INITIATED


Indicates the reason why the direct link is 
being torn down.


VendorSpecificInfo A set of elements As defined in 8.4.2.28 
(Vendor Specific element)


Zero or more elements.
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6.3.27.6.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DLSTeardown.indication(


PeerMACAddress,
ReasonCode,
VendorSpecificInfo 
)


6.3.27.6.3 When generated


This primitive is generated by the MLME as result of the teardown of a direct link with a specific peer MAC
entity that resulted from a direct link teardown procedure that was initiated either by that specific peer MAC
entity or by the local MAC entity.


6.3.27.6.4 Effect of receipt


The SME is notified of the teardown of the DLS.


6.3.28 Higher layer synchronization support


6.3.28.1 Introduction


This mechanism supports the process of synchronization among higher layer protocol entities residing
within different wireless STAs. The actual synchronization mechanism in the higher layer is out of the scope
of this standard. In principle, the MLME indicates the transmission/reception of frames with a specific group
address in the Address 1 field of a data MPDU.


6.3.28.2 MLME-HL-SYNC.request


6.3.28.2.1 Function


This primitive requests activation of the synchronization support mechanism. 


6.3.28.2.2 Semantics of the service primitive


The primitive parameter is as follows:
MLME-HL-SYNC.request(


GroupAddress


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual MAC 
address


Specifies the MAC address of the STA 
that is the sender of the data flow.


ReasonCode Enumeration STA_LEAVING, 
END_DLS, 
PEERKEY_MISMATCH, 
UNKNOWN_DLS, 
TIMEOUT,
PEER_INITIATED,
AP_INITIATED


Indicates the reason why the direct link is 
being torn down.


VendorSpecificInfo A set of elements As defined in 8.4.2.28 
(Vendor Specific element)


Zero or more elements.
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)


6.3.28.2.3 When generated


This primitive is generated by the SME when a higher layer protocol initiates a synchronization process.


6.3.28.2.4 Effect of Receipt


This request activates the synchronization support mechanism at the STA. The MLME issues an MLME-
HL-SYNC.indication primitive when a higher layer synchronization frame, which is a data frame with the 
specified group address in Address 1 field, is received or transmitted. 


6.3.28.3 MLME-HL-SYNC.indication


6.3.28.3.1 Function


This primitive indicates the last symbol on air of a higher layer synchronization frame, whether transmitted
or received by the MAC.


6.3.28.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-HL-SYNC.indication(


SourceAddress,
SequenceNumber
)


6.3.28.3.3 When generated


This primitive is generated by the MLME when the successful reception or transmission of a higher layer
synchronization frame is detected, as indicated by the PHY_RXEND.indication or PHY_TXEND.confirm
primitives generated by the PHY. The higher layer synchronization frame is identified by the group MAC
address registered by an earlier MLME-HL-SYNC.request primitive in the Address 1 field of a data frame.


6.3.28.3.4 Effect of Receipt


The SME is notified of the reception or transmission of a higher layer synchronization frame.


Name Type Valid range Description


GroupAddress MACAddress A group MAC 
address


Specifies the group MAC address to which the 
synchronization frames are addressed. A 
synchronization frame is a data frame with 
higher layer synchronization information.


Name Type Valid range Description


SourceAddress MACAddress Any valid individual 
MAC address


Specifies the SA of the STA that transmitted 
the higher layer synchronization frame.


SequenceNumber Integer As defined in 
8.2.4.4.2 (Sequence 
Number field) 


Specifies the sequence number of the higher 
layer synchronization frame received or 
transmitted.
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6.3.29 Block Ack


6.3.29.1 General


This mechanism supports the initiation (or modification) and termination of Block Ack.


The primitives used for this mechanism are called Block Ack primitives, which include MLME-ADDBA.xxx
and MLME-DELBA.xxx primitives, where xxx denotes request, confirm, indication, or response. Each
primitive contains parameters that correspond to a Block Ack Action frame body. Requests and responses
may cause these frames to be sent. Confirms and indications are emitted when an appropriate Block Ack
Action frame is received.


6.3.29.2 MLME-ADDBA.request


6.3.29.2.1 Function


This primitive requests the initiation (or modification) of Block Ack with a peer MAC entity.


6.3.29.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ADDBA.request(


PeerSTAAddress,
DialogToken,
TID,
BlockAckPolicy,
BufferSize,
BlockAckTimeout,
ADDBAFailureTimeout,
BlockAckStartingSequenceControl,
GCRGroupAddress,(11aa)
VendorSpecificInfo 
)


Name Type Valid range Description


PeerSTAAddress MACAddress N/A Specifies the address of the peer MAC entity with 
which to perform the Block Ack initiation (or 
modification).


DialogToken Integer 0–255 Specifies a number unique to the Block Ack 
Action primitives and frames used in defining the 
Block Ack.


TID Integer 0–15 Specifies the TID of the data.


BlockAckPolicy Enumeration Immediate, 
Delayed


Specifies the Block Ack policy.


BufferSize Integer 0–127 Specifies the number of MPDUs that can be held 
in its buffer.


BlockAckTimeout Integer 0 – 65 535 Specifies the number of TUs without a frame 
exchange between peers after which the Block 
Ack is considered to be torn down.


ADDBAFailureTi
meout


Integer Greater than or 
equal to 1


Specifies a time limit (in TU) after which the 
Block Ack setup procedure is terminated, from 
dot11ADDBAResponseTimeout.
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6.3.29.2.3 When generated


This primitive is generated by the SME at a STA to request initiation (or modification) of Block Ack with
the specified peer MAC entity.


6.3.29.2.4 Effect of receipt


The STA sends the ADDBA Request frame to the specified peer MAC entity.


6.3.29.3 MLME-ADDBA.confirm


6.3.29.3.1 Function


The primitive reports the results of initiation (or modification) of the Block Ack attempt with the specified
peer MAC entity.


6.3.29.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ADDBA.confirm(


PeerSTAAddress,
DialogToken,
TID,
ResultCode,
BlockAckPolicy,
BufferSize,
BlockAckTimeout,
GCRGroupAddress,(11aa)
VendorSpecificInfo 
)


6.3.29.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-ADDBA.request primitive to indicate the
results of that request.


6.3.29.3.4 Effect of receipt


The SME is notified of the results of the Block Ack initiation (or modification).


BlockAckStartingS
equenceControl


Block Ack 
Starting 
Sequence 
Control field


As defined in 
8.3.1.8 
(BlockAckReq 
frame format)


Specifies the value of Block Ack starting 
sequence control.


GCRGroupAddress
(11aa)


GCR Group 
Address element


As defined in 
8.4.2.128 (GCR 
Group Address 
element (11aa))


Specifies the group address for which a Block 
Ack agreement is requested. If the element is 
present, a GCR Group Address element is 
included in the transmitted ADDBA Request 
frame.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description
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6.3.29.4 MLME-ADDBA.indication


6.3.29.4.1 Function


This primitive reports the initiation (or modification) of Block Ack by a peer MAC entity.


6.3.29.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ADDBA.indication(


PeerSTAAddress,
DialogToken,
TID,
BlockAckPolicy,
BufferSize,
BlockAckTimeout,
GCRGroupAddress,(11aa)
VendorSpecificInfo 
)


Name Type Valid range Description


PeerSTAAddress MACAddress N/A Specifies the address of the peer MAC entity with 
which the Block Ack initiation (or modification) 
was attempted. This value matches the 
PeerSTAAddress parameter specified in MLME-
ADDBA.request primitive.


DialogToken Integer 0–255 Specifies a number unique to the Block Ack 
Action primitives and frames used in defining the 
Block Ack. This value matches the DialogToken 
parameter specified in MLME-ADDBA.request 
primitive.


TID Integer 0–15 Specifies the TID of the data. This value matches 
the TID specified in MLME-ADDBA.request 
primitive.


ResultCode Enumeration SUCCESS, 
INVALID_
PARAMETERS, 
REFUSED


Indicates the result of the corresponding MLME-
ADDBA.request primitive. 


BlockAckPolicy Enumeration Immediate, 
Delayed


Specifies the Block Ack policy.


BufferSize Integer 0–127 Specifies the maximum number of MPDUs in the 
block for the specified TID.


BlockAckTimeout Integer 0 – 65 535 Specifies the number of TUs without a frame 
exchange between peers after which the Block 
Ack is considered to be torn down.


GCRGroupAddress
(11aa)


GCR Group 
Address element


As defined in 
8.4.2.128 (GCR 
Group Address 
element (11aa))


Specifies the group address for which a Block 
Ack agreement was requested.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.29.4.3 When generated


This primitive is generated by the MLME as a result of receipt of a Block Ack initiation (or modification) by
the specified peer MAC entity in the form of an ADDBA Request frame.


6.3.29.4.4 Effect of receipt


The SME is notified of the initiation (or modification) of the Block Ack by the specified peer MAC entity.


6.3.29.5 MLME-ADDBA.response


6.3.29.5.1 Function


The primitive responds to the initiation (or modification) by a specified peer MAC entity.


6.3.29.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ADDBA.response(


PeerSTAAddress,
DialogToken,
TID,
ResultCode,
BlockAckPolicy,
BufferSize,
BlockAckTimeout,
GCRGroupAddress,(11aa)
VendorSpecificInfo 
)


Name Type Valid range Description


PeerSTAAddress MACAddress N/A Specifies the address of the peer MAC entity that 
requested the Block Ack initiation (or 
modification).


DialogToken Integer 0–255 Specifies a number unique to the Block Ack 
Action primitives and frames used in defining the 
Block Ack.


TID Integer 0–15 Specifies the TID of the data.


BlockAckPolicy Enumeration Immediate, 
Delayed


Specifies the Block Ack policy.


BufferSize Integer 0–127 Specifies the number of MPDUs that can be held 
in peerSTAAddress buffer.


BlockAckTimeout Integer 0 – 65 535 Specifies the number of TUs without a frame 
exchange between peers after which the Block 
Ack is considered to be torn down.


GCRGroupAddress
(11aa)


GCR Group 
Address element


As defined in 
8.4.2.128 (GCR 
Group Address 
element (11aa))


Specifies the group address for which a Block 
Ack agreement is requested. This element is 
present if a GCR Group Address element was 
included in the transmitted ADDBA Request 
frame.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.29.5.3 When generated


This primitive is generated by the MLME as a result of an MLME-ADDBA.indication primitive to initiate
Block Ack by the specified peer MAC entity.


6.3.29.5.4 Effect of receipt


The primitive causes the MAC entity to send an ADDBA Response frame to the specified peer MAC entity.


6.3.29.6 MLME-DELBA.request


6.3.29.6.1 Function


This primitive requests the deletion of Block Ack with a peer MAC entity.


6.3.29.6.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DELBA.request(


PeerSTAAddress,
Direction,
TID,


Name Type Valid range Description


PeerSTAAddress MACAddress N/A Specifies the address of the peer MAC entity that 
attempted the Block Ack initiation (or 
modification). This value matches the 
PeerSTAAddress parameter specified in MLME-
ADDBA.indication primitive.


DialogToken Integer 0–255 Specifies a number unique to the Block Ack 
Action primitives and frames used in defining the 
Block Ack. This value matches the DialogToken 
parameter specified in MLME-
ADDBA.indication primitive.


TID Integer 0–15 Specifies the TID of the data. This value matches 
the TID specified in MLME-ADDBA.indication 
primitive.


ResultCode Enumeration SUCCESS, 
REFUSED, 
INVALID_
PARAMETERS


Indicates the result of the corresponding MLME-
ADDBA.indication primitive. 


BlockAckPolicy Enumeration Immediate, 
Delayed


Specifies the Block Ack policy. Undefined when 
the result code is REFUSED.


BufferSize Integer 0–127 Specifies the maximum number of MPDUs in the 
block for the specified TID. Undefined when the 
result code is REFUSED.


BlockAckTimeout Integer 0 – 65 535 Specifies the number of TUs without a frame 
exchange between peers after which the Block 
Ack is considered to be torn down.


GCRGroupAddress
(11aa)


GCR Group 
Address element


As defined in 
8.4.2.128 (GCR 
Group Address 
element (11aa))


Specifies the group address for which a Block 
Ack agreement was requested.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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ReasonCode,
VendorSpecificInfo 
)


6.3.29.6.3 When generated


This primitive is generated by the SME at a STA to request deletion of Block Ack with the specified peer
MAC entity.


6.3.29.6.4 Effect of receipt


The STA sends the DELBA frame to the specified peer MAC entity.


6.3.29.7 MLME-DELBA.indication


6.3.29.7.1 Function


This primitive reports the deletion of Block Ack by a peer MAC entity.


6.3.29.7.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DELBA.indication(


PeerSTAAddress,
Direction,
TID,
ReasonCode,
VendorSpecificInfo 
)


Name Type Valid range Description


PeerSTAAddress MACAddress N/A Specifies the address of the peer MAC entity with 
which to perform the Block Ack deletion.


Direction Enumeration Originator, 
Recipient


Specifies if the MAC entity initiating the MLME-
DELBA.request primitive is the originator or the 
recipient of the data stream that uses the Block 
Ack.


TID Integer 0–15 Specifies the TID of the MSDUs for which this 
Block Ack has been set up.


ReasonCode Enumeration STA_LEAVING, 
END_BA, 
UNKNOWN_BA,
TIMEOUT


Indicates the reason why the Block Ack is being 
deleted.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description


PeerSTAAddress MACAddress N/A Specifies the address of the peer MAC entity with 
which to perform the Block Ack deletion.


Direction Enumeration Originator, 
Recipient


Specifies if the MAC entity initiating the MLME-
DELBA.request primitive is the originator or the 
recipient of the data stream that uses the Block 
Ack.
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6.3.29.7.3 When generated


This primitive is generated by the MLME as a result of receipt of a Block Ack deletion by the specified peer
MAC entity in the form of a DELBA frame.


6.3.29.7.4 Effect of receipt


The SME is notified of the deletion of the Block Ack by the specified peer MAC entity.


6.3.30 Schedule element management 


6.3.30.1 Introduction


This subclause describes the management procedures associated with the QoS Schedule element.


The primitives defined are MLME-SCHEDULE.request and MLME-SCHEDULE.indication.


6.3.30.2 MLME-SCHEDULE.request


6.3.30.2.1 Function


This primitive requests transmission of a Schedule frame. It is valid at the HC. 


6.3.30.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-SCHEDULE.request(


STAAddress,
Schedule
)


6.3.30.2.3 When generated


This primitive is generated by the SME at the HC to send the schedule information, in the form of a
Schedule frame, to a specified STA when the schedule information for the STA is changed.


TID Integer 0–15 Specifies the TID of the MSDUs for which this 
Block Ack has been set up.


ReasonCode Enumeration STA_LEAVING, 
END_BA, 
UNKNOWN_BA, 
TIMEOUT


Indicates the reason why the Block Ack is being 
deleted.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description


STAAddress MACAddress Any valid individual 
address


MAC address of the STA to which the 
Schedule frame shall be sent.


Schedule Schedule 
element


As defined in 
8.4.2.36 (Schedule 
element)


Specifies the schedule for the STA, 
including the SI (minimum and 
maximum), TXOP duration (minimum 
and maximum), and specification interval.


Name Type Valid range Description
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6.3.30.2.4 Effect of receipt


This primitive causes the MAC entity at the HC to send a Schedule frame to the STA specified in the
primitive containing the specified Schedule parameters.


6.3.30.3 MLME-SCHEDULE.indication


6.3.30.3.1 Function


This primitive reports the reception of a new schedule by the STA in the form of a Schedule frame.


6.3.30.3.2 Semantics of the service primitive


The primitive parameter is as follows:
MLME-SCHEDULE.indication( 


Schedule
)


6.3.30.3.3 When generated


This primitive is generated by the MLME as a result of receipt of a new schedule in the form of a Schedule
frame. 


6.3.30.3.4 Effect of receipt


The SME is notified of the receipt of QoS schedule in the form of a Schedule frame. The new Schedule
parameters overwrite the previously stored values.


6.3.31 Vendor-specific action


6.3.31.1 Introduction


This set of primitives supports the signaling of (Protected) Vendor Specific Action frames among peer
SMEs.


6.3.31.2 MLME-VSPECIFIC.request


6.3.31.2.1 Function


This primitive requests transmission of a Vendor Specific Action frame.


6.3.31.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-VSPECIFIC.request(


PeerMACAddress,
Protected,
Organization Identifier,


Name Type Valid range Description


Schedule Schedule 
element


As defined in 
8.4.2.36 
(Schedule 
element) 


Specifies the schedule for the STA, including the 
SI (minimum and maximum), TXOP duration 
(minimum and maximum), and specification 
interval.
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VendorSpecificContent
) 


6.3.31.2.3 When generated


This primitive is generated by the SME to request that a Vendor Specific Action frame be sent.


6.3.31.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Vendor Specific Action frame containing the set of
elements and vendor-specific fields. The STA then attempts to transmit the frame.


6.3.31.3 MLME-VSPECIFIC.indication


6.3.31.3.1 Function


This primitive indicates that a Vendor Specific Action frame has been received from a peer entity.


6.3.31.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-VSPECIFIC.indication(


PeerMACAddress,
Protected,
Organization Identifier,
RCPI,
VendorSpecificContent
)


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address or any 
valid group MAC 
address 


The address of the peer MAC entity or 
group of entities to which the Vendor 
Specific Action frame is sent.


Protected Boolean true, false Specifies whether the request is sent 
using a Robust Management frame. 


If true, the request is sent using a 
Protected Vendor Specific frame.


If false, the request is sent using a 
Vendor Specific frame. 


Organization Identifier As defined in 
8.4.1.31 
(Organization 
Identifier field)


As defined in 
8.4.1.31 
(Organization 
Identifier field)


Contains a public value assigned by 
the IEEE to identify the organization 
that has defined the content of the 
particular vendor-specific action.


VendorSpecificContent Determined by the 
entity to whom the 
Organization 
Identifier is 
registered 


Determined by the 
entity to whom the 
Organization 
Identifier is 
registered 


Vendor-specific content.


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address 


The address of the peer MAC entity 
from which the Vendor Specific 
Action frame was received.
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6.3.31.3.3 When generated


This primitive is generated by the MLME when a valid Vendor Specific Action frame is received.


6.3.31.3.4 Effect of receipt


On receipt of this primitive, the Vendor Specific Content can be made available for SME processes.


6.3.32 Neighbor report request


6.3.32.1 General


The following MLME primitives support the signaling of neighbor report requests.


6.3.32.2 MLME-NEIGHBORREPREQ.request


6.3.32.2.1  Function


This primitive requests that a Neighbor Report Request frame be sent to the AP with which the STA is
associated. It is valid only at a Radio Measurement capable STA.


6.3.32.2.2  Semantics of the service primitive


The primitive parameters are as follows:
MLME-NEIGHBORREPREQ.request(


DialogToken,
SSID,
VendorSpecificInfo
) 


Protected Boolean true, false Specifies whether the request was 
received using a Robust Management 
frame. 


If true, the request was received using 
a Protected Vendor Specific frame.


If false, the request was received 
using a Vendor Specific frame. 


Organization Identifier As defined in 
8.4.1.31 
(Organization 
Identifier field)


As defined in 
8.4.1.31 
(Organization 
Identifier field)


Contains a public value assigned by 
the IEEE to identify the organization 
that has defined the content of the 
particular vendor-specific action.


RCPI As defined in 
8.4.2.40 (RCPI 
element)


As defined in 
8.4.2.40 (RCPI 
element)


Present when dot11OCBActivated is 
true. RCPI is the measured value of 
received channel power on the 
received Vendor Specific Action 
frame.


VendorSpecificContent Determined by the 
entity to whom the 
Organization 
Identifier is 
registered 


Determined by the 
entity to whom the 
Organization 
Identifier is 
registered 


Vendor-specific content.


Name Type Valid range Description
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6.3.32.2.3  When generated


This primitive is generated by the SME to request that a Neighbor Report Request frame be sent to the AP
with which the STA is associated to request a neighbor report.


6.3.32.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Neighbor Report Request frame. The STA then
attempts to transmit this to the AP with which it is associated.


6.3.32.3 MLME-NEIGHBORREPREQ.indication


6.3.32.3.1 Function


This primitive indicates that a Neighbor Report Request frame was received. It is valid only at a Radio
Measurement capable AP. 


6.3.32.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-NEIGHBORREPREQ.indication(


PeerSTAAddress,
DialogToken,
SSID,
VendorSpecificInfo
)


6.3.32.3.3 When generated


This primitive is generated by the MLME when a valid Neighbor Report Request frame is received.


Name Type Valid range Description


DialogToken Integer 1–255 The Dialog Token to identify the neighbor report 
transaction.


SSID As defined in the 
SSID element


As defined in the 
SSID element


Optional SSID element to request a neighbor list for a 
specific SSID.


Vendor-
SpecificInfo 


A set of 
elements 


As defined in 
8.4.2.28 (Vendor 
Specific 
element) 


Zero or more elements. 


Name Type Valid range Description 


PeerSTA-
Address


MACAddress Any valid 
individual MAC 
address 


The address of the STA’s MAC entity from which a 
Neighbor Report Request frame was received.


DialogToken Integer 1–255 The Dialog Token in the Neighbor Report Request 
frame that was received.


SSID As defined in the 
SSID element


As defined in the 
SSID element


Optional SSID element to request a neighbor list for a 
specific SSID.


Vendor-
SpecificInfo 


A set of 
elements 


As defined in 
8.4.2.28 (Vendor 
Specific 
element) 


Zero or more elements. 
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6.3.32.3.4 Effect of receipt


On receipt of this primitive, the SME operates according to the procedure in 10.11.10.3 (Receiving a
neighbor report).


6.3.33 Neighbor report response


6.3.33.1 General


The following MLME primitives support the signaling of neighbor report responses.


6.3.33.2 MLME-NEIGHBORREPRESP.request


6.3.33.2.1 Function


This primitive requests that a neighbor report response be sent. This may be in response to an MLME-
NEIGHBORREPREQ.indication primitive or an autonomous request. It is valid only at a Radio
Measurement capable AP.


6.3.33.2.2  Semantics of the service primitive


The primitive parameters are as follows:
MLME-NEIGHBORREPRESP.request(


PeerSTAAddress,
DialogToken,
NeighborListSet,
VendorSpecificInfo
)


6.3.33.2.3 When generated


This primitive is generated by the SME to request a neighbor report be sent. This may be in response to an
earlier MLME-NEIGHBORREPREQ.indication primitive or a request to transmit an autonomous report.


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid 
individual 
MAC address 


The address of the STA’s MAC entity to which a 
Neighbor Report Response frame is to be sent.


DialogToken Integer 0–255 The Dialog Token to identify the neighbor report 
transaction. Set to the value received in the 
corresponding MLME-
NEIGHBORREPREQ.indication primitive or to 0 for 
an autonomous report.


NeighborListSet Set of Neighbor 
List elements 
each as defined 
in the Neighbor 
Report element 
format


As defined in 
8.4.2.39 
(Neighbor 
Report element)


A set of Neighbor List elements, each representing a 
neighboring AP being reported as defined in the 
Neighbor Report element format.


Vendor-
SpecificInfo 


A set of 
elements 


As defined in 
8.4.2.28 
(Vendor 
Specific 
element) 


Zero or more elements. 
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6.3.33.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Neighbor Report Response frame. The STA then
attempts to transmit this to the STA indicated by the PeerSTAAddress parameter.


6.3.33.3 MLME-NEIGHBORREPRESP.indication


6.3.33.3.1 Function


This primitive indicates that a neighbor report response has been received. This may be in response to an
earlier neighbor report request (MLME-NEIGHBORREPREQ.request) or an autonomous report. It is valid
only at a Radio Measurement capable STA.


6.3.33.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-NEIGHBORREPRESP.indication(


PeerSTAAddress, 
DialogToken,
NeighborListSet,
VendorSpecificInfo
)


6.3.33.3.3 When generated


This primitive is generated by the MLME when a valid Neighbor Report Response frame is received.


6.3.33.3.4 Effect of receipt


On receipt of this primitive, neighbor report data may be available to the SME.


6.3.34 Link Measure Request


6.3.34.1 General


The following primitives support the measurement of link path loss and the estimation of link margin
between peer entities.


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid 
individual MAC 
address 


The address of the AP from which the Neighbor 
Report Response frame was received.


DialogToken Integer 0–255 The Dialog Token received in the Neighbor 
Report Response frame to identify the neighbor 
report transaction.


NeighborListSet Set of Neighbor 
List elements, 
each as defined in 
the Neighbor 
Report element 
format


As defined in 
8.4.2.39 
(Neighbor 
Report element)


A set of Neighbor List elements derived from the 
MIB table dot11RMNeighborReportTable, each 
representing a neighboring AP being reported as 
defined in the Neighbor Report element format.


Vendor-
SpecificInfo 


A set of elements As defined in 
8.4.2.28 (Vendor 
Specific 
element) 


Zero or more elements. 
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6.3.34.2 MLME-LINKMEASURE.request


6.3.34.2.1 Function


This primitive supports the measurement of link path loss and the estimation of link margin between peer
entities.


NOTE—The layer management model used assumes that the handling of a received Link Measurement Request frame is
entirely within the MLME. Correspondingly there are no MLME-SME primitives specified for the peer side of a link
measurement request transaction.


6.3.34.2.2  Semantics of the service primitive


The primitive parameters are as follows:
MLME-LINKMEASURE.request(


PeerMACAddress,
DialogToken,
Transmit Power,
Max Transmit Power,
VendorSpecificInfo 
)


6.3.34.2.3 When generated


This primitive is generated by the SME to request that a Link Measurement Request frame be sent to the
peer entity to request that entity to report transmit power and link margin information.


6.3.34.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Link Measurement Request frame. The STA then
attempts to transmit this to the STA indicated in the PeerMACAddress parameter.


Name Type Valid range Description


PeerMAC
Address


MACAddress Any valid 
individual MAC 
address


The address of the peer MAC entity to which the Link 
Measure Request shall be sent.


DialogToken Integer 1–255 The dialog token to identify the Link Measure
transaction.


Transmit 
Power


Integer As defined in 
8.5.7.4 (Link 
Measurement 
Request frame 
format) 


The transmit power to be used when transmitting the 
Link Measurement Request frame and included in the 
frame body. See 8.5.7.4 (Link Measurement Request 
frame format).


Max Transmit 
Power


Integer As defined in 
8.5.7.4 (Link 
Measurement 
Request frame 
format) 


The maximum transmit power to be used by the 
transmitting STA on its operating channel. See 8.5.7.5 
(Link Measurement Report frame format).


VendorSpecifi
cInfo 


A set of 
elements


As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.34.3 MLME-LINKMEASURE.confirm


6.3.34.3.1 Function


This primitive reports the result of a Link Measurement request.


6.3.34.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-LINKMEASURE.confirm(


ResultCode, 
DialogToken, 
TransmitPower, 
LinkMargin, 
RCPI.request,
RSNI.request,
RCPI.report,
RSNI.report,
ReceiveAntennaID,
TransmitAntennaID,
VendorSpecificInfo 
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)


Name Type Valid range Description


ResultCode Enumeration SUCCESS, 
UNSPECIFIED FAILURE


Indicates the result of the corresponding 
MLME-LINKMEASURE.request 
primitive.


DialogToken Integer As defined in the 
corresponding MLME-LINK-
MEASURE.request primitive


The Dialog Token to identify the link 
measurement transaction.


TransmitPower As defined in the 
TPC Report 
element


As defined in the TPC Report 
element


The contents of the Transmit Power field 
of the received Link Measurement 
Report frame. Present only if 
ResultCode = SUCCESS; otherwise not 
present(#28).


LinkMargin As defined in the 
TPC Report 
element


As defined in the TPC Report 
element


The contents of the Link Margin field of 
the received Link Measurement Report 
frame. Present only if ResultCode = 
SUCCESS; otherwise not present(#28).


RCPI.request Integer As defined in 16.4.8.6 
(Received Channel Power 
Indicator Measurement), or 
18.3.10.7 (Received Channel 
Power Indicator 
Measurement), or 17.4.8.6 
(Received Channel Power 
Indicator Measurement)


The RCPI level of the corresponding 
Link Measurement Request frame 
received at the reporting STA. Present 
only if ResultCode = SUCCESS; 
otherwise not present(#28).


RSNI.request Integer As defined in 8.4.2.43 (RSNI 
element)


The RSNI of the corresponding Link 
Measurement Request frame received at 
the reporting STA. Present only if 
ResultCode = SUCCESS; otherwise not 
present(#28)


RCPI.report Integer As defined in 16.4.8.6 
(Received Channel Power 
Indicator Measurement), or 
18.3.10.7 (Received Channel 
Power Indicator 
Measurement), or 17.4.8.6 
(Received Channel Power 
Indicator Measurement)


The RCPI level of the corresponding 
Link Measurement Report frame 
received at the requesting STA. Present 
only if ResultCode = SUCCESS; 
otherwise not present(#28).


RSNI.report Integer As defined in 8.4.2.43 (RSNI 
element)


The RSNI of the corresponding Link 
Measurement Report frame received at 
the requesting STA. Present only if 
ResultCode = SUCCESS; otherwise not 
present(#28).


Receive 
Antenna ID


Integer 0–255 The Antenna ID corresponding to the 
antenna on which the Link Measurement 
Request frame was received at the 
reporting STA. Antenna ID is defined in 
8.4.2.31 (EDCA Parameter Set element).


Transmit 
Antenna ID


Integer 0–255 The Antenna ID corresponding to the 
antenna used to transmit the Link 
Measurement Report frame. Antenna ID 
is defined in 8.4.2.31 (EDCA Parameter 
Set element).


VendorSpecificI
nfo 


A set of 
elements


As defined in 8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.34.3.3 When generated


This primitive is generated by the MLME when a valid Link Measurement Report frame is received from
the requested STA.


6.3.34.3.4 Effect of receipt


On receipt of this primitive, the SME evaluates the ResultCode and may use the reported data.


6.3.35 MLME SAP interface for resource request


6.3.35.1 MLME-RESOURCE-REQUEST.request


6.3.35.1.1 Function


This primitive is used to perform the over-the-air resource request of an FT Resource Request Protocol. The
over-the-air resource request is performed using Authentication frames, with an authentication algorithm of
FT authentication and transaction sequence number of 3 or 4.


6.3.35.1.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-RESOURCE-REQUEST.request(


PeerMACAddress,
Contents of FT Authentication elements
)


6.3.35.1.3 When generated


This primitive is generated by the SME to send the third frame of the over-the-air FT Resource Request
Protocol. The third frame is an Authentication frame, with an authentication algorithm of FT authentication
and transaction sequence value of 3.


6.3.35.1.4 Effect of receipt


Upon receipt of this primitive, the MLME constructs the appropriate Authentication frame and causes it to
be transmitted to the peer MAC address.


6.3.35.2 MLME-RESOURCE-REQUEST.indication


6.3.35.2.1 Function


This primitive is used to enact the security and QoS resource request with a specified peer MAC entity.


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


Specifies the MAC address of the AP that is 
the intended immediate recipient of the 
resource request.


Content of FT 
Authentication elements


Sequence of  
elements


As defined in 12.8 (FT 
authentication 
sequence)


The set of elements to be included in the FT 
Confirm frame, as described in 12.8.4 (FT 
authentication sequence: contents of third 
message). 
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6.3.35.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-RESOURCE-REQUEST.indication(


PeerMACAddress,
Content of FT Authentication elements
)


6.3.35.2.3 When generated


This primitive is generated by the MLME at an AP to indicate that the third frame of the over-the-air FT
Resource Request Protocol has been received. The third frame is an Authentication frame, with an
authentication algorithm of FT authentication and transaction sequence value of 3.


6.3.35.2.4 Effect of receipt


Upon receipt of this primitive, the SME examines the Transition element and RSNE contents and responds
to the peer MAC address using the MLME-RESOURCE-REQUEST.response primitive.


6.3.35.3 MLME-RESOURCE-REQUEST.response


6.3.35.3.1 Function


This primitive is used to enact the security and QoS resource request protocol with a specified peer MAC
entity.


6.3.35.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-RESOURCE-REQUEST.response(


PeerMACAddress,
Content of FT Authentication elements
)


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


Specifies the MAC address of the STA that 
was the sender of the resource request.


Content of FT 
Authentication elements


Sequence of  
elements


As defined in 12.8 (FT 
authentication 
sequence)


The set of elements included in the FT 
Confirm frame, as described in 12.8.4 (FT 
authentication sequence: contents of third 
message). 


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


Specifies the MAC address of the STA that 
is the intended immediate recipient of the 
resource response.


Content of FT 
Authentication elements


Sequence of  
elements


As defined in 12.8 (FT 
authentication 
sequence)


The set of elements to be included in the FT 
Ack frame, as described in 12.8.5 (FT 
authentication sequence: contents of fourth 
message). This includes an optional 
response to a resource request (RIC).
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6.3.35.3.3 When generated


This primitive is generated by the SME at an AP to cause the transmission of the fourth frame in the over-
the-air FT Resource Request Protocol. The fourth frame is an Authentication frame, with an authentication
algorithm of FT authentication and transaction sequence value of 4.


6.3.35.3.4 Effect of receipt


Upon receipt of this primitive, the MLME constructs the appropriate Authentication frame and causes it to
be transmitted to the peer MAC address. 


6.3.35.4 MLME-RESOURCE-REQUEST.confirm


6.3.35.4.1 Function


This primitive is used to enact the security and QoS resource request protocol with a specified peer MAC
entity.


6.3.35.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-RESOURCE-REQUEST.confirm(


PeerMACAddress,
Content of FT Authentication elements
)


6.3.35.4.3 When generated


This primitive is generated by the MLME on receipt of the fourth frame in the FT Resource Request
Protocol. 


6.3.35.4.4 Effect of receipt


Upon receipt of this primitive, the SME examines the content of the message and completes its processing of
the resource request.


6.3.35.5 MLME-RESOURCE-REQUEST-LOCAL.request


6.3.35.5.1 Function


This primitive is used to enact the over-the-DS FT Resource Request Protocol for a specified peer MAC
entity. The over-the-DS FT Resource Request Protocol is performed by communication between the STA
and the SME of the target AP, bypassing the MAC of the target AP. This MLME function is used to allow
the MAC of the target AP to process the resource requests.


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


Specifies the MAC address of the AP that 
was the sender of the resource response.


Content of FT 
Authentication elements


Sequence of  
elements


As defined in 12.8 (FT 
authentication 
sequence)


The set of elements included in the FT Ack 
frame, as described in 12.8.5 (FT 
authentication sequence: contents of fourth 
message). This includes an optional 
response to a resource request (RIC).
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6.3.35.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-RESOURCE-REQUEST-LOCAL.request(


MACAddress,
Content of Resource Descriptor(s)
)


6.3.35.5.3 When generated


This primitive is generated by the SME at a target AP upon receiving an over-the-DS resource request to
request resources within the local MAC.


6.3.35.5.4 Effect of receipt


Upon receipt of this primitive, the MAC checks for resource availability and allocates resources as
requested.


6.3.35.6 MLME-RESOURCE-REQUEST-LOCAL.confirm


6.3.35.6.1 Function


This primitive is used to respond to a local resource request for resources from the SME.


6.3.35.6.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-RESOURCE-REQUEST-LOCAL.confirm(


MACAddress,
Content of Resource Descriptor(s),
ResultCode
)


Name Type Valid range Description


MACAddress MACAddress Any valid individual 
MAC address


Specifies the MAC address of the STA that 
is making the resource request.


Content of Resource 
Descriptor(s)


Sequence of  
elements


As defined in 12.11.2 
(Resource information 
container (RIC))


Specifies the resource(s) that are being 
requested.


Name Type Valid range Description


MACAddress MACAddress Any valid individual 
MAC address


Specifies the MAC address of the STA that 
is making the resource request.


Content of Resource 
Descriptor(s)


Sequence of  
elements


As defined in 12.11.2 
(Resource information 
container (RIC))


Specifies the resource(s) that were allocated 
or could have been allocated.


ResultCode Enumeration SUCCESS, 
REFUSED,
UNSPECIFIED 
FAILURE


Indicates the result of the outcome of a 
resource request.
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6.3.35.6.3 When generated


This primitive is generated by the MAC in response to a local resource request for resources via MLME-
RESOURCE-REQUEST-LOCAL.request primitive.


6.3.35.6.4 Effect of receipt


Upon receipt of this primitive, the SME prepares a success or failure response to be sent to the STA via the
current AP.


6.3.36 MLME SAP interface for remote requests


6.3.36.1 MLME-REMOTE-REQUEST.request


6.3.36.1.1 Function


This primitive is used by the SME of a non-AP STA (to send over-the-DS requests) and the SME of an AP
(to send over-the-DS responses) to request the MAC to send an FT Action frame. 


6.3.36.1.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-REMOTE-REQUEST.request(


PeerMACAddress,
Content of FT Action Frame
)


6.3.36.1.3 When generated


This primitive is generated by the SME to send an FT Action frame to a specific peer MAC entity. 


6.3.36.1.4 Effect of receipt


Upon receipt of this primitive, the MAC forwards the Action frame to the STA identified in the Action
frame.


6.3.36.2 MLME-REMOTE-REQUEST.indication


6.3.36.2.1 Function


This primitive is used by the MAC to indicate to the SME the reception of an FT Action frame. 


6.3.36.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-REMOTE-REQUEST.indication(


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


Specifies the MAC address of the STA that 
is the destination of the Action frame


Content of FT Action 
Frame


Sequence of 
octets


As defined in 8.5.9 (FT 
Action frame details)


The Action frame to send to the STA.
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PeerMACAddress,
Contents of FT Action Frame
)


6.3.36.2.3 When generated


This primitive is generated by the MAC as a result of the receipt of an FT Action frame from a specific peer
MAC entity. 


6.3.36.2.4 Effect of receipt


Upon receipt of this primitive, the remote request broker (RRB) in the SME of the current AP forwards the
Action frame to the target AP identified in the Action frame.


6.3.37 Extended channel switch announcement


6.3.37.1 General


The following MLME primitives support the signaling of extended channel switch announcement.


6.3.37.2 MLME-EXTCHANNELSWITCH.request


6.3.37.2.1 Function


This primitive requests that a (Protected) Extended Channel Switch Announcement frame be sent by an AP
or mesh STA in an MBSS.


6.3.37.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-EXTCHANNELSWITCH.request(


Mode,
OperatingClass,
ChannelNumber,
ChannelSwitchCount,
Protected,
Mesh Channel Switch Parameters,
VendorSpecificInfo
)


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


Specifies the MAC address of the STA that 
issued the Action frame.


Content of FT Action 
Frame


Sequence of 
octets


As defined in 8.5.9 (FT 
Action frame details)


The Action frame received from the STA.


Name Type Valid range Description


Mode Integer 0,1 Channel switch mode, as defined for the 
Extended Channel Switch Announcement 
element.


OperatingClass Integer As defined in 
Annex E


Specifies the new operating class.
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6.3.37.2.3 When generated


This primitive is generated by the STA management entity (SME) to request that a (Protected) Extended
Channel Switch Announcement frame be sent to a STA that is associated to the AP or to peer mesh STAs in
the MBSS.


6.3.37.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs and transmits a (Protected) Extended Channel Switch
Announcement frame.


6.3.37.3 MLME-EXTCHANNELSWITCH.confirm


6.3.37.3.1 Function


This primitive reports the result of a request to switch channel.


6.3.37.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-EXTCHANNELSWITCH.confirm(


ChannelNumber Integer As defined in 
Annex E


Specifies the new channel number.


ChannelSwitchCo
unt


As defined in 
8.4.2.55 
(Extended 
Channel Switch 
Announcement 
element)


As defined in 
8.4.2.55 
(Extended 
Channel Switch 
Announcement 
element)


Specifies the time period until the channel switch 
event, as described in 8.4.2.55 (Extended 
Channel Switch Announcement element)


Protected Boolean true, false Specifies whether the request is sent using a 
Robust Management frame. 


If true, the request is sent using the Protected 
Extended Channel Switch Announcement frame.


If false, the request is sent using the Extended 
Channel Switch Announcement frame.


Mesh Channel 
Switch 
Parameters


As defined in 
8.4.2.105 (Mesh 
Channel Switch 
Parameters 
element)


As defined in 
8.4.2.105 (Mesh 
Channel Switch 
Parameters 
element)


Specifies MBSS Channel Switch Parameters 
used by a mesh STA. This parameter is present if 
the dot11MeshActivated is true; otherwise, the 
parameter is not present.


VendorSpecificInf
o


A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description
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ResultCode,
VendorSpecificInfo
)


6.3.37.3.3 When generated


This primitive is generated by the MLME when an extended channel switch request completes. Possible
unspecified failure causes include an inability to schedule an extended channel switch announcement.


6.3.37.3.4 Effect of receipt


The SME is notified of the results of the extended channel switch procedure.


6.3.37.4 MLME-EXTCHANNELSWITCH.indication


6.3.37.4.1 Function


This primitive indicates that a (Protected) Extended Channel Switch Announcement frame was received
from an AP or from a peer mesh STA.


6.3.37.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-EXTCHANNELSWITCH.indication(


Peer MAC Address,
Mode,
OperatingClass,
ChannelNumber,
ChannelSwitchCount,
Protected,
Mesh Channel Switch Parameters,


Name Type Valid range Description


ResultCode Enumeration SUCCESS, 
UNSPECIFIED_F
AILURE


Reports the result of an extended channel switch 
request.


VendorSpecificInf
o


A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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VendorSpecificInfo
)


6.3.37.4.3 When generated


This primitive is generated by the MLME when a valid (Protected) Extended Channel Switch
Announcement frame is received.


6.3.37.4.4 Effect of receipt


On receipt of this primitive, the SME decides whether to accept the switch request.


6.3.37.5 MLME-EXTCHANNELSWITCH.response


6.3.37.5.1 Function


This primitive is used to schedule an accepted extended channel switch.


6.3.37.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-EXTCHANNELSWITCH.response(


Name Type Valid range Description


Peer MAC 
Address


MACAddress Any valid 
individual MAC 
address


The address of the peer MAC entity from which 
the Extended Channel Switch Announcement 
frame was received.


Mode Integer 0, 1 Channel switch mode, as defined for the Channel 
Switch Announcement element.


OperatingClass Integer As defined in 
Annex E


Specifies the new operating class.


ChannelNumber Integer As defined in 
Annex E


Specifies the new channel number.


ChannelSwitchCo
unt


As defined in 
8.4.2.55 
(Extended 
Channel Switch 
Announcement 
element)


As defined in 
8.4.2.55 
(Extended 
Channel Switch 
Announcement 
element)


Specifies the time period until the channel switch 
event, as described in 8.4.2.55 (Extended 
Channel Switch Announcement element)


Protected Boolean true, false Specifies whether the request was received using 
a Robust Management frame. 


If true, the request was received using the 
Protected Extended Channel Switch 
Announcement frame.


If false, the request was received using the 
Extended Channel Switch Announcement frame.


Mesh Channel 
Switch 
Parameters


As defined in 
8.4.2.105 (Mesh 
Channel Switch 
Parameters 
element)


As defined in 
8.4.2.105 (Mesh 
Channel Switch 
Parameters 
element)


Specifies MBSS Channel Switch Parameters 
used by a mesh STA. This parameter is present if 
the dot11MeshActivated is true; otherwise, the 
parameter is not present.


VendorSpecificInf
o


A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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Mode,
OperatingClass,
ChannelNumber,
ChannelSwitchCount,
Mesh Channel Switch Parameters,
VendorSpecificInfo
)


6.3.37.5.3 When generated


This primitive is generated by the SME to schedule an accepted extended channel switch request.


6.3.37.5.4 Effect of receipt


On receipt of this primitive, the MLME schedules the extended channel switch.


6.3.38 DSE power constraint announcement


6.3.38.1 General


The following MLME primitives support the signaling of DSE power constraint to dependent STAs.


6.3.38.2 MLME-DSETPC.request


6.3.38.2.1 Function


This primitive requests that a (Protected) DSE Power Constraint frame be sent by an enabling STA.


6.3.38.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DSETPC.request(


Name Type Valid range Description


Mode Integer 0, 1 Channel switch mode, as defined for the Channel 
Switch Announcement element.


OperatingClass Integer As defined in 
Annex E


Specifies the new operating class.


ChannelNumber Integer As defined in 
Annex E


Specifies the new channel number.


ChannelSwitchCo
unt


As defined in 
8.4.2.55 
(Extended 
Channel Switch 
Announcement 
element)


As defined in 
8.4.2.55 
(Extended 
Channel Switch 
Announcement 
element)


Specifies the time period until the channel switch 
event, as described in 8.4.2.55 (Extended 
Channel Switch Announcement element)


Mesh Channel 
Switch 
Parameters


As defined in 
8.4.2.105 (Mesh 
Channel Switch 
Parameters 
element)


As defined in 
8.4.2.105 (Mesh 
Channel Switch 
Parameters 
element)


Specifies MBSS Channel Switch Parameters 
used by a mesh STA. This parameter is present if 
the dot11MeshActivated is true; otherwise, the 
parameter is not present.


VendorSpecificInf
o


A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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RequesterSTAAddress,
ResponderSTAAddress,
DSELocalPowerConstraint,
Protected,
VendorSpecificInfo
)


6.3.38.2.3 When generated


This primitive is generated by the SME to request that a (Protected) DSE Power Constraint Announcement
frame be sent to a dependent STA.


6.3.38.2.4 Effect of receipt


Upon receipt of this primitive, the MLME constructs a (Protected) DSE Power Constraint Announcement
frame. The enabling STA then schedules this frame for transmission.


6.3.38.3 MLME-DSETPC.confirm


6.3.38.3.1 Function


This primitive reports the results of a request to send a (Protected) DSE Power Constraint Announcement
frame.


6.3.38.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DSETPC.confirm(


Name Type Valid range Description


RequesterSTAAdd
ress


MACAddress Any valid 
individual MAC 
address


Specifies the address of the MAC entity of the 
enabling STA.


ResponderSTAAd
dress


MACAddress Any valid 
individual MAC 
address


Specifies the address of the MAC entity that 
initiates the enablement process.


DSELocalPowerC
onstraint


Integer 0–255 Specifies the local power constraint, as described 
in the DSE Power Constraint frame (see 8.5.8.10 
(DSE Power Constraint frame format)).


Protected Boolean true, false Specifies whether the request is sent using a 
Robust Management frame. 


If true, the request is sent using the Protected 
DSE Power Constraint frame.


If false, the request is sent using the DSE Power 
Constraint frame.


VendorSpecificInf
o


A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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ResultCode,
VendorSpecificInfo
)


6.3.38.3.3 When generated


This primitive is generated by the MLME when a DSE power constraint announcement completes.


6.3.38.3.4 Effect of receipt


The SME is notified of the results of the DSE power constraint procedure.


6.3.38.4 MLME-DSETPC.indication


6.3.38.4.1 Function


This primitive indicates that a DSE Power Constraint Announcement frame was received from an enabling
STA.


6.3.38.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DSETPC.indication(


RequesterSTAAddress,
ResponderSTAAddress,
DSELocalPowerConstraint,
Protected,
VendorSpecificInfo
)


Name Type Valid range Description


ResultCode Enumeration SUCCESS, 
REFUSED


Indicates the result of MLME-DSETPC.request 
primitive.


VendorSpecificInf
o


A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description


RequesterSTAAddr
ess


MACAddress Any valid 
individual MAC 
address


Specifies the address of the peer MAC entity that 
initiated the enablement process. 


ResponderSTAAdd
ress


MACAddress Any valid 
individual MAC 
address


Specifies the address of the peer MAC entity that 
is the enabling STA.


DSELocalPowerCo
nstraint


Integer 0–255 Specifies the local power constraint, as described 
in the DSE Power Constraint frame (see 8.5.8.10 
(DSE Power Constraint frame format)).
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6.3.38.4.3 When generated


This primitive is generated by the MLME when a valid (Protected) DSE Power Constraint Announcement
frame is received.


6.3.38.4.4 Effect of receipt


On receipt of this primitive, the SME performs the DSE power constraint procedure (see 10.12.5
(Dependent STA operation with DSE)).


6.3.38.5 MLME-DSETPC.response


6.3.38.5.1 Function


This primitive is used to report the result of the DSE power constraint procedure.


6.3.38.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DSETPC.response(


RequesterSTAAddress,
ResponderSTAAddress,
ResultCode,
Protected,
VendorSpecificInfo
)


Protected Boolean true, false Specifies whether the request was received using 
a Robust Management frame. 


If true, the request was received using the 
Protected DSE Power Constraint frame.


If false, the request was received using the DSE 
Power Constraint frame.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description


RequesterSTAAddr
ess


MACAddress Any valid 
individual MAC 
address


Specifies the address of the MAC entity of the 
enabling STA. 


ResponderSTAAdd
ress


MACAddress Any valid 
individual MAC 
address


Specifies the address of the peer MAC entity that 
initiates the enabling process.


ResultCode Enumeration SUCCESS, 
REFUSED


Reports the result of a DSE power constraint 
procedure.


Name Type Valid range Description
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6.3.38.5.3 When generated


This primitive is generated by the SME to schedule a response to DSE power constraint announcement.


6.3.38.5.4 Effect of receipt


On receipt of this primitive, the MLME schedules the transmission of a (Protected) DSE power constraint
result to the enabling STA that sent the DSE power constraint announcement.


6.3.39 Enablement


6.3.39.1 General


This mechanism supports the process of establishing an enablement relationship with a peer MAC entity.


6.3.39.2 MLME-ENABLEMENT.request


6.3.39.2.1 Function


This primitive requests enablement with a specified peer MAC entity.


6.3.39.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ENABLEMENT.request(


RequesterSTAAddress,
ResponderSTAAddress,
EnablementTimeLimit,
Protected,
VendorSpecificInfo
)


Protected Boolean true, false Specifies whether the response is sent using a 
Robust Management frame. 


If true, the response is sent using the Protected 
DSE Power Constraint frame.


If false, the response is sent using the DSE Power 
Constraint frame.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description


RequesterSTAAdd
ress


MACAddress Any valid 
individual MAC 
address


Specifies the address of the MAC entity that 
initiates the enablement process.


ResponderSTAAd
dress


MACAddress Any valid 
individual MAC 
address


Specifies the address of the MAC entity of the 
enabling STA.


EnablementTimeL
imit


Integer > 0 Specifies a time limit (in TU) after which the 
enablement process is terminated.


Name Type Valid range Description
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6.3.39.2.3 When generated


This primitive is generated by the SME for a STA to establish enablement with a specified peer MAC entity.
During the enablement procedure, the SME can generate additional MLME-ENABLEMENT.request
primitives.


6.3.39.2.4 Effect of receipt


This primitive initiates an enablement procedure. The MLME subsequently issues a MLME-
ENABLEMENT.confirm primitive that reflects the results.


6.3.39.3 MLME-ENABLEMENT.confirm


6.3.39.3.1 Function


This primitive reports the results of an enablement attempt with a specified peer MAC entity.


6.3.39.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ENABLEMENT.confirm(


RequesterSTAAddress,
ResponderSTAAddress,
ResultCode,
Protected,
EnablementIdentifier,
VendorSpecificInfo
)


Protected Boolean true, false Specifies whether the request is sent using a 
Robust Management frame. 


If true, the request is sent using the Protected 
DSE Enablement frame.


If false, the request is sent using the DSE 
Enablement frame.


VendorSpecificInf
o


A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description


RequesterSTAAddr
ess


MACAddress Any valid 
individual MAC 
address


Specifies the address of the MAC entity that 
initiated the enablement process. This value 
matches the RequesterSTAAddress parameter 
specified in the corresponding MLME-
ENABLEMENT.request primitive.


ResponderSTAAdd
ress


MACAddress Any valid 
individual MAC 
address


Specifies the address of the peerMAC entity with 
which the enablement process was 
attempted.This value matches the 
ResponderSTAAddress parameter specified in 
the corresponding MLME-
ENABLEMENT.request primitive.


Name Type Valid range Description
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6.3.39.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-ENABLEMENT.request primitive for
enablement with a specified peer MAC entity.


6.3.39.3.4 Effect of receipt


The SME is notified of the results of the enablement procedure.


6.3.39.4 MLME-ENABLEMENT.indication


6.3.39.4.1 Function


This primitive indicates receipt of a request from a specific peer MAC entity to establish an enablement
relationship with the STA processing this primitive.


6.3.39.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ENABLEMENT.indication(


RequesterSTAAddress,
ResponderSTAAddress,
Protected,
VendorSpecificInfo
)


ResultCode Enumeration SUCCESS, 
REFUSED,
INVALID_PARA
METERS, 
TOO_MANY_SI
MULTANEOUS_
REQUESTS


Indicates the result of MLME-
ENABLEMENT.request primitive.


EnablementIdentifi
er


Integer 0 – 65 535 Specifies the dependent enablement identifier.


Protected Boolean true, false Specifies whether the response was received 
using a Robust Management frame. 


If true, the response was received using the 
Protected DSE Enablement frame.


If false, the response was received using the DSE 
Enablement frame.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description


RequesterSTAAddr
ess


MACAddress Any valid 
individual MAC 
address


Specifies the address of the peer MAC entity that 
initiated the enablement process. 


Name Type Valid range Description
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6.3.39.4.3 When generated


This primitive is generated by the MLME as a result of the receipt of an enablement request from a specific
peer MAC entity.


6.3.39.4.4 Effect of receipt


The SME is notified of the receipt of this enablement request.


6.3.39.5 MLME-ENABLEMENT.response


6.3.39.5.1 Function


This primitive is used to send a response to a specified peer MAC entity that requested enablement with the
STA that issued this primitive.


6.3.39.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ENABLEMENT.response(


RequesterSTAAddress,
ResponderSTAAddress,
ResultCode,
EnablementIdentifier,
Protected,
VendorSpecificInfo
)


ResponderSTAAdd
ress


MACAddress Any valid 
individual MAC 
address


Specifies the address of the peer MAC entity that 
is the enabling STA.


Protected Boolean true, false Specifies whether the request was sent using a 
Robust Management frame. 


If true, the request was sent using the Protected 
DSE Enablement frame.


If false, the request was sent using the DSE 
Enablement frame.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description


RequesterSTAAddr
ess


MACAddress Any valid 
individual MAC 
address


Specifies the address of the MAC entity that 
initiated the enablement process. 


ResponderSTAAdd
ress


MACAddress Any valid 
individual MAC 
address


Specifies the address of the peerMAC entity that 
is the enabling STA.


Name Type Valid range Description
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6.3.39.5.3 When generated


This primitive is generated by the SME of a STA as a response to an MLME-ENABLEMENT.indication
primitive.


6.3.39.5.4 Effect of receipt


This primitive initiates transmission of a response to the specific peer MAC entity that requested
enablement.


6.3.40 Deenablement


6.3.40.1 MLME-DEENABLEMENT.request


6.3.40.1.1 Function


This primitive requests that the enablement relationship with a specified peer MAC entity be invalidated.


6.3.40.1.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DEENABLEMENT.request(


RequesterSTAAddress,
ResponderSTAAddress,
ReasonCode,
Protected,


ResultCode Enumeration SUCCESS, 
REFUSED, 
INVALID_PARA
METERS, 
TOO_MANY_SI
MULTANEOUS_
REQUESTS


Indicates the result response to the enablement 
request from the peer MAC entity.


EnablementIdentifi
er


Integer 0-65535 Specifies the dependent enablement identifier.


Protected Boolean true, false Specifies whether the response is sent using a 
Robust Management frame. 


If true, the response is sent using the Protected 
DSE Enablement frame.


If false, the response is sent using the DSE 
Enablement frame.


VendorSpecificInfo A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description
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VendorSpecificInfo
)


6.3.40.1.3 When generated


This primitive is generated by the SME for a STA to invalidate enablement with a specified peer MAC
entity in order to prevent the exchange of (Protected dual of) Public Action frames between the two STAs.
During the deenablement procedure, the SME can generate additional MLME-DEENABLEMENT.request
primitives.


6.3.40.1.4 Effect of receipt


This primitive initiates a deenablement procedure.


6.3.40.2 MLME-DEENABLEMENT.indication


6.3.40.2.1 Function


This primitive reports the invalidation of an enablement relationship with a specified peer MAC entity.


6.3.40.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DEENABLEMENT.indication(


RequesterSTAAddress,
ResponderSTAAddress,
ReasonCode,
Protected,


Name Type Valid range Description


RequesterSTAAdd
ress


MACAddress Any valid 
individual MAC 
address


Specifies the address of the peer MAC entity that 
requests the deenablement process.


ResponderSTAAd
dress


MACAddress Any valid 
individual MAC 
address


Specifies the address of the MAC entity that 
becomes deenabled in the process.


ReasonCode Reason Result 
Code field


As defined in 
8.5.8.5 (DSE 
Deenablement 
frame format)


Specifies the reason code for initiating the 
deenablement process.


Protected Boolean true, false Specifies whether the request is sent using a 
Robust Management frame. 


If true, the request is sent using the Protected 
DSE Deenablement frame.


If false, the request is sent using the DSE 
Deenablement frame.


VendorSpecificInf
o


A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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VendorSpecificInfo
)


6.3.40.2.3 When generated


This primitive is generated by the MLME as a result of the invalidation of an enablement relationship with a
specific peer MAC entity.


6.3.40.2.4 Effect of receipt


The SME is notified of the invalidation of the specific enablement relationship.


6.3.41 SA Query support


6.3.41.1 MLME-SAQuery.request


6.3.41.1.1 Function


This primitive requests that a SA Query Request frame be sent to a specified peer STA to which the STA is
associated.


6.3.41.1.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-SAQuery.request(


Name Type Valid range Description


RequesterSTAAdd
ress


MACAddress Any valid 
individual MAC 
address


Specifies the address of the peer MAC entity with 
which the enablement relationship was 
invalidated.


ResponderSTAAd
dress


MACAddress Any valid 
individual MAC 
address


Specifies the address of the MAC entity with 
which the enablement relationship was 
invalidated.


ReasonCode Reason Result 
Code field


As defined in 
8.5.8.5 (DSE 
Deenablement 
frame format)


Specifies the reason the deenablement procedure 
was initiated.


Protected Boolean true, false Specifies whether the request was received using 
a Robust Management frame. 


If true, the request was received using the 
Protected DSE Deenablement frame.


If false, the request was received using the DSE 
Deenablement frame.


VendorSpecificInf
o


A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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PeerSTAAddress,
TransactionIdentifier
)


6.3.41.1.3 When generated


This primitive is generated by the SME to request that a SA Query Request frame be sent to a specified peer
STA with which the STA is associated.


6.3.41.1.4 Effect of receipt


On receipt of this primitive, the MLME constructs a SA Query Request frame. The STA then attempts to
transmit this to the peer STA with which it is associated.


6.3.41.2 MLME-SAQuery.confirm


6.3.41.2.1 Function


This primitive reports the result of a SA Query procedure.


6.3.41.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-SAQuery.confirm(


PeerSTAAddress,
TransactionIdentifier
)


6.3.41.2.3 When generated


This primitive is generated by the MLME as a result of the receipt of a valid SA Query Response frame.


6.3.41.2.4 Effect of receipt


On receipt of this primitive, the SME may use the response as a sign of liveness of the peer STA.


Name Type Valid range Description


PeerSTA Address MAC Address Any valid individual 
MAC Address


Specifies the address of the peer 
MAC entity for the SA Query


TransactionIdentifier 2 octets As defined in 8.5.10.2 
(SA Query Request 
frame)


The Transaction Identifier to 
identify the SA Query Request and 
Response transaction


Name Type Valid Range Description


PeerSTA Address MAC Address Any valid individual 
MAC Address


Specifies the address of the peer 
MAC entity for the SA Query


TransactionIdentifier 2 octets As defined in 8.5.10.2 
(SA Query Request 
frame)


The Transaction Identifier to 
identify the SA Query Request and 
Response transaction
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6.3.41.3 MLME-SAQuery.indication


6.3.41.3.1 Function


This primitive indicates that a SA Query Request frame was received from a STA. 


6.3.41.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-SAQuery.indication(


PeerSTAAddress,
TransactionIdentifier
)


6.3.41.3.3 When generated


This primitive is generated by the MLME when a valid SA Query Request frame is received.


6.3.41.3.4 Effect of receipt


On receipt of this primitive, the SME operates according to the procedure in 10.3 (STA authentication and
association).


6.3.41.4 MLME-SAQuery.response


6.3.41.4.1 Function


This primitive is generated in response to an MLME-SAQuery.indication requesting a SA Query Response
frame be sent to a STA.


6.3.41.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-SAQuery.response(


PeerSTAAddress,
TransactionIdentifier
)


Name Type Valid range Description


PeerSTA Address MAC Address Any valid individual 
MAC Address


Specifies the address of the peer 
MAC entity for the SA Query


TransactionIdentifier 2 octets As defined in 8.5.10.2 
(SA Query Request 
frame)


The Transaction Identifier to 
identify the SA Query Request and 
Response transaction


Name Type Valid range Description


PeerSTA Address MAC Address Any valid individual 
MAC Address


Specifies the address of the peer 
MAC entity for the SA Query


TransactionIdentifier 2 octets As defined in 8.5.10.2 
(SA Query Request 
frame)


The Transaction Identifier to iden-
tify the SA Query Request and 
Response transaction
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6.3.41.4.3 When generated


This primitive is generated by the SME, in response to an MLME-SAQuery.indication primitive, requesting
a SA Query Response frame be sent to a STA. 


6.3.41.4.4 Effect of receipt


On receipt of this primitive, the MLME constructs a SA Query Response frame. The STA then attempts to
transmit this to the STA indicated by the PeerSTAAddress parameter.


6.3.42 Get TSF timer


6.3.42.1 General


This mechanism is used to request the current value of the TSF timer that the STA maintains.


6.3.42.2 MLME-GETTSFTIME.request


6.3.42.2.1 Function


This primitive is generated by the SME to request that the MLME returns the value of its TSF timer. The
value returned in TSFtime (as specified in 6.3.42.3.2 (Semantics of the service primitive)) is the value of the
TSF timer at the instant the MLME-GETTSFTIME.request primitive is received.


6.3.42.2.2 Semantics of the service primitive


This primitive has no parameters.


6.3.42.2.3 When generated


This primitive is generated by the SME to request the value of the TSF timer from the MLME.


6.3.42.2.4 Effect of receipt


The MLME issues an MLME-GETTSFTIME.confirm. 


6.3.42.3 MLME-GETTSFTIME.confirm


6.3.42.3.1 Function


This primitive is generated by the MLME to report to the SME the result of a request to get the value of the
TSF timer. 


6.3.42.3.2 Semantics of the service primitive


This primitive uses the following parameters:
MLME-GETTSFTIME.confirm(
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ResultCode,
TSFtime
)


6.3.42.3.3 When generated


This primitive is generated by the MLME to report to the SME the result of an MLME-
GETTSFTIME.request. 


6.3.42.3.4 Effect of receipt


The SME is notified of the result of an MLME-GETTSFTIME.request primitive and, if successful, has the
value of the TSF timer at the instant the MLME-GETTSFTIME.request was received by the MLME. If the
result of an MLME-GETTSFTIME.request is failure, the TSFtime parameter is not included in the MLME-
GETTSFTIME.confirm primitive.


NOTE—The TSF timer value can be used, along with other information, by the SME to compute an offset between an
external time standard such as a version of Universal Coordinated Time (UTC) from a Global Positioning System (GPS)
unit and the TSF timer. 


6.3.43 Timing Advertisement 


6.3.43.1 General


The Timing Advertisement primitives are used to communicate timing and other information from the
higher layers or the SME of one STA to the higher layers or SME of other STAs.


6.3.43.2 MLME-TIMING_ADVERTISEMENT.request


6.3.43.2.1 Function


This primitive is generated by the SME to request that the MLME generate a Timing Advertisement frame
to transmit timing and, optionally, higher layer information.


6.3.43.2.2 Semantics of the service primitive


This primitive provides the following parameters:
MLME-TIMING_ADVERTISEMENT.request(


PeerMACAddress,
Capability Information,
Country,
Power Constraint,
Time Advertisement,
Extended Capabilities,


Name Type Valid range Description


ResultCode Enumeration SUCCESS, 
FAILURE


Reports the outcome of an MLME-
GETTSFTIME.request primitive


TSFtime Integer 0 – (264 –1) The value of the TSF timer.  Present only if ResultCode 
is SUCCESS; otherwise not present(#28).
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VendorSpecificInfo
)


6.3.43.2.3 When generated


This primitive is generated by the SME to request that the MLME generates a Timing Advertisement frame
for transmission.


6.3.43.2.4 Effect of receipt


Upon the receipt of this primitive, the MLME attempts to transmit a Timing Advertisement frame to the
specified MAC address,  using the procedures defined in 10.21 (Timing Advertisement).


6.3.43.3 MLME-TIMING_ADVERTISEMENT.indication


6.3.43.3.1 Function


This primitive is generated by the MLME to indicate to the SME the reception of a Timing Advertisement
frame.


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual or 
group MAC address 


The address of the peer MAC entity or group of 
entities to which the Timing Advertisement frame 
is sent.


Capability
Information


As defined in 
8.4.1.4 
(Capability 
Information 
field)


As defined in 8.4.1.4 
(Capability Information 
field)


The announced capabilities of the STA.


Country As defined in 
8.4.2.10 
(Country 
element)


As defined in 8.4.2.10 
(Country element)


The information required to identify the 
regulatory domain in which the STA is located 
and to configure its PHY for operation in that 
regulatory domain. Present only when TPC 
functionality is required, as specified in 10.8 
(TPC procedures) or when 
dot11MultiDomainCapabilityActivated is true.


Power Constraint As defined in 
8.4.2.16 
(Power 
Constraint 
element)


As defined in 8.4.2.16 
(Power Constraint 
element)


Optional. The Power Constraint element contains 
the information necessary to allow a STA to 
determine the local maximum transmit power in 
the current channel.


Time 
Advertisement


As defined in 
8.4.2.63 
(Time 
Advertisemen
t element)


As defined in 8.4.2.63 
(Time Advertisement 
element)


Timing announced by the STA. 


Extended 
Capabilities


As defined in 
8.4.2.29 
(Extended 
Capabilities 
element)


As defined in 8.4.2.29 
(Extended Capabilities 
element)


Optional. The Extended Capabilities element may 
be present if any of the fields in this element are 
nonzero.


Vendor-
SpecificInfo


A set of 
elements


As defined in 8.4.2.28 
(Vendor Specific 
element)


Zero or more elements.
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6.3.43.3.2 Semantics of the service primitive


This primitive provides the following parameters:
MLME-TIMING_ADVERTISEMENT.indication(


Timestamp,
Capability Information,
Local Time,
Country,
Power Constraint,
Time Advertisement,
Extended Capabilities,
RCPI,
Source MAC address,
VendorSpecificInfo
)


6.3.43.3.3 When generated


This primitive is generated by the MLME when a Timing Advertisement frame is received.


Name Type Valid range Description


Timestamp Integer N/A The timestamp of the received frame.


Capability 
Information


As defined in 8.4.1.4 
(Capability 
Information field)


As defined in 
8.4.1.4 (Capability 
Information field)


The announced capabilities of the STA.


Local Time Integer N/A Local Time is the value of a station’s TSF timer at 
the start of reception of the first octet of the 
timestamp field of the received Timing 
Advertisement frame.


Country As defined in 
8.4.2.10 (Country 
element)


As defined in 
8.4.2.10 (Country 
element)


The information required to identify the 
regulatory domain in which the STA is located 
and to configure its PHY for operation in that 
regulatory domain. Present only when TPC 
functionality is required, as specified in 10.8 
(TPC procedures) or when 
dot11MultiDomainCapabilityActivated is true.


Power 
Constraint


As defined in 
8.4.2.16 (Power 
Constraint element)


As defined in 
8.4.2.16 (Power 
Constraint element)


The Power Constraint element contains the 
information necessary to allow a STA to 
determine the local maximum transmit power in 
the current channel.


Time 
Advertisement


As defined in 
8.4.2.63 (Time 
Advertisement 
element)


As defined in 
8.4.2.63 (Time 
Advertisement 
element)


Timing announced by the STA.


Extended 
Capabilities


As defined in 
8.4.2.29 (Extended 
Capabilities 
element)


As defined in 
8.4.2.29 (Extended 
Capabilities 
element)


The Extended Capabilities element may be 
present if any of the fields in this element are 
nonzero.


RCPI Integer as defined in 
8.4.2.40 (RCPI 
element)


As defined in 
8.4.2.40 (RCPI 
element)


RCPI is the measured value of received channel 
power on the received Timing Advertisement 
frame.


Source MAC 
Address


As defined in 
8.2.4.3.6 (SA field)


As defined in 
8.2.4.3.6 (SA field)


The SA field of the MAC header from the 
received Timing Advertisement frame.


Vendor-
SpecificInfo


A set of elements As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.43.3.4 Effect of receipt


Upon the receipt of this primitive, the SME is notified that a Timing Advertisement frame has been received.


6.3.44 TDLS Discovery


6.3.44.1 General


The following MLME primitives support the signaling of TDLS Discovery.


6.3.44.2 MLME-TDLSDISCOVERY.request


6.3.44.2.1 Function


This primitive requests that a TDLS Discovery Request frame be sent through the AP path. 


6.3.44.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSDISCOVERY.request(


DestinationAddress,
TDLSDiscoveryRequest
)


6.3.44.2.3 When generated


This primitive is generated by the SME to request that a TDLS Discovery Request frame be sent through the
AP.


6.3.44.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a TDLS Discovery Request frame. The STA then
attempts to transmit this frame.


6.3.44.3 MLME-TDLSDISCOVERY.confirm


6.3.44.3.1 Function


This primitive is generated when a valid TDLS Discovery Response frame is received. 


6.3.44.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSDISCOVERY.confirm(


TDLSPeerSTAAddress,
TDLSDiscoveryResponse


Name Type Valid range Description


DestinationAddress MAC 
Address


Any valid 
individual MAC 
Address


Specifies the DA to which a TDLS Discovery 
Request frame is transmitted.


TDLSDiscoveryRequest Sequence of 
octets


As defined in 
TDLS Discovery 
Request frame 


Specifies the proposed service parameters for 
the TDLS Discovery Request frame.
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)


6.3.44.3.3 When generated


This primitive is generated when a valid TDLS Discovery Response frame is received. 


6.3.44.3.4 Effect of receipt


On receipt of this primitive, the SME evaluates the MLME-TDLSDISCOVERY.confirm primitive and may
use the reported data.


6.3.44.4 MLME-TDLSDISCOVERY.indication


6.3.44.4.1 Function


This primitive indicates that a TDLS Discovery Request frame was received from a TDLS peer STA. 


6.3.44.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSDISCOVERY.indication(


TDLSPeerSTAAddress,
TDLSDiscoveryRequest
)


6.3.44.4.3 When generated


This primitive is generated by the MLME when a valid TDLS Discovery Request frame is received.


6.3.44.4.4 Effect of receipt


On receipt of this primitive, the SME operates according to the procedure in 10.22 (Tunneled direct-link
setup).


Name Type Valid range Description


TDLSPeerSTAAddress MAC 
Address


Any valid 
individual MAC 
Address


Specifies the MAC address of the TDLS peer 
STA from which a TDLS Discovery Response 
frame was received.


TDLSDiscoveryResponse Sequence of 
octets


As defined in 
TDLS 
Discovery 
Response frame 


Specifies the service parameters contained in 
the received TDLS Discovery Response frame. 


Name Type Valid range Description


TDLSPeerSTAAddress MACAddress Any valid 
individual MAC 
Address


Specifies the MAC address of the TDLS peer STA 
from which a TDLS Discovery Request frame was 
received.


TDLSDiscoveryRequest Sequence of 
octets


As defined in 
TDLS 
Discovery 
Request frame 


Specifies the proposed service parameters of the 
TDLS Discovery Request frame.
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6.3.44.5 MLME-TDLSDISCOVERY.response


6.3.44.5.1 Function


This primitive requests that a TDLS Discovery Response frame be sent directly to the TDLS peer STA from
which a TDLS Discovery Request frame was received.


6.3.44.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSDISCOVERY.response(


TDLSPeerSTAAddress,
TDLSDiscoveryResponse
)


6.3.44.5.3 When generated


This primitive is generated by the SME to request that a TDLS Discovery Response frame be sent to the
TDLS peer STA from which a TDLS Discovery Request frame was received.


6.3.44.5.4 Effect of receipt


On receipt of this primitive, the MLME constructs a TDLS Discovery Response frame. The STA then
attempts to transmit this frame to the TDLS peer STA.


Name Type Valid range Description


TDLSPeerSTAAddress MAC 
Address


Any valid 
individual MAC 
Address


Specifies the MAC address of the TDLS peer 
STA to which a TDLS Discovery Response 
frame is transmitted.


TDLSDiscoveryResponse Sequence of 
octets


As defined in 
TDLS Discovery 
Response frame 


Specifies the proposed service parameters for 
the TDLS Discovery Response frame.
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6.3.45 TDLS direct-link establishment


6.3.45.1 General


The following MLME primitives support the signaling of tunneled direct-link setup. Figure 6-7 (TDLS
direct-link establishment) depicts the TDLS direct-link establishment process. The figure is only an example
of the basic procedure and is not meant to be exhaustive of all possible uses of the protocol.


IEEE 802.11 initiating STA IEEE 802.11 peer STA


SME MLME SMEMLME
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REQUEST.request


TDLS Setup


Process TDLS 
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MLME- TDLSSETUP
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Process TDLS 
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Figure 6-7—TDLS direct-link establishment
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6.3.45.2 MLME-TDLSSETUPREQUEST.request


6.3.45.2.1 Function


This primitive requests that a TDLS Setup Request frame be sent to a candidate TDLS responder STA. 


6.3.45.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSSETUPREQUEST.request(


TDLSResponderAddress,
TDLSSetupRequest
)


6.3.45.2.3 When generated


This primitive is generated by the SME to request that a TDLS Setup Request frame be sent to a candidate
TDLS responder STA.


6.3.45.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a TDLS Setup Request frame. The STA then attempts to
transmit this frame to the candidate TDLS responder STA.


6.3.45.3 MLME-TDLSSETUPREQUEST.indication


6.3.45.3.1 Function


This primitive indicates that a TDLS Setup Request frame was received. 


6.3.45.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSSETUPREQUEST.indication(


TDLSInitiatorAddress,
TDLSSetupRequest
)


Name Type Valid range Description


TDLSResponderAddress MAC Address Any valid 
individual MAC 
Address


Specifies the MAC address of the STA to 
which the TDLS Setup Request frame is 
transmitted.


TDLSSetupRequest Sequence of 
octets


As defined in 
TDLS Setup 
Request frame


Specifies the proposed service parameters for 
the TDLS Setup.


Name Type Valid range Description


TDLSInitiatorAddress MACAddress Any valid 
individual MAC 
Address


Specifies the MAC address of the TDLS 
initiator STA from which a TDLS Setup 
Request frame was received.


TDLSSetupRequest Sequence of octets As defined in 
TDLS Setup 
Request frame


Specifies the proposed service parameters 
for the TDLS Setup.
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6.3.45.3.3 When generated


This primitive is generated by the MLME when a valid TDLS Setup Request frame is received.


6.3.45.3.4 Effect of receipt


On receipt of this primitive, the SME operates according to the procedure in 10.22 (Tunneled direct-link
setup).


6.3.45.4 MLME-TDLSSETUPRESPONSE.request


6.3.45.4.1 Function


This primitive requests that a TDLS Setup Response frame be sent to the TDLS initiator STA. 


6.3.45.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSSETUPRESPONSE.request(


TDLSInitiatorAddress,
TDLSSetupResponse
)


6.3.45.4.3 When generated


This primitive is generated by the SME to request that a TDLS Setup Response frame be sent to the TDLS
initiator STA.


6.3.45.4.4 Effect of receipt


On receipt of this primitive, the MLME constructs a TDLS Setup Response frame. The STA then attempts to
transmit this to the TDLS initiator STA.


6.3.45.5 MLME-TDLSSETUPRESPONSE.indication


6.3.45.5.1 Function


This primitive indicates that a TDLS Setup Response frame was received from the TDLS responder STA. 


6.3.45.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSSETUPRESPONSE.indication(


TDLSResponderAddress,
TDLSSetupResponse
)


Name Type Valid range Description


TDLSInitiatorAddress MAC Address Any valid 
individual MAC 
Address


Specifies the MAC address of the TDLS 
initiator STA to which a TDLS Setup 
Response frame is transmitted.


TDLSSetupResponse Sequence of octets As defined in 
TDLS Setup 
Response frame


Specifies the proposed service parameters 
for the TDLS Setup.
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6.3.45.5.3 When generated


This primitive is generated by the MLME when a valid TDLS Setup Response frame is received.


6.3.45.5.4 Effect of receipt


On receipt of this primitive, the SME operates according to the procedure in 10.22 (Tunneled direct-link
setup).


6.3.45.6 MLME-TDLSSETUPCONFIRM.request


6.3.45.6.1 Function


This primitive requests that a TDLS Setup Confirm frame be sent to the TDLS responder STA. 


6.3.45.6.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSSETUPCONFIRM.request(


TDLSResponderAddress,
TDLSSetupConfirm
)


6.3.45.6.3 When generated


This primitive is generated by the SME to request that a TDLS Setup Confirm frame be sent to the TDLS
responder STA.


6.3.45.6.4 Effect of receipt


On receipt of this primitive, the MLME constructs a TDLS Setup Confirm frame. The STA then attempts to
transmit this to the TDLS responder STA.


6.3.45.7 MLME-TDLSSETUPCONFIRM.indication


6.3.45.7.1 Function


This primitive indicates that a TDLS Setup Confirm frame was received from the TDLS initiator STA. 


Name Type Valid range Description


TDLSResponderAddre
ss


MACAddress Any valid 
individual MAC 
Address


Specifies the MAC address of the TDLS 
responder STA from which a TDLS Setup 
Response frame was received.


TDLSSetupResponse Sequence of 
octets


As defined in 
TDLS Setup 
Response frame


Specifies the proposed service parameters for 
the TDLS Setup.


Name Type Valid range Description


TDLSResponderAddress MAC Address Any valid 
individual MAC 
Address


Specifies the MAC address of the TDLS 
responder STA to which a TDLS Setup 
Confirm frame is transmitted.


TDLSSetupConfirm Sequence of 
octets


As defined in 
TDLS Setup 
Confirm frame


Specifies the proposed service parameters for 
the TDLS Setup.
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6.3.45.7.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSSETUPCONFIRM.indication(


TDLSInitiatorAddress,
TDLSSetupConfirm
)


6.3.45.7.3 When generated


This primitive is generated by the MLME when a valid TDLS Setup Confirm frame is received.


6.3.45.7.4 Effect of receipt


On receipt of this primitive, the SME operates according to the procedure in 10.22 (Tunneled direct-link
setup).


6.3.45.8 MLME-TDLSPOTENTIALPEERSTA.request


6.3.45.8.1 Function


This primitive requests information about a potential TDLS peer STA. 


6.3.45.8.2 Semantics of the service primitive


The primitive parameter is as follows:
MLME-TDLSPOTENTIALPEERSTA.request(


MACAddress 
)


6.3.45.8.3 When generated


This primitive is generated by the SME to request the MLME to provide information about a potential TDLS
peer STA.


6.3.45.8.4 Effect of receipt


On receipt of this primitive, the MLME responds with the requested information about the identified STA.


Name Type Valid range Description


TDLSInitiatorA
ddress


MACAddress Any valid 
individual MAC 
Address


Specifies the MAC address of the TDLS initiator 
STA from which a TDLS Setup Confirm frame was 
received.


TDLSSetupCon
firm


Sequence of octets As defined in 
TDLS Setup 
Confirm frame


Specifies the proposed service parameters for the 
TDLS setup.


Name Type Valid Range Description


MACAddress MAC Address Any valid 
individual MAC 
Address


Specifies the MAC address of the potential TDLS 
peer STA.
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6.3.45.9 MLME-TDLSPOTENTIALPEERSTA.confirm


6.3.45.9.1 Function


This primitive informs the SME about a potential TDLS peer STA. 


6.3.45.9.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSPOTENTIALPEERSTA.confirm(


MACAddress,
RSSI,
VendorSpecificInfo
)


6.3.45.9.3 When generated


This primitive is generated by the MLME to indicate to the SME that a potential TDLS peer STA has been
detected.


6.3.45.9.4 Effect of receipt


On receipt of this primitive, the SME may attempt to set up a TDLS direct link by issuing an MLME-
TDLSSETUPREQUEST.request primitive to the MLME.


Name Type Valid range Description


MACAddress MAC Address Any valid 
individual MAC 
Address


Specifies the MAC address of the STA for 
which information is requested.


RSSI Integer –1-RSSI Max Specifies the RSSI from the STA. –1 
indicates that the STA is not present.


VendorSpecificInfo Vendor Specific Vendor Specific Specifies vendor-specific information about 
the STA identified in the MACAddress field.
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6.3.46 TDLS direct-link teardown


6.3.46.1 General


The following MLME primitives support the signaling of tunneled direct-link setup. Figure 6-8 (TDLS
direct-link teardown) depicts the TDLS direct-link teardown process. The figure is only an example of the
basic procedure and is not meant to be exhaustive of all possible uses of the protocol.


6.3.46.2 MLME-TDLSTEARDOWN.request


6.3.46.2.1 Function


This primitive requests that a TDLS Teardown frame be sent to the TDLS peer STA. 


6.3.46.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSTEARDOWN.request(


TDLSPeerSTAAddress,
TDLSTeardown
)


6.3.46.2.3 When generated


This primitive is generated by the SME to request that a TDLS Teardown frame be sent to the TDLS peer
STA.


Name Type Valid range Description


TDLSPeerSTAAddress MAC Address Any valid 
individual MAC 
Address


Specifies the MAC address of the TDLS peer 
STA to which a TDLS Teardown frame is 
transmitted.


TDLSTeardown Sequence of 
octets


As defined in 
TDLS Teardown 
frame


Specifies the proposed service parameters for 
the TDLS teardown.


 


IEEE  802.11  initiating  STA IEEE  802.11  peer  STA 


SME MLME SME MLME 


MLME  -  TDLS 
TEARDOWN.request 


TDLS Teardown frame MLME  -  TDLS 
TEARDOWN.indication 
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Figure 6-8—TDLS direct-link teardown
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6.3.46.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a TDLS Teardown frame. The STA then attempts to
transmit this frame to the TDLS peer STA.


6.3.46.3 MLME-TDLSTEARDOWN.indication


6.3.46.3.1 Function


This primitive indicates that a TDLS Teardown frame was received from a TDLS peer STA. 


6.3.46.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSTEARDOWN.indication(


TDLSPeerSTAAddress,
TDLSTeardown
)


6.3.46.3.3 When generated


This primitive is generated by the MLME when a valid TDLS Teardown frame is received.


6.3.46.3.4 Effect of receipt


On receipt of this primitive, the SME should operate according to the procedure in 10.22 (Tunneled direct-
link setup).


Name Type Valid range Description


TDLSPeerSTAA
ddress


MACAddress Any valid 
individual MAC 
Address


The MAC address of the TDLS peer STA from 
which a TDLS Teardown frame was received.


TDLSTeardown Sequence of 
octets


As defined in 
TDLS Teardown 
frame 


Specifies the proposed service parameters for the 
TDLS teardown.
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6.3.47 TDLS Peer U-APSD


6.3.47.1 General


The following MLME primitives support the signaling of TDLS Peer U-APSD. Figure 6-9 (TDLS Peer U-
APSD) depicts the TDLS peer U-APSD process. The figure is only an example of the basic procedure and is
not meant to be exhaustive of all possible uses of the protocol.


6.3.47.2 MLME-TDLSPTI.request


6.3.47.2.1 Function


This primitive requests that a TDLS Peer Traffic Indication frame be sent to a TDLS peer STA. 


6.3.47.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSPTI.request(


TDLSPeerSTAAddress,
TDLSPTI
)


TDLSPTI.confirm


IEEE 802.11 initiating STA IEEE 802.11 peer STA 


SME MLME SMEMLME


MLME-


TDLSPTI.request


TDLS Peer Traffic Indication frame


TDLSPTI.indication


TDLS Peer Traffic Response frame


TDLSPTI.response


MLME-


MLME- MLME-


Process TDLS 
Peer Traffic Indication
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Figure 6-9—TDLS Peer U-APSD







IEEE P802.11-REVmc/D0.5, Oct 2012


Copyright © 2012 IEEE. All rights reserved. 257


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


6.3.47.2.3 When generated


This primitive is generated by the SME to request that a TDLS Peer Traffic Indication frame be sent to the
TDLS peer STA.


6.3.47.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a TDLS Peer Traffic Indication frame. The STA then
attempts to transmit this to the TDLS peer STA.


6.3.47.3 MLME-TDLSPTI.confirm


6.3.47.3.1 Function


This primitive reports the result of an MLME-TDLSPTI.request primitive to trigger an unscheduled SP from
a candidate TDLS peer STA. This primitive is generated after transmitting a Peer Traffic Indication frame
when this frame contains a PTI Control field, and after receiving a Peer Traffic Response frame otherwise.


6.3.47.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSPTI.confirm(


TDLSPeerSTAAddress,
TDLSPTR
)


6.3.47.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-TDLSPTI.request and indicates the
results of the request.


This primitive is generated when the STA successfully receives a TDLS Peer Traffic Response frame from
the TDLS peer STA or when an unspecified failure occurs.


6.3.47.3.4 Effect of receipt


On receipt of this primitive, the SME evaluates the results of the MLME-TDLSPTI.request primitive and
may use the reported data.


Name Type Valid range Description


TDLSPeerSTAAddress MAC Address Any valid 
individual MAC 
Address


Specifies the address of the MAC entity with 
which to perform the TDLS peer U-APSD 
process.


TDLSPTI Sequence of 
octets


As defined in 
TDLS Peer 
Traffic Indication 
frame


Specifies the proposed service parameters for 
the TDLS Peer U-APSD.


Name Type Valid range Description


TDLSPeerSTAA
ddress


MAC Address Any valid individual MAC 
Address


Specifies the MAC address of the peer 
MAC entity with which to perform the 
TDLS Peer U-APSD process.


TDLSPTR Sequence of 
octets


As defined in TDLS Peer 
Traffic Response frame 


Specifies the proposed service parameters 
for the TDLS Peer U-APSD. 
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6.3.47.4 MLME-TDLSPTI.indication


6.3.47.4.1 Function


This primitive indicates that a TDLS Peer Traffic Indication frame was received from a TDLS peer STA. 


6.3.47.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSPTI.indication(


TDLSPeerSTAAddress,
TDLSPTI
)


6.3.47.4.3 When generated


This primitive is generated by the MLME when a valid TDLS Peer Traffic Indication frame is received.


6.3.47.4.4 Effect of receipt


On receipt of this primitive, the SME should operate according to the procedure as specified in 10.2.1.15
(TDLS Peer U-APSD).


6.3.47.5 MLME-TDLSPTI.response


6.3.47.5.1 Function


This primitive requests that a TDLS Peer Traffic Response frame be sent to the TDLS peer STA. 


6.3.47.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSPTI.response(


PeerSTAAddress,
TDLSPTR
)


Name Type Valid range Description


TDLSPeerSTAA
ddress


MACAddress Any valid 
individual MAC 
Address


The MAC address of the non-AP STA MAC entity 
from which a TDLS Peer Traffic Indication frame was 
received.


TDLSPTI Sequence of 
octets


As defined in 
TDLS Peer 
Traffic Indication 
frame 


Specifies the proposed service parameters for the 
TDLS Peer U-APSD.


Name Type Valid range Description


PeerSTAAddress MAC 
Address


Any valid 
individual MAC 
Address


Specifies the address of the peer MAC entity 
with which to perform the TDLS Peer U-APSD.


TDLSPTR Sequence of 
octets


As defined in 
TDLS Peer 
Traffic Response 
frame 


Specifies the proposed service parameters for the 
TDLS Peer U-APSD.
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6.3.47.5.3 When generated


This primitive is generated by the SME to request that a TDLS Peer Traffic Response frame be sent to the
TDLS peer STA.


6.3.47.5.4 Effect of receipt


On receipt of this primitive, the MLME constructs a TDLS Peer Traffic Response frame. The STA then
attempts to transmit this to the TDLS peer STA.


6.3.48 TDLS channel switching


6.3.48.1 General


The following MLME primitives support the signaling of a TDLS channel switch. Figure 6-10 (TDLS
channel switching) depicts the TDLS channel switching process. The figure is only an example of the basic
procedure and is not meant to be exhaustive of all possible uses of the protocol.


CHANNELSWITCH.confirm


IEEE 802.11 initiating STA IEEE 802.11 peer STA


SME MLME SMEMLME


CHANNELSWITCH.request


TDLS Channel Switch


Request frame CHANNELSWITCH.indication


TDLS Channel Switch


Response frame CHANNELSWITCH.response


MLME-


MLME- TDLS MLME- TDLS


MLME- TDLS


Process TDLS 
Channel Switch Request 


Action


TDLS


Figure 6-10—TDLS channel switching
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6.3.48.2 MLME-TDLSCHANNELSWITCH.request


6.3.48.2.1 Function


This primitive requests that a TDLS Channel Switch Request frame be sent to the TDLS peer STA. 


6.3.48.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSCHANNELSWITCH.request(


TDLSPeerSTAAddress,
TDLSChannelSwitchRequest
)


6.3.48.2.3 When generated


This primitive is generated by the SME to request that a TDLS Channel Switch Request frame be sent to the
TDLS peer STA.


6.3.48.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a TDLS Channel Switch Request frame. The STA then
attempts to transmit this to the TDLS peer STA.


6.3.48.3 MLME-TDLSCHANNELSWITCH.confirm


6.3.48.3.1 Function


This primitive reports the result of an MLME-TDLSCHANNELSWITCH.request primitive to switch a
channel with a TDLS peer STA. 


6.3.48.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSCHANNELSWITCH.confirm(


TDLSPeerSTAAddress,
TDLSChannelSwitchResponse
)


Name Type Valid range Description


TDLSPeerSTAAddress MAC 
Address


Any valid 
individual MAC 
Address


Specifies the address of the TDLS peer MAC 
entity to which a TDLS Channel Switch Request 
frame is transmitted.


TDLSChannelSwitchRequest Sequence 
of octets


As defined in 
TDLS Channel 
Switch Request 
frame 


Specifies the proposed service parameters for the 
TDLS Channel Switch.
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6.3.48.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-TDLSCHANNELSWITCH.request and
indicates the results of the request.


This primitive is generated when the STA successfully receives a TDLS Channel Switch Response frame
from the TDLS peer STA. 


6.3.48.3.4 Effect of receipt


On receipt of this primitive, the SME evaluates the results of the MLME-TDLSCHANNEL-
SWITCH.request primitive and may use the reported data.


6.3.48.4 MLME-TDLSCHANNELSWITCH.indication


6.3.48.4.1 Function


This primitive indicates that a TDLS Channel Switch (#99)Request frame was received from a TDLS peer
STA. 


6.3.48.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSCHANNELSWITCH.indication(


TDLSPeerSTAAddress,
TDLSChannelSwitchRequest
)


6.3.48.4.3 When generated


This primitive is generated by the MLME when a valid TDLS Channel Switch Request frame is received.


6.3.48.4.4 Effect of receipt


On receipt of this primitive, the SME should operate according to the procedure in 10.22 (Tunneled direct-
link setup).


Name Type Valid range Description


TDLSPeerSTAAddress MAC 
Address


Any valid individual MAC 
Address


Specifies the MAC address of the TDLS 
peer STA from which a TDLS Channel 
Switch Response frame was received.


TDLSChannelSwitchRes
ponse


Sequence of 
octets


As defined in TDLS 
Channel Switch Response 
frame 


Specifies the proposed service 
parameters for the TDLS Channel 
Switch. 


Name Type Valid range Description


TDLSPeerSTAAddres
s


MACAddress Any valid 
individual MAC 
Address


Specifies the MAC address of the TDLS peer 
STA from which a TDLS Channel Switch 
Request frame was received.


TDLSChannelSwitch
Request


Sequence of 
octets


As defined in 
TDLS Channel 
Switch Request 
frame 


Specifies the proposed service parameters for the 
TDLS Channel Switch.







IEEE P802.11-REVmc/D0.5, Oct 2012


262 Copyright © 2012 IEEE. All rights reserved.


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


6.3.48.5 MLME-TDLSCHANNELSWITCH.response


6.3.48.5.1 Function


This primitive requests that a TDLS Channel Switch Response frame be sent to the TDLS peer STA. 


6.3.48.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSCHANNELSWITCH.response(


TDLSPeerSTAAddress,
TDLSChannelSwitchResponse
)


6.3.48.5.3 When generated


This primitive is generated by the SME to request that a TDLS Channel Switch Response frame be sent to
the TDLS peer STA.


6.3.48.5.4 Effect of receipt


On receipt of this primitive, the MLME constructs a TDLS Channel Switch Response frame. The STA then
attempts to transmit this frame to the TDLS peer STA.


Name Type Valid range Description


TDLSPeerSTAAddress MAC Address Any valid 
individual MAC 
Address


Specifies the MAC address of the TDLS peer 
STA to which a TDLS Channel Switch Response 
frame is transmitted.


TDLSChannelSwitchRe
sponse


Sequence of 
octets


As defined in 
TDLS Channel 
Switch Response 
frame 


Specifies the proposed service parameters for the 
TDLS Channel Switch.
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6.3.49 TDLS Peer PSM


6.3.49.1 General


The following MLME primitives support the management of TDLS Peer PSM. Figure 6-11 (TDLS Peer
PSM) depicts the TDLS Peer PSM process. The figure is only an example of the basic procedure and is not
meant to be exhaustive of all possible uses of the protocol.


6.3.49.2 MLME-TDLSPEERPSM.request


6.3.49.2.1 Function


This primitive requests that a TDLS Peer PSM Request frame be sent to the TDLS peer STA. 


6.3.49.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSPEERPSM.request(


TDLSPeerSTAAddress,
TDLSPeerPSMRequest
)


PEERPSM.confirm


IEEE 802.11 initiating STA IEEE 802.11 peer STA


SME MLME SMEMLME


MLME -TDLS


PEERPSM.request


TDLS Peer PSM Request frame


PEERPSM.indication


TDLS Peer PSM Response frame


PEERPSM.response


MLME- TDLS


MLME- TDLS MLME- TDLS


Process TDLS 
Peer PSM Request


Action


Figure 6-11—TDLS Peer PSM
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6.3.49.2.3 When generated


This primitive is generated by the SME to request that a TDLS Peer PSM Request frame be sent to the
TDLS peer STA.


6.3.49.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a TDLS Peer PSM Request frame. The STA then
attempts to transmit this to the TDLS peer STA.


6.3.49.3 MLME-TDLSPEERPSM.confirm


6.3.49.3.1 Function


This primitive reports the result of an MLME-TDLSPEERPSM.request primitive to initiate power save
mode based on scheduled service periods with a TDLS peer STA. 


6.3.49.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSPEERPSM.confirm(


TDLSPeerSTAAddress,
TDLSPeerPSMResponse
)


6.3.49.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-TDLSPEERPSM.request and indicates
the results of the request.


This primitive is generated when the STA successfully receives a TDLS Peer PSM Response frame from the
TDLS peer STA or when an unspecified failure occurs. 


6.3.49.3.4 Effect of receipt


On receipt of this primitive, the SME evaluates the results of the MLME-TDLSPEERPSM.request primitive
and may use the reported data.


Name Type Valid range Description


TDLSPeerSTAAddress MAC 
Address


Any valid 
individual MAC 
Address


Specifies the MAC address of the TDLS peer 
STA to which a TDLS Peer PSM Request frame 
is transmitted.


TDLSPeerPSMRequest Sequence of 
octets


As defined in 
TDLS Peer PSM 
Request frame 


Specifies the proposed service parameters for the 
TDLS Peer PSM.


Name Type Valid range Description


TDLSPeerSTAAddress MAC 
Address


Any valid individual MAC 
Address


Specifies the MAC address of the TDLS 
peer STA from which a TDLS Peer 
PSM Response frame was received.


TDLSPeerPSMResponse Sequence of 
octets


As defined in TDLS Peer 
PSM Response frame 


Specifies the proposed service 
parameters for the TDLS Peer PSM. 
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6.3.49.4 MLME-TDLSPEERPSM.indication


6.3.49.4.1 Function


This primitive indicates that a TDLS Peer PSM Request frame was received from a TDLS peer STA. 


6.3.49.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSPEERPSM.indication(


TDLSPeerSTAAddress,
TDLSPeerPSMRequest
)


6.3.49.4.3 When generated


This primitive is generated by the MLME when a valid TDLS Peer PSM Request frame is received.


6.3.49.4.4 Effect of receipt


On receipt of this primitive, the SME should operate according to the procedure in 10.2.1.14 (TDLS Peer
Power Save Mode).


6.3.49.5 MLME-TDLSPEERPSM.response


6.3.49.5.1 Function


This primitive requests that a TDLS Peer PSM Response frame be sent to the TDLS peer STA. 


6.3.49.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TDLSPEERPSM.response(


TDLSPeerSTAAddress,
TDLSPeerPSMResponse
)


Name Type Valid range Description


TDLSPeerSTAAddress MAC 
Address


Any valid 
individual 
MAC Address


Specifies the MAC address of the TDLS peer 
STA MAC entity from which a TDLS Peer PSM 
Request frame was received.


TDLSPeerPSMRequest Sequence of 
octets


As defined in 
TDLS Peer 
PSM Request 
frame 


Specifies the proposed service parameters for the 
TDLS Peer PSM.


Name Type Valid range Description


TDLSPeerSTAAddress MAC 
Address


Any valid 
individual MAC 
Address


Specifies the MAC address of the TDLS peer 
STA to which a TDLS Peer PSM Response frame 
is transmitted.


TDLSPeerPSMResponse Sequence of 
octets


As defined in 
TDLS Peer PSM 
Response frame 


Specifies the proposed service parameters for the 
TDLS Peer PSM.
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6.3.49.5.3 When generated


This primitive is generated by the SME to request that a TDLS Peer PSM Response frame be sent to the
TDLS peer STA.


6.3.49.5.4 Effect of receipt


On receipt of this primitive, the MLME constructs a TDLS Peer PSM Response frame. The STA then
attempts to transmit this to the TDLS peer STA.


6.3.50 Event request


6.3.50.1 General


This set of primitives supports the exchange of Event Request and Event Report frames. The informative
diagram shown in Figure 6-12 (Event protocol exchange) illustrates the Event Request and Event Report
process, and is not meant to be exhaustive of all possible protocol uses.


Figure 6-12—Event protocol exchange
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6.3.50.2 MLME-EVLREQUEST.request


6.3.50.2.1 Function


This primitive requests the transmission of an event request to a peer entity.


6.3.50.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-EVLREQUEST.request(


Peer MAC Address,
Dialog Token,
Event Request Set,
Destination URI
)


6.3.50.2.3 When generated


This primitive is generated by the SME to request that an Event Request frame be sent to a peer entity to
initiate one or more transactions.


6.3.50.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs an Event Request frame containing the set of event
elements specified. This frame is then scheduled for transmission.


6.3.50.3 MLME-EVLREQUEST.indication


6.3.50.3.1 Function


This primitive indicates that an Event Request frame requesting an event transaction has been received.


6.3.50.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-EVLREQUEST.indication(


Peer MAC Address,
Dialog Token,
Event Request Set,
Destination URI
)


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity to which the 
event request is sent.


Dialog Token Integer 1–255 The dialog token to identify the event transaction.


Event Request Set Set of event 
elements


Set of event
elements


A set of event elements describing the requested 
event.


Destination URI Destination URI 
element


Destination URI 
element


The Destination URI element as defined in 
8.4.2.92 (Destination URI element).
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6.3.50.3.3 When generated


This primitive is generated by the MLME when a valid Event Request frame is received.


6.3.50.3.4 Effect of receipt


On receipt of this primitive, the SME either rejects the request or commences the event transaction.


6.3.51 Event report


6.3.51.1 General


This set of primitives supports the signaling of event reports.


6.3.51.2 MLME-EVLREPORT.request


6.3.51.2.1 Function


This primitive supports the signaling of event reports between peer SMEs.


6.3.51.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-EVLREPORT.request(


Peer MAC Address,
Dialog Token,
Event Report Set
)


6.3.51.2.3 When generated


This primitive is generated by the SME to request that an Event Report frame be sent to a peer entity to
report the results of one or more transactions.


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity from which 
the event request was received.


Dialog Token Integer 1–255 The dialog token to identify the event transaction.


Event Request Set Set of event 
elements


Set of event 
elements


A set of event elements describing the requested 
event.


Destination URI Destination URI 
element


Destination URI 
element


The Destination URI element as defined in 
8.4.2.92 (Destination URI element).


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity to which the 
event report is sent.


Dialog Token Integer 1–255 The Dialog Token to identify the event 
transaction.


Event Report Set Set of event 
elements


Set of event 
elements


A set of event elements describing the response 
to the event request.
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6.3.51.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs an Event Report frame containing the set of event
elements. This frame is then scheduled for transmission.


6.3.51.3 MLME-EVLREPORT.indication


6.3.51.3.1 Function


This primitive indicates that an Event Report frame has been received from a peer entity. 


6.3.51.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-EVLREPORT.indication(


Peer MAC Address,
Dialog Token,
Event Report Set
)


6.3.51.3.3 When generated


This primitive is generated by the MLME when a valid Event Report frame is received.


6.3.51.3.4 Effect of receipt


On receipt of this primitive, the event data can be made available for SME processes.


6.3.52 Event 


6.3.52.1 General


This set of primitives supports the requesting and reporting of event data.


6.3.52.2 MLME-EVLOG.request


6.3.52.2.1 Function


This primitive is generated by the SME to request that the MLME identify specific events.


6.3.52.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-EVLOG.request(


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity from which 
the event report was received.


Dialog Token Integer 1–255 The Dialog Token to identify the event 
transaction.


Event Report Set Set of event 
elements


Set of event 
elements


A set of event elements describing the response 
to the event request.
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Dialog Token,
Event Request Set
)


6.3.52.2.3 When generated


This primitive is generated by the SME to request that the MLME initiate the specified event.


6.3.52.2.4 Effect of receipt


On receipt of this primitive, the MLME commences the identification of events.


6.3.52.3 MLME-EVLOG.confirm


6.3.52.3.1 Function


This primitive reports the result of an event.


6.3.52.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-EVLOG.confirm(


Dialog Token,
Event Report Set
)


6.3.52.3.3 When generated


This primitive is generated by the MLME to report the results when event identification completes.


6.3.52.3.4 Effect of receipt


On receipt of this primitive, the SME evaluates the result and, if appropriate, stores the events pending
communication to the requesting entity or for local use.


Name Type Valid range Description


Dialog Token Integer 1–255 The Dialog Token to identify the event 
transaction.


Event Request Set Set of event 
elements


Set of event 
elements


A set of event elements describing the response 
to the event request.


Name Type Valid range Description


Dialog Token Integer 1–255 The dialog token to identify the event transaction.


Event Report Set Set of event 
report elements


Set of event 
report elements


A set of event report elements describing the 
reported event.
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6.3.53 Diagnostic request


6.3.53.1 General


This set of primitives supports the initiation of diagnostics between peer SMEs. The informative diagram
shown in Figure 6-13 (Diagnostic protocol exchange) depicts the diagnostic reporting process and is not
meant to be exhaustive of all possible protocol uses.


6.3.53.2 MLME-DIAGREQUEST.request


6.3.53.2.1 Function


This primitive requests the transmission of a Diagnostic Request frame to a peer entity.


6.3.53.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DIAGREQUEST.request(


Peer MAC Address,
Dialog Token,
Diagnostic Request Set,
Destination URI
)


 Diagnostic Report frame
 


 MLME-
DIAGREPORT.indication


  MLME-
DIAGREPORT.request  


  
 


   


 
Diagnostic Request frame 


  MLME-
DIAGREQUEST.indication  


  MLME-
DIAGREQUEST.request


  


SME MLME 


 STA  A  


MLME SME 


 STA  B  


 


 


Process 
Diagnostic 


Action


Figure 6-13—Diagnostic protocol exchange
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6.3.53.2.3 When generated


This primitive is generated by the SME to request that a Diagnostic Request frame be sent to a peer entity to
initiate one or more diagnostic transactions.


6.3.53.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Diagnostic Request frame containing the set of
diagnostic elements specified. This frame is then scheduled for transmission.


6.3.53.3 MLME-DIAGREQUEST.indication


6.3.53.3.1 Function


This primitive indicates that a Diagnostic Request frame requesting a Diagnostic transaction has been
received.


6.3.53.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DIAGREQUEST.indication(


Peer MAC Address,
Dialog Token,
Diagnostic Request Set,
Destination URI
)


6.3.53.3.3 When generated


This primitive is generated by the MLME when a valid Diagnostic Request frame is received.


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity to which the 
diagnostic request is sent.


Dialog Token Integer 1–255 The dialog token to identify the diagnostic
transaction.


Diagnostic Request 
Set


Set of diagnostic 
elements


Set of diagnostic 
elements


A set of diagnostic elements describing the 
requested diagnostics.


Destination URI Destination URI 
element


Destination URI 
element


The Destination URI element as defined in 
8.4.2.92 (Destination URI element).


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity from which 
the diagnostic request was received.


Dialog Token Integer 1–255 The dialog token to identify the diagnostic 
transaction.


Diagnostic Request 
Set


Set of diagnostic 
elements


Set of diagnostic 
elements


A set of diagnostic elements describing the 
requested diagnostics.


Destination URI Destination URI 
element


Destination URI 
element


The Destination URI element as defined in 
8.4.2.92 (Destination URI element).
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6.3.53.3.4 Effect of receipt


On receipt of this primitive, the SME either rejects the request or commences the diagnostic transaction.


6.3.54 Diagnostic report


6.3.54.1 MLME-DIAGREPORT.request


6.3.54.1.1 Function


This primitive supports the signaling of diagnostic reports between peer SMEs.


6.3.54.1.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DIAGREPORT.request(


Peer MAC Address,
Dialog Token,
Diagnostic Report Set
)


6.3.54.1.3 When generated


This primitive is generated by the SME to request that a Diagnostic Report frame be sent to a peer entity to
report the results of one or more diagnostic transactions.


6.3.54.1.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Diagnostic Report frame containing the set of
diagnostic elements. This frame is then scheduled for transmission.


6.3.54.2 MLME-DIAGREPORT.indication


6.3.54.2.1 Function


This primitive indicates that a Diagnostic Report frame has been received from a peer entity.


6.3.54.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-DIAGREPORT.indication(


Peer MAC Address,
Dialog Token,
Diagnostic Report Set
)


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity from which 
the diagnostic report was received.


Dialog Token Integer 1–255 The Dialog Token to identify the diagnostic 
transaction.


Diagnostic Report 
Set


Set of diagnostic 
elements


Set of diagnostic 
elements


A set of diagnostic elements describing the 
results of the requested diagnostics.
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6.3.54.2.3 When generated


This primitive is generated by the MLME when a valid Diagnostic Report frame is received.


6.3.54.2.4 Effect of receipt


On receipt of this primitive, the diagnostic data can be made available for SME processes.


6.3.55 Location Configuration request


6.3.55.1 General


This set of primitives supports the exchange of location configuration parameter information between peer
SMEs. The informative diagram shown in Figure 6-14 (Location configuration request and response
protocol exchange) depicts the location configuration request and response process, and is not meant to be
exhaustive of all possible protocol uses. 


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity to which the 
diagnostic report is sent.


Dialog Token Integer 1–255 The Dialog Token to identify the diagnostic 
transaction.


Diagnostic Report 
Set


Set of diagnostic 
elements


Set of diagnostic 
elements


A set of diagnostic elements describing the 
results of the requested diagnostics.


STA A STA B


SME MLME MLME SME


MLME-
LOCATIONCFG 


.request


Location Configuration 
Request frame


Process Location 
Configuration Action


Location Configuration 
Response frame


MLME-
LOCATIONCFG


.indication


MLME-
LOCATIONCFG


.confirm


MLME-
LOCATIONCFG


.response


Figure 6-14—Location configuration request and response protocol exchange







IEEE P802.11-REVmc/D0.5, Oct 2012


Copyright © 2012 IEEE. All rights reserved. 275


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


6.3.55.2 MLME-LOCATIONCFG.request


6.3.55.2.1 Function


This primitive requests the transmission of a Location Configuration Request frame to a peer entity.


6.3.55.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-LOCATIONCFG.request(


Peer MAC Address,
Dialog Token,
Location Parameters
)


6.3.55.2.3 When generated


This primitive is generated by the SME to request that a Location Configuration Request frame be sent to a
peer entity to convey location configuration information.


6.3.55.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Location Configuration Request frame containing the
set of Location Parameters elements specified. This frame is then scheduled for transmission.


6.3.55.3 MLME-LOCATIONCFG.confirm


6.3.55.3.1 Function


This primitive reports the result of a location configuration request.


6.3.55.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-LOCATIONCFG.confirm(


Dialog Token,
Peer MAC Address,
Location Parameters
)


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity to which the 
location configuration request is sent.


Dialog Token Integer 1–255 The dialog token to identify the location 
transaction.


Location 
Parameters


Location 
Parameters 
element


Location 
Parameters 
element


A Location Parameters element containing one or 
more subelements describing the STA location 
information. See 8.4.2.73 (Location Parameters 
element).
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6.3.55.3.3 When generated


This primitive is generated by the MLME when transmission of the Location Configuration Request frame
is acknowledged, when (re)transmission of the Location Configuration Request frame fails, or when a
failure reason is unspecified.


6.3.55.3.4 Effect of receipt


No effect of receipt is specified.


6.3.55.4 MLME-LOCATIONCFG.indication


6.3.55.4.1 Function


This primitive indicates that a Location Configuration Request frame has been received requesting a
location transaction.


6.3.55.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-LOCATIONCFG.indication(


Peer MAC Address,
Dialog Token,
Location Parameters
)


6.3.55.4.3 When generated


This primitive is generated by the MLME when a valid Location Configuration Request frame is received.


Name Type Valid range Description


Dialog Token Integer 1–255 The dialog token to identify the location
transaction.


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity to which the 
location configuration response is sent.


Location 
Parameters


Location 
Parameters 
element 


Location 
Parameters 
element 


A Location Parameters element containing one or 
more subelements describing the STA location 
information. See 8.4.2.73 (Location Parameters 
element).


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity from which 
the location configuration request was received.


Dialog Token Integer 1–255 The dialog token to identify the location 
transaction.


Location 
Parameters


Location 
Parameters 
element


Location 
Parameters 
element


A Location Parameters element containing one or 
more subelements describing the STA location 
information. See 8.4.2.73 (Location Parameters 
element).
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6.3.55.4.4 Effect of receipt


On receipt of this primitive, the SME either rejects the request or commences the location transaction.


6.3.55.5 MLME-LOCATIONCFG.response


6.3.55.5.1 Function


This primitive requests the transmission of location information to a peer entity, in response to a received
Location Configuration Request frame.


6.3.55.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-LOCATIONCFG.response(


Peer MAC Address,
Dialog Token,
Location Parameters
)


6.3.55.5.3 When generated


This primitive is generated by the SME to request that a Location Configuration Response frame be sent to a
peer entity to convey location configuration information.


6.3.55.5.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Location Configuration Response frame containing the
set of location parameters elements specified. This frame is then scheduled for transmission. 


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity to which the 
location request is sent.


Dialog Token Integer 1–255 The dialog token to identify the location 
transaction.


Location 
Parameters


Location 
Parameters 
element


Location 
Parameters 
element


A location parameters element containing one or 
more subelements describing the STA location 
information. See 8.4.2.73 (Location Parameters 
element).
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6.3.56 Location track notification


6.3.56.1 General


This set of primitives supports the location track notification from one SME to one or more receiving SMEs.
The informative diagram in Figure 6-15 (Location track notification protocol exchange) depicts the location
track notification process, is not meant to be exhaustive of all possible protocol uses. 


6.3.56.2 MLME-LOCATIONTRACKNOTIF.request


6.3.56.2.1 Function


This primitive requests the transmission of Location Configuration Request frame to a peer entity.


6.3.56.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-LOCATIONTRACKNOTIF.request(


Peer MAC Address,
Location Parameters,
Measurement Report
)


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual or 
group addressed 
MAC Address


The address of the peer MAC entity to which the 
location track notification is sent.


Location 
Parameters


Location 
Parameters 
element


Location 
Parameters 
element


A location parameters element containing one or 
more subelements describing the STA location 
information. See 8.4.2.73 (Location Parameters 
element).


Measurement 
Report


Measurement 
Report element


Measurement 
Report element


A Measurement Report element contains the 
beacon measurement information. See 8.4.2.24 
(Measurement Report element).


STA A


SME MLME SMEMLME


STA B


MLME-
LOCATIONTRACKNOTIF


.request


Location Track


Notification frame


MLME-LOCATIONTRACKNOTIF


.indication


Figure 6-15—Location track notification protocol exchange
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6.3.56.2.3 When generated


This primitive is generated by the SME to request that a Location Track Notification frame be sent to a peer
entity to help convey location information.


6.3.56.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Location Track Notification frame containing the set of
location parameters elements specified. This frame is then scheduled for transmission.


6.3.56.3 MLME-LOCATIONTRACKNOTIF.indication


6.3.56.3.1 Function


This primitive indicates that a Location Track Notification frame has been received.


6.3.56.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-LOCATIONTRACKNOTIF.indication(


Peer MAC Address,
Location Parameters,
Measurement Report
)


6.3.56.3.3 When generated


This primitive is generated by the MLME when a valid Location Track Notification frame is received.


6.3.56.3.4 Effect of receipt


On receipt of this primitive, the SME uses the information contained within the notification.


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual or 
group addressed 
MAC Address


The address of the peer MAC entity from which 
the location track notification was received.


Location 
Parameters


Location 
Parameters 
element


Location 
Parameters 
element


A location parameters element containing one or 
more subelements describing the STA location 
information. See 8.4.2.73 (Location Parameters 
element).


Measurement 
Report


Measurement 
Report element


Measurement 
Report element


A Measurement Report element contains the 
beacon measurement information. See 8.4.2.24 
(Measurement Report element).
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6.3.57 Timing measurement


6.3.57.1 General


The following set of primitives supports exchange of timing measurement information from one SME to
another. The informative diagram in Figure 6-16 (Timing measurement primitives and timestamps capture)
depicts various points in time that are of interest to the timing measurement procedure.


NOTE 1—In Figure 6-16 (Timing measurement primitives and timestamps capture), t1 and t3 correspond to the point in
time at which the start of the preamble for the transmitted frame appears at the transmit antenna port. An implementation
may capture a timestamp during the transmit processing earlier or later than the point at which it actually occurs and
offset the value to compensate for the time difference. 


NOTE 2—In Figure 6-16 (Timing measurement primitives and timestamps capture), t2 and t4 correspond to the point in
time at which the start of the preamble for the incoming frame arrives at the receive antenna port. Because time is needed
to detect the frame and synchronize with its logical structure, an implementation determines when the start of the
preamble for the incoming frame arrived at the receive antenna port by capturing a timestamp some time after it occurred
and compensating for the delay by subtracting an offset from the captured value. 


6.3.57.2 MLME-TIMINGMSMT.request


6.3.57.2.1 Function


This primitive requests the transmission of Timing Measurement frame to a peer entity.


6.3.57.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TIMINGMSMT.request(


Peer MAC Address,
Dialog Token,
Follow Up Dialog Token,
t1,
Max t1 Error,
t4,
Max t4 Error,
VendorSpecific
)


MLME MLME


ACK


t2


t3


t1


t4


MLME-TIMINGMSMT.request Timing Measurement frame MLME-TIMINGMSMT


.indication


MLME-TIMINGMSMT.confirm


SME SME


STA A  STA B


Figure 6-16—Timing measurement primitives and timestamps capture
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6.3.57.2.3 When generated


This primitive is generated by the SME to request that a Timing Measurement frame be sent to a peer entity.


6.3.57.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Timing Measurement frame with the specified
parameters. This frame is then scheduled for transmission.


6.3.57.3 MLME-TIMINGMSMT.confirm


6.3.57.3.1 Function


This primitive indicates that a Timing Measurement frame has been successfully received by the peer STA
to which it was sent.


6.3.57.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TIMINGMSMT.confirm(


Peer MAC Address,
Dialog Token,
t1,
Max t1 Error,
t4,
Max t4 Error
)


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual 
addressed MAC 
Address


The address of the peer MAC entity to which the 
Timing Measurement frame is sent.


Dialog Token Integer 1–255 The dialog token to identify the Timing 
Measurement transaction.


Follow Up Dialog 
Token


Integer 0–255 The dialog token of a Timing Measurement 
frame which the current frame follows. See 
10.23.5 (Timing measurement procedure).


t1 Integer Set to the value of t1 (see Figure 6-16 (Timing 
measurement primitives and timestamps 
capture)) expressed in 10 ns units.


Max t1 Error Integer 0–255 Maximum error in the t1 value expressed in 10 ns 
units; see 8.5.15.3 (Timing Measurement frame 
format).


t4 Integer Set to the value of t4 (see Figure 6-16 (Timing 
measurement primitives and timestamps 
capture)) expressed in 10 ns units.


Max t4 Error Integer 0–255 Maximum error in t4 value expressed in 10 ns 
units.


VendorSpecific A set of
information
elements


As defined in 
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements.
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6.3.57.3.3 When generated


This primitive is generated by the MLME when an ACK corresponding to the Timing Measurement frame is
received from the peer STA.


6.3.57.3.4 Effect of receipt


On receipt of this primitive, the SME uses the information contained within the notification.


6.3.57.4 MLME-TIMINGMSMT.indication


6.3.57.4.1 Function


This primitive indicates that a Timing Measurement frame has been received and the corresponding ACK
has been transmitted.


6.3.57.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TIMINGMSMT.indication(


Peer MAC Address,
Dialog Token,
Follow Up Dialog Token,
t1,
Max t1 Error,
t4,
Max t4 Error,
t2,
Max t2 Error,
t3,
Max t3 Error,


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual 
addressed MAC 
Address


The address of the peer MAC entity to which 
acknowledges the receipt of the Timing 
Measurement frame.


Dialog Token Integer 1–255 The dialog token to identify the Timing 
Measurement transaction.


t1 32-bit unsigned 
Integer


0 – (232–1) Set to the value of t1 (see Figure 6-16 (Timing 
measurement primitives and timestamps 
capture)) expressed in 10 ns units.


Max t1 Error Integer 0–255 Maximum error in the t1 value expressed in 10 ns 
units.


t4 32-bit unsigned 
Integer


0 – (232–1) Set to the value of t4 (see Figure 6-16 (Timing 
measurement primitives and timestamps 
capture)) expressed in 10 ns units.


Max t4 Error Integer 0–255 Maximum error in t4 value expressed in 10 ns 
units.







IEEE P802.11-REVmc/D0.5, Oct 2012


Copyright © 2012 IEEE. All rights reserved. 283


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


VendorSpecific
)


6.3.57.4.3 When generated


This primitive is generated by the MLME when a valid Timing Measurement frame is received.


6.3.57.4.4 Effect of receipt


On receipt of this primitive, the SME uses the information contained within the notification.


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual 
addressed MAC 
Address


The address of the peer MAC entity from which 
the Timing Measurement frame was sent.


Dialog Token Integer 1–255 The dialog token to identify the Timing 
Measurement transaction.


Follow Up Dialog 
Token


Integer 1–255 The dialog token of a Timing Measurement frame 
which the current frame follows. See 10.23.5 
(Timing measurement procedure).


t1 32-bit unsigned 
integer


0 – (232–1) Set to the value of t1 (see Figure 6-16 (Timing 
measurement primitives and timestamps capture)) 
expressed in 10 ns units.


Max t1 Error Integer 0–255 Maximum error in the t1 value expressed in 10 ns 
units.


t4 32-bit unsigned 
integer


0 – (232–1) Set to the value of t4 (see Figure 6-16 (Timing 
measurement primitives and timestamps capture)) 
expressed in 10 ns units.


Max t4 Error Integer 0–255 Maximum error in t4 value expressed in 10 ns 
units.


t2 32-bit unsigned 
Integer


0 – (232–1) Set to the value of t2 (see Figure 6-16 (Timing 
measurement primitives and timestamps capture)) 
expressed in 10 ns units.


Max t2 Error Integer 0–255 Maximum error in t2 value expressed in 10 ns 
units.


t3 32-bit unsigned 
integer


0 – (232–1) Set to the value of t3 (see Figure 6-16 (Timing 
measurement primitives and timestamps capture)) 
expressed in 10 ns units.


Max t3 Error Integer 0–255 Maximum error in t3 value expressed in 10 ns 
units.


VendorSpecific A set of
information
elements


As defined in 
8.4.2.28 (Vendor 
Specific element)


Zero or more elements. 
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6.3.58 BSS Transition Management


6.3.58.1 BSS Transition Management procedure


The informative diagram shown in Figure 6-17 (BSS Transition Management request—accepted) depicts
the BSS Transition Management procedure and is not meant to be exhaustive of all possible protocol uses. 


6.3.58.2 MLME-BTMQUERY.request


This set of primitives supports the signaling of BSS Transition Management Query frames between non-AP
STAs and an AP.


6.3.58.2.1 Function


This primitive requests transmission of a BSS Transition Management Query frame to the AP with which
the STA is associated.


 AP Non-AP STA


SME MLME MLME SME


MLME-BTMQUERY
.request


MLME-BTMQUERY
.indication


BSS Transition Management 
Query frame (optional)


Decision to request or 
provide BSS transition 


candidate AP list


Decision to send autonomous BSS 
Transition Request or triggered by 


BSS Transition Query


MLME-BTM.request
BSS Transition Management 


Request frame
MLME-BTM.indication


STA roaming evaluation 
and decision


MLME-BTM.responseBSS Transition Management 
Response frame (optional)MLME-BTM.confirm


STA reassociation 
or Fast BSS 
Transition


STA reassociation


Figure 6-17—BSS Transition Management request—accepted
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6.3.58.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-BTMQUERY.request(


Peer MAC Address,
DialogToken,
BSSTransitionQueryReason,
BSSTransitionCandidateListEntries
)


6.3.58.2.3 When generated


This primitive is generated by the SME to request that a BSS Transition Management Query frame be sent to
the AP with which the STA is associated to initiate a BSS Transition Management procedure.


6.3.58.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a BSS Transition Management Query (#100)frame. The
STA then attempts to transmit the frame to the AP with which it is associated.


6.3.58.3 MLME-BTMQUERY.indication


6.3.58.3.1 Function


This primitive indicates that a BSS Transition Management Query frame was received from a non-AP STA.


6.3.58.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-BTMQUERY.indication(


Peer MAC Address,
DialogToken,
BSSTransitionQueryReason,
BSSTransitionCandidateListEntries
)


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity to which the 
BSS Transition Management Query frame is sent.


DialogToken Integer 1–255 The Dialog Token to identify this BSS Transition 
Management transaction.


BSSTransitionQuery
Reason


Integer 0–255 As defined in 8.5.14.8 (BSS Transition 
Management Query frame format).


BSSTransition
CandidateListEntries


Set of Neighbor 
Report Elements 


Set of Neighbor 
Report Elements 
as defined in the 
Neighbor 
Report Element 
in 8.4.2.39 
(Neighbor 
Report element)


Contains the description of candidate BSS 
transition APs and their capabilities as described 
in 8.4.2.39 (Neighbor Report element).
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6.3.58.3.3 When generated


This primitive is generated by the MLME when a valid BSS Transition Management Query frame is
received.


6.3.58.3.4 Effect of receipt


On receipt of this primitive, the SME shall operate according to the procedure in 10.23.6 (BSS transition
management for network load balancing).


6.3.58.4 MLME-BTM.request


6.3.58.4.1 Function


This primitive requests transmission of a BSS Transition Management Request frame to a non-AP STA.


6.3.58.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-BTM.request(


Peer MAC Address
DialogToken,
RequestMode,
DisassociationTimer,
ValidityInterval,
BSSTerminationDuration,
SessionInformationURL,
BSSTransitionCandidateListEntries
)


6.3.58.4.3 When generated


This primitive is generated by the SME to request that a BSS Transition Management Request frame be sent
to an associated non-AP STA. This request is sent either following the reception of a MLME-
BTMQUERY.indication or may be sent autonomously.


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the non-AP STA MAC entity 
from which a BSS Transition Management Query 
frame was received.


DialogToken Integer 1–255 The Dialog Token to identify the BSS Transition 
Management transaction received in the BSS 
Transition Management Query frame.


BSSTransitionQuery
Reason


Integer 0–255 The BSS Transition Query Reason Code in the 
BSS Transition Management Query frame that 
was received.


BSSTransition
CandidateListEntries


Set of Neighbor 
Report Elements 


Set of Neighbor 
Report Elements 
as defined in the 
Neighbor 
Report Element 
in 8.4.2.39 
(Neighbor 
Report element)


Contains the description of candidate BSS 
transition APs and their capabilities as described 
in 8.4.2.39 (Neighbor Report element).
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6.3.58.4.4 Effect of receipt


On receipt of this primitive, the MLME constructs a BSS Transition Management Request (#100)frame. The
STA then attempts to transmit this frame to the indicated non-AP STA.


6.3.58.5 MLME-BTM.indication


6.3.58.5.1 Function


This primitive indicates that a BSS Transition Management Request frame was received from the AP with
which the STA is associated.


6.3.58.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-BTM.indication(


PeerMACAddress,
DialogToken,


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity to which the 
BSS Transition Management Request frame is 
sent.


DialogToken Integer 1–255 The Dialog Token to identify the BSS Transition 
Management transaction. Set to 0 for an 
autonomous BSS Transition Management 
Request frame.


RequestMode Integer As specified in 
8.5.14.10 (BSS 
Transition 
Management 
Response frame 
format)


Contains RequestMode for the BSS Transition 
Management Request frame.


DisassociationTimer Integer 0 – 65 535 Specifies the number of TBTTs until the AP 
disassociates the non-AP STA. A value of 0 
indicates time of disassociation has not yet been 
determined and a value of 1 indicates 
disassociation shall occur before the next TBTT.


ValidityInterval Integer 1–255 Specifies the number of beacon transmission 
times (TBTTs) until this recommendation of this 
BSS transition candidate list is no longer valid.


BSSTerminationDura
tion


BSS 
Termination 
Duration
subelement


BSS 
Termination 
Duration 
subelement


Contains the BSS Termination Duration 
subelement (see 8.4.2.39 (Neighbor Report 
element)) for the current BSS and is 
present only when the BSS Termination Included 
field is 1 in the Request mode field.


SessionInformationU
RL


URL n/a Optionally contains a URL formatted per IETF 
RFC 3986 where additional information 
pertaining to the user’s accounting session may 
be found.


BSSTransition
CandidateListEntries


Set of Neighbor 
Report Elements 


Set of Neighbor 
Report Elements 
as defined in the 
Neighbor 
Report Element 
in 8.4.2.39 
(Neighbor 
Report element)


Contains the description of candidate BSS 
transition APs and their capabilities as described 
in 8.4.2.39 (Neighbor Report element).
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RequestMode,
DisassociationTimer,
ValidityInterval,
BSSTerminationDuration,
SessionInformationURL,
BSSTransitionCandidateListEntries
)


6.3.58.5.3 When generated


This primitive is generated by the MLME when a valid BSS Transition Management Request frame is
received. This primitive is also generated when a timeout or failure occurs.


6.3.58.5.4 Effect of receipt


On receipt of this primitive the SME shall operate according to the procedure in 10.23.6 (BSS transition
management for network load balancing).


Name Type Valid range Description


PeerMACAddress MACAddress Any valid 
individual MAC 
Address


The address of the MAC entity from which a BSS 
Transition Management Request frame was 
received.


DialogToken Integer 1–255 The Dialog Token to identity the BSS Transition 
Management transaction as received in the BSS 
Transition Management Request frame.


RequestMode Integer As specified in 
8.5.14.10 (BSS 
Transition 
Management 
Response frame 
format)


Contains the RequestMode for the BSS 
Transition Management Request frame.


Disassociation
Timer


Integer 0 – 65 535 Specifies the number of TBTTs until the AP 
disassociates the non-AP STA. A value of 0 
indicates time of disassociation has not been 
determined yet and a value of 1 indicates 
disassociation shall occur before the next TBTT.


ValidityInterval Integer 1–255 Specifies the number of beacon transmission 
times (TBTTs) until this recommendation of this 
BSS transition candidate list is no longer valid.


BSSTerminationDura
tion


BSS 
Termination 
Duration 
subelement


BSS 
Termination 
Duration 
subelement


Contains the BSS Termination Duration 
subelement (see 8.4.2.39 (Neighbor Report 
element)) for the current BSS and is present only 
when the BSS Termination Included field is 1 in 
the Request mode field.


SessionInformationU
RL


URL n/a Optionally contains a URL formatted per IETF 
RFC 3986 where additional information 
pertaining to the user’s accounting session may 
be found.


BSSTransition
CandidateListEntries


Set of Neighbor 
Report Elements 


Set of Neighbor 
Report Elements 
as defined in the 
Neighbor 
Report Element 
in 8.4.2.39 
(Neighbor 
Report element)


Contains the description of candidate BSS 
transition APs and their capabilities as described 
in 8.4.2.39 (Neighbor Report element).
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6.3.58.6 MLME-BTM.response


6.3.58.6.1 Function


This primitive requests transmission of a BSS Transition Management Response frame to the AP with which
the STA is associated.


6.3.58.6.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-BTM.response(


Peer MAC Address
DialogToken,
StatusCode,
BSSTerminationDelay,
TargetBSSID,
BSSTransitionCandidateListEntries
)


6.3.58.6.3 When generated


This primitive is generated by the SME to request that a BSS Transition Management Response frame be
sent to the AP with which the STA is associated.


6.3.58.6.4 Effect of receipt


On receipt of this primitive, the MLME constructs a BSS Transition Management Response (#100)frame.
The non-AP STA then attempts to transmit this to the AP with which it is associated.


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity to which the 
BSS Transition Management Query frame is sent.


DialogToken Integer 1–255 The Dialog Token to identify the BSS Transition 
Management transaction.


StatusCode Integer 0–255 As defined in 8.5.14.10 (BSS Transition 
Management Response frame format).


BSSTerminationDelay Integer 0–255 As defined in 8.5.14.10 (BSS Transition 
Management Response frame format).


TargetBSSID MACAddress Any valid 
individual MAC 
Address


The BSSID of the BSS that the STA decided to 
transition to. Field shall be null if STA decided 
not to transition.


BSSTransition
CandidateListEntries


Set of Neighbor 
Report Elements 


Set of Neighbor 
Report Elements 
as defined in the 
Neighbor 
Report Element 
in 8.4.2.39 
(Neighbor 
Report element)


Contains the description of candidate BSS 
transition APs and their capabilities as described 
in 8.4.2.39 (Neighbor Report element).
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6.3.58.7 MLME-BTM.confirm


6.3.58.7.1 Function


This primitive reports the results of a BSS Transition Management attempt with a specified peer MAC entity
that is within an AP.


6.3.58.7.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-BTM.confirm(


Peer MAC Address,
DialogToken,
BSSTransitionQueryReason,
StatusCode,
BSSTerminationDelay,
TargetBSSID,
BSSTransitionCandidateListEntries
)


6.3.58.7.3 When generated


This primitive is generated by the MLME when transmission of the BSS Transition Management Request
frame is acknowledged, when (re)transmission of the BSS Transition Management Request frame fails, or
when a failure reason is unspecified.


6.3.58.7.4 Effect of receipt


On receipt of this primitive, the SME shall operate according to the procedure in 10.23.6 (BSS transition
management for network load balancing).


Name Type Valid range Description


Peer MAC Address MAC Address Any valid 
individual MAC 
Address


The address of the non-AP STA MAC entity 
from which a BSS Transition Management 
Response frame was received.


DialogToken Integer 1–255 The Dialog Token to identify the BSS transition 
management transaction as received in the BSS 
Transition Management Response frame.


StatusCode Integer 0–255 As defined in 8.5.14.10 (BSS Transition 
Management Response frame format).


BSSTerminationDelay Integer 0–255 As defined in 8.5.14.10 (BSS Transition 
Management Response frame format).


TargetBSSID MACAddress Any valid 
individual MAC 
Address


The BSSID of the BSS that the STA indicated to 
transition to as received in the BSS Transition 
Management Response frame.


BSSTransition
CandidateListEntries


Set of Neighbor 
Report Elements 


Set of Neighbor 
Report Elements 
as defined in the 
Neighbor 
Report Element 
in 8.4.2.39 
(Neighbor 
Report element)


Contains the BSS Transition Candidate List 
Entries in the received BSS Transition 
Management Response frame. 
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6.3.59 FMS setup


6.3.59.1 General


The following MLME primitives support the signaling of FMS Setup. The informative diagram shown in
Figure 6-18 (FMS setup protocol exchange) depicts the FMS setup process and is not meant to be exhaustive
of all possible protocol uses. 


6.3.59.2 MLME-FMS.request


6.3.59.2.1 Function


This primitive requests that an FMS Request frame be sent to the AP with which the non-AP STA is
associated. 


6.3.59.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-FMS.request(


PeerSTAAddress,
DialogToken,
FMSRequest
)


Name Type Valid range Description


PeerSTAAddress MAC Address Any valid 
individual MAC 
Address


Specifies the address of the peer MAC entity with 
which to perform the FMS process.


STA A STA B


SME MLME MLME SME


MLME-FMS 
.request FMS Request frame


Process FMS Action


FMS Response frame


MLME-FMS
.indication


MLME-FMS.confirm
MLME-FMS
.response


Figure 6-18—FMS setup protocol exchange
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6.3.59.2.3 When generated


This primitive is generated by the SME to request that an FMS Request frame be sent to the AP with which
the STA is associated.


6.3.59.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs an FMS Request (#100)frame. The STA then attempts to
transmit this to the AP with which it is associated.


6.3.59.3 MLME-FMS.confirm


6.3.59.3.1 Function


This primitive reports the result of an FMS procedure. 


6.3.59.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME- FMS.confirm(


Peer MAC Address,
Dialog Token,
FMSResponse
)


6.3.59.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-FMS.request and indicates the results of
the request. This primitive is generated when a timeout or failure occurs or when the STA receives an FMS
Response frame from the AP.


6.3.59.3.4 Effect of receipt


On receipt of this primitive, the SME should operate according to the procedure in 10.2.1.16 (FMS power
management).


Dialog Token Integer 1–255 The dialog token to identify the FMS transaction.


FMSRequest FMS Request 
element


As defined in 
8.4.2.78 (FMS 
Request 
element)


Specifies the proposed service parameters for the 
FMS.


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity to which the 
location response is sent.


Dialog Token Integer 0–255 The dialog token to identify the FMS transaction.


FMSResponse FMS Response 
element


As defined in 
8.4.2.79 (FMS 
Response 
element)


Specifies service parameters for the FMS.


Name Type Valid range Description
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6.3.59.4 MLME-FMS.indication


6.3.59.4.1 Function


This primitive indicates that an FMS Request frame was received from a non-AP STA. 


6.3.59.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME- FMS.indication(


PeerSTAAddress,
DialogToken,
FMSRequest
)


6.3.59.4.3 When generated


This primitive is generated by the MLME when a valid FMS Request frame is received.


6.3.59.4.4 Effect of receipt


On receipt of this primitive, the SME should operate according to the procedure in 10.2.1.16 (FMS power
management).


6.3.59.5 MLME-FMS.response


6.3.59.5.1 Function


This primitive is either generated in response to a received FMS Request frame or autonomously by the AP
and requests the transmission of an FMS Response frame.


6.3.59.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-FMS.response(


PeerSTAAddress,


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid 
individual MAC 
Address


The address of the non-AP STA MAC entity 
from which an FMS Request frame was received.


Dialog Token Integer 1–255 The dialog token to identify the FMS transaction.


FMSRequest FMS Request
element


As defined in 
8.4.2.78 (FMS 
Request 
element)


Specifies the proposed service parameters for the 
FMS.
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FMSResponse
)


6.3.59.5.3 When generated


This primitive is generated by the SME to request that an FMS Response frame be sent to a peer entity to
convey FMS information. 


6.3.59.5.4 Effect of receipt


On receipt of this primitive, the MLME constructs an FMS Response frame. The STA then attempts to
transmit this to the non-AP STA indicated by the PeerSTAAddress parameter.


6.3.60 Collocated Interference request


6.3.60.1 General


This set of primitives supports the exchange of collocated interference information between peer SMEs. The
informative diagram shown in Figure 6-19 (Collocated interference protocol exchange) depicts the


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid 
individual MAC 
Address


The address of the non-AP STA MAC entity 
from which an FMS Request frame was received.


Dialog Token Integer 0–255 The dialog token to identify the FMS transaction.


FMSResponse FMS Response 
element


As defined in 
8.4.2.79 (FMS 
Response 
element)


Specifies service parameters for the FMS.
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Collocated Interference request and response process, and is not meant to be exhaustive of all possible
protocol uses. 


6.3.60.2 MLME-CLINTERFERENCEREQUEST.request


6.3.60.2.1 Function


This primitive requests the transmission of Collocated Interference Request frame to a peer entity.


6.3.60.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-CLINTERFERENCEREQUEST.request(


 STA A


SME MLME SMEMLME


MLME-
CLINTERFERENCE
REQUEST.request


Collocated Interference 
Request frame


Measurement 
process


MLME-
CLINTERFERENCE


REPORT.request


Collocated Interference 
Response frame


MLME-
CLINTERFERENCE
REPORT.indication


MLME-
CLINTERFERENCE
REQUEST.indication


STA B


Figure 6-19—Collocated interference protocol exchange
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Peer MAC Address,
Dialog Token,
Request Info
)


6.3.60.2.3 When generated


This primitive is generated by the SME to request that a Collocated Interference Request frame be sent to a
peer entity.


6.3.60.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Collocated Interference Request frame. This frame is
then scheduled for transmission.


6.3.60.3 MLME-CLINTERFERENCEREQUEST.indication


6.3.60.3.1 Function


This primitive indicates that a Collocated Interference Request frame has been received requesting a
Collocated Interference report.


6.3.60.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-CLINTERFERENCEREQUEST.indication(


Peer MAC Address,
Dialog Token,
Request Info
)


6.3.60.3.3 When generated


This primitive is generated by the MLME when a valid Collocated Interference Request frame is received.


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address, or the 
group MAC 
address


The address of the peer MAC entity to which the 
collocated interference request is sent.


Dialog Token Integer 1–255 The dialog token to identify the collocated 
interference transaction.


Request Info Integer As defined in 
the Collocated 
Interference 
Request frame, 
see 8.5.14.13 
(Collocated 
Interference 
Request frame 
format)


Specifies the requested information.







IEEE P802.11-REVmc/D0.5, Oct 2012


Copyright © 2012 IEEE. All rights reserved. 297


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


6.3.60.3.4 Effect of receipt


On receipt of this primitive, the SME either rejects the request or commences the Collocated Interference
reporting procedure as described in 10.23.8 (Collocated interference reporting).


6.3.61 Collocated Interference report


6.3.61.1 General


This set of primitives supports the exchange of collocated interference information between peer SMEs.


6.3.61.2 MLME-CLINTERFERENCEREPORT.request


6.3.61.2.1 Function


This primitive requests the transmission of Collocated Interference Report to a peer entity, in response to a
received Collocated Interference Request frame.


6.3.61.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-CLINTERFERENCEREPORT.request(


Peer MAC Address,
Dialog Token,
Collocated Interference Report
)


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address or the 
group MAC 
address


The address of the peer MAC entity from which 
the Collocated Interference request was received.


Dialog Token Integer 1–255 The dialog token to identify the collocated 
interference transaction.


Request Info Integer As defined in 
the Collocated 
Interference 
Request frame, 
see 8.5.14.13 
(Collocated 
Interference 
Request frame 
format) 


Specifies the requested information.


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity to which the 
Collocated Interference Report is sent.


Dialog Token Integer 1–255 The dialog token to identify the collocated 
interference transaction.


Collocated 
Interference Report


Collocated 
Interference 
Report elements


As defined in 
8.4.2.87 
(Collocated 
Interference 
Report element)


Specifies the collocated interference 
characteristics. 
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6.3.61.2.3 When generated


This primitive is generated by the SME to request that a Collocated Interference Report frame be sent to a
peer entity to convey collocated interference information.


6.3.61.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Collocated Interference Report frame. This frame is
then scheduled for transmission.


6.3.61.3 MLME-CLINTERFERENCEREPORT.indication


6.3.61.3.1 Function


This primitive indicates that a Collocated Interference Report frame has been received.


6.3.61.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-CLINTERFERENCEREPORT.indication(


Peer MAC Address,
Dialog Token,
Collocated Interference Report
)


6.3.61.3.3 When generated


This primitive is generated by the MLME when a valid Collocated Interference Report frame is received.


Name Type Valid range Description


Peer MAC Address MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity from which 
the location response was received.


Dialog Token Integer 1–255 The dialog token to identify the location
transaction.


Collocated 
Interference Report


Collocated 
Interference 
Report elements


As defined in 
8.4.2.87 
(Collocated 
Interference 
Report element)


Specifies the collocated interference 
characteristics.
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6.3.62 TFS Setup


6.3.62.1 General


This set of primitives supports the exchange of the signaling of TFS Setup between peer SMEs. The
informative diagram shown in Figure 6-20 (TFS request and response exchange) depicts the TFS request
and response process, and is not meant to be exhaustive of all possible protocol uses. 


6.3.62.2 MLME-TFS.request


6.3.62.2.1 Function


This primitive requests that a TFS Request frame be sent to the AP with which the STA is associated. 


6.3.62.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TFS.request(


PeerSTAAddress,
DialogToken,
TFSRequest,
VendorSpecific
)


Name Type Valid range Description
PeerSTAAddress MAC Address Any valid 


individual MAC 
Address


Specifies the address of the peer MAC entity for 
TFS.


DialogToken Integer 0–255 The Dialog Token to identify the TFS Request and 
Response transaction. 


AP Non-AP STA 


SME MLME MLME SME


MLME-TFS.request
MLME-


TFS.indication TFS Request frame


Process TFS 
Request Action


TFS Response frameMLME-TFS.response MLME-TFS.confirm


TFS Operation


Figure 6-20—TFS request and response exchange
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6.3.62.2.3 When generated


This primitive is generated by the SME to request that a TFS Request frame be sent to the AP with which the
STA is associated.


6.3.62.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a TFS Request (#100)frame. The STA then attempts to
transmit this to the AP with which it is associated.


6.3.62.3 MLME-TFS.confirm


6.3.62.3.1 Function


This primitive reports the result of a TFS procedure. 


TFSRequest A set of TFS 
Request 
elements


As defined in 
the TFS Request 
element


Specifies the proposed service parameters for the 
TFS. One or more TFS Request elements.


VendorSpecific A set of
information
elements


As defined in 
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements.


Name Type Valid range Description
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6.3.62.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TFS.confirm(


PeerSTAAddress,
DialogToken,
TFSResponse,
VendorSpecific
)


6.3.62.3.3 When generated


This primitive is generated by the MLME when transmission of the TFS Request frame is acknowledged,
when (re)transmission of the TFS Request frame fails, when a failure reason is unspecified, or when the
STA receives a TFS Response frame from the AP.


This primitive is also generated when the MLME-TFS.request contains invalid parameters and when a
timeout or failure occurs.


6.3.62.3.4 Effect of receipt


On receipt of this primitive, the SME evaluates the result and may use the reported data. The SME should
operate according to the procedure in 10.23.11 (TFS procedures).


6.3.62.4 MLME-TFS.indication


6.3.62.4.1 Function


This primitive indicates that a TFS Request frame was received from a non-AP STA. 


Name Type Valid range Description


PeerSTAAddress MAC Address Any valid 
individual MAC 
Address


The address of the peer MAC entity from which 
the TFS Response frame is received.


DialogToken Integer 0–255 The Dialog Token to identify the TFS Request 
and Response transaction. 


TFSResponse A set of TFS 
Response 
elements


As defined in 
the TFS 
Response 
element


Specifies service parameters for the TFS. One or 
more TFS Response elements.


VendorSpecific A set of 
elements


As defined in 
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements. 
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6.3.62.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TFS.indication(


PeerSTAAddress,
DialogToken,
TFSRequest,
VendorSpecific
)


6.3.62.4.3 When generated


This primitive is generated by the MLME when a valid TFS Request (#100)frame is received.


6.3.62.4.4 Effect of receipt


On receipt of this primitive the SME should operate according to the procedure in 10.23.11 (TFS
procedures).


6.3.62.5 MLME-TFS.response


6.3.62.5.1 Function


This primitive is generated in response to an MLME-TFS.indication requesting a TFS Response frame be
sent to a non-AP STA. 


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid 
individual MAC 
Address


The address of the non-AP STA MAC entity 
from which a TFS Request frame was received.


DialogToken Integer 0–255 The Dialog Token to identify the TFS Request 
and Response transaction. 


TFSRequest A set of TFS 
Request 
elements


As defined in 
the TFS Request 
element


Specifies the proposed service parameters for the 
TFS. One or more TFS Request elements.


VendorSpecific A set of 
elements


As defined in 
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements. 
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6.3.62.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TFS.response(


PeerSTAAddress,
DialogToken,
TFSResponse,
VendorSpecific
)


6.3.62.5.3 When generated


This primitive is generated by the SME in response to an MLME-TFS.indication requesting a TFS Response
be sent to a non-AP STA. 


6.3.62.5.4 Effect of receipt


On receipt of this primitive, the MLME constructs a TFS Response (#100)frame. The STA then attempts to
transmit this to the non-AP STA indicated by the PeerSTAAddress parameter.


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid 
individual MAC 
Address


The address of the non-AP STA MAC entity 
from which a TFS Request frame was received.


DialogToken Integer 0–255 The Dialog Token to identify the TFS Request 
and Response transaction. 


TFSResponse A set of TFS 
Response 
elements


As defined in 
8.4.2.83 (TFS 
Response 
element)


Specifies service parameters for the TFS. One or 
more TFS Response elements.


VendorSpecific A set of 
elements.


As defined in 
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements.
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6.3.63 Sleep Mode request


6.3.63.1 General


This set of primitives supports the exchange of sleep mode parameter information between peer SMEs. The
informative diagram shown in Figure 6-21 (Sleep mode request and response exchange) depicts the sleep
mode request and response process, and is not meant to be exhaustive of all possible protocol uses.


6.3.63.2 MLME-SLEEPMODE.request


6.3.63.2.1 Function


This primitive requests that a Sleep Mode Request frame be sent to the AP with which the STA is
associated. 


6.3.63.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-SLEEPMODE.request(


PeerSTAAddress,
DialogToken,
SleepMode,
TFSRequest,
VendorSpecificInfo
)


AP Non-AP STA 


SME MLME MLME SME


MLME-SLEEPMODE
.request


MLME-SLEEPMODE
.indication


Sleep Mode Request frame


Process Sleep Mode 
Request Action


Sleep Mode Response frame
MLME-SLEEPMODE


.response
MLME-SLEEPMODE


.confirm


Figure 6-21—Sleep mode request and response exchange
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6.3.63.2.3 When generated


This primitive is generated by the SME to request that a Sleep Mode Request frame be sent to the AP with
which the STA is associated. 


6.3.63.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Sleep Mode Request frame. The STA then attempts to
transmit this to the AP with which it is associated.


6.3.63.3 MLME-SLEEPMODE.indication


6.3.63.3.1 Function


This primitive indicates that a Sleep Mode Request frame was received from a non-AP STA. 


6.3.63.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-SLEEPMODE.indication(


PeerSTAAddress,
DialogToken,
SleepMode,
TFSRequest,
VendorSpecificInfo
)


Name Type Valid range Description


PeerSTAAddress MAC Address Any valid 
individual MAC 
Address


The address of the peer MAC entity to which the 
Sleep Mode Request frame is to be sent.


DialogToken Integer 0–255 The Dialog Token to identify the Sleep Mode 
Request and Response transaction. 


SleepMode As defined in 
the Sleep Mode
element


As defined in 
the Sleep Mode 
element


Specifies the proposed sleep mode service 
parameters for the Sleep Mode Request frame. 


TFSRequest A set of TFS 
Request 
elements


As defined in 
8.4.2.82 (TFS 
Request 
element)


Specifies the proposed TFS service parameters 
for the Sleep Mode Request frame.


VendorSpecificInfo A set of 
elements


As defined in 
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements.


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid 
individual MAC 
Address


The address of the peer MAC entity from which 
the Sleep Mode (#99)Request frame is received.


DialogToken Integer 0–255 The Dialog Token to identify the Sleep Mode 
Request and Response transaction. 


SleepMode As defined in 
the Sleep Mode 
element


As defined in 
the Sleep Mode 
element


Specifies the proposed sleep mode service 
parameters for the Sleep Mode Request frame. 
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6.3.63.3.3 When generated


This primitive is generated by the MLME when a valid Sleep Mode Request frame is received.


6.3.63.3.4 Effect of receipt


On receipt of this primitive, the SME should operate according to the procedure in 10.2.1.18 (WNM-Sleep
mode).


6.3.63.4 MLME-SLEEPMODE.response


6.3.63.4.1 Function


This primitive requests the transmission of Sleep Mode information to a peer entity, in response to a
received Sleep Mode Request frame.


6.3.63.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-SLEEPMODE.response(


PeerSTAAddress,
DialogToken,
SleepMode,
TFSResponse,


TFSRequest A set of TFS 
Request 
elements


As defined in 
8.4.2.82 (TFS 
Request 
element)


Specifies the proposed TFS service parameters 
for the Sleep Mode Request frame.


VendorSpecificInfo A set of 
elements


As defined in 
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements.


Name Type Valid range Description
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VendorSpecificInfo
)


6.3.63.4.3 When generated


This primitive is generated by the SME to request that a Sleep Mode Response frame be sent to a peer entity
to convey Sleep Mode information.


6.3.63.4.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Sleep Mode Response frame containing the Sleep Mode
elements specified. This frame is then scheduled for transmission.


6.3.63.5 MLME-SLEEPMODE.confirm


6.3.63.5.1 Function


This primitive reports the result of a request to send a Sleep Mode Response frame.


6.3.63.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-SLEEPMODE.confirm(


PeerSTAAddress,
DialogToken,
SleepMode,
TFSResponse,


Name Type Valid range Description


PeerSTAAddress MAC Address Any valid 
individual MAC 
Address


The address of the peer MAC entity to which the 
Sleep Mode Response frame is to be sent.


DialogToken Integer 0–255 The Dialog Token to identify the Sleep Mode 
Request and Response transaction. 


SleepMode As defined in 
the Sleep Mode 
element


As defined in 
the Sleep Mode 
element


Specifies the proposed sleep mode service 
parameters for the Sleep Mode Response frame. 


TFSResponse A set of TFS 
Request 
elements


As defined in 
8.4.2.83 (TFS 
Response 
element)


Specifies the proposed TFS service parameters 
for the Sleep Mode Response frame.


VendorSpecificInfo A set of 
elements


As defined in 
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements.
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VendorSpecificInfo
)


6.3.63.5.3 When generated


This primitive is generated by the MLME when transmission of the Sleep Mode Request frame is
acknowledged, when (re)transmission of the Sleep Mode Request frame fails, when the Sleep Mode Request
frame contains invalid parameters, or when a failure reason is unspecified.


6.3.63.5.4 Effect of receipt


No effect of receipt is specified.


Name Type Valid range Description


PeerSTAAddress MAC Address Any valid 
individual MAC 
Address


The address of the peer MAC entity from which 
the Sleep Mode Response frame is received.


DialogToken Integer 0–255 The Dialog Token to identify the Sleep Mode 
Request and Response transaction. 


SleepMode As defined in 
the Sleep Mode 
element


As defined in 
the Sleep Mode 
element


Specifies the proposed sleep mode service 
parameters for the Sleep Mode Response frame. 


TFSResponse A set of TFS 
Request 
elements


As defined in 
the TFS 
Response 
element


Specifies the proposed TFS service parameters 
for the Sleep Mode Response frame.


VendorSpecificInfo A set of 
elements


As defined in 
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements.
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6.3.64 TIM broadcast setup


6.3.64.1 General


The following MLME primitives support the signaling of TIM Broadcast Setup. The informative diagram
shown in Figure 6-22 (TIM broadcast setup protocol exchange) depicts the TIM Broadcast setup process
and is not meant to be exhaustive of all possible protocol uses.


6.3.64.2 MLME-TIMBROADCAST.request


6.3.64.2.1 Function


This primitive requests that a TIM Broadcast Request frame be sent to the AP with which the non-AP STA
is associated. 


STA A STA B


SME MLME MLME SME


MLME-
TIMBROADCAST


.request
TIM Broadcast Request frame


Process TIM Broadcast
Action


TIM Broadcast Response 
frame


MLME-
TIMBROADCAST


.indication


MLME-
TIMBROADCAST


.confirm


MLME-
TIMBROADCAST


.response


Figure 6-22—TIM broadcast setup protocol exchange
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6.3.64.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TIMBROADCAST.request(


PeerSTAAddress,
Dialog Token,
TIMBroadcastRequest
)


6.3.64.2.3 When generated


This primitive is generated by the SME to request that a TIM Broadcast Request frame be sent to the AP
with which the STA is associated.


6.3.64.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a TIM Broadcast Request (#100)frame. The STA then
attempts to transmit this to the AP with which it is associated.


6.3.64.3 MLME-TIMBROADCAST.confirm


6.3.64.3.1 Function


This primitive reports the result of a TIM Broadcast procedure. 


6.3.64.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TIMBROADCAST.confirm(


PeerSTAAddress,
Dialog Token,
TIMBroadcastResponse
)


6.3.64.3.3 When generated


This primitive is generated by the MLME when transmission of the TIM Broadcast Request frame is
acknowledged, when (re)transmission of the TIM Broadcast Request frame fails, when the TIM Broadcast
Request frame contains invalid parameters, or when a failure reason is unspecified.


Name Type Valid range Description


PeerSTAAddress MAC Address Any valid 
individual MAC 
Address


Specifies the address of the peer MAC entity with 
which to perform the TIM Broadcast process.


Dialog Token Integer 1–255 The Dialog Token to identify the TIM Broadcast 
request and response transaction.


TIMBroadcastRequ
est


As defined in 
TIM Broadcast 
Request element


As defined in 
8.4.2.85 (TIM 
Broadcast 
Request 
element)


Specifies the proposed service parameters for the 
TIM Broadcast.
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6.3.64.3.4 Effect of receipt


On receipt of this primitive, the SME evaluates the results in the TIMBroadcastResponse element and may
use the reported data.


6.3.64.4 MLME-TIMBROADCAST.indication


6.3.64.4.1 Function


This primitive indicates that a TIM Broadcast Request frame was received from a non-AP STA. 


6.3.64.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TIMBROADCAST.indication(


PeerSTAAddress,
Dialog Token,
TIMBroadcastRequest
)


6.3.64.4.3 When generated


This primitive is generated by the MLME when a valid TIM Broadcast Request frame is received.


6.3.64.4.4 Effect of receipt


On receipt of this primitive, the SME should operate according to the procedure in 10.2.1.17 (TIM
Broadcast).


Name Type Valid range Description


PeerSTAAddress MAC Address Any valid 
individual MAC 
Address


Specifies the address of the peer MAC entity with 
which to perform the TIM Broadcast process.


Dialog Token Integer 0–255 The Dialog Token to identify the TIM Broadcast 
request and response transaction.


TIMBroadcast- 
Response


As defined in 
TIM Broadcast 
Response 
element


As defined in 
8.4.2.86 (TIM 
Broadcast 
Response 
element)


Specifies service parameters for the TIM 
Broadcast.


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid 
individual MAC 
Address


The address of the non-AP STA MAC entity 
from which a TIM Broadcast Request frame was 
received.


Dialog Token Integer 1–255 The Dialog Token to identify the TIM Broadcast 
request and response transaction.


TIMBroadcast- 
Request


As defined in 
TIM Broadcast 
Request element


As defined in 
8.4.2.85 (TIM 
Broadcast 
Request 
element)


Specifies the proposed service parameters for the 
TIM Broadcast.
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6.3.64.5 MLME-TIMBROADCAST.response


6.3.64.5.1 Function


This primitive is generated in response to an MLME-TIMBROADCAST.indication requesting a TIM
Broadcast Response frame be sent to a non-AP STA. 


6.3.64.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TIMBROADCAST.response(


PeerSTAAddress,
Dialog Token,
TIMBroadcastResponse
)


6.3.64.5.3 When generated


This primitive is generated by the SME in response to an MLME-TIMBROADCAST.indication requesting
a TIM Broadcast Response be sent to a non-AP STA.


6.3.64.5.4 Effect of receipt


On receipt of this primitive, the MLME constructs a TIM Broadcast Response frame. The STA then
attempts to transmit this to the non-AP STA indicated by the PeerSTAAddress parameter.


6.3.65 QoS Traffic Capability Update


6.3.65.1 MLME-QOSTRAFFICCAPUPDATE.request


6.3.65.1.1 Function


This primitive requests that a QoS Traffic Capability Update frame be sent to the AP with which the STA is
associated. The informative diagram shown in Figure 6-23 (QoS traffic capability update protocol


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid 
individual MAC 
Address


The address of the non-AP STA MAC entity 
from which a TIM Broadcast Request frame was 
received.


Dialog Token Integer 0–255 The Dialog Token to identify the TIM Broadcast 
request and response transaction.


TIM Broadcast 
Response


As defined in 
TIM Broadcast 
Response 
element


As defined in 
8.4.2.86 (TIM 
Broadcast 
Response 
element)


Specifies service parameters for the TIM 
Broadcast.
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exchange) depicts the QoS Traffic Capability Update process and is not meant to be exhaustive of all
possible protocol uses.


6.3.65.1.2 Semantics of the service primitive


The primitive parameter is as follows:
MLME-QOSTRAFFICCAPUPDATE.request(


QoSTrafficCapability
)


6.3.65.1.3 When generated


This primitive is generated by the SME to request that a QoS Traffic Capability Update frame be sent to the
AP with which the STA is associated.


6.3.65.1.4 Effect of receipt


On receipt of this primitive, the MLME constructs a QoS Traffic Capability Update (#100)frame. The STA
then attempts to transmit this to the AP with which it is associated.


6.3.65.2 MLME-QOSTRAFFICCAPUPDATE.indication


6.3.65.2.1 Function


This primitive indicates that a QoS Traffic Capability Update frame was received from a non-AP STA. 


Name Type Valid range Description


QoS Traffic 
Capability 


Bit field as 
defined in 
8.5.14.22 (QoS 
Traffic 
Capability 
Update frame 
format)


As defined in 
8.5.14.22 (QoS 
Traffic 
Capability 
Update frame 
format)


Specifies the QoS Traffic Capability flags of the 
non-AP STA. This parameter is present if 
dot11WirelessManagementImplemented is true 
and 
dot11MgmtOptionQoSTrafficCapabilityActivate
d is true, and is not present otherwise.


NON-AP STA AP


SME MLME MLME SME


MLME-QOSTRAFFIC
CAPUPDATE.request


QoS Traffic Capability Update 
frame


MLME-QOSTRAFFIC
CAPUPDATE.indication


Figure 6-23—QoS traffic capability update protocol exchange
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6.3.65.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-QOSTRAFFICCAPUPDATE.indication(


PeerSTAAddress,
QoS Traffic Capability
)


6.3.65.2.3 When generated


This primitive is generated by the MLME when a valid QoS Traffic Capability Update (#100)frame is 
received.


6.3.65.2.4 Effect of receipt


On receipt of this primitive the SME should operate according to the procedure in 10.23.9 (QoS Traffic 
capability procedure).


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid 
individual MAC 
Address 


The address of the non-AP STA MAC entity 
from which a QoS Traffic Capability Update 
frame was received.


QoS Traffic 
Capability 


Bit field as 
defined in 
8.5.14.22 (QoS 
Traffic 
Capability 
Update frame 
format)


As defined in 
8.5.14.22 (QoS 
Traffic 
Capability 
Update frame 
format)


Specifies the QoS Traffic Capability flags of the 
non-AP STA. This parameter is present if 
dot11WirelessManagementImplemented is true 
and 
dot11MgmtOptionQoSTrafficCapabilityActivate
d is true, and is not present otherwise.
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6.3.66 Channel Usage request 


6.3.66.1 General


The following MLME primitives support the signaling of Channel Usage request. Figure 6-24 (Channel
usage request protocol exchange) depicts the Channel Usage request process. The figure illustrates the basic
protocol and is only an example and therefore is not meant to be exhaustive of all possible protocol uses.


6.3.66.2 MLME-CHANNELUSAGE.request


6.3.66.2.1 Function


This primitive requests the transmission of a Channel Usage Request frame be sent to an AP.


6.3.66.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-CHANNELUSAGE.request(


PeerSTAAddress,
Dialog Token, 
ChannelUsage,
SSID,
SupportedOperatingClasses,
VendorSpecificInfo
)


STA A  STA B


SME MLME MLME SME


MLME-
CHANNELUSAGE


.request Channel Usage  Request frame


Process Channel 
Usage request


Channel Usage Response frame


MLME-
CHANNELUSAGE


.indication


MLME-
CHANNELUSAGE


.confirm


MLME-
CHANNELUSAGE


.response


Figure 6-24—Channel usage request protocol exchange
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6.3.66.2.3 When generated


This primitive is generated by the SME to request that a Channel Usage Request frame be sent to the BSS
which is advertising the SSID passed down in this primitive.


6.3.66.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Channel Usage Request (#100)frame. The STA then
attempts to transmit this to the BSS which is advertising the SSID included in this primitive request. When
wild card SSID is passed down, the MLME-CHANNELREQUEST.request shall be transmitted to all BSSs
in the current scan list as determined by the most recent MLME-SCAN.request.


6.3.66.3 MLME-CHANNELUSAGE.confirm


6.3.66.3.1 Function


This primitive reports the result of a Channel Usage procedure.


6.3.66.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-CHANNELUSAGE.confirm(


PeerSTAAddress,
Dialog Token,
ChannelUsage, 
SSID,
Country String, 
Power Constraint,
VendorSpecificInfo
)


Name Type Valid range Description


PeerSTAAddress MAC Address Any valid 
individual MAC 
Address


Specifies the address of the peer MAC entity with 
which to perform the Channel Usage process.


Dialog Token Integer 1–255 The Dialog Token to identify the Channel Usage 
request and response transaction.


ChannelUsage A set of Channel 
Usage element


As defined in 
8.4.2.88 
(Channel Usage 
element)


Specifies request types for the Channel Usage 
request.


SSID Octet string 0–32 octets Specifies the desired SSID or the wildcard SSID.


SupportedOperating
Classes


As defined in 
Supported 
Operating 
Classes
element


As defined in 
8.4.2.56 
(Supported 
Operating 
Classes 
element)


Specifies the Supported Operating Classes 
information for the Channel Usage Request.


VendorSpecificInfo A set of 
elements


As defined in
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements.
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6.3.66.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-CHANNELUSAGE.request and
indicates the results of the request.


This primitive is generated when the MLME-CHANNELUSAGE.request contains invalid parameters, when
a timeout or failure occurs, or when the STA receives a Channel Usage Response frame from the AP.


6.3.66.3.4 Effect of receipt


On receipt of this primitive the SME should operate according to the procedure in 10.23.14 (Channel usage
procedures).


6.3.66.4 MLME-CHANNELUSAGE.indication


6.3.66.4.1 Function


This primitive indicates that a Channel Usage Request frame was received from a non-AP STA. 


6.3.66.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-CHANNELUSAGE.indication(


PeerSTAAddress,
Dialog Token, 
ChannelUsage,
SSID,
SupportedOperatingClasses,
VendorSpecificInfo
)


Name Type Valid range Description


PeerSTAAddress MAC Address Any valid 
individual MAC 
Address


Specifies the address of the peer MAC entity with 
which to perform the Channel Usage process.


Dialog Token Integer 1–255 The Dialog Token to identify the Channel Usage 
request and response transaction.


ChannelUsage A set of Channel 
Usage element


As defined in 
8.4.2.88 
(Channel Usage 
element)


Specifies parameters for the Channel Usage.


SSID Octet string 0–32 octets Specifies the SSID or the wildcard SSID used in 
the request.


Country String Octet string 3 octets Specifies Country strings.


Power Constraint An element As defined in 
8.4.2.16 (Power 
Constraint 
element)


Zero or one Power Constraint element.


VendorSpecificInfo A set of 
elements


As defined in
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements. 
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6.3.66.4.3 When generated


This primitive is generated by the MLME when a valid Channel Usage Request frame is received.


6.3.66.4.4 Effect of receipt


On receipt of this primitive the SME should operate according to the procedure in 10.23.14 (Channel usage
procedures).


6.3.66.5 MLME-CHANNELUSAGE.response


6.3.66.5.1 Function


This primitive is generated in response to an MLME-CHANNELUSAGE.indication requesting a Channel
Usage Response frame be sent to a non-AP STA. 


6.3.66.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-CHANNELUSAGE.response(


PeerSTAAddress,
Dialog Token, 
ChannelUsage, 
SSID,
Country String,
Power Constraint,
VendorSpecificInfo
)


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid 
individual MAC 
Address


The address of the non-AP STA MAC entity 
from which a Channel Usage Request frame was 
received.


Dialog Token Integer 0–255 The Dialog Token to identify the Channel Usage 
request and response transaction.


ChannelUsage A set of Channel 
Usage element


As defined in 
8.4.2.88 
(Channel Usage 
element)


Specifies request types for the Channel Usage 
request.


SSID Octet string 0–32 octets Specifies the desired SSID or the wildcard SSID.


SupportedOperating
Classes


As defined in 
Supported 
Operating 
Classes 
element


As defined in 
8.4.2.56 
(Supported 
Operating 
Classes 
element)


Specifies the Supported Operating Classes 
information for the Channel Usage Request.


VendorSpecificInfo A set of 
elements


As defined in
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements.
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6.3.66.5.3 When generated


This primitive is generated by the SME in response to an MLME-CHANNELUSAGE.indication requesting
a Channel Usage Response be sent to a non-AP STA.


6.3.66.5.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Channel Usage Response frame. The STA then
attempts to transmit this to the non-AP STA indicated by the PeerSTAAddress parameter.


6.3.67 DMS or GCR(11aa) request and response procedure


6.3.67.1 General


The following MLME primitives support the signaling of DMS or GCR(11aa) request and response
procedure. The informative diagram shown in Figure 6-25 (DMS setup protocol exchange(11aa)) depicts the


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid 
individual MAC 
Address


The address of the non-AP STA MAC entity 
from which a Channel Usage Request frame was 
received.


Dialog Token Integer 0–255 The Dialog Token to identify the Channel Usage 
request and response transaction.


ChannelUsage A set of Channel 
Usage elements


As defined in 
8.4.2.88 
(Channel Usage 
element)


Specifies parameters for the Channel Usage.


SSID Octet string 0–32 octets Specifies the desired SSID or the wildcard SSID.


Country String Octet string 3 octets Specifies Country strings.


Power Constraint An element As defined in 
8.4.2.16 (Power 
Constraint 
element)


Zero or one Power Constraint element.


VendorSpecificInfo A set of 
elements


As defined in
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements.







IEEE P802.11-REVmc/D0.5, Oct 2012


320 Copyright © 2012 IEEE. All rights reserved.


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


DMS or GCR(11aa) request and response process and is not meant to be exhaustive of all possible protocol
uses.


6.3.67.2 MLME-GATS.request(11aa)


6.3.67.2.1 Function


This primitive requests the transmission of a DMS Request frame be sent to an AP.


6.3.67.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-GATS.request((11aa)


PeerSTAAddress,
Dialog Token,
DMSRequest
)


6.3.67.2.3 When generated


This primitive is generated by the SME to request that a DMS Request frame be sent to the AP with which
the STA is associated.


STA AP or mesh STA


SME MLME MLME SME


MLME-
GATS.request DMS Request frame


Process DMS or GCR 
request 


DMS Response frame


MLME-GATS
.indication


MLME-
GATS.confirm


MLME-GATS
.response


DMS Response frame
MLME-GATS-


TERM.indication
MLME-GATS-
TERM.request


AP or mesh STA may 
decide to terminate a 
granted DMS or GCR 


service at any time


Figure 6-25—DMS setup protocol exchange(11aa)
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6.3.67.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a DMS Request (#100)frame. The STA then attempts to
transmit this to the AP with which the STA is associated.


6.3.67.3 MLME-GATS.confirm(11aa)


6.3.67.3.1 Function


This primitive reports the result of a DMS or GCR(11aa) procedure.


6.3.67.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-GATS.confirm((11aa)


PeerSTAAddress,
Dialog Token, 
DMSResponse
)


6.3.67.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-GATS.request(11aa) and indicates the
results of the request.


This primitive is generated when the MLME-GATS.request(11aa) contains invalid parameters, when a
timeout or failure occurs, or when the STA receives a DMS Response frame from the AP.


6.3.67.3.4 Effect of receipt


On receipt of this primitive the SME should operate according to the procedure in 10.23.15 (Group
addressed transmission service(11aa)).


Name Type Valid range Description


PeerSTAAddres
s


MAC Address Any valid 
individual 
MAC Address


Specifies the address of the peer MAC entity with 
which to perform the DMS or GCR(11aa) process.


Dialog Token Integer 1–255 The Dialog Token to identify the DMS or 
GCR(11aa) request and
response transaction.


DMSRequest DMS Request 
element


As defined in 
8.4.2.90 (DMS 
Request 
element)


Specifies group addressed frames and 
parameters(11aa) for the requested DMS stream.


Name Type Valid range Description


PeerSTAAddress MAC Address Any valid 
individual MAC 
Address


Specifies the address of the peer MAC entity 
with which to perform the DMS or GCR(11aa) 
process.


Dialog Token Integer 1–255 The Dialog Token to identify the DMS or 
GCR(11aa) request and response transaction.


DMSResponse DMS Response 
element


As defined in 
8.4.2.91 (DMS 
Response element)


Specifies the status returned by the AP 
responding to the STA’s requested DMS or 
GCR(11aa) stream.







IEEE P802.11-REVmc/D0.5, Oct 2012


322 Copyright © 2012 IEEE. All rights reserved.


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


6.3.67.4 MLME-GATS.indication(11aa)


6.3.67.4.1 Function


This primitive indicates that a DMS Request frame was received from a non-AP STA. 


6.3.67.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-GATS.indication((11aa)


PeerSTAAddress,
Dialog Token,
DMSRequest
)


6.3.67.4.3 When generated


This primitive is generated by the MLME when a valid DMS Request frame is received.


6.3.67.4.4 Effect of receipt


On receipt of this primitive the SME should operate according to the procedure in 10.23.15 (Group
addressed transmission service(11aa)).


6.3.67.5 MLME-GATS.response(11aa)


6.3.67.5.1 Function


This primitive is generated in response to an MLME-GATS.indication(11aa) requesting a DMS Response
frame be sent to a non-AP STA. 


6.3.67.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-GATS.response((11aa)


PeerSTAAddress,
Dialog Token, 
DMSResponse
)


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid 
individual MAC 
Address


The address of the non-AP STA MAC entity 
from which a DMS Request frame was received.


Dialog Token Integer 1–255 The Dialog Token to identify the DMS or 
GCR(11aa) request and response transaction.


DMSRequest DMS Request 
element


As defined in 
8.4.2.90 (DMS 
Request 
element)


Specifies group addressed frames for the 
requested DMS or GCR(11aa) stream.
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6.3.67.5.3 When generated


This primitive is generated by the SME in response to an MLME-GATS.indication(11aa) requesting a DMS
Response be sent to a non-AP STA.


6.3.67.5.4 Effect of receipt


On receipt of this primitive, the MLME constructs a DMS Response frame. The STA then attempts to
transmit this to the non-AP STA indicated by the PeerSTAAddress parameter.


6.3.67.6 MLME-GATS-TERM.request(11aa)


6.3.67.6.1 Function


Editor’s Note: “to STAs”, after removal of “non-AP” is now meaningless.


This primitive requests the transmission of a DMS Response frame to STAs(11aa) to terminate a granted
DMS or GCR service.(11aa)


6.3.67.6.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-GATS-TERM.request((11aa)


PeerSTAAddress,
Dialog Token, 
DMSResponse
)


6.3.67.6.3 When generated


This primitive is generated by the SME to terminate DMS or GCR service.(11aa)


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid 
individual MAC 
Address


The address of the non-AP STA MAC entity 
from which a DMS Request frame was received.


Dialog Token Integer 1–255 The Dialog Token to identify the DMS or 
GCR(11aa) request and response transaction.


DMSResponse DMS Response 
element


As defined in 
8.4.2.91 (DMS 
Response 
element)


Specifies the status returned by the AP 
responding to the STA’s requested DMS or 
GCR(11aa) stream.


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid 
individual MAC 
Address


The address of the non-AP STA MAC entity 
from which a DMS Request frame was received.


Dialog Token Integer 0 Set to 0 for an autonomous DMS Response 
frame.


DMSResponse DMS Response 
element


As defined in 
8.4.2.91 (DMS 
Response 
element)


Specifies the requested DMS or GCR(11aa) 
stream that is cancelled by the AP.


Editor’s Note: Should probably say “by the
AP or mesh STA”
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6.3.67.6.4 Effect of receipt


On receipt of this primitive, the MLME constructs a DMS Response frame. The STA then attempts to
transmit this to the non-AP STA indicated by the PeerSTAAddress parameter.


6.3.67.7 MLME-GATS-TERM.indication(11aa)


6.3.67.7.1 Function


This primitive is generated by the MLME when a valid unsolicited DMS Response frame is received.


6.3.67.7.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-GATS-TERM.indication((11aa)


PeerSTAAddress,
Dialog Token, 
DMSResponse
)


6.3.67.7.3 When generated


This primitive is generated when the STA receives an unsolicited DMS Response frame from the AP.


6.3.67.7.4 Effect of receipt


On receipt of this primitive the SME should operate according to the procedure in 10.23.15 (Group
addressed transmission service(11aa)).


6.3.68 Timing Measurement Request


6.3.68.1 General


The following set of primitives supports triggering a Timing Measurement procedure or stopping an
ongoing Timing Measurement procedure.


6.3.68.2 MLME-TIMINGMSMTRQ.request


6.3.68.2.1 Function


This primitive requests the transmission of a Timing Measurement Request frame to a peer entity.


Name Type Valid range Description


PeerSTAAddress MAC Address Any valid 
individual MAC 
Address


Specifies the address of the peer MAC entity 
with which to perform the DMS or GCR(11aa) 
process.


Dialog Token Integer 0 Set to 0 for an autonomous DMS Response 
frame.


DMSResponse DMS Response
element


As defined in 
8.4.2.91 (DMS 
Response element)


Specifies the requested DMS or GCR(11aa) 
stream that is cancelled by the AP.


Editor’s Note: Should this be “by the AP or
mesh STA”?
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6.3.68.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TIMINGMSMTRQ.request(


Peer MAC Address,
Trigger
)


6.3.68.2.3 When generated


This primitive is generated by the SME to request that a Timing Measurement Request frame be sent to a
peer entity.


6.3.68.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Timing Measurement Request frame with the specified
parameters. This frame is then scheduled for transmission.


6.3.68.3 MLME-TIMINGMSMTRQ.indication


6.3.68.3.1 Function


This primitive indicates that a Timing Measurement Request frame has been received and the corresponding
ACK has been transmitted.


6.3.68.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-TIMINGMSMTRQ.indication(


Peer MAC Address,
Trigger
)


6.3.68.3.3 When generated


This primitive is generated by the MLME when a valid Timing Measurement Request frame is received.


6.3.68.3.4 1 Effect of receipt


On receipt of this primitive, the SME uses the information contained within the notification.


Name Type Valid range Description


PeerSTAAddress MAC Address Any valid 
individual MAC 
Address


The address of the peer MAC entity to which the 
Timing Measurement Request frame is sent.


Trigger Integer 0–1 The trigger to identify the action. 


Name Type Valid range Description


PeerSTAAddress MAC Address Any valid 
individual MAC 
Address


The address of the peer MAC entity to which the 
Timing Measurement Request frame is sent.


Trigger Integer 0–1 The trigger to identify the action. 
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6.3.69 WNM-Notification request


6.3.69.1 General


This set of primitives supports the exchange of WNM-Notification Request and Response frames between
peer SMEs. 


6.3.69.2 MLME-WNMNOTIFICATIONREQUEST.request


6.3.69.2.1 Function


This primitive requests the transmission of a WNM-Notification Request frame to a peer entity.


6.3.69.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-WNMNOTIFICATIONREQUEST.request(


Peer MAC Address,
Dialog Token,
Type,
Optional Subelements
)


6.3.69.2.3 When generated


This primitive is generated by the SME to request that a WNM-Notification Request frame be sent to a peer
entity to initiate a WNM-Notification.


6.3.69.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a WNM-Notification Request frame containing the
elements specified. This frame is then scheduled for transmission.


6.3.69.3 MLME-WNMNOTIFICATIONREQUEST indication


6.3.69.3.1 Function


This primitive indicates that a WNM-Notification Request frame has been received.


Name Type Valid range Description


PeerSTAAddress MAC Address Any valid 
individual MAC 
Address


The address of the peer MAC entity to which the 
WNM-Notification Request frame is sent.


Dialog Token Integer 1–255 The dialog token to identify the WNM-
Notification transaction.


Type Integer 1–255 The type of WNM-Notification.


Optional 
Subelements


Set subelements As defined in 
8.5.14.28 (WNM-
Notification 
Request frame 
format)


A set of subelements describing the notification.
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6.3.69.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-WNMNOTIFICATIONREQUEST.indication(


Peer MAC Address,
Dialog Token,
Type,
Optional Subelements
)


6.3.69.3.3 When generated


This primitive is generated by the MLME when a valid WNM-Notification Request frame is received.


6.3.69.3.4 Effect of receipt


On receipt of this primitive, the SME replies to the request.


6.3.70 WNM-Notification response


6.3.70.1 MLME-WNMNOTIFICATIONRESPONSE.request


6.3.70.1.1 Function


This primitive supports the signaling of the WNM-Notification Response frame between peer SMEs.


6.3.70.1.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-WNMNOTIFICATIONRESPONSE.request(


Peer MAC Address,
Dialog Token,
Response Status,


Name Type Valid range Description


PeerSTAAddress MAC Address Any valid 
individual MAC 
Address


The address of the peer MAC entity from which 
the WNM-Notification request was received.


Dialog Token Integer 1–255 The dialog token to identify the WNM-
Notification transaction.


Type Integer 1–255 The type of WNM-Notification Request.


Optional 
Subelements


Set subelements As defined in 
8.5.14.28 (WNM-
Notification 
Request frame 
format)


A set of subelements describing the notification.
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Optional Subelements
)


6.3.70.1.3 When generated


This primitive is generated by the SME to request that a WNM-Notification Response frame be sent to a
peer entity to report the results of the WNM-Notification.


6.3.70.1.4 Effect of receipt


On receipt of this primitive, the MLME constructs a WNM-Notification Response frame containing the
indicated fields. This frame is then scheduled for transmission.


6.3.70.2 MLME-WNMNOTIFICATIONRESPONSE.indication


6.3.70.2.1 Function


This primitive indicates that a WNM-Notification Response frame has been received from a peer entity.


6.3.70.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-WNMNOTIFICATIONRESPONSE.indication(


Peer MAC Address,
Dialog Token,
Response Status,
Optional Subelements
)


Name Type Valid range Description


PeerSTAAddress MAC Address Any valid 
individual MAC 
Address


The address of the peer MAC entity to which the 
WNM-Notification Response frame is sent.


Dialog Token Integer 1–255 The dialog token to identify the WNM-
Notification transaction.


Response Status Integer 1–255 The response status of the WNM-Notification.


Optional 
Subelements


Set subelements As defined in 
8.5.14.29 (WNM-
Notification 
Response frame 
format)


A set of subelements describing the results of the 
WNM-Notification.


Name Type Valid range Description


PeerSTAAddress MAC Address Any valid 
individual MAC 
Address


The address of the peer MAC entity from which 
the WNM-Notification Response frame was 
received.


Dialog Token Integer 1–255 The dialog token to identify the WNM-
Notification transaction.


Response Status Integer 1–255 The response status of the WNM-Notification.


Optional 
Subelements


Set subelements As defined in 
8.5.14.29 (WNM-
Notification 
Response frame 
format)


A set of subelements describing the results of the 
WNM-Notification.
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6.3.70.2.3 When generated


This primitive is generated by the MLME when a valid WNM-Notification Response frame is received.


6.3.70.2.4 Effect of receipt


On receipt of this primitive, the WNM-Notification can be made available for SME processes.


6.3.71 Network discovery and selection support


6.3.71.1 General


This set of primitives supports the process of GAS. 


6.3.71.2 MLME-GAS.request


6.3.71.2.1 Function


This primitive requests the information of a specific advertisement service from another STA and requests
the STA to provide GAS.


6.3.71.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-GAS.request(


PeerSTAAddress,
DialogToken,
AdvertisementProtocolID,
Query,
QueryFailureTimeout,
Protected
)


Name Type Valid range Description


PeerSTAAddress MacAddress Any valid 
individual 
MacAddress


Specifies the address of the peer MAC entity to 
which query is transmitted.


DialogToken Integer 0–255 The dialog token to identify the GAS transaction.


AdvertisementProt
ocolID


Integer or 
Sequence of 
Integers


As defined in 
Table 8-178 
(Advertisement 
protocol ID 
definitions)


This contains an Advertisement Protocol ID (see 
8.4.2.95 (Advertisement Protocol element)), 
which may be IEEE Std(#130) 802.11 assigned 
or vendor specified.


Query String N/A Query string formatted using protocol identified 
in AdvertisementProtocolID. E.g., if the 
AdvertisementProtocolID value is 1, then Query 
is formatted as defined in IEEE Std 802.21-2008. 


QueryFailureTime
out


Integer > 1 The time limit, in units of Beacon intervals, after 
which the GAS Query procedure is terminated.


Protected Boolean true, false Specifies whether the request is sent using a 
Robust Management frame. 


If true, the request is sent using a Protected Dual 
of Public Action frame. Otherwise, the request is 
sent using a Public Action frame.
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6.3.71.2.3 When generated


This primitive is generated by the SME at a STA to request a specific Advertisement Service from another
STA.


6.3.71.2.4 Effect of receipt


The STA operates according to the procedures defined in 10.24.3 (Interworking procedures: generic adver-
tisement service (GAS)).


6.3.71.3 MLME-GAS.confirm


6.3.71.3.1 Function


This primitive reports the status code and Query Response from an Advertisement Server to the requesting
STA.


6.3.71.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-GAS.confirm(


PeerSTAAddress,
DialogToken,
ResultCode,
ResponseInfo,
Protected
)


Name Type Valid range Description


PeerSTAAddress MacAddress Any valid individual MacAddress Specifies the address of the 
peer MAC entity to which 
query is transmitted.


DialogToken Integer 0–255 The dialog token to identify 
the GAS transaction.


ResultCode Enumeration SUCCESS, 
NO_OUTSTANDING_GAS_REQUEST,
GAS_ADVERTISEMENT_PROTOCOL_ 
NOT_SUPPORTED,
GAS_QUERY_RESPONSE_
OUTSTANDING,
GAS_QUERY_RESPONSE_TOO_LARGE,
SERVER_UNREACHABLE,
GAS_QUERY_TIMEOUT,
GAS_RESPONSE_NOT_RECEIVED_ 
FROM_SERVER


Indicates the result response 
to the GAS request from the 
peer MAC entity.
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The mapping of Status Code received in the GAS Response frame is mapped to the corresponding Result
Code in Table 8-38 (Status codes).


6.3.71.3.3 When generated


This primitive is generated by the MLME as a response to the MLME-GAS.request primitive indicating the
result of that request.


The primitive is generated when the requesting STA receives a query response in a (Protected) GAS Initial
Response frame or one or more (Protected) GAS Comeback Response frames. 


6.3.71.3.4 Effect of receipt


The STA operates according to the procedures defined in 10.24.3 (Interworking procedures: generic 
advertisement service (GAS)).


6.3.71.4 MLME-GAS.indication


6.3.71.4.1 Function


This primitive reports to the STA’s SME about the GAS Request.


6.3.71.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-GAS.indication(


PeerSTAAddress,
DialogToken,
AdvertisementProtocolID,
Query,
Protected
)


ResponseInfo String N/A Query Response string 
formatted using protocol 
identified in 
AdvertisementProtocolID. 
E.g., if the 
AdvertisementProtocolID 
value is 1, then Query is 
formatted as defined in IEEE 
Std 802.21-2008. 


Protected Boolean true, false Specifies whether the 
response was received in a 
Robust Management frame. 


If true, the response was 
received using a Protected 
Dual of Public Action frame. 
Otherwise, the response was 
received using a Public 
Action frame.


Name Type Valid range Description
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6.3.71.4.3 When generated


This primitive is generated by the MLME as a result of receipt of a GAS request from STA.


6.3.71.4.4 Effect of receipt


The SME is notified of the request from the STA.


The SME operates according to the procedures defined in 10.24.3 (Interworking procedures: generic adver-
tisement service (GAS)). 


The SME generates an MLME-GAS.response primitive within a dot11GASResponseTimeout.


6.3.71.5 MLME-GAS.response


6.3.71.5.1 Function


This primitive responds to the request for an advertisement service by a specified STA MAC entity. 


6.3.71.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-GAS.response(


PeerSTAAddress,
DialogToken,
ResultCode,
ResponseInfo,
Protected
)


Name Type Valid range Description


PeerSTAAddress MacAddress Any valid 
individual MAC 
address


Specifies the address of the peer MAC entity 
from which the query message was received. 


DialogToken Integer 0–255 The dialog token to identify the GAS transaction.


AdvertisementProt
ocolID


Integer or 
Sequence of 
Integers


As defined in 
Table 8-178 
(Advertisement 
protocol ID 
definitions)


This contains an Advertisement Protocol ID (see 
8.4.2.95 (Advertisement Protocol element)), 
which may be IEEE Std(#130) 802.11 assigned 
or vendor specified.


Query String N/A Query string formatted using protocol identified 
in AdvertisementProtocolID. E.g., if the 
AdvertisementProtocolID value is 1, then Query 
is formatted as defined in IEEE Std 802.21-2008. 


Protected Boolean true, false Specifies whether the request was received in a 
Robust Management frame. 


If true, the request was received in a Protected 
Dual of Public Action frame. Otherwise, the 
request was received in a Public Action frame.
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6.3.71.5.3 When generated


This primitive is generated by the MLME at a STA as a result of an MLME-GAS.indication primitive.


6.3.71.5.4 Effect of receipt


This primitive causes the MAC entity at the STA to send a (Protected) GAS Initial Response frame to the
requesting STA and optionally one or more (Protected) GAS Comeback Response frames.


6.3.72 QoS Map Set element management


6.3.72.1 General


The QoS Map Set element is provided to non-AP STAs in (Re)Association Response frames. However, if
the SME of an AP detects a change of the QoS Map information while one or more non-AP STAs are
associated to the BSS, then the AP may transmit an unsolicited QoS Map Set element to associated STAs.
The AP’s SME invokes the MLME-QoSMap.request primitive to cause individually addressed frames
containing a QoS Map Set element to be transmitted to associated STAs. The AP’s SME invokes the
MLME-QoSMap.request primitive to transmit individually addressed frames containing a QoS Map Set


Name Type Valid range Description


PeerSTAAddress MacAddress Any valid individual MAC address Specifies the address of the 
peer MAC entity to which 
query response information is 
transmitted. 


DialogToken Integer 0–255 The dialog token to identify 
the GAS transaction.


ResultCode Enumeration SUCCESS, 
NO_OUTSTANDING_GAS_REQUEST,
GAS_ADVERTISEMENT_PROTOCOL_ 
NOT_SUPPORTED,
GAS_QUERY_RESPONSE_
OUTSTANDING,
GAS_QUERY_RESPONSE_TOO_LARGE,
SERVER_UNREACHABLE,
GAS_QUERY_TIMEOUT,
GAS_RESPONSE_NOT_RECEIVED_ 
FROM_SERVER


Indicates the result response 
to the GAS-request from the 
peer MAC entity. See 
Table 8-38 (Status codes).


ResponseInfo String N/A Query Response string 
formatted using protocol 
identified in 
AdvertisementProtocolID. 
E.g., if the 
AdvertisementProtocolID 
value is 1, then Query is 
formatted as defined in IEEE 
Std 802.21-2008. 


Protected Boolean true, false Specifies whether the 
response is sent using a 
Robust Management frame. 


If true, the response is sent 
using a Protected Dual of 
Public Action frame. 
Otherwise, the response is 
sent using a Public Action 
frame.
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element to associated STAs. When a non-AP STA receives such unsolicited QoS Map information, its
MLME generates a MLME-QoSMap.indication primitive to the STA’s SME. In turn, the SME should take
appropriate action, e.g., initiate an ADDTS or DELTS if admission control changes are necessary.


6.3.72.2 MLME-QoSMap.request


6.3.72.2.1 Function


This primitive is used by an AP to transmit an unsolicited QoS Map Set to a specified non-AP STA MAC
entity. The specified non-AP STA MAC address is an individual MAC address.


6.3.72.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-QoSMap.request(


Non-APSTAAddress,
QoSMapSet,
IntraAccessCategoryPriority(11aa)
)


6.3.72.2.3 When generated


This primitive is generated by the MLME at the AP as a result of any change in the AP QoS Map
configurations. 


6.3.72.2.4 Effect of receipt


This primitive causes the MAC entity at the AP to send a QoS MAP Set element in a QoS MAP Configure
frame to the non-AP STA.


6.3.72.3 MLME-QoSMap.indication


6.3.72.3.1 Function


This primitive reports the QoS mapping information sent from the AP to the non-AP STA. 


6.3.72.3.2 Semantics of the service primitive


The primitive parameter is as follows:
MLME-QoSMap.indication(


Name Type Valid range Description


Non-
APSTAAddress


MacAddress Any valid 
individual MAC 
address


Specifies the address of the peer MAC entity 
from which query message is received. 


QoSMapSet As defined in 
frame format


As defined in 
8.4.2.97 (QoS 
Map Set element)


Specifies the QoS Map Set the non-AP STA 
should use.


IntraAccessCatego
ryPriority(11aa)


Intra-Access 
Category Priority 
element


As defined in 
8.4.2.123 (Intra-
Access Category 
Priority 
element(11aa))


Specifies the intra-AC priorities the STA should 
use. The parameter is present only if 
dot11SCSActivated is true; otherwise not 
present(#28).
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QoSMapSet,
IntraAccessCategoryPriority(11aa)
)


6.3.72.3.3 When generated


This primitive is generated when the non-AP STA receives a QoS Map Set element in an unsolicited QoS
Map Configure frame from the AP.


The SME of the non-AP STA should use the information to decide proper actions. For example, an ADDTS
or DELTS procedure should be activated if the QoS Map information indicates a change in the admission
control.


6.3.72.3.4 Effect of receipt


The non-AP STA operates according to the procedures defined in 10.24.9 (Interworking procedures: support
for QoS mapping from external networks). 


6.3.73 Mesh peering management


6.3.73.1 Introduction


The following primitives facilitate the mesh peering management protocol and authenticated mesh peering
exchange protocol.


6.3.73.2 MLME-MESHPEERINGMANAGEMENT.request


6.3.73.2.1 Function


This primitive requests that the MAC entity establish, confirm, or close a mesh peering with the specified
peer MAC entity by sending a Mesh Peering Management frame to the peer MAC entity. The mesh peering
management procedures are specified in 13.3 (Mesh peering management (MPM)).


6.3.73.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MESHPEERINGMANAGEMENT.request(


PeerMACAddress,
MeshPeeringMgmtFrameContent
)


Name Type Valid range Description


QoSMapSet As defined in 
frame format


As defined in 
8.4.2.97 (QoS 
Map Set element)


Specifies the QoS Map Set to be used by the non-
AP STA.


IntraAccessCatego
ryPriority(11aa)


Intra-Access 
Category Priority 
element


As defined in 
8.4.2.123 (Intra-
Access Category 
Priority 
element(11aa))


Specifies the intra-AC priorities the STA should 
use.
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6.3.73.2.3 When generated


This primitive is generated by the SME to request that a Mesh Peering Management frame be sent to the
specified mesh STA.


6.3.73.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Mesh Peering Management frame containing the
information specified. The frame is scheduled for transmission.


6.3.73.3 MLME-MESHPEERINGMANAGEMENT.confirm


6.3.73.3.1 Function


This primitive reports the results of a request to send a Mesh Peering Management frame.


6.3.73.3.2 Semantics of the service primitive


The primitive parameters are as follows:


MLME-MESHPEERINGMANAGEMENT.confirm(
PeerMACAddress,
MeshPeeringMgmtFrameContent
)


6.3.73.3.3 When generated


This primitive is generated as a result of an MLME-MESHPEERINGMANAGEMENT.request with a
specified MAC peer.


6.3.73.3.4 Effect of receipt


The SME is notified of the results of the mesh peering management protocol request.


Name Type Valid range Description


PeerMACAddress MAC Address Valid individual MAC 
address


Specifies the address of the peer MAC 
entity to which the Mesh Peering 
Management frame is to be sent.


MeshPeeringMgmtFra
meContent


Sequence of 
octets


As defined in 8.5.16.2 
(Mesh Peering Open 
frame format), 8.5.16.3 
(Mesh Peering Confirm 
frame format), or 
8.5.16.4 (Mesh Peering 
Close frame format)


The contents of the Action field of the 
Mesh Peering Open, Mesh Peering 
Confirm, or Mesh Peering Close frame to 
send to the peer MAC entity.


Name Type Valid range Description


PeerMACA
ddress


MAC Address Valid individual MAC address Specifies the address of the peer MAC 
entity to which the Mesh Peering 
Management frame was sent.


MeshPeerin
gMgmtFram
eContent


Sequence of 
octets


As defined in 8.5.16.2 (Mesh 
Peering Open frame format), 
8.5.16.3 (Mesh Peering 
Confirm frame format), or 
8.5.16.4 (Mesh Peering Close 
frame format)


The contents of the Action field of the Mesh 
Peering Open, Mesh Peering Confirm, or 
Mesh Peering Close frame received from 
the peer MAC entity.
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6.3.73.4 MLME-MESHPEERINGMANAGEMENT.indication


6.3.73.4.1 Function


This primitive indicates to the SME that the MLME has received a Mesh Peering Management frame from a
peer MAC entity.


6.3.73.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MESHPEERINGMANAGEMENT.indication(


PeerMACAddress,
MeshPeeringMgmtFrameContent
)


6.3.73.4.3 When generated


This primitive is generated by the MLME as a result of the receipt of a Mesh Peering Management frame
from a peer MAC entity.


6.3.73.4.4 Effect of receipt


The SME is notified of the reception of a Mesh Peering Management frame and is provided the contents of
the frame.


6.3.73.5 MLME-MESHPEERINGMANAGEMENT.response


6.3.73.5.1 Function


This primitive is used to send a response to a Mesh Peering Management frame to the specified peer MAC
entity.


6.3.73.5.2 Semantics of the service primitive


The primitive parameters are as follows:


MLME-MESHPEERINGMANAGEMENT.response(
PeerMACAddress,
ResultCode,
MeshPeeringMgmtFrameContent
)


Name Type Valid range Description


PeerMACAddress MAC Address Valid individual MAC 
address


Specifies the address of the peer MAC 
entity from which the Mesh Peering 
Management frame was received.


MeshPeeringMgm
tFrameContent


Sequence of 
octets


As defined in 8.5.16.2 (Mesh 
Peering Open frame format), 
8.5.16.3 (Mesh Peering 
Confirm frame format), or 
8.5.16.4 (Mesh Peering Close 
frame format)


The contents of the Action field of the 
Mesh Peering Open, Mesh Peering 
Confirm, or Mesh Peering Close frame 
received from the peer MAC entity.
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6.3.73.5.3 When generated


This primitive is generated by the SME as a response to an MLME-
MESHPEERINGMANAGEMENT.indication primitive.


6.3.73.5.4 Effect of receipt


This primitive indicates scheduling for transmission of a Mesh Peering (#100)frame containing the indicated
response.


6.3.74 Mesh power management


6.3.74.1 Introduction


The following primitives describe how a mesh entity changes its mesh power mode for a mesh peering.


6.3.74.2 MLME-MESHPOWERMGT.request


6.3.74.2.1 Function


This primitive requests a change in the mesh STAs mesh power mode for the mesh peering.


6.3.74.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MESHPOWERMGT.request(


PeerMACAddress, 
Mesh Power Mode
)


6.3.74.2.3 When generated


The primitive is generated when the mesh entity wishes to change its mesh power mode for a mesh peering.


Name Type Valid range Description


PeerMACA
ddress


MAC Address Valid individual MAC address Specifies the address of the peer MAC 
entity to which the Mesh Peering 
Management frame is to be sent.


ResultCode Enumeration SUCCESS, 
INVALID_PARAMETERS, 
UNSPECIFIED_FAILURE


Reports the result response to the Mesh 
Peering Management frame from the peer 
MAC entity.


MeshPeerin
gMgmtFram
eContent


Sequence of 
octets


As defined in 8.5.16.2 (Mesh 
Peering Open frame format), 
8.5.16.3 (Mesh Peering 
Confirm frame format), or 
8.5.16.4 (Mesh Peering Close 
frame format)


The contents of the Action field of the Mesh 
Peering Open, Mesh Peering Confirm, or 
Mesh Peering Close frame to send to the 
peer MAC entity.


Name Type Valid Range Description


PeerMACAd-
dress


MAC 
Address


Valid individual MAC 
address


Specifies the address of the peer MAC entity to
which the mesh power mode is changed.


Mesh Power 
Mode


Enumeration ACTIVE_MODE,
LIGHT_SLEEP_MODE,
DEEP_SLEEP_MODE 


Specifies the mesh power mode that the local
mesh STA is using for the mesh peering. 
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6.3.74.2.4 Effect of receipt


This primitive initiates the local mesh STA’s mesh power mode change for the mesh peering. The MLME
subsequently issues an MLME-MESHPOWERMGT.confirm that reflects the results.


6.3.74.3 MLME-MESHPOWERMGT.confirm


6.3.74.3.1 Function


This primitive reports the result of a mesh power mode change attempt.


6.3.74.3.2 Semantics of the service primitive


The primitive parameter is as follows:
MLME-MESHPOWERMGT.confirm(


PeerMACAddress 
)


6.3.74.3.3 When generated


This primitive is generated as a result of an MLME-MESHPOWERMGT.request.


6.3.74.3.4 Effect of receipt


The SME is notified of the results of the mesh power mode change for a mesh peering procedure.


6.3.75 Mesh neighbor offset synchronization


6.3.75.1 Introduction


This mechanism manages the neighbor offset synchronization method with the specified neighbor STA.


6.3.75.2 MLME-MESHNEIGHBOROFFSETSYNCSTART.request


6.3.75.2.1 Function


This primitive requests to start the neighbor offset synchronization method with the specified neighbor STA.


6.3.75.2.2 Semantics of the service primitive


The primitive parameter is as follows:
MLME-MESHNEIGHBOROFFSETSYNCSTART.request(


PeerMACAddress
)


Name Type Valid Range Description


PeerMAC
Address


MAC 
Address


Valid individual MAC 
address


Specifies the address of the peer MAC entity 
to which the mesh power mode is changed.


Name Type Valid range Description


PeerMACAddress MAC Address Any valid 
individual 
MAC address


Specifies the address of the peer MAC entity 
with which to start the neighbor offset 
synchronization method.
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6.3.75.2.3 When generated


This primitive is generated by the SME to start the neighbor offset synchronization method with the
specified neighbor STA.


6.3.75.2.4 Effect of receipt


On receipt of this primitive, the MLME commences the neighbor offset synchronization method and the
calculation of the TSF timer offset value. The MLME subsequently issues an MLME-
MESHNEIGHBOROFFSETSYNCSTART.confirm that reflects the results of this request.


6.3.75.3 MLME-MESHNEIGHBOROFFSETSYNCSTART.confirm


6.3.75.3.1 Function


This primitive reports the results of a mesh neighbor offset synchronization request.


6.3.75.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MESHNEIGHBOROFFSETSYNCSTART.confirm(


PeerMACAddress,
TSFOffsetValue
)


6.3.75.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-
MESHNEIGHBOROFFSETSYNCSTART.request and report the TSF offset value.


6.3.75.3.4 Effect of receipt


The SME is notified of the results of the mesh neighbor offset synchronization request.


6.3.75.4 MLME-MESHNEIGHBOROFFSETCALCULATE.request


6.3.75.4.1 Function


This primitive requests a calculation result of the TSF timer offset value for the specified neighbor STA.


6.3.75.4.2 Semantics of the service primitive


The primitive parameter is as follows:
MLME-MESHNEIGHBOROFFSETCALCULATE.request(


Name Type Valid range Description


PeerMACAddress MAC Address Valid individual MAC address Specifies the address of the peer MAC 
entity to which the neighbor offset 
synchronization is requested.


TSFOffsetValue Integer –263 to (263–1) Indicates the TSF offset value with the 
specified neighbor STA, expressed in 
(#273)2s complement in µs. 
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PeerMACAddress
)


6.3.75.4.3 When generated


This primitive is generated by the SME to order a calculation of the TSF timer offset value with the specified
neighbor STA.


6.3.75.4.4 Effect of receipt


On receipt of this primitive, the MLME receives a Beacon or Probe Response frame and calculates the TSF
timer offset value from the received frame. The MLME tries to receive a Beacon frame immediately after
the issue of MLME-MESHNEIGHBOROFFSETCALCULATE.request even if the mesh STA does not
listen to the Beacon frame from the specified neighbor STA regularly (i.e., in deep sleep mode toward the
specified neighbor STA). The MLME subsequently issues an MLME-
MESHNEIGHBOROFFSETCALCULATE.confirm that reflects the results of this request.


6.3.75.5 MLME-MESHNEIGHBOROFFSETCALCULATE.confirm


6.3.75.5.1 Function


This primitive reports the results of a mesh neighbor offset calculation request.


6.3.75.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MESHNEIGHBOROFFSETCALCULATE.confirm(


PeerMACAddress,
TSFOffsetValue
)


6.3.75.5.3 When generated


This primitive is generated by the MLME as a result of an MLME-
MESHNEIGHBOROFFSETCALCULATE.request to report a TSF offset value.


6.3.75.5.4 Effect of receipt


The SME is notified of the results of the mesh neighbor offset calculation request.


Name Type Valid range Description


PeerMACAddress MAC Address Any valid 
individual 
MAC address


Specifies the address of the peer MAC entity 
with which to report the TSF offset value.


Name Type Valid range Description


PeerMACAddress MAC Address Valid individual MAC address Specifies the address of the peer MAC 
entity to which the Neighbor Offset 
Measure is requested.


TSFOffsetValue Integer –263 to (263–1) Indicates the TSF offset value with the 
specified neighbor STA, expressed in 
(#273)2s complement in µs. 
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6.3.75.6 MLME-MESHNEIGHBOROFFSETSYNCSTOP.request


6.3.75.6.1 Function


This primitive requests to stop the neighbor offset synchronization method with the specified neighbor STA.


6.3.75.6.2 Semantics of the service primitive


The primitive parameter is as follows:
MLME-MESHNEIGHBOROFFSETSYNCSTOP.request(


PeerMACAddress
)


6.3.75.6.3 When generated


This primitive is generated by the SME to stop the maintenance of the neighbor offset synchronization
method with the specified neighbor STA.


6.3.75.6.4 Effect of receipt


On receipt of this primitive, the MLME stops the neighbor offset synchronization method with the specified
peer. The MLME subsequently issues an MLME-MESHNEIGHBOROFFSETSYNCSTOP.confirm that
reflects the results of this request.


6.3.75.7 MLME-MESHNEIGHBOROFFSETSYNCSTOP.confirm


6.3.75.7.1 Function


This primitive reports the results of a neighbor offset synchronization method stop request.


6.3.75.7.2 Semantics of the service primitive


The primitive parameter is as follows:
MLME-MESHNEIGHBOROFFSETSYNCSTOP.confirm(


PeerMACAddress
)


6.3.75.7.3 When generated


This primitive is generated by the MLME as a result of an MLME-
MESHNEIGHBOROFFSETSYNCSTOP.request.


Name Type Valid range Description


PeerMACAddress MAC Address Any valid 
individual 
MAC address


Specifies the address of the peer MAC entity 
with which to stop the neighbor offset 
synchronization method.


Name Type Valid range Description


PeerMACAddress MAC Address Valid individual MAC address Specifies the address of the peer 
MAC entity to which the Neighbor 
Offset Stop is requested.
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6.3.75.7.4 Effect of receipt


The SME is notified of the results of the mesh neighbor offset synchronization stop request.


6.3.76 Mesh TBTT adjustment


6.3.76.1 Introduction


The following primitives describe how a mesh STA requests a TBTT adjustment from a neighboring peer
mesh STA.


6.3.76.2 MLME-MESHTBTTADJUSTMENT.request


6.3.76.2.1 Function


This primitive requests transmission of a TBTT Adjustment Request frame.


6.3.76.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MESHTBTTADJUSTMENT.request(


PeerMACAddress, 
BeaconTiming, 
VendorSpecificInfo
)


6.3.76.2.3 When generated


This primitive is generated by the SME to request that a TBTT Adjustment Request frame be sent to a peer
entity to request the adjustment of the peer entity’s TBTT.


6.3.76.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a TBTT Adjustment Request frame containing the
Beacon Timing elements. This frame is then scheduled for transmission. The MLME subsequently issues an
MLME-MESHTBTTADJUSTMENT.confirm that reflects the result of this request.


Name Type Valid range Description


PeerMACAddress MAC Address Any valid 
individual 
MAC address


Specifies the address of the peer MAC entity 
to which the TBTT Adjustment Request is 
sent.


BeaconTiming A set of 
Beacon 
Timing 
elements


As defined in 
8.4.2.107 
(Beacon 
Timing 
element)


A set of Beacon Timing elements of the mesh 
STA.


VendorSpecificInfo A set of 
elements


As defined in 
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements.
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6.3.76.3 MLME-MESHTBTTADJUSTMENT.confirm


6.3.76.3.1 Function


This primitive reports the result of a mesh TBTT adjustment request.


6.3.76.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MESHTBTTADJUSTMENT.confirm(


PeerMACAddress, 
ResultCode,
BeaconTiming,
VendorSpecificInfo
)


6.3.76.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-MESHTBTTADJUSTMENT.request
primitive to indicate the result of that request.


6.3.76.3.4 Effect of receipt


The SME is notified of the result of the mesh TBTT adjustment request.


6.3.76.4 MLME-MESHTBTTADJUSTMENT.indication


6.3.76.4.1 Function


This primitive indicates that a specific peer MAC entity is requesting adjustment of the TBTT.


6.3.76.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MESHTBTTADJUSTMENT.indication(


PeerMACAddress,
BeaconTiming,


Name Type Valid range Description


PeerMACAddress MAC Address Any valid individual MAC 
address


Specifies the address of the peer 
MAC entity from which the TBTT 
Adjustment Response is received.


ResultCode Enumeration SUCCESS,
REFUSED_REASON_ 
UNSPECIFIED,
CANNOT_FIND_ 
ALTERNATIVE_TBTT


Indicates the result of the TBTT 
adjustment request.


BeaconTiming A set of 
Beacon Timing 
elements


As defined in 8.4.2.107 (Beacon 
Timing element)


A set of Beacon Timing elements 
of the responding mesh STA. 
Present only when such an element 
was present in the TBTT 
Adjustment Response frame.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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VendorSpecificInfo
)  


6.3.76.4.3 When generated


This primitive is generated by the MLME as a result of the receipt of a TBTT Adjustment Request frame
from the specified peer MAC entity.


6.3.76.4.4 Effect of receipt


The SME is notified of the receipt of the TBTT adjustment request by the specified peer MAC entity. The
mesh STA that received this primitive subsequently processes the TBTT scanning and adjustment procedure
described in 13.13.4.4.3 (TBTT scanning and adjustment procedures), and responds with the MLME-
MESHTBTTADJUSTMENT.response.


6.3.76.5 MLME-MESHTBTTADJUSTMENT.response


6.3.76.5.1 Function


This primitive is used to send a response to the specified peer MAC entity that requested a TBTT adjustment
from the mesh STA that issued this primitive.


6.3.76.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MESHTBTTADJUSTMENT.response(


PeerMACAddress, 
Status Code,
BeaconTiming,
VendorSpecificInfo
)


Name Type Valid range Description


PeerMACAddress MAC Address Any valid individual 
MAC address


Specifies the address of the peer MAC 
entity from which the TBTT Adjustment 
request was received.


BeaconTiming A set of Beacon 
Timing elements


As defined in 8.4.2.107 
(Beacon Timing 
element)


A set of Beacon Timing elements of the 
requesting mesh STA.


VendorSpecificInfo A set of elements As defined in 8.4.2.28 
(Vendor Specific 
element)


Zero or more elements.


Name Type Valid range Description


PeerMACAddress MAC Address Any valid individual MAC 
address


Specifies the address of the peer 
MAC entity to which the TBTT 
Adjustment Response is sent.


Status Code As defined in 
frame format


SUCCESS,
REFUSED_REASON_ 
UNSPECIFIED,
CANNOT_FIND_ 
ALTERNATIVE_TBTT 


Indicates the result response to the 
TBTT adjustment request from the 
peer mesh STA.
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6.3.76.5.3 When generated


This primitive is generated by the SME of a mesh STA as response to an MLME-
MESHTBTTADJUSTMENT.indication primitive.


6.3.76.5.4 Effect of receipt


This primitive initiates the transmission of a TBTT Adjustment Response frame to the peer MAC entity that
requested the TBTT adjustment.


On receipt of this primitive, the MLME constructs a TBTT Adjustment Response frame. This frame is then
scheduled for transmission.


6.3.77 MCCA management interface


6.3.77.1 Introduction


The following primitives describe how a mesh entity manages its MCCA operation.


6.3.77.2 MLME-ACTIVATEMCCA.request


6.3.77.2.1 Function


This primitive requests that the MAC entity activate MCCA.


6.3.77.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-ACTIVATEMCCA.request(


MCCAScanDuration, 
MAFLimit,
MCCAAdvertPeriodMax,
MCCAMaxTrackStates,
MCCACWmin,
MCCACWmax,
MCCAAIFSN
)


BeaconTiming A set of 
Beacon Timing 
elements


As defined in 8.4.2.107 
(Beacon Timing element)


A set of Beacon Timing elements 
of the mesh STA. Present only 
when the STA could not find an 
alternative TBTT.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description


MCCAScanDu
ration


Integer 0 – 65 535 Specifies the duration in TUs that the mesh STA 
shall not initiate or accept MCCA Setup Request 
frames.


MAFLimit Integer 0–255 Specifies the maximum MCCA access fraction 
allowed at the mesh STA. This number is always 
a multiple of (1/255) of the DTIM Interval.


Name Type Valid range Description
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6.3.77.2.3 When generated


This primitive is generated by the SME to start the use of MCCA.


6.3.77.2.4 Effect of receipt


This primitive sets dot11MCCAActivated to true and initializes the MCCA parameters.


6.3.77.3 MLME-MCCASETUP.request


6.3.77.3.1 Function


This primitive requests that the MAC entity set up an MCCAOP reservation.


6.3.77.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MCCASETUP.request(


MCCAOPDuration, 
MCCAOPPeriodicity,
MCCAOPOffset,
MCCAOPResponder,
VendorSpecificInfo
)  


MCCAAdvert
PeriodMax


Integer 0–255 Specifies the maximum interval that a mesh STA 
with dot11MCCAActivated equal to true waits 
for an MCCAOP advertisement. It is expressed in 
number of DTIM intervals.


MCCAMaxTra
ckStates


Integer dot11MCCAMinTrackStates
– 65 535


Specifies the total number of MCCAOP 
reservations that the MAC entity is able to track.


MCCACWmin Integer 0–15 Specifies the value of the minimum size of the 
contention window that the MAC entity uses for 
channel access during an MCCAOP.


MCCACWma
x


Integer 0–63 Specifies the value of the maximum size of the 
contention that the MAC entity uses for channel 
access during an MCCAOP.


MCCAAIFSN Integer 0–15 Specifies the value of the AIFSN that the MAC 
entity uses for channel access during an 
MCCAOP.


Name Type Valid range Description


MCCAOPDuration Integer 0 – 65 535 Specifies the MCCAOP Duration of the 
needed MCCAOPs as described in 8.4.2.108.2 
(MCCAOP Reservation field).


MCCAOPPeriodicity Integer 0–255 Specifies the MCCAOP Periodicity of the 
needed MCCAOPs as described in 8.4.2.108.2 
(MCCAOP Reservation field).


MCCAOPOffset Integer 0 – 16 777 215 Specifies the MCCAOP offset of the needed 
MCCAOPs as described in 8.4.2.108.2 
(MCCAOP Reservation field).


Name Type Valid range Description
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6.3.77.3.3 When generated


This primitive is generated by the SME to start an MCCAOP setup procedure.


6.3.77.3.4 Effect of receipt


This primitive causes the transmission of an MCCA Setup Request frame to the MCCAOP responder
provided that the conditions for the transmission are met. The MLME subsequently issues an MLME-
MCCASETUP.confirm primitive that reflects the results.


6.3.77.4 MLME-MCCASETUP.confirm


6.3.77.4.1 Function


This primitive is generated by the MLME to report the result of an MLME-MCCASETUP.request primitive,
which was issued in order to establish an MCCAOP reservation with the peer MAC entity specified in
MCCAOPResponder.


6.3.77.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MCCASETUP.confirm(


MCCAOPParameters,
MCCAOPID,
MCCAOPResponder,
ResultCode,
VendorSpecificInfo


MCCAOPResponder MAC address Any valid 
individual or 
group MAC 
address


Specifies the MAC address of the intended 
MCCAOP responder.


VendorSpecificInfo A set of 
elements


As defined in 
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements.


Name Type Valid range Description
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)


6.3.77.4.3 When generated


This primitive is generated by the MLME as a result of an MLME-MCCASETUP.request to establish an
MCCAOP reservation with the peer mesh STA identified in MCCAOPResponder or upon receipt of an
MCCA Setup Reply frame from the peer mesh STA identified in MCCAOPResponder.


6.3.77.4.4 Effect of receipt


The SME is notified of the results of the MCCAOP setup procedure.


6.3.77.5 MLME-MCCASETUP.indication


6.3.77.5.1 Function


This primitive indicates the receipt of an MCCA Setup Request frame from the peer MAC entity specified in
MCCAOPOwner.


6.3.77.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MCCASETUP.indication(


MCCAOPParameters,
MCCAOPID,
MCCAOPOwner,
VendorSpecificInfo
) 


6.3.77.5.3 When generated


This primitive is generated by the MLME as result of the receipt of an MCCA Setup Request frame from the
peer MAC entity specified in MCCAOPOwner.


Name Type Valid range Description


MCCAOPParameters MCCAOP 
Reservation


See 8.4.2.108.2 (MCCAOP 
Reservation field)


The MCCAOP reservation 
parameters.


MCCAOPID Integer 0–254 MCCAOP reservation ID of the 
MCCAOP reservation.


MCCAOPResponder MAC address Any valid individual or group 
MAC address


Specifies the MAC address of the 
intended MCCAOP responder.


ResultCode Enumeration SUCCESS, 
INVALID_PARAMETERS, 
MCCAOP_RESERVATION_C
ONFLICT, 
MAF_LIMIT_EXCEEDED, 
MCCA_TRACK_LIMIT_EX
CEEDED, 
MCCA_SETUP_TIMEOUT


Indicates the result of the MLME-
MCCASETUP.request.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.77.5.4 Effect of receipt


The SME is notified of the request to establish an MCCAOP reservation with the peer MAC entity specified
in MCCAOPOwner.


6.3.77.6 MLME-MCCASETUP.response


6.3.77.6.1 Function


This primitive is used to send a response to the peer MAC entity specified in MCCAOPOwner that
requested the set up of the MCCAOP reservation.


6.3.77.6.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MCCASETUP.response(


MCCAOPParameters,
MCCAOPID,
MCCAOPOwner,
ResultCode,
VendorSpecificInfo
)


Name Type Valid range Description


MCCAOPParameters MCCAOP 
Reservation


See 8.4.2.108.2 
(MCCAOP Reservation 
field)


The MCCAOP reservation parameters.


MCCAOPID Integer 0–254 MCCAOP reservation ID of the 
MCCAOP reservation.


MCCAOPOwner MAC address Any valid individual 
MAC address


Specifies the MAC address of the 
MCCAOP owner.


VendorSpecificInfo A set of elements As defined in 8.4.2.28 
(Vendor Specific 
element)


Zero or more elements.


Name Type Valid range Description


MCCAOPParameters MCCAOP 
Reservation


See 8.4.2.108.2 (MCCAOP 
Reservation field)


The MCCAOP reservation 
parameters.


MCCAOPID Integer 0–254 MCCAOP reservation ID of the 
MCCAOP reservation.


MCCAOPOwner MAC address Any valid individual MAC 
address


Specifies the MAC address of the 
MCCAOP owner.


ResultCode Enumeration SUCCESS, 
INVALID_PARAMETERS, 
MCCAOP_RESERVATION_C
ONFLICT, 
MAF_LIMIT_EXCEEDED, 
MCCA_TRACK_LIMIT_EX
CEEDED


Indicates the result of the MLME-
MCCASETUP.request.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.77.6.3 When generated


This primitive is generated by the SME of a STA as a response to an MLME-MCCASETUP.indication
procedure.


6.3.77.6.4 Effect of receipt


This primitive initiates transmission of a response to the peer MAC entity specified in the MCCAOPOwner
that requested the set up of an MCCAOP reservation.


6.3.77.7 MLME-MCCAADVERTISEMENT.request


6.3.77.7.1 Function


This primitive requests that the MAC entity request an MCCAOP advertisement from the specified peer
MAC entity by sending an MCCA Advertisement Request frame to the peer MAC entity.


6.3.77.7.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MCCAADVERTISEMENT.request(


PeerMACAddress,
VendorSpecificInfo
)  


6.3.77.7.3 When generated


This primitive is generated by the SME to request an MCCAOP advertisement from the specified peer MAC
entity.


6.3.77.7.4 Effect of receipt


This primitive causes the transmission of an MCCA Advertisement Request frame to the specified peer
MAC entity. The MLME subsequently issues an MLME-MCCAADVERTISEMENT.confirm primitive that
reflects the results.


6.3.77.8 MLME-MCCAADVERTISEMENT.confirm


6.3.77.8.1 Function


This primitive reports the result of an MLME-MCCAADVERTISEMENT.request.


Name Type Valid range Description


PeerMACAddress MAC address Any valid 
individual 
MAC address


Specifies the MAC address of the peer MAC 
that will send the Advertisement.


VendorSpecificInfo A set of 
elements


As defined in 
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements.
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6.3.77.8.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MCCAADVERTISEMENT.confirm(


MCCAOPAdvertisement,
PeerMACAddress,
ResultCode,
VendorSpecificInfo
)


6.3.77.8.3 When generated


This primitive is generated by the MLME as a result of an MLME-MCCAADVERTISEMENT.request.


6.3.77.8.4 Effect of receipt


The SME is notified of the results of the MCCA Advertisement Request frame.


6.3.77.9 MLME-MCCAADVERTISEMENT.indication


6.3.77.9.1 Function


This primitive reports that an MCCA Advertisement Request frame has been received from the specified
peer MAC entity.


6.3.77.9.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MCCAADVERTISEMENT.indication(


PeerMACAddress,
VendorSpecificInfo
) 


Name Type Valid range Description


MCCAOPAdvertise
ment


MCCAOP 
Advertisement


See 8.4.2.111 (MCCAOP 
Advertisement element)


One or more MCCAOP 
Advertisement elements.


PeerMACAddress MAC address Any valid individual MAC 
address


Specifies the MAC address of the 
transmitter of the MCCAOP 
advertisement.


ResultCode Enumeration SUCCESS, REFUSED Indicates the result of the 
MLME-
MCCAADVERTISEMENT.request.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description


PeerMACAddress MAC address Any valid individual 
MAC address


Specifies the MAC address of the
transmitter of the MCCA Advertisement 
Request frame.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 
(Vendor Specific 
element)


Zero or more elements.
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6.3.77.9.3 When generated


This primitive is generated by the MLME upon receipt of an MCCA Advertisement Request frame from the
specified peer MAC entity.


6.3.77.9.4 Effect of receipt


The SME is notified of the request to advertise its MCCAOP reservations.


6.3.77.10 MLME-MCCAADVERTISEMENT.response


6.3.77.10.1 Function


This primitive requests that the MAC entity respond to the MCCAOP advertisement request from the
specified peer MAC entity by sending an MCCA Advertisement frame to the peer MAC entity.


6.3.77.10.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MCCAADVERTISEMENT.response(


MCCAOPAdvertisement,
PeerMACAddress,
ResultCode,
VendorSpecificInfo
)


6.3.77.10.3 When generated


This primitive is generated by the SME of a STA as a response to an MLME-
MCCAADVERTISEMENT.indication procedure.


6.3.77.10.4 Effect of receipt


This primitive initiates transmission of a response to the specified peer MAC entity that requested
advertisement of the MCCAOP reservations.


6.3.77.11 MLME-MCCATEARDOWN.request


6.3.77.11.1 Function


This primitive requests that the MAC entity tear down an MCCAOP reservation.


Name Type Valid range Description


MCCAOPAdvertise
ment


MCCAOP 
Advertisement


See 8.4.2.111 (MCCAOP 
Advertisement element)


One or more MCCAOP 
Advertisement elements.


PeerMACAddress MAC address Any valid individual MAC 
address


Specifies the MAC address of the 
transmitter of the MCCA 
Advertisement frame.


ResultCode Enumeration SUCCESS, REFUSED Indicates the result of the 
MLME-
MCCAADVERTISEMENT.respo
nse.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.77.11.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MCCATEARDOWN.request(


MCCAOPID,
PeerMACAddress
)  


6.3.77.11.3 When generated


This primitive is generated by the SME to start an MCCAOP teardown procedure.


6.3.77.11.4 Effect of receipt


This primitive causes the teardown MCCAOP reservation identified by means of the MCCAOP reservation
ID in MCCAOPID, and the transmission of an MCCA Teardown frame to the peer MAC entity in Peer-
MACAddress.


6.3.77.12 MLME-MCCATEARDOWN.indication


6.3.77.12.1 Function


This primitive reports that an MCCA Teardown frame has been received from the specified peer MAC
entity.


6.3.77.12.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MCCATEARDOWN.indication(


MCCAOPID,
PeerMACAddress
)  


6.3.77.12.3 When generated


This primitive is generated by the MLME as result of receipt of a MCCA Teardown frame.


Name Type Valid range Description


MCCAOPID Integer 0–255 Specifies the MCCAOP reservation ID of the 
MCCAOP reservation to be torn down.


PeerMACAddress MAC address Any valid 
individual 
MAC address


Specifies the MAC address of the peer MAC 
for the MCCAOP reservation.


Name Type Valid range Description


MCCAOPID Integer 0–255 MCCAOP reservation ID of the 
MCCAOP reservation to be torn down.


PeerMACAddress MAC address Any valid individual 
MAC address


Specifies the MAC address of the peer 
MAC for the MCCAOP reservation.
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6.3.77.12.4 Effect of receipt


The SME is notified of the request to start an MCCAOP teardown procedure.


6.3.78 MBSS congestion control


6.3.78.1 Introduction


The following primitives describe how a mesh STA manages its congestion control operation.


6.3.78.2 MLME-MBSSCONGESTIONCONTROL.request


6.3.78.2.1 Function


This primitive requests that the MAC entity notify the peer MAC entity on the congestion level or requests
to traffic generation by transmitting a Congestion Control Notification frame to the specified peer MAC
entity.


6.3.78.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME- MBSSCONGESTIONCONTROL.request(


PeerMACAddress, 
CongestionNotification, 
VendorSpecificInfo
)  


6.3.78.2.3 When generated


The SME generates this primitive to request that the MAC notify its peer MAC about the current congestion
level.


6.3.78.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Congestion Control Notification frame. This frame is
then scheduled for transmission. 


Name Type Valid range Description


PeerMACAddress MAC Address Any valid 
individual 
MAC address


Specifies the address of the peer MAC entity 
to which the Congestion Control Notification 
frame is sent.


CongestionNotification A set of 
Congestion 
Notification 
elements


As defined in 
8.4.2.103 
(Congestion 
Notification 
element)


Congestion notification information generated 
by the mesh STA.


VendorSpecificInfo A set of 
elements


As defined in 
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements.
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6.3.78.3 MLME-MBSSCONGESTIONCONTROL.indication


6.3.78.3.1 Function


This primitive indicates that a congestion notification has been received.


6.3.78.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME- MBSSCONGESTIONCONTROL.indication(


PeerMACAddress,
CongestionNotification, 
VendorSpecificInfo
)  


6.3.78.3.3 When generated


This primitive is generated by the MLME as a result of the receipt of a Congestion Control Notification
frame from a specific peer MAC entity.


6.3.78.3.4 Effect of receipt


The SME is notified of the results of the receipt of the congestion control notification from the specified peer
MAC entity. The mesh STA that received this primitive subsequently activates the local rate control as
described in 13.12 (Intra-mesh congestion control).


6.3.79 MBSS proxy update


6.3.79.1 Introduction


The following primitives describe how a mesh STA reports the proxy update information to another mesh
STA in the MBSS.


6.3.79.2 MLME-MBSSPROXYUPDATE.request


6.3.79.2.1 Function


This primitive requests that the MAC entity inform a destination mesh STA about its proxy information by
transmitting a Proxy Update frame to the specified peer MAC entity.


Name Type Valid range Description


PeerMACAddress MAC Address Any valid individual 
MAC address


Specifies the address of the peer MAC 
entity from which the Congestion Control 
Notification frame was received.


CongestionNotification A set of 
Congestion 
Notification 
elements


As defined in 8.4.2.103 
(Congestion 
Notification element)


Congestion notification information 
contained in the received Congestion 
Control Notification frame.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 
(Vendor Specific 
element)


Zero or more elements.
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6.3.79.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME- MBSSPROXYUPDATE.request(


PeerMACAddress, 
ProxyUpdate, 
VendorSpecificInfo
)  


6.3.79.2.3 When generated


This primitive is generated by the SME to request that a Proxy Update frame be sent to the specified peer
MAC entity.


6.3.79.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Proxy Update frame containing the PXU element. This
frame is then scheduled for transmission. The MLME subsequently issues an MLME-
MBSSPROXYUPDATE.confirm that reflects the results of this request.


6.3.79.3 MLME-MBSSPROXYUPDATE.confirm


6.3.79.3.1 Function


This primitive reports the results of a proxy update request.


6.3.79.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME- MBSSPROXYUPDATE.confirm(


PeerMACAddress,
ProxyUpdateConfirmation,
VendorSpecificInfo
)  


6.3.79.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-MBSSPROXYUPDATE.request
primitive.


Name Type Valid range Description


PeerMACAddress MAC Address Any valid 
individual 
MAC address


Specifies the address of the peer MAC entity 
to which the Proxy Update frame is sent.


ProxyUpdate A set of PXU 
elements


As defined in 
8.4.2.118 
(PXU 
element)


A set of proxy information available at the 
mesh STA.


VendorSpecificInfo A set of 
elements


As defined in 
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements.







IEEE P802.11-REVmc/D0.5, Oct 2012


358 Copyright © 2012 IEEE. All rights reserved.


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


6.3.79.3.4 Effect of receipt


The SME is notified of the results of the MBSS proxy update request.


6.3.79.4 MLME-MBSSPROXYUPDATE.indication


6.3.79.4.1 Function


This primitive indicates that an update of the proxy information has been received from a specific peer MAC
entity.


6.3.79.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME- MBSSPROXYUPDATE.indication(


PeerMACAddress,
ProxyUpdate,
VendorSpecificInfo
)  


6.3.79.4.3 When generated


This primitive is generated by the MLME as a result of the receipt of a Proxy Update frame from a specific
peer MAC entity.


6.3.79.4.4 Effect of receipt


The SME is notified of the results of the receipt of the proxy update request by the specified peer MAC
entity. The mesh STA that received this primitive subsequently updates the proxy information as described
in 13.11.4.3 (Proxy update (PXU)).


Name Type Valid range Description


PeerMACAddress MAC Address Any valid individual MAC 
address


Specifies the address of the peer 
MAC entity from which the Proxy 
Update Confirmation frame is 
received.


ProxyUpdateConfirm
ation


A set of 
PXUC 
elements


As defined in 8.4.2.119 (PXUC 
element)


A set of proxy update confirmation 
information from the peer MAC 
entity to which the Proxy Update 
frame was sent.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 (Vendor 
Specific element)


Zero or more elements.


Name Type Valid range Description


PeerMACAddress MAC Address Any valid individual 
MAC address


Specifies the address of the peer MAC 
entity from which the update of the proxy 
information was received.


ProxyUpdate A set of 
PXU elements


As defined in 8.4.2.118 
(PXU element)


A set of proxy information received from 
the peer mesh STA.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 
(Vendor Specific 
element)


Zero or more elements.
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6.3.79.5 MLME-MBSSPROXYUPDATE.response


6.3.79.5.1 Function


This primitive is used to send a response to a specific peer MAC entity that sent an update of the proxy
information to the mesh STA that issued this primitive.


6.3.79.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME- MBSSPROXYUPDATE.response(


PeerMACAddress, 
ProxyUpdateConfirmation,
VendorSpecificInfo
)  


6.3.79.5.3 When generated


This primitive is generated by the SME of a STA as a response to an MLME-
MBSSPROXYUPDATE.indication primitive.


6.3.79.5.4 Effect of receipt


This primitive initiates transmission of a response to the specific peer MAC entity that sent an update of the
proxy information.


On receipt of this primitive, the MLME constructs a Proxy Update Confirmation frame. The frame contains
one or more PXUC elements. This frame is then scheduled for transmission.


6.3.80 MBSS mesh gate announcement


6.3.80.1 Introduction


The following primitives describe how a mesh STA announces mesh gate reachability.


6.3.80.2 MLME-MBSSGATEANNOUNCEMENT.request


6.3.80.2.1 Function


This primitive requests that the MAC entity update the mesh gate information by transmitting a Gate
Announcement frame to the specified MAC entity.


Name Type Valid range Description


PeerMACAddress MAC Address Any valid individual MAC 
address


Specifies the address of the peer 
MAC entity to which the Proxy 
Update Confirmation frame is sent.


ProxyUpdateConfirm
ation


A set of 
PXUC 
elements


As defined in 8.4.2.119 (PXUC 
element)


A set of proxy update confirmation 
information to be sent to the peer 
MAC entity.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.80.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME- MBSSGATEANNOUNCEMENT.request(


PeerMACAddress, 
GateAnnouncement, 
VendorSpecificInfo
)  


6.3.80.2.3 When generated


This primitive is generated by the SME to request that a Gate Announcement frame be sent to the specified
MAC entity.


6.3.80.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Gate Announcement frame containing the GANN
element. This frame is then scheduled for transmission following the interval specified by
dot11MeshGateAnnouncementInterval. 


6.3.80.3 MLME-MBSSGATEANNOUNCEMENT.indication


6.3.80.3.1 Function


This primitive indicates that a mesh gate announcement has been received from the specific peer MAC
entity.


6.3.80.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME- MBSSGATEANNOUNCEMENT.indication(


PeerMACAddress,
GateAnnouncement, 
VendorSpecificInfo
)  


Name Type Valid range Description


PeerMACAddress MAC Address Any valid 
group MAC 
address


Specifies the address of the MAC entity to 
which the Gate announcement frame is sent.


GateAnnouncement GANN
element


As defined in 
8.4.2.113 
(GANN 
element)


A set of gate announcement information to be 
sent through a Gate Announcement frame.


VendorSpecificInfo A set of 
elements


As defined in 
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements.
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6.3.80.3.3 When generated


This primitive is generated by the MLME as a result of the receipt of a Gate Announcement frame from a
specific peer MAC entity.


6.3.80.3.4 Effect of receipt


The SME is notified of the reachability to a mesh gate in the mesh BSS. The mesh STA received this
primitive subsequently triggers MBSSGATEANNOUNCEMENT.request as described in 13.11.2 (Gate
announcement (GANN)).


6.3.81 Mesh link metric


6.3.81.1 Introduction


Subclause 6.3.81 (Mesh link metric) describes the management procedures associated with mesh link metric
reporting.


6.3.81.2 MLME-MESHLINKMETRICREAD.request


6.3.81.2.1 Function


This primitive requests to read a link metric value between the local MAC entity and a specific peer MAC
entity.


6.3.81.2.2 Semantics of the service primitive


The primitive parameter is as follows:
MLME-MESHLINKMETRICREAD.request(


PeerMACAddress
)  


6.3.81.2.3 When generated


This primitive is generated by the SME to read the link metric value for the mesh link to the specified peer
MAC entity.


Name Type Valid range Description


PeerMACAddress MAC Address Any valid individual 
MAC address


Specifies the address of the peer MAC 
entity from which the gate announcement 
was received.


GateAnnouncement GANN
element


As defined in 8.4.2.113 
(GANN element)


A set of gate announcement information 
contained in the received Gate 
Announcement frame.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 
(Vendor Specific 
element)


Zero or more elements.


Name Type Valid range Description


PeerMACAddress MAC Address Any valid 
individual 
MAC address


Specifies the address of the peer MAC entity 
for which the link metric value is read
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6.3.81.2.4 Effect of receipt


On receipt of this primitive, the MLME reports the link metric value. The MLME subsequently issues an
MLME-MESHLINKMETRICREAD.confirm that reflects the results of this request.


6.3.81.3 MLME-MESHLINKMETRICREAD.confirm


6.3.81.3.1 Function


This primitive reports the results of a link metric read request.


6.3.81.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME- MESHLINKMETRICREAD.confirm(


LinkMetricValue, 
VendorSpecificInfo
)  


6.3.81.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-MESHLINKMETRICREAD.request
primitive to request a link metric value.


6.3.81.3.4 Effect of receipt


The SME is notified of the results of the link metric read request.


6.3.81.4 MLME-MESHLINKMETRICREPORT.request


6.3.81.4.1 Function


This primitive requests that the MAC entity either transmit a link metric to or request a link metric from the
specified peer MAC entity.


6.3.81.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-MESHLINKMETRICREPORT.request(


PeerMACAddress, 
LinkMetricRequestFlag, 
MeshLinkMetricReport,
VendorSpecificInfo
)  


Name Type Valid range Description


LinkMetricValue Mesh Link 
Metric Report 
element


As defined in 8.4.2.102 (Mesh 
Link Metric Report element)


The link metric value for the mesh 
link to the specified peer MAC 
entity.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 (Vendor 
Specific element)


Zero or more elements.
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6.3.81.4.3 When generated


This primitive is generated by the SME to request that a Mesh Link Metric Report frame be sent to a peer
MAC entity in order to report a link metric value and to request a mesh link metric report from the
peer MAC entity if LinkMetricRequestFlag is equal to REPORT_AND_REQUEST.


6.3.81.4.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Mesh Link Metric Report frame.The Request subfield
in the Flags field of the Mesh Link Metric Report element is set depending on the parameter given by the
LinkMetricRequestFlag. If LinkMetricRequestFlag is equal to REPORT_ONLY, the Request subfield is set
to 0. If LinkMetricRequestFlag is equal to REPORT_AND_REQUEST, the Request subfield is set to 1.
This frame is then scheduled for transmission. 


6.3.81.5 MLME-MESHLINKMETRICREPORT.indication


6.3.81.5.1 Function


This primitive indicates that a Mesh Link Metric Report frame has been received from a peer MAC entity.
This Mesh Link Metric Request Report can be in response to an earlier MLME-
MESHLINKMETRICREPORT.request primitive with LinkMetricRequestFlag equal to
REPORT_AND_REQUEST.


6.3.81.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME- MESHLINKMETRICREPORT.indication(


PeerMACAddress,
LinkMetricRequestFlag, 
MeshLinkMetricReport,
VendorSpecificInfo
)  


Name Type Valid range Description


PeerMACAddress MAC Address Any valid 
individual 
MAC address


Specifies the address of the peer MAC entity 
to which the Mesh Link Metric Report is sent.


LinkMetricRequestFlag Enumeration REPORT_ON
LY, 
REPORT_AN
D_REQUEST


Indicates whether the mesh STA requests a 
link metric report from the peer MAC entity.


MeshLinkMetricReport Mesh Link 
Metric Report 
element


As defined in 
8.4.2.102 
(Mesh Link 
Metric Report 
element)


A metric value computed for the 
corresponding link.


VendorSpecificInfo A set of 
elements


As defined in 
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements.







IEEE P802.11-REVmc/D0.5, Oct 2012


364 Copyright © 2012 IEEE. All rights reserved.


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


6.3.81.5.3 When generated


This primitive is generated by the MLME as a result of the receipt of a Mesh Link Metric Report frame from
a specific peer MAC entity.


6.3.81.5.4 Effect of receipt


The SME is notified of the receipt of the link metric report from the specified peer MAC entity. When
LinkMetricRequestFlag is equal to REPORT_AND_REQUEST, the mesh STA responds with a Mesh Link
Metric Report frame.


6.3.82 HWMP mesh path selection


6.3.82.1 Introduction


The following primitives describe how a mesh STA establishes and maintains a mesh path to a specified
peer MAC entity.


6.3.82.2 MLME-HWMPMESHPATHSELECTION.request


6.3.82.2.1 Function


This primitive requests that the MAC entity establish or maintain a mesh path to the specified peer MAC
entity by transmitting an HWMP Mesh Path Selection frame to the specified peer MAC entity.


6.3.82.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-HWMPMESHPATHSELECTION.request(


PeerMACAddress, 
RootAnnouncement, 
PathRequest, 
PathReply, 
PathError, 
VendorSpecificInfo
)  


Name Type Valid range Description


PeerMACAddress MAC Address Any valid individual 
MAC address


Specifies the address of the peer MAC 
entity from which the Mesh Link Metric 
Report frame was received.


LinkMetricRequestFlag Enumeration REPORT_ONLY, 
REPORT_AND_
REQUEST


Indicates whether the peer MAC entity 
requests a link metric report.


MeshLinkMetricReport Mesh Link 
Metric Report 
element


As defined in 8.4.2.102 
(Mesh Link Metric 
Report element)


A metric value reported from the 
specified peer MAC entity.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 
(Vendor Specific 
element)


Zero or more elements.
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6.3.82.2.3 When generated


This primitive is generated by the SME to request that an HWMP Mesh Path Selection frame be sent to a
specified peer entity.


6.3.82.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs an HWMP Mesh Path Selection frame. This frame is then
scheduled for transmission. 


6.3.82.3 MLME-HWMPMESHPATHSELECTION.indication


6.3.82.3.1 Function


This primitive indicates that an HWMP Mesh Path Selection frame has been received from the specified
peer MAC entity.


6.3.82.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-HWMPMESHPATHSELECTION.indication(


PeerMACAddress,
RootAnnouncement,
PathRequest,
PathReply,


Name Type Valid range Description


PeerMACAddress MAC Address Any valid 
individual or 
group MAC 
address


Specifies the address of the peer MAC entity 
to which the HWMP Mesh Path Selection 
frame is sent.


RootAnnouncement RANN
element


As defined in 
8.4.2.114 
(RANN 
element)


A set of RANN elements generated by the 
mesh STA. Present only if the mesh STA is 
configured as a root mesh STA using the 
proactive RANN mechanism 
[dot11MeshHWMProotMode = rann (4)], and 
as described in 13.10.12 (Root announcement 
(RANN) mechanism(#15)); otherwise not 
present(#28).


PathRequest PREQ
element


As defined in 
8.4.2.115 
(PREQ 
element)


A set of PREQ elements generated by the 
mesh STA. Present as described in 13.10.9 
(Path request (PREQ) mechanism).


PathReply PREP
element


As defined in 
8.4.2.116 
(PREP 
element)


A set of PREP elements generated by the mesh 
STA. Present as described in 13.10.10 (Path 
reply (PREP) mechanism(#15)).


PathError PERR
element


As defined in 
8.4.2.117 
(PERR 
element)


A set of PERR elements generated by the 
mesh STA. Present as described in 13.10.11 
(Path error (PERR) mechanism(#15)).


VendorSpecificInfo A set of 
elements


As defined in 
8.4.2.28 
(Vendor 
Specific 
element)


Zero or more elements.
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PathError,
VendorSpecificInfo
)  


6.3.82.3.3 When generated


This primitive is generated by the MLME as a result of the receipt of an HWMP Mesh Path Selection frame
from a specific peer MAC entity.


6.3.82.3.4 Effect of receipt


The SME is notified of the results of the receipt of the HWMP Mesh Path Selection from the specified peer
MAC entity. The mesh STA received this primitive subsequently activates path selection procedures
described in 13.10 (Hybrid wireless mesh protocol (HWMP)).


6.3.83 QMF policy(11ae)


6.3.83.1 Introduction


The following MLME primitives support the signaling of QMF policy.


6.3.83.2 MLME-QMFPOLICY.request


6.3.83.2.1 Function


This primitive requests the transmission of an unsolicited QMF Policy frame to a peer entity. 


6.3.83.2.2 Semantics of the service primitive


The primitive parameters are as follows:


Name Type Valid range Description


PeerMACAddress MAC Address Any valid individual 
MAC address


Specifies the address of the peer MAC 
entity from which the HWMP Mesh 
Path Selection frame was received.


RootAnnouncement RANN
element


As defined in 8.4.2.114 
(RANN element)


A set of RANN elements contained in the 
received frame. Present only when such 
an element was present in the received 
frame.


PathRequest PREQ
element


As defined in 8.4.2.115 
(PREQ element)


A set of PREQ elements contained in the 
received frame. Present only when such 
an element was present in the received 
frame.


PathReply PREP
element


As defined in 8.4.2.116 
(PREP element)


A set of PREP elements contained in the 
received frame. Present only when such 
an element was present in the received 
frame.


PathError PERR
element


As defined in 8.4.2.117 
(PERR element)


A set of PERR elements contained in the 
received frame. Present only when such 
an element was present in the received 
frame.


VendorSpecificInfo A set of 
elements


As defined in 8.4.2.28 
(Vendor Specific 
element)


Zero or more elements.
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MLME-QMFPOLICY.request (
Peer STA Address, 
QMFPolicy
)


6.3.83.2.3 When generated


This primitive is generated by the SME to request that a QMF Policy frame be sent to a peer entity to com-
municate QMF policy information.


6.3.83.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a QMF Policy frame. This frame is then scheduled for
transmission.


6.3.83.3 MLME-QMFPOLICY.indication


6.3.83.3.1 Function


This primitive indicates that an unsolicited QMF Policy frame has been received from a peer entity.


6.3.83.3.2 Semantics of the service primitive


The primitive parameters are as follows:


MLME-QMFPOLICY.indication (
Peer STA Address, 
QMFPolicy
)


Name Type Valid range Description


Peer STA 
Address


MAC Address Any valid individual 
MAC Address


The address of the peer MAC entity to which the 
QMF policy is sent.


QMFPolicy QMF Policy 
element


As defined in 
8.4.2.122 (Quality-of-
Service Management 
Frame Policy ele-
ment(11ae)) 


This parameter describes the QMF policy the peer 
STA is required to use.


Name Type Valid range Description


Peer STA 
Address


MAC Address Any valid individual 
MAC Address


The address of the peer MAC from which the QMF 
policy was received.


QMFPolicy QMF Policy 
element


As defined in 
8.4.2.122 (Quality-of-
Service Management 
Frame Policy ele-
ment(11ae)) 


This parameter describes the QMF policy the peer 
STA is requiring to be used.
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6.3.83.3.3 When generated


This primitive is generated by the MLME when a valid QMF Policy frame with dialog token equal to 0 is
received from a peer entity.


6.3.83.3.4 Effect of receipt


The SME is notified of the receipt of a QMF policy.


6.3.83.4 MLME-QMFPOLICYCHANGE.request


6.3.83.4.1 Function


This primitive supports the change of QMF Policy between peer STAs. The SME requests the transmission
of a QMF Policy Change frame in order to request a change in the QMF policy the STA uses to transmit to
the peer STA.


6.3.83.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-QMFPOLICYCHANGE.request (


Peer STA Address,
Dialog Token,
QMFPolicy
)


6.3.83.4.3 When generated


This primitive is generated by the SME when a STA wishes to request a change of the QMF policy it uses to
transmit (#100)Management frames to a peer entity.


6.3.83.4.4 Effect of receipt


On receipt of this primitive, the MLME constructs a QMF Policy Change frame containing the set of QMF
policy parameters. This frame is then scheduled for transmission.


Name Type Valid range Description


Peer STA 
Address


MAC Address Any valid individual 
MAC Address


The address of the peer MAC entity to which the 
QMF policy change request is sent.


Dialog 
Token


Integer 1–255 The dialog token to identify the QMF policy 
change transaction.


QMFPolicy QMF Policy 
element


As defined in 
8.4.2.122 (Quality-of-
Service Management 
Frame Policy 
element(11ae)) 


This parameters describes the QMF policy the STA 
is requesting to use.
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6.3.83.5 MLME-QMFPOLICYCHANGE.confirm


6.3.83.5.1 Function


This primitive reports the results of a policy change attempt with a peer QMF STA.


6.3.83.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-QMFPOLICYCHANGE.confirm (


Peer STA Address,
Dialog Token,
Result Code
)


6.3.83.5.3 When generated


This primitive is generated by the MLME as a result of receipt of a QMF Policy frame with a dialog token
that matches the dialog token from the MLME-QMFPOLICYCHANGE.request.


6.3.83.5.4 Effect of receipt


The SME is notified of the results of the QMF policy change procedure.


6.3.83.6 MLME-QMFPOLICYCHANGE.indication


6.3.83.6.1 Function


This primitive indicates that a QMF Policy Change frame has been received from a peer entity.


6.3.83.6.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-QMFPOLICYCHANGE.indication (


Peer STA Address,
Dialog Token,
QMFPolicy
)


Name Type Valid range Description


Peer STA 
Address


MAC Address Any valid individual 
MAC Address


The address of the peer MAC entity from which the 
QMF policy was received.


Dialog 
Token


Integer 1–255 The dialog token to identify the QMF policy 
change transaction.


Result Code Enumeration SUCCESS,
REJECT,
TIMEOUT


Reports the receipt of a QMF Policy frame and the 
result of the QMF policy change at the peer SME or 
if no matching response is received within 
dot11QMFPolicyChangeTimeout TU.







IEEE P802.11-REVmc/D0.5, Oct 2012


370 Copyright © 2012 IEEE. All rights reserved.


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


6.3.83.6.3 When generated


This primitive is generated by the MLME when a valid QMF Policy Change frame is received from a peer
entity.


6.3.83.6.4 Effect of receipt


On receipt of this primitive, the parameters of the QMF Policy Change frame are provided to the SME to be
processed.


6.3.83.7 MLME-QMFPOLICYCHANGE.response


6.3.83.7.1 Function


This primitive requests the transmission of a QMF Policy frame with no QMF Policy field to a peer entity, in
response to a received QMF Policy Change frame.


6.3.83.7.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-QMFPOLICYCHANGE.response (


Peer STA Address,
Dialog Token,
Result Code
)


Name Type Valid range Description


Peer STA 
Address


MAC Address Any valid individual 
MAC Address


The address of the peer MAC entity from which the 
QMF policy change request was received.


Dialog 
Token


Integer 1–255 The dialog token to identify the QMF policy 
change transaction.


QMFPolicy QMF Policy 
element


As defined in 
8.4.2.122 (Quality-of-
Service Management 
Frame Policy 
element(11ae)) 


This parameter describes the QMF policy the peer 
STA is requesting to use.


Name Type Valid range Description


Peer STA 
Address


MAC Address Any valid individual 
MAC Address


The address of the peer MAC entity to which the 
QMF Policy frame is sent in response to a QMF 
policy change request.


Dialog 
Token


Integer 1–255 The dialog token identifying the QMF policy 
change transaction.


Result Code Enumeration SUCCESS,
REJECT


Reports the outcome of the transaction.
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6.3.83.7.3 When generated


This primitive is generated by the SME to request that a QMF Policy frame be transmitted to a peer entity to
convey the results of the QMF policy change procedure.


6.3.83.7.4 Effect of receipt


On receipt of this primitive, the MLME constructs a QMF Policy frame containing the set of QMF Policy
elements specified. This frame is then scheduled for transmission.


6.3.83.8 MLME-QMFPOLICYSET.request


6.3.83.8.1 Function


This primitive directs the setting of a specific QMF policy in the local MLM.


6.3.83.8.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-QMFPOLICYSET.request (


Peer STA address,
QMFPolicy
)


6.3.83.8.3 When generated


This primitive is generated by the SME to set the MLME’s QMF policy for a peer STA.


6.3.83.8.4 Effect of receipt


On receipt of this primitive, the MLME uses the supplied set of QMF policy parameters in future transmis-
sions to the peer.(11ae end insert)


6.3.84 SCS request and response procedure(11aa)


6.3.84.1 General


The following MLME primitives support the signaling of the SCS request and response procedure. The
informative diagram shown in Figure 6-26 (Example SCS setup and termination protocol exchange(11aa))
depicts the SCS request and response process and is not meant to be exhaustive of all possible protocol uses.


Name Type Valid range Description


Peer STA 
Address


MAC Address Any valid individual 
MAC address


The address of the peer STA for which the QMF 
policy is to be used. If this parameter is null, the 
QMF policy applies to all transmissions.


QMFPolicy QMF Policy 
element


As defined in 
8.4.2.122 (Quality-of-
Service Management 
Frame Policy 
element(11ae)) 


This parameter describes the QMF policy the 
MLME is directed to use for all QMFs transmitted 
to the Peer STA Address.







IEEE P802.11-REVmc/D0.5, Oct 2012


372 Copyright © 2012 IEEE. All rights reserved.


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


6.3.84.2 MLME-SCS.request(11aa)


6.3.84.2.1 Function


This primitive requests transmission of an SCS Request frame to an AP.


6.3.84.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-SCS.request(


PeerSTAAddress,
DialogToken,
SCSRequest
)


Name Type Valid range Description


PeerSTAAddress MAC Address Any valid individual 
MAC address


Specifies the address of the 
peer MAC entity with which 
to perform the SCS process.


DialogToken Integer 1–255 The dialog token to identify 
the SCS request and 
response transaction.


SCSRequest SCS Descriptor element SCS Descriptor 
element, as defined in 
8.4.2.124 (SCS 
Descriptor 
element(11aa))


Specifies frame classifiers 
and priority for the requested 
SCS stream.


Figure 6-26—Example SCS setup and termination protocol exchange(11aa)


MLME MLMESME SME
Non-AP STA AP


Process SCS request


AP might decide to terminate 
a granted SCS at any time


MLME-
SCS.request SCS Request frame


MLME-
SCS.indication


MLME-
SCS.confirm SCS Response frame


MLME-
SCS.response


MLME-SCS-
TERM.indication SCS Response frame


MLME-SCS-
TERM.request
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6.3.84.2.3 When generated


This primitive is generated by the SME to request that a SCS Request frame be sent to the AP with which the
STA is associated.


6.3.84.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a SCS Request (#100)frame. The STA then attempts to
transmit this frame to the AP with which the STA is associated.


6.3.84.3 MLME-SCS.confirm(11aa)


6.3.84.3.1 Function


This primitive reports the result of a SCS procedure.


6.3.84.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-SCS.confirm(


ResultCode,
PeerSTAAddress,
DialogToken, 
SCSResponse
)


6.3.84.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-SCS.request primitive and indicates the
results of the request.


Editor’s Note: Note that according to WG11 style, confirms are not issued in the case of locally-generated
errors such as invalid parameters and timeout.


Name Type Valid range Description


ResultCode Enumeration SUCCESS, DECLINED, 
TCLAS_PROCESSING_ 
NOT_ SUPPORTED, 
INSUFFICIENT_TCLAS_ 
PROCESSING, TIMEOUT


Reports the outcome of a 
request to send a SCS 
Request frame.


PeerSTAAddress MAC Address Any valid individual MAC 
address


Specifies the address of the 
peer MAC entity with 
which to perform the SCS 
process.


DialogToken Integer 1–255 The dialog token to identify 
the SCS request and 
response transaction.


SCSResponse SCS Status duple SCS Status duple, as defined 
in 8.5.19.3 (SCS Response 
frame format(11aa))


Specifies the status returned 
by the AP responding to the 
STA’s requested SCSID.
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This primitive is generated when the MLME-SCS.request primitive contains invalid parameters, when a
timeout or failure occurs, or when the STA receives a SCS Response frame from the AP. 


6.3.84.3.4 Effect of receipt


On receipt of this primitive, the SME should operate according to the procedure in 10.26.2 (SCS
procedures(11aa)).


6.3.84.4 MLME-SCS.indication(11aa)


6.3.84.4.1 Function


This primitive indicates that an SCS Request frame was received from a non-AP STA. 


6.3.84.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-SCS.indication(


PeerSTAAddress,
DialogToken,
SCSRequest
)


6.3.84.4.3 When generated


This primitive is generated by the MLME when a valid SCS Request frame is received.


6.3.84.4.4 Effect of receipt


On receipt of this primitive, the SME should operate according to the procedure in 10.26.2 (SCS
procedures(11aa)).


6.3.84.5 MLME-SCS.response(11aa)


6.3.84.5.1 Function


This primitive is generated in response to an MLME-SCS.indication primitive requesting an SCS Response
frame be sent to a non-AP STA. 


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid individual 
MAC address


The address of the non-AP 
STA MAC entity from 
which an SCS Request 
frame was received.


DialogToken Integer 1–255 The dialog token to identify 
the SCS request and 
response transaction.


SCSRequest SCS Descriptor element SCS Descriptor 
element, as defined in 
8.4.2.124 (SCS 
Descriptor 
element(11aa))


Specifies frame classifiers 
and priority for the requested 
SCS stream.
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6.3.84.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-SCS.response(


PeerSTAAddress,
DialogToken, 
SCSResponse
)


6.3.84.5.3 When generated


This primitive is generated by the SME in response to an MLME-SCS.indication primitive requesting an
SCS Response frame be sent to a non-AP STA.


6.3.84.5.4 Effect of receipt


On receipt of this primitive, the MLME constructs a SCS Response frame. The STA then attempts to
transmit this frame to the non-AP STA indicated by the PeerSTAAddress parameter.


6.3.84.6 MLME-SCS-TERM.request (11aa)


6.3.84.6.1 Function


This primitive requests the transmission of a SCS Response frame to a non-AP STA to terminate an
established SCS stream.


6.3.84.6.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-SCS-TERM.request( 


PeerSTAAddress,
DialogToken, 
SCSResponse


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid individual 
MAC address


The address of the non-AP 
STA MAC entity from 
which a SCS Request frame 
was received.


DialogToken Integer 1–255 The dialog token to identify 
the SCS request and 
response transaction.


SCSResponse SCS Status duple SCS Status duple, as 
defined in 8.5.19.3 
(SCS Response frame 
format(11aa))


Specifies the status returned 
by the AP responding to the 
STA’s requested SCSID.
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)


6.3.84.6.3 When generated


This primitive is generated by the SME to terminate an SCS stream.


6.3.84.6.4 Effect of receipt


On receipt of this primitive, the MLME constructs an SCS Response frame. The STA then attempts to
transmit this frame to the non-AP STA indicated by the PeerSTAAddress parameter.


6.3.84.7 MLME-SCS-TERM.indication(11aa)


6.3.84.7.1 Function


This primitive is generated by the MLME when a valid unsolicited SCS Response frame is received.


6.3.84.7.2 Semantics of the service primitive


The primitive parameters are as follows:
MLME-SCS-TERM.indication(


ResultCode,
DialogToken, 
SCSResponse
)


Name Type Valid range Description


PeerSTAAddress MACAddress Any valid individual 
MAC address


The address of the non-AP 
STA MAC entity to which 
the SCS Response frame is 
to be sent.


DialogToken Integer 0 Set to 0 for an autonomous 
SCS Response frame.


SCSResponse SCS Status duple SCS Status duple, as 
defined in 8.5.19.3 
(SCS Response frame 
format(11aa))


Specifies the requested 
SCSID that is cancelled by 
the AP.


Name Type Valid range Description


ResultCode Enumeration SUCCESS, FAILURE Indicates the result of the 
MLME-SCS-TERM.request 
primitive.


DialogToken Integer 0 Set to 0 for an autonomous 
SCS Response frame.


SCSResponse SCS Status duple SCS Status duple, as 
defined in 8.5.19.3 
(SCS Response frame 
format(11aa))


Specifies the requested 
SCSID that is cancelled by 
the AP.







IEEE P802.11-REVmc/D0.5, Oct 2012


Copyright © 2012 IEEE. All rights reserved. 377


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


6.3.84.7.3 When generated


This primitive is generated when the STA receives an unsolicited SCS Response frame from the AP.


6.3.84.7.4 Effect of receipt


On receipt of this primitive, the SME should operate according to the procedure in 10.26.2 (SCS
procedures(11aa)).


6.3.85 QLoad report management


6.3.85.1 General 


The QLoad report management primitives support the process of QLoad reporting between APs as described
in 10.27.2 (QLoad Report element(11aa)).


6.3.85.2 MLME-QLOAD.request(11aa)


6.3.85.2.1 Function


This primitive is used by an AP to transmit a QLoad Request frame to a specified AP.


6.3.85.2.2 Semantics of the service primitive 


The primitive parameters are as follows:
MLME-QLOAD.request(


PeerMACAddress,
DialogToken,
Protected 
)


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


The address of the peer 
MAC entity to which the 
QLoad Request frame is 
sent.


DialogToken Integer 1–255 Specifies a number unique to 
the MLME-QLOAD.request 
primitive.


Protected Boolean true, false If true, the request is sent 
using the Protected QLoad 
Request frame. If false, the 
request is sent using the 
QLoad Request frame.
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6.3.85.2.3 When generated


This primitive is generated by the SME at an AP to request the transmission of a QLoad Request frame to
the AP indicated by the PeerMACAddress parameter.


6.3.85.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a QLoad Request (#100)frame if the Protected parameter
is false or a Protected QLoad Request frame if the Protected parameter is true. The AP then attempts to
transmit this frame to the AP indicated by the PeerMACAddress parameter.


6.3.85.3 MLME-QLOAD.confirm(11aa)


6.3.85.3.1 Function


This primitive reports the result of a request to send a QLoad Request frame.


6.3.85.3.2 Semantics of the service primitive 


The primitive parameters are as follows:
MLME-QLOAD.confirm(


ResultCode,
PeerMACAddress,
DialogToken,
Protected, 
QLoadReport
)


Name Type Valid range Description


ResultCode Enumeration SUCCESS, 
UNSPECIFIED_FAILURE


Reports the outcome of a 
QLoad request.


PeerMACAddress MACAddress Any valid individual MAC 
address


The address of the peer 
MAC entity to which the 
QLoad Request frame was 
sent.


DialogToken Integer 0–255 Specifies a number unique to 
the QLoad Report request 
and response transaction or 0 
when an unsolicited report 
was sent.


Protected Boolean true, false If true, the response was sent 
using the Protected QLoad 
Report frame. If false, the 
response was sent using the 
QLoad Report frame.


QLoadReport Set of reports, each 
as defined in the 
QLoad Report 
element


Set of reports, each as 
defined in the QLoad Report 
element


Set of reports, each as 
defined in the QLoad Report 
element. 
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6.3.85.3.3 When generated


Note that according to WG11 style, confirms are not issued in the case of locally-generated errors such as
invalid parameters and timeout. As there is no ResultCode parameter in the .response, we have to assume
that UNSPECIFIED_FAILURE is locally generated.


This primitive is generated by the MLME as a result of an MLME-QLOAD.request primitive indicating the
results of that request. This primitive is generated when an MLME-QLOAD.request primitive contains
invalid parameters or when the STA receives a response in the form of a QLoad Report frame in the
corresponding Robust AV Streaming Action frame. 


6.3.85.3.4 Effect of receipt


The SME is notified of the results of the QLoad request procedure.


The SME should operate according to the procedures defined in 10.27.2 (QLoad Report element(11aa)). 


6.3.85.4 MLME-QLOAD.indication (11aa)


6.3.85.4.1 Function


This primitive indicates that a QLoad Request frame has been received.


6.3.85.4.2 Semantics of the service primitive 


The primitive parameters are as follows: 
MLME-QLOAD.indication(


PeerMACAddress,
DialogToken,
Protected 
)


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


The address of the peer 
MAC entity from which the 
QLoad Request frame was 
received.


DialogToken Integer 1–255 Specifies a number unique to 
the MLME-QLOAD.request 
primitive. 


Protected Boolean true, false If true, the request was sent 
using the Protected QLoad 
Request frame. If false, the 
request was sent using the 
QLoad Request frame.
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6.3.85.4.3 When generated


This primitive is generated by the MLME when a valid (Protected) QLoad Request frame is received.


6.3.85.4.4 Effect of receipt


On receipt of this primitive, the SME either rejects the request or commences the transaction as described in
10.27.2 (QLoad Report element(11aa)).


6.3.85.5 MLME-QLOAD.response (11aa)


6.3.85.5.1 Function


This primitive is used by an AP to transmit a QLoad Report frame to a specified AP in response to a QLoad
Request frame.


6.3.85.5.2 Semantics of the service primitive 


The primitive parameters are as follows:
MLME-QLOAD.response(


PeerMACAddress,
DialogToken,
Protected, 
QLoadReport
)


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


The address of the peer 
MAC entity to which the 
QLoad Report frame is sent.


DialogToken Integer 0–255 The dialog token of the 
matching MLME-
QLOAD.indication 
primitive or 0 when sending 
an unsolicited report.


Protected Boolean true, false If true, the response is sent 
using the Protected QLoad 
Report frame. If false, the 
response is sent using the 
QLoad Report frame.


QLoadReport Set of reports, each as 
defined in the QLoad 
Report element


Set of reports, each as 
defined in the QLoad 
Report element


Set of reports, each as 
defined in the QLoad Report 
element.
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6.3.85.5.3 When generated


This primitive is generated by the SME at an AP in response to the reception of a QLoad Request frame
from the AP indicated by the PeerMACAddress parameter.


6.3.85.5.4 Effect of receipt


On receipt of this primitive, the MLME constructs a QLoad Report (#100)frame if the Protected parameter
is false or a Protected QLoad Report frame if the Protected parameter is true. The AP then attempts to
transmit this frame to the other AP indicated by the PeerMACAddress parameter.


6.3.86 HCCA TXOP advertisement management(11aa)


6.3.86.1 General


The TXOP advertisement management primitives support the process of TSPEC schedule negotiation
between APs, as described in 10.27 (Procedures to manage OBSS(11aa)).


6.3.86.2 MLME-TXOPADVERTISEMENT.request(11aa)


6.3.86.2.1 Function


This primitive is used by an AP to transmit an HCCA TXOP advertisement to a specified AP.


6.3.86.2.2 Semantics of the service primitive 


The primitive parameters are as follows:
MLME-TXOPADVERTISEMENT.request(


PeerMACAddress,
DialogToken,
Protected, 
ActiveTXOPReservations,
PendingTXOPReservations
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)


6.3.86.2.3 When generated


This primitive is generated by the SME at an AP to request a (Protected) HCCA TXOP Advertisement frame
be sent to the AP indicated by the PeerMACAddress parameter.


6.3.86.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs an HCCA TXOP Advertisement frame if the Protected
parameter is false or constructs a Protected HCCA TXOP Advertisement frame if the Protected parameter is
true. This frame is then scheduled for transmission.


6.3.86.3 MLME-TXOPADVERTISEMENT.confirm(11aa)


6.3.86.3.1 Function


This primitive reports the result of a request to perform HCCA TXOP negotiation.


6.3.86.3.2 Semantics of the service primitive 


The primitive parameters are as follows:
MLME-TXOPADVERTISEMENT.confirm(


ResultCode,
PeerMACAddress,
DialogToken,
Protected, 
AlternateSchedule,
AvoidanceRequest


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


The address of the peer 
MAC entity to which the 
TXOP Advertisement frame 
is sent.


DialogToken Integer 0–255 Specifies a number unique to 
the 
TXOPAdvertisement.request 
primitive. 


Protected Boolean true, false If true, the request is sent 
using the Protected HCCA 
TXOP Advertisement frame. 
If false, the request is sent 
using the HCCA TXOP 
Advertisement frame.


ActiveTXOPReservations TXOP Reservation As defined in 8.4.1.43 
(TXOP Reservation 
field(11aa))


Specifies the HCCA TXOPs 
that have been created.


PendingTXOPReservations TXOP Reservation As defined in 8.4.1.43 
(TXOP Reservation 
field(11aa))


Specifies the HCCA TXOPs 
that are in the process of 
being created.
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)


6.3.86.3.3 When generated


Note that according to WG11 style, confirms are not issued in the case of locally-generated errors such as
invalid parameters. As UNSPECIFIED_FAILURE is not present in the .response, it must be locally
generated.


This primitive is generated by the MLME as a result of an MLME-TXOPADVERTISEMENT.request
primitive indicating the results of that request. This primitive is generated when an MLME-
TXOPADVERTISEMENT.request primitive contains invalid parameters, when the STA receives a
response in the form of an HCCA TXOP Response frame in the corresponding Public Action frame, or when
the STA receives a response in the form of a Protected HCCA TXOP Response frame in the corresponding
frame.


6.3.86.3.4 Effect of receipt


On receipt of this primitive, the SME performs the behavior defined in 10.27.3 (HCCA TXOP negotiation
(11aa)).


6.3.86.4 MLME-TXOPADVERTISEMENT.indication(11aa)


6.3.86.4.1 Function


This primitive indicates that an HCCA TXOP Advertisement frame has been received from a peer entity.


Name Type Valid range Description


ResultCode Enumeration SUCCESS, 
TS_SCHEDULE_ 
CONFLICT,   
UNSPECIFIED_FAILURE


Reports the outcome of a 
request to send a TXOP 
advertisement. Indicates the 
results of the corresponding 
MLME-
TXOPADVERTISE.request 
primitive.


PeerMACAddress MACAddress Any valid individual MAC 
address


The address of the peer 
MAC entity from which the 
Scheduled TXOP Response 
frame was received.


DialogToken Integer 0–255 The dialog token to identify 
the scheduled TXOP 
advertisement and scheduled 
TXOP response transaction.


Protected Boolean true, false If true, the response was sent 
using the Protected HCCA 
TXOP Response frame. If 
false, the response was sent 
using the HCCA TXOP 
Response frame.


AlternateSchedule TXOP Reservation As defined in 8.4.1.43 
(TXOP Reservation 
field(11aa))


Specifies an alternate TXOP 
when status code is nonzero.


AvoidanceRequest TXOP Reservation As defined in 8.4.1.43 
(TXOP Reservation 
field(11aa))


Specifies a TXOP to avoid 
when status code is nonzero.







IEEE P802.11-REVmc/D0.5, Oct 2012


384 Copyright © 2012 IEEE. All rights reserved.


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


6.3.86.4.2 Semantics of the service primitive 


The primitive parameters are as follows:
MLME-TXOPADVERTISEMENT.indication(


PeerMACAddress,
DialogToken,
Protected, 
ActiveTXOPReservations,
PendingTXOPReservations
)


6.3.86.4.3 When generated


This primitive is generated by the MLME when a valid HCCA TXOP Advertisement frame is received.


6.3.86.4.4 Effect of receipt


On receipt of this primitive, the SME performs the behavior defined in 10.27.3 (HCCA TXOP negotiation
(11aa)).


6.3.86.5 MLME-TXOPADVERTISEMENT.response(11aa)


6.3.86.5.1 Function


This primitive is used by an AP to transmit an HCCA TXOP Response frame to a specified AP.


6.3.86.5.2 Semantics of the service primitive 


The primitive parameters are as follows:
MLME-TXOPADVERTISEMENT.response(


PeerMACAddress,
DialogToken,
Protected, 


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


The address of the peer 
MAC entity from which the 
HCCA TXOP 
Advertisement frame was 
sent.


DialogToken Integer 0–255 Specifies a number unique to 
the MLME-
TXOPADVERTISEMENT.r
equest primitive. 


Protected Boolean true, false If true, the request was sent 
using the Protected HCCA 
TXOP Request frame. If 
false, the request was sent 
using the HCCA TXOP 
Request frame.


ActiveTXOPReservations TXOP Reservation As defined in 8.4.1.43 
(TXOP Reservation 
field(11aa))


Specifies the HCCA TXOPs 
that have been created.


PendingTXOPReservations TXOP Reservation As defined in 8.4.1.43 
(TXOP Reservation 
field(11aa))


Specifies the HCCA TXOPs 
that are in the process of 
being created.
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StatusCode, 
ScheduleConflict,
AlternateSchedule, 
AvoidanceRequest
)


6.3.86.5.3 When generated


This primitive is generated by the SME at an AP to request the sending of an HCCA TXOP Response frame
to another AP indicated by the PeerMACAddress parameter.


6.3.86.5.4 Effect of receipt


On receipt of this primitive, the MLME constructs an HCCA TXOP Response frame if the Protected
parameter is false or constructs a Protected HCCA TXOP Response frame if the Protected parameter is true.
The AP then attempts to transmit this frame to the AP indicated by the PeerMACAddress parameter.


6.3.87 Group membership management(11aa)


Editor’s Note: The name “group membership” is (IMHO) overly general. There are lots of different types
of groups. e.g. .11ac Has MU-MIMO group membership.


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


The address of the peer 
MAC entity to which the 
HCCA TXOP Response 
frame is sent.


DialogToken Integer 0–255 The dialog token to identify 
the TXOP advertisement and 
TXOP response transaction.


Protected Boolean true, false If true, the response is sent 
using the Protected HCCA 
TXOP Response frame. If 
false, the response is sent 
using the HCCA TXOP 
Response frame.


StatusCode Enumeration SUCCESS, 
TS_SCHEDULE_ 
CONFLICT (as defined 
in 8.4.1.9 (Status Code 
field))


The result of checking the 
TXOP reservation from the 
corresponding TXOP 
advertisement.


ScheduleConflict Integer 1–number of TXOP 
reservations


The TXOP reservation from 
the HCCA TXOP 
Advertisement frame that 
conflicts with an existing or 
in-progress schedule.


AlternateSchedule TXOP Reservation As defined in 8.4.1.43 
(TXOP Reservation 
field(11aa))


Specifies an alternate TXOP 
when status code is nonzero.


AvoidanceRequest TXOP Reservation As defined in 8.4.1.43 
(TXOP Reservation 
field(11aa))


Specifies a TXOP to avoid 
when status code is nonzero.
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6.3.87.1 General


The group membership primitives support the process of group membership requesting and reporting
between an AP and its associated STAs as described in 10.23.15.3.2 (GCR group membership
procedures(11aa)).


6.3.87.2 MLME-GROUP-MEMBERSHIP.request


6.3.87.2.1 Function


This primitive is used by an AP to initiate a Group Membership Request frame to a specified associated
STA.


6.3.87.2.2 Semantics of the service primitive 


The primitive parameters are as follows:
MLME-GROUP-MEMBERSHIP.request(


PeerMACAddress,
DialogToken
)


6.3.87.2.3 When generated


This primitive is generated by the SME at an AP to request the sending of a Group Membership Request
frame to the associated STA indicated by the PeerMACAddress parameter.


6.3.87.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Group Membership Request frame. The AP then
attempts to transmit this frame to the STA indicated by the PeerMACAddress parameter.


6.3.87.3 MLME-GROUP-MEMBERSHIP.confirm(11aa)


6.3.87.3.1 Function


This primitive reports the result of a request for a STA’s group membership.


6.3.87.3.2 Semantics of the service primitive 


The primitive parameters are as follows:
MLME-GROUP-MEMBERSHIP.confirm(


ResultCode,
GroupAddress


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


The address of the peer 
MAC entity to which the 
Group Membership Request 
frame is to be sent.


DialogToken Integer 0–255 Specifies a number unique to 
the MLME-GROUP-
MEMBERSHIP.request 
primitive.
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)


6.3.87.3.3 When generated


This primitive is generated by the MLME as a result of an MLME-GROUP-MEMBERSHIP.request
primitive indicating the results of that request.


Note that according to WG11 style, confirms are not issued in the case of locally-generated errors such as
invalid parameters. Suggest: remove the ResultCode parameter and adjust the following para.


This primitive is generated when an MLME-GROUP-MEMBERSHIP.request primitive contains invalid
parameters or when the STA receives a response in the form of a Group Membership Response frame in the
corresponding Robust Action frame from the associated STA. 


6.3.87.3.4 Effect of receipt


The SME is notified of the results of the group membership request procedure.


The SME should operate according to the procedures defined in 10.23.15.3.2 (GCR group membership
procedures(11aa)).


6.3.87.4 MLME-GROUP-MEMBERSHIP.indication(11aa)


6.3.87.4.1 Function


This primitive indicates that a Group Membership Request frame has been received from a peer entity.


6.3.87.4.2 Semantics of the service primitive 


The primitive parameters are as follows:
MLME-GROUP-MEMBERSHIP.indication(


PeerMACAddress,
DialogToken
)


Name Type Valid range Description


ResultCode Enumeration SUCCESS, 
UNSPECIFIED_FAILURE


Reports the outcome of a 
group membership request.


GroupAddress MAC Address Any valid MAC address that 
has the Individual/Group 
Address bit set


Zero or more MAC 
addresses that correspond to 
the contents of the 
dot11GroupAddressesTable 
of the STA that responded to 
the group address request.


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


The address of the peer 
MAC entity from which the 
Group Membership Request 
frame was sent.


DialogToken Integer 0–255 Specifies a number unique to 
the MLME-GROUP-
MEMBERSHIP primitive. 
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6.3.87.4.3 When generated


This primitive is generated by the MLME when a valid Group Membership Request frame is received.


6.3.87.4.4 Effect of receipt


On receipt of this primitive, the SME performs the behavior defined in 10.23.15.3.2 (GCR group
membership procedures(11aa)).


6.3.87.5 MLME-GROUP-MEMBERSHIP.response(11aa)


6.3.87.5.1 Function


This primitive responds to the request for the contents of the group address table by a specified STA’s MAC
entity.


6.3.87.5.2 Semantics of the service primitive 


The primitive parameters are as follows:
MLME-GROUP-MEMBERSHIP.response(


PeerMACAddress,
DialogToken,
GroupAddress
)


6.3.87.5.3 When generated


This primitive is generated by the MLME as a result of an MLME-GROUP-MEMBERSHIP.indication
primitive.


6.3.87.5.4 Effect of receipt


On receipt of this primitive, the SME performs the behavior defined in 10.23.15.3.2 (GCR group
membership procedures(11aa)).


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


The address of the peer 
MAC entity to which the 
Group Membership 
Response frame is sent.


DialogToken Integer 0–255 Specifies a number unique to 
the MLME-GROUP-
MEMBERSHIP primitive. 


GroupAddress MAC Address Any valid MAC address 
that has the Individual/
Group Address bit set


Zero or more MAC 
addresses that correspond to 
the contents of the 
dot11GroupAddressesTable 
of the STA that is 
responding to the group 
address request.
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6.3.88 AP PeerKey management (11aa)


6.3.88.1 General


The AP PeerKey management primitives support the AP PeerKey protocol to provide session identification
and data confidentiality for an AP-to-AP connection, as described in 11.10 (AP PeerKey support(11aa)).


6.3.88.2 MLME-APPEERKEY.request(11aa)


6.3.88.2.1 Function


This primitive is used by an AP to transmit a public key to a specified AP and to request the peer’s public
key.


6.3.88.2.2 Semantics of the service primitive 


The primitive parameters are as follows:
MLME-APPEERKEY.request(


PeerMACAddress,
RequestType,
Group,
PublicKey
)


6.3.88.2.3 When generated


This primitive is generated by the SME at an AP to request the sending of a Public Key frame to another AP
indicated by the PeerMACAddress parameter.


6.3.88.2.4 Effect of receipt


On receipt of this primitive, the MLME constructs a Public Key frame. The AP then attempts to transmit this
frame to the AP indicated by the PeerMACAddress parameter.


6.3.88.3 MLME-APPEERKEY.indication


6.3.88.3.1 Function


This primitive indicates that a Public Key frame has been received from a peer entity.


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


The address of the peer 
MAC entity to which the 
Public Key frame is sent.


RequestType Integer As defined in Table 8-
234 (Request Type 
definitions(11aa))


Specifies the type of request.


Group Finite Cyclic Group 
field


As defined in 8.4.1.40 
(Element field)


Specifies cyclic group from 
which the public key was 
generated.


PublicKey Scalar field As defined 8.4.1.39 
(Scalar field) 


The public key of the AP 
sending this Public Key 
frame.
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6.3.88.3.2 Semantics of the service primitive 


The primitive parameters are as follows:
MLME-APPEERKEY.indication(


PeerMACAddress,
RequestType,
Group,
PublicKey
)


6.3.88.3.3 When generated


This primitive is generated by the MLME when a valid Public Key frame is received.


6.3.88.3.4 Effect of receipt


On receipt of this primitive, the SME performs the behavior defined in 11.10 (AP PeerKey
support(11aa)).(11aa end insert)


6.4 MAC state generic convergence function (MSGCF) 


6.4.1 Overview of the convergence function


The MSGCF and its interaction with other management entities is defined in 6.4 (MAC state generic
convergence function (MSGCF)). The MSGCF correlates information exchanged between the MAC
management entities regarding the state of an IEEE Std(#130) 802.11 interface and converges this
information into events and status for consumption by higher layer protocols. Non-AP STAs when
dot11MSGCFActivated is set to true shall support the MSGCF procedures in this clause; APs do not support
the MSGCF.


This clause defines interactions between the MSGCF and MLME and PLME through the MLME_SAP and
PLME_SAP respectively, as well as with the SME via the MSGCF-SME_SAP. The detailed manner in which
the SAPs are implemented is not specified within this standard.


The MSGCF operates at the level of an IEEE Std(#130) 802.11 ESS, and generates events based on the state
of the link between a non-AP STA and an ESS. A non-AP STA that transitions between two APs in the same


Name Type Valid range Description


PeerMACAddress MACAddress Any valid individual 
MAC address


The address of the peer 
MAC entity from which the 
Public Key frame has been 
received.


RequestType Integer As defined in Table 8-
234 (Request Type 
definitions(11aa))


Specifies the type of request. 


Group Finite Cyclic Group 
field


8.4.1.40 (Element field) Specifies cyclic group from 
which the public key was 
generated.


PublicKey Scalar field 8.4.1.39 (Scalar field)


Editor’s Note: Note
correction to refer-
ence (was to non-
existent 8.4.1.49).


The public key of the AP 
that sent this Public Key 
frame.
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ESS can operate transparently to the LLC sublayer, and does not change state in the state machine defined
within this clause.


6.4.2 Overview of convergence function state machine


The convergence function maintains information on the state of the ESS, using the state machine shown in
Figure 6-27 (MSGCF state machine). Because Figure 6-27 (MSGCF state machine) is defined in terms of
ESS connectivity, it is not affected by changes in association provided that the transition was an intra-ESS
transition. 


6.4.3 Convergence function state list


6.4.3.1 ESS_CONNECTED


In the ESS_CONNECTED state, a non-AP STA has completed all layer 2 setup activities and is able to send
Class 3 frames to peer LLC entities. A non-AP STA remains in this state as long as it is possible to send
Class 3 frames through any AP within an ESS. A non-AP STA does not leave this state upon successful intra-
ESS transitions.


ESS_CONNECTED


ESS_DISENGAGING


ESS_DISCONNECTED


STANDBY


MSGCF-ESS-Link-Event-Rollback.indication


MSGCF-ESS-Link-Threshold-Report.indication (optional)


MSGCF-ESS-Link-Going-Down.indication


MSGCF-ESS-Link-Threshold-Report.indication (optional)


M
S


G
C


F
-E


S
S


-L
in


k
-D


o
w


n
.in


d
ic


atio
nM


S
G


C
F


-E
S


S
-L


in
k-


U
p


.i
n


d
ic


at
io


n


MSGCF-ESS-Link-Down.indication


Figure 6-27—MSGCF state machine
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6.4.3.2 ESS_DISCONNECTED


In the ESS_DISCONNECTED state, a non-AP STA is unable to send Class 3 frames to peer LLC entities.
Higher layer network protocols are unavailable. In this state, a non-AP STA may use GAS to perform network
discovery and selection. 


6.4.3.3 ESS_DISENGAGING


In the ESS_DISENGAGING state, the non-AP STA's SME anticipates that links to all APs within the ESS
will be lost in a defined time interval, but the non-AP STA is still able to send Class 3 frames to peer LLC
entities. The predictive failure of the link may be due to explicit disassociation by the peer, the imminent
invalidation of cryptographic keys because of usage limits (such as sequence counter exhaustion), or
predictive signal strength algorithms. In this state, it is recommended that a non-AP STA also initiate a search
to find a new ESS.


6.4.3.4 STANDBY


In the STANDBY state, the non-AP STA is powered down and unable to communicate with any other
IEEE 802.11 STAs.


6.4.4 Convergence function state transitions


6.4.4.1 Transitions to ESS_CONNECTED


6.4.4.1.1 From ESS_DISCONNECTED


To make this transition, a non-AP STA will have completed the network selection process and the relevant
procedures to attach to the ESS, including IEEE Std(#130) 802.11 authentication, IEEE Std(#130) 802.11
association, and, if required, IEEE Std(#130) 802.11 RSN procedures. When this transition is completed, the
MSGCF sends an MSGCF-ESS-Link-Up.indication primitive to higher layers.


6.4.4.1.2 From ESS_DISENGAGING


To make this transition, the SME cancels a previous event that predicted an ESS link failure. This may be due
to network parameters indicating renewed link strength or a successful renewal of an expiring RSN SA. When
this transition is complete, the MSGCF sends an MSGCF-ESS-Link-Event-Rollback.indication event to
indicate that a prior link failure predictive event is no longer valid. If the transition was due to network
parameters crossing a threshold, the MSGCF also issues an MSGCF-ESS-Link-Threshold-Report.indication
to higher layers.


6.4.4.2 Transitions to ESS_ DISCONNECTED


6.4.4.2.1 From ESS_CONNECTED


This transition indicates that administrative action was taken to shut down the link, a sudden loss of signal
strength or that RSN keys expired and could not be renewed. At the conclusion of this transition, the MSGCF
issues an MSGCF-ESS-Link-Down.indication event to higher layer protocols.


6.4.4.2.2 From ESS_DISENGAGING


This transition indicates that the predictive link failure event has occurred. At the conclusion of this transition,
the MSGCF issues an MSGCF-ESS-Link-Down.indication event to higher layer protocols.
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6.4.4.2.3 From STANDBY


This transition occurs when the non-AP STA is powered on and initialized. No event is issued by the MSGCF.


6.4.4.3 Transitions to ESS_DISENGAGING


6.4.4.3.1 From ESS_CONNECTED


When the parameters as defined in Table 6-7 (ESS Link Parameter Set) change or imminent action is taken
to bring down the link, the SME may predict an imminent link failure and initiate a transition. Upon
completion of this transition, the MSGCF issues an MSGCF-ESS-Link-Going-Down event. If the cause of
the transition was the degradation of network parameters beyond the thresholds stored in the MIB, an
MSGCF-ESS-Link-Threshold-Report.indication is also issued to higher layers.


6.4.4.4 Transitions to STANDBY


6.4.4.4.1 From ESS_DISCONNECTED


When the non-AP STA has disconnected from an ESS, it may be administratively powered off to extend
battery life. No events are issued by the MSGCF upon completion of this transition.


6.4.5 Convergence function informational events


Informational events may occur in any state. When they occur, the SME updates the convergence function
MIB with new parameters. Informational events do not cause state changes in Figure 6-27 (MSGCF state
machine). Informational events are generated when new potential ESS links are discovered, when the
network parameter thresholds are set or read, and when higher layer protocols issue commands to the non-AP
STA through the MSGCF-ESS-Link-Command.request primitive.


6.4.6 MAC state generic convergence SAP


The MAC state generic convergence SAP is the interface between the convergence function and higher layer
protocols. It presents a standardized interface for higher layer protocols to access the state of the MAC,
whether that state information is available in the MLME, PLME, or SME.


Some events on the MAC state generic convergence SAP require event identifiers for use as a dialog token
in event sequencing and rollback. The EventID is an unsigned integer that is initialized to one when the non-
AP STA leaves the STANDBY state.


6.4.7 ESS status reporting


6.4.7.1 MSGCF-ESS-Link-Up


6.4.7.1.1 Function


This event is triggered when a new ESS has been made available for sending frames.


6.4.7.1.2 Semantics of the service primitive


The primitive parameters are as follows:
MSGCF-ESS-Link-Up.indication(
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NonAPSTAMacAddress,
ESSIdentifier
)


6.4.7.1.3 When generated


This primitive is generated when the ESS link to a network of APs is available to exchange data frames. The
generation of this primitive may vary depending on the contents of dot11WEPDefaultKeysTable and
dot11WEPKeyMappingsTable and the setting of dot11RSNAOptionImplemented.


If there are no entries in the dot11WEPDefaultKeysTable, no entry for the current AP in
dot11WEPKeyMappingsTable, and dot11RSNAOptionImplemented is false, then the network does not use
encryption. This event is generated upon receipt of an MLME-ASSOCIATE.confirm message with a result
code of success.


If there are entries in the dot11WEPDefaultKeysTable, or an entry for the current AP in
dot11WEPKeyMappingsTable, or dot11RSNAOptionImplemented is true, then the network requires the use
of encryption on the link. Before declaring that the link is ready to exchange data frames, the convergence
function receives an MLME-ASSOCIATE.confirm primitive with a result code of success and the SME emits
an MLME-SETKEYS.request primitive.  The latter primitive is used to determine that a WEP key is
available, or that the RSN 4-Way Handshake has completed.


This event is not triggered by MLME-REASSOCIATE.confirm messages because MLME-
REASSOCIATE.confirm messages are defined as transitions within the same ESS.


The MLME-ASSOCIATE.confirm primitive may be issued upon AP transitions. It is the objective of the
MSGCF to generate this event only upon the initial connection to an IEEE Std(#130) 802.11 network, when
the MSGCF state machine moves into the ESS_CONNECTED state.


6.4.7.1.4 Effect of receipt


This event is made available to higher layer protocols by the convergence function. Actions taken by higher
layers are outside of scope of this standard, but may include router discovery, IP configuration, and other
higher layer protocol operations.


6.4.7.2 MSGCF-ESS-Link-Down.indication


6.4.7.2.1 Function


This event is triggered to indicate that an IEEE Std(#130) 802.11 ESS is no longer available for sending
frames.


Name Type Valid range Description


NonAPSTAMacA
ddress


 MAC Address Any valid 
individual MAC 
Address


The MAC address of the non-AP STA that is 
reporting that an IEEE Std(#130) 802.11 ESS has 
become available.


ESSIdentifier String N/A An identifier for the network, composed of the 
string value of the SSID element used to identify 
the network, concatenated with the value of the 
HESSID if it is in use. The HESSID is encoded in 
upper-case ASCII characters with the octet values 
separated by dash characters, as described in IETF 
RFC 3580 [B35].
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6.4.7.2.2 Semantics of the service primitive


The event’s parameters are as follows:
MSGCF-ESS-Link-Down.indication (


NonAPSTAMacAddress,
ESSIdentifier,
ReasonCode
)


6.4.7.2.3 When generated


This event is generated when the SME declares that connectivity to an ESS is lost. It may be generated in the
case of an explicit disconnection from the link peer, received as an MLME-DEAUTHENTICATE.indication
or an MLME-DISASSOCIATE.indication primitive message. The SME should wait for a period of
dot11ESSDisconnectFilterInterval before declaring connectivity lost to confirm that a non-AP STA is unable
to reassociate with any alternate AP within the ESS.


6.4.7.2.4 Effect of receipt


This event is made available to higher layer protocols by the convergence function. Actions taken by those
higher layers are outside the scope of this standard, but may include removing entries from routing and
forwarding tables, and attempting to initiate handover of open application connections to network interfaces
that are still active.


Name Type Valid range Description


NonAPSTAMac
Address


 MAC 
Address


Any valid individual MAC 
Address


The MAC address of the non-AP STA that 
is reporting that an IEEE Std(#130) 802.11 
ESS is no longer available.


ESSIdentifier String N/A An identifier for the network, composed of 
the string value of the SSID used to identify 
the network, concatenated with the value of 
the HESSID if it is in use.


ReasonCode Enumerated EXPLICT_DISCONNECT, 
KEY_EXPIRATION, 
LOW_POWER, 
VENDOR_SPECIFIC


Reason code, drawn from Table 6-2 
(Reason codes for network down).


Table 6-2—Reason codes for network down


Name Description


EXPLICIT_DISCONNECT An explicit disconnection operation (Disassociation or 
Deauthentication) was initiated by the non-AP STA or the non-AP 
STA’s current serving AP and the non-AP STA was unable to 
Reassociate with an alternate AP in the same ESS.


KEY_EXPIRATION Keys used by an RSN SA have expired due to time or traffic 
limitations, or TKIP countermeasures have invalidated the key 
hierarchy.


LOW_POWER If the SME reports that the IEEE Std(#130) 802.11 interface was shut 
down to conserve power, that event may be reported to higher level 
protocols.


VENDOR_SPECIFIC Vendor-specific usage.
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6.4.7.3 MSGCF-ESS-Link-Going-Down


6.4.7.3.1 Function


This event is triggered to indicate the expectation that IEEE Std(#130) 802.11 ESS will no longer be available
for sending frames in the near future.


6.4.7.3.2 Semantics of the service primitive


The event parameters are as follows:
MSGCF-ESS-Link-Going-Down.indication(


NonAPSTAMacAddress,
ESSIdentifier,
EventID,
TimeInterval,
ReasonCode
)


Name Type Valid range Description


NonAPSTAMac
Address


MacAddress Any valid individual MAC 
Address


The MAC address of the non-AP STA that is 
reporting that an IEEE Std(#130) 802.11 ESS 
is expected to go down.


ESSIdentifier String N/A An identifier for the network, composed of 
the string value of the SSID element used to 
identify the network, concatenated with the 
value of the HESSID if it is in use.


EventID Integer N/A An integer used to identify the event that is 
used in the case of event rollback.


TimeInterval Integer N/A Time Interval, in time units, in which the link 
is expected to go down. Connectivity is 
expected to be available at least for time 
specified by TimeInterval.


Reason Code Enumerated EXPLICT_DISCONNECT, 
KEY_EXPIRATION, 
LOW_POWER, VENDOR_ 
SPECIFIC


Indicates the reason the link is expected to go 
down, drawn from Table 6-3 (Reason codes 
for ESS link down).


Table 6-3—Reason codes for ESS link down


Name Description


EXPLICIT_DISCONNECT An explicit disconnection operation (Disassociation or 
Deauthentication) was initiated by the non-AP STA or the non-AP 
STA’s current serving AP.


KEY_EXPIRATION Keys used by an RSN SA have expired due to time or traffic 
limitations, or TKIP countermeasures have invalidated the key 
hierarchy.


LOW_POWER If the SME reports that the IEEE Std(#130) 802.11 interface is going to 
be shut down to conserve power, that event may be reported to higher 
level protocols.


VENDOR_SPECIFIC Vendor-specific usage.
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6.4.7.3.3 When generated


This notification is generated by the MSGCF when the IEEE Std(#130) 802.11 ESS link is currently
established and is expected to go down within the specified time interval. The network may be expected to
go down because of an event whose timing is well understood, such as an explicit disconnection event
observed on the MLME_SAP. It may also be expected as the result of a predictive algorithm that monitors
link quality. The details of such a predictive algorithm used are beyond the scope of this standard.


The convergence function should attempt to deliver this event at least dot11ESSLinkDownTimeInterval time
units before the link is predicted to go down. Different higher layer network protocols may require different
levels of advance notice, and may configure the dot11ESSLinkDownTimeInterval attribute accordingly.


Not all thresholds in the dot11MACStateParameterTable are supported by every PHY. In the case when a
threshold parameter is not supported (e.g., RSSI in Clause 15 (Infrared (IR) PHY specification)), it is not
applied.


6.4.7.3.4 Effect of receipt


This event is made available to higher layer protocols by the convergence function. Actions taken by those
higher layers are outside the scope of this standard, but may include beginning preparations for handover.


6.4.7.4 MSGCF-ESS-Link-Event-Rollback.indication


6.4.7.4.1 Function


This event is used to indicate that specific previous reports or events are no longer valid and should be
disregarded.


6.4.7.4.2 Semantics of the service primitive


The event parameters are as follows:
MSGCF-ESS-Link-Event-Rollback.indication(


NonAPSTAMacAddress,
ESSIdentifier,
EventID
)


6.4.7.4.3 When generated


This event is generated when a previous predictive event is no longer valid within its expiration time.


Name Type Valid range Description


NonAPSTAMac
Address


MacAddress Any valid 
individual MAC 
Address


The MAC address of the non-AP STA that is 
reporting that a previous event relating to an 
IEEE Std(#130) 802.11 ESS is no longer valid.


ESSIdentifier String N/A An identifier for the network, composed of the 
string value of the SSID element used to identify 
the network, concatenated with the value of the 
HESSID if it is in use.


EventID Integer N/A An integer used to identify the event that is used 
in the case of event rollback.
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MSGCF-ESS-Link-Event-Rollback.indication is used in conjunction with MSGCF-ESS-Link-Going-Down.
MSGCF-ESS-Link-Event-Rollback.indication events are issued when the prediction of link failure is no
longer valid. Algorithms used to determine that link failure predictions are beyond the scope of this standard.


6.4.7.4.4 Effect of receipt


This event is made available to higher layer protocols by the convergence function to cancel any actions
begun by the previous event. Actions taken by those higher layers are outside the scope of this standard, but
may include cancelling any handover procedures started by the MSGCF-ESS-Link-Going-Down event.


6.4.7.5 MSGCF-ESS-Link-Detected.indication


6.4.7.5.1 Function


This event reports on the presence of a new IEEE Std(#130) 802.11 ESS.


6.4.7.5.2 Semantics of the service primitive


The primitive parameters are as follows:
MSGCF-ESS-Link-Detected.indication(


NonAPSTAMacAddress,
ESSIdentifier,
ESSDescription
)


Name Type Valid range Description


NonAPSTAMacA
ddress


MacAddress Any valid 
individual MAC 
Address


The MAC address of the non-AP STA that is 
reporting the new network.


ESSIdentifier String N/A An identifier for the network, composed of the 
string value of the SSID used to identify the 
network, concatenated with the value of the 
HESSID if it is in use.


ESSDescription As defined in 
Table 6-4 (ESS 
description)


N/A A set of information about the ESS.


Table 6-4—ESS description


Name Syntax Description


SSID String The SSID used by the ESS.


InformationServic
eSupport


As described in Table 6-5 
(Trigger support values)


A set of values indicating the type of information 
services supported on this network.


TriggerSupport As described in Table 6-5 
(Trigger support values)


A set of values indicating the support for the types of 
triggers that can be used to propose that the station 
take action.


RSN As defined in 8.4.2.27 
(RSNE)


The RSN configuration of the ESS.


Interworking As defined in 8.4.2.94 
(Interworking element)


Interworking configuration of the ESS.
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6.4.7.5.3 When generated


Support for MIH is indicated by the presence or absence of the relevant Advertisement Protocol IDs in the
Advertisement Protocol element.To maintain the list of detected networks, the SME issues recurring MLME-
SCAN.request primitives to the MLME. The SME may schedule these requests to avoid interruption of user
traffic. Responses to these requests, received in the MLME-SCAN.confirm primitives, contain a list of
detected networks. Each network is stored in the MIB in the dot11MACStateESSLinkDetectedTable. This
table holds a list of networks, organized by Network Identifier. Each entry in the table contains a list of
BSSIDs within the network, as well as indications of support for MIH. Support for MIH is indicated by the
presence or absence of the relevant Advertisement Protocol IDs in the Advertisement Protocol element. Each
entry in the table is held for at least dot11ESSLinkDetectionHoldInterval time units. When a non-AP STA
has not observed an ESS for longer than dot11ESSLinkDetectionHoldInterval, it may be removed from the
table.


This event is generated when a new entry is made into the dot11MACStateESSLinkDetectedTable.
Modifications to existing entries in the list, such as an update to the BSSID list, do not trigger this event.


6.4.7.5.4 Effect of receipt


This event is made available to higher layer protocols by the convergence function. Actions taken by those
higher layers are outside the scope of this standard.


6.4.7.6 MSGCF-ESS-Link-Scan.request


6.4.7.6.1 Function


This function is used by higher layer protocols to request that the SME perform a scan operation for available
ESSs.


6.4.7.6.2 Semantics of the service primitive


The primitive parameters are as follows:
MSGCF-ESS-Link-Scan.request(


SSID,
HESSID,


Table 6-5—Trigger support values


Name Description


MIH_CS_ES_Support This network supports the IEEE 802.21 MIH Command Service and 
Event Service.


Vendor_Specific_Trigger_Support This network supports a vendor-specific trigger service.
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AccessNetworkType
)


6.4.7.6.3 When generated


This request is generated when higher protocol layers request a list of available ESSs.


6.4.7.6.4 Effect of receipt


The SME generates a corresponding MLME-SCAN.request primitive to find available networks.


6.4.7.7 MSGCF-ESS-Link-Scan.confirm


6.4.7.7.1 Function


This function reports information on available ESSs to higher protocol layers.


6.4.7.7.2 Semantics of the service primitive


The primitive parameters are as follows:
MSGCF-ESS-Link-Scan.confirm(


NonAPSTAMacAddress,
ESSIdentifiers,
ESSDescriptions
)


6.4.7.7.3 When generated


This primitive is generated when scan results are available for reporting to higher protocol layers, in response
to an MSGCF-ESS-Link-Scan.request primitive.


Name Type Valid range Description


SSID Octet string 0–32 octets Specific or wildcard.


HESSID As defined in 
8.4.2.94 
(Interworking 
element)


As defined in 
8.4.2.94 
(Interworking 
element)


The HESSID to search for. It can be set to all 1s 
for use as a wildcard to match all available 
HESSID values. 


AccessNetworkType As defined in 
8.4.2.94 
(Interworking 
element)


As defined in 
8.4.2.94 
(Interworking 
element)


This may be a specific value to match one type of 
networks, or all 1s to match all access network 
types.


Name Type Valid range Description


NonAPSTAMacA
ddress


MacAddress Any valid 
individual MAC 
Address


The MAC address of the non-AP STA that is 
reporting the new network.


ESSIdentifiers Set of Strings N/A An identifier for the network composed of the 
string value of the SSID used to identify the 
network, concatenated with the value of the 
HESSID if it is in use.


ESSDescriptions Set of 
ESSDescriptions, 
as defined in 
Table 6-4 (ESS 
description)


N/A A set of information about each discovered ESS.
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6.4.7.7.4 Effect of receipt


This event is made available to higher layer protocols by the convergence function. Actions taken by those
higher layers are outside the scope of this standard.


6.4.8 Network configuration


6.4.8.1 MSGCF-ESS-Link-Capability.request


6.4.8.1.1 Function


This primitive requests a list of the capabilities supported by a network.


6.4.8.1.2 Semantics of the service primitive


The primitive parameters are as follows:
MSGCF-ESS-Link-Capability.request(


NonAPSTAMacAddress,
ESSIdentifier
)


6.4.8.1.3 When generated


This primitive is issued to service higher layer protocols by reporting on the capabilities of a particular
network.


6.4.8.1.4 Effect of receipt


The convergence function retrieves the capabilities and reports them via the MSGCF-ESS-Link-
Capability.confirm primitive.


6.4.8.2 MSGCF-ESS-Link-Capability.confirm


6.4.8.2.1 Function


This primitive reports the convergence function capabilities of the network to higher layer protocols.


6.4.8.2.2 Semantics of the service primitive


The primitive parameters are as follows:
MSGCF-ESS-Link-Capability.confirm(


NonAPSTAMacAddress,
ESSIdentifier,
EssLinkParameterSet,


Name Type Valid range Description


NonAPSTAMac
Address


MacAddress Any valid individual 
MAC Address


The MAC address of the non-AP STA that is 
reporting the new network.


ESSIdentifier String N/A An identifier for the network, composed of the 
string value of the SSID element used to identify 
the network, concatenated with the value of the 
HESSID if it is in use.
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ReasonCode
)


Name Type Valid range Description


NonAPSTAMac
Address


MacAddress Any valid individual MAC 
Address


The MAC address of the non-AP STA that 
is reporting the new network.


ESSIdentifier String N/A An identifier for the network, composed of 
the string value of the SSID element used to 
identify the network, concatenated with the 
value of the HESSID if it is in use.


EventCapability
Set


As defined in 
Table 6-6 
(Event 
Capability 
Set)


N/A list of supported events. 


ReasonCode Enumerated SUCCESS, 
UNKNOWN_NETWORK, 
UNKNOWN_CAPABILITIES


An error code, if applicable.


Table 6-6—Event Capability Set


Name Type Valid range Description


NonAPSTAMacAddress MacAddress Any valid 
individual MAC 
Address


The MAC address of the non-AP STA that 
is reporting the new network.


ESS-Link-Up Boolean true, false Indicates whether the MSGCF-ESS-Link-
Up.indication event as defined in 6.4.7.1 
(MSGCF-ESS-Link-Up) is supported.


ESS-Link-Down Boolean true, false Indicates whether the MSGCF-ESS-Link-
Down.indication event as defined in 
6.4.7.2 (MSGCF-ESS-Link-
Down.indication) is supported.


ESS-Link-Going-Down Boolean true, false Indicates whether the MSGCF-ESS-Link-
Going-Down event as defined in 6.4.7.3 
(MSGCF-ESS-Link-Going-Down) is 
supported.


ESS-Link-Event-
Rollback


Boolean true, false Indicates whether the MSGCF-ESS-Link-
Event-Rollback.indication event as defined 
in 6.4.7.4 (MSGCF-ESS-Link-Event-
Rollback.indication) is supported.


ESS-Link-Detected Boolean true, false Indicates whether the MSGCF-ESS-Link-
Detected.indication event as defined in 
6.4.7.5 (MSGCF-ESS-Link-
Detected.indication) is supported.


ESS-Link-Threshold-
Report


Boolean true, false Indicates whether the MSGCF-ESS-Link-
Threshold-Report.indication event as 
defined in 6.4.9.1 (MSGCF-ESS-Link-
Threshold-Report.indication) is supported.


ESS-Link-Command Boolean true, false Indicates whether the MSGCF-ESS-Link-
Command.request primitive as defined in 
6.4.10.1 (MSGCF-ESS-Link-
Command.request) is supported.
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6.4.8.2.3 When generated


This primitive is generated in response to the MSGCF-ESS-Link-Capability.request primitive to report
whether specific events are supported.


6.4.8.2.4 Effect of receipt


This event is made available to higher layer protocols by the convergence function.


6.4.8.3 MSGCF-Set-ESS-Link-Parameters.request


6.4.8.3.1 Function


This primitive sets thresholds for reporting of network events.


6.4.8.3.2 Semantics of the service primitive


The primitive parameters are as follows:
MSGCF-Set-ESS-Link-Parameters.request(


NonAPSTAMacAddress,
ESSIdentifier,
EssLinkParameterSet
)  


The ESSLinkParameterSet parameter is defined in Table 6-7 (ESS Link Parameter Set). It may include any
or all of the elements in Table 6-7 (ESS Link Parameter Set).  


Name Type Valid range Description


NonAPSTAMacA
ddress


MacAddress Any valid 
individual MAC 
Address


The MAC address of the non-AP STA that is 
reporting the new network.


ESSIdentifier String N/A An identifier for the network, composed of the 
string value of the SSID element used to identify 
the network, concatenated with the value of the 
HESSID if it is in use.


ESSLinkParamete
rSet


As defined in 
Table 6-7 (ESS 
Link Parameter 
Set)


N/A The EssLinkParameterSet is used to configure 
when event reports are sent to higher protocol 
layers.


Table 6-7—ESS Link Parameter Set


Name Type Valid range Description


PeakOperationalRat
e


Integer As defined in 
8.4.2.3 
(Supported 
Rates 
element)


The integer representing the desired peak 
modulation data rate used for data frame 
transmission.


MinimumOperation
alRate


Integer As defined in 
8.4.2.3 
(Supported 
Rates 
element)


The integer encoding of the desired minimum 
modulation data rate used in data frame 
transmission.
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6.4.8.3.3 When generated


This event is generated when higher protocol layers wish to set the performance parameters for a network.
Higher protocol layers are responsible for ensuring that the set of configured network parameters is consistent
with all subscribers to those higher layer protocols. 


6.4.8.3.4 Effect of receipt


Parameters supplied in the event are stored in the MIB, either in the dot11MACStateConfigTable or the
dot11MACStateParameterTable.


NetworkDowntimeI
nterval


Integer 0 – 65 535 Desired advance warning time interval, in TUs, 
for MSGCF-ESS-Link-Going-Down events.


DataFrameRSSI Integer –100 to 40 The received signal strength in dBm of received 
Data frames from the network. This may be time-
averaged over recent history by a vendor-specific 
smoothing function.


BeaconRSSI Integer –100 to 40 The received signal strength in dBm of Beacon 
frames received on the channel. This may be time-
averaged over recent history by a vendor-specific 
smoothing function.


BeaconSNR Integer 0–100 The signal to noise ratio of the received data 
frames, in dB. This may be time-averaged over 
recent history by a vendor-specific smoothing 
function.


DataFrameSNR Integer 0–100 The signal to noise ratio of the received Beacon 
frames, in dB. This may be time-averaged over 
recent history by a vendor-specific smoothing 
function.


DataThroughput Integer 0 – 65 535 The data throughput in megabits per second, 
rounded to the nearest megabit. This may be time-
averaged over recent history by a vendor-specific 
smoothing function.


MissedBeaconRate Real N/A The rate at which beacons have not been received 
in missed beacons per second. This may be time-
averaged over recent history by a vendor-specific 
smoothing function.


FrameErrorRate Real N/A The frame error rate of the network in errors per 
second. This may be time-averaged over recent 
history by a vendor-specific smoothing function.


VendorSpecific Vendor 
Specific


As defined by 
8.4.2.28 
(Vendor 
Specific 
element)


Additional vendor-specific parameters may be 
included in this event.


Table 6-7—ESS Link Parameter Set  (continued)


Name Type Valid range Description
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6.4.8.4 MSGCF-Set-ESS-Link-Parameters.confirm


6.4.8.4.1 Function


This primitive indicates whether network parameters were accepted.


6.4.8.4.2 Semantics of the service primitive


The primitive parameters are as follows:
MSGCF-Set-ESS-Link-Parameters.confirm(


NonAPStaMacAddress,
ESSIdentifier,
EssLinkParameterSet,
)


6.4.8.4.3 When generated


This primitive is generated in response to the MSGCF-Set-ESS-Link-Parameters.request primitive and is
used to indicate whether the parameter set was accepted.


6.4.8.4.4 Effect of receipt


The SME is notified of the new parameter set.


6.4.8.5 MSGCF-Get-ESS-Link-Parameters.request


6.4.8.5.1 Function


This primitive retrieves the current network parameters for a specific network.


6.4.8.5.2 Semantics of the service primitive


The primitive parameter is as follows:
MSGCF-Get-ESS-Link-Parameters.request(


Name Type Valid range Description


NonAPSTAMac
Address


MacAddress Any valid individual MAC 
Address


The MAC address of the non-AP STA that is 
reporting the new network.


ESSIdentifier String N/A An identifier for the network, composed of 
the string value of the SSID element used to 
identify the network, concatenated with the 
value of the HESSID if it is in use.


EssLinkParamete
rSet 


As defined in 
Table 6-7 
(ESS Link 
Parameter 
Set)


N/A The EssLinkParameterSet is used to 
configure when event reports are sent to 
higher protocol layers.
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ESSIdentifier
)


6.4.8.5.3 When generated


This primitive is used by higher layers to retrieve the currently stored parameters for a network.


6.4.8.5.4 Effect of receipt


The SME retrieves the network parameters and makes them available through the MSGCF-Get-ESS-Link-
Parameters.confirm primitive.


6.4.8.6 MSGCF-Get-ESS-Link-Parameters.confirm


6.4.8.6.1 Function


This primitive reports the current network parameters.


6.4.8.6.2 Semantics of the service primitive


The primitive parameters are as follows:
MSGCF-Get-ESS-Link-Parameters.confirm(


ESSIdentifier,
EssLinkParameterSet,
)


6.4.8.6.3 When generated


This primitive is generated by the MSGCF as a result of the MSGCF-Get-ESS-Link-Parameters.request
primitive.


6.4.8.6.4 Effect of receipt


The higher layer protocols are notified of the current network parameters.


Name Type Valid range Description


ESSIdentifier String N/A An identifier for the network, composed of 
the string value of the SSID element used 
to identify the network, concatenated with 
the value of the HESSID if it is in use.


Name Type Valid range Description


ESSIdentifier String N/A An identifier for the network, composed of 
the string value of the SSID element used to 
identify the network, concatenated with the 
value of the HESSID if it is in use.


EssLinkParamet
erSet


As defined 
6.4.8.3 
(MSGCF-
Set-ESS-
Link-
Parameters.r
equest)


N/A The EssLinkParameterSet is used to 
configure when event reports are sent to 
higher protocol layers.
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6.4.9 Network events


6.4.9.1 MSGCF-ESS-Link-Threshold-Report.indication


6.4.9.1.1 Function


This event reports that the layer 2 network performance has crossed a threshold set by the operations
described in Table 6-5 (Trigger support values).


6.4.9.1.2 Semantics of the service primitive


The primitive parameters are as follows:
MSGCF-ESS-Link-Threshold-Report.indication(


NonAPSTAMacAddress,
ESSIdentifier,
EssLinkParameterSet,
ThresholdCrossingDirectionSet
)


6.4.9.1.3 When generated


The convergence function is responsible for monitoring network performance. If the monitored parameters
cross the configured threshold, this event is generated to inform higher layer protocols.


6.4.9.1.4 Effect of receipt


This event is made available to higher layer protocols by the convergence function. Actions taken by those
higher layers are outside the scope of this standard, but may include preparations for handover or assessing
whether handover should be imminent.


6.4.10 Network command interface


6.4.10.1 MSGCF-ESS-Link-Command.request


6.4.10.1.1 Function


This primitive requests that a STA take action for a network.


Name Type Valid range Description


NonAPSTAMa
cAddress


MacAddress Any valid 
individual MAC 
Address


The MAC address of the non-AP STA that is 
reporting the threshold crossing.


ESSIdentifier String N/A An identifier for the network, composed of 
the string value of the SSID element used to 
identify the network, concatenated with the 
value of the HESSID if it is in use.


EssLinkParame
terSet


As defined in Table 6-7 
(ESS Link Parameter Set)


N/A A list of EssLinkParameterSets and their 
current values that have crossed preset 
thresholds for alerts.


ThresholdCross
ingDirectionSet


Set of ThresholdCrossing
Directions, one for each 
value in the 
EssLinkParameterSet


UPWARD, 
DOWNWARD


Whether the parameter has crossed the 
threshold while rising or falling.
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6.4.10.1.2 Semantics of the service primitive


The primitive parameters are as follows:
MSGCF-ESS-Link-Command.request(


NonAPSTAMacAddress,
ESSIdentifier,
CommandType
)


6.4.10.1.3 When generated


This primitive is generated by a higher layer protocol.


6.4.10.1.4 Effect of receipt


The convergence function issues commands to the SME to implement the requested action on behalf of higher
layers.


When the DISCONNECT command type is specified, the higher layer is requesting that the STA disconnect
from its peer. When the SME on a non-AP STA receives this command, the SME issues an MLME-
DEAUTHENTICATE.request to disconnect from the network, and the SME refrains from reconnecting to
that network. 


When the POWER_DOWN command type is specified, the SME powers down the non-AP STA. Before
doing so, it may choose to notify the AP.


When the POWER_UP command type is specified, the SME starts the non-AP STA.


When the LOW_POWER command type is specified, the higher layer is requesting that the IEEE Std(#130)
802.11 interface be placed in a low power mode. This action is accomplished by issuing an MLME-
POWERMGT.request primitive with the PowerManagementMode parameter set to POWER_SAVE.


When the SCAN command type is specified, the higher layer is requesting that the STA search for
IEEE 802.11 networks. This action is accomplished by issuing an MLME-SCAN.request primitive. Detected
networks are made available in the dot11MACStateESSLinkDetectedTable, as well as through the MSGCF-
ESS-Link-Detected.indication event.


Name Type Valid range Description


NonAPSTAMacA
ddress


MacAddress Any valid individual MAC 
Address


The MAC address of the non-AP STA 
that is reporting the threshold crossing.


ESSIdentifier String N/A An identifier for the network, composed 
of the string value of the SSID element 
used to identify the network, 
concatenated with the value of the 
HESSID if it is in use.


CommandType Enumerated DISCONNECT,
LOW_POWER,
POWER_UP,
POWER_DOWN, SCAN


Type of command to perform on the link 
as described in the following subclauses.
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6.4.11 MAC state SME SAP—mobility management


6.4.11.1 MSSME-ESS-Link-Down-Predicted.indication


6.4.11.1.1 Function


This primitive indicates that the SME is predicting a link failure.


6.4.11.1.2 Semantics of the service primitive


The primitive parameters are as follows:
MSSME-ESS-Link-Going-Down.indication(


NonAPSTAMacAddress,
ESSIdentifier,
TimeInterval,
ReasonCode
) 


6.4.11.1.3 When generated


This notification is generated by the SME when the IEEE Std(#130) 802.11 network connection is currently
established and is expected to go down. The details of the predictive algorithm used are beyond the scope of
this standard. One method of implementing this function would be to generate this indication when link
quality is fading and no better AP can be found.


6.4.11.1.4 Effect of receipt


This indication is received by the MSGCF and is used to generate the MSGCF-ESS-Link-Down.indication
event due to link parameter degradation.


Name Type Valid range Description


NonAPSTAMac
Address


MacAddress Any valid individual MAC 
Address


The MAC address of the non-AP STA that 
is reporting that an IEEE Std(#130) 802.11 
ESS is expected to go down.


ESSIdentifier String N/A An identifier for the network, composed of 
the string value of the SSID element used 
to identify the network, concatenated with 
the value of the HESSID if it is in use.


TimeInterval Integer N/A Time Interval, in time units, in which the 
link is expected to go down. Connectivity 
is expected to be available at least for time 
specified by TimeInterval.


Reason Code Enumerated EXPLICIT_DISCONNECT, 
LINK_PARAMETER_DEG
RADATION, 
KEY_EXPIRATION, 
LOW_POWER,
QOS_UNAVAILABLE, 
VENDOR_SPECIFIC


Indicates the reason the link is expected to 
go down.
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6.5 PLME SAP interface


6.5.1 General


The PHY management service interface consists of the generic PLMEGET and PLMESET primitives on
PHY MIB attributes, as described previously, together with the PLME-RESET and PLME-
CHARACTERISTICS primitives and the following specific primitives. 


6.5.2 PLME-RESET.request


6.5.2.1 Function


This primitive is a request by the SME to reset the PHY. The PHY is always reset to the receive state to
avoid accidental data transmission.


6.5.2.2 Semantics of the service primitive


This primitive has no parameters.


6.5.2.3 When generated


This primitive is generated at any time to reset the PHY.


6.5.2.4 Effect of receipt


Receipt of this primitive by the PHY causes the PHY entity to reset both the transmit and the receive state
machines and places the PHY into the receive state.


6.5.3 PLME-CHARACTERISTICS.request


6.5.3.1 Function


This primitive is a request by the SME to provide the PHY operational characteristics.


6.5.3.2 Semantics of the service primitive


This primitive has no parameters.


6.5.3.3 When generated


This primitive is generated by the SME, at initialization time, to request the PHY entity to provide its
operational characteristics.


6.5.3.4 Effect of receipt


The effect of receipt of this primitive by the PHY entity is the generation of a PLME-CHARACTERISTICS.
confirm primitive that conveys its operational characteristics.


6.5.4 PLME-CHARACTERISTICS.confirm


6.5.4.1 Function


This primitive provides the PHY operational parameters.
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6.5.4.2 Semantics of the service primitive


The primitive provides the following parameters:
PLME-CHARACTERISTICS.confirm(


aSlotTime,
aSIFSTime,
aSignalExtension,
aCCATime,
aPHY-RX-START-Delay,
aRxTxTurnaroundTime,
aTxPLCPDelay,
aRxPLCPDelay,
aRxTxSwitchTime,
aTxRampOnTime,
aTxRampOffTime,
aTxRFDelay,
aRxRFDelay,
aAirPropagationTime,
aMACProcessingDelay,
aPreambleLength,
aRIFSTime,
aSymbolLength,
aSTFOneLength,
aSTFTwoLength,
aLTFOneLength,
aLTFTwoLength,
aPLCPHeaderLength,
aPLCPSigTwoLength,
aPLCPServiceLength,
aPLCPConvolutionalTailLength,
aMPDUDurationFactor,
aMPDUMaxLength,
aPSDUMaxLength,
aPPDUMaxTime,
aIUSTime,
aDTT2UTTTime, 
aCWmin,
aCWmax,
aMaxCSIMatricesReportDelay 
aMaxTODError,
aMaxTOAError,
aTxPmdTxStartRFDelay,
aTxPmdTxStartRMS
)


The values assigned to the parameters is as specified in the PLME SAP interface specification contained
within each PHY subclass of this standard. The parameter aMPDUDurationFactor is not used by all PHYs
defined within this standard. The parameters aSignalExtension, aRIFSTime, aSymbolLength,
aSTFOneLength, aSTFTwoLength, aLTFOneLength, aLTFTwoLength, aPLCPSigTwoLength,
aPLCPServiceLength, aPLCPConvolutionalTailLength, aMPDUDurationFactor, aMPDUMaxLength,
aPSDUMaxLength, aPPDUMaxTime, aIUSTime, aDTT2UTTTime, and aMaxCSIMatricesReportDelay are
not used by all PHYs defined within this standard.
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Name Type Description


aSlotTime integer The Slot Time (in microseconds) that the MAC uses for defining the PIFS 
and DIFS periods. See 9.3.7 (DCF timing relations).


aSIFSTime integer The nominal time (in microseconds) that the MAC and PHY require in 
order to receive the last symbol of a frame at the air interface, process the 
frame, and respond with the first symbol on the air interface of the earliest 
possible response frame. See 9.3.7 (DCF timing relations).


aSignalExtension integer Duration (in microseconds) of the signal extension (i.e., a period of no 
transmission) that is included at the end of certain PPDU formats; see 20.3.2 
(PPDU format) and 9.3.8 (Signal Extension).


aCCATime integer The maximum time (in microseconds) the CCA mechanism has available to 
assess the medium within every time slot to determine whether the medium 
is busy or idle.


aPHY-RX-START-Delay integer The delay, in microseconds, from a point in time specified by the PHY to 
the issuance of the PHY-RXSTART.indication primitive.


aRxTxTurnaroundTime integer The maximum time (in microseconds) that the PHY requires to change from 
receiving to transmitting the start of the first symbol. The following 
equation is used to derive the RxTxTurnaroundTime:
aTxPLCPDelay + aRxTxSwitchTime + aTxRampOnTime + aTxRFDelay.


aTxPLCPDelay integer The nominal time (in microseconds) that the PLCP uses to deliver a symbol 
from the MAC interface to the transmit data path of the physical medium 
dependent (PMD).


aRxPLCPDelay integer The nominal time (in microseconds) that the PLCP uses to deliver the last 
bit of a received frame from the PMD receive path to the MAC.


aRxTxSwitchTime integer The nominal time (in microseconds) that the PMD takes to switch from 
Receive to Transmit.


aTxRampOnTime integer The maximum time (in microseconds) that the PMD takes to turn the 
Transmitter on.


aTxRampOffTime integer The nominal time (in microseconds) that the PMD takes to turn the 
Transmit Power Amplifier off.


aTxRFDelay integer The nominal time (in microseconds) between the issuance of a 
PMD_DATA.request primitive to the PMD and the start of the 
corresponding symbol at the air interface. The start of a symbol is defined to 
be 1/2 symbol period prior to the center of the symbol for FH, or 1/2 chip 
period prior to the center of the first chip of the symbol for DS, or 1/2 slot 
time prior to the center of the corresponding slot for infrared (IR).


aRxRFDelay integer The nominal time (in microseconds) between the end of a symbol at the air 
interface to the issuance of a PMD_DATA.indication primitive to the PLCP. 
The end of a symbol is defined to be 1/2 symbol period after the center of 
the symbol for FH, or 1/2 chip period after the center of the last chip of the 
symbol for DS, or 1/2 slot time after the center of the corresponding slot for 
IR.


aAirPropagationTime integer Twice the propagation time (in microseconds) for a signal to cross the 
maximum distance between the most distant allowable STAs that are slot 
synchronized.


aMACProcessingDelay integer The maximum time (in microseconds) available for the MAC to issue a 
PHY-TXSTART.request primitive pursuant to a PHY-RXEND.indication 
primitive (for response after SIFS) or PHY-CCA.indication(IDLE) 
primitive (for response at any slot boundary following a SIFS). This 
constraint on MAC performance is defined as a PHY-specific parameter 
because of its use, along with other PHY-specific time delays, in calculating 
the two PHY characteristics of primary concern to the MAC: aSlotTime and 
aSIFSTime. The relationship between aMACProcessingTime and the IFS 
and slot timing is described in 9.3.7 (DCF timing relations) and illustrated in 
Figure 9-14 (DCF timing relationships).


aPreambleLength integer The current PHY’s preamble length (in microseconds). If the actual value of 
the length of the modulated preamble is not an integral number of 
microseconds, the value is rounded up to the next higher value.
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aRIFSTime integer Value of the reduced interframe space (in microseconds), which is the time 
by which multiple transmissions from a single transmitter may be separated, 
when no SIFS-separated response transmission is expected. See 9.3.2.3.2 
(RIFS)


aSymbolLength integer The current PHY’s Symbol length (in microseconds). If the actual value of 
the length is not an integral number of µs, the value is rounded up to the 
next higher value.


aSTFOneLength integer Length of the non-HT-STF (L-STF) for HT-mixed format, and the HT-
greenfield STF (HT-GF-STF) for HT-greenfield format (in microseconds)


aSTFTwoLength integer Length of the HT-STF (in microseconds)


aLTFOneLength integer Length of the First HT-LTF (in microseconds) 


aLTFTwoLength integer Length of the Additional HT-LTFs (in microseconds) 


aPLCPHeaderLength integer The current PHY’s PLCP header length (in microseconds), excluding 
aPLCPSigTwoLength if present. If the actual value of the length of the 
modulated header is not an integral number of microseconds, the value is 
rounded up to the next higher value.


aPLCPSigTwoLength integer Length of the HT SIGNAL field (HT-SIG) (in microseconds).


aPLCPServiceLength integer The length of the PLCP SERVICE field (in number of bits).


aPLCPConvolutionalTail
Length 


integer The length of the sequence of convolutional code tail bits (in number of 
bits).


aMPDUDurationFactor integer The overhead added by the PHY to the MPDU as it is transmitted through 
the WM expressed as a scaling factor applied to the number of bits in the 
MPDU. The value of aMPDUDurationFactor is generated by the following 
equation:
Truncate[((PPDUbits/PSDUbits)–1) × 109)].
The total time to transmit a PPDU over the air is generated by the following 
equation rounded up to the next integer µs:
aPreambleLength + aPLCPHeaderLength + ( ( (aMPDUDurationFactor × 8 
× PSDUoctets) / 109) + (8 × PSDUoctets) ) / data rate
where data rate is in Mb/s.
The total time (in µs) to the beginning of any octet in a PPDU from the first 
symbol of the preamble can be calculated using the duration factor in the 
following equation:
Truncate[aPreambleLength + aPLCPHeaderLength + 
( ( (aMPDUDurationFactor × 8 × N) / 109) + (8 × N) ) / data rate] + 1,
where data rate is in Mb/s and where N counts the number of octets in the 
PPDU prior to the desired octet, but does not count the number of octets in 
the preamble PLCP header.


aMPDUMaxLength integer The maximum number of octets in an MPDU that can be conveyed by a 
PLCP protocol data unit (PPDU).


aPSDUMaxLength integer The maximum number of octets in a PSDU that can be conveyed by a 
PPDU.


aPPDUMaxTime integer The maximum duration of a PPDU in milliseconds.


aIUSTime integer The minimum time between the end of a PSMP-UTT and the start of the 
following PSMP-UTT in the same PSMP sequence.


aDTT2UTTTime integer The minimum time between the end of a PSMP-DTT and the start of the 
PSMP-UTT addressed to the same STA.


aCWmin integer The minimum size of the CW, in units of aSlotTime.


aCWmax integer The maximum size of the CW, in units of aSlotTime.


aMaxCSIMatriesReport
Delay 


integer The maximum time (in milliseconds) between the reception of a frame 
containing a CSI Feedback Request or an NDP announcement and the 
transmission of the first CSI frame containing channel state information 
measured from the received Sounding Complete frame. See 9.29.2.4.4 (CSI 
reporting for calibration).


Name Type Description
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6.5.4.3 When generated


This primitive is issued by the PHY entity in response to a PLME-CHARACTERISTICS.request primitive.


6.5.4.4 Effect of receipt


The receipt of this primitive provides the operational characteristics of the PHY entity.


6.5.5 PLME-DSSSTESTMODE.request


6.5.5.1 Function


This primitive requests that the DSSS PHY entity enter a test mode operation. The parameters associated
with this primitive are considered as recommendations and are optional in any particular implementation.


6.5.5.2 Semantics of the service primitive


The primitive parameters are as follows:
PLME-DSSSTESTMODE.request(


TEST_ENABLE,
TEST_MODE,
SCRAMBLE_STATE,
SPREADING_STATE,
DATA_TYPE,
DATA_RATE;
PREAMBLE_TYPE;
MODULATION_CODE_TYPE;


aMaxTODError Integer An estimate of the maximum error (in 10 ns units) in the 
TX_START_OF_FRAME_OFFSET value in the PHY-
TXSTART.confirm(TXSTATUS) primitive. The estimated maximum error 
includes any error due to implementation component and environmental 
(including temperature) variability.


aMaxTOAError Integer An estimate of the maximum error (in 10 ns units) in the 
RX_START_OF_FRAME_OFFSET value in the PHY-
RXSTART.indicate(RXVECTOR) primitive. The estimated maximum error 
includes any error due to implementation component and environmental 
(including temperature) variability.


aTxPmdTxStartRFDelay Integer The delay (in units of 0.5 ns) between PMD_TXSTART.request being 
issued and the first frame energy sent by the transmitting port, for the 
current channel.


aTxPmdTxStartRMS Integer The RMS time of departure error (in units of 0.5 ns), where the time of 
departure error equals the difference between TIME_OF_DEPARTURE and 
the time of departure measured by a reference entity using a clock 
synchronized to the start time and mean frequency of the local PHY entity’s 
clock.


Name Type Description
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)


The rate for DATA_Rate=05 is rounded up to the next higher 0.5 Mb/s value.


6.5.5.3 When generated


This primitive is generated at any time to enter the DSSS PHY test mode.


6.5.5.4 Effect of receipt


Receipt of this primitive by the PHY causes the DSSS PHY entity to enter the test mode of operation.


Name Type Valid range Description


TEST_ENABLE Boolean true, false If true, enables the PHY test mode according 
to the remaining parameters.


TEST_MODE integer 1, 2, 3 TEST_MODE selects one of three 
operational states:


01 = transparent receive
02 = continuous transmit
03 = 50% duty cycle


SCRAMBLE_STATE Boolean true, false If true, sets the operational state of the 
scrambler to ON.


SPREADING_STATE Boolean true, false If true, selects the operational state of the 
chipping.


DATA_TYPE integer 1, 2, 3 Selects one of three data patterns to be used 
for the transmit portions of the tests, e.g., all 
(#273)1s, all (#273)0s, and random data 
patterns.


DATA_RATE integer 2, 3, 4, 5, 6, 
9, 11, 12, 18, 
22, 24, 27, 
36, 44, 48, 
54, 66, 72, 
96, 108


Selects among rates:
02 = 1 Mb/s
03 = 1.5 Mb/s
04 = 2 Mb/s
05 = 2.5 Mb/s
06 = 3 Mb/s
09 = 4.5 Mb/s
11 = 5.5 Mb/s
12 = 6 Mb/s
18 = 9 Mb/s
22 = 11 Mb/s
24 = 12 Mb/s
27 = 13.5 Mb/s
36 = 18 Mb/s
44 = 22 Mb/s
48 = 24 Mb/s
54 = 27 Mb/s
66 = 33 Mb/s
72 = 36 Mb/s
96 = 48 Mb/s


108 = 54 Mb/s


PREAMBLE_TYPE Boolean null, 0, 1 Selects the preamble length:
0 = long
1 = short


Can be null.


MODULATION_CODE_TYPE Integer null, 0, 1, 2 Selects among modulation options:
0 = no optional modulation modes
1 = optional ERP-PBCC modes
2 = optional DSSS-OFDM modes


Can be null.
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6.5.6 PLME-DSSSTESTOUTPUT.request


6.5.6.1 Function


This optional primitive is a request by the SME to enable selected test signals from the PHY. The parameters
associated with this primitive are considered as recommendations and are optional in any particular
implementation.


6.5.6.2 Semantics of the service primitive


The primitive parameter is as follows:
PLME-DSSSTESTOUTPUT.request(


TEST_OUTPUT
)


TEST_OUTPUT enables and disables selected signals for debugging and testing the PHY. Some signals that
can be available for output are the PHY-TXSTART.request, PHY-RXSTART.indication(RXVECTOR),
and PHY-CCA.indication primitives, the chipping clock, the data clock, the symbol clock, transmit (TX)
data, and receive (RX) data.


6.5.6.3 When generated


This primitive is generated at any time to enable the test outputs when in the DSSS PHY test mode.


6.5.6.4 Effect of receipt


Receipt of this primitive by the DSSS PHY causes the DSSS PHY entity to enable the test outputs using the
modes set by the most recent PLME-DSSSTESTMODE.request primitive. 


6.5.7 PLME-TXTIME.request


6.5.7.1 Function


This primitive is a request for the PHY to calculate the time required to transmit onto the WM a PPDU
containing a specified length PSDU, and using a specified format, data rate, and signalling.


6.5.7.2 Semantics of the service primitive


This primitive provides the following parameter:
PLME-TXTIME.request(


TXVECTOR
)


The TXVECTOR represents a list of parameters that the MAC sublayer provides to the local PHY entity in
order to transmit a PSDU, as further described in 7.3.4.5 (Vector descriptions), 18.4 (OFDM PLME) and
20.4 (HT PLME) (which defines the local PHY entity).


Name Type Valid range Description


TEST_OUTPUT Boolean true, false If true, enables the selected test signals for testing 
DS PHY.
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6.5.7.3 When generated


This primitive is issued by the MAC sublayer to the PHY entity when the MAC sublayer needs to determine
the time required to transmit a particular PSDU.


6.5.7.4 Effect of receipt


The effect of receipt of this primitive by the PHY entity is to generate a PHY-TXTIME.confirm primitive
that conveys the required transmission time.


6.5.8 PLME-TXTIME.confirm


6.5.8.1 Function


This primitive indicates the time required to transmit the PPDU described in the corresponding PLME-
TXTIME.request.


6.5.8.2 Semantics of the service primitive


This primitive provides the following parameter:
PLME-TXTIME.confirm(


TXTIME
)


The TXTIME represents the time, in microseconds, required to transmit the PPDU described in the
corresponding PLME-TXTIME.request primitive. If the calculated time includes a fractional microsecond,
the TXTIME value is rounded up to the next higher integer.


6.5.8.3 When generated


This primitive is issued by the local PHY entity in response to a PLME-TXTIME.request primitive.


6.5.8.4 Effect of receipt


The receipt of this primitive provides the MAC sublayer with the PPDU transmission time.
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8. Frame formats


8.1 General requirements


The format of the MAC frames is specified in this clause. A STA shall be able properly to construct a subset
of the frames specified in this clause for transmission and to decode a (potentially different) subset of the
frames specified in this clause upon validation following reception. The particular subset of these frames
that a STA constructs and decodes is determined by the functions supported by that particular STA. All
STAs shall be able to validate every received frame using the frame check sequence (FCS) and to interpret
certain fields from the MAC headers of all frames.


A compliant STA shall transmit frames using only the frame formats described in Clause 8 (Frame formats).


8.2 MAC frame formats


8.2.1 Basic components


Each frame consists of the following basic components:


a) A MAC header, which comprises frame control, duration, address, optional sequence control
information, optional QoS Control information (QoS data frames only), and optional HT Control
fields (+HTC frames only);


b) A variable-length frame body, which contains information specific to the frame type and subtype;


c) A FCS, which contains an IEEE 32-bit CRC.


8.2.2 Conventions


Structures defined in the MAC sublayer are described as a sequence of fields in specific order. Each figure
in Clause 8 (Frame formats) depicts the fields/subfields as they appear in the MAC frame and in the order in
which they are passed to the physical layer convergence procedure (PLCP), from left to right. 


In figures, all bits within fields are numbered, from 0 to k, where the length of the field is k + 1 bits. Bits
within numeric fields that are longer than a single bit are depicted in increasing order of significance, i.e.,
with the lowest numbered bit having the least significance. The octet boundaries within a field can be
obtained by taking the bit numbers of the field modulo 8. Octets within numeric fields that are longer than a
single octet are depicted in increasing order of significance, from lowest numbered bit to highest numbered
bit. The octets in fields longer than a single octet are sent to the PLCP in order from the octet containing the
lowest numbered bits to the octet containing the highest numbered bits.


Any field containing a CRC is an exception to this convention and is transmitted commencing with the
coefficient of the highest-order term. 


MAC addresses are assigned as ordered sequences of bits. The Individual/Group bit is always transferred
first and is bit 0 of the first octet.


Organizationally unique identifiers (OUIs) and Organization Identifiers are specified in two forms: an
ordered sequence of octets, and a numeric form. Treating the OUI or Organization Identifier as an ordered
sequence of octets, the leftmost octet is always transferred first. This is equivalent to transmitting the most
significant octet of the numeric form first.


Values specified in decimal are coded in natural binary unless otherwise stated. The values in Table 8-1
(Valid type and subtype combinations) are in binary, with the bit assignments shown in the table. Values in
other tables are shown in decimal notation.
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Reception, in references to frames or fields within frames (e.g., received Beacon frames or a received
Duration/ID field), applies to MPDUs or MAC management protocol data units (MMPDUs) indicated from
the PHY layer without error and validated by FCS within the MAC sublayer. Without further qualification,
reception by the MAC sublayer implies that the frame contents are valid, and that the protocol version is
supported (see 8.2.4.1.2 (Protocol Version field)), with no implication regarding frame addressing or
regarding whether the frame type or other fields in the MAC header are meaningful to the MAC entity that
has received the frame.


A frame that contains the HT Control field, including the Control Wrapper frame, is referred to as a +HTC
frame.


A QoS Data frame that is transmitted by a mesh STA is referred to as a Mesh Data frame.


Parentheses enclosing portions of names or acronyms are used to designate a set of related names that vary
based on the inclusion of the parenthesized portion. For example,


— QoS +CF-Poll frame refers to the three QoS data subtypes that include “+CF-Poll”: the QoS
Data+CF-Poll frame, subtype 1010; QoS Data+CF-Ack+CF-Poll frame, subtype 1011; and QoS CF-
Ack+CF-Poll frame, subtype 1111.


— QoS CF-Poll frame refers specifically to the QoS CF-Poll frame, subtype 1110.


— QoS (+)CF-Poll frame refers to all four QoS data subtypes with CF-Poll: the QoS CF-Poll frame,
subtype 1110; the QoS CF-Ack+CF-Poll frame, subtype 1111; the QoS Data+CF-Poll frame,
subtype 1010; and the QoS Data+CF-Ack+CF-Poll frame, subtype 1011.


— QoS (+)Null frame refers to all three QoS data subtypes with “no data”: the QoS Null (no data)
frame, subtype 1100; the QoS CF-Poll (no data) frame, subtype 1110; and the QoS CF-Ack+CF-Poll
frame, subtype 1111.


— QoS +CF-Ack frame refers to the three QoS data subtypes that include “+CF-Ack”: the QoS
Data+CF-Ack frame, subtype 1001; QoS Data+CF-Ack+CF-Poll frame, subtype 1011; and QoS
CF-Ack+CF-Poll frame, subtype 1111.


— Whereas (QoS) CF-Poll frame refers to the QoS CF-Poll frame, subtype 1110, and the CF-Poll
frame, subtype 0110.


Reserved fields and subfields are set to 0 upon transmission and are ignored upon reception.


8.2.3 General frame format


The MAC frame format comprises a set of fields that occur in a fixed order in all frames. Figure 8-1 (MAC
frame format) depicts the general MAC frame format. The first three fields (Frame Control, Duration/ID,
and Address 1) and the last field (FCS) in Figure 8-1 (MAC frame format) constitute the minimal frame
format and are present in all frames, including reserved types and subtypes. The fields Address 2, Address 3,
Sequence Control, Address 4, QoS Control, HT Control, and Frame Body are present only in certain frame
types and subtypes. Each field is defined in 8.2.4 (Frame fields). The format of each of the individual
subtypes of each frame type is defined in 8.3 (Format of individual frame types). The components of
management frame bodies are defined in 8.4 (Management frame body components). The formats of
(#100)Management frames of subtype Action are defined in 8.5 (Action frame format details).


Octets: 2 2 6 6 6 2 6 2 4 0–7951 4


Frame
Control


Duration
/ID


Address
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Address
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Address
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Figure 8-1—MAC frame format
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The Frame Body field is of variable size. The maximum frame body size is determined by the maximum
MSDU size (2304 octets), plus the length of the Mesh Control field (6, 12, or 18 octets) if present, the
maximum unencrypted MMPDU size excluding the MAC header and FCS (2304 octets) or the maximum A-
MSDU size (3839 or 7935 octets, depending upon the STA’s capability), plus any overhead from security
encapsulation. 


8.2.4 Frame fields


8.2.4.1 Frame Control field


8.2.4.1.1 General


The Frame Control field consists of the following subfields: Protocol Version, Type, Subtype, To DS,
From DS, More Fragments, Retry, Power Management, More Data, Protected Frame, and Order. The format
of the Frame Control field is illustrated in Figure 8-2 (Frame Control field).


8.2.4.1.2 Protocol Version field


The Protocol Version field is 2 bits in length and is invariant in size and placement across all revisions of
this standard. For this standard, the value of the protocol version is 0. All other values are reserved. The
revision level will be incremented only when a fundamental incompatibility exists between a new revision
and the prior edition of the standard. See 9.24.2 (Revision level field processing).


8.2.4.1.3 Type and Subtype fields


The Type field is 2 bits in length, and the Subtype field is 4 bits in length. The Type and Subtype fields
together identify the function of the frame. There are three frame types: control, data, and management.
Each of the frame types has several defined subtypes. In data frames, the most significant bit (MSB) of the
Subtype field, b7, is defined as the QoS subfield. Table 8-1 (Valid type and subtype combinations) defines
the valid combinations of type and subtype. (The numeric values in Table 8-1 (Valid type and subtype
combinations) are shown in binary.)


B0 B1 B2 B3 B4 B7 B8 B9 B10 B11 B12 B13 B14 B15
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Bits: 2 2 4 1 1 1 1 1 1 1 1


Figure 8-2—Frame Control field


Table 8-1—Valid type and subtype combinations


Type value
b3 b2


Type 
description


Subtype value
b7 b6 b5 b4


Subtype description


00 Management 0000 Association (#99)Request


00 Management 0001 Association (#99)Response


00 Management 0010 Reassociation (#99)Request


00 Management 0011 Reassociation (#99)Response


00 Management 0100 Probe (#99)Request


00 Management 0101 Probe (#99)Response
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00 Management 0110 Timing Advertisement


00 Management 0111 Reserved


00 Management 1000 Beacon


00 Management 1001 ATIM


00 Management 1010 Disassociation


00 Management 1011 Authentication


00 Management 1100 Deauthentication


00 Management 1101 Action


00 Management 1110 Action No Ack


00 Management 1111 Reserved


01 Control 0000–0110 Reserved


01 Control 0111 Control Wrapper


01 Control 1000 Block Ack Request (BlockAckReq)


01 Control 1001 Block Ack (BlockAck)


01 Control 1010 PS-Poll


01 Control 1011 RTS


01 Control 1100 CTS


01 Control 1101 ACK


01 Control 1110 CF-End


01 Control 1111 CF-End + CF-Ack


10 Data 0000 Data


10 Data 0001 Data + CF-Ack


10 Data 0010 Data + CF-Poll


10 Data 0011 Data + CF-Ack + CF-Poll


10 Data 0100 Null (no data)


10 Data 0101 CF-Ack (no data)


10 Data 0110 CF-Poll (no data)


10 Data 0111 CF-Ack + CF-Poll (no data)


10 Data 1000 QoS Data


10 Data 1001 QoS Data + CF-Ack


10 Data 1010 QoS Data + CF-Poll


10 Data 1011 QoS Data + CF-Ack + CF-Poll


10 Data 1100 QoS Null (no data)


10 Data 1101 Reserved


10 Data 1110 QoS CF-Poll (no data)


Table 8-1—Valid type and subtype combinations  (continued)


Type value
b3 b2


Type 
description


Subtype value
b7 b6 b5 b4


Subtype description
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Each Subtype field bit position is used to indicate a specific modification of the basic data frame (subtype 0).
Frame Control bit 4 is set to 1 in data subtypes that include +CF-Ack, bit 5 is set to 1 in data subtypes that
include +CF-Poll, bit 6 is set to 1 in data subtypes that contain no Frame Body field, and bit 7 is set to 1 in
the QoS data subtypes, which have QoS Control fields in their MAC headers.


8.2.4.1.4 To DS and From DS fields


The meaning of the combinations of values for the To DS and From DS fields in data frames(Ed) are shown
in Table 8-2 (To/From DS combinations in data frames).


The meanings of the combinations of values of the management frame To DS and From DS fields are shown
in Table 8-3 (To/From DS combinations in (#100)Management frames (11ae)).(11ae)


In all control frames, To DS and From DS are both zero.(11ae)


8.2.4.1.5 More Fragments field


The More Fragments field is 1 bit in length and is set to 1 in all data or management type frames that have
another fragment of the current MSDU or current MMPDU to follow. It is set to 0 in all other frames.


8.2.4.1.6 Retry field


The Retry field is 1 bit in length and is set to 1 in any data or management type frame that is a retransmission
of an earlier frame. It is set to 0 in all other frames. A receiving STA uses this indication to aid in the process
of eliminating duplicate frames.


10 Data 1111 QoS CF-Ack + CF-Poll (no data)


11 Reserved 0000–1111 Reserved


Table 8-2—To/From DS combinations in data frames


 To DS and 
From DS values


Meaning


To DS = 0
From DS = 0 


A data frame direct from one STA to another STA within the same IBSS, a data frame direct
from one non-AP STA to another non-AP STA within the same BSS, or a data frame outside
the context of a BSS.(11ae)


To DS = 1 
From DS = 0


A data frame destined for the DS or being sent by a STA associated with an AP to the Port 
Access Entity in that AP.


To DS = 0
From DS = 1


A data frame exiting the DS or being sent by the Port Access Entity in an AP, or a group 
addressed Mesh Data frame with Mesh Control field present using the three-address MAC 
header format.


To DS = 1 
From DS = 1


A data frame using the four-address MAC header format. This standard defines procedures for 
using this combination of field values only in a mesh BSS.


Table 8-1—Valid type and subtype combinations  (continued)


Type value
b3 b2


Type 
description


Subtype value
b7 b6 b5 b4


Subtype description
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8.2.4.1.7 Power Management field


The Power Management field is 1 bit in length and is used to indicate the power management mode of a
STA. The value of this field is either reserved (as defined below) or remains constant in each frame from a
particular STA within a frame exchange sequence (see Annex G). The value indicates the mode of the STA
after the successful completion of the frame exchange sequence.


In an infrastructure BSS, the following applies:


— The Power Management field is reserved in all (#100)Management frames that are not bufferable
(#100)Management frames.


— The Power Management field is reserved in all (#100)Management frames transmitted by a STA to
an AP with which it is not associated.


— The Power Management field is reserved in all frames transmitted by the AP.


— Otherwise, a value of 1 indicates that the STA will be in PS mode. A value of 0 indicates that the
STA will be in active mode.


In an IBSS, the following applies:


— The Power Management field is reserved in all (#100)Management frames that are not bufferable
(#100)Management frames and that are not individually addressed Probe Request frames.


— Otherwise, a value of 1 indicates that the STA will be in PS mode. A value of 0 indicates that the
STA will be in active mode.


In an MBSS, the following applies:


— A value of 0 in group addressed frames, in (#100)Management frames transmitted to nonpeer STAs,
and in Probe Response frames indicates that the mesh STA will be in active mode towards all
neighbor mesh STAs. A value of 1 in group addressed frames, in (#100)Management frames
transmitted to nonpeer STAs, and in Probe Response frames indicates that the mesh STA will be in
deep sleep mode towards all nonpeer mesh power STAs. 


— A value of 0 in individually addressed frames transmitted to a peer mesh STA indicates that the
mesh STA will be in active mode towards this peer mesh STA A value of 1 in individually
addressed frames transmitted to a peer mesh STA, except Probe Response frames, indicates that the
mesh STA will be in either light sleep mode or deep sleep mode towards this peer mesh STA. When
the QoS Control field is present in the frame, the Mesh Power Save Level subfield in the QoS
Control field indicates whether the mesh STA will be in light sleep mode or in deep sleep mode for
the recipient mesh STA as specified in 8.2.4.5.11 (Mesh Power Save Level subfield).


Table 8-3—To/From DS combinations in (#100)Management frames (11ae)


To DS and 
From DS values Meaning


To DS = 0
From DS = 0


All non-QMF (#100)Management frames.


To DS = 1
From DS = 0


All QMF (#100)Management frames.


To DS = 0
From DS = 1


This combination is reserved.


To DS = 1
From DS = 1


This combination is reserved.
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The mesh power mode transition rules are described in 13.14.3 (Mesh power mode indications and
transitions).


8.2.4.1.8 More Data field


The More Data field is 1 bit in length and is used to indicate to a STA in PS mode that more BUs are
buffered for that STA at the AP. The More Data field is valid in individually addressed data or management
type frames transmitted by an AP to a STA in PS mode. A value of 1 indicates that at least one additional
buffered BU is present for the same STA.


The More Data field is optionally set to 1 in individually addressed data type frames transmitted by a CF-
Pollable STA to the PC in response to a CF-Poll to indicate that the STA has at least one additional buffered
MSDU available for transmission in response to a subsequent CF-Poll.


For a STA in which the More Data Ack subfield of its QoS Capability element is 1 and that has APSD
enabled, an AP optionally sets the More Data field to 1 in ACK frames to this STA to indicate that the AP
has a pending transmission for the STA.


For a STA with TDLS peer PSM enabled and the More Data Ack subfield equal to 1 in the QoS Capability
element of its transmitted TDLS Setup Request frame or TDLS Setup Response frame, a TDLS peer STA
optionally sets the More Data field to 1 in ACK frames to this STA to indicate that it has a pending
transmission for the STA.


The More Data field is 1 in individually addressed frames transmitted by a mesh STA to a peer mesh STA
that is either in light sleep mode or in deep sleep mode for the corresponding mesh peering, when additional
BUs remain to be transmitted to this peer mesh STA.


The More Data field is set to 0 in all other individually addressed frames. 


The More Data field is set to 1 in group addressed frames transmitted by the AP when additional group
addressed bufferable units (BUs) that are not part of an active GCR-SP(11aa) remain to be transmitted by
the AP during this beacon interval. The More Data field is set to 0 in group addressed frames transmitted by
the AP when no more group addressed BUs that are not part of an active GCR-SP(11aa) remain to be
transmitted by the AP during this beacon interval and in all group addressed frames transmitted by non-AP
STAs.


The More Data field is set to 1 in group addressed frames transmitted by the AP when additional group
addressed BUs that are part of an active GCR-SP remain to be transmitted by the AP during this GCR-SP.
The More Data field is set to 0 in group addressed frames transmitted by the AP when no more group
addressed BUs that are part of an active GCR-SP remain to be transmitted by the AP during this GCR-SP.
(11aa)


Editor’s Note: Does the last sentence conflict with “The More Data field is set to 1 in group addressed
frames transmitted by the AP when additional group addressed bufferable units (BUs) that are not part of an
active GCR-SP(11aa) remain to be transmitted by the AP during this beacon interval. ”?


The More Data field is 1 in group addressed frames transmitted by a mesh STA when additional group
addressed BUs remain to be transmitted. The More Data field is 0 in group addressed frames transmitted by
a mesh STA when no more group addressed BUs remain to be transmitted.


8.2.4.1.9 Protected Frame field


The Protected Frame field is 1 bit in length. The Protected Frame field is set to 1 if the Frame Body field
contains information that has been processed by a cryptographic encapsulation algorithm. The Protected
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Frame field is set to 1 only within data frames and within (#100)Management frames of subtype
Authentication, and individually addressed robust (#100)Management frames. The Protected Frame field is
set to 0 in all other frames. When the Protected Frame field is equal to 1, the Frame Body field is protected
utilizing the cryptographic encapsulation algorithm and expanded as defined in Clause 11 (Security). The
Protected Frame field is set to 0 in Data frames of subtype Null Function, CF-Ack(#369) (no data), CF-Poll
(no data), CF-Ack(#369)+CF-Poll (no data), QoS Null (no data), QoS CF-Poll (no data), and QoS CF-
Ack(#369)+CF-Poll (no data) (see, for example, 11.4.2.2 (TKIP MPDU formats) and 11.4.3.1 (General) that
show that the frame body needs to be 1 octet or longer to apply the encapsulation).


8.2.4.1.10 Order field


The Order field is 1 bit in length. It is used for two purposes:


— It is set to 1 in a non-QoS data frame transmitted by a non-QoS STA to indicate that the frame
contains an MSDU, or fragment thereof, that is being transferred using the StrictlyOrdered service
class.


— It is set to 1 in a QoS data or (#100)Management frame transmitted with a value of HT_GF or
HT_MF for the FORMAT parameter of the TXVECTOR to indicate that the frame contains an HT
Control field.


Otherwise, the Order field is set to 0.


8.2.4.2 Duration/ID field


The Duration/ID field is 16 bits in length. The contents of this field vary with frame type and subtype, with
whether the frame is transmitted during the CFP, and with the QoS capabilities of the sending STA. The
contents of the field are defined as follows:


a) In control frames of subtype PS-Poll, the Duration/ID field carries the association identifier (AID) of
the STA that transmitted the frame in the 14 least significant bits (LSB), and the 2 most significant
bits (MSB) both set to 1. The value of the AID is in the range 1–2007.


b) In frames transmitted by the PC and non-QoS STAs, during the CFP, the Duration/ID field is set to
a fixed value of 32 768. 


c) In all other frames sent by non-QoS STAs and control frames sent by QoS STAs, the Duration/ID
field contains a duration value as defined for each frame type in 8.3 (Format of individual frame
types).


d) In data and (#100)Management frames sent by QoS STAs, the Duration/ID field contains a duration
value as defined for each frame type in 8.2.5 (Duration/ID field (QoS STA)).


See 9.24.3 (Duration/ID field processing) on the processing of this field in received frames.


The encoding of the Duration/ID field is given in Table 8-4 (Duration/ID field encoding).


Table 8-4—Duration/ID field encoding


Bits 0–13 Bit 14 Bit 15 Usage


0–32 767 0 Duration value (in microseconds) within all frames other than 
PS-Poll frames transmitted during the CP, and under HCF for 
frames transmitted during the CFP


0 0 1 Fixed value under point coordination function (PCF) within 
frames transmitted during the CFP


1–16 383 0 1 Reserved
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See also 8.6.3 (A-MPDU contents) on the setting of the Duration/ID field of MAC headers of MPDUs in an
A-MPDU.(#126)


8.2.4.3 Address fields


8.2.4.3.1 General


There are four address fields in the MAC frame format. These fields are used to indicate the basic service set
identifier (BSSID), source address (SA), destination address (DA), transmitting STA address (TA), and
receiving STA address (RA). Certain frames may not contain some of the address fields.


Certain address field usage is specified by the relative position of the address field (1–4) within the MAC
header, independent of the type of address present in that field. For example, receiver address matching is
always performed on the contents of the Address 1 field in received frames, and the receiver address of CTS
and ACK frames is always obtained from the Address 2 field in the corresponding RTS frame, or from the
frame being acknowledged.


8.2.4.3.2 Address representation


Each Address field contains a 48-bit address as defined in 9.2 of IEEE Std 802-2001. 


8.2.4.3.3 Address designation


A MAC sublayer address is one of the following two types:


a) Individual address. The address assigned to a particular STA on the network.


b) Group address. A multidestination address, which may be in use by one or more STAs on a given
network. The two kinds of group addresses are as follows:


1) Multicast-group address. An address associated by higher level convention with a group of
logically related STAs.


2) Broadcast address. A distinguished, predefined group  address that always denotes the set of
all STAs on a given LAN. All (#273)1s are interpreted to be the broadcast address. This group
is predefined for each communication medium to consist of all STAs actively connected to that
medium; it is used to broadcast to all the active STAs on that medium.


The address space is also partitioned into locally administered and universal (globally administered)
addresses. The nature of a body and the procedures by which it administers these universal (globally
administered) addresses is beyond the scope of this standard. See IEEE Std 802-2001 for more information.


8.2.4.3.4 BSSID field


The BSSID field is a 48-bit field of the same format as an IEEE 802 MAC address. When
dot11OCBActivated is false, the value of this field uniquely identifies each BSS. The value of this field, in
an infrastructure BSS, is the MAC address currently in use by the STA in the AP of the BSS. 


0 1 1 Reserved


1–2007 1 1 AID in PS-Poll frames


2008–16 383 1 1 Reserved


Table 8-4—Duration/ID field encoding
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The value of this field in an IBSS is a locally administered IEEE MAC address formed from a 46-bit random
number generated according to the procedure defined in 10.1.4 (Acquiring synchronization, scanning). The
individual/group bit of the address is set to 0. The universal/local bit of the address is set to 1. This
mechanism is used to provide a high probability of selecting a unique BSSID.


The value of all 1s is used to indicate the wildcard BSSID. The wildcard value is not used in the BSSID field
except where explicitly permitted in this standard. When dot11OCBActivated is true, the wildcard value
shall be used in the BSSID field. When dot11OCBActivated is false and the BSSID field contains the
wildcard value, the Address 1 (DA) field is also set to all 1s to indicate the broadcast address.


8.2.4.3.5 DA field


The DA field contains an IEEE MAC individual or group address that identifies the MAC entity or entities
intended as the final recipient(s) of the MSDU (or fragment thereof) or A-MSDU, as defined in 8.3.2.1 (Data
frame format), contained in the frame body field.


8.2.4.3.6 SA field


The SA field contains an IEEE MAC individual address that identifies the MAC entity from which the
transfer of the MSDU (or fragment thereof) or A-MSDU, as defined in 8.3.2.1 (Data frame format),
contained in the frame body field was initiated. The individual/group bit is always transmitted as a 0 in the
source address.


8.2.4.3.7 RA field


The RA field contains an IEEE MAC individual or group address that identifies the intended immediate
recipient STA(s), on the WM, for the information contained in the frame body field. 


8.2.4.3.8 TA field


The TA field contains an IEEE MAC individual address that identifies the STA that has transmitted, onto
the WM, the MPDU contained in the frame body field. The Individual/Group bit is always transmitted as a 0
in the transmitter address.


8.2.4.4 Sequence Control field


8.2.4.4.1 Sequence Control field structure


The Sequence Control field is 16 bits in length and consists of two subfields, the Sequence Number and the
Fragment Number. The format of the Sequence Control field is illustrated in Figure 8-3 (Sequence Control
field). The sequence Control field is not present in control frames.


8.2.4.4.2 Sequence Number field


Each MSDU, A-MSDU, or MMPDU transmitted by a STA is assigned a sequence number. See 9.3.2.10
(Duplicate detection and recovery). Sequence numbers are not assigned to control frames, as the Sequence
Control field is not present in those frames.(11ae)


B0 B3 B4 B15


Fragment Number Sequence Number


Bits: 4 12


Figure 8-3—Sequence Control field
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The Sequence Number field in data frames(11ae) is a 12-bit field indicating the sequence number of the
MSDU or A-MSDU.(11ae)


The Sequence Number field in QMFs comprises the QMF Sequence Number subfield and the AC Index
(ACI) subfield. The QMF Sequence Number subfield is a 10-bit subfield indicating the sequence number of
the frame. The ACI subfield is a 2-bit subfield indicating the ACI of the frame. The format of the Sequence
Number field in QMFs is shown in 8-4 (Sequence Number field in QMFs).(11ae)


The value of the ACI subfield represents the ACI of the frame as defined in 8.4.2.31 (EDCA Parameter Set
element).(11ae)


The Sequence Number field in (#100)Management frames that are not QMFs is a 12-bit field indicating the
sequence number of the frame.(11ae)


Each fragment of an MSDU or MMPDU contains a copy of the sequence number assigned to that MSDU or
MMPDU. The sequence number remains constant in all retransmissions of an MSDU, MMPDU, or
fragment thereof, except when the MSDU is delivered via both DMS and group addressed delivery via
NoAck, GCR unsolicited retry, or GCR Block Ack retransmission policies. In such cases, the sequence
numbers assigned to the MSDUs (re)transmitted using group addressed delivery need not match the
sequence number of the corresponding individually addressed A-MSDUs delivered via DMS.(11aa)


8.2.4.4.3 Fragment Number field


The Fragment Number field is a 4-bit field indicating the number of each fragment of an MSDU or
MMPDU. The fragment number is set to 0 in the first or only fragment of an MSDU or MMPDU and is
incremented by one for each successive fragment of that MSDU or MMPDU. The fragment number is set to
0 in the only fragment of an A-MSDU. The fragment number remains constant in all retransmissions of the
fragment.


8.2.4.5 QoS Control field


8.2.4.5.1 QoS Control field structure


The QoS Control field is a 16-bit field that identifies the TC or TS to which the frame belongs as well as
various other QoS-related, A-MSDU related, and mesh-related information about the frame that varies by
frame type, subtype, and type of transmitting STA. The QoS Control field is present in all data frames in
which the QoS subfield of the Subtype field is equal to 1 (see 8.2.4.1.3 (Type and Subtype fields)). Each
QoS Control field comprises five or eight subfields, as defined for the particular sender (HC or non-AP
STA) and frame type and subtype. The usage of these subfields and the various possible layouts of the QoS
Control field are described 8.2.4.5.2 (TID subfield) to 8.2.4.5.12 (Receiver Service Period Initiated (RSPI)
subfield) and illustrated in Table 8-5 (QoS Control field).


See 9.12.1 (A-MPDU contents) for constraints on the contents of the QoS Control field when present in an
A-MPDU.


B4 B13 B14 B15


QMF Sequence Number ACI


Bits: 10 2


Figure 8-4—Sequence Number field in QMFs
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8.2.4.5.2 TID subfield


The TID subfield identifies the TC or TS to which the corresponding MSDU (or fragment thereof) or A-
MSDU in the Frame Body field belongs. The TID subfield also identifies the TC or TS of traffic for which a
TXOP is being requested, through the setting of TXOP duration requested or queue size. The encoding of
the TID subfield depends on the access policy (see 8.4.2.32 (TSPEC element)) and is shown in Table 8-6
(TID subfield). Additional information on the interpretation of the contents of this field appears in 5.1.1.4
(Interpretation of priority parameter in MAC service primitives).


Table 8-5—QoS Control field


Applicable frame 
(sub) types


Bits 
0–3 Bit 4 Bits 5-6 Bit 7 Bits 8 Bit 9 Bit 10 Bits 11-


15


QoS CF-Poll and QoS CF-
Ack+CF-Poll frames sent 
by HC


TID EOSP Ack 
Policy


Reserve
d


TXOP Limit


QoS Data+CF-Poll and 
QoS Data+CF-Ack+CF-
Poll frames sent by HC


TID EOSP Ack 
Policy


A-
MSDU 
Present


TXOP Limit


QoS Data and QoS 
Data+CF-Ack frames sent 
by HC


TID EOSP Ack 
Policy 


A-
MSDU 
Present


AP PS Buffer State


QoS Null frames sent by 
HC


TID EOSP Ack 
Policy


Reserve
d


AP PS Buffer State


QoS Data and QoS 
Data+CF-Ack frames sent 
by non-AP STAs that are 
not a TPU buffer STA or a 
TPU sleep STA in a 
nonmesh BSS


TID 0 Ack 
Policy 


A-
MSDU 
Present


TXOP Duration Requested


TID 1 Ack 
Policy 


A-
MSDU 
Present 


Queue Size


QoS Null frames sent by 
non-AP STAs that are not a 
TPU buffer STA or a TPU 
sleep STA in a nonmesh 
BSS


TID 0
Ack 


Policy
Reserve


d TXOP Duration Requested 


TID 1 Ack 
Policy


Reserve
d Queue Size


QoS Data and QoS 
Data+CF-Ack frames sent 
by TPU buffer STAs in a 
nonmesh BSS


TID EOSP Ack 
Policy


A-
MSDU 
Present


Reserved


QoS Null frames sent by 
TPU buffer STAs in a 
nonmesh BSS


TID EOSP
Ack 


Policy
Reserve


d Reserved


QoS Data and QoS 
Data+CF-Ack frames sent 
by TPU sleep STAs in a 
nonmesh BSS


TID Reserv
ed


Ack 
Policy


A-
MSDU 
Present


Reserved


QoS Null frames sent by 
TPU sleep STAs in a 
nonmesh BSS


TID Reserv
ed


Ack 
Policy


Reserve
d Reserved


All frames sent by mesh 
STAs in a mesh BSS TID EOSP


Ack 
Policy


A-
MSDU 
Present


Mesh 
Control 
Present


Mesh 
Power 
Save 
Level


RSPI Reserved
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For QoS Data+CF-Poll, the TID subfield in the QoS Control field indicates the TID of the data. For all QoS
(+)CF-Poll frames of subtype Null, the TID subfield in the QoS Control field indicates the TID for which the
poll is intended. The requirement to respond to that TID is nonbinding, and a STA may respond with any
frame. For STAs where dot11OCBActivated is true, traffic streams are not used and the TID always
corresponds to a TC.


8.2.4.5.3 EOSP (end of service period) subfield


The EOSP subfield is 1 bit in length and is used by the HC to indicate the end of the current service period
(SP). The HC sets the EOSP subfield to 1 in its transmission and retransmissions of the SP’s final frame to
end a scheduled/unscheduled SP and sets it to 0 otherwise.


The mesh STA uses the EOSP subfield to indicate the end of the current mesh peer service period (MPSP) in
which it operates as the owner. The mesh STA sets the EOSP subfield to 1 in its transmission and
retransmissions of the MPSP’s final frame to end an MPSP, and sets it to 0 otherwise. See 13.14.9.4
(Termination of a mesh peer service period) for details.


If dot11RobustAVStreamingImplemented is true, then the HC sets the EOSP field to 1 in a GCR-SP group
addressed frame in order to indicate that no more GCR-SP frames of that group address are to be transmitted
by the AP until the next scheduled SP for this GCR-SP stream. The EOSP field is set to 0 in a group
addressed frame delivered using the GCR-A procedures described in 10.23.15.3.8 (GCR-SP(11aa)).(11aa)


Editor’s Note: Does this statement conflict with “The HC sets the EOSP subfield ... sets it to 0 otherwise.”?


8.2.4.5.4 Ack Policy subfield


The Ack Policy subfield is 2 bits in length and identifies the acknowledgment policy that is followed upon
the delivery of the MPDU. The interpretation of these 2 bits is given in Table 8-7 (Ack Policy subfield in
QoS Control field of QoS data frames).


An MSDU is sent using an acknowledgment policy of Normal Ack, Implicit Block Ack Request, PSMP Ack
or Block Ack if the service class parameter in the MA-UNITDATA.request primitive is QoSAck and of No
Ack if the service class parameter in the MA-UNITDATA.request primitive is equal to QoSNoAck.


8.2.4.5.5 TXOP Limit subfield


The TXOP Limit subfield is an 8-bit field that is present in QoS data frames of subtypes that include CF-Poll
and specifies the time limit on a TXOP granted by a QoS (+)CF-Poll frame from an HC in a BSS. In QoS
data frames with subtypes that include CF-Poll, the addressed STA is granted a TXOP that begins a SIFS
period after this frame and lasts no longer than the number of 32 μs periods specified by the TXOP limit
value. The range of time values is 32 μs to 8160 μs. A TXOP limit value of 0 implies that one MPDU or one
QoS Null frame is to be transmitted immediately following the QoS (+)CF-Poll frame.


Table 8-6—TID subfield


Access policy Usage Allowed values in bits 0–3 
(TID subfield)


EDCA UP for either TC or TS, regardless of whether admission 
control is required


0–7


HCCA TSID 8–15


HEMM TSID, regardless of the access mechanism used 8–15
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Table 8-7—Ack Policy subfield in QoS Control field of QoS data frames


Bits in QoS Control field
Meaning


Bit 5 Bit 6


0 0 Normal Ack or Implicit Block Ack Request. 


In a frame that is a non-A-MPDU frame:
The addressed recipient returns an ACK or QoS +CF-Ack frame after a short
interframe space (SIFS) period, according to the procedures defined in 9.3.2.8 (ACK
procedure) and 9.19.3.5 (HCCA transfer rules). The Ack Policy subfield for
individually addressed QoS Null (no data) frames is set to this value.(#225)


In a frame that is part of an A-MPDU:
The addressed recipient returns a BlockAck MPDU, either individually or as part of
an A-MPDU starting a SIFS after the PPDU carrying the frame, according to the
procedures defined in 9.3.2.9 (BlockAck procedure), 9.21.7.5 (Generation and
transmission of BlockAck by an HT STA), 9.21.8.3 (Operation of HT-delayed Block
Ack), 9.25.3 (Rules for RD initiator), 9.25.4 (Rules for RD responder), and 9.29.3
(Explicit feedback beamforming).


1 0 No Ack
The addressed recipient takes no action upon receipt of the frame. More details are
provided in 9.22 (No Acknowledgment (No Ack)).
The Ack Policy subfield is set to this value in all individually addressed frames in
which the sender does not require acknowledgment. This combination is also used for
group addressed frames that use the QoS frame format.
This combination is not used for QoS data frames with a TID for which a Block Ack
agreement exists.
The Ack Policy subfield for group addressed QoS Null (no data) frames is set to this
value.(#225)


0 1 No explicit acknowledgment or PSMP Ack.


When bit 6 of the Frame Control field (see 8.2.4.1.3 (Type and Subtype fields)) is set
to 1:
There may be a response frame to the frame that is received, but it is neither the ACK
nor any data frame of subtype +CF-Ack.
The Ack Policy subfield for QoS CF-Poll and QoS CF-Ack+CF-Poll data frames is
set to this value.(#225)


When bit 6 of the Frame Control field (see 8.2.4.1.3 (Type and Subtype fields)) is set
to 0: 
The acknowledgment for a frame indicating PSMP Ack when it appears in a PSMP
downlink transmission time (PSMP-DTT) is to be received in a later PSMP uplink
transmission time (PSMP-UTT).
The acknowledgment for a frame indicating PSMP Ack when it appears in a PSMP-
UTT is to be received in a later PSMP-DTT.


NOTE—Bit 6 of the Frame Control field (see 8.2.4.1.3 (Type and Subtype fields))
indicates the absence of a data payload. When equal to 1, the QoS data frame contains
no payload, and any response is generated in response to a QoS CF-Poll or QoS CF-
Ack+CF-Poll frame, but does not signify an acknowledgment of data. When set to 0,
the QoS data frame contains a payload, which is acknowledged as described in
9.26.1.7 (PSMP acknowledgment rules).


1 1 Block Ack
The addressed recipient takes no action upon the receipt of the frame except for
recording the state. The recipient can expect a 
BlockAckReq frame in the future to which it responds using the procedure described
in 9.21 (Block Acknowledgment (Block Ack)).
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8.2.4.5.6 Queue Size subfield


The Queue Size subfield is an 8-bit field that indicates the amount of buffered traffic for a given TC or TS at
the STA sending this frame. The Queue Size subfield is present in QoS data frames sent by non-AP STAs
with bit 4 of the QoS Control field equal to 1. The AP may use information contained in the Queue Size
subfield to determine the TXOP duration assigned to the STA.


The queue size value is the total size, rounded up to the nearest multiple of 256 octets and expressed in units
of 256 octets, of all MSDUs and A-MSDUs buffered at the STA (excluding the MSDU or A-MSDU of the
present QoS data frame) in the delivery queue used for MSDUs and A-MSDUs with TID values equal to the
value in the TID subfield of this QoS Control field. A queue size value of 0 is used solely to indicate the
absence of any buffered traffic in the queue used for the specified TID. A queue size value of 254 is used for
all sizes greater than 64 768 octets. A queue size value of 255 is used to indicate an unspecified or unknown
size. If a QoS data frame is fragmented, the queue size value may remain constant in all fragments even if
the amount of queued traffic changes as successive fragments are transmitted.


8.2.4.5.7 TXOP Duration Requested subfield


The TXOP Duration Requested subfield is present in QoS data frames sent by STAs associated in a BSS
with bit 4 of the QoS Control field equal to 0. The TXOP Duration Requested subfield is an 8-bit field that
indicates the duration, in units of 32 μs, that the sending STA determines it needs for its next TXOP for the
specified TID. A value of 0 indicates that no TXOP is requested for the specified TID in the current SP. A
nonzero value represents a requested TXOP duration in the range 32 μs to 8 160 μs in increments of 32 μs.
See 9.19.3.5.2 (TXOP requests).


8.2.4.5.8 AP PS Buffer State subfield


The AP PS Buffer State subfield, defined in Figure 8-5 (QoS AP PS Buffer State subfield), is an 8-bit field
that indicates the PS buffer state at the AP for a STA. The AP PS Buffer State subfield is further subdivided
into three subfields: Buffer State Indicated, Highest-Priority Buffered AC, and AP Buffered Load. 


The Buffered State Indicated subfield is 1 bit in length and is used to indicate whether the AP PS buffer state
is specified. A value of 1 indicates that the AP PS buffer state is specified. 


The Highest-Priority Buffered AC subfield is 2 bits in length and is used to indicate the AC of the highest
priority traffic remaining that is buffered at the AP, excluding the MSDU or A-MSDU of the present frame. 


The AP Buffered Load subfield is 4 bits in length and is used to indicate the total buffer size, rounded up to
the nearest multiple of 4096 octets and expressed in units of 4096 octets, of all MSDUs and A-MSDUs
buffered at the QoS AP (excluding the MSDU or A-MSDU of the present QoS data frame). An AP Buffered
Load field value of 15 indicates that the buffer size is greater than 57 344 octets. An AP Buffered Load
subfield value of 0 is used solely to indicate the absence of any buffered traffic for the indicated highest
priority buffered AC when the Buffer State Indicated bit is 1.


When the Buffered State Indicated subfield is equal to 0, the Highest-Priority Buffered AC subfield and the
AP Buffered Load subfield are reserved.


B8 B9 B10 B11 B12 B15


Reserved Buffer State 
Indicated


Highest Priority 
Buffered AC


QoS AP 
Buffered Load


Bits: 1 1 2 4


Figure 8-5—QoS AP PS Buffer State subfield







IEEE P802.11-REVmc/D0.5, Oct 2012


444 Copyright © 2012 IEEE. All rights reserved.


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


8.2.4.5.9 A-MSDU Present subfield


The A-MSDU Present subfield is 1 bit in length and indicates the presence of an A-MSDU. The A-MSDU
Present subfield is set to 1 to indicate that the Frame Body field contains an entire A-MSDU as defined in
8.3.2.2 (A-MSDU format). The A-MSDU Present subfield is set to 0 to indicate that the Frame Body field
contains an MSDU or fragment thereof as defined in 8.3.2.1 (Data frame format).


8.2.4.5.10 Mesh Control Present subfield


The Mesh Control Present subfield is 1 bit in length, and indicates the presence of a Mesh Control field in
the frame body. When the Mesh Control Present subfield is 1, the Frame Body field contains a Mesh Control
field as defined in 8.2.4.7.3 (Mesh Control field). The mesh STA sets the Mesh Control Present subfield to 1
in the Mesh Data frame containing an unfragmented MSDU, an A-MSDU, or the first fragment of an
MSDU.


8.2.4.5.11 Mesh Power Save Level subfield


The Mesh Power Save Level subfield is 1 bit in length and indicates whether the mesh STA’s peer-specific
mesh power mode will be deep sleep mode or light sleep mode after the successful completion of the frame
exchange sequence.


When the Power Management field in the Frame Control field in the frame is 1, the following applies:


In individually addressed Mesh Data frames, a value of 0 indicates that the mesh STA’s peer-specific mesh
power mode for the recipient mesh STA will be light sleep mode (see 13.14.8.4 (Operation in light sleep
mode for a mesh peering)). In individually addressed Mesh Data frames, a value of 1 indicates that the mesh
STA’s peer-specific mesh power mode for the recipient mesh STA will be deep sleep mode (see 13.14.8.5
(Operation in deep sleep mode for a mesh peering)).


In group addressed Mesh Data frames, a value of 0 indicates that none of the peer-specific mesh power
modes of the mesh STA will be deep sleep mode. In group addressed Mesh Data frames, a value of 1
indicates that at least one of the peer-specific mesh power modes of the mesh STA is deep sleep mode.


The Mesh Power Save Level subfield is reserved if the Power Management field in the Frame Control field
is 0.


8.2.4.5.12 Receiver Service Period Initiated (RSPI) subfield


The Receiver Service Period Initiated (RSPI) subfield is 1 bit in length. The subfield is set to 0 to indicate
that the mesh peer service period, of which the receiver of this frame is the owner, is not initiated. The
subfield is set to 1 to indicate that the mesh peer service period, of which the receiver of this frame is the
owner, is initiated. The use of the RSPI subfield is described in 13.14.9.2 (Initiation of a mesh peer service
period). The RSPI subfield is reserved in group addressed frames.


8.2.4.6 HT Control field


The HT Control field is always present in a Control Wrapper frame and is present in QoS Data and
(#100)Management frames as determined by the Order bit of the Frame Control field as defined in
8.2.4.1.10 (Order field).


NOTE—The only Control frame subtype for which HT Control field is present is the Control Wrapper frame. A control
frame that is described as +HTC (e.g., RTS+HTC, CTS+HTC, BlockAck+HTC or BlockAckReq+HTC) implies the use
of the Control Wrapper frame to carry that control frame.


The format of the 4-octet HT Control field is shown in Figure 8-6 (HT Control field(11aa)).
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The format of the Link Adaptation Control subfield of the HT Control field is defined in Figure 8-7 (Link
Adaptation Control subfield).


The subfields of the Link Adaptation Control subfield are defined in Table 8-8 (Subfields of Link
Adaptation Control subfield).  


The structure of the MAI subfield of the Link Adaptation Control subfield is defined in Figure 8-8 (MAI
subfield). The subfields of the MAI subfield are defined in Table 8-9 (Subfields of the MAI subfield). 


The ASELC subfield of the Link Adaptation Control subfield contains the ASEL Command and ASEL Data
subfields, as shown in Figure 8-9 (ASELC subfield). The encoding of these subfields is shown in Table 8-10
(ASEL Command and ASEL Data subfields). 


B0 B15 B16 B17 B18 B19 B20 B21 B22 B23 B24 B25 B28 B28 B30 B31


Link 
Adaptation 


Control


Calibration
Position


Calibration
Sequence Reserved CSI/


Steering 


NDP 
Announce


-ment
Reserved DEI 


(11aa)
AC 


Constraint


RDG/
More 
PPDU


Bits: 16 2 2 2 2 1 4 1 1 1


Figure 8-6—HT Control field(11aa)


B0 B1 B2 B5 B6 B8 B9 B15


Reserved TRQ MAI MFSI MFB/ASELC


Bits: 1 1 4 3 7


Figure 8-7—Link Adaptation Control subfield


Table 8-8—Subfields of Link Adaptation Control subfield


Subfield Meaning Definition


TRQ Training request Set to 1 to request the responder to transmit a sounding PPDU.
Set to 0 to indicate that the responder is not requested to transmit a sounding 
PPDU.
See 9.29.2 (Transmit beamforming with implicit feedback) and 9.31.2 
(Transmission of an NDP).


MAI MCS request 
(MRQ) or ASEL 
indication


Set to 14 (indicating ASELI) to indicate that the MFB/ASELC subfield is 
interpreted as ASELC. Otherwise, the MAI subfield is interpreted as shown 
in Figure 8-8 (MAI subfield), and the MFB/ASELC subfield is interpreted 
as MCS feedback (MFB).


MFSI MCS feedback 
sequence identifier


Set to the received value of MSI contained in the frame to which the MFB 
information refers. 
Set to 7 for unsolicited MFB.


MFB/ASELC MCS feedback 
and antenna 
selection 
command/data


When the MAI subfield is equal to the value ASELI, this subfield is 
interpreted as defined in Figure 8-9 (ASELC subfield) and Table 8-10 
(ASEL Command and ASEL Data subfields).


Otherwise, this subfield contains recommended MFB.
A value of 127 indicates that no feedback is present.
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B0 B1 B3


MRQ MSI


Bits: 1 3


Figure 8-8—MAI subfield


Table 8-9—Subfields of the MAI subfield


Subfield Meaning Definition


MRQ MCS request Set to 1 to indicate that MFB is requested.
Set to 0 to indicate that no MFB is requested.


MSI MRQ sequence identifier When the MRQ subfield is equal to 1, the MSI subfield contains a 
sequence number in the range 0 to 6 that identifies the specific 
request.When the MRQ subfield is equal to 0, the MSI subfield is 
reserved.


B0 B2 B3 B6


ASEL Command ASEL Data


Bits: 3 4


Figure 8-9—ASELC subfield


Table 8-10—ASEL Command and ASEL Data subfields


ASEL Command
Interpretation of ASEL 


Command ASEL Data 


0 Transmit Antenna Selection 
Sounding Indication (TXASSI)


Number of remaining sounding PPDUs to be transmitted
0 to 15


See NOTE


1 Transmit Antenna Selection 
Sounding Request (TXASSR) 
or Transmit ASEL Sounding 
Resumption


0 when the command is Transmit ASEL Sounding Request
A number in the range of values of 1 to 15, the number 
being the number of the first sounding PPDU to be 
transmitted when the command is Transmit ASEL 
Sounding Resumption, where 0 corresponds to the first 
sounding PPDU in the original ASEL training sequence


2 Receive Antenna Selection 
Sounding Indication (RXASSI)


Number of remaining sounding PPDUs to be received
0 to 15


See NOTE


3 Receive Antenna Selection 
Sounding Request (RXASSR)


Number of sounding PPDUs required
0 to 15


4 Sounding Label Sequence number of the sounding PPDU corresponding to 
a channel state information (CSI) frame in ASEL feedback 
0 to 15
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The  Calibration  Position  and Calibration Sequence subfields of the HT Control field are defined in
Table 8-11 (Calibration control subfields).


The Calibration Sequence subfield identifies an instance of the calibration procedure. The subfield is
included in each frame within a calibration procedure, and its value is unchanged for frames within the same
calibration procedure.


The CSI/Steering subfield of the HT Control field indicates the type of feedback, as shown in Table 8-12
(CSI/Steering subfield values).


5 No Feedback Due to ASEL 
Training Failure or Stale 
Feedback


A number in the range of values of 0 to 15, the number 
being the number of the first sounding PPDU that was not 
received properly, where 0 corresponds to the first 
sounding PPDU in the ASEL training sequence, or 0 if no 
sounding PPDUs were received properly, or 0 if this is a 
request for a full retraining sequence


6 Transmit Antenna Selection 
Sounding Indication requesting 
feedback of explicit CSI 
(TXASSI-CSI)


Number of remaining sounding PPDUs to be transmitted
0 to 15


See NOTE


7 Reserved Reserved


NOTE—If the HT Control field is carried in a sounding PPDU, then the value of the ASEL Data field contains the 
remaining number of sounding frames following the current one. If null data packet (NDP) sounding frame is used, 
then the value in the ASEL Data field contains the number of NDPs following a non-NDP+HTC. The NDP 
Announcement subfield in the HT Control field is set to 1 to indicate NDP sounding.


Table 8-11—Calibration control subfields


Subfield Meaning Definition


Calibration 
Position


Position in calibration sounding 
exchange sequence


Set to 0 indicates this is not a calibration frame.
Set to 1 indicates calibration start.
Set to 2 indicates sounding response.
Set to 3 indicates sounding complete.


Calibration 
Sequence


Calibration sequence identifier The field is included in each frame within the calibration 
procedure and its value is unchanged for the frame 
exchanges during one calibration procedure.
See 9.29.2.4.3 (Sounding exchange for calibration).


Table 8-12—CSI/Steering subfield values


Value Definition


0 No feedback required


1 CSI


Table 8-10—ASEL Command and ASEL Data subfields  (continued)


ASEL Command Interpretation of ASEL 
Command ASEL Data 
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The NDP Announcement subfield of the HT Control field indicates that an NDP will be transmitted after the
frame (according to the rules described in 9.31 (Null data packet (NDP) sounding)). It is set to 1 to indicate
that an NDP will follow; otherwise, it is set to 0.


The DEI subfield of the HT Control field(Ed) is 1 bit in length and is set by the transmitting STA to indicate
the suitability of the corresponding MSDU or A-MSDU to be discarded if there are insufficient resources at
the receiving STA. If there are insufficient resources, a STA that receives an MPDU whose DEI subfield is
equal to 1 carrying all or part of an MSDU or A-MSDU should discard the MSDU or any MSDUs contained
within the A-MSDU in preference to MSDUs carried in MPDUs whose DEI subfield is equal to 0. See
10.26.2 (SCS procedures(11aa)). In an MMPDU, the DEI subfield is reserved. The mechanisms for
determining whether the resources are insufficient or when to discard MSDUs or A-MSDUs are beyond the
scope of this standard.(11aa)


The AC Constraint subfield of the HT Control field indicates whether the mapped AC of an RD data frame
is constrained to a single AC, as defined in Table 8-13 (AC Constraint subfield values).


The RDG/More PPDU subfield of the HT Control field is interpreted differently depending on whether it is
transmitted by an RD initiator or an RD responder, as defined in Table 8-14 (RDG/More PPDU subfield
values).


2 Noncompressed beamforming


3 Compressed beamforming


Table 8-13—AC Constraint subfield values


Value Description


0 The response to a reverse direction grant (RDG) may contain data frames from any TID


1 The response to an RDG may contain data frames only from the same AC as the last 
data frame received from the RD initiator


Table 8-14—RDG/More PPDU subfield values


Value
Role of 


transmitting STA Interpretation of value


0 RD initiator No reverse grant


RD responder The PPDU carrying the frame is the last transmission by the 
RD responder


1 RD initiator An RDG is present, as defined by the Duration/ID field


RD responder The PPDU carrying the frame is followed by another PPDU


Table 8-12—CSI/Steering subfield values
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8.2.4.7 Frame Body field


8.2.4.7.1 General


The Frame Body is a variable-length field that contains information specific to individual frame types and
subtypes. The minimum length of the frame body is 0 octets. The maximum length of the frame body is
defined by the maximum length MSDU plus the length of Mesh Control field as defined in 8.2.4.7.3 (Mesh
Control field), if present, plus any overhead for encryption as defined in Clause 11 (Security), or by the
maximum length A-MSDU plus any overhead for encryption as defined in Clause 11 (Security).


8.2.4.7.2 Overhead for encryption


The overhead for encryption is described in Clause 11 (Security). When the Mesh Control field is present in
the frame body, the Mesh Control field is encrypted as a part of data.


8.2.4.7.3 Mesh Control field


The Mesh Control field is present in the unfragmented Mesh Data frame, in the first fragment of the Mesh
Data frame, and in the (#100)Management frame of subtype Action, Category Multihop Action (Multihop
Action frame) transmitted by a mesh STA.


In Mesh Data frames, when the Mesh Control Present subfield in the QoS Control field is 1, the Mesh
Control field is prepended to the MSDU and located as follows:


— When the frame body contains an MSDU (or a fragment thereof) and the frame is not encrypted, the
Mesh Control field is located in the first octets of the frame body.


— When the frame body contains an MSDU (or a fragment thereof) and the frame is encrypted, the
Mesh Control field is located in the first octets of the encrypted data portion.


— When the frame body contains an A-MSDU, the Mesh Control field is located in the A-
MSDU(#245) subframe header as shown in Figure 8-36 (A-MSDU subframe(#247) structure for
Mesh Data).


In the Multihop Action frame, the Mesh Control field is present as specified in 8.5.18 (Multihop Action
frame details).


The Mesh Control field is of variable length (6, 12, or 18 octets). The structure of the Mesh Control field is
defined in Figure 8-10 (Mesh Control field).


The Mesh Flags subfield is 1 octet in length and contains the Address Extension Mode subfield. The
structure of the Mesh Flags subfield is shown in Figure 8-11 (Mesh Flags subfield).


The Address Extension Mode subfield indicates the contents of the Mesh Address Extension subfield.
Table 8-15 (Valid values for the Address Extension Mode) defines valid values for the Address Extension
Mode and describes the corresponding contents of the Mesh Address Extension subfield. If the Address
Extension Mode is 0, the Mesh Address Extension subfield is not present. For values 1 and 2, the Mesh
Address Extension subfield is present following the Mesh Sequence Number subfield. 


Mesh Flags Mesh TTL Mesh Sequence 
Number


Mesh 
Address Extension 


Octets: 1 1 4 0, 6, or 12


Figure 8-10—Mesh Control field
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The Mesh TTL subfield is 1 octet in length and contains an unsigned integer corresponding to the remaining
number of hops the MSDU/MMPDU is forwarded.  How the Mesh TTL is used in both individually and
group addressed frames is described in 9.32.4 (Addressing and forwarding of individually addressed Mesh
Data frames) and 9.32.5 (Addressing and forwarding of group addressed Mesh Data frames).


The Mesh Sequence Number subfield is 4 octets in length and contains an unsigned integer sequence
number counter value. Source mesh STAs assign mesh sequence numbers from a single modulo-232 counter,
starting at 0 and incrementing by 1 for each MSDU or MMPDU that is transmitted with a Mesh Control
field. Usage of the Mesh Sequence Number is described in 9.32.7 (Detection of duplicate MSDUs/
MMPDUs).


NOTE—It is believed that a 32-bit sequence number is sufficient as the rollover would occur after a period of 5 days
assuming a source continuously transmitting at a rate of 104 frames per second.


The Mesh Address Extension subfield, shown in Figure 8-12 (Mesh Address Extension subfield), is 6 or 12
octets in length and is present only when the Address Extension Mode subfield of the Mesh Flags subfield is
a nonzero nonreserved value. The Mesh Address Extension subfield provides additional address fields for
mesh address extension as defined in Table 8-15 (Valid values for the Address Extension Mode). The
interpretation of the extended Address fields is described in 9.32.3 (Frame addressing in an MBSS).


B0  B1 B2  B7


Address Extension 
Mode Reserved


Bits Bits: 2 6


Figure 8-11—Mesh Flags subfield


Table 8-15—Valid values for the Address Extension Mode


Address 
Extension 


Mode value 


Address Extension Mode 
description


Mesh Address 
Extension 


subfield length 
(octets)


Applicable 
frame types


0 No Mesh Address Extension 
subfield


0 Data, Management (Multihop 
Action, group addressed)


1 Mesh Address Extension 
subfield contains Address 4


6 Management 
(Multihop Action,
individually addressed), 
Data (proxied, group addressed)


2 Mesh Address Extension 
subfield contains Address 5 
and Address 6


12 Data (proxied,
individually addressed)


3 Reserved — —


Address 4 Address 5 Address 6


Octets: 6 6 6


Figure 8-12—Mesh Address Extension subfield
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The Address 4 subfield is present when the Address Extension Mode subfield in the Mesh Flags subfield is
1 . It carries a fourth address that is not included as a part of the MAC header for these frames.


The Address 5 subfield and Address 6 subfield are present when the Address Extension Mode subfield in the
Mesh Flags subfield is 2. It carries the addresses of source and destination end station of the end-to-end
IEEE 802 communication in cases where either (or both) of the end stations are not mesh STAs at the
beginning or end of a single mesh path. (See Figure 9-44 (Example addressing for a Mesh Data frame).) 


NOTE—This is useful, for example, when the end stations of IEEE 802 communication are nonmesh, external STAs
that communicate over a mesh BSS via proxy mesh gates.


Details on the usage of these optional address fields are given in 9.32.3 (Frame addressing in an MBSS).


8.2.4.8 FCS field


The FCS field is a 32-bit field containing a 32-bit CRC. The FCS is calculated over all the fields of the MAC
header and the Frame Body field. These are referred to as the calculation fields.


The FCS is calculated using the following standard generator polynomial of degree 32:


G(x) = x32 + x26 + x23 + x22 + x16 + x12 + x11 + x10 + x8 + x7 + x5 + x4 + x2 + x + 1


The FCS is the (#273)1s complement of the sum (modulo 2) of the following:


a) The remainder of xk × (x31 + x30 + x29 + …+ x2 + x + 1) divided (modulo 2) by G(x), where k is the
number of bits in the calculation fields, and


b) The remainder after multiplication of the contents (treated as a polynomial) of the calculation fields
by x32 and then division by G(x).


The FCS field is transmitted commencing with the coefficient of the highest-order term.


As a typical implementation, at the transmitter, the initial remainder of the division is preset to all (#273)1s
and is then modified by division of the calculation fields by the generator polynomial G(x). The (#273)1s
complement of this remainder is transmitted, with the highest-order bit first, as the FCS field.


At the receiver, the initial remainder is preset to all (#273)1s and the serial incoming bits of the calculation
fields and FCS, when divided by G(x), results (in the absence of transmission errors) in a unique nonzero
remainder value. The unique remainder value is the polynomial:


x31 + x30 + x26 + x25 + x24 + x18 + x15 + x14 + x12 + x11 + x10 + x8 + x6 + x5 + x4 + x3 + x + 1


8.2.5 Duration/ID field (QoS STA)


8.2.5.1 General


The value in the Duration/ID field in a frame transmitted by a QoS STA is defined in 8.2.5.2 (Setting for
single and multiple protection under enhanced distributed channel access (EDCA)) through 8.2.5.8 (Setting
for other response frames).


All times are calculated in microseconds. If a calculated duration includes a fractional microsecond, that
value inserted in the Duration/ID field is rounded up to the next higher integer.
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8.2.5.2 Setting for single and multiple protection under enhanced distributed channel 
access (EDCA)


Within a frame (excluding data frames containing QoS CF-Poll, PSMP frames, and frames that have the
RDG/More PPDU subfield equal to 1) transmitted under EDCA by a STA that initiates a TXOP, there are
two classes of duration settings: single protection and multiple protection. In single protection, the value of
the Duration/ID field of the frame can set a NAV value at receiving STAs that protects up to the end of any
following data, management, or response frame plus any additional overhead frames as described below. In
multiple protection, the value of the Duration/ID field of the frame can set a NAV that protects up to the
estimated end of a sequence of multiple frames. Frames that have the RDG/More PPDU subfield equal to 1
always use multiple protection. PSMP frames always use multiple protection. The STA selects between
single and multiple protection when it transmits the first frame of a TXOP. All subsequent frames
transmitted by the STA in the same TXOP use the same class of duration settings.


The Duration/ID field is determined as follows:


a) Single protection settings.


1) For an RTS that is not part of a dual clear-to-send (CTS) exchange, the Duration/ID field is set
to the estimated time, in microseconds, required to transmit the pending frame, plus one CTS
frame, plus one ACK or BlockAck frame if required, plus any NDPs required, plus explicit
feedback if required, plus applicable IFS durations.


2) For all CTS frames sent by STAs as the first frame in the exchange under EDCA and with the
receiver address (RA) matching the MAC address of the transmitting STA, the Duration/ID
field is set to one of the following:


i) If there is a response frame, the estimated time required to transmit the pending frame,
plus one SIFS interval, plus the response frame (ACK or BlockAck), plus any NDPs
required, plus explicit feedback if required, plus an additional SIFS interval


ii) If there is no response frame, the time required to transmit the pending frame, plus one
SIFS interval


3) For a BlockAckReq frame, the Duration/ID field is set to the estimated time required to
transmit one ACK or BlockAck frame, as applicable, plus one SIFS interval.


4) For a BlockAck frame that is not sent in response to a BlockAckReq or an implicit Block Ack
request, the Duration/ID field is set to the estimated time required to transmit an ACK frame
plus a SIFS interval.


5) For (#100)Management frames, non-QoS data frames (i.e., with bit 7 of the Frame Control
field equal to 0), and individually addressed data frames with the Ack Policy subfield equal to
Normal Ack only, the Duration/ID field is set to one of the following:


i) If the frame is the final fragment of the TXOP, the estimated time required for the
transmission of one ACK frame (including appropriate IFS values)


ii) Otherwise, the estimated time required for the transmission of one ACK frame, plus the
time required for the transmission of the following MPDU and its response if required,
plus applicable IFS durations.


6) For individually addressed QoS data frames with the Ack Policy subfield equal to No Ack or
Block Ack, for (#100)Management frames of subtype Action No Ack, and for group addressed
frames, the Duration/ID field is set to one of the following:


i) If the frame is the final fragment of the TXOP, 0


ii) Otherwise, the estimated time required for the transmission of the following frame and its
response frame, if required (including appropriate IFS values)


b) Multiple protection settings. The Duration/ID field is set to a value D as follows:


1) If TTXOP = 0 and TEND_NAV = 0, then D = TSINGLE-MSDU – TPPDU







IEEE P802.11-REVmc/D0.5, Oct 2012


Copyright © 2012 IEEE. All rights reserved. 453


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


2) Else if TTXOP = 0 and TEND_NAV > 0, then D = TEND-NAV –TPPDU


3) Else if TEND-NAV = 0, then 


4) Else 


where


TSINGLE-MSDU is the estimated time required for the transmission of the allowed frame


exchange sequence defined in 8.4.2.31 (EDCA Parameter Set element)
(for a TXOP limit value of 0), including applicable IFS durations


TPENDING is the estimated time required for the transmission of


— Pending MPDUs of the same AC 


— Any associated immediate response frames


— Any NDP transmissions and explicit feedback response frames


— Applicable IFS durations


— Any RDG


TTXOP is the value of dot11EDCATableTXOPLimit (dot11EDCAQAP-


TableTXOPLimit for the AP) for that AC
TTXOP-REMAINING is TTXOP less the time already used time within the TXOP


TEND-NAV is the remaining duration of any NAV set by the TXOP holder, or 0 if no


NAV has been established
TPPDU is the time required for transmission of the current PPDU


8.2.5.3 Setting for QoS CF-Poll frames


Within a data frame containing QoS CF-Poll, the Duration/ID field value is set to one of the following:


a) One SIFS duration plus the TXOP limit, if the TXOP limit is nonzero, or


b) The time required for the transmission of one MPDU of nominal MSDU size and the associated
ACK frame plus two SIFS intervals, if the TXOP limit is 0.


8.2.5.4 Setting for frames sent by a TXOP holder under HCCA


Within a frame sent by a TXOP holder under hybrid coordination function (HCF) controlled channel access
(HCCA), to provide NAV protection for the entire controlled access phase (CAP), the Duration/ID field is
set to one of the following values:


a) For an RTS frame


1) If the pending frame is the final frame, the time required to transmit the pending frame, plus
one CTS frame, plus one ACK frame if required, plus three SIFS intervals


2) If the pending frame is not the final frame in the TXOP, the remaining duration of the TXOP


b) For a CTS frame


1) If the pending frame is the sole frame in the TXOP, one of the following:


i) If there is a response frame, the time required to transmit the pending frame, plus one SIFS
interval, plus the response frame (ACK or BlockAck), plus an additional SIFS interval


ii) If there is no response frame, the time required to transmit the pending frame, plus one
SIFS interval


2) If the pending frame is not the final frame in the TXOP, the remaining duration of the TXOP


c) Otherwise


1) If the frame is a nonfinal frame in a TXOP with multiple frame exchanges, the remaining
duration of the TXOP


min TPENDING TTXOP TPPDU–,( ) D TTXOP TPPDU–≤ ≤


TEND NAV– TPPDU– D TTXOP REMAINING– TPPDU–≤ ≤
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2) If the frame is the sole or final frame in the TXOP, the actual remaining time needed for this
frame exchange sequence


8.2.5.5 Settings within a PSMP sequence


Within a PSMP frame, the Duration/ID field is set to a value that is no less than the time required to
complete all PSMP-DTT and PSMP-UTT periods described in the frame.


Within the PSMP-DTT and PSMP-UTT of a PSMP sequence, the Duration/ID field is set to the Duration/ID
value of the preceding PSMP frame minus the time between the end of the PSMP frame and the end of the
PPDU carrying the frame.


NOTE—In other words, all frames transmitted within a PSMP sequence locate the same NAV endpoint.


8.2.5.6 Settings within a dual CTS sequence


Within a frame (“Frame1”) (excluding a second CTS (CTS2) transmission, as defined in 9.3.2.7 (Dual CTS
protection)) sent by a QoS STA that is not a TXOP holder in a PPDU that contains an immediate response or
that is sent by an RD responder, the Duration/ID field is set to the Duration/ID value from the frame(s)
(“Frames2”) that elicited the response or that carried the RDG minus the time interval between the end of the
PPDU that carried Frame1 and the end of the PPDU that carries Frames2.


Within a frame (“Frame1”) (excluding a CTS2 transmission, as defined in 9.3.2.7 (Dual CTS protection))
sent by a QoS STA that is a TXOP holder, the Duration/ID field is set according to the rules in the following
subclauses:


— 8.2.5.2 (Setting for single and multiple protection under enhanced distributed channel access
(EDCA)) rule b) for multiple protection if Frame1 is not a QoS+CF-Poll frame and the TXOP holder
is not operating under HCCA or PSMP


— 8.2.5.3 (Setting for QoS CF-Poll frames) if Frame1 is a QoS+CF-Poll frame and the TXOP holder is
not operating under HCCA or PSMP


— 8.2.5.4 (Setting for frames sent by a TXOP holder under HCCA) if the TXOP holder is operating
under HCCA


— 8.2.5.5 (Settings within a PSMP sequence). if the TXOP holder is operating under PSMP


Within the CTS2 of a dual CTS exchange, defined in 9.3.2.7 (Dual CTS protection), the Duration/ID field is
set to the value of the Duration/ID field of the RTS that initiated the exchange minus the time required to
transmit the first clear-to-sent (CTS1), CTS2, and the applicable IFS intervals.


8.2.5.7 Setting for control response frames


This subclause describes how to set the Duration/ID field for CTS, ACK, and BlockAck control response
frames transmitted by a QoS STA.


For a CTS frame that is not part of a dual CTS sequence transmitted in response to an RTS frame, the
Duration/ID field is set to the value obtained from the Duration/ID field of the RTS frame that elicited the
response minus the time, in microseconds, between the end of the PPDU carrying the RTS frame and the end
of the PPDU carrying the CTS frame. 


For an ACK frame, the Duration/ID field is set to the value obtained from the Duration/ID field of the frame
that elicited the response minus the time, in microseconds between the end of the PPDU carrying the frame
that elicited the response and the end of the PPDU carrying the ACK frame. 
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For a BlockAck frame transmitted in response to a BlockAckReq frame or transmitted in response to a frame
containing an implicit Block Ack request, the Duration/ID field is set to the value obtained from the
Duration/ID field of the frame that elicited the response minus the time, in microseconds between the end of
the PPDU carrying the frame that elicited the response and the end of the PPDU carrying the BlockAck
frame.


8.2.5.8 Setting for other response frames


For any frame transmitted by a STA that is not the TXOP holder and is not specified by 8.2.5.1 (General)
through 8.2.5.7 (Setting for control response frames), the Duration/ID field is set to the value obtained from
the Duration/ID field of the frame that elicited the response minus the time, in microseconds, between the
end of the PPDU carrying the frame that elicited the response and the end of the PPDU carrying the frame.


8.3 Format of individual frame types


8.3.1 Control frames


8.3.1.1 Format of control frames


In the following descriptions, “immediately previous” frame means a frame whose reception concluded
within the SIFS interval preceding the start of the current frame.


The subfields within the Frame Control field of control frames are set as illustrated in Figure 8-13 (Frame
Control field subfield values within control frames). 


8.3.1.2 RTS frame format


The frame format for the RTS frame is as defined in Figure 8-14 (RTS frame).


The RA field of the RTS frame is the address of the STA, on the WM, that is the intended immediate
recipient of the pending individually addressed data, management, or control frame.


The TA field is the address of the STA transmitting the RTS frame.


B0 B1 B2 B3 B4 B7 B8 B9 B10 B11 B12 B13 B13 B15


Protocol 
Version


Type
(Control)


Subtype
To 
DS
(0)


From 
DS
(0)


More 
Frag
(0)


Retry
(0)


Power 
Man-
age-
ment


More 
Data
(0)


Protected 
Frame


(0)


Order
(0)


Bits: 2 2 4 1 1 1 1 1 1 1 1


Figure 8-13—Frame Control field subfield values within control frames


Figure 8-14—RTS frame
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For all RTS frames sent by non-QoS STAs, the duration value is the time, in microseconds, required to
transmit the pending data or (#100)Management frame, plus one CTS frame, plus one ACK frame, plus
three SIFS intervals. If the calculated duration includes a fractional microsecond, that value is rounded up to
the next higher integer. For RTS frames sent by QoS STAs, see 8.2.5 (Duration/ID field (QoS STA)).


8.3.1.3 CTS frame format


The frame format for the CTS frame is as defined in Figure 8-15 (CTS frame).


When the CTS frame follows an RTS frame, the RA field of the CTS frame is copied from the TA field of
the immediately previous RTS frame to which the CTS is a response. When the CTS is the first frame in a
frame exchange, the RA field is set to the MAC address of the transmitter.


For all CTS frames transmitted by a non-QoS STA in response to RTS frames, the duration value is the
value obtained from the Duration field of the immediately previous RTS frame, minus the time, in
microseconds, required to transmit the CTS frame and its SIFS interval. If the calculated duration includes a
fractional microsecond, that value is rounded up to the next higher integer.


At a non-QoS STA, if the CTS is the first frame in the exchange and the pending data or (#100)Management
frame requires acknowledgment, the duration value is the time, in microseconds, required to transmit the
pending data or (#100)Management frame, plus two SIFS intervals plus one ACK frame. At a non-QoS
STA, if the CTS is the first frame in the exchange and the pending data or (#100)Management frame does
not require acknowledgment, the duration value is the time, in microseconds, required to transmit the
pending data or (#100)Management frame, plus one SIFS interval. If the calculated duration includes a
fractional microsecond, that value is rounded up to the next higher integer.


For other CTS transmissions by a QoS STA, the duration value is set as defined in 8.2.5 (Duration/ID field
(QoS STA)).


8.3.1.4 ACK frame format


The frame format for the ACK frame is as defined in Figure 8-16 (ACK frame).


The RA field of the ACK frame is copied from the Address 2 field of the immediately previous individually
addressed data, management, BlockAckReq, BlockAck, or PS-Poll frames.


Figure 8-15—CTS frame


Figure 8-16—ACK frame
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For ACK frames sent by non-QoS STAs, if the More Fragments bit was equal to 0 in the Frame Control field
of the immediately previous individually addressed data or (#100)Management frame, the duration value is
set to 0. In other ACK frames sent by non-QoS STAs, the duration value is the value obtained from the
Duration/ID field of the immediately previous data, management, PS-Poll, BlockAckReq, or BlockAck
frame minus the time, in microseconds, required to transmit the ACK frame and its SIFS interval. If the
calculated duration includes a fractional microsecond, that value is rounded up to the next higher integer. 


In all other ACK frames, the duration value is specified by 8.2.5 (Duration/ID field (QoS STA)).


8.3.1.5 PS-Poll frame format


The frame format for the PS-Poll frame is as defined in Figure 8-17 (PS-Poll frame).


The BSSID is the address of the STA contained in the AP. The TA field is the address of the STA
transmitting the frame. The AID is the value assigned to the STA transmitting the frame by the AP in the
Association (#99)Response frame that established that STA’s current association.


The AID value always has its two MSBs set to 1.


8.3.1.6 CF-End frame format


The frame format for the CF-End frame is as defined in Figure 8-18 (CF-End frame).


The BSSID field is the address of the STA contained in the AP. The RA field is the broadcast group address.


The Duration field is set to 0.


Figure 8-17—PS-Poll frame


Figure 8-18—CF-End frame
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8.3.1.7 CF-End+CF-Ack frame format


The frame format for the CF-End+CF-Ack frame is as defined in Figure 8-19 (CF-End+CF-Ack frame).


The BSSID field is the address of the STA contained in the AP. The RA field is the broadcast group address.


The Duration field is set to 0.


8.3.1.8 BlockAckReq frame format


8.3.1.8.1 Overview


The frame format of the BlockAckReq frame is defined in Figure 8-20 (BlockAckReq frame).


The Duration/ID field value is set as defined in 8.2.5 (Duration/ID field (QoS STA)). 


The RA field of the BlockAckReq frame is the address of the recipient STA.


The TA field is the address of the STA transmitting the BlockAckReq frame.


The BAR Control field is shown in Figure 8-21 (BAR Control field). 


For BlockAckReq frames sent under Delayed and HT-Delayed agreements, the BAR Ack Policy subfield of
the BAR Control field has the meaning shown in Table 8-16 (BAR Ack Policy subfield). For BlockAckReq
frames sent under other types of agreement, the BAR Ack Policy subfield is reserved.


Octets: 2 2 6 6 2 Variable 4


Frame 
Control Duration/ID RA TA BAR Control BAR 


Information FCS


MAC Header


Figure 8-20—BlockAckReq frame


B0 B1 B2 B3 B4 B11 B12 B15


BAR Ack 
Policy Multi-TID Compressed 


Bitmap
GCR 


(11aa) Reserved TID_INFO


Bits: 1 1 1 1 8 4


Figure 8-21—BAR Control field


Figure 8-19—CF-End+CF-Ack frame
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The values of the Multi-TID, Compressed Bitmap and GCR(11aa) subfields determine which of four(11aa)
possible BlockAckReq frame variants is represented, as indicated in Table 8-17 (BlockAckReq frame
variant encoding(11aa)).


The meaning of the TID_INFO subfield of the BAR Control field depends on the BlockAckReq frame
variant type. The meaning of this subfield is explained within the subclause for each of the BlockAckReq
frame variants.


The meaning of the BAR Information field of the BlockAckReq frame depends on the BlockAckReq frame
variant type. The meaning of this field is explained within the subclause for each of the BlockAckReq frame
variants.


NOTE—Reference to “a BlockAckReq” frame without any other qualification from other subclauses applies to any of
the variants, unless specific exclusions are called out.


Table 8-16—BAR Ack Policy subfield


Value Meaning


0 Normal Acknowledgment.
The BAR Ack Policy subfield is set to this value when the sender requires immediate acknowledgment.
The addressee returns an ACK.


See 9.26.1.7 (PSMP acknowledgment rules).


1 No Acknowledgment.
The addressee sends no immediate response upon receipt of the frame. 
The BAR Ack Policy subfield is set to this value when the sender does not require immediate 
acknowledgment.


The value 1 is not used in a Basic BlockAckReq frame outside a PSMP sequence.
The value 1 is not used in an Multi-TID BlockAckReq frame.


Table 8-17—BlockAckReq frame variant encoding(11aa)


Multi-TID 
subfield value


Compressed Bitmap 
subfield value


GCR 
subfield value(11aa) BlockAckReq frame variant


0 0 0 Basic BlockAckReq


0 1 0 Compressed BlockAckReq


1 0 0 Reserved


1 1 0 Multi-TID BlockAckReq


0 0 1 Reserved(11aa)


0 1 1 GCR BlockAckReq(11aa)


1 0 1 Reserved(11aa)


1 1 1 Reserved(11aa)
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8.3.1.8.2 Basic BlockAckReq variant


The TID_INFO subfield of the BAR Control field of the Basic BlockAckReq frame contains the TID for
which a Basic BlockAck frame is requested.


The BAR Information field of the Basic BlockAckReq frame contains the Block Ack Starting Sequence
Control subfield, as shown in Figure 8-22 (Block Ack Starting Sequence Control field). The Starting
Sequence Number subfield of the Block Ack Starting Sequence Control subfield contains the sequence
number of the first MSDU for which this Basic BlockAckReq frame is sent. The Fragment Number subfield
is set to 0. 


8.3.1.8.3 Compressed BlockAckReq variant


The TID_INFO subfield of the BAR Control field of the Compressed BlockAckReq frame contains the TID
for which a BlockAck frame is requested.


The BAR Information field of the Compressed BlockAckReq frame contains the Block Ack Starting
Sequence Control subfield, as shown in Figure 8-22 (Block Ack Starting Sequence Control field). The
Starting Sequence Number subfield of the Block Ack Starting Sequence Control subfield contains the
sequence number of the first MSDU or A-MSDU for which this BlockAckReq frame is sent. The Fragment
Number subfield of the Block Ack Starting Sequence Control subfield is set to 0.


8.3.1.8.4 Multi-TID BlockAckReq variant


The TID_INFO subfield of the BAR Control field of the Multi-TID BlockAckReq frame determines the
number of TIDs present in the Multi-TID BlockAckReq frame as given by TID_INFO + 1, e.g., a value of 2
in the TID_INFO subfield means that three TID values are present in the Multi-TID BlockAckReq frame’s
BAR Information field.


The BAR Information field of the Multi-TID BlockAckReq frame comprises multiple sets of Per TID Info
subfields and Block Ack Starting Sequence Control subfields, as shown in Figure 8-23 (BAR Information
field (Multi-TID BlockAckReq)). The Per TID Info subfield is shown in Figure 8-24 (Per TID Info
subfield). The Block Ack Starting Sequence Control subfield is shown in Figure 8-22 (Block Ack Starting
Sequence Control field). The Starting Sequence Number subfield of the Block Ack Starting Sequence
Control subfield contains the sequence number of the first MSDU or A-MSDU for which this BlockAckReq
frame is sent. The Fragment Number subfield of the Block Ack Starting Sequence Control subfield is set to
0.


B0 B3 B4 B15


Fragment Number
(0)


Starting Sequence 
Number


Bits: 4 12


Figure 8-22—Block Ack Starting Sequence Control field
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8.3.1.8.5 GCR BlockAckReq variant(11aa)


The TID_INFO subfield of the BAR Control field of the GCR BlockAckReq frame is set to 0.


The BAR Information field of the GCR BlockAckReq frame contains the Block Ack Starting Sequence
Control subfield and GCR Group Address subfield, as shown in Figure 8-25 (BAR Information field format
(GCR BlockAckReq)). The Block Ack Starting Sequence Control subfield is shown in Figure 8-22 (Block
Ack Starting Sequence Control field). The Starting Sequence Number subfield of the Block Ack Starting
Sequence Control subfield contains the sequence number of the first MSDU or A-MSDU for which this
BlockAckReq frame is sent. The Fragment Number subfield of the Block Ack Starting Sequence Control
subfield is set to 0. 


The GCR Group Address subfield contains the MAC address of the group for which reception status is being
requested. 


8.3.1.9 BlockAck frame format


8.3.1.9.1 Overview


The frame format of the BlockAck frame is defined in Figure 8-26 (BlockAck frame).


The Duration/ID field value is set as defined in 8.2.5 (Duration/ID field (QoS STA)). 


The RA field of the BlockAck frame is the address of the recipient STA that requested the Block Ack.


The TA field is the address of the STA transmitting the BlockAck frame.


Octets: 2 2


Per TID 
Info Block Ack Starting Sequence Control


Repeat for each TID


Figure 8-23—BAR Information field (Multi-TID BlockAckReq)


B0 B11 B12 B15 


Reserved TID Value


Bits: 12 4


Figure 8-24—Per TID Info subfield


B0 B15 B16 B63


Block Ack Starting Sequence Control GCR Group Address


Bits: 16 48


Figure 8-25—BAR Information field format (GCR BlockAckReq)
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The BA Control field is defined in Figure 8-27 (BA Control field(11aa)). 


For BlockAck frames sent under Delayed and HT-Delayed agreements, the BA Ack Policy subfield of the
BA Control field has the meaning shown in Table 8-18 (BA Ack Policy subfield). For BlockAck frames sent
under other types of agreement, the BA Ack Policy subfield is reserved.


The values of the Multi-TID, Compressed Bitmap, and GCR(11aa)(Ed) subfields of the BA Control field
determine which of four(11aa) possible BlockAck frame variants is represented, as indicated in the Table 8-
19 (BlockAck frame variant encoding  (11aa)).


Octets: 2 2 6 6 2 variable 4


Frame Control Duration/ID RA TA BA 
Control


BA 
Information FCS


MAC Header


Figure 8-26—BlockAck frame


B0 B1 B2 B3 B4 B11 B12 B15


BA Ack 
Policy


Multi-
TID


Compressed 
Bitmap


GCR 
(11aa) Reserved TID_INFO


Bits: 1 1 1 1 8 4


Figure 8-27—BA Control field(11aa)


Table 8-18—BA Ack Policy subfield


Value Meaning


0 Normal Acknowledgment.
The BA Ack Policy subfield is set to this value when the sender requires immediate acknowledgment.
The addressee returns an ACK.


The value 0 is not used for data sent under HT-delayed BlockAck during a PSMP sequence.


1 No Acknowledgment.
The addressee sends no immediate response upon receipt of the frame. 
The BA Ack Policy is set to this value when the sender does not require immediate acknowledgment.


The value 1 is not used in a Basic BlockAck frame outside a PSMP sequence.
The value 1 is not used in an Multi-TID BlockAck frame.


Table 8-19—BlockAck frame variant encoding  (11aa)


Multi-TID 
subfield value


Compressed Bitmap 
subfield value


GCR
subfield value(11aa)


BlockAck frame variant


0 0 0 Basic BlockAck


0 1 0 Compressed BlockAck
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NOTE—Reference to “a BlockAck” frame without any other qualification from other subclauses applies to any of the
variants, unless specific exclusions are called out.


Editor’s Note: The following is a description of behaviour, and should not be in Clause 8, according to
WG11 style.


When the GCR field is equal to 1, the BlockAck is sent in response to a BlockAckReq that had the GCR
field with a value of 1 in the BAR Control field.(11aa)


The meaning of the TID_INFO subfield of the BA Control field depends on the BlockAck frame variant
type. The meaning of this subfield is explained within the subclause for each of the BlockAck frame
variants.


The meaning of the BA Information field depends on the BlockAck frame variant type. The meaning of this
field is explained within the subclause for each of the BlockAck frame variants.


8.3.1.9.2 Basic BlockAck variant


The TID_INFO subfield of the BA Control field of the Basic BlockAck frame contains the TID for which
this BlockAck frame is sent.


The BA Information field of the Basic BlockAck frame comprises the Block Ack Starting Sequence Control
subfield and the Block Ack Bitmap subfield, as shown in Figure 8-28 (BA Information field (BlockAck)).
The format of the Block Ack Starting Sequence Control subfield is shown in Figure 8-22 (Block Ack
Starting Sequence Control field). The Starting Sequence Number subfield of the Block Ack Starting
Sequence Control subfield contains the sequence number of the first MSDU for which this Basic BlockAck
frame is sent and is set to the same value as in the immediately previously received Basic BlockAckReq
frame.


The Block Ack Bitmap subfield is 128 octets in length and is used to indicate the received status of up to
64 MSDUs. Bit position n of the Block Ack bitmap, if equal to 1, acknowledges receipt of an MPDU with an
MPDU sequence control value equal to (Block Ack Starting Sequence Control + n). Bit position n of the


1 0 0 Reserved


1 1 0 Multi-TID BlockAck


0 0 1 Reserved(11aa)


0 1 1 GCR BlockAck(11aa)


1 0 1 Reserved(11aa)


1 1 1 Reserved(11aa)


Block Ack Starting Sequence Control Block Ack Bitmap


Octets: 2 128


Figure 8-28—BA Information field (BlockAck)


Table 8-19—BlockAck frame variant encoding  (continued) (11aa)


Multi-TID 
subfield value


Compressed Bitmap 
subfield value


GCR
subfield value(11aa) BlockAck frame variant
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Block Ack bitmap, if equal to 0, indicates that an MPDU with MPDU sequence control value equal to
(Block Ack Starting Sequence Control + n) has not been received. Each of the MPDU Sequence Control
field and Block Ack Starting Sequence Control subfield values are treated as a 16-bit unsigned integer. For
unused fragment numbers of an MSDU, the corresponding bits in the bitmap are set to 0.


8.3.1.9.3 Compressed BlockAck variant


The TID_INFO subfield of the BA Control field of the Compressed BlockAck frame contains the TID for
which this BlockAck frame is sent.


The BA Information field of the Compressed BlockAck frame comprises the Block Ack Starting Sequence
Control subfield and the Block Ack Bitmap subfield, as shown in Figure 8-29 (BA Information field
(Compressed BlockAck)). The Starting Sequence Number subfield of the Block Ack Starting Sequence
Control subfield contains the sequence number of the first MSDU or A-MSDU for which this BlockAck
frame is sent. The value of this subfield is defined in 9.21.7.5 (Generation and transmission of BlockAck by
an HT STA). The Fragment Number subfield of the Block Ack Starting Sequence Control subfield is set to
0. 


The Block Ack Bitmap subfield of the BA Information field of the Compressed BlockAck frame is 8 octets
in length and is used to indicate the received status of up to 64 MSDUs and A-MSDUs. Each bit that is equal
to 1 in the compressed Block Ack bitmap acknowledges the successful reception of a single MSDU or A-
MSDU in the order of sequence number, with the first bit of the Block Ack bitmap corresponding to the
MSDU or A-MSDU with the sequence number that matches the value of the Starting Sequence Number
subfield of the Block Ack Starting Sequence Control subfield.


8.3.1.9.4 Multi-TID BlockAck variant


The TID_INFO subfield of the BA Control field of the Multi-TID BlockAck frame contains the number of
TIDs, less one, for which information is reported in the BA Information field. For example, a value of 2 in
the TID_INFO subfield means that information for three TIDs is present.


The BA Information field of the Multi-TID BlockAck frame comprises 1 or more instances of the Per TID
Info, Block Ack Starting Sequence Control, and the Block Ack Bitmap subfields, as shown in Figure 8-30
(BA Information field (Multi-TID BlockAck)). The Per TID Info subfield is shown in Figure 8-24 (Per TID
Info subfield), and the Block Ack Starting Sequence Control subfield is shown in Figure 8-22 (Block Ack
Starting Sequence Control field).


The Starting Sequence Number subfield of the Block Ack Starting Sequence Control subfield is the
sequence number of the first MSDU or A-MSDU for which this BlockAck frame is sent. The value of this
subfield is defined in 9.21.7.5 (Generation and transmission of BlockAck by an HT STA). The Fragment
Number subfield of the Block Ack Starting Sequence Control subfield is set to 0. The first instance of the
Per TID Info, Block Ack Starting Sequence Control, and Block Ack Bitmap subfields that is transmitted
corresponds to the lowest TID value, with subsequent instances ordered by increasing values of the Per TID
Info subfield.


The Block Ack Bitmap subfield of the BA Information field of the Multi-TID BlockAck frame contains an
8-octet Block Ack bitmap. Each bit that is equal to 1 in the Block Ack bitmap acknowledges the successful


Block Ack Starting Sequence Control Block Ack Bitmap


Octets: 2 8


Figure 8-29—BA Information field (Compressed BlockAck)
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reception of a single MSDU or A-MSDU in the order of sequence number with the first bit of the Block Ack
bitmap corresponding to the MSDU or A-MSDU with the sequence number that matches the value of the
Starting Sequence Number subfield of the Block Ack Starting Sequence Control subfield. 


8.3.1.9.5 GCR Block Ack variant(11aa)


The TID_INFO subfield of the BA Control field of the GCR BlockAck frame contains the TID for which
this BlockAck frame is sent.


The BA Information field of the GCR BlockAck frame comprises the Block Ack Starting Sequence Control,
GCR Group Address, and the Block Ack Bitmap subfields, as shown in Figure 8-31 (BA Information field
format (GCR BlockAck)(11aa)). The Block Ack Starting Sequence Control subfield is shown in Figure 8-22
(Block Ack Starting Sequence Control field). The Starting Sequence Number subfield of the Block Ack
Starting Sequence Control subfield contains the sequence number of the first A-MSDU for which this
BlockAck frame is sent. The value of this subfield is defined in 9.21.10 (GCR Block Ack(11aa)). The
Fragment Number subfield of the Block Ack Starting Sequence Control subfield is set to 0.


The GCR Group Address subfield is set to the value from the Group Address subfield of the GCR BAR
Information field in the BlockAckReq frame to which the BlockAck frame is sent in response.


The Block Ack Bitmap subfield is 8 octets in length and is used to indicate the received status of up to
64 MSDUs and A-MSDUs. Each bit that is equal to 1 in the Block Ack bitmap acknowledges the successful
reception of a single MSDU or A-MSDU in the order of sequence number, with the first bit of the Block
Ack bitmap corresponding to the MSDU or A-MSDU with the sequence number that matches the value of
the Starting Sequence Number subfield of the Block Ack Starting Sequence Control subfield. 


8.3.1.10 Control Wrapper frame


The format of the Control Wrapper frame is shown in Figure 8-32 (Control Wrapper frame).


The Control Wrapper frame is used to carry any other control frame (i.e., excluding the Control Wrapper
frame) together with a HT Control field.


Octets: 2 2 8


Per TID Info Block Ack Starting Sequence Control Block Ack Bitmap


Repeat for each TID


Figure 8-30—BA Information field (Multi-TID BlockAck)


Block Ack Starting Sequence Control GCR Group Address Block Ack Bitmap


Octets: 2 6 8


Figure 8-31—BA Information field format (GCR BlockAck)(11aa)


Frame 
Control


Duration/
ID


Address 
1


Carried Frame 
Control


HT 
Control


Carried 
Frame FCS


Octets: 2 2 6 2 4 variable 4


Figure 8-32—Control Wrapper frame
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The Frame Control field is defined in 8.3.1 (Control frames). The value for the subtype field is the value
from Table 8-1 (Valid type and subtype combinations) of 8.2.4.1.3 (Type and Subtype fields) that
corresponds to Control Wrapper frame.


The value for the Duration/ID field of the Control Wrapper frame is generated by following the rules for the
Duration/ID field of the control frame that is being carried.


The value for the Address 1 field of the Control Wrapper frame is generated by following the rules for the
Address 1 field of the control frame that is being carried.


The Carried Frame Control field contains the value of the Frame Control field of the carried control frame.


The HT Control field is defined in 8.2.4.6 (HT Control field). 


The Carried Frame field contains the fields that follow the Address 1 field of the control frame that is being
carried, excluding the FCS field.


The FCS field is defined in 8.2.4.8 (FCS field). 


8.3.2 Data frames


8.3.2.1 Data frame format


The format of a data frame is defined in Figure 8-33 (Data frame). The Frame Control, Duration/ID, Address
1, Address 2, Address 3, and Sequence Control fields are present in all data frame subtypes. The presence of
the Address 4 field is determined by the setting of the To DS and From DS subfields of the Frame Control
field (see below). The QoS Control field is present when the QoS subfield of the Subtype field is set to 1.


NOTE—The maximum frame body size shown in Figure 8-33 (Data frame) is for CCMP encryption of a maximum-size
A-MSDU (note that TKIP encryption is not allowed in this case and any Mesh Control fields are part of the A-MSDU
subframes). The maximum frame body size if A-MSDUs are not used is 2338 octets for CCMP encryption of a
maximum-size MSDU and 2342 octets for TKIP encryption of a maximum-size MSDU, including in both cases an 18-
octet Mesh Control field. The frame body size might in all cases be greater if a vendor-specific cipher suite is used.


Data frames with a value of 1 in the QoS subfield of the Subtype field are collectively referred to as QoS
data frames. Each of these data subtypes contains QoS in their names, and this frame format is distinguished
by the presence of a QoS Control field in the MAC header.


A QoS STA always uses QoS data frames for data transmissions to other QoS STAs. A QoS STA uses
frames with the QoS subfield of the Subtype field set to 0 for data transmissions to non-QoS STAs. A non-
QoS STA always uses frames with the QoS subfield of the Subtype field set to 0 for data transmissions to
other STAs. All STAs use frames with the QoS subfield of the Subtype field set to 0 for nonconcealed
GCR(11aa) broadcast data frames unless a transmitting STA knows that all STAs in a BSS have QoS
capability, in which case the transmitting STAs use QoS data frames. All STAs use frames with the QoS


Octets: 
2 2 6 6 6 2 6 2 4 0–7951 4


Frame 
Control


Duration/
ID


Address 
1


Address 
2


Address 
3


Sequence 
Control


Address 
4


QoS 
Control


HT 
Control


Frame 
Body FCS


MAC Header


Figure 8-33—Data frame
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subfield of the Subtype field set to 0 for nonconcealed GCR(11aa) group addressed data frames unless it is
known to the transmitter that all STAs in the BSS that are members of the multicast group have QoS
capability, in which case STAs use QoS data frames. APs where dot11RobustAVStreamingImplemented is
true or mesh STAs where dot11MeshGCRImplemented is true use frames with the QoS subfield of the
Subtype field set to 1 for concealed GCR frames, as described in 10.23.15.3.5 (Concealment of GCR
transmissions(11aa)).(11aa)


The content of the address fields of data frames are dependent upon the values of the To DS and From DS
fields in the Frame Control field and whether the Frame Body field contains either an MSDU (or fragment
thereof) or an entire A-MSDU, as determined by the A-MSDU Present subfield of the QoS Control field
(see 8.2.4.5.9 (A-MSDU Present subfield)). The content of the address fields is defined in Table 8-20
(Address field contents). Where the content of a field is shown as not applicable (N/A), the field is omitted.
Note that Address 1 always holds the receiver address of the intended receiver (or, in the case of group
addressed frames, receivers), and that Address 2 always holds the address of the STA that is transmitting the
frame.


A STA uses the contents of the Address 1 field to perform address matching for receive decisions. A mesh
STA also uses the address matching rules described in 9.32.4 (Addressing and forwarding of individually
addressed Mesh Data frames), when it receives an individually addressed frame. When a STA other than
mesh STA (nonmesh STA) receives a frame with the Address 1 field equal to a group address, the STA also
validates the BSSID to verify either that the group addressed frame originated from a STA in the BSS of
which the receiving STA is a member, or that it contains the wildcard BSSID value, indicating a data frame
sent outside the context of a BSS (dot11OCBActivated is true in the transmitting STA). When a mesh STA
receives a frame with the Address 1 field equal to a group address, the mesh STA also validates the TA to
ensure that the group addressed frame originated from one of its peer mesh STA. A mesh STA also uses the
address matching rules described in 9.32.5 (Addressing and forwarding of group addressed Mesh Data
frames).


A STA uses the contents of the Address 2 field to direct the acknowledgment if an acknowledgment is
necessary. 


The DA field contains the destination of the MSDU (or fragment thereof) or A-MSDU in the Frame Body
field.


The SA field contains the address of the MAC entity that initiated the MSDU (or fragment thereof) or A-
MSDU in the Frame Body field.


When a data frame carries an MSDU (or fragment thereof), the DA and SA values related to that MSDU are
carried in the Address 1, Address 2, Address 3, and Address 4 fields (according to the setting of the To DS
and From DS fields) as defined in Table 8-20 (Address field contents).


Table 8-20—Address field contents


To 
DS


From 
DS Address 1 Address 2


Address 3 Address 4


MSDU case A-MSDU case MSDU case A-MSDU case


0 0 RA = DA TA = SA BSSID BSSID N/A N/A


0 1 RA = DA TA = BSSID SA BSSID N/A N/A


1 0 RA = BSSID TA = SA DA BSSID N/A N/A


1 1 RA TA DA BSSID SA BSSID
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When a data frame carries an A-MSDU, the DA and SA values related to each MSDU carried by the A-
MSDU are carried within the A-MSDU. One or both of these fields may also be present in the Address 1 and
Address 2 fields as indicated in Table 8-20 (Address field contents).


NOTE—If a DA or SA value also appears in any of these address fields, the value is necessarily the same for all MSDUs
within the A-MSDU because this is guaranteed by the To DS and From DS field settings.


The RA field is the individual address of the STA that is the immediate intended receiver of the frame or the
group address of the STAs that are the immediate intended receivers of the frame.


The TA field is the address of the STA that is transmitting the frame.


The BSSID of the Data frame is determined as follows:


a) If the STA is contained within an AP or is associated with an AP, the BSSID is the address currently
in use by the STA contained in the AP.


b) If the STA is a member of an IBSS, the BSSID is the BSSID of the IBSS.


c) If the STA is transmitting a data frame when dot11OCBActivated is true, the BSSID is the wildcard
BSSID.


d) If the STA is a member of an MBSS, the BSSID is the address of the transmitter and is equal to the
Data frame’s TA.


The Sequence Control field is defined in 8.2.4.4 (Sequence Control field). The Sequence Control field for
QoS (+)Null frames is ignored by the receiver upon reception.


The QoS Control field is defined in 8.2.4.5 (QoS Control field).


The HT Control field is defined in 8.2.4.6 (HT Control field). The presence of the HT Control field is
determined by the Order subfield of the Frame Control field, as specified in 8.2.4.1.10 (Order field).


The frame body consists of either:


— The MSDU (or a fragment thereof), the Mesh Control field (present if the frame is transmitted by a
mesh STA and the Mesh Control Present subfield of the QoS Control field is 1, otherwise absent),
and a security header and trailer (present if the Protected Frame subfield in the Frame Control field
is 1, otherwise absent)


— The A-MSDU and a security header and trailer (present if the Protected Frame subfield in the Frame
Control field is 1, otherwise absent)


The presence of an A-MSDU in the frame body is indicated by setting the A-MSDU Present subfield of the
QoS Control field to 1, as shown in Table 8-5 (QoS Control field).


For data frames of subtype Null (no data), CF-Ack (no data), CF-Poll (no data), and CF-Ack+CF-Poll (no
data) and for the corresponding QoS data frame subtypes, the Frame Body field is null (i.e., has a length of 0
octets); these subtypes are used for MAC control purposes. For data frames of subtypes Data, Data+CF-Ack,
Data+CF-Poll, and Data+CF-Ack+CF-Poll, the Frame Body field contains all of, or a fragment of, an
MSDU after any encapsulation for security. For data frames of subtypes QoS Data, QoS Data+CF-Ack, QoS
Data+CF-Poll, and QoS Data+CF-Ack+CF-Poll, the Frame Body field contains an MSDU (or fragment
thereof) or A-MSDU after any encapsulation for security. For data frames of subtype QoS Data that are
transmitted by a mesh STA, the Frame Body field also contains a Mesh Control field, as described in
8.2.4.7.3 (Mesh Control field).


The maximum length of the Frame Body field can be determined from the maximum MSDU length plus the
length of the Mesh Control field (if present) plus any overhead from encapsulation for encryption (i.e., it is
always possible to send a maximum length MSDU, with any encapsulations provided by the MAC layer
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within a single data MPDU). When the frame body carries an A-MSDU, the size of the frame body field is
limited by:


— The PHY’s maximum PLCP service data unit (PSDU) length


— If A-MPDU aggregation is used, a maximum MPDU length of 4095 octets (see 8.6 (Aggregate
MPDU (A-MPDU)))


Within all data frames sent by STAs during the CFP under PCF, the Duration/ID field is set to 32 768.
Within all data frames sent by the QoS STA, the Duration/ID field contains a duration value as defined in
8.2.5 (Duration/ID field (QoS STA)). Within all data frames sent during the CP by non-QoS STAs, the
Duration/ID field is set according to the following rules:


— If the Address 1 field contains a group address, the duration value is set to 0.


— If the More Fragments bit is 0 in the Frame Control field of a frame and the Address 1 field contains
an individual address, the duration value is set to the time, in microseconds, required to transmit one
ACK frame, plus one SIFS interval.


— If the More Fragments bit is 1 in the Frame Control field of a frame and the Address 1 field contains
an individual address, the duration value is set to the time, in microseconds, required to transmit the
next fragment of this data frame, plus two ACK frames, plus three SIFS intervals.


The duration value calculation for the data frame is based on the rules in 9.7 (Multirate support) that
determine the data rate at which the control frames in the frame exchange sequence are transmitted. If the
calculated duration includes a fractional microsecond, that value is rounded up to the next higher integer. All
STAs process Duration/ID field values less than or equal to 32 767 from valid data frames (without regard
for the RA, DA, and/or BSSID address values that might be present in these frames) to update their NAV
settings as appropriate under the coordination function rules.


8.3.2.2 A-MSDU format


An A-MSDU is a sequence of A-MSDU subframes as shown in Figure 8-34 (A-MSDU structure). Each A-
MSDU subframe consists of an A-MSDU subframe header followed by an MSDU and 0 to 3 octets of
padding as shown in Figure 8-35 (A-MSDU subframe structure). Each A-MSDU subframe (except the last)
is padded so that its length is a multiple of 4 octets. The last A-MSDU subframe has no padding.


The A-MSDU subframe header contains three fields: DA, SA, and Length. The order of these fields and the
bits within these fields are the same as the IEEE 802.3 frame format. The DA and SA fields of the A-MSDU
subframe header contain the values passed in the MA-UNITDATA.request and MA-UNITDATA.indication
primitives. The Length field contains the length in octets of the MSDU.


A-MSDU subframe 1 A-MSDU subframe 2 … A-MSDU subframe n


Figure 8-34—A-MSDU structure


Octets: 6 6 2 0–2304 0–3


DA SA Length MSDU Padding


A-MSDU subframe header


Figure 8-35—A-MSDU subframe structure
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An A-MSDU contains only MSDUs whose DA and SA parameter values map to the same receiver address
(RA) and transmitter address (TA) values, i.e., all the MSDUs are intended to be received by a single
receiver, and necessarily they are all transmitted by the same transmitter. The rules for determining RA and
TA are independent of whether the frame body carries an A-MSDU.


NOTE—It is possible to have different DA and SA parameter values in A-MSDU subframe headers of the same
A-MSDU as long as they all map to the same Address 1 and Address 2 parameter values.


The MPDU containing the A-MSDU is carried in any of the following data frame subtypes: QoS Data,
QoS Data + CF-Ack, QoS Data + CF-Poll, QoS Data + CF-Ack + CF-Poll. The A-MSDU structure is
contained in the frame body of a single MPDU. If encrypted, the MPDU is encrypted as a single unit.


NOTE 1—The value of TID present in the QoS Control field of the MPDU carrying the A-MSDU indicates the TID for
all MSDUs in the A-MSDU. Because this value of TID is common to all MSDUs in the A-MSDU, only MSDUs
delivered to the MAC by an MA-UNITDATA.request primitive with an integer priority parameter that maps to the same
TID can be aggregated together using A-MSDU.


NOTE 2—The maximum MPDU length that can be transported using A-MPDU aggregation is 4095 octets. An
A-MSDU cannot be fragmented. Therefore, an A-MSDU of a length that exceeds 4065 octets (4095 minus the QoS data
MPDU overhead) cannot be transported in an A-MPDU.


When Mesh Data frames are aggregated, the A-MSDU(#245) subframe header includes Mesh DA, Mesh
SA, Length, and Mesh Control. The A-MSDU subframe structure for Mesh Data is defined in Figure 8-36
(A-MSDU subframe(#247) structure for Mesh Data).


The Mesh DA and Mesh SA fields contain the addresses of the destination mesh STA and the source mesh
STA, respectively, determined in 9.32.3 (Frame addressing in an MBSS).


The Length field contains the length in octets of the MSDU.


The format of the Mesh Control field is described in 8.2.4.7.3 (Mesh Control field).


NOTE—It is possible to have different Mesh DA, Mesh SA, and Mesh Control in subframe headers(#217) of the same
A-MSDU as long as they all map to the same Address 1 and Address 2 values. 


8.3.3 Management frames


8.3.3.1 Format of (#100)Management frames


The format of a (#100)Management frame is defined in Figure 8-37 (Management frame format). The
Frame Control, Duration, Address 1, Address 2, Address 3, and Sequence Control fields are present in all
management frame subtypes. The maximum unencrypted MMPDU size, excluding the MAC header and
FCS, is 2304 octets.


NOTE—The maximum frame body size shown in Figure 8-37 (Management frame format) is for CCMP encryption
with a maximum-size MMPDU (note TKIP encryption is not allowed and any Mesh Control field is held within the
MMPDU, not as a separate header).  The frame body size might be greater if a vendor-specific cipher suite is used.


Octets: 6 6 2 6 or 18 0–2304 0-3


Mesh DA Mesh SA Length Mesh Control MSDU Padding


A-MSDU subframe header(#247)


Figure 8-36—A-MSDU subframe(#247) structure for Mesh Data
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A STA uses the contents of the Address 1 field to perform the address matching for receive decisions. In the
case where the Address 1 field contains a group address and the frame subtype is other than Beacon or the
frame subtype Action, Category Multihop Action (Multihop Action frame), the Address 3 field also is
validated to verify that the group addressed frame originated from a STA in the BSS of which the receiving
STA is a member or from a mesh STA to which mesh peering is maintained. Details of addressing and
forwarding of the group addressed frame in an MBSS are defined in 9.32.5 (Addressing and forwarding of
group addressed Mesh Data frames). When the Address 1 field contains a group address and the frame
subtype is either Probe Request or Action with Category Public, a wildcard BSSID value matches all
receiving STA’s BSSIDs. If the frame subtype is Beacon, other address matching rules apply, as specified in
10.1.3.5 (Beacon reception). Frames of subtype Probe Request with a group address in the Address 1 field
are additionally processed as described in 10.1.4.3.2 (Sending a probe response). If the frame subtype is
Action, the Category is Public, and the Action is 20/40 BSS Coexistence Management, then additional
address matching rules for receive decisions apply as specified in 10.15 (20/40 MHz BSS operation) and
10.17 (20/40 BSS Coexistence Management frame usage).


The address fields for all (#100)Management frames except Multihop Action frames are as follows:


a) The Address 1 field of the (#100)Management frame is the RA (=DA) and is determined as the
destination of the frame.


b) The Address 2 field of the (#100)Management frame is the TA (=SA) and is determined as the
address of the STA transmitting the frame.


c) The Address 3 field of the (#100)Management frame is set and determined as follows:


1) In (#100)Management frames of subtype Probe Request, the Address 3 field is the BSSID. The
BSSID is either a specific BSSID as described in item 4) below or the wildcard BSSID as
defined in the procedures specified in 10.1.4 (Acquiring synchronization, scanning).


2) In (#100)Management frames of subtype Action, Category Public, the Address 3 field is the
BSSID. The BSSID value is set according to 10.19 (Public Action frame addressing).


3) If dot11OCBActivated is true, the Address 3 field is the wildcard BSSID.


4) Otherwise:


i) If the STA is contained within an AP or is associated with an AP, the Address 3 field is the
BSSID. The BSSID is the address currently in use by the STA contained in the AP.


ii) If the STA is contained within an AP or is transmitting the (#100)Management frame to an
AP, the Address 3 field is the BSSID. The BSSID is the address currently in use by the
STA contained in the AP.


iii) If the STA is transmitting the (#100)Management frame to one or more members of an
IBSS, the Address 3 field is the BSSID of the IBSS.


iv) If the STA is a mesh STA, the Address 3 field is the TA.


The address fields for the Multihop Action frame are as follows:


— The Address 1 field is the RA and is determined as the address of the receiver of the frame.


— The Address 2 field is the TA and is determined as the address of the transmitter of the frame.


Octets: 2 2 6 6 6 2 4 0–2320 4


Frame 
Control Duration Address 1 Address 2 Address 3 Sequence 


Control
HT 


Control
Frame 
Body FCS


MAC Header


Figure 8-37—Management frame format
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— The Address 3 field is the DA and is determined as the address of the destination mesh STA of the
frame.


NOTE—Address 4 is included in the Mesh Control field.


Within all (#100)Management frames sent by STAs during the CFP under PCF, the Duration field is set to
the value 32 768. Within all (#100)Management frames sent by the QoS STA, the Duration field contains a
duration value as defined in 8.2.5 (Duration/ID field (QoS STA)). Within all (#100)Management frames
sent during the CP by non-QoS STAs, the Duration field is set according to the following rules:


— If the DA field contains a group address, the duration value is set to 0.


— If the More Fragments bit is 0 in the Frame Control field of a frame and the DA field contains an
individual address, the duration value is set to the time, in microseconds, required to transmit one
ACK frame, plus one SIFS interval. 


— If the More Fragments bit is 1 in the Frame Control field of a frame, and the DA field contains an
individual address, the duration value is set to the time, in microseconds, required to transmit the
next fragment of this (#100)Management frame, plus two ACK frames, plus three SIFS intervals.


The duration value calculation for the (#100)Management frame is based on the rules in 9.7 (Multirate
support) that determine the data rate at which the control frames in the frame exchange sequence are
transmitted. If the calculated duration includes a fractional microsecond, that value is rounded up to the next
higher integer. All STAs process Duration field values less than or equal to 32 767 from valid
(#100)Management frames to update their NAV settings as appropriate under the coordination function
rules.


The HT Control field is defined in 8.2.4.6 (HT Control field). The presence of the HT Control field is
determined by the Order subfield of the Frame Control field, as specified in 8.2.4.1.10 (Order field).


A (#100)Management frame is an IQMF when both(11ae)


— The RA of the (#100)Management frame corresponds to an individual MAC address; and 


— The To DS subfield is set to 1 and the From DS subfield of the Frame Control field is set to 0.


A (#100)Management frame is a GQMF when both(11ae)


— The RA of the (#100)Management frame corresponds to a group MAC address; and 


— The To DS subfield is set to 1 and the From DS subfield of the Frame Control field is set to 0.


The frame body consists of the fields followed by the elements defined for each management frame subtype.
All fields and elements are mandatory unless stated otherwise and appear in the specified, relative order.
STAs that encounter an element ID they do not recognize in the frame body of a received
(#100)Management frame ignore that element and continue to parse the remainder of the management frame
body (if any) for additional elements with recognizable element IDs. See 9.24.7 (Vendor specific element
parsing). Unused element ID codes are reserved.


Gaps may exist in the ordering of fields and elements within frames. The order that remains is ascending.


8.3.3.2 Beacon frame format


The frame body of a (#100)Management frame of subtype Beacon contains the information shown in
Table 8-21 (Beacon frame body). 
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Table 8-21—Beacon frame body


Order Information Notes


1 Timestamp


2 Beacon interval


3 Capability


4 Service Set 
Identifier (SSID)


If dot11MeshActivated is true, the SSID element is the wildcard 
value as described in 8.4.2.2 (SSID element). 


5 Supported rates


6 Frequency-Hopping 
(FH) Parameter Set


The FH Parameter Set element is present within Beacon frames 
generated by STAs using FH PHYs.


7 DSSS Parameter Set The DSSS Parameter Set element is present within Beacon frames 
generated by STAs using Clause 16 (DSSS PHY specification for 
the 2.4 GHz band designated for ISM applications), Clause 17 
(High Rate direct sequence spread spectrum (HR/DSSS) PHY 
specification), and Clause 19 (Extended Rate PHY (ERP) 
specification) PHYs. 
The element is present within Beacon frames generated by STAs 
using a Clause 20 (High Throughput (HT) PHY specification) 
PHY in the 2.4 GHz band.


8 CF Parameter Set The CF Parameter Set element is present only within Beacon 
frames generated by APs supporting a PCF.
This element is not present if dot11HighThroughputOption-
Implemented is true and the Dual CTS Protection field of the HT 
Operation element is 1.


9 IBSS Parameter Set The IBSS Parameter Set element is present only within Beacon 
frames generated by STAs in an IBSS.


10 Traffic indication 
map (TIM)


The TIM element is present only within Beacon frames generated 
by APs or mesh STAs.


11 Country The Country element is present if 
dot11MultiDomainCapabilityActivated is true or 
dot11SpectrumManagementRequired is true or 
dot11RadioMeasurementActivated is true.


12 FH Parameters FH Parameters as specified in 8.4.2.11 (Hopping Pattern 
Parameters element) are optionally present if 
dot11MultiDomainCapabilityActivated is true.


13 FH Pattern Table FH Pattern Table information as specified in 8.4.2.12 (Hopping 
Pattern Table element) are optionally present if 
dot11MultiDomainCapabilityActivated is true.


14 Power Constraint The Power Constraint element is present if 
dot11SpectrumManagementRequired is true and is optionally 
present if dot11RadioMeasurementActivated is true.


15 Channel Switch 
Announcement


Channel Switch Announcement element is optionally present if 
dot11SpectrumManagementRequired is true.


16 Quiet The Quiet element is optionally present if 
dot11SpectrumManagementRequired is true or 
dot11RadioMeasurementActivated is true.


17 IBSS DFS IBSS DFS element is present if 
dot11SpectrumManagementRequired is true in an IBSS.
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18 TPC Report The TPC Report element is present if 
dot11SpectrumManagementRequired is true or 
dot11RadioMeasurementActivated is true.


19 ERP The ERP element is present within Beacon frames generated by 
STAs using extended rate PHYs (ERPs) defined in Clause 19 
(Extended Rate PHY (ERP) specification) and is optionally 
present in other cases.


20 Extended Supported 
Rates


The Extended Supported Rates element is present if there are 
more than eight supported rates, and it is optional otherwise.


21 RSN The RSNE is present within Beacon frames generated by STAs 
that have dot11RSNAActivated equal to true.


22 BSS Load The BSS Load element is present if dot11QosOption-
Implemented and dot11QBSSLoadImplemented are both true.


23 EDCA Parameter 
Set


The EDCA Parameter Set element is present if 
dot11QosOptionImplemented is true, and dot11MeshActivated is 
false, and the QoS Capability element is not present.


24 QoS Capability The QoS Capability element is present if dot11QosOption-
Implemented is true, and dot11MeshActivated is false, and EDCA 
Parameter Set element is not present.


25 AP Channel Report If dot11RMAPChannelReportActivated is true, one AP Channel 
Report element is present for each operating class that has at least 
1 channel to report.


26 BSS Average Access 
Delay


The BSS Average Access Delay element is present if 
dot11RMBSSAverageAccessDelayActivated is true and the value 
of the AP Average Access Delay field is not equal to 255 
(measurement not available); otherwise, the BSS Average Access 
Delay element is optionally present if 
dot11RMBSSAverageAccessDelayActivated is true.


27 Antenna The Antenna element is present if 
dot11RMAntennaInformationActivated is true and the value of 
the Antenna ID field is not equal to 0 (unknown antenna); 
otherwise, the Antenna element is optionally present if 
dot11RMAntennaInformationActivated is true.


28 BSS Available 
Admission Capacity


The BSS Available Admission Capacity element is present if 
dot11RMBSSAvailableAdmissionCapacityActivated is true with 
the following exceptions: 1) when Available Admission Capacity 
Bitmask equals 0 (Available Admission Capacity List contains no 
entries), or 2) when the BSS Load element is present and the 
Available Admission Capacity Bitmask states that only AC_VO is 
present in the Available Admission Capacity List field.


29 BSS AC Access 
Delay


The BSS AC Access Delay element is present if 
dot11RMBSSAverageAccessDelayActivated is true and at least 
one field of the element is not equal to 255 (measurement not 
available); otherwise, the BSS AC Access Delay element is 
optionally present if dot11RMBSSAverageAccessDelayActivated 
is true.


30 Measurement Pilot 
Transmission 


The Measurement Pilot Transmission element is present if 
dot11RMMeasurementPilotActivated is a value between 2 and 7.


Table 8-21—Beacon frame body  (continued)


Order Information Notes
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31 Multiple BSSID One or more Multiple BSSID elements are present if 
dot11RMMeasurementPilotActivated is a value between 2 and 7 
and the AP is a member of a Multiple BSSID Set (see 10.11.14 
(Multiple BSSID Set)) with two or more members, or if 
dot11MgmtOptionMultiBSSIDActivated is true,
or if dot11InterworkingServiceActivated is true and the AP is a 
member of a Multiple BSSID Set with two or more members and 
at least one dot11GASAdvertisementID MIB attribute exists.


32 RM Enabled 
Capabilities


RM Enabled Capabilities element is present if 
dot11RadioMeasurementActivated is true.


33 Mobility Domain The Mobility Domain element (MDE) is present if 
dot11FastBSSTransitionActivated is true. 


34 DSE registered 
location


The DSE Registered Location element is present if 
dot11LCIDSERequired is true.


35 Extended Channel 
Switch 
Announcement


The Extended Channel Switch Announcement element is 
optionally present if dot11ExtendedChannelSwitchActivated is 
true.


36 Supported Operating 
Classes


The Supported Operating Classes element is present if 
dot11ExtendedChannelSwitchActivated is true.


37 HT Capabilities The HT Capabilities element is present when 
dot11HighThroughputOptionImplemented attribute is true.


38 HT Operation The HT Operation element is included by an AP and a mesh STA 
when dot11HighThroughputOptionImplemented attribute is true.


39 20/40 BSS 
Coexistence 


The 20/40 BSS Coexistence element is optionally present when 
the dot112040BSSCoexistenceManagementSupport attribute is 
true.


40 Overlapping BSS 
Scan Parameters


The Overlapping BSS Scan Parameters element is optionally 
present if the dot11FortyMHzOptionImplemented attribute is true.


41 Extended 
Capabilities


The Extended Capabilities element is optionally present if any of 
the fields in this element are nonzero.


42 FMS Descriptor The FMS Descriptor element is present if 
dot11MgmtOptionFMSActivated is true.


43 QoS Traffic 
Capability


The QoS Traffic Capability element is optionally present if 
dot11MgmtOptionACStationCountActivated is true.


44 Time Advertisement The Time Advertisement element is present every 
dot11TimeAdvertisementIntervalDTIMs if 
dot11MgmtOptionUTCTSFOffsetActivated is true.


45 Interworking The Interworking element is present if 
dot11InterworkingServiceActivated is true.


46 Advertisement 
Protocol


Advertisement Protocol element is present if 
dot11InterworkingServiceActivated is true and at least one 
dot11GASAdvertisementID MIB attribute exists.


47 Roaming 
Consortium 


The Roaming Consortium element is present if 
dot11InterworkingServiceActivated is true and the 
dot11RoamingConsortiumTable has at least one entry.


48 Emergency Alert 
Identifier


One or more Emergency Alert Identifier elements are present if 
dot11EASActivated is true and there are one or more EAS 
message(s) active in the network.


Table 8-21—Beacon frame body  (continued)


Order Information Notes
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8.3.3.3 ATIM frame format


The frame body of a (#100)Management frame of subtype ATIM is null.


8.3.3.4 Disassociation frame format


The  frame  body of a (#100)Management frame of subtype Disassociation contains the information shown in
Table 8-22 (Disassociation frame body).


8.3.3.5 Association Request frame format


The frame body of a (#100)Management frame of subtype Association Request contains the information
shown in Table 8-23 (Association Request frame body).


49 Mesh ID The Mesh ID element is present if dot11MeshActivated is true. 


50 Mesh Configuration The Mesh Configuration element is present if 
dot11MeshActivated is true. 


51 Mesh Awake 
Window


The Mesh Awake Window element is optionally present if 
dot11MeshActivated is true.


52 Beacon Timing The Beacon Timing element is optionally present if both 
dot11MeshActivated and dot11MBCAActivated are true.


53 MCCAOP 
Advertisement 
Overview


The MCCAOP Advertisement Overview element is optionally 
present if both dot11MeshActivated and dot11MCCAActivated 
are true.


54 MCCAOP 
Advertisement


One or more MCCAOP Advertisement elements are optionally 
present if both dot11MeshActivated and dot11MCCAActivated 
are true.


55 Mesh Channel 
Switch Parameters


The Mesh Channel Switch Parameters element is present when 
dot11MeshActivated is true and either Channel Switch 
Announcement element or Extended Channel Switch 
Announcement element is present.


56(11ae) QMF Policy Indicates the QMF policy parameters of the transmitting STA. The 
QMF Policy element is present when dot11QMFActivated is true, 
and is not present otherwise. The QMF Policy element is not(Ed) 
present in Beacon frames in an IBSS.


Editor’s Note: Are these last two sentences in conflict?


57(11aa) QLoad Report The QLoad Report element is present every 
dot11QLoadReportIntervalDTIM DTIMs if 
dot11QLoadReportActivated is true.


58(11aa) HCCA TXOP 
Update Count


The HCCA TXOP Update Count element is present if both 
dot11PublicHCCATXOPNegotiationActivated is true and an HC 
is collocated with the AP.


Last Vendor Specific One or more vendor-specific elements are optionally present. 
These elements follow all other elements.


Table 8-21—Beacon frame body  (continued)


Order Information Notes







IEEE P802.11-REVmc/D0.5, Oct 2012


Copyright © 2012 IEEE. All rights reserved. 477


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


Table 8-22—Disassociation frame body


Order Information


1 Reason code


2 – (Last – 1) One or more vendor-specific elements are optionally present.


Last The Management MIC element (MME) is present when management frame 
protection is enabled at the AP and the frame is a group addressed frame.


NOTE—The MME appears after all fields that it protects. Therefore, it appears last in the frame
body to protect the frames as specified in 11.4.4 (Broadcast/Multicast Integrity Protocol (BIP)).


Table 8-23—Association Request frame body


Order Information Notes


1 Capability


2 Listen Interval


3 SSID


4 Supported rates


5 Extended Supported Rates The Extended Supported Rates element is present if there are 
more than eight supported rates, and it is optional otherwise.


6 Power Capability The Power Capability element is present if 
dot11SpectrumManagementRequired is true or 
dot11RadioMeasurementActivated is true.


7 Supported Channels The Supported Channels element is present if 
dot11SpectrumManagementRequired is true and 
dot11ExtendedChannelSwitchActivated is false.


8 RSN The RSNE is present if dot11RSNAActivated is true.


9 QoS Capability The QoS Capability element is present if dot11QosOption-
Implemented is true.


10 RM Enabled Capabilities RM Enabled Capabilities element is present if 
dot11RadioMeasurementActivated is true.


11 Mobility Domain The MDE is present in an Association Request frame if 
dot11FastBSSTransitionActivated is true and if the frame is being 
sent to an AP that advertised its FT capability in the MDE in its 
Beacon or Probe Response frame (i.e., AP also has 
dot11FastBSSTransitionActivated equal to true).


12 Supported Operating Classes The Supported Operating Classes element is present if 
dot11ExtendedChannelSwitchActivated is true.


13 HT Capabilities The HT Capabilities element is present when 
dot11HighThroughputOptionImplemented attribute is true.


14 20/40 BSS Coexistence The 20/40 BSS Coexistence element is optionally present when 
the dot112040BSSCoexistenceManagementSupport attribute is 
true.


15 Extended Capabilities The Extended Capabilities element is optionally present if any of 
the fields in this element are nonzero.


16 QoS Traffic Capability The QoS Traffic Capability element is present if 
dot11MgmtOptionQoSTrafficCapabilityActivated is true.
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8.3.3.6 Association Response frame format


The frame body of a (#100)Management frame of subtype Association Response contains the information
shown in Table 8-24 (Association Response frame body).


17 TIM Broadcast Request The TIM Broadcast Request element is present if 
dot11MgmtOptionTIMBroadcastActivated is true.


18 Interworking The Interworking element is present if 
dot11InterworkingServiceActivated is true and the non-AP STA is 
requesting unauthenticated access to emergency services (see 
10.3.5 (Association, reassociation, and disassociation)).


Last Vendor Specific One or more vendor-specific elements are optionally present. 
These elements follow all other elements.


Table 8-24—Association Response frame body


Order Information Notes


1 Capability


2 Status code


3 AID


4 Supported rates


5 Extended Supported Rates The Extended Supported Rates element is present if there are 
more than eight supported rates, and is optionally present 
otherwise.


6 EDCA Parameter Set


7 RCPI The RCPI element is present if 
dot11RMRCPIMeasurementActivated is true.


8 RSNI The RSNI element is present if 
dot11RMRSNIMeasurementActivated is true.


9 RM Enabled Capabilities RM Enabled Capabilities element is present if 
dot11RadioMeasurementActivated is true.


10 Mobility Domain An MDE is present in an Association Response frame when 
dot11FastBSSTransitionActivated is true and this frame is a 
response to an Association Request frame that contained an MDE 
(i.e., an FT initial mobility domain association exchange). 


11 Fast BSS Transition A Fast BSS Transition element (FTE) is present in an Association 
Response frame when dot11FastBSSTransitionActivated is true, 
dot11RSNAActivated is true, and this frame is a response to an 
Association Request frame that contained an MDE (i.e., an FT 
initial mobility domain association exchange in an RSN).


12 DSE registered location The DSE Registered Location element is present if 
dot11LCIDSERequired is true.


Table 8-23—Association Request frame body  (continued)


Order Information Notes
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8.3.3.7 Reassociation Request frame format


The frame body of a (#100)Management frame of subtype Reassociation Request contains the information
shown in Table 8-25 (Reassociation Request frame body).


13 Timeout Interval (Association 
Comeback time)


A Timeout Interval element (TIE) containing the Association 
Comeback time is present when dot11RSNAActivated is true, 
dot11RSNAProtectedManagementFramesActivated is true, and 
the association request is rejected with a status code 30.


14 HT Capabilities The HT Capabilities element is present when 
dot11HighThroughputOptionImplemented attribute is true.


15 HT Operation The HT Operation element is included by an AP when 
dot11HighThroughputOptionImplemented attribute is true.


16 20/40 BSS Coexistence The 20/40 BSS Coexistence element is optionally present when 
the dot112040BSSCoexistenceManagementSupport attribute is 
true.


17 Overlapping BSS Scan 
Parameters


The Overlapping BSS Scan Parameters element is optionally 
present if the dot11FortyMHzOptionImplemented attribute is true.


18 Extended Capabilities The Extended Capabilities element is optionally present if any of 
the fields in this element are nonzero.


19 BSS Max Idle Period The BSS Max Idle Period element is present if 
dot11WirelessManagementImplemented is true.


20 TIM Broadcast Response The TIM Broadcast Response element is present if
dot11MgmtOptionTIMBroadcastActivated is true and the TIM 
Broadcast Request element is present in the Association Request
that elicited this Association Response frame.


21 QoS Map QoS Map is present if dot11QosMapActivated is true and the QoS 
Map field in the Extended Capabilities element of the 
corresponding Association Request frame is 1.


22(11ae) QMF Policy The QMF Policy element is present if dot11QMFActivated is true 
and the QMFActivated subfield is 1 in the Extended Capabilities 
element in the Association Request that elicited this Association 
Response frame.


Last Vendor Specific One or more vendor-specific elements are optionally present. 
These elements follow all other elements.


Table 8-25—Reassociation Request frame body


Order Information Notes


1 Capability


2 Listen Interval


3 Current AP address


4 SSID


5 Supported rates


Table 8-24—Association Response frame body  (continued)


Order Information Notes
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6 Extended Supported Rates The Extended Supported Rates element is present if there are 
more than eight supported rates, and it is optional otherwise.


7 Power Capability The Power Capability element is present if 
dot11SpectrumManagementRequired is true or 
dot11RadioMeasurementActivated is true.


8 Supported Channels The Supported Channels element is present if 
dot11SpectrumManagementRequired is true and 
dot11ExtendedChannelSwitchActivated is false.


9 RSN The RSNE is present only if dot11RSNAActivated is true; 
otherwise not present(#28).


10 QoS Capability The QoS Capability element is present if dot11QosOption-
Implemented is true.


11 RM Enabled Capabilities RM Enabled Capabilities element is present if 
dot11RadioMeasurementActivated is true.


12 Mobility Domain The MDE is present in a Reassociation Request frame if 
dot11FastBSSTransitionActivated is true and the frame is being 
sent to an AP that advertised its FT Capability in the MDE in its 
Beacon or Probe Response frame (i.e., AP also has 
dot11FastBSSTransitionActivated is true).


13 Fast BSS Transition An FTE is present in a Reassociation Request frame if 
dot11FastBSSTransitionActivated is true and 
dot11RSNAAuthenticationSuiteSelected is 00-0F-AC:3, 00-0F-
AC:4, or 00-0F-AC:9 (i.e., part of a fast BSS transition in an 
RSN).


14 Resource information 
container (RIC)


The set of elements that formulate a RIC-Request is optionally 
present in a Reassociation Request frame if
— dot11FastBSSTransitionActivated is true,
— The FT Resource Request Protocol is not used,
— The frame is being sent to an AP that advertised its FT


capability in the MDE in its Beacon or Probe Response frame
(i.e., AP also has dot11FastBSSTransitionActivated is true),
and


— Either dot11RSNAAuthenticationSuiteSelected is 00-0F-
AC:3 or 00-0F-AC:4 (i.e., part of a fast BSS transition in an
RSN) or dot11RSNAActivated is false (i.e., not in an RSN).


15 Supported Operating Classes The Supported Operating Classes element is present if 
dot11ExtendedChannelSwitchActivated is true.


16 HT Capabilities The HT Capabilities element is present when 
dot11HighThroughputOptionImplemented attribute is true.


17 20/40 BSS Coexistence The 20/40 BSS Coexistence element is optionally present when 
the dot112040BSSCoexistenceManagementSupport attribute is 
true.


18 Extended Capabilities The Extended Capabilities element is optionally present if any of 
the fields in this element are nonzero.


19 QoS Traffic Capability The QoS Traffic Capability element is present if 
dot11MgmtOptionQoSTrafficCapabilityActivated is true.


20 TIM Broadcast Request The TIM Broadcast Request element is present if 
dot11MgmtOptionTIMBroadcastActivated is true.


Table 8-25—Reassociation Request frame body  (continued)


Order Information Notes
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8.3.3.8 Reassociation Response frame format


The frame body of a (#100)Management frame of subtype Reassociation Response contains the information
shown in Table 8-26 (Reassociation Response frame body).


21 FMS Request The FMS Request element may be present if 
dot11MgmtOptionFMSActivated is true.


22 DMS Request The DMS Request element may be present if 
dot11MgmtOptionDMSActivated is true.


23 Interworking The Interworking element is present if 
dot11InterworkingServiceActivated is true and the non-AP STA is 
requesting unauthenticated access to emergency services (see 
10.3.5 (Association, reassociation, and disassociation)).


Last Vendor Specific One or more vendor-specific elements are optionally present. 
These elements follow all other elements.


Table 8-26—Reassociation Response frame body


Order Information Notes


1 Capability


2 Status code


3 AID


4 Supported rates


5 Extended Supported Rates The Extended Supported Rates element is present if there are 
more than eight supported rates, and it is optional otherwise.


6 EDCA Parameter Set


7 RCPI The RCPI element is present if 
dot11RMRCPIMeasurementActivated is true.


8 RSNI The RSNI element is present if 
dot11RMRSNIMeasurementActivated is true.


9 RM Enabled Capabilities RM Enabled Capabilities element is present if 
dot11RadioMeasurementActivated is true.


10 RSN An RSNE is present in a Reassociation Response frame if 
dot11FastBSSTransitionActivated is true, dot11RSNAActivated 
is true, and this frame is a response to a Reassociation Request 
frame that contained an FTE (i.e., part of a fast BSS transition in 
an RSN).


11 Mobility Domain An MDE is present in a Reassociation Response frame if 
dot11FastBSSTransitionActivated is true and this frame is a 
response to a Reassociation Request frame that contained an MDE 
(i.e., either an FT initial mobility domain association exchange or 
part of a fast BSS transition).


Table 8-25—Reassociation Request frame body  (continued)


Order Information Notes







IEEE P802.11-REVmc/D0.5, Oct 2012


482 Copyright © 2012 IEEE. All rights reserved.


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


12 Fast BSS Transition An FTE is present in a Reassociation Response frame if 
dot11FastBSSTransitionActivated is true, dot11RSNAActivated 
is true, and this frame is a response to a Reassociation Request 
frame that contained an MDE (i.e., either an FT initial mobility 
domain association exchange or part of a fast BSS transition in an 
RSN).


13 RIC The set of elements that formulate a RIC-Response is present in a 
Reassociation Response frame if 
dot11FastBSSTransitionActivated is true and this frame is a 
response to a Reassociation Request frame that contained a RIC-
Request.


14 DSE registered location The DSE Registered Location element is present if 
dot11LCIDSERequired is true.


15 Timeout Interval (Association 
Comeback time)


A TIE containing the Association Comeback time is present when 
dot11RSNAActivated is true, 
dot11RSNAProtectedManagementFramesActivated is true, and 
the reassociation is rejected with status code 30.


16 HT Capabilities The HT Capabilities element is present when 
dot11HighThroughputOptionImplemented attribute is true.


17 HT Operation The HT Operation element is included by an AP when 
dot11HighThroughputOptionImplemented attribute is true.


18 20/40 BSS Coexistence The 20/40 BSS Coexistence element is optionally present when 
the dot112040BSSCoexistenceManagementSupport attribute is 
true.


19 Overlapping BSS Scan 
Parameters


The Overlapping BSS Scan Parameters element is optionally 
present if the dot11FortyMHzOptionImplemented attribute is true.


20 Extended Capabilities The Extended Capabilities element is optionally present if any of 
the fields in this element are nonzero.


21 BSS Max Idle Period The BSS Max Idle Period element is present if 
dot11WirelessManagementImplemented is true.


22 TIM Broadcast Response The TIM Broadcast Response element is present if 
dot11MgmtOptionTIMBroadcastActivated is true and the TIM 
Broadcast Request element is present in the Reassociation 
Request frame that elicited this Reassociation Response frame.


23 FMS Response The FMS Response element is present if 
dot11MgmtOptionFMSActivated is true and the FMS Request 
element is present in the Reassociation Request frame that elicited 
this Reassociation Response frame.


24 DMS Response The DMS Response element is present if 
dot11MgmtOptionDMSActivated is true and the DMS Request 
element is present in the Reassociation Request frame that elicited 
this Reassociation Response frame.


25 QoS Map QoS Map is present if dot11QosMapActivated is true and the QoS 
Map field in the Extended Capabilities element of the 
corresponding Reassociation Request frame is 1.


Table 8-26—Reassociation Response frame body  (continued)


Order Information Notes
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8.3.3.9 Probe Request frame format


The  frame  body  of a (#100)Management frame of subtype Probe Request contains the information shown in
Table 8-27 (Probe Request frame body).


26(11ae) QMF Policy The QMF Policy element is present if dot11QMFActivated is true 
and the QMFActivated subfield is 1 in the Extended Capabilities 
element in the Reassociation Request that elicited this 
Reassociation Response frame.


Last Vendor Specific One or more vendor-specific elements are optionally present. 
These elements follow all other elements.


Table 8-27—Probe Request frame body


Order Information Notes


1 SSID If dot11MeshActivated is true, the SSID element is the wildcard 
value as described in 8.4.2.2 (SSID element). 


2 Supported rates


3 Request information The Request element is optionally present if 
dot11MultiDomainCapabilityActivated is true.


4 Extended Supported Rates The Extended Supported Rates element is present if there are 
more than eight supported rates, and is optionally present 
otherwise.


5 DSSS Parameter Set The DSSS Parameter Set element is present within Probe Request 
frames generated by STAs using Clause 16 (DSSS PHY 
specification for the 2.4 GHz band designated for ISM 
applications), Clause 17 (High Rate direct sequence spread 
spectrum (HR/DSSS) PHY specification), or Clause 19 (Extended 
Rate PHY (ERP) specification) PHYs if 
dot11RadioMeasurementActivated is true.
The DSSS Parameter Set element is present within Probe Request 
frames generated by STAs using a Clause 20 (High Throughput 
(HT) PHY specification) PHY in the 2.4 GHz band if 
dot11RadioMeasurementActivated is true.


The DSSS Parameter Set element is optionally present within 
Probe Request frames generated by STAs using Clause 16 (DSSS 
PHY specification for the 2.4 GHz band designated for ISM 
applications), Clause 17 (High Rate direct sequence spread 
spectrum (HR/DSSS) PHY specification), or Clause 19 (Extended 
Rate PHY (ERP) specification) PHYs if 
dot11RadioMeasurementActivated is false.
The DSSS Parameter Set element is optionally present within 
Probe Request frames generated by STAs using a Clause 20 (High 
Throughput (HT) PHY specification) PHY in the 2.4 GHz band if 
dot11RadioMeasurementActivated is false.


6 Supported Operating Classes The Supported Operating Classes element is present if 
dot11ExtendedChannelSwitchActivated is true.


7 HT Capabilities The HT Capabilities element is present when 
dot11HighThroughputOptionImplemented attribute is true.


Table 8-26—Reassociation Response frame body  (continued)


Order Information Notes
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8.3.3.10 Probe Response frame format


The  frame  body of a (#100)Management frame of subtype Probe Response contains the information shown in
Table 8-28 (Probe Response frame body). See additional details and procedures in 9.18.3 (Determination of
hopping patterns for FH PHYs) and 10.1.4 (Acquiring synchronization, scanning).


8 20/40 BSS Coexistence The 20/40 BSS Coexistence element is optionally present when 
the dot112040BSSCoexistenceManagementSupport attribute is 
true.


9 Extended Capabilities The Extended Capabilities element is optionally present if any of 
the fields in this element are nonzero.


10 SSID List The SSID List element is optionally present if 
dot11MgmtOptionSSIDListActivated is true.


11 Channel Usage The Channel Usage element is optionally present if 
dot11MgmtOptionChannelUsageActivated is true.


12 Interworking The Interworking element is present if 
dot11InterworkingServiceActivated is true.


13 Mesh ID The Mesh ID element is present if dot11MeshActivated is true. 


Last Vendor Specific One or more vendor-specific elements are optionally present. 
These elements follow all other elements.


Table 8-28—Probe Response frame body


Order Information Notes


1 Timestamp


2 Beacon interval


3 Capability


4 SSID If dot11MeshActivated is true, the SSID element is the wildcard 
value as described in 8.4.2.2 (SSID element). 


5 Supported rates


6 FH Parameter Set The FH Parameter Set element is present within Probe Response 
frames generated by STAs using FH PHYs.


7 DSSS Parameter Set The DSSS Parameter Set element is present within Probe Response 
frames generated by STAs using Clause 16 (DSSS PHY 
specification for the 2.4 GHz band designated for ISM 
applications), Clause 17 (High Rate direct sequence spread 
spectrum (HR/DSSS) PHY specification), and Clause 19 (Extended 
Rate PHY (ERP) specification) PHYs.
The DSSS Parameter Set element is present within Probe Response 
frames generated by STAs using a Clause 20 (High Throughput 
(HT) PHY specification) PHY in the 2.4 GHz band.


8 CF Parameter Set The CF Parameter Set element is present only within Probe 
Response frames generated by APs supporting a PCF.


Table 8-27—Probe Request frame body  (continued)


Order Information Notes
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9 IBSS Parameter Set The IBSS Parameter Set element is present only within Probe 
Response frames generated by STAs in an IBSS.


10 Country The Country element is 
present if dot11MultiDomainCapabilityActivated is true or 
dot11SpectrumManagementRequired is true or 
dot11RadioMeasurementActivated is true.


11 FH Parameters The FH Parameters element, as specified in 8.4.2.11 (Hopping 
Pattern Parameters element), is optionally present if 
dot11MultiDomainCapabilityActivated is true.


12 FH Pattern Table The FH Pattern Table element, as specified in 8.4.2.12 (Hopping 
Pattern Table element), is optionally present if 
dot11MultiDomainCapabilityActivated is true.


13 Power Constraint The Power Constraint element is present if 
dot11SpectrumManagementRequired is true and is optionally 
present if dot11RadioMeasurementActivated is true.


14 Channel Switch 
Announcement


The Channel Switch Announcement element is optionally present if 
dot11SpectrumManagementRequired is true.


15 Quiet The Quiet element is optionally present if 
dot11SpectrumManagementRequired is true or if 
dot11RadioMeasurementActivated is true.


16 IBSS DFS The IBSS DFS element is present if 
dot11SpectrumManagementRequired is true in an IBSS.


17 TPC Report The TPC Report element is present if 
dot11SpectrumManagementRequired is true or 
dot11RadioMeasurementActivated is true.


18 ERP The ERP element is present within Probe Response frames 
generated by STAs using ERPs and is optionally present otherwise.


19 Extended Supported Rates The Extended Supported Rates element is present if there are more 
than eight supported rates, and it is optionally present otherwise.


20 RSN The RSNE is present only if dot11RSNAActivated is true; 
otherwise not present(#28).


21 BSS Load The BSS Load element is present if dot11QosOption-Implemented 
and dot11QBSSLoadImplemented are both true.


22 EDCA Parameter Set The EDCA Parameter Set element is present if 
dot11QosOptionImplemented is true and dot11MeshActivated is 
false.


23 Measurement Pilot 
Transmission 


The Measurement Pilot Transmission element is present if 
dot11RMMeasurementPilotActivated is between 2 and 7.


24 Multiple BSSID One or more Multiple BSSID elements are present if 
dot11RMMeasurementPilotActivated is between 2 and 7 and the 
AP is a member of a Multiple BSSID Set (see 10.11.14 (Multiple 
BSSID Set)) with two or more members, or if 
dot11MgmtOptionMultiBSSIDActivated is true, or if 
dot11InterworkingServiceActivated is true and the AP is a member 
of a Multiple BSSID Set with two or more members and at least one 
dot11GASAdvertisementID MIB attribute exists.


25 RM Enabled Capabilities The RM Enabled Capabilities element is present if 
dot11RadioMeasurementActivated is true.


Table 8-28—Probe Response frame body  (continued)


Order Information Notes
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26 AP Channel Report If dot11RMAPChannelReportActivated is true, one AP Channel 
Report element is optionally present for each operating class that 
has at least 1 channel to report.


27 BSS Average Access Delay The BSS Average Access Delay element is optionally present if 
dot11RMBSSAverageAccessDelayActivated is true and the value 
of the AP Average Access Delay field is not equal to 255 
(measurement not available).


28 Antenna The Antenna element is optionally present if 
dot11RMAntennaInformationActivated is true and the value of the 
Antenna ID field is not equal to 0 (unknown antenna).


29 BSS Available Admission 
Capacity


The BSS Available Admission Capacity element is optionally 
present if dot11RMBSSAvailableAdmissionCapacityActivated is 
true with the following exceptions: 1) when Available Admission 
Capacity Bitmask equals 0 (Available Admission Capacity List 
contains no entries), or 2) when the BSS Load element is present 
and the Available Capacity Bitmask equals 256 (Available 
Admission Capacity List contains only the AC_VO entry). 


30 BSS AC Access Delay The BSS AC Access Delay element is optionally present if 
dot11RMBSSAverageAccessDelayActivated is true and at least one 
field of the element is not equal to 255 (measurement not 
available).


31 Mobility Domain The MDE is present if dot11FastBSSTransitionActivated is true. 


32 DSE registered location The DSE Registered Location element is present if 
dot11LCIDSERequired is true.


33 Extended Channel Switch 
Announcement


The Extended Channel Switch Announcement element is optionally 
present if dot11ExendedChannelSwitchActivated is true.


34 Supported Operating Classes The Supported Operating Classes element is present if 
dot11ExtendedChannelSwitchActivated is true.


35 HT Capabilities The HT Capabilities element is present when 
dot11HighThroughputOptionImplemented attribute is true.


36 HT Operation The HT Operation element is included by an AP and a mesh STA 
when dot11HighThroughputOptionImplemented attribute is true.


37 20/40 BSS Coexistence The 20/40 BSS Coexistence element is optionally present when the 
dot112040BSSCoexistenceManagementSupport attribute is true.


38 Overlapping BSS Scan 
Parameters


The Overlapping BSS Scan Parameters element is optionally 
present if the dot11FortyMHzOptionImplemented attribute is true.


39 Extended Capabilities The Extended Capabilities element is optionally present if any of 
the fields in this element are nonzero.


40 QoS Traffic Capability The QoS Traffic Capability element is optionally present if 
dot11MgmtOptionACStationCountActivated is true.


41 Channel Usage The Channel Usage element is present if the Channel Usage 
element is present in the Probe Request frame and 
dot11MgmtOptionChannelUsageActivated is true.


42 Time Advertisement The Time Advertisement element is present if 
dot11MgmtOptionUTCTSFOffsetActivated is true.


43 Time Zone The Time Zone element is present if 
dot11MgmtOptionUTCTSFOffsetActivated is true.


Table 8-28—Probe Response frame body  (continued)


Order Information Notes
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8.3.3.11 Authentication frame format


The  frame  body of a (#100)Management frame of subtype Authentication contains the information shown in
Table 8-29 (Authentication frame body). FT authentication is used when FT support is advertised by the AP
and dot11FastBSSTransitionActivated is true in the STA. SAE authentication is used when
dot11MeshActiveAuthenticationProtocol is sae (1).


44 Interworking The Interworking element is present if 
dot11InterworkingServiceActivated is true.


45 Advertisement Protocol Advertisement Protocol element is present if 
dot11InterworkingServiceActivated is true and at least one 
dot11GASAdvertisementID MIB attribute exists.


46 Roaming Consortium The Roaming Consortium element is present if 
dot11InterworkingServiceActivated is true and the 
dot11RoamingConsortiumTable has at least one entry.


47 Emergency Alert Identifier One or more Emergency Alert Identifier elements are present if 
dot11EASActivated is true and there are one or more EAS 
message(s) active in the network.


48 Mesh ID The Mesh ID element is present if dot11MeshActivated is true. 


49 Mesh Configuration The Mesh Configuration element is present if dot11MeshActivated 
is true. 


50 Mesh Awake Window The Mesh Awake Window element is optionally present if 
dot11MeshActivated is true.


51 Beacon Timing The Beacon Timing element is optionally present if both 
dot11MeshActivated and dot11MBCAActivated are true.


52 MCCAOP Advertisement 
Overview


The MCCAOP Advertisement Overview element is optionally 
present if both dot11MeshActivated and dot11MCCAActivated are 
true.


53 MCCAOP Advertisement One or more MCCAOP Advertisement elements are optionally 
present if both dot11MeshActivated and dot11MCCAActivated are 
true.


54 Mesh Channel Switch 
Parameters


The Mesh Channel Switch Parameters element is present if 
dot11MeshActivated is true and either Channel Switch 
Announcement element or Extended Channel Switch 
Announcement element is present.


55(11ae) QMF Policy The QMF Policy element is present if dot11QMFActivated is true 
and the QMFActivated subfield is 1 in the Extended Capabilities 
element in the Probe Request that elicited this Probe Response 
frame.


56(11aa) QLoad Report The QLoad Report element is present if 
dot11QLoadReportActivated is true.


Last–1 Vendor Specific One or more vendor-specific elements are optionally present. These 
elements follow all other elements, except the Requested elements.


Last–n Requested elements Elements requested by the Request element of the Probe Request 
frame are present if dot11MultiDomainCapabilityActivated is true. 
See 10.1.4.3.2 (Sending a probe response).


Table 8-28—Probe Response frame body  (continued)


Order Information Notes
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Table 8-29—Authentication frame body


Order Information Notes


1 Authentication algorithm 
number


2 Authentication transaction 
sequence number


3 Status code The status code information is reserved in certain Authentication 
frames as defined in Table 8-30 (Presence of fields and elements 
in Authentication frames).


4 Challenge text The challenge text element is present only in certain 
Authentication frames as defined in Table 8-30 (Presence of fields 
and elements in Authentication frames).


5 RSN The RSNE is present in the FT Authentication frames as defined 
in Table 8-30 (Presence of fields and elements in Authentication 
frames).


6 Mobility Domain The MDE is present in the FT Authentication frames as defined in 
Table 8-30 (Presence of fields and elements in Authentication 
frames).


7 Fast BSS Transition An FTE is present in the FT Authentication frames as defined in 
Table 8-30 (Presence of fields and elements in Authentication 
frames).


8 Timeout Interval 
(reassociation deadline)


A TIE containing the reassociation deadline interval is present in 
the FT Authentication frames as defined in Table 8-30 (Presence 
of fields and elements in Authentication frames).


9 RIC A resource information container, containing a variable number of 
elements, is present in the FT Authentication frames as defined in 
Table 8-30 (Presence of fields and elements in Authentication 
frames).


10 Finite Cyclic Group An unsigned integer indicating a finite cyclic group as described 
in 11.3.4 (Finite cyclic groups). This is present in SAE 
authentication frames as defined in Table 8-30 (Presence of fields 
and elements in Authentication frames).


11 Anti-Clogging Token A random bit-string used for anti-clogging purposes as described 
in 11.3.6 (Anti-clogging tokens). This is present in SAE 
authentication frames as defined in Table 8-30 (Presence of fields 
and elements in Authentication frames).


12 Send-Confirm A binary encoding of an integer used for anti-replay purposes as 
described in 11.3.7.5 (Encoding and decoding of Confirm 
Messages). This is present in SAE authentication frames as 
defined in 
Table 8-30 (Presence of fields and elements in Authentication 
frames).


13 Scalar An unsigned integer encoded as described in 11.3.7.4 (Encoding 
and decoding of Commit Messages). This is present in SAE 
authentication frames as defined in Table 8-30 (Presence of fields 
and elements in Authentication frames).


14 Element A field element from a finite field encoded as described in 
11.3.7.4 (Encoding and decoding of Commit Messages). This is 
present in SAE authentication frames as defined in Table 8-30 
(Presence of fields and elements in Authentication frames).
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15 Confirm An unsigned integer encoded as described in 11.3.7.5 (Encoding 
and decoding of Confirm Messages). This is present in SAE 
authentication frames as defined in Table 8-30 (Presence of fields 
and elements in Authentication frames).


Last Vendor Specific One or more vendor-specific elements are optionally present. 
These elements follow all other elements.


Table 8-30—Presence of fields and elements in Authentication frames


Authentication 
algorithm


Authentication 
transaction 


sequence no.
Status code Presence of fields 4-15 


Open System 1 Reserved Not present


Open System 2 Status Not present


Shared Key 1 Reserved Not present


Shared Key 2 Status The Challenge text element is present


Shared Key 3 Reserved The Challenge text element is present


Shared Key 4 Status Not present


FT 1 Reserved The Mobility Domain element is present. 


The Fast BSS Transition and RSNEs are present if 
dot11RSNAActivated is true.


FT 2 Status The Mobility Domain element is present if Status is 
0. 


The Fast BSS Transition and RSNEs are present if 
Status is 0 and dot11RSNAActivated is true.


FT 3 Reserved The Mobility Domain element is present. 


The Fast BSS Transition and RSNEs are present if 
dot11RSNAActivated is true.


The RIC element is optionally present.


FT 4 Status The Mobility Domain element is present if Status is 
0. 


The Fast BSS Transition and RSNEs are present if 
dot11RSNAActivated is true.


The RIC element is optionally present if Status is 0. 


The TIE (reassociation deadline) is present if a RIC 
element is present.


SAE 1 Status Scalar is present if Status is zero.
Element is present if Status is zero.
Anti-Clogging Token is present if status is 76 or if 
frame is in response to a previous rejection with 
Status 76.
Finite Cyclic Group is present if Status is zero or 76.


SAE 2 Status Send-Confirm is present. Confirm is present.


Table 8-29—Authentication frame body  (continued)
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8.3.3.12 Deauthentication


The frame body of a (#100)Management frame of subtype Deauthentication contains the information shown
in Table 8-31 (Deauthentication frame body).


8.3.3.13 Action frame format


The frame body of a (#100)Management frame of subtype Action contains the information shown in
Table 8-32 (Action frame body).


Table 8-31—Deauthentication frame body


Order Information


1 Reason code


2 – (Last – 1) One or more vendor-specific elements are optionally present.


Last The Management MIC element (MME) is present when management frame 
protection is enabled at the AP and the frame is a group addressed frame.


NOTE—The MME appears after all fields that it protects. Therefore, it appears last in the frame
body to protect the frames as specified in 11.4.4 (Broadcast/Multicast Integrity Protocol (BIP)).


Table 8-32—Action frame body


Order Information


1 Action


2 – (Last – 1) One or more vendor-specific elements are optionally present. 


These elements are absent when the Category subfield of the Action field is 
Vendor-Specific, Vendor-Specific Protected, or Self-protected.


Last The Management MIC element (MME) is present when management frame 
protection is enabled at the AP, the frame is a group addressed robust Action 
frame, and the category of the (#99)Action frame does not receive privacy as 
indicated by Table 8-39 (Category values).


NOTE—The MME appears after any fields that it protects. Therefore, it appears last in the frame
body to protect the frames as specified in 11.4.4 (Broadcast/Multicast Integrity Protocol (BIP)).
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8.3.3.14 Action No Ack frame format


The frame body of a (#100)Management frame of subtype Action No Ack contains the information shown in
Table 8-33 (Action No Ack frame body).


NOTE—The selection of Action or Action No Ack is made per frame that uses these formats.


Unless specified as allowing the use of the Action No Ack management frame subtype, a frame described as
an “Action frame” uses only the Action subtype.


8.3.3.15 Timing Advertisement frame format


The frame body of a (#100)Management frame of subtype Timing Advertisement contains the information
shown in Table 8-34 (Timing Advertisement frame body). 


8.4 Management frame body components


8.4.1 Fields that are not information elements


8.4.1.1 Authentication Algorithm Number field


The Authentication Algorithm Number field indicates a single authentication algorithm. The length of the
Authentication Algorithm Number field is 2 octets. The Authentication Algorithm Number field is


Table 8-33—Action No Ack frame body


Order Information


1 Action


Last One or more vendor-specific elements may appear in this frame. This element follows 
all other elements.


Table 8-34—Timing Advertisement frame body


Order Information Notes


1 Timestamp See 8.4.1.10 (Timestamp field) for Timestamp format.


2 Capability


3 Country The Country element is present if dot11MultidomainCapabilityActivated 
is true or dot11SpectrumManagementRequired is true.


4 Power Constraint The Power Constraint(#238) element is optionally  present only if the 
Country element is present; otherwise not present(#28).


5 Time Advertisement The Time Advertisement element is optionally present. See 8.4.2.63 
(Time Advertisement element).


6 Extended Capabilities The Extended Capabilities element is optionally present.


Last Vendor specific One or more vendor-specific elements are optionally present. These 
elements follow all other elements.
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illustrated in Figure 8-38 (Authentication Algorithm Number field). The following values are defined for
authentication algorithm number:


Authentication algorithm number = 0: Open System
Authentication algorithm number = 1: Shared Key
Authentication algorithm number = 2: Fast BSS Transition
Authentication algorithm number = 3: simultaneous authentication of equals (SAE)
Authentication algorithm number = 65 535: Vendor specific use 


NOTE—The use of this value implies that a Vendor Specific element is included with more information.


All other values of authentication algorithm number are reserved.


8.4.1.2 Authentication Transaction Sequence Number field


The Authentication Transaction Sequence Number field indicates the current state of progress through a
multistep transaction. The length of the Authentication Transaction Sequence Number field is 2 octets. The
Authentication Transaction Sequence Number field is illustrated in Figure 8-39 (Authentication Transaction
Sequence Number field).


8.4.1.3 Beacon Interval field


The Beacon Interval field represents the number of time units (TUs) between target beacon transmission
times (TBTTs). The length of the Beacon Interval field is 2 octets. The Beacon Interval field is illustrated in
Figure 8-40 (Beacon Interval field).


8.4.1.4 Capability Information field


The Capability Information field contains a number of subfields that are used to indicate requested or
advertised optional capabilities. 


The length of the Capability Information field is 2 octets. The format of the Capability Information field is
defined in Figure 8-41 (Capability Information field). No subfield is supplied for ERP as a STA supports
ERP operation if it includes all of the Clause 19 (Extended Rate PHY (ERP) specification) mandatory rates
in its supported rate set.


Each Capability Information subfield is interpreted according to the management frame subtype, as defined
in this subclause.


Authentication Algorithm Number


Octets: 2


Figure 8-38—Authentication Algorithm Number field


Authentication Transaction Sequence Number


Octets: 2


Figure 8-39—Authentication Transaction Sequence Number field


Beacon Interval


Octets: 2


Figure 8-40—Beacon Interval field
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An AP sets the ESS subfield to 1 and the IBSS subfield to 0 within transmitted Beacon or Probe Response
(#100)frames. A STA within an IBSS sets the ESS subfield to 0 and the IBSS subfield to 1 in transmitted
Beacon or Probe Response (#100)frames. A mesh STA sets the ESS and IBSS subfields to 0 in transmitted
Beacon or Probe Response (#100)frames.


A non-AP STA sets the QoS, CF-Pollable, and CF-Poll Request subfields in Association and Reassociation
Request (#100)frames according to Table 8-35 (Non-AP STA usage of QoS, CF-Pollable, and CF-Poll
Request). A mesh STA sets the CF-Pollable and CF-Poll Request subfields to 0.


An AP sets the CF-Pollable and CF-Poll Request subfields in Beacon and Probe Response (#100)frames
according to Table 8-36 (AP usage of QoS, CF-Pollable, and CF-Poll Request). A non-QoS AP sets the
CF-Pollable and CF-Poll Request subfield values in Association Response and Reassociation Response
(#100)frames equal to the values in the last Beacon or Probe Response frame that it transmitted.


B0 B1 B2 B3 B4 B5 B6 B7


ESS IBSS CF Pollable CF-Poll 
Request


Privacy Short 
Preamble


PBCC Channel 
Agility


B8 B9 B10 B11 B12 B13 B14 B15


Spectrum 
Mgmt


QoS Short Slot 
Time


APSD Radio 
Measurement


DSSS-
OFDM


Delayed 
Block Ack


Immediate 
Block Ack


Figure 8-41—Capability Information field


Table 8-35—Non-AP STA usage of QoS, CF-Pollable, and CF-Poll Request


QoS CF-Pollable CF-Poll 
request


Meaning


0 0 0 STA is not CF-Pollable


0 0 1 STA is CF-Pollable, not requesting to be placed on the CF-Polling list


0 1 0 STA is CF-Pollable, requesting to be placed on the CF-Polling list


0 1 1 STA is CF-Pollable, requesting never to be polled


1 0 0 QoS STA requesting association in a QoS BSS


1 0 1 Reserved


1 1 0 Reserved


1 1 1 Reserved


Table 8-36—AP usage of QoS, CF-Pollable, and CF-Poll Request


QoS CF-Pollable
CF-Poll 
Request Meaning


0 0 0 No PC at non-QoS AP


0 0 1 PC at non-QoS AP for delivery only (no polling)
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An AP sets the Privacy subfield to 1 within transmitted Beacon, Probe Response, Association Response, and
Reassociation Response (#100)frames if data confidentiality is required for all data frames exchanged within
the BSS. If data confidentiality is not required, the Privacy subfield is set to 0.


In an RSNA, a non-AP STA in an ESS sets the Privacy subfield to 0 within transmitted Association and
Reassociation Request (#100)frames. An AP ignores the Privacy subfield within received Association and
Reassociation Request (#100)frames.


A STA within an ESS sets the Privacy subfield to 1 in DLS Request and DLS Response frames if encryption
is required for all data frames exchanged. If encryption is not required, the Privacy subfield is set to 0.


A STA within an IBSS sets the Privacy subfield to 1 in transmitted Beacon or Probe Response (#100)frames
if data confidentiality is required for all data frames exchanged within the IBSS. If data confidentiality is not
required, A STA in an IBSS sets the Privacy subfield to 0 within these (#100)Management frames. 


A mesh STA sets the Privacy subfield to 1 in transmitted Beacon or Probe Response (#100)frames if data
confidentiality is required for all data frames exchanged within the MBSS. If data confidentiality is not
required, a mesh STA sets the Privacy subfield to 0 within these (#100)Management frames.


A STA that includes the RSNE in Beacon and Probe Response frames sets the Privacy subfield to 1 in any
frame that includes the RSNE.


An AP sets the Short Preamble subfield to 1 in transmitted Beacon, Probe Response, Association Response,
and Reassociation Response MMPDUs to indicate that the use of the short preamble, as described in
17.2.2.3 (Short PPDU format), is allowed within this BSS; a STA in an IBSS sets the Short Preamble
subfield to 1 in transmitted Beacon when dot11ShortPreambleOptionImplemented is true. Otherwise an AP
or a STA in an IBSS sets the Short Preamble subfield to 0. 


A mesh STA sets the Short Preamble subfield to 1 when dot11ShortPreambleOptionImplemented is true.
Otherwise, a mesh STA sets the Short Preamble subfield to 0.


An ERP STA sets dot11ShortPreambleOptionImplemented to true as all ERP devices support both long and
short preamble formats.


A STA sets the Short Preamble subfield to 1 in transmitted Association Request and Reassociation Request
(#100)frames and in DLS Request and DLS Response frames when
dot11ShortPreambleOptionImplemented is true. Otherwise, a STA sets the Short Preamble subfield to 0.


0 1 0 PC at non-QoS AP for delivery and polling


0 1 1 Reserved


1 0 0 QoS AP (HC) does not use CFP for delivery of individually addressed 
data frames


1 0 1 QoS AP (HC) uses CFP for delivery, but does not send CF-Polls to 
non-QoS STAs


1 1 0 QoS AP (HC) uses CFP for delivery, and sends CF-Polls to non-QoS 
STAs


1 1 1 Reserved


Table 8-36—AP usage of QoS, CF-Pollable, and CF-Poll Request







IEEE P802.11-REVmc/D0.5, Oct 2012


Copyright © 2012 IEEE. All rights reserved. 495


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


An AP sets the PBCC subfield to 1 in transmitted Beacon, Probe Response, Association Response, and
Reassociation Response (#100)frames to indicate that the packet binary convolutional code (PBCC)
modulation option, as described in 17.4.6.7 (DSSS/PBCC data modulation and modulation rate (optional))
and 19.6 (ERP-PBCC operation specifications), is allowed within this BSS; a STA in an IBSS sets the
PBCC subfield to 1 in transmitted Beacon frames when dot11PBCCOptionImplemented is true. Otherwise
an AP or a STA in an IBSS sets the PBCC subfield to 0.


A non-AP STA sets the PBCC subfield to 1 in transmitted Probe Response, Association Request,
Reassociation Request, DLS Request, and DLS Response frames when dot11PBCCOptionImplemented is
true. Otherwise, a STA sets the PBCC subfield to 0.


The use of the ERP-PBCC option is deprecated, and this option may be removed in a later revision of the
standard.


Bit 7 of the Capabilities Information field is used to indicate Channel Agility capability by the High Rate
direct sequence spread spectrum (HR/DSSS) PHY or ERP. A STA sets the Channel Agility bit to 1 when
Channel Agility is in use and sets it to 0 otherwise.


A STA sets the Spectrum Management subfield in the Capability Information field to 1 if
dot11SpectrumManagementRequired is true; otherwise, it is set to 0.


A STA sets the QoS subfield to 1 within the Capability Information field when
dot11QosOptionImplemented is true and sets it to 0 otherwise.


A STA sets the Short Slot Time subfield to 1 in transmitted Association Request, Reassociation Request,
DLS Request, and DLS Response MMPDUs when dot11ShortSlotTimeOptionImplemented and
dot11ShortSlotTimeOptionActivated are true. Otherwise, the STA sets the Short Slot Time subfield to 0 in
transmitted Association Request and Reassociation Request MMPDUs.


An AP sets the Short Slot Time subfield in transmitted Beacon, Probe Response, Association Response, and
Reassociation Response MMPDUs to indicate the currently used slot time value within this BSS. See
10.1.3.2 (Beacon generation in infrastructure networks).


See 9.3.2.12 (Operation of aSlotTime) for the operation of aSlotTime.


For IBSS and MBSS, the Short Slot Time subfield is set to 0.


An AP sets the APSD subfield to 1 within the Capability Information field when
dot11APSDOptionImplemented is true and sets it to 0 otherwise. A non-AP STA always sets this subfield to
0.


An AP sets the DSSS-OFDM subfield to 1 in transmitted Beacon, Probe Response, Association Response,
and Reassociation Response MMPDUs to indicate that the use of direct sequence spread spectrum with
orthogonal frequency division multiplexing (DSSS-OFDM), as described in 19.7 (DSSS-OFDM operation
specifications), is allowed within this BSS. To indicate that the use of DSSS-OFDM is not allowed, the
DSSS-OFDM subfield is set to 0 in Beacon, Probe Response, Association Response, and Reassociation
Response MMPDUs transmitted within the BSS.


A STA sets the DSSS-OFDM subfield to 1 in transmitted Association Request, Reassociation Request, DLS
Request, and DLS Response MMPDUs when dot11DSSSOFDMOptionImplemented and
dot11DSSSOFDMOptionActivated are true. Otherwise, a STA sets the DSSS-OFDM subfield to 0 in
transmitted Association Request and Reassociation Request MMPDUs.
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A STA in an IBSS sets the DSSS-OFDM subfield to 1 in transmitted Beacon and Probe Response MMPDUs
when dot11DSSSOFDMOptionImplemented and dot11DSSSOFDMOptionActivated are true. Otherwise, a
STA in an IBSS sets the DSSS-OFDM subfield to 0.


The use of the DSSS-OFDM option is deprecated, and this option may be removed in a later revision of the
standard.


A STA sets the Delayed Block Ack subfield to 1 within the Capability Information field when
dot11DelayedBlockAckOptionImplemented is true and sets it to 0 otherwise.


A STA sets the Immediate Block Ack subfield to 1 within the Capability Information field when
dot11ImmediateBlockAckOptionImplemented is true and sets it to 0 otherwise.


A STA sets the Radio Measurement subfield in the Capability Information field to 1 when
dot11RadioMeasurementActivated is true and sets it to 0 otherwise.


8.4.1.5 Current AP Address field


The Current AP Address field is the MAC address of the AP with which the STA is currently associated. The
length of the Current AP Address field is 6 octets. The Current AP Address field is illustrated in Figure 8-42
(Current AP Address field).


8.4.1.6 Listen Interval field


The Listen Interval field is used to indicate to the AP how often a STA in power save mode wakes to listen
to Beacon (#100)frames. The value of this parameter is the Listen Interval parameter of the MLME-
ASSOCIATE.request or MLME-REASSOCIATE.request primitive and is expressed in units of Beacon
Interval. The length of the Listen Interval field is 2 octets. The Listen Interval field is illustrated in Figure 8-
43 (Listen Interval field).


NOTE—The value 0 might be used by a STA that never enters power save mode.


An AP may use the Listen Interval information in determining the lifetime of frames that it buffers for a STA.


8.4.1.7 Reason Code field


This Reason Code field is used to indicate the reason that an unsolicited notification (#100)Management
frame of type Disassociation, Deauthentication, DELTS, DELBA, DLS Teardown, or Mesh Peering Close
was generated. It is contained in the Mesh Channel Switch Parameters element to indicate the reason for the
channel switch. It is contained in the PERR element to indicate the reason for the path error. The length of
the Reason Code field is 2 octets. The Reason Code field is illustrated in Figure 8-44 (Reason Code field).


The reason codes are defined in Table 8-37 (Reason codes).


Current AP Address


Octets: 6


Figure 8-42—Current AP Address field


Listen Interval


Octets: 2


Figure 8-43—Listen Interval field
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Reason Code


Octets: 2


Figure 8-44—Reason Code field


Table 8-37—Reason codes


Reason 
code Name Meaning


0 Reserved


1 Unspecified reason


2 Previous authentication no longer valid


3 Deauthenticated because sending STA is leaving (or has left) 
IBSS or ESS


4 Disassociated due to inactivity


5 Disassociated because AP is unable to handle all currently 
associated STAs


6 Class 2 frame received from nonauthenticated STA


7 Class 3 frame received from nonassociated STA


8 Disassociated because sending STA is leaving (or has left) 
BSS


9 STA requesting (re)association is not authenticated with 
responding STA


10 Disassociated because the information in the Power Capability 
element is unacceptable


11 Disassociated because the information in the Supported 
Channels element is unacceptable


12 Disassociated due to BSS Transition Management


13 Invalid element, i.e., an element defined in this standard for 
which the content does not meet the specifications in Clause 8 
(Frame formats)


14 Message integrity code (MIC) failure


15 4-Way Handshake timeout


16 Group Key Handshake timeout


17 element in 4-Way Handshake different from (Re)Association 
Request/Probe Response/Beacon frame


18 Invalid group cipher


19 Invalid pairwise cipher


20 Invalid AKMP


21 Unsupported RSNE version


22 Invalid RSNE capabilities


23 IEEE 802.1X authentication failed


24 Cipher suite rejected because of the security policy
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25 TDLS direct-link teardown due to TDLS peer STA 
unreachable via the TDLS direct link


26 TDLS direct-link teardown for unspecified reason


27 Disassociated because session terminated by SSP request


28 Disassociated because of lack of SSP roaming agreement


29 Requested service rejected because of SSP cipher suite or 
AKM requirement


30 Requested service not authorized in this location


31 SERVICE_CHANGE_
PRECLUDES_TS


TS deleted because QoS AP lacks sufficient bandwidth for this 
QoS STA due to a change in BSS service characteristics or 
operational mode (e.g., an HT BSS change from 40 MHz 
channel to 20 MHz channel)


32 Disassociated for unspecified, QoS-related reason


33
Disassociated because QoS AP lacks sufficient bandwidth for 
this QoS STA


34 Disassociated because excessive number of frames need to be 
acknowledged, but are not acknowledged due to AP 
transmissions and/or poor channel conditions


35 Disassociated because STA is transmitting outside the limits of 
its TXOPs


36 STA_LEAVING Requested from peer STA as the STA is leaving the BSS (or 
resetting)


37 END_TS
END_BA
END_DLS


Requested from peer STA as it does not want to use the 
mechanism


38 UNKNOWN_TS
UNKNOWN_BA


Requested from peer STA as the STA received frames using 
the mechanism for which a setup is required


39 TIMEOUT Requested from peer STA due to timeout


45 PEERKEY_MISMATCH Peer STA does not support the requested cipher suite


46 PEER_INITIATED In a DLS Teardown frame: The teardown was initiated by the 
DLS peer


In a Disassociation frame: Disassociated because authorized 
access limit reached


47 AP_INITIATED In a DLS Teardown frame:  The teardown was initiated by the 
AP


In a Disassociation frame: Disassociated due to external 
service requirements


48 Invalid FT Action frame count


49 Invalid pairwise master key identifier (PMKI)


50 Invalid MDE


51 Invalid FTE


Table 8-37—Reason codes  (continued)


Reason 
code


Name Meaning
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8.4.1.8 AID field


In infrastructure BSS operation, the AID field is a value assigned by an AP during association that represents
the 16-bit ID of a STA. In mesh BSS operation, the AID field is a value that represents the 16-bit ID of a
neighbor peer mesh STA. An AID value is assigned by a mesh STA that receives and accepts a Mesh Peering
Open frame to the transmitter of the Mesh Peering Open frame during the mesh peering establishment process
(see 13.3.1 (General)). The length of the AID field is 2 octets. The AID field is illustrated in Figure 8-45 (AID


52 MESH-PEERING-CANCELLED SME cancels the mesh peering instance with the reason other 
than reaching the maximum number of peer mesh STAs


53 MESH-MAX-PEERS The mesh STA has reached the supported maximum number of 
peer mesh STAs


54 MESH-CONFIGURATION-
POLICY-VIOLATION


The received information violates the Mesh Configuration 
policy configured in the mesh STA profile


55 MESH-CLOSE-RCVD The mesh STA has received a Mesh Peering Close message 
requesting to close the mesh peering.


56 MESH-MAX-RETRIES The mesh STA has resent dot11MeshMaxRetries Mesh 
Peering Open messages, without receiving a Mesh Peering 
Confirm message.


57 MESH-CONFIRM-TIMEOUT The confirmTimer for the mesh peering instance times out.


58 MESH-INVALID-GTK The mesh STA fails to unwrap the GTK or the values in the 
wrapped contents do not match


59 MESH-INCONSISTENT-
PARAMETERS


The mesh STA receives inconsistent information about the 
mesh parameters between Mesh Peering Management frames


60 MESH-INVALID-SECURITY-
CAPABILITY


The mesh STA fails the authenticated mesh peering exchange 
because due to failure in selecting either the pairwise 
ciphersuite or group ciphersuite


61 MESH-PATH-ERROR-NO-
PROXY-INFORMATION


The mesh STA does not have proxy information for this 
external destination.


62 MESH-PATH-ERROR-NO-
FORWARDING-INFORMATION


The mesh STA does not have forwarding information for this 
destination.


63 MESH-PATH-ERROR-
DESTINATION-
UNREACHABLE


The mesh STA determines that the link to the next hop of an 
active path in its forwarding information is no longer usable.


64 MAC-ADDRESS-ALREADY-
EXISTS-IN-MBSS


The Deauthentication frame was sent because the MAC 
address of the STA already exists in the mesh BSS. See 10.3.6 
(Additional mechanisms for an AP collocated with a mesh 
STA).


65 MESH-CHANNEL-SWITCH-
REGULATORY-
REQUIREMENTS


The mesh STA performs channel switch to meet regulatory 
requirements.


66 MESH-CHANNEL-SWITCH-
UNSPECIFIED


The mesh STA performs channel switch with unspecified 
reason.


67–65 535 Reserved


Table 8-37—Reason codes  (continued)


Reason 
code


Name Meaning
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field).


The value assigned as the AID is in the range 1–2007 and is placed in the 14 LSBs of the AID field, with the
two MSBs of the AID field set to 1 (see 8.2.4.2 (Duration/ID field)).


8.4.1.9 Status Code field


The Status Code field is used in a response (#100)Management frame to indicate the success or failure of a
requested operation. The length of the Status Code field is 2 octets. The Status Code field is illustrated in
Figure 8-46 (Status Code field).


If an operation is successful, then the status code is set to 0. If an operation results in failure, the status code
indicates a failure cause. The failure cause codes are defined in Table 8-38 (Status codes).


Association ID (AID)


Octets: 2


Figure 8-45—AID field


Status Code


Octets: 2


Figure 8-46—Status Code field


Table 8-38—Status codes


Status code Name Meaning


0 SUCCESS Successful


1 REFUSED, 
REFUSED_REASON_UNSPECIFIED


Unspecified failure


2 TDLS wakeup schedule rejected but alternative schedule 
provided


3 TDLS wakeup schedule rejected


4 Reserved


5 Security disabled


6 Unacceptable lifetime


7 Not in same BSS


8–9 Reserved


10 REFUSED_CAPABILITIES_
MISMATCH


Cannot support all requested capabilities in the 
Capability Information field


11 Reassociation denied due to inability to confirm that 
association exists


12 Association denied due to reason outside the scope of 
this standard


13 Responding STA does not support the specified 
authentication algorithm
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14 Received an Authentication frame with authentication 
transaction sequence number out of expected sequence


15 Authentication rejected because of challenge failure


16 Authentication rejected due to timeout waiting for next 
frame in sequence


17 Association denied because AP is unable to handle 
additional associated STAs


18 REFUSED_BASIC_RATES_
MISMATCH


Association denied due to requesting STA not supporting 
all of the data rates in the BSSBasicRateSet parameter


19 Association denied due to requesting STA not supporting 
the short preamble option


20 Association denied due to requesting STA not supporting 
the PBCC modulation option


21 Association denied due to requesting STA not supporting 
the Channel Agility option


22 Association request rejected because Spectrum 
Management capability is required


23 Association request rejected because the information in 
the Power Capability element is unacceptable


24 Association request rejected because the information in 
the Supported Channels element is unacceptable


25 Association denied due to requesting STA not supporting 
the Short Slot Time option


26 Association denied due to requesting STA not supporting 
the DSSS-OFDM option


27 Association denied because the requesting STA does not 
support HT features


28 R0KH unreachable


29 Association denied because the requesting STA does not 
support the phased coexistence operation (PCO) 
transition time required by the AP


30 REFUSED_TEMPORARILY Association request rejected temporarily; try again later


31 Robust management frame policy violation


32 Unspecified, QoS-related failure


33 Association denied because QoS AP has insufficient 
bandwidth to handle another QoS STA


34 Association denied due to excessive frame loss rates and/
or poor conditions on current operating channel


35 Association (with QoS BSS) denied because the 
requesting STA does not support the QoS facility


36 Reserved


37 REQUEST_DECLINED(11aa) The request has been declined


38 INVALID_PARAMETERS The request has not been successful as one or more 
parameters have invalid values


Table 8-38—Status codes  (continued)


Status code Name Meaning
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39 REJECTED_WITH_SUGGESTED_
CHANGES


The TS has not been created because the request cannot 
be honored; however, a suggested TSPEC is provided so 
that the initiating STA may attempt to set another TS 
with the suggested changes to the TSPEC


40 Invalid element, i.e., an element defined in this standard 
for which the content does not meet the specifications in 
Clause 8 (Frame formats)


41 Invalid group cipher


42 Invalid pairwise cipher


43 Invalid AKMP


44 Unsupported RSNE version


45 Invalid RSNE capabilities


46 Cipher suite rejected because of security policy


47 REJECTED_FOR_DELAY_PERIOD The TS has not been created; however, the HC may be 
capable of creating a TS, in response to a request, after 
the time indicated in the TS Delay element


48 DLS_NOT_ALLOWED Direct link is not allowed in the BSS by policy


49 NOT_PRESENT The Destination STA is not present within this BSS


50 NOT_QOS_STA The Destination STA is not a QoS STA


51 Association denied because the Listen Interval is too 
large


52 Invalid FT Action frame count


53 Invalid pairwise master key identifier (PMKID)


54 Invalid MDE


55 Invalid FTE


56 REQUESTED_TCLAS_NOT_ 
SUPPORTED_BY_AP(11aa)


Requested TCLAS processing is not supported by the 
AP.


57 INSUFFICIENT_TCLAS_ 
PROCESSING_RESOURCES(11aa)


The AP has insufficient TCLAS processing resources to 
satisfy the request.


Table 8-38—Status codes  (continued)


Status code Name Meaning







IEEE P802.11-REVmc/D0.5, Oct 2012


Copyright © 2012 IEEE. All rights reserved. 503


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


58 The TS has not been created because the request cannot 
be honored; however, the HC suggests the STA 
transitions to other BSSs to setup the TS.


59 GAS_ADVERTISEMENT_
PROTOCOL_NOT_SUPPORTED


GAS Advertisement Protocol not supported


60 NO_OUTSTANDING_GAS_
REQUEST


No outstanding GAS request


61 GAS_RESPONSE_NOT_
RECEIVED_FROM _SERVER


GAS Response not received from the Advertisement 
Server


62 GAS_QUERY_TIMEOUT STA timed out waiting for GAS Query Response


63 GAS_QUERY_RESPONSE_
TOO_ LARGE


GAS Response is larger than query response length limit


64 REJECTED_HOME_WITH_
SUGGESTED_CHANGES


Request refused because home network does not support 
request


65 SERVER_UNREACHABLE Advertisement Server in the network is not currently 
reachable


66 Reserved


67 REJECTED_FOR_SSP_
PERMISSIONS


Request refused due to permissions received via SSPN 
interface


68 Request refused because AP does not support 
unauthenticated access


69-71 Reserved


72 Invalid contents of RSNE


73 U-APSD Coexistence is not supported.


74 Requested U-APSD Coexistence mode is not
supported.


75 Requested Interval/Duration value cannot be 
supported with U-APSD Coexistence.


76 Authentication is rejected because an Anti-Clogging 
Token is required.


77 Authentication is rejected because the offered finite 
cyclic group is not supported.


78 CANNOT_FIND_ALTERNATIVE_
TBTT


The TBTT adjustment request has not been successful 
because the STA could not find an alternative TBTT. 


79 TRANSMISSION_FAILURE Transmission failure


80 REQUESTED_TCLAS_NOT_
SUPPORTED


Requested TCLAS Not Supported.


81 TCLAS_RESOURCES_EXHAUSTED TCLAS Resources Exhausted.


82 REJECTED_WITH_SUGGESTED_
BSS_TRANSITION


Rejected with Suggested BSS Transition.


83 Reserved


92 REFUSED_EXTERNAL_REASON (Re)association refused for some external reason


Table 8-38—Status codes  (continued)


Status code Name Meaning
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8.4.1.10 Timestamp field


This field represents the value of the timing synchronization function (TSF) timer (see 10.1 (Synchronization)
and 10.21 (Timing Advertisement)) of a frame’s source. The length of the Timestamp field is 8 octets. The
Timestamp field is illustrated in Figure 8-47 (Timestamp field).


8.4.1.11 Action field


The Action field provides a mechanism for specifying extended management actions. The format of the
Action field is shown in Figure 8-48 (Action field).


The Category field is set to one of the nonreserved values shown in Table 8-39 (Category values). Action
frames of a given category are referred to as <category name> Action frames. For example, frames in the
QoS category are called QoS Action frames.


93 REFUSED_AP_OUT_OF_MEMORY (Re)association refused because of memory limits at the 
AP


94 REJECTED_EMERGENCY_
SERVICES_NOT_SUPPORTED


(Re)association refused because emergency services are 
not supported at the AP.


95 QUERY_RESPONSE_
OUTSTANDING


GAS query response not yet received.


96(11aa) Reserved


97(11aa) TCLAS_PROCESSING_ 
TERMINATED


Requested TCLAS processing has been terminated by 
the AP.


98(11aa) TS_SCHEDULE_CONFLICT The TS schedule conflicts with an existing schedule; an 
alternative schedule is provided.


99(11aa) Reserved


100 MCCAOP_RESERVATION_
CONFLICT


The request failed due to a reservation conflict


101 MAF_LIMIT_EXCEEDED The request failed due to exceeded MAF limit


102 MCCA_TRACK_LIMIT_EXCEEDED The request failed due to exceeded MCCA track limit


103–65 535 Reserved


Timestamp


Octets: 8


Figure 8-47—Timestamp field


Category Action Details


Octets: 1 variable


Figure 8-48—Action field


Table 8-38—Status codes  (continued)


Status code Name Meaning
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The Action Details field contains the details of the action. The details of the actions allowed in each category
are described in the appropriate subclause referenced in Table 8-39 (Category values).


Table 8-39—Category values


Code Meaning See subclause Robust
Group 


addressed 
privacy 


0 Spectrum management 8.5.2 (Spectrum 
management 


Action frames)


Yes No


1 QoS 8.5.3 (QoS 
Action frame 


details)


Yes No


2 DLS 8.5.4 (DLS 
Action frame 


details)


Yes No


3 Block Ack 8.5.5 (Block Ack 
Action frame 


details)


Yes No


4 Public 8.5.8 (Public 
Action details)


No No


5 Radio measurement 8.5.7 (Radio 
Measurement 
action details)


Yes No


6 Fast BSS Transition 8.5.9 (FT Action 
frame details)


Yes No


7 HT 8.5.12 (HT 
Action frame 


details)


No No


8 SA Query 8.5.10 (SA 
Query Action 
frame details)


Yes No


9 Protected Dual of Public Action 8.5 (Action 
frame format 


details)


Yes No


10 WNM 8.5.14 (WNM 
Action details)


Yes No


11 Unprotected WNM 8.5.15 
(Unprotected 
WNM Action 


details)


No No


12 TDLS 8.5.13 (TDLS 
Action field 


formats)


—
See NOTE 


No


NOTE—TDLS Action fields are always transported encapsulated within a data frame (see 10.22.1 (General)), so the 
question of whether these frame are Robust is not applicable.


Editor’s Note: It is unclear what “--” in “Group Addressed privacy” for a non-reserved entry means.







IEEE P802.11-REVmc/D0.5, Oct 2012


506 Copyright © 2012 IEEE. All rights reserved.


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


8.4.1.12 Dialog Token field


The Dialog Token field is used for matching action responses with action requests when there are multiple,
concurrent action requests. The length of the Dialog Token field is 1 octet. The Dialog Token field is
illustrated in Figure 8-49 (Dialog Token fixed field). See 9.24.5 (Operation of the Dialog Token field).


13 Mesh 8.5.17 (Mesh 
Action frame 


details)


Yes Yes


14 Multihop 8.5.18 (Multihop 
Action frame 


details)


Yes Yes


15 Self-protected 8.5.16 (Self-
protected Action 


frame details)


No No


16 Reserved — — —


17 Reserved (used by WFA) — — —


18(11aa) Reserved — — —


Editor’s Note:
see NOTEs
below.


19(11aa) Robust AV Streaming 8.5.19 (Robust 
AV Streaming 
Action frame 
details(11aa))


Yes —


20–125 (11aa) Reserved — — —


126 Vendor-specific Protected 8.5.6 (Vendor-
specific action 


details)


Yes No


127 Vendor-specific 8.5.6 (Vendor-
specific action 


details)


No No


128–255 Error — — —


Dialog Token


Octets: 1


Figure 8-49—Dialog Token fixed field


Table 8-39—Category values


Code Meaning See subclause Robust
Group 


addressed 
privacy 


NOTE—TDLS Action fields are always transported encapsulated within a data frame (see 10.22.1 (General)), so the 
question of whether these frame are Robust is not applicable.


Editor’s Note: It is unclear what “--” in “Group Addressed privacy” for a non-reserved entry means.
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8.4.1.13 DLS Timeout Value field


The DLS Timeout Value field is used in the DLS Request frame to indicate the timeout value for the direct
link. The length of the DLS Timeout Value field is 2 octets. The DLS Timeout Value field is illustrated in
Figure 8-50 (DLS Timeout Value fixed field). See 10.7.2.4 (Operation of the DLS Timeout Value field).


8.4.1.14 Block Ack Parameter Set field


The Block Ack Parameter Set field is used in ADDBA frames to signal the parameters for setting up a Block
Ack. The length of the Block Ack Parameter Set field is 2 octets. The Block Ack Parameter Set field is
illustrated in Figure 8-51 (Block Ack Parameter Set fixed field).


The A-MSDU Supported subfield determines whether an A-MSDU may be carried in a QoS data MPDU
sent under this Block Ack agreement. When equal to 1, use of A-MSDU is permitted. When equal to 0, use
of A-MSDU is not permitted.


The Block Ack Policy subfield is set to 1 for immediate Block Ack and 0 for delayed Block Ack.


The TID subfield contains the value of the TC or TS for which the BlockAck is being requested. 


The Buffer Size subfield indicates the number of buffers available for this particular TID.21 When the A-
MSDU Supported field is equal to 0 as indicated by the STA transmitting the Block Ack Parameter Set field,
each buffer is capable of holding a number of octets equal to the maximum size of an MSDU. When the
A-MSDU Supported field is equal to 1 as indicated by the STA, each buffer is capable of holding a number
of octets equal to the maximum size of an A-MSDU that is supported by the STA.


In an ADDBA Request frame, the Buffer Size subfield is intended to provide guidance for the frame
receiver to decide its reordering buffer size and is advisory only. If the Buffer Size subfield is equal to 0, it
implies that the originator of the Block Ack has no information to specify its value.


In an ADDBA Response frame, when the Status Code field is equal to 0, the Buffer Size subfield is set to a
value of at least 1. 


DLS Timeout Value


Octets: 2


Figure 8-50—DLS Timeout Value fixed field


B0 B1 B2 B5 B6 B15


A-MSDU 
Supported


Block Ack Policy TID Buffer Size


Bits: 1 1 4 10


Figure 8-51—Block Ack Parameter Set fixed field


21For buffer size, the recipient of data advertises a single scalar number that is the number of fragment buffers of the maximum MSDU
or A-MSDU size (indicated by the A-MSDU Supported field) available for the Block Ack agreement that is being negotiated. Every
buffered MPDU that is associated with this Block Ack agreement consumes one of these buffers regardless of whether the frame
contains a whole MSDU (or a fragment thereof) or an A-MSDU. For example, ten maximum-size unfragmented MSDUs consumes the
same amount of buffer space at the recipient as ten smaller fragments of a single MSDU of maximum size.
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8.4.1.15 Block Ack Timeout Value field


The Block Ack Timeout Value field is used in the ADDBA Request and Response frames to indicate the
timeout value for Block Ack. The length of the Block Ack Timeout Value field is 2 octets. The Block Ack
Timeout Value field is illustrated in Figure 8-52 (Block Ack Timeout Value fixed field).


The Block Ack Timeout Value field contains the duration, in TUs, after which the Block Ack setup is
terminated, if there are no frame exchanges (see 10.5.4 (Error recovery upon a peer failure)) within this
duration using this Block Ack agreement. A value of 0 disables the timeout.


8.4.1.16 DELBA Parameter Set field


The DELBA Parameter Set field is used in a DELBA frame to terminate an already setup Block Ack. The
length of the DELBA Parameters field is 2 octets. The DELBA Parameters field is illustrated in Figure 8-53
(DELBA Parameters fixed field).


The Initiator subfield indicates if the originator or the recipient of the data is sending this frame. It is set to 1
to indicate the originator and is set to 0 to indicate the recipient. The TID subfield indicates the TSID or the
UP for which the Block Ack has been originally set up.


8.4.1.17 QoS Info field


The QoS Info field is 1 octet in length and contains capability information bits. The contents of the field are
dependent on whether the STA is contained within an AP.


The format of the QoS Info field, when sent by the AP, is defined in Figure 8-54 (QoS Info field when sent
by an AP).  


Block Ack Timeout Value


Octets: 2


Figure 8-52—Block Ack Timeout Value fixed field


B0 B10 B11 B12 B15


Reserved Initiator TID


Bits: 11 1 4


Figure 8-53—DELBA Parameters fixed field


B0 B3 B4 B5 B6 B7


EDCA Parameter 
Set Update Count


Q-Ack Queue Request TXOP Request Reserved


Bits: 4 1 1 1 1


Figure 8-54—QoS Info field when sent by an AP 
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The EDCA Parameter Set Update Count subfield is described in 9.2.4.2 (HCF contention-based channel
access (EDCA)).


APs set the Q-Ack subfield to 1 when dot11QAckOptionImplemented is true and set it to 0 otherwise.


APs set the Queue Request subfield to 1 if they can process a nonzero Queue Size subfield in the QoS
Control field in QoS data frames and set it to 0 otherwise. 


APs set the TXOP Request subfield to 1 if they can process a nonzero TXOP Duration Requested subfield in
the QoS Control field in QoS data frames and set it to 0 otherwise. 


The format of the QoS Info field, when sent by the non-AP STA, is defined in Figure 8-55 (QoS Info field
when set by a non-AP STA).


Each of the ACs U-APSD Flag subfields is 1 bit in length and set to 1 in (Re)Association Request frames to
indicate that the corresponding AC (AC_BE, AC_BK, AC_VI, or AC_VO) is both trigger-enabled and
delivery-enabled. It is set to 0 in (Re)Association Request frames to indicate that the corresponding AC is
neither trigger-enabled nor delivery-enabled. A TSPEC as described in 10.2.1.5 (Power management with
APSD) is to be used to make a particular AC exclusively either trigger-enabled or delivery-enabled. These
subfields are set to 0 when the APSD subfield in the Capability Information field is equal to 0.


Non-AP STAs set the Q-Ack subfield to 1 when dot11QAckOptionImplemented is true and set it to 0
otherwise.


The Max SP Length subfield is 2 bits in length and indicates the maximum number of total buffered
MSDUs, A-MSDUs, and MMPDUs the AP may deliver to a STA during any SP triggered by the STA. This
subfield is reserved when the APSD subfield in the Capability Information field is equal to 0. If the APSD
subfield in the Capability Information field is equal to 1, the settings of the values in the Max SP Length
subfield are defined in Table 8-40 (Settings of the Max SP Length subfield).


Non-AP STAs set the More Data Ack subfield to 1 to indicate that they can process ACK frames with the
More Data bit in the Frame Control field equal to 1 and remain in the Awake state. Non-AP STAs set the
More Data Ack subfield to 0 otherwise. For APs, the More Data Ack subfield is reserved.


B0 B1 B2 B3 B4 B5 B6 B7


AC_VO 
U-APSD 


Flag


AC_VI
U-APSD 


Flag


AC_BK
U-APSD 


Flag


AC_BE
U-APSD 


Flag


Q-Ack Max SP 
Length


More Data 
Ack


Bits: 1 1 1 1 1 1 1


Figure 8-55—QoS Info field when set by a non-AP STA


Table 8-40—Settings of the Max SP Length subfield


Bit 5 Bit 6 Usage


0 0 AP may deliver all buffered MSDUs, A-MSDUs, and MMPDUs.


1 0 AP may deliver a maximum of two MSDUs, A-MSDUs, and MMPDUs per SP.


0 1 AP may deliver a maximum of four MSDUs, A-MSDUs, and MMPDUs per SP.


1 1 AP may deliver a maximum of six MSDUs, A-MSDUs, and MMPDUs per SP.
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8.4.1.18 Measurement Pilot Interval field


The Measurement Pilot Interval field represents the number of time units (TUs) between target measurement
pilot transmission times (TMPTTs). The length of the Measurement Pilot Interval field is 1 octet. The Mea-
surement Pilot Interval field is illustrated in Figure 8-56 (Measurement Pilot Interval fixed field).


8.4.1.19 Max Transmit Power field


The Max Transmit Power field is a (#273)2s complement signed integer and is 1 octet in length, providing
an upper limit, in units of dBm, on the transmit power as measured at the output of the antenna connector to
be used by that AP on the current channel. See 10.11.13 (Operation of the Max Transmit Power field). The
Max Transmit Power field is illustrated in Figure 8-57 (Max Transmit Power field).


8.4.1.20 Transmit Power Used field


The Transmit Power Used field is a (#273)2s complement signed integer and is 1 octet in length. It is less
than or equal to the Max Transmit Power and indicates the actual power used as measured at the output of
the antenna connector, in units of dBm, by a STA when transmitting the frame containing the Transmit
Power Used field. The Transmit Power Used value is determined anytime prior to sending the frame in
which it is contained and has a tolerance of ±5 dB. The Transmit Power Used field is illustrated in Figure 8-
58 (Transmit Power Used field).


8.4.1.21 Channel Width field


The Channel Width field is used in a Notify Channel Width frame (see 8.5.12.2 (Notify Channel Width
frame format)) to indicate the channel width on which the sending STA is able to receive. The length of the
field is 1 octet. The Channel Width field is illustrated in Figure 8-59 (Channel Width fixed field). 


B0 B7


Measurement Pilot Interval


Octets:  1


Figure 8-56—Measurement Pilot Interval fixed field


B0 B7


Max Transmit Power


Octets: 1


Figure 8-57—Max Transmit Power field


B0 B7


Transmit Power Used


Octets: 1


Figure 8-58—Transmit Power Used field
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If a STA transmitting or receiving this field is operating in an operating class that includes a value of 13 or
14 in the behavior limits as specified in Annex E, then the values of the Channel Width field are defined in
Table 8-41 (Settings of the Channel Width field). If a STA transmitting or receiving this field is operating in
an operating class that does not include a value of 13 or 14 in the behavior limits as specified in Annex E,
then this field is reserved.


8.4.1.22 SM Power Control field


The SM Power Control field is used in an SM Power Save frame (see 8.5.12.3 (SM Power Save frame
format)) by a STA to communicate changes in its SM power-saving state. The field is 1 octet in length and is
illustrated in Figure 8-60 (SM Power Control fixed field).


The SM Power Save Enabled subfield indicates whether SM power saving is enabled at the STA. A value of
1 indicates enabled, and a value of 0 indicates disabled.


The SM Mode subfield indicates the mode of operation. A value of 1 indicates dynamic SM power save
mode, a value of 0 indicates static SM power save mode. The modes are described in 10.2.4 (SM power
save).


8.4.1.23 PCO Phase Control field


The PCO Phase Control field is used in a Set PCO Phase frame (see 8.5.12.5 (Set PCO Phase frame format))
to indicate the phase of PCO operation (see 10.16 (Phased coexistence operation (PCO))). The length of the
field is 1 octet. The PCO Phase Control field is illustrated in Figure 8-61 (PCO Phase Control fixed field).


The PCO Phase Control field indicates the current PCO phase. The values of the PCO Phase Control field
are defined in Table 8-42 (Settings of the PCO Phase Control field).


Channel Width


Octets: 1


Figure 8-59—Channel Width fixed field


Table 8-41—Settings of the Channel Width field


Value Meaning


0 20 MHz channel width


1 Any channel width in the STA’s Supported Channel Width Set subfield


2–255 Reserved


B0 B1 B2 B7


SM Power Save Enabled SM Mode Reserved 


Bits: 1 1 6


Figure 8-60—SM Power Control fixed field
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8.4.1.24 PSMP Parameter Set field


The PSMP Parameter Set field is used in a PSMP frame (see 8.5.12.4 (PSMP frame format)) to define the
number of PSMP STA Info fields held in the PSMP frame, to indicate whether the PSMP sequence is to be
followed by another PSMP sequence, and to indicate the duration of the PSMP sequence.


The PSMP Parameter Set field is 2 octets in length. The structure of the PSMP Parameter Set field is defined
in Figure 8-62 (PSMP Parameter Set fixed field).


The N_STA subfield indicates the number of STA Info fields present in the PSMP frame that contains the
PSMP Parameter Set field.


The More PSMP subfield, when set to 1, indicates that the current PSMP sequence will be followed by
another PSMP sequence. A value of 0 indicates that there will be no PSMP sequence following the current
PSMP sequence.


The PSMP Sequence Duration subfield indicates the duration of the current PSMP sequence that is
described by the PSMP frame, in units of 8 µs, relative to the end of the PSMP frame. Therefore, this field
can describe a PSMP sequence with a duration of up to 8.184 ms. The next PSMP sequence within the
current PSMP burst starts a SIFS interval after the indicated duration.


8.4.1.25 PSMP STA Info field


The PSMP STA Info field is used by the PSMP frame (see 8.5.12.4 (PSMP frame format)). The PSMP STA
Info field defines the allocation of time to the downlink (PSMP-DTT) and/or uplink (PSMP-UTT)
associated with a single RA. There are two variants of the structure for the individually addressed and group
addressed cases. The length of the PSMP STA Info field is 8 octets.


PCO Phase Control


Octets: 1


Figure 8-61—PCO Phase Control fixed field


Table 8-42—Settings of the PCO Phase Control field


Value Meaning


0 20 MHz phase


1 40 MHz phase


2–255 Reserved


B0 B4 B5 B6 B15


N_STA More PSMP PSMP Sequence Duration


Bits: 5 6 10


Figure 8-62—PSMP Parameter Set fixed field
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The structure of the STA Info field is defined in Figure 8-63 (PSMP STA Info fixed field (group addressed))
and Figure 8-64 (PSMP STA Info fixed field (individually addressed)).


The STA_INFO Type subfield indicates the format of the remainder of the structure. When the STA_INFO
Type subfield is equal to 1, the PSMP STA Info field is structured as defined in Figure 8-63 (PSMP STA
Info fixed field (group addressed)) and supports the transmission of group addressed data by the AP. When
the STA_INFO Type subfield is equal to 2, the PSMP STA Info field is structured as defined in Figure 8-64
(PSMP STA Info fixed field (individually addressed)) and supports the exchange of data with a single STA.
STA_INFO Type subfield values 0 and 3 are reserved.


The PSMP-DTT Start Offset subfield indicates the start of the PSMP-DTT for the destination identified by
the PSMP STA Info field, relative to the end of the PSMP frame, in units of 4 µs. This subfield locates the
start of the first PPDU containing downlink data for this destination.


The PSMP-DTT Duration subfield indicates the duration of the PSMP-DTT for the destination identified by
the PSMP STA Info field, in units of 16 µs. This subfield locates the end of the last PPDU containing
downlink data for this destination relative to the PDMP-DTT start offset.


If no PSMP-DTT is scheduled for a STA, but a PSMP-UTT is scheduled for that STA, the PSMP-DTT
Duration subfield is set to 0, and the PSMP-DTT Start Offset subfield is reserved.


The PSMP Group Address ID (B21 to B63) subfield contains the 43 least significant bits (LSBs) of a 48 bit
MAC address. Use of this subfield is described in 9.26.1.8 (PSMP group addressed transmission rules). B63
contains the LSB of the group address (considering the Individual/Group bit to be the most significant bit
(MSB)).


The STA_ID subfield contains the AID of the STA to which the PSMP STA Info field is directed.


The PSMP-UTT Start Offset subfield indicates the start of the PSMP-UTT. The offset is specified relative to
the end of the PSMP frame. It is specified in units of 4 µs. The first PSMP-UTT is scheduled to begin after a
SIFS interval from the end of the last PSMP-DTT described in the PSMP.


The PSMP-UTT Duration subfield indicates the maximum length of a PSMP-UTT for a STA. PSMP-UTT
duration is specified in units of 4 µs. All transmissions by the STA within the current PSMP sequence lie
within the indicated PSMP-UTT.


B0 B1 B2 B12 B13 B20 B21 B63


STA_INFO
Type
(=1)


PSMP-DTT 
Start Offset


PSMP-DTT 
Duration


PSMP Group 
Address ID


Bits: 2 11 8 43


Figure 8-63—PSMP STA Info fixed field (group addressed)


B0 B1 B2 B12 B13 B20 B21 B36 B37 B47 B48 B57 B58 B63


STA_INFO
Type
(=2)


PSMP-DTT 
Start Offset


PSMP-DTT 
Duration STA_ID PSMP-UTT 


Start Offset
PSMP-UTT 


Duration Reserved 


Bits: 2 11 8 16 11 10 6


Figure 8-64—PSMP STA Info fixed field (individually addressed)
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If no PSMP-UTT is scheduled for a STA, but a PSMP-DTT is scheduled for that STA, the PSMP-UTT Start
Offset and PSMP-UTT Duration subfields are both set to 0. 


8.4.1.26 MIMO Control field


The MIMO Control field is used to manage the exchange of MIMO channel state or transmit beamforming
feedback information. It is used in the CSI (see 8.5.12.6 (CSI frame format)), Noncompressed Beamforming
(see 8.5.12.7 (Noncompressed Beamforming frame format)), and Compressed Beamforming (see 8.5.12.8
(Compressed Beamforming frame format)) frames.


The MIMO Control field is 6 octets in length and is defined in Figure 8-65 (MIMO Control field).


The subfields of the MIMO Control field are defined in Table 8-43 (Subfields of the MIMO Control field).


B0B1 B2B3 B4 B5B6 B7B8 B9B10 B11B13 B14B15 B16B48


Nc 
Index


Nr 
Index


MIMO 
Control 
Channel 


Width


Grouping 
(Ng)


Coefficient 
Size


Codebook 
Information


Remaining 
Matrix 


Segment
Reserved Sounding 


Timestamp


Bits: 2 2 1 2 2 2 3 2 32


Figure 8-65—MIMO Control field


Table 8-43—Subfields of the MIMO Control field


Subfield Description


Nc Index Indicates the number of columns in a matrix minus one:
Set to 0 for Nc = 1
Set to 1 for Nc = 2
Set to 2 for Nc = 3
Set to 3 for Nc = 4


Nr Index Indicates the number of rows in a matrix minus one:
Set to 0 for Nr = 1
Set to 1 for Nr = 2
Set to 2 for Nr = 3
Set to 3 for Nr = 4


MIMO Control Channel 
Width


Indicates the width of the channel in which a measurement was made:
Set to 0 for 20 MHz
Set to 1 for 40 MHz


Grouping (Ng) Number of carriers grouped into one:
Set to 0 for Ng = 1 (No grouping)
Set to 1 for Ng = 2 
Set to 2 for Ng = 4
The value 3 is reserved
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8.4.1.27 CSI Report field


The CSI Report field is used by the CSI frame (see 8.5.12.6 (CSI frame format)) to carry explicit channel
state information to a transmit beamformer, as described in 9.29.3 (Explicit feedback beamforming).


The CSI Matrix subfields in the CSI Report field shown in Table 8-44 (CSI Report field (20 MHz)) and
Table 8-45 (CSI Report field (40 MHz)) are matrices whose elements are taken from the CHAN_MAT
parameter of RXVECTOR (see Table 20-1 (TXVECTOR and RXVECTOR parameters)). 


Coefficient Size Indicates the number of bits in the representation of the real and imaginary parts of 
each element in the matrix.


For CSI feedback:
Set to 0 for Nb = 4
Set to 1 for Nb = 5
Set to 2 for Nb = 6
Set to 3 for Nb = 8


For noncompressed beamforming feedback:
Set 0 for Nb = 4
Set 1 for Nb = 2
Set 2 for Nb = 6
Set 3 for Nb = 8


Codebook Information Indicates the size of codebook entries:


Set to 0 for 1 bit for , 3 bits for 


Set to 1 for 2 bits for , 4 bits for 


Set to 2 for 3 bits for , 5 bits for 


Set to 3 for 4 bits for , 6 bits for 


Remaining Matrix Segment Contains the remaining segment number for the associated measurement report.
Valid range: 0 to 7.
Set to 0 for the last segment of a segmented report or the only segment of an 
unsegmented report. 


Sounding Timestamp Contains the lower 4 octets of the TSF timer value sampled at the instant that the 
MAC received the PHY-CCA.indication(IDLE) primitive that corresponds to the 
end of the reception of the sounding packet that was used to generate feedback 
information contained in the frame.


Table 8-44—CSI Report field (20 MHz)


Field
Size


(bits) Meaning


SNR in receive chain 1 8 Signal-to-noise ratio in the first receive chain 
of the STA sending the report.


...


SNR in receive chain Nr 8 Signal-to-noise ratio in the Nr’th receive 
chain of the STA sending the report.


CSI Matrix for carrier –28 3+2× Nb×Nc×Nr CSI matrix (see Figure 8-66 (CSI matrix 
coding))


Table 8-43—Subfields of the MIMO Control field  (continued)


Subfield Description


ψ φ
ψ φ
ψ φ
ψ φ
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The structure of the field depends on the value of the MIMO Control Channel Width subfield. The CSI
Report field for 20 MHz has the structure defined in Table 8-44 (CSI Report field (20 MHz)) where


Nb is the number of bits determined by the Coefficients Size field of the MIMO Control field
Nc is the number of columns in a CSI matrix determined by the Nc Index field of the MIMO Control


field
Nr is the number of rows in a CSI matrix determined by the Nr Index field of the MIMO Control field 


The CSI Report field for 40 MHz has the structure defined in Table 8-45 (CSI Report field (40 MHz)).


The signal-to-noise ratio (SNR) values in Table 8-44 (CSI Report field (20 MHz)) and Table 8-45 (CSI
Report field (40 MHz)) are encoded as an 8-bit (#273)2s complement value of 4 × (SNR_average – 22),
where SNR_average is the decibel representation of linearly averaged values over the tones represented.
This encoding covers the SNR range from –10 dB to 53.75 dB in 0.25 dB steps.


Grouping is a method that reduces the size of the CSI Report field by reporting a single value for each group
of Ng adjacent subcarriers. With grouping, the size of the CSI Report field is Nr×8+Ns×(3+2×Nb×Nc×Nr)
bits, where the number of subcarriers sent, Ns, is a function of Ng and whether matrices for 40 MHz
or 20 MHz are sent. The value of Ns and the specific carriers for which matrices are sent are shown in


...


CSI Matrix for carrier –1 3+2× Nb×Nc×Nr CSI matrix


CSI Matrix for carrier 1 3+2× Nb×Nc×Nr CSI matrix


...


CSI Matrix for carrier 28 3+2× Nb×Nc×Nr CSI matrix


Table 8-45—CSI Report field (40 MHz)


Field Size
(bits)


Meaning


SNR in receive chain 1 8 Signal-to-noise ratio in the first receive chain of 
the STA sending the report.


...


SNR in receive chain Nr 8 Signal-to-noise ratio in the Nr’th receive chain 
of the STA sending the report.


CSI Matrix for carrier –58 3+2× Nb×Nc×Nr CSI matrix (see Figure 8-66 (CSI matrix 
coding))


...


CSI Matrix for carrier –2 3+2× Nb×Nc×Nr CSI matrix


CSI Matrix for carrier 2 3+2× Nb×Nc×Nr CSI matrix


...


CSI Matrix for carrier 58 3+2× Nb×Nc×Nr CSI matrix


Table 8-44—CSI Report field (20 MHz)  (continued)


Field Size
(bits)


Meaning
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Table 8-46 (Number of matrices and carrier grouping). If the size of the CSI Report field is not an integral
multiple of 8 bits, up to 7 (#273)0s are appended to the end of the report to make its size an integral multiple
of 8 bits.


The CSI matrix Heff for a single carrier has the structure defined in Figure 8-66 (CSI matrix coding). The
encoding rules for the elements of the Heff matrix are given in 20.3.12.3.2 (CSI matrices feedback).


When operating with a 40 MHz channel width, CSI feedback with a bandwidth of 20 MHz corresponds to
the tones in the primary 20 MHz channel.


8.4.1.28 Noncompressed Beamforming Report field


The Noncompressed Beamforming Report field is used by the Noncompressed Beamforming frame to carry
explicit feedback in the form of noncompressed beamforming feedback matrices V for use by a transmit
beamformer to determine steering matrices Q, as described in 9.29.3 (Explicit feedback beamforming) and
20.3.12.3 (Explicit feedback beamforming).


The structure of the field is dependent on the value of the MIMO Control Channel Width subfield. The
Noncompressed Beamforming Report field for 20 MHz has the structure defined in Table 8-47


Table 8-46—Number of matrices and carrier grouping


BW Grouping 
Ng


Ns Carriers for which matrices are sent


20 MHz


1 56 All data and pilot carriers: –28, –27,…–2, –1, 1, 2,…27, 28


2 30 –28,–26,–24,–22,–20,–18,–16,–14,–12,–10,–8,–6,–4,–2,–1,
1,3,5,7,9,11,13,15,17,19,21,23,25,27,28


4 16 –28,–24,–20,–16,–12,–8,–4,–1,1,5,9,13,17,21,25,28


40 MHz


1 114 All data and pilot carriers: –58, –57, …, –3, –2, 2, 3,…, 57, 58


2 58


–58,–56,–54,–52,–50,–48,–46,–44,–42,–40,–38,–36,–34,–32,–30,
–28,–26,–24,–22,–20,–18,–16,–14,–12,–10,–8,–6,–4,–2,
2,4,6,8,10,12,14,16,18,20,22,24,26,28,
30,32,34,36,38,40,42,44,46,48,50,52,54,56,58


4 30 –58,–54,–50,–46,–42,–38,–34,–30,–26,–22,–18,–14,–10,–6, –2,
2,6,10,14,18,22,26,30,34,38,42,46,50,54,58


For each subcarrier include


{


Carrier Matrix Amplitude of 3 bits


    For each of Nr rows in each CSI matrix in order: (1, …, Nr)


    {


Include Nc complex coefficients of CSI matrix Heff in order: (1, …, Nc );  


each element of Heff includes the real part of the element (Nb bits) and 


imaginary part of the element (Nb bits) in that order


}


}


Figure 8-66—CSI matrix coding
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(Noncompressed Beamforming Report field (20 MHz)) where
Nb is the number of bits determined by the Coefficients Size field of the MIMO Control field
Nc is the number of columns in a beamforming feedback matrix determined by the Nc Index field of


the MIMO Control field
Nr is the number of rows in a beamforming feedback matrix determined by the Nr Index field of the


MIMO Control field


The Noncompressed Beamforming Report field for 40 MHz has the structure defined in Table 8-48
(Noncompressed Beamforming Report field (40 MHz)).


Table 8-47—Noncompressed Beamforming Report field (20 MHz)


Field Size
(bits)


Meaning


SNR for space-time stream 1 8 Average signal-to-noise ratio in the STA 
sending the report for space-time stream 1.


...


SNR for space-time stream Nc 8 Average signal-to-noise ratio in the STA 
sending the report for space-time stream Nc.


Beamforming Feedback Matrix for carrier –28 2× Nb×Nc×Nr Beamforming feedback matrix V 
(see Figure 8-67 (V matrix coding 
(noncompressed beamforming)))


...


Beamforming Feedback Matrix for carrier –1 2× Nb×Nc×Nr Beamforming feedback matrix V


Beamforming Feedback Matrix for carrier 1 2× Nb×Nc×Nr Beamforming feedback matrix V


...


Beamforming Feedback Matrix for carrier 28 2× Nb×Nc×Nr Beamforming feedback matrix V


Table 8-48—Noncompressed Beamforming Report field (40 MHz)


Field Size
(bits) Meaning


SNR for space-time stream 1 8 Average signal-to-noise ratio in the STA 
sending the report for space-time stream 1.


...


SNR for space-time stream Nc 8 Average signal-to-noise ratio in the STA 
sending the report for space-time stream Nc.


Beamforming Feedback Matrix for carrier –58 2× Nb×Nc×Nr Beamforming feedback matrix V 
(see Figure 8-67 (V matrix coding 
(noncompressed beamforming)))


...


Beamforming Feedback Matrix for carrier –2 2× Nb×Nc×Nr Beamforming feedback matrix V


Beamforming Feedback Matrix for carrier 2 2× Nb×Nc×Nr Beamforming feedback matrix V


...


Beamforming Feedback Matrix for carrier 58 +2× Nb×Nc×Nr Beamforming feedback matrix V
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The SNR values in Table 8-47 (Noncompressed Beamforming Report field (20 MHz)) and Table 8-48
(Noncompressed Beamforming Report field (40 MHz)) are encoded as an 8-bit (#273)2s complement value
of 4 × (SNR_average – 22), where SNR_average is the sum of the values of SNR per tone (in decibels)
divided by the number of tones represented. This encoding covers the SNR range from –10 dB to 53.75 dB
in 0.25 dB steps. The SNR in space-time stream i corresponds to the SNR associated with the column i of
the beamforming feedback matrix V. Each SNR corresponds to the predicted SNR at beamformee when the
beamformer applies the matrix V.


Grouping is a method that reduces the size of the Noncompressed Beamforming Report field by reporting a
single value for each group of Ng adjacent subcarriers. With grouping, the size of the Noncompressed
Beamforming Report field is Nc×8+Ns×(2×Nb×Nc×Nr) bits. The number of subcarriers sent, Ns, is a
function of Ng and whether matrices for 40 MHz or 20 MHz are sent. The value of Ns and the specific
carriers for which matrices are sent is shown in Table 8-46 (Number of matrices and carrier grouping). If the
size of the Noncompressed Beamforming Report field is not an integral multiple of 8 bits, up to 7 (#273)0s
are appended to the end of the report to make its size an integral multiple of 8 bits.


A beamforming feedback matrix V for a single carrier has the structure defined in Figure 8-67 (V matrix
coding (noncompressed beamforming)).


Encoding rules for elements of the V matrix are given in 20.3.12.3.5 (Noncompressed beamforming
feedback matrix).


When operating with a 40 MHz channel width, noncompressed feedback with a bandwidth of 20 MHz
corresponds to the tones in the primary 20 MHz channel.


8.4.1.29 Compressed Beamforming Report field


The Compressed Beamforming Report field is used by the Compressed Beamforming frame (see 8.5.12.8
(Compressed Beamforming frame format)) to carry explicit feedback information in the form of angles
representing compressed beamforming feedback matrices V for use by a transmit beamformer to determine
steering matrices Q, as described in 9.29.3 (Explicit feedback beamforming) and 20.3.12.3 (Explicit
feedback beamforming).


The size of the Compressed Beamforming Report field depends on the values in the MIMO Control field.


The Compressed Beamforming Report field contains the channel matrix elements indexed, first, by matrix
angles in the order shown in Table 8-49 (Order of angles in the Compressed Beamforming Report field) and,
second, by data subcarrier index from lowest frequency to highest frequency. The explanation on how these


For each subcarrier include


{


For each of Nr rows in the


Noncompressed beamforming feedback matrix in order: (1, …, Nr)


    {


Include Nc complex coefficients of the Noncompressed beamforming feedback 


matrix V in order: (1, …, Nc  );  each element of V includes the real 


part of the element (Nb bits) and imaginary part of the element (Nb bits) 


in that order


}


}


Figure 8-67—V matrix coding (noncompressed beamforming)
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angles are generated from the beamforming feedback matrix V is given in 20.3.12.3.6 (Compressed
beamforming feedback matrix).


The angles are quantized as defined in Table 8-50 (Quantization of angles). All angles are transmitted LSB
to MSB.


The Compressed Beamforming Report field for 20 MHz has the structure defined in Table 8-51
(Compressed Beamforming Report field (20 MHz)), where Na is the number of angles used for
beamforming feedback matrix V (see Table 8-49 (Order of angles in the Compressed Beamforming Report
field)).


The Compressed Beamforming Report field for 40 MHz has the structure defined in Table 8-52
(Compressed Beamforming Report field (40 MHz)), where Na is the number of angles used for
beamforming feedback matrix V (see Table 8-49 (Order of angles in the Compressed Beamforming Report
field)).


Table 8-49—Order of angles in the Compressed Beamforming Report field


Size of V 
(Nr × Nc)


Number of angles 
(Na)


The order of angles in the Quantized Beamforming Feedback 
Matrices Information field


2×1 2 φ11, ψ21


2×2 2 φ11, ψ21


3×1 4 φ11, φ21, ψ21, ψ31


3×2 6 φ11, φ21, ψ21, ψ31, φ22, ψ32 


3×3 6 φ11, φ21, ψ21, ψ31, φ22, ψ32


4×1 6 φ11, φ21, φ31, ψ21, ψ31, ψ41


4×2 10 φ11, φ21, φ31, ψ21, ψ31, ψ41, φ22, φ32, ψ32, ψ42


4×3 12 φ11, φ21, φ31, ψ21, ψ31, ψ41, φ22, φ32, ψ32, ψ42, φ33, ψ43


4×4 12 φ11, φ21, φ31, ψ21, ψ31, ψ41, φ22, φ32, ψ32, ψ42, φ33, ψ43


Table 8-50—Quantization of angles


Quantized ψ Quantized φ


 radians


where


is the number of bits used to quantize ψ 
(defined by the Codebook Information field of 
the MIMO Control field; see 8.4.1.26 (MIMO 
Control field));


 radians


where 


is the number of bits used to quantize φ 
(defined by the Codebook Information field of 
the MIMO Control field; see 8.4.1.26 (MIMO 
Control field))


ψ kπ


2
bψ 1+


-------------- π


2
bψ 2+


--------------+=


k 0 1 … 2
bψ 1–, , ,=


bψ


φ kπ


2
bφ 1–


------------- π


2
bφ


-------+=


k 0 1 … 2
bφ 1–, , ,=


bφ
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The SNR values in Table 8-51 (Compressed Beamforming Report field (20 MHz)) and Table 8-52
(Compressed Beamforming Report field (40 MHz)) are encoded as an 8-bit (#273)2s complement value of 4
× (SNR_average – 22), where SNR_average is the sum of the values of SNR per tone (in decibels) divided
by the number of tones represented. This encoding covers the SNR range from –10 dB to 53.75 dB in
0.25 dB steps. Each SNR value per tone in stream i (before being averaged) corresponds to the SNR
associated with the column i of the beamforming feedback matrix V determined at the beamformee. Each
SNR corresponds to the predicted SNR at the beamformee when the beamformer applies the matrix V.


Table 8-51—Compressed Beamforming Report field (20 MHz)


Field Size
(bits)


Meaning


SNR in space-time stream 1 8 Average signal-to-noise ratio in the STA 
sending the report for space-time stream 1


...


SNR in space-time stream Nc 8 Average signal-to-noise ratio in the STA 
sending the report for space-time stream Nc


Beamforming Feedback Matrix V for carrier –28 Na×(bψ+bφ )/2 Beamforming feedback matrix V


...


Beamforming Feedback Matrix V for carrier –1 Na×(bψ+bφ )/2 Beamforming feedback matrix V


Beamforming Feedback Matrix V for carrier 1 Na×(bψ+bφ )/2 Beamforming feedback matrix V


...


Beamforming Feedback Matrix V for carrier 28 Na×(bψ+bφ )/2 Beamforming feedback matrix V


Table 8-52—Compressed Beamforming Report field (40 MHz)


Field Size
(bit) Meaning


SNR in space-time stream 1 8 Average signal-to-noise ratio in the STA 
sending the report for space-time stream 1


...


SNR in space-time stream Nc 8 Average signal-to-noise ratio in the STA 
sending the report for space-time stream Nc


Beamforming Feedback Matrix V for carrier –58 Na×(bψ+bφ )/2 Beamforming feedback matrix V


Beamforming Feedback Matrix V for 
carrier –58 + Ng


Na×(bψ+bφ )/2 Beamforming feedback matrix V


...


Beamforming Feedback Matrix V for carrier –2 Na×(bψ+bφ )/2 Beamforming feedback matrix V


Beamforming Feedback Matrix V for carrier 2 Na×(bψ+bφ )/2 Beamforming feedback matrix V


Beamforming Feedback Matrix V for 
carrier 2 + Ng


Na×(bψ+bφ )/2 Beamforming feedback matrix V


...


Beamforming Feedback Matrix V for carrier 58 Na×(bψ+bφ )/2 Beamforming feedback matrix V
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Grouping is a method that reduces the size of the Compressed Beamforming Report field by reporting a
single value for each group of Ng adjacent subcarriers. With grouping, the size of the Compressed
Beamforming Report field is Nc×8+Ns×(Na×(bψ+bφ )/2) bits, where the number of subcarriers sent, Ns, is
a function of Ng and whether matrices for 40 MHz or 20 MHz are sent. The value of Ns and the specific
carriers for which matrices are sent is defined in Table 8-46 (Number of matrices and carrier grouping). If
the size of the Compressed Beamforming Report field is not an integral multiple of 8 bits, up to 7 (#273)0s
are appended to the end of the report to make its size an integral multiple of 8 bits.


See Figure 8-68 (First example of Compressed Beamforming Report field encoding) and Figure 8-69
(Second example of Compressed Beamforming Report field encoding) for examples of this encoding.


When operating with a 40 MHz channel width, compressed feedback with a bandwidth of 20 MHz
corresponds to the tones in the primary 20 MHz channel.


8.4.1.30 Antenna Selection Indices field


The Antenna Selection Indices field is used within the Antenna Selection Indices Feedback frame to carry
ASEL feedback, as described in 9.30 (Antenna selection (ASEL)).


The Antenna Selection Indices field is 1 octet in length and illustrated in Figure 8-70 (Antenna Selection
Indices fixed field).


Bits 0 to 7 in the Antenna Selection Indices field correspond to antennas with indices 0 to 7, respectively. A
value of 1 in a bit indicates the corresponding antenna is selected, and the value of 0 indicates the
corresponding antenna is not selected.


Bits b1..b5 b6..b8 b9..b13 b14..b16 … b441..b445 b446..b448


Data φ11(–28) ψ21(–28) φ11(–27) ψ21(–27) … φ11(28) ψ21(28)


Conditions:
— 2 x 2 V


— bψ = 3, bφ = 5


— No grouping


— 20 MHz width


— The matrix V is encoded using 8 bits per tone.


Figure 8-68—First example of Compressed Beamforming Report field encoding 


Bits b1..b4 b5..b8 … b27..b28 b29..b30 b31..b34 … b59..b60 … b871..b874 … b899..b900


Data φ11(–58) φ21(–58) … ψ32(–58) ψ42(–58) φ11(–54) … ψ42(–54) … φ11(58) … ψ42(58)


Conditions: 


— 4 x 2 V


— bψ = 2, bφ = 4


— 4 tone grouping


— 40 MHz width


— The matrix V is encoded using 30 bits per tone.


Figure 8-69—Second example of Compressed Beamforming Report field encoding
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8.4.1.31 Organization Identifier field


The Organization Identifier field shall contain a public organizationally unique identifier assigned by the
IEEE. The order of the Organization Identifier field is described in 8.2.2 (Conventions). The IEEE has
assigned public organizationally unique identifiers both of 24-bit length (OUI) and longer length. In the
latter case specific OUI values are shared over multiple organizations, e.g., using 36-bit length identifiers
(OUI-36 and IAB) (see IEEE Registration Authority [B19]). The length of the Organization Identifier field
(j) shall be the minimum number of octets required to contain the entire organizationally unique identifier
(see Figure 8-71 (Organization Identifier field)), and the first 3 octets shall contain the OUI portion of the
identifier. Thus, the Organization Identifier field is 3 octets in length if the organizationally unique identifier
is an OUI, or 5 octets in length if the organizationally unique identifier is 36 bits in length. The IEEE
assigns 36-bit organizationally unique identifiers such that the OUI portion indicates that total length of the
identifier is 36 bits. 


If the length of the organizationally unique identifier is not an integral number of octets, the least significant
bits of the last octet are specified by the organization identified.


NOTE—For example, for the organizationally unique identifier 0x0050C24A4, the Organization Identifier field would
contain 0x0050C24A4y where y represents the four least significant bits of the fifth octet of the field. The value of y is
specified by the organization whose identifier is 0x0050C24A4.


8.4.1.32 Rate Identification field


The Rate Identification field is 4 octets in length and contains the rate identification information for a frame
that is not the current frame transmitted or received by a STA. This information allows services to exchange
frame rate information prior to use of the frames that use the rate specified by the Rate Identification field.
The contents of the field is defined in Figure 8-72 (Identification field format).


The Mask field specifies which other fields in the Rate Identification field are used by a STA. The format of
the Mask field is shown in Figure 8-73 (Mask field format). 


The MCS Selector field set to 0 indicates the MCS Index field is reserved. The MCS Selector field set to 1
indicates the MCS Index field specifies an index value that is taken from Table 20-30 (MCS parameters for
mandatory 20 MHz, NSS = 1, NES = 1) through Table 20-33 (MCS parameters for optional 20 MHz, NSS =
4, NES = 1, EQM) and Table 20-39 (MCS parameters for optional 20 MHz, NSS = 2, NES = 1, UEQM)


Antenna Selection Indices


Octets: 1


Figure 8-70—Antenna Selection Indices fixed field


Organization Identifier


Octets: j


Figure 8-71—Organization Identifier field


Mask MCS Index Rate


Octets: 1 1 2


Figure 8-72—Identification field format
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through Table 20-41 (MCS parameters for optional 20 MHz, NSS = 4, NES = 1, UEQM) in 20.6 (Parameters
for HT MCSs). The MCS Selector field set to 2 indicates the MCS Index field specifies an index value that
is taken from Table 20-34 (MCS parameters for optional 40 MHz, NSS = 1, NES = 1) through Table 20-38
(MCS parameters for optional 40 MHz MCS 32 format, NSS = 1, NES = 1) and Table 20-43 (MCS parame-
ters for optional 40 MHz, NSS = 3, UEQM) through Table 20-44 (MCS parameters for optional 40 MHz,
NSS = 4, UEQM) in 20.6 (Parameters for HT MCSs). The MCS Selector field values 3 to 7 are reserved.


The Rate Type field set to 0 indicates the Rate field is reserved. The Rate Type field set to 1 indicates the
Rate field specifies a data rate that is in the basic rate set. The Rate Type field set to 2 indicates the Rate field
specifies a data rate that is not in the basic rate set.


The MCS Index field is a 1 octet unsigned integer that specifies the row index for one of the MCS parameter
tables in 20.6 (Parameters for HT MCSs).


The Rate field contains a 2-octet unsigned integer that specifies the PHY rate in 0.5 Mb/s units.


8.4.1.33 GAS Query Response Fragment ID field


A GAS Query Fragment Response ID field is used by the STA to indicate when a GAS Query Response
spans multiple MMPDUs. STAs responding to GAS request use this field to inform the requesting STA of
the GAS fragment number of the transmitted frames as well as identifying the last GAS fragment of the
Query Response. Requesting STAs use this field to determine if any fragments of the Query Response are
missing. The maximum value permitted in the GAS Query Response Fragment ID is 127. The More GAS
Fragments field is set to 1 in GAS Query Response fragments of GAS Comeback Response frames that have
another GAS fragment of the current query response to follow; otherwise, it is set to 0. The format of GAS
Query Response Fragment ID is shown in Figure 8-74 (GAS Query Response Fragment ID field).


8.4.1.34 Venue Info field


The Venue Info field is a 2-octet field. It contains Venue Group and Venue Type subfields. The format of
Venue Info subfield is shown in Figure 8-75 (Venue Info field format). 


B0 B2 B3 B4 B5 B7


MCS Selector Rate Type Reserved


Bits: 3 2 3


Figure 8-73—Mask field format


B0 B6 B7


GAS Query Response 
Fragment ID More GAS Fragments


Bits: 7 1


Figure 8-74—GAS Query Response Fragment ID field


Venue Group Venue Type


Octets: 1 1


Figure 8-75—Venue Info field format
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The  Venue Group  and  Venue Type subfields are both 1-octet values selected from Table 8-53 (Venue
group codes and descriptions) and Table 8-54 (Venue type assignments), respectively. The entries in
Table 8-53 (Venue group codes and descriptions) and Table 8-54 (Venue type assignments) are drawn from
the International Building Code’s Use and Occupancy Classifications [B43].   


Table 8-53—Venue group codes and descriptions


Venue group code Venue group description


0 Unspecified


1 Assembly


2 Business


3 Educational


4 Factory and Industrial


5 Institutional


6 Mercantile


7 Residential


8 Storage


9 Utility and Miscellaneous


10 Vehicular


11 Outdoor


12–255 Reserved


Table 8-54—Venue type assignments


Venue group code Venue type code Venue description


0 0 Unspecified


0 1–255 Reserved


1 0 Unspecified Assembly


1 1 Arena


1 2 Stadium


1 3 Passenger Terminal (e.g., airport, bus, ferry, train station)


1 4 Amphitheater


1 5 Amusement Park


1 6 Place of Worship


1 7 Convention Center


1 8 Library


1 9 Museum


1 10 Restaurant


1 11 Theater


1 12 Bar


1 13 Coffee Shop
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1 14 Zoo or Aquarium


1 15 Emergency Coordination Center


1 16–255 Reserved


2 0 Unspecified Business


2 1 Doctor or Dentist office


2 2 Bank


2 3 Fire Station


2 4 Police Station


2 6 Post Office


2 7 Professional Office


2 8 Research and Development Facility


2 9 Attorney Office


2 10–255 Reserved


3 0 Unspecified Educational


3 1 School, Primary


3 2 School, Secondary


3 3 University or College


3 4–255 Reserved


4 0 Unspecified Factory and Industrial


4 1 Factory


4 2–255 Reserved


5 0 Unspecified Institutional


5 1 Hospital


5 2 Long-Term Care Facility (e.g., Nursing home, Hospice, etc.)


5 3 Alcohol and Drug Rehabilitation Center


5 4 Group Home


5 5 Prison or Jail


5 6–255 Reserved


6 0 Unspecified Mercantile


6 1 Retail Store


6 2 Grocery Market


6 3 Automotive Service Station


6 4 Shopping Mall


6 5 Gas Station


6 6–255 Reserved


7 0 Unspecified Residential


7 1 Private Residence


Table 8-54—Venue type assignments  (continued)


Venue group code Venue type code Venue description
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8.4.1.35 Target Channel


The Target Channel field specifies the channel number of the target channel. The length of the Target
Channel field is 1 octet. The Target Channel Field is illustrated in Figure 8-76 (Target Channel field format).


7 2 Hotel or Motel


7 3 Dormitory


7 4 Boarding House


7 5–255 Reserved


8 0 Unspecified Storage


8 1–255 Reserved


9 0 Unspecified Utility and Miscellaneous


9 1–255 Reserved


10 0 Unspecified Vehicular


10 1 Automobile or Truck


10 2 Airplane


10 3 Bus


10 4 Ferry


10 5 Ship or Boat


10 6 Train


10 7 Motor Bike


10 8–255 Reserved


11 0 Unspecified Outdoor


11 1 Muni-mesh Network


11 2 City Park


11 3 Rest Area


11 4 Traffic Control


11 5 Bus Stop


11 6 Kiosk


11 7–255 Reserved


Target Channel


Octets: 1


Figure 8-76—Target Channel field format


Table 8-54—Venue type assignments  (continued)


Venue group code Venue type code Venue description
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8.4.1.36 Operating Class


The Operating Class field specifies the operating class for the channel field included in the same frame. The
length of the Operating Class field is 1 octet. Operating classes are defined in Annex E. The Operating Class
field is illustrated in Figure 8-77 (Operating Channel field format).


8.4.1.37 Send-Confirm field


The Send-Confirm field is used with SAE authentication as an anti-replay counter as specified in 11.3
(Authentication using a password). See Figure 8-78 (Send-Confirm field).  


8.4.1.38 Anti-Clogging Token field


The Anti-Clogging Token field is used with SAE authentication for denial-of-service protection as specified
in 11.3 (Authentication using a password). See Figure 8-79 (Anti-Clogging Token field). 


8.4.1.39 Scalar field


The Scalar field is used with SAE authentication to communicate cryptographic material as specified in 11.3
(Authentication using a password). See Figure 8-80 (Scalar field).  


Operating Class


Octets: 1


Figure 8-77—Operating Channel field format


Send-Confirm


Octets: 2


Figure 8-78—Send-Confirm field


Anti-Clogging Token


Octets: variable


Figure 8-79—Anti-Clogging Token field


Scalar


Octets: variable


Figure 8-80—Scalar field
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8.4.1.40 Element field


The Element field is used with SAE authentication to communicate an element in a finite field as specified
in 11.3 (Authentication using a password). See Figure 8-81 (Element field). 


8.4.1.41 Confirm field


The Confirm field is used with SAE authentication to authenticate and prove possession of a cryptographic
key as specified in 11.3 (Authentication using a password). See Figure 8-82 (Confirm field). 


8.4.1.42 Finite Cyclic Group field


The Finite Cyclic Group is used in SAE to indicate which cryptographic group to use in the SAE exchange
as specified in 11.3 (Authentication using a password). See Figure 8-83 (Finite Cyclic Group field). 


8.4.1.43 TXOP Reservation field(11aa)


The format of the TXOP Reservation field is shown in Figure 8-84 (TXOP Reservation field format(11aa)).


The Duration subfield specifies the duration of the TXOP in units of 32 µs.


The Service Interval subfield contains an 8-bit unsigned integer that specifies the service interval (SI) of the
reservation in units of milliseconds.


The Start Time subfield is the offset from the next TBTT to the start of the first SP and indicates the
anticipated start time, expressed in microseconds, of the first TXOP after the TBTT.


Element


Octets: variable


Figure 8-81—Element field


Confirm


Octets: variable


Figure 8-82—Confirm field


Finite Cyclic Group


Octets: 2


Figure 8-83—Finite Cyclic Group field


Duration Service Interval Start Time


Octets: 1 1 4


Figure 8-84—TXOP Reservation field format(11aa)







IEEE P802.11-REVmc/D0.5, Oct 2012


530 Copyright © 2012 IEEE. All rights reserved.


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65







IEEE P802.11-REVmc/D0.5, Oct 2012


Copyright © 2012 IEEE. All rights reserved. 793


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


8.4.4 Access Network Query Protocol (ANQP) elements


8.4.4.1 General


ANQP-elements are defined to have a common format consisting of a 2-octet Info ID field (information
identifier), a 2-octet Length field, and a variable-length element-specific Information field. Each element is
assigned a unique Info ID as defined in this standard. The ANQP-element format is shown in Figure 8-420
(ANQP-element format). See V.2 (Network discovery and selection) for informative text on ANQP usage. 


Each ANQP-element in 8.4.4 (Access Network Query Protocol (ANQP) elements) is assigned a unique 2-
octet Info ID. The set of valid Info IDs are defined in Table 8-192 (ANQP-element definitions). The 2-octet
Info ID field is encoded following the conventions given in 8.2.2 (Conventions).


Info ID Length Information


Octets: 2 2 variable


Figure 8-420—ANQP-element format


Table 8-192—ANQP-element definitions


ANQP-element name InfoID ANQP-element 
(subclause)


Reserved 0–255 n/a


Query List 256 8.4.4.2 (Query 
List ANQP-


element)


Capability List 257 8.4.4.3 
(Capability List 
ANQP-element)


Venue Name 258 8.4.4.4 (Venue 
Name ANQP-


element)


Emergency Call Number 259 8.4.4.5 
(Emergency Call 
Number ANQP-


element)


Network Authentication Type 260 8.4.4.6 
(Network 


Authentication 
Type ANQP-


element)


Roaming Consortium 261 8.4.4.7 
(Roaming 


Consortium 
ANQP-element)


IP Address Type Availability 262 8.4.4.9 (IP 
Address Type 
Availability 


ANQP-element)
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The Length field specifies the number of octets in the Information field and is encoded following the
conventions given in 8.2.2 (Conventions).


The ANQP-elements that may be configured are shown in Table 8-192 (ANQP-element definitions). If
information is not configured for a particular ANQP-element, then a query for that element will return that
element with all optional fields not present. 


NAI Realm 263 8.4.4.10 (NAI 
Realm ANQP-


element)


3GPP Cellular Network 264 8.4.4.11 (3GPP 
Cellular 


Network ANQP-
element)


AP Geospatial Location 265 8.4.4.12 (AP 
Geospatial 
Location 


ANQP-element)


AP Civic Location 266  8.4.4.13 (AP 
Civic Location 


ANQP-element)


AP Location Public Identifier URI 267  8.4.4.14 (AP 
Location Public 
Identifier URI 


ANQP-element)


Domain Name 268 8.4.4.15 
(Domain Name 
ANQP-element)


Emergency Alert Identifier URI 269 8.4.4.16 
(Emergency 
Alert URI 


ANQP-element)


TDLS Capability 270 8.4.4.18 (TDLS 
Capability 


ANQP-element)


Emergency NAI 271 8.4.4.17 
(Emergency 
NAI ANQP-


element)


Neighbor Report 272 8.4.4.19 
(Neighbor 


Report ANQP-
element)


Reserved 273– 56796 n/a


Vendor Specific 56797 8.4.4.8 (Vendor 
Specific ANQP-


element)


Reserved 56798–65535 n/a


Table 8-192—ANQP-element definitions  (continued)


ANQP-element name InfoID ANQP-element 
(subclause)
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8.4.4.2 Query List ANQP-element


The Query List ANQP-element provides a list of identifiers of ANQP-elements for which the requesting
STA is querying. Each ANQP-element may be returned in response to an Query List ANQP-element using
the procedures in 10.24.3.2.2 (Query List procedure)).


The format of the Query List ANQP-element is provided in Figure 8-421 (Query List ANQP-element
format).


The Info ID field is a 2-octet field whose value is drawn from Table 8-192 (ANQP-element definitions)
corresponding to the Query List ANQP-element.


The Length field is a 2-octet field whose value is set to 2 times the number of ANQP Query ID fields.


Each ANQP Query ID field value is an Info ID drawn from Table 8-192 (ANQP-element definitions).
Including an Info ID in the Query List ANQP-element declares that the STA performing the ANQP query is
requesting the ANQP-element corresponding to that Info ID be returned in the ANQP query response. The
Info IDs included in the Query List ANQP-element are ordered by monotonically increasing Info ID value.
The ANQP query response is defined in 10.24.3.2.1 (General).


8.4.4.3 Capability List ANQP-element


The Capability List ANQP-element provides a list of information/capabilities that has been configured on a
STA. The Capability List ANQP-element is returned in response to a Query List ANQP-element containing
the Info ID of the Capabililty List ANQP-element.


The format of the Capability List ANQP-element is provided in Figure 8-422 (Capability List ANQP-
element format).


The Info ID field is a 2-octet field whose value is drawn from Table 8-192 (ANQP-element definitions)
corresponding to the Capability List ANQP-element.


The Length field is a 2-octet field whose value is set to 2 times the number of ANQP Capability fields
following the Length field plus the sum of the lengths of the Vendor Specific ANQP-elements.


Info ID Length ANQP 
Query ID #1 …


ANQP Query 
ID #N


(optional)


Octets: 2 2 2 … 0 or 2


Figure 8-421—Query List ANQP-element format


Info ID Length
ANQP 


Capability 
#1


…


ANQP 
Capability 


#N
(optional)


Vendor 
Specific 
ANQP-
element


#1
(optional)


…


Vendor 
Specific 
ANQP-
element 


#N
(optional)


Octets: 2 2 2 … 0 or 2 variable … variable


Figure 8-422—Capability List ANQP-element format
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Each ANQP Capability field value is an Info ID drawn from Table 8-192 (ANQP-element definitions). If
included in the Capability List ANQP-element, it declares that a Query List ANQP-element including that
Info ID will return the requested ANQP-element. The Info ID for Capability List ANQP-element is always
included in the Capability List ANQP-element returned in a GAS Query Response. The list does not include
any duplicate Info IDs, except possibly the Info ID for the Vendor Specific ANQP-element. The Info IDs
returned in the Capability List ANQP-element are ordered by nondecreasing Info ID value.


The Vendor Specific ANQP-element is defined in 8.4.4.8 (Vendor Specific ANQP-element). The Vendor
Specific ANQP-element is structured such that the first 2 octets of the Vendor Specific ANQP-element is the
Info ID whose value corresponds to the Vendor Specific ANQP-element (see Table 8-192 (ANQP-element
definitions)). When a Vendor Specific ANQP-element is present in the Capability List ANQP-element, the
Vendor Specific ANQP-element element contains the capabilities of that vendor-specific query protocol.


8.4.4.4 Venue Name ANQP-element 


The Venue Name ANQP-element provides zero or more venue names associated with the BSS. The format
of the Venue Name ANQP-element is shown in Figure 8-423 (Venue Name ANQP-element format). The
Venue Name ANQP-element may be used to provide additional metadata on the BSS. For example, the
information may be used to assist a user in selecting the appropriate BSS with which to associate. Zero or
more Venue Name fields may be included in the same or different languages.


The Info ID field is equal to the value in Table 8-192 (ANQP-element definitions) corresponding to the
Venue Name ANQP-element.


The Length field is a 2-octet field whose value is set to two plus the total length of the Venue Name Duple
fields. 


The Venue Info field is a 2-octet field and is defined in 8.4.1.34 (Venue Info field).


The format of the Venue Name Duple field is shown in Figure 8-424 (Venue Name Duple field).


— The Length field is a 1-octet field whose value is equal to 3 plus the number of octets in the Venue
Name field. 


— The Language Code is a 3-octet ISO-14962-1997 [B45] encoded string field that defines the
language used in the Venue Name field. The Language Code field is a two or three character
language code selected from ISO-639 [B44]. A two character language code has 0 (“null” in ISO-
14962-1997) appended to make it 3 octets in length. 


— The Venue Name is a variable-length UTF-8 formatted field containing the venue’s name. The
maximum length of this field is 252 octets. UTF-8 format is defined in IETF RFC 3629.


Info ID Length Venue Info
Venue Name 


Duple #1
(optional)


…
Venue Name 


Duple #N 
(optional)


Octets: 2 2 2 variable … variable


Figure 8-423—Venue Name ANQP-element format


Length Language Code Venue Name


Octets: 1 3 variable


Figure 8-424—Venue Name Duple field
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8.4.4.5 Emergency Call Number ANQP-element 


The Emergency Call Number ANQP-element provides a list of emergency phone numbers to an emergency
responder, such as directed by a public safety answering point (PSAP), that is used in the geographic
location of the STA. The format of the Emergency Call Number ANQP-element is provided in Figure 8-425
(Emergency Call Number ANQP-element format).


The Info ID field is equal to the value in Table 8-192 (ANQP-element definitions) corresponding to the
Emergency Call Number ANQP-element. 


The Length field is a 2-octet field whose value is set to the total length of the Emergency Call Number Unit
fields. 


Each Emergency Call Number Unit field has the structure shown in Figure 8-426 (Emergency Call Number
Unit field format).


The Length of Emergency Call Number field is a 1-octet field whose value is set to the length of the
Emergency Call Number field.


The Emergency Call Number field is a variable-length UTF-8 formatted field containing information, used
to reach emergency services, from the network (e.g., dialed digits, emergency service URN label [B41]).
UTF-8 format is defined in IETF RFC 3629.


8.4.4.6 Network Authentication Type ANQP-element 


The Network Authentication Type ANQP-element provides a list of authentication types when ASRA is set
to 1. The format of the Network Authentication Type ANQP-element is shown in Figure 8-427 (Network
Authentication Type ANQP-element format).


Info ID Length


Emergency Call 
Number
Unit #1


(optional)


…


Emergency 
Call Number 


Unit #N 
(optional)


Octets: 2 2 variable … variable


Figure 8-425—Emergency Call Number ANQP-element format


Length of Emergency 
Call Number


Emergency Call 
Number


Octets: 1 variable


Figure 8-426—Emergency Call Number Unit field format


Info ID Length


Network 
Authentication 


Type 
Unit #1


(optional)


…


Network 
Authentication 


Type 
Unit #N


(optional)


Octets: 2 2 variable … variable


Figure 8-427—Network Authentication Type ANQP-element format
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The Info ID field is equal to the value in Table 8-192 (ANQP-element definitions) corresponding to the
Network Authentication Type ANQP-element. 


The Length field is a 2-octet field whose value is set to the total length of the Network Authentication Type
Units fields. 


Each Network Authentication Type Unit has the structure shown in Figure 8-428 (Network Authentication
Type Unit field format).


The Network Authentication Type Indicator field is a 1-octet field and has one of the values shown in
Table 8-193 (Network Authentication Type Indicator definitions).


Each Network Authentication Type Indicator defines additional information that may be communicated.


If the Network Authentication Type Indicator is 0, the network requires the user to accept terms and
conditions. The Redirect URL can be used by the non-AP STA to obtain the terms and conditions.  If the
Redirect URL is not present, then, the Redirect URL Length is set to 0.


If the Network Authentication Type Indicator is 1, the network supports on-line enrollment. Higher layer
protocols on the non-AP STA may indicate to the user that accounts may be created. When the Network
Authentication Type Indicator is 1, the Redirect URL Length is set to 0 and the Redirect URL is not present.


If the Network Authentication Type Indicator is 2, the network infrastructure performs http/https redirect.
The ReDirect URL is used by the non-AP STA to perform additional steps required for network access.


If the Network Authentication Type Indicator is 3, the network supports DNS redirection. Higher layer
software on the non-AP STA will exchange credentials with the network, the Redirect URL Length is set to
0 and the Redirect URL is not present.


The Redirect URL Length field is a 2-octet field whose value is the length of the Redirect URL. The value of
the Redirect URL Length field is set to 0 whenever the Redirect URL is not present.


Network Authentication 
Type Indicator 


Redirect URL 
Length


Redirect URL 
(optional)


Octets: 1 2 variable


Figure 8-428—Network Authentication Type Unit field format


Table 8-193—Network Authentication Type Indicator definitions


Value Meaning


0 Acceptance of terms and conditions


1 On-line enrollment supported


2 http/https redirection


3 DNS redirection


4–255 Reserved
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The Redirect URL field is a variable-length field that is optionally included if the Network Authentication
Type Indicator is either 0 or 2. If the Network Authentication Type Indicator is other than 0 or 2, a Redirect
URL is not included. The URL is formatted in accordance with IETF RFC 3986.


8.4.4.7 Roaming Consortium ANQP-element 


The Roaming Consortium ANQP-element provides a list of information about the Roaming Consortium and/
or SSPs whose networks are accessible via this AP. This list may be returned in response to a GAS Query
using procedures in 10.24.3.2.3 (Roaming Consortium procedure). The format of the Roaming Consortium
ANQP-element is provided in Figure 8-429 (Roaming Consortium ANQP-element format).


The Info ID field is equal to the value in Table 8-192 (ANQP-element definitions) corresponding to the
Roaming Consortium ANQP-element. 


The Length field is a 2-octet field whose value is set to the total length of the OI Duple fields.


OIs contained within the Roaming Consortium element (see 8.4.2.98 (Roaming Consortium element)) are
also included in this ANQP-element. The value of the OI subfield(s) in this ANQP-element are equal to the
values of the OI(s) in the dot11RoamingConsortiumTable.


The format of the OI Duple field is provided in Figure 8-430 (OI Duple field format). 


— The value of the OI Length field is equal to the number of octets in the OI field.


— The OI field is defined in 8.4.1.31 (Organization Identifier field). Each OI identifies a roaming
consortium (group of SSPs with inter-SSP roaming agreement) or a single SSP.


8.4.4.8 Vendor Specific ANQP-element


The Vendor Specific ANQP-element is used to query for information not defined in this standard within a
single defined format, so that reserved Info IDs are not usurped for nonstandard purposes and
interoperability is more easily achieved in the presence of nonstandard information. The ANQP-element is
in the format shown in Figure 8-431 (Vendor Specific ANQP-element format).


Info ID Length
OI Duple


#1
(optional)


…
OI Duple


#N
(optional)


Octets: 2 2 variable variable


Figure 8-429—Roaming Consortium ANQP-element format


OI Length OI


Octets: 1 variable


Figure 8-430—OI Duple field format


Info ID Length OI Vendor Specific Content


Octets: 2 2 variable variable


Figure 8-431—Vendor Specific ANQP-element format
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The Info ID field is equal to the value in Table 8-192 (ANQP-element definitions) corresponding to the
Vendor Specific ANQP-element.


The Length field is a 2-octet field whose value is set to the length of the OI field plus the length of the
Vendor Specific Content field.


The OI field is defined in 8.4.1.31 (Organization Identifier field).


The Vendor Specific Content field is a variable-length field whose content is defined by the entity identified
in the OI field.


8.4.4.9 IP Address Type Availability ANQP-element 


The IP Address Type Availability ANQP-element provides STA with the information about the availability
of IP address version and type that could be allocated to the STA after successful association. The format of
the IP Address Type Availability ANQP-element is shown in Figure 8-432 (IP Address Type Availability
ANQP-element).


The Info ID field is equal to the value in Table 8-192 (ANQP-element definitions) corresponding to the IP
Address Type Availability ANQP-element.


The Length field is a 2-octet field whose value is set to 1.


The format of the IP Address field shown in Figure 8-433 (IP Address field format).


The IPv6 Address field values are shown in Table 8-194 (IPv6 Address field values).


Info ID Length IP Address


Octets: 2 2 1


Figure 8-432—IP Address Type Availability ANQP-element 


Bits: B0B1 B2B7


IPv6 Address IPv4 Address


Figure 8-433—IP Address field format 


Table 8-194—IPv6 Address field values


Address value Meaning


0 Address type not available


1 Address type available


2 Availability of the address type not known


3 Reserved
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The IPv4 Address field values are shown in Table 8-195 (IPv4 Address field values).


8.4.4.10 NAI Realm ANQP-element


The NAI Realm ANQP-element provides a list of network access identifier (NAI) realms corresponding to
SSPs or other entities whose networks or services are accessible via this AP; optionally included for each
NAI realm is a list of one or more EAP Method subfields, which that NAI realm uses for authentication. The
format of the NAI Realm ANQP-element is provided in Figure 8-434 (NAI Realm ANQP-element format).


The Info ID field is equal to the value in Table 8-192 (ANQP-element definitions) corresponding to the NAI
Realm ANQP-element.


The Length field is a 2-octet field whose value is set to 2 plus the total length of the NAI Realm Data fields.


The NAI Realm Count field is a 2-octet field that specifies the number of NAI realms included in the NAI
Realm ANQP-element. 


Table 8-195— IPv4 Address field values


Address value Meaning


0 Address type not available


1 Public IPv4 address available


2 Port-restricted IPv4 address available


3 Single NATed private IPv4 address available


4 Double NATed private IPv4 address available


5 Port-restricted IPv4 address and single NATed IPv4 address available


6 Port-restricted IPv4 address and double NATed IPv4 address available


7 Availability of the address type is not known


8–63 Reserved


Info ID Length


NAI 
Realm 
Count


(optional) 


NAI 
Realm 


Data #1
(optional)


. . .
NAI Realm 


Data #N
(optional)


Octets: 2 2 2 variable variable


Figure 8-434—NAI Realm ANQP-element format
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The format of the NAI Realm Data field is shown in Figure 8-435 (NAI Realm Data field format).


The NAI Realm Data Field Length is a 2-octet subfield whose value is equal to 3 plus the length of the NAI
Realm subfield plus the sum of the lengths of the EAP Method subfields.


The NAI Realm Encoding is a 1-octet subfield whose format is shown in Figure 8-436 (NAI Realm
Encoding subfield format).


The NAI Realm Encoding Type is a 1-bit subfield. It is set to 0 to indicate that the NAI Realm in the NAI
Realm subfield is formatted in accordance with IETF RFC 4282. It is set to 1 to indicate it is a UTF-8
formatted character string that is not formatted in accordance with IETF RFC 4282.


NOTE—This encoding is to facilitate roaming consortium or other entities that use nonstandard NAI Realm formats.


NAI Realm Length subfield is a 1-octet subfield whose value is the length in octets of the NAI Realm
subfield.


The NAI Realm subfield is one or more NAI Realms formatted as defined in the NAI Realm Encoding Type
bit of the NAI Realm Encoding subfield. If there is more than one NAI Realm in this subfield, the NAI
Realms are delimited by a semi-colon character (i.e., “;”, which is encoded in UTF-8 format as 0x3B). All
the realms included in the NAI Realm subfield support all the EAP methods identified by the EAP Method
subfields, if present. The maximum length of this subfield is 255 octets.


The EAP Method Count specifies the number of EAP methods subfields for the NAI realm. If the count is 0,
there is no EAP method information provided for the NAI realm.


The format of the optional EAP Method subfield is shown in Figure 8-437 (EAP Method subfield format).
Each EAP Method subfield contains a set of Authentication Parameters associated with the EAP-Method.


The Length subfield is a 1-octet subfield whose value is equal to 2 plus the length of the Authentication
Parameter subfields.


NAI
Realm 


Data Field 
Length


NAI
Realm 


Encoding


NAI 
Realm 
Length


NAI
Realm


EAP 
Method 
Count


EAP 
Method 


#1
(optional)


. . .


EAP 
Method 


#N
(optional)


Octets: 2 1 1 variable 1 variable variable


Figure 8-435—NAI Realm Data field format


Bits: B0 B1B7


NAI
Realm Encoding Type Reserved


Figure 8-436—NAI Realm Encoding subfield format


Length EAP 
Method


Authentication 
Parameter 


Count


Authentication 
Parameter 


#1
(optional)


. . .


Authentication 
Parameter 


#N
(optional)


Octets: 1 1 1 variable variable


Figure 8-437—EAP Method subfield format
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The EAP method subfield is a 1-octet subfield that is set to the EAP Type value as given in IANA EAP
Method Type Numbers.


The Authentication Parameter Count indicates how many additional Authentication Parameter subfields are
specified for the supported EAP Method. If the Authentication Parameters Count subfield is 0, there are no
Authentication Parameters subfields present, meaning no additional Authentication Parameters are specified
for the EAP Method.


The format of the Authentication Parameter subfield is shown in Figure 8-438 (Authentication Parameter
subfield format). 


The ID subfield is a 1-octet subfield that indicates the type of authentication information provided.


The Length subfield is a 1-octet subfield whose value is set to the length of the Authentication Parameter
Value subfield.


The Authentication Parameter Value subfield is a variable-length subfield containing the value of the
parameter indicated by the ID.


The ID and its associated formats are specified in Table 8-196 (Authentication Parameter types). Each ID
indicates a different type of information. Use of multiple Authentication Parameter subfields allows all the
required authentication parameter requirements to be provided.


ID Length Authentication Parameter Value


Octets: 1 1 variable


Figure 8-438—Authentication Parameter subfield format


Table 8-196—Authentication Parameter types


Authentication information ID Description
Length 
(octets)


Reserved 0


Expanded EAP Method 1 Expanded EAP Method Subfield 7


Non-EAP Inner 
Authentication Type


2 Enum (0 - Reserved, 1 - PAP, 2 - CHAP, 
3 - MSCHAP, 4 - MSCHAPV2) 


1


Inner Authentication EAP 
Method Type


3 Value drawn from IANA EAP Method Type Numbers 1


Expanded Inner EAP Method 4 Expanded EAP Method Subfield 7


Credential Type 5 Enum (1 - SIM, 2 - USIM, 3 - NFC Secure Element, 4 - 
Hardware Token, 5 - Softoken, 6 - Certificate, 
7 - username/password, 8 - none*, 9 - Reserved, 
10 - Vendor Specific)


*none means server-side authentication only


1


Tunneled EAP Method 
Credential Type


6 Enum (1 - SIM, 2 - USIM, 3 - NFC Secure Element, 4 - 
Hardware Token, 5 - Softoken, 6 - Certificate, 
7 - username/password, 8 - Reserved, 
9 - Anonymous, 10 - Vendor Specific)


1


Reserved 7–220
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If the EAP Method type is an Expanded EAP type (the EAP Method value is 254), the Authentication
Parameter is used to specify additional information on the EAP method. Table 8-197 (Authentication
Parameter format for the Expanded EAP method) describes the Authentication Parameter format for the
Expanded EAP method; values for the Vendor ID and Vendor Type are specified in IETF RFC 3748. The
Vendor ID and Vendor Type fields are expressed in big endian byte order.


The Non-EAP Inner Authentication Type is specified as single enumerated value given in Table 8-196
(Authentication Parameter types). This Authentication Information type is used for non-EAP Inner
Authentication methods. The possible values are PAP (as specified in IETF RFC 1334), CHAP (as specified
in IETF RFC 1994), MSCHAP (as specified in IETF RFC 2433), and MSCHAPv2 (as specified in IETF
RFC 2759).


The Inner Authentication EAP Method Type is specified as the EAP number as defined in IANA EAP
Method Type Numbers. This Authentication Information type is used when the Inner Authentication method
is an EAP method. If the Inner Authentication EAP Method Type is equal to 254 indicating an Expanded
EAP Type, then the Expanded EAP Method Authentication Parameter is included.


A Credential Type is specified as a single enumerated value as shown in Table 8-196 (Authentication
Parameter types). If the value is equal to the “Vendor Specific” value, then a Vendor-Specific
Authentication Parameter is included.


Vendor-Specific Authentication Parameters are specified as shown in Table 8-198 (Vendor Specific
Authentication Parameters).


Vendor Specific 221 Variable variable


Reserved 222–255


Table 8-197—Authentication Parameter format for the Expanded EAP method


Parameters Length 
(octets)


ID 1


Length 1


Vendor ID 3


Vendor Type 4


Table 8-198—Vendor Specific Authentication Parameters


Parameters Length 
(octets)


ID 1


Length 1


Table 8-196—Authentication Parameter types  (continued)


Authentication information ID Description Length 
(octets)
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8.4.4.11 3GPP Cellular Network ANQP-element


The 3GPP Cellular Network ANQP-element contains cellular information such as network advertisement
information e.g., network codes and country codes to assist a 3GPP non-AP STA in selecting an AP to
access 3GPP networks. The format of the 3GPP Cellular Network ANQP-element is shown in Figure 8-439
(3GPP Cellular Network ANQP-element format).


The Info ID field is equal to the value in Table 8-192 (ANQP-element definitions) corresponding to the
3GPP Cellular Network ANQP-element.


The Length field is a 2-octet field whose value is set to the length of the Payload field.


The Payload field is a variable-length field and is a generic container. An example of the  format and content
is defined in Annex A of 3GPP TS 24.234.


8.4.4.12 AP Geospatial Location ANQP-element


The AP Geospatial Location ANQP-element provides the AP’s location in LCI format; see 8.4.2.24.10
(Location Configuration Information Report). 


The format of the AP Geospatial Location ANQP-element is provided in Figure 8-440 (AP Geospatial
Location ANQP-element format).


The Info ID field is equal to the value in Table 8-192 (ANQP-element definitions) corresponding to the AP
Geospatial Location ANQP-element.


The Length field is a 2-octet field whose value is set to 18.


The Location Configuration Report is an 18-octet field and the format is provided in 8.4.2.24.10 (Location
Configuration Information Report). There are no Optional Subelements field present in the Location


OI variable


Authentication Parameter Value Vendor-specific content


Info ID Length Payload
(optional) 


Octets: 2 2 variable


Figure 8-439—3GPP Cellular Network ANQP-element format


Info ID Length Location Configuration 
Report


Octets: 2 2 18


Figure 8-440—AP Geospatial Location ANQP-element format


Table 8-198—Vendor Specific Authentication Parameters


Parameters Length 
(octets)
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Configuration Report when it is used in the AP Geospatial Location ANQP-element. This information is
taken from the dot11APLCITable MIB object.


8.4.4.13 AP Civic Location ANQP-element


The AP Civic Location ANQP-element provides the AP’s location in Civic format. The format of the AP
Civic Location ANQP-element is provided in Figure 8-441 (AP Civic Location ANQP-element format).


The Info ID field is equal to the value in Table 8-192 (ANQP-element definitions) corresponding to the AP
Civic Location ANQP-element.


The Length field is a 2-octet field whose value is set to the length of the Location Civic Report.


The Location Civic Report is a variable-length field and the format is provided in 8.4.2.24.13 (Location
Civic Report). This information is taken from the dot11ApCivicLocation MIB object.


8.4.4.14 AP Location Public Identifier URI ANQP-element


The AP Location Public Identifier URI ANQP-element provides an indirect reference to the location
information for the AP. This list element may be returned in response to a GAS Query using the
procedures in 10.24.3.2 (ANQP procedures). The format of the AP Location Public Identifier URI ANQP-
element is provided in Figure 8-442 (AP Location Public Identifier URI ANQP-element format).


The Info ID field is equal to the value in Table 8-192 (ANQP-element definitions) corresponding to the AP
Location Public Identifier URI.


The Length field is a 2-octet field whose value is set to the length of the AP Location Public Identifier URI
field.


The Public Identifier URI field is a variable-length field and is defined in 8.4.2.24.13 (Location Civic
Report).


8.4.4.15 Domain Name ANQP-element


The Domain Name ANQP-element provides a list of one or more domain names of the entity operating the
IEEE 802.11 access network. Domain Names in this ANQP-element are taken from
dot11DomainNameTable. The format of the Domain Name ANQP-element is provided in Figure 8-443
(Domain Name ANQP-element format).


The Info ID field is equal to the value in Table 8-192 (ANQP-element definitions) corresponding to the
Domain Name ANQP-element.


Info ID Length Location Civic Report


Octets: 2 2 variable


Figure 8-441—AP Civic Location ANQP-element format


Info ID Length Public Identifier URI


Octets: 2 2 variable


Figure 8-442—AP Location Public Identifier URI ANQP-element format
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The Length field is a 2-octet field whose value is set to the total length of the Domain Name Fields.


The format of the Domain Name subfield is shown in Figure 8-444 (Domain Name subfield format).


The Length subfield is a 1-octet subfield whose value is set to the length in octets of the Domain Name
subfield. 


The Domain Name subfield is of variable length and contains a domain name compliant with the “Preferred
Name Syntax” as defined in IETF RFC 1035. The maximum length of this field is 255 octets.


8.4.4.16 Emergency Alert URI ANQP-element


The Emergency Alert URI ANQP-element provides a URI for EAS message retrieval. 


The format of the Emergency Alert URI ANQP-element is provided in Figure 8-445 (Emergency Alert URI
ANQP-element format). 


The Info ID field is equal to the value in Table 8-192 (ANQP-element definitions) corresponding to the
Emergency Alert URI ANQP-element.


The Length field is a 2-octet field whose value is set to the length  of the Emergency Alert Identifier URI
field.


The Emergency Alert URI field is a variable-length field used to indicate the URI at which an EAS message
may be retrieved as described in 10.24.7 (Interworking procedures: emergency alert system (EAS) support).
The Emergency Alert URI field is formatted in accordance with IETF RFC 3986.


8.4.4.17 Emergency NAI ANQP-element


The Emergency NAI ANQP-element contains an emergency string, which is available for use by a STA as
its identity to indicate emergency access request. The format of the Emergency NAI ANQP-element is
provided in Figure 8-446 (Emergency NAI ANQP-element format).


Info ID Length


Domain 
Name 
field 
#1


(optional)


. . .


Domain 
Name 
field 
#N


(optional)


Octets: 2 2 variable variable


Figure 8-443—Domain Name ANQP-element format


Length Domain Name


Octets: 1 variable


Figure 8-444—Domain Name subfield format


Info ID Length Emergency Alert URI


Octets: 2 2 variable


Figure 8-445—Emergency Alert URI ANQP-element format
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The Info ID field is equal to the value in Table 8-192 (ANQP-element definitions) corresponding to the
Emergency NAI ANQP-element.


The Length field is a 2-octet field whose value is set to the length of Emergency NAI Information field. 


The Emergency NAI Information field is a variable-length UTF-8 field formatted in accordance with IETF
RFC 4282.  UTF-8 format is defined in IETF RFC 3629.


8.4.4.18 TDLS Capability ANQP-element


The TDLS Capability ANQP-element is used by a STA to discover the TDLS capabilities of a peer STA.
The format of the TDLS Capability is provided in Figure 8-447 (TDLS Capability ANQP-element format).


The Info ID field is equal to the value in Table 8-192 (ANQP-element definitions) corresponding to the
TDLS Capability ANQP-element.


The Length field is a 2-octet field whose value is set to the length of the Peer Information field


The Peer Information field is a variable-length field containing information that a STA can use to establish a
TDLS link and is defined as an XML schema (see V.6 (Peer information)).  An example of the peer
information is described in 10.24.3.2.10 (TDLS Capability procedure).


8.4.4.19 Neighbor Report ANQP-element 


The Neighbor Report ANQP-element provides zero or more neighbor reports about neighboring APs.  This
is of benefit to a STA in a preassociated state.


The Info ID field is equal to the value in Table 8-192 (ANQP-element definitions) corresponding to the
Neighbor Report ANQP-element.


The Length field is a 2-octet field whose value is set to the number of octets in the Neighbor Report field. 


Info ID Length Emergency NAI 
Information


Octets: 2 2 variable


Figure 8-446—Emergency NAI ANQP-element format


Info ID Length Peer Information


Octets: 2 2 variable


Figure 8-447—TDLS Capability ANQP-element format


Info ID Length Neighbor Report 
element (optional)


Octets: 2 2 variable


Figure 8-448—Neighbor Report ANQP-element format
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The format of the Neighbor Report element is shown in Figure 8-219 (Neighbor Report element format)
defined in 8.4.2.39 (Neighbor Report element).  The Element ID and the Length fields of the Neighbor
Report element, as shown in Figure 8-219 (Neighbor Report element format), are not included.


8.5 Action frame format details


8.5.1 Introduction


Subclause 8.5 (Action frame format details) describes the Action field formats allowed in each of the action
categories defined in Table 8-39 (Category values) in 8.4.1.11 (Action field).


8.5.2 Spectrum management Action frames


8.5.2.1 General


Five Action frame formats are defined for spectrum management. A Spectrum Management Action field, in
the octet field immediately after the Category field, differentiates the five formats. The Spectrum
Management Action field values associated with each frame format are defined in Table 8-199 (Spectrum
Management Action field values).


8.5.2.2 Measurement Request frame format


The Measurement Request frame uses the Action frame body format and is transmitted by a STA requesting
another STA to measure one or more channels. The format of the Measurement Request Action field is
shown in Figure 8-449 (Measurement Request frame Action field format).


The Category field is set to 0 (representing spectrum management).


Table 8-199—Spectrum Management Action field values


Spectrum 
Mangement 


Action field value 
Description


0 Measurement Request


1 Measurement Report


2 TPC Request


3 TPC Report


4 Channel Switch Announcement


5–255 Reserved


Category
Spectrum 


Management 
Action


Dialog Token Measurement 
Request Elements


Octets: 1 1 1 variable


Figure 8-449—Measurement Request frame Action field format
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The Spectrum Management Action field is set to 0 (representing a Measurement Request frame).


The Dialog Token field is set to a nonzero value chosen by the STA sending the measurement request to
identify the request/report transaction.


The Measurement Request Elements field contains one or more of the Measurement Request elements
described in 8.4.2.23 (Measurement Request element). The number and length of the Measurement Request
elements in a Measurement Request frame is limited by the maximum allowed MMPDU size.


8.5.2.3 Measurement Report frame format


The Measurement Report frame uses the Action frame body format and is transmitted by a STA in response
to a Measurement Request frame or by a STA autonomously providing measurement information. The
format of the Measurement Report Action field is shown in Figure 8-450 (Measurement Report frame
Action field format).


The Category field is set to 0 (representing spectrum management).


The Spectrum Management Action field is set to 1 (representing a Measurement Report frame).


The Dialog Token field is set to the value in any corresponding Measurement Request frame. If the
Measurement Report frame is not being transmitted in response to a Measurement Request frame, then the
Dialog token is set to 0.


The Measurement Report Elements field contains one or more of the Measurement Report elements
described in 8.4.2.24 (Measurement Report element). The number and length of the Measurement Report
elements in a Measurement Report frame is limited by the maximum allowed MMPDU size.


8.5.2.4 TPC Request frame format


The TPC Request frame uses the Action frame body format and is transmitted by a STA requesting another
STA for transmit power and link margin information. The format of the TPC Request Action field is shown
in Figure 8-451 (TPC Request frame Action field format).


The Category field is set to 0 (representing spectrum management).


The Spectrum Management Action field is set to 2 (representing a TPC Request frame).


Category
Spectrum 


Management 
Action


Dialog Token Measurement
Report Elements


Octets: 1 1 1 variable


Figure 8-450—Measurement Report frame Action field format


Category
Spectrum 


Management 
Action


Dialog Token TPC Request 
element 


Octets: 1 1 1 2


Figure 8-451—TPC Request frame Action field format
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The Dialog Token field is set to a nonzero value chosen by the STA sending the request to identify the
transaction.


The TPC Request element is set as described in 8.4.2.18 (TPC Request element).


8.5.2.5 TPC Report frame format


The TPC Report frame uses the Action frame body format and is transmitted by a STA in response to a TPC
Request frame. The format of the TPC Report Action field is shown in Figure 8-452 (TPC Report frame
Action field format).


The Category field is set to 0 (representing spectrum management).


The Spectrum Management Action field is set to 3 (representing a TPC Report frame).


The Dialog Token field is set to the Dialog Token value in the corresponding TPC Request frame.


The TPC Report element is set as described 8.4.2.19 (TPC Report element).


8.5.2.6 Channel Switch Announcement frame format


The Channel Switch Announcement frame uses the Action frame body format and is transmitted by an AP in
a BSS, a STA in an IBSS, or a mesh STA in an MBSS to advertise a channel switch. The format of the
Channel Switch Announcement Action field is shown in Figure 8-453 (Channel Switch Announcement
frame Action field format).


The Category field is set to 0 (representing spectrum management).


The Spectrum Management Action field is set to 4 (representing a Channel Switch Announcement frame).


The Channel Switch Announcement element is set as described 8.4.2.21 (Channel Switch Announcement
element).


The Secondary Channel Offset element is defined in 8.4.2.22 (Secondary Channel Offset element). This
element is present when switching to a 40 MHz channel. It may be present when switching to a 20 MHz
channel (in which case the secondary channel offset is set to SCN).


Category
Spectrum 


Management 
Action


Dialog Token TPC Report 
element 


Octets: 1 1 1 4


Figure 8-452—TPC Report frame Action field format


Category
Spectrum


Management 
Action


Channel Switch 
Announcement 


element 


Secondary Channel 
Offset element


Mesh Channel Switch 
Parameters element


Octets: 1 1 5 3 6


Figure 8-453—Channel Switch Announcement frame Action field format
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The Mesh Channel Switch Parameters element is defined in 8.4.2.105 (Mesh Channel Switch Parameters
element). This element is present when a mesh STA performs MBSS channel switch. The Mesh Channel
Switch Parameters element is not included for channel switch other than MBSS.


8.5.3 QoS Action frame details


8.5.3.1 General


Several Action frame formats are defined for QoS purposes. These frames are identified by the single octet
QoS Action field, which follows immediately after the Category field. The values of the QoS Action field
are defined in Table 8-200 (QoS Action field values(11aa)). 


8.5.3.2 ADDTS Request frame format


The ADDTS frames are used to carry TSPEC and optionally TCLAS elements to set up and maintain TSs
using the procedures defined in 10.4 (TS operation).


The Action field of the ADDTS Request frame contains the information shown in Table 8-201 (ADDTS
Request frame Action field format(11aa)). 


Table 8-200—QoS Action field values(11aa)


QoS Action field 
value Meaning


0 ADDTS Request


1 ADDTS Response


2 DELTS


3 Schedule


4 QoS Map Configure


5(11aa) ADDTS Reserve Request 


6(11aa) ADDTS Reserve Response


7–255(11aa) Reserved


Table 8-201—ADDTS Request frame Action field format(11aa)


Order Information Notes 


1 Category


2 QoS Action


3 Dialog token


4 TSPEC


5–n TCLAS Optional


n + 1 TCLAS processing Optional


n + 2 U-APSD Coexistence Optional
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The Category field is set to 1 (representing QoS). 


The QoS Action field is set to 0 (representing ADDTS request).


The Dialog Token, TCLAS, and TCLAS Processing fields of this frame are contained in an MLME-
ADDTS.request primitive that causes the frame to be sent. Some of the TSPEC parameters are contained in
the MLME-ADDTS.request primitive while the other parameters (i.e., Surplus Bandwidth Allowance,
Minimum Service Interval, Maximum Service Interval, and Minimum PHY Rate) are generated within the
MAC.


The TSPEC element, defined in 8.4.2.32 (TSPEC element), and the optional TCLAS element, defined in
8.4.2.33 (TCLAS element), contain the QoS parameters that define the TS. The TS is identified by the TSID
and Direction fields within the TSPEC element. The TCLAS element is optional at the discretion of the STA
that sends the ADDTS Request frame, regardless of the setting of the access policy (EDCA or HCCA).
There may be one or more TCLAS elements in the ADDTS frame. The TCLAS Processing element is
present when there are more than one TCLAS element and is defined in 8.4.2.35 (TCLAS Processing
element). There may be one Expedited Bandwidth Request element, which is defined in 8.4.2.96 (Expedited
Bandwidth Request element).


The U-APSD Coexistence element, defined in 8.4.2.93 (U-APSD Coexistence element), contains the
coexistence parameters requested by the non-AP STA when using the U-APSD Coexistence capability as
described in 10.2.1.5.2 (U-APSD Coexistence). The U-APSD Coexistence element is optionally present.


There may be one Intra-Access Category Priority element, which is defined in 8.4.2.123 (Intra-Access
Category Priority element(11aa)) and described in 10.4.1 (Introduction).(11aa)


The Higher Layer Stream ID element (8.4.2.127 (Higher Layer Stream ID element (11aa))) provides the
stream identifier from a higher layer protocol. The Higher Layer Stream ID element is present only in the
AP-initiated TS setup (10.4.4.3 (AP-initiated TS setup(11aa))).(11aa)


8.5.3.3 ADDTS Response frame format


The ADDTS Response frame is transmitted in response to an ADDTS Request frame. The Action field of
the ADDTS Response frame contains the information shown in Table 8-202 (ADDTS Response frame
Action field format(11aa)). 


n + 3 Expedited Bandwidth Request element Optional


n + 4(11aa) Intra-Access Category Priority element Optional


n + 5(11aa) Higher Layer Stream ID element Only in AP-initiated TS setup


Table 8-202—ADDTS Response frame Action field format(11aa)


Order Information Notes(11aa)


1 Category


2 QoS Action


3 Dialog Token


Table 8-201—ADDTS Request frame Action field format(11aa)
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The Category field is set to 1(representing QoS). 


The QoS Action field is set to 1 (representing ADDTS response).


The Status Code field is defined in 8.4.1.9 (Status Code field).


The Dialog Token, TS Delay, TSPEC, TCLAS, TCLAS Processing, and Expedited Bandwidth Request
fields in this frame are contained in an MLME-ADDTS.response primitive that causes the frame to be sent.
The TS Delay element is present in an ADDTS Response frame only if the status code is equal to 47.


The Schedule element, defined in 8.4.2.36 (Schedule element), is present in an ADDTS Response frame
only if the status code is equal to 0 (i.e., when the TS is admitted).


The Higher Layer Stream ID element is present only in AP-initiated TS setup. The Higher Layer Stream ID
element (8.4.2.127 (Higher Layer Stream ID element (11aa))) contains the stream identifier provided by a
higher layer protocol.


8.5.3.4 DELTS frame format


The DELTS frame is used to delete a TS using the procedures defined in 10.4.9 (TS deletion).


The Action field of a DELTS frame contains the information shown in Table 8-203 (DELTS frame Action
field format). 


The Category field is set to 1 (representing QoS). 


4 Status Code


5 TS Delay


6 TSPEC


7–n TCLAS Optional


n + 1 TCLAS Processing Optional


n + 2 Schedule Only Optionally present if the status code is 
equal to 0; otherwise not present(#28)


n + 3 Expedited Bandwidth Request Optional


n + 4(11aa) Higher Layer Stream ID Only in AP-initiated TS setup


Table 8-203—DELTS frame Action field format


Order Information


1 Category


2 QoS Action


3 TS Info


4 Reason Code


Table 8-202—ADDTS Response frame Action field format(11aa)
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The QoS Action field is set to 2 (representing DELTS).


The TS Info field is defined in 8.4.2.32 (TSPEC element).


The Reason Code field is defined in 8.4.1.7 (Reason Code field).


A DELTS frame is used to delete a TS characterized by the TS Info field in the frame. A DELTS frame may
be sent from the HC to the source STA of that TS, or vice versa, to indicate an imperative request, to which
no response is required from the recipient STA.


8.5.3.5 Schedule frame format


The Schedule frame is transmitted by the HC to announce the schedule of delivery of data and polls. The
Action field of the Schedule frame contains the information shown in Table 8-204 (Schedule frame Action
field format). 


The Category field is set to 1 (representing QoS). 


The QoS Action field is set to 3 (representing Schedule).


The Schedule element is defined in 8.4.2.36 (Schedule element).


8.5.3.6 QoS Map Configure frame format


The QoS Map Configure frame is used by an AP to provide the QoS Map Set to a non-AP STA using the
procedures defined in 10.24.9 (Interworking procedures: support for QoS mapping from external networks).


The frame body of the QoS Map Configure frame contains the information shown in Table 8-205 (QoS Map
configure frame body).


Table 8-204—Schedule frame Action field format


Order Information


1 Category


2 QoS Action


3 Schedule


Table 8-205—QoS Map configure frame body


Order Information


0 Category


1 Action


2 QoS Map Set


3 – n(11aa) Intra-Access Category Priority elements 
(optional)
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The Category field is set to the value in Table 8-39 (Category values).


The Action field is set to the value in Table 8-200 (QoS Action field values(11aa)).


The QoS Map Set element is defined in 8.4.2.97 (QoS Map Set element).


There may be zero or more Intra-Access Category Priority elements, which are defined in 8.4.2.123 (Intra-
Access Category Priority element(11aa)).(11aa)


8.5.3.7 ADDTS Reserve Request frame format(11aa)


Editor’s Note: The reference in .11aa to 19.4.4.3 in the following has been changed to 10.4.4.3.


The ADDTS Reserve Request frame is transmitted by an AP to a non-AP STA in response to a higher layer
protocol. See 10.4.4.3 (AP-initiated TS setup(11aa)).


The Action field of the ADDTS Reserve Request frame contains the information shown in Table 8-206
(ADDTS Reserve Request frame Action field format(11aa)).


The Category field is set to 1 (representing QoS).


The QoS Action field is set to the value in Table 8-200 (QoS Action field values(11aa)) representing
ADDTS Reserve Request.


The TSPEC element contains the QoS parameters that define the TS. The QoS parameters in the TSPEC are
equivalent to the QoS parameters of the higher level stream identified by the Higher Level Stream ID. The
TS is identified by the TSID and Direction fields within the TSPEC element. 


The Schedule element is defined in 8.4.2.36 (Schedule element) and set to reflect schedule information
corresponding to the TSPEC specification.


The Higher Layer Stream ID element (defined in 8.4.2.127 (Higher Layer Stream ID element (11aa)))
provides the stream identifier from a higher layer protocol.


8.5.3.8 ADDTS Reserve Response frame format(11aa)


An ADDTS Reserve Response frame is used by a non-AP STA to indicate the completion of an AP-initiated
TS setup procedure (10.4.4.3 (AP-initiated TS setup(11aa))). The Action field of the ADDTS Reserve
Response frame contains the information shown in Table 8-207 (ADDTS Reserve Response frame Action
field format(11aa)).


Table 8-206—ADDTS Reserve Request frame Action field format(11aa)


Order Information


1 Category


2 QoS Action


3 TSPEC


4 Schedule


5 Higher Layer Stream ID 
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The Category field is set to 1 (representing QoS).


The QoS Action field is set to the value specified in Table 8-200 (QoS Action field values(11aa))
representing ADDTS Reserve Response.


The Higher Layer Stream ID is defined in 8.4.2.127 (Higher Layer Stream ID element (11aa)).


The Status Code field is defined in 8.4.1.9 (Status Code field).


8.5.4 DLS Action frame details


8.5.4.1 General


Several Action frame formats are defined for DLS management purposes. A DLS Action field, in the octet
field immediately after the Category field, differentiates the formats. The DLS Action field values
associated with each frame format are defined in Table 8-208 (DLS Action field values).


Table 8-207—ADDTS Reserve Response frame Action field format(11aa)


Order Information


1 Category


2 QoS Action


3 Higher Layer Stream ID


4 Status Code


Table 8-208—DLS Action field values


DLS Action field 
value


Meaning


0 DLS Request


1 DLS Response


2 DLS Teardown


3–255 Reserved
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8.5.4.2 DLS Request frame format


The DLS Request frame is used to set up a direct link with a peer MAC. The Action field of the DLS
Request frame contains the information shown in Table 8-209 (DLS Request frame Action field format),
with some fields being optionally present as indicated in the “Notes” column of the table.  


The Category field is set to 2 (representing DLS).


The DLS Action field is set to 0 (representing DLS request).


The Destination MAC Address field value is the MAC address of the target destination.


The Source MAC Address field value is the MAC address of the initiating STA.


The Capability Information field value is the capability information of the originator of the request.


The DLS Timeout Value field is defined in 8.4.1.13 (DLS Timeout Value field).


The Supported Rates and Extended Supported Rates fields contain the supported rates information of the
originator.


8.5.4.3 DLS Response frame format


The DLS Response frame is sent in response to a DLS Request frame. The Action field of a DLS Response
frame contains the information shown in Table 8-210 (DLS Response frame Action field format), with some
fields being optionally present as indicated in the “Notes” column of the table. 


Table 8-209—DLS Request frame Action field format


Order Information Notes


1 Category


2 DLS Action


3 Destination MACAddress


4 Source MACAddress


5 Capability Information


6 DLS Timeout Value


7 Supported rates


8 Extended Supported Rates


9 HT Capabilities The HT Capabilities element is present when the 
dot11HighThroughputOptionImplemented attribute is true.


Table 8-210—DLS Response frame Action field format


Order Information Notes


1 Category


2 DLS Action
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The Category field is set to 2 (representing DLS).


The DLS Action field is set to 1 (representing DLS response).


The Status Code field is defined in 8.4.1.9 (Status Code field). 


The Destination MAC Address field value and the Source MAC Address field value are copied from the
corresponding fields in the DLS Request frame.


The Capability Information field is the capability information of the target destination. This information is
included only if the DLS result code corresponds to SUCCESS (DLS status code 0).


The Supported Rates and Extended Supported Rates fields contain the supported rates information of the
target destination. This information is included only if the DLS result code corresponds to SUCCESS (DLS
status code 0).


8.5.4.4 DLS Teardown frame format


The DLS Teardown frame is sent to terminate a direct link with a peer MAC. The Action field of the DLS
Teardown frame contains the information shown in Table 8-211 (DLS Teardown frame Action field
format).


The Category field is set to 2 (representing DLS).


3 Status Code


4 Destination MACAddress


5 Source MACAddress


6 Capability Information


7 Supported rates


8 Extended Supported rates


9 HT Capabilities The HT Capabilities element is present when the 
dot11HighThroughputOptionImplemented attribute is true.


Table 8-211—DLS Teardown frame Action field format


Order Information


1 Category


2 DLS Action


3 Destination MAC Address


4 Source MAC Address


5 Reason Code


Table 8-210—DLS Response frame Action field format  (continued)


Order Information Notes
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The DLS Action field is set to 2 (representing DLS teardown).


The Destination MAC Address field value is the MAC address of the target destination.


The Source MAC Address field value is the MAC address of the initiating STA.


The Reason Code field is defined in 8.4.1.7 (Reason Code field).


8.5.5 Block Ack Action frame details


8.5.5.1 General


The ADDBA frames are used to set up or, if PBAC is used, to modify Block Ack for a specific TC, TS, or
GCR group address.(11aa) A Block Ack Action field, in the octet immediately after the Category field,
differentiates the Block Ack Action frame formats. The Block Ack Action field values associated with each
frame format within the Block Ack category are defined in Table 8-212 (Block Ack Action field values).


8.5.5.2 ADDBA Request frame format


An ADDBA Request frame is sent by an originator of Block Ack to another STA. The Action field of an
ADDBA Request frame contains the information shown in Table 8-213 (ADDBA Request frame Action
field format).


Table 8-212—Block Ack Action field values


Block Ack Action 
field values Meaning


0 ADDBA Request


1 ADDBA Response


2 DELBA


3–255 Reserved 


Table 8-213—ADDBA Request frame Action field format


Order Information


1 Category


2 Block Ack Action


3 Dialog Token


4 Block Ack Parameter Set


5 Block Ack Timeout Value


6 Block Ack Starting Sequence Control


7(11aa) GCR Group Address element (optional)
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The Category field is set to 3 (representing Block Ack).


The Block Ack Action field is set to 0 (representing ADDBA request).


The Dialog Token field is set to a nonzero value chosen by the STA. 


The Block Ack Parameter Set field is defined in 8.4.1.14 (Block Ack Parameter Set field).


The Block Ack Timeout Value field is defined in 8.4.1.15 (Block Ack Timeout Value field).


The Block Ack Starting Sequence Control field is defined in 8.3.1.8 (BlockAckReq frame format).


If the GCR Group Address element is present, the TID field within the Block Ack Parameter Set field is
reserved.(11aa)


The GCR Group Address element contains the group address for which a Block Ack agreement is
requested.(11aa)


8.5.5.3 ADDBA Response frame format


The ADDBA Response frame is sent in response to an ADDBA Request frame. The Action field of an
ADDBA Response frame contains the information shown in Table 8-214 (ADDBA Response frame Action
field format). 


The Category field is set to 3 (representing Block Ack).


The Block Ack Action field is set to 1 (representing ADDBA response).


The Dialog Token field value is copied from the corresponding received ADDBA Request frame. 


The Status Code field is defined in 8.4.1.9 (Status Code field).


The Block Ack Parameter Set field is defined in 8.4.1.14 (Block Ack Parameter Set field).


The Block Ack Timeout Value field is defined in 8.4.1.15 (Block Ack Timeout Value field).


Table 8-214—ADDBA Response frame Action field format


Order Information


1 Category


2 Block Ack Action


3 Dialog Token


4 Status Code


5 Block Ack Parameter Set


6 Block Ack Timeout Value


7(11aa) GCR Group Address element (optional)
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If the GCR Group Address element is present, the TID field within the Block Ack Parameter Set field is
reserved.(11aa)


The GCR Group Address element contains the group address for which a Block Ack agreement is
requested.(11aa)


8.5.5.4 DELBA frame format


The DELBA frame is sent by either the originator of the traffic or the recipient to terminate the Block Ack
participation. The Action field of a DELBA frame format contains the information shown in Table 8-215
(DELBA frame Action field format). 


The Category field is set to 3 (representing DELBA).


The Block Ack Action field is set to 2 (representing DELBA).


The DELBA Parameters field is defined in 8.4.1.16 (DELBA Parameter Set field).


The Reason Code field is defined in 8.4.1.7 (Reason Code field).


Editor’s Note: Note, the addition by .11aa does not indicate whether the field is optional or not. Either
way creates a problem. Either it is not optional, in which case legacy devices are now non-compliant, or it
is optional, in which case there is no straightforward way to parse the frame - given that the action field is
followed by vendor specific elements of unknown length. i.e. the length of the frame cannot be used to
determine the presence of this field.


The DELBA GCR Group Address field is a 6-octet field equal to the GCR group address whose Block Ack
agreement is being terminated.(11aa)


8.5.6 Vendor-specific action details


The Vendor Specific Action frame is defined for vendor-specific signaling. The format of the Action field of
the Vendor Specific Action frame is shown in Figure 8-454 (Vendor Specific Action frame Action field
format). An Organization Identifier, in the octet field immediately after the Category field, differentiates the
vendors (see 8.4.1.31 (Organization Identifier field)).


NOTE—If management frame protection is negotiated, then Vendor Specific Protected Action frames (see Table 8-39
(Category values)) are protected; otherwise they are unprotected.  


The Category field is set to the value indicating the vendor-specific category, as specified in Table 8-39
(Category values).


Table 8-215—DELBA frame Action field format


Order Information


1 Category


2 Block Ack Action


3 DELBA Parameter Set


4 Reason Code


5(11aa) DELBA GCR Group Address
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The Organization Identifier contains a public organizationally unique identifier assigned by the IEEE and is
specified in 8.4.1.31 (Organization Identifier field). The order of the Organization Identifier field is
described in 8.2.2 (Conventions).


The Vendor Specific Content contains vendor-specific field(s). The length of the Vendor Specific Content in
a Vendor Specific Action frame is limited by the maximum allowed MMPDU size.


8.5.7 Radio Measurement action details


8.5.7.1 General


Several Action frame formats are defined for Radio Measurement purposes. A Radio Measurement Action
field, in the octet field immediately after the Category field, differentiates the formats. The Radio
Measurement Action field values associated with each frame format are defined in Table 8-216 (Radio
Measurement Action field values).


8.5.7.2 Radio Measurement Request frame format


The Radio Measurement Request frame uses the Action frame body format. It is transmitted by a STA
requesting another STA to make one or more measurements on one or more channels. The format of the
Action field in the Radio Measurement Request frame is shown in Figure 8-455 (Radio Measurement
Request frame Action field format).


Category Organization 
Identifier Vendor Specific Content


Octets: 1 j Variable


Figure 8-454—Vendor Specific Action frame Action field format


Table 8-216—Radio Measurement Action field values 


Radio Measurement 
Action field value 


Description


0 Radio Measurement Request


1 Radio Measurement Report


2 Link Measurement Request


3 Link Measurement Report


4 Neighbor Report Request


5 Neighbor Report Response


6–255 Reserved


Category Radio Measurement  
Action Dialog Token Number of 


Repetitions
Measurement Request 


Elements


Octets: 1 1 1 2 variable


Figure 8-455—Radio Measurement Request frame Action field format
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The Category field is set to the value indicating the Radio Measurement category, as specified in Table 8-39
(Category values) in 8.4.1.11 (Action field).


The Radio Measurement Action field is set to indicate a Measurement Request according to Table 8-216
(Radio Measurement Action field values) in 8.5.7 (Radio Measurement action details).


The Dialog Token field is set to a nonzero value chosen by the STA sending the radio measurement request
to identify the request/report transaction.


The Number of Repetitions field contains the requested number of repetitions for all the Measurement
Request elements in this frame. A value of 0 in the Number of Repetitions field indicates Measurement
Request elements are executed once without repetition. A value of 65 535 in the Number of Repetitions field
indicates Measurement Request elements are repeated until the measurement is cancelled or superseded.


The Measurement Request Elements field contains zero or more of the Measurement Request elements
described in 8.4.2.23 (Measurement Request element). The number and length of the Measurement Request
elements in a Measurement Request frame is limited by the maximum allowed MMPDU size.


8.5.7.3 Radio Measurement Report frame format


The Radio Measurement Report frame uses the Action frame body format. It is transmitted by a STA in
response to a Radio Measurement Request frame or by a STA providing a triggered autonomous
measurement report. The format of the Action field in the Radio Measurement Report frame is shown in
Figure 8-456 (Radio Measurement Report frame Action field format).


The Category field is set to indicate the Radio Measurement category according to Table 8-39 (Category
values) in 8.4.1.11 (Action field).


The Radio Measurement Action field is set to indicate a radio measurement report according to Table 8-216
(Radio Measurement Action field values) in 8.5.7 (Radio Measurement action details).


The Dialog Token field is set to the value in the corresponding Radio Measurement Request frame. If the
Radio Measurement Report frame is not being transmitted in response to a Radio Measurement Request
frame then the Dialog token is set to 0.


The Measurement Report Elements field contains one or more Measurement Report elements described in
8.4.2.24 (Measurement Report element). The number and length of the Measurement Report elements in a
single Radio Measurement Report frame is limited by the maximum allowed MMPDU size. Subclause
10.11.6 (Requesting and reporting of measurements) describes the required behavior for multiframe Radio
Measurement Report frame responses.


8.5.7.4 Link Measurement Request frame format


The Link Measurement Request frame uses the Action frame body format and is transmitted by a STA to
request another STA to respond with a Link Measurement Report frame to enable measurement of link path
loss and estimation of link margin. The format of the Action field in the Link Measurement Request frame is
shown in Figure 8-457 (Link Measurement Request frame Action field format).


Category Radio Measurement  
Action Dialog Token Measurement


Report Elements


Octets: 1 1 1 variable


Figure 8-456—Radio Measurement Report frame Action field format
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The Category field is set to the value indicating the Radio Measurement category, as specified in Table 8-39
(Category values) in 8.4.1.11 (Action field).


The Radio Measurement Action field is set to indicate a Link Measurement Request according to Table 8-
216 (Radio Measurement Action field values) in 8.5.7 (Radio Measurement action details).


The Dialog Token field is set to a nonzero value chosen by the STA sending the request to identify the
transaction.


The Transmit Power Used field is set to the transmit power used to transmit the frame containing the Link
Measurement Request, as described in 8.4.1.20 (Transmit Power Used field).


The Max Transmit Power field provides the upper limit on the transmit power as measured at the output of
the antenna connector to be used by the transmitting STA on its operating channel. This field is described in
8.4.1.19 (Max Transmit Power field). The Max Transmit Power field is a (#273)2s complement signed
integer and is 1 octet in length, providing an upper limit, in a dBm scale, on the transmit power as measured
at the output of the antenna connector to be used by the transmitting STA on its operating channel. The
maximum tolerance for the value reported in Max Transmit Power field is ±5 dB. The value of the Max
Transmit Power field is equal to the minimum of the maximum powers at which the STA is permitted to
transmit in the operating channel by device capability, policy, and regulatory authority.


The Optional Subelements field format contains zero or more subelements, each consisting of a 1-octet
Subelement ID field, a 1-octet Length field, and a variable-length Data field, as shown in Figure 8-419
(Subelement format). Any optional subelements are ordered by nondecreasing subelement ID. 


The Subelement ID field values for the defined optional subelements are shown in Table 8-217 (Optional
subelement IDs for Link Measurement Request frame).  A Yes in the Extensible column of a subelement
listed in Table 8-217 (Optional subelement IDs for Link Measurement Request frame) indicates that the
Length of the subelement might be extended in future revisions or amendments of this standard. When the
Extensible column of an element is equal to Subelements, then the subelement might be extended in future
revisions or amendments of this standard by defining additional subelements within the subelement. See
9.24.9 (Extensible subelement parsing). 


Category Radio Measurement 
Action


Dialog 
Token


Transmit 
Power Used


Max Transmit 
Power


Optional
Subelements


Octets: 1 1 1 1 1 variable


Figure 8-457—Link Measurement Request frame Action field format


Table 8-217—Optional subelement IDs for Link Measurement Request frame


Subelement ID Name Length field
(octets) Extensible


0–220 Reserved


221 Vendor Specific 1 to 255


222–255 Reserved
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The Vendor Specific subelements have the same format as their corresponding elements (see 8.4.2.28
(Vendor Specific element)). Multiple Vendor Specific subelements are optionally present in the list of
optional subelements.


8.5.7.5 Link Measurement Report frame format


The Link Measurement Report frame uses the Action frame body format and is transmitted by a STA in
response to a Link Measurement Request frame. The format of the Action field in the Link Measurement
Report frame is shown in Figure 8-458 (Link Measurement Report frame Action field format).


The Category field is set to indicate the Radio Measurement category according to Table 8-39 (Category
values) in 8.4.1.11 (Action field).


The Radio Measurement Action field is set to indicate a Link Measurement Report according to Table 8-216
(Radio Measurement Action field values) in 8.5.7 (Radio Measurement action details).


The Dialog Token field is set to the Dialog Token value in the corresponding Link Measurement Request
frame.


The TPC Report element is set as described in 8.4.2.19 (TPC Report element).


The Receive Antenna ID field contains the identifying number for the antenna(s) used to receive the
corresponding Link Measurement Request frame. Antenna ID is defined in 8.4.2.42 (Antenna element).


The Transmit Antenna ID field contains the identifying number for the antenna(s) used to transmit this Link
Measurement Report frame. Antenna ID is defined in 8.4.2.42 (Antenna element).


RCPI indicates the received channel power of the corresponding Link Measurement Request frame, which is
a logarithmic function of the received signal power, as defined in the RCPI measurement subclause for the
indicated PHY Type, as described in 8.4.2.40 (RCPI element).


RSNI indicates the received signal to noise indication for the corresponding Link Measurement Request
frame, as described in 8.4.2.43 (RSNI element).


The Optional Subelements field format contains zero or more subelements, each consisting of a 1-octet
Subelement ID field, a 1-octet Length field, and a variable-length Data field, as shown in Figure 8-419
(Subelement format). Any optional subelements are ordered by nondecreasing subelement ID. 


The Subelement ID field values for the defined optional subelements are shown in Table 8-218 (Optional
subelement IDs for Link Measurement Report frame). A Yes in the Extensible column of a subelement
listed in Table 8-218 (Optional subelement IDs for Link Measurement Report frame) indicates that the
Length of the subelement might be extended in future revisions or amendments of this standard. When the
Extensible column of an element is equal to Subelements, then the subelement might be extended in future
revisions or amendments of this standard by defining additional subelements within the subelement. See
9.24.9 (Extensible subelement parsing). 


Category
Radio 


Measurement 
Action


Dialog 
Token


TPC 
Report 
element 


Receive 
Antenna 


ID


Transmit 
Antenna ID RCPI RSNI Optional


Subelements


Octets: 1 1 1 4 1 1 1 1 variable


Figure 8-458—Link Measurement Report frame Action field format
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The Vendor Specific subelements have the same format as their corresponding elements (see 8.4.2.28
(Vendor Specific element)). Multiple Vendor Specific subelements are optionally present in the list of
optional subelements.


8.5.7.6 Neighbor Report Request frame format


The Neighbor Report Request frame uses the Action frame body format and is transmitted by a STA
requesting information in the neighbor report about neighboring APs. The format of the Action field in the
Neighbor Report Request frame is shown in Figure 8-459 (Neighbor Report Request frame Action field
format).


The Category field is set to the value indicating the Radio Measurement category, as specified in Table 8-39
(Category values) in 8.4.1.11 (Action field).


The Radio Measurement Action field is set to the value indicating Neighbor Report Request, as specified in
Table 8-216 (Radio Measurement Action field values) in 8.5.7 (Radio Measurement action details).


The Dialog Token field is set to a nonzero value chosen by the STA sending the measurement request to
identify the request/report transaction.


The Optional Subelements field format contains zero or more subelements each consisting of a 1-octet
Subelement ID field, a 1-octet Length field, and a variable-length Data field, as shown in Figure 8-419
(Subelement format). Any optional subelements are ordered by nondecreasing subelement ID. 


The Subelement ID field values for the defined optional subelements are shown in Table 8-219 (Optional
subelement IDs for Neighbor Report Request frame).  A Yes in the Extensible column of a subelement listed
in Table 8-219 (Optional subelement IDs for Neighbor Report Request frame) indicates that the Length of
the subelement might be extended in future revisions or amendments of this standard. When the Extensible
column of an element is equal to Subelements, then the subelement might be extended in future revisions or
amendments of this standard by defining additional subelements within the subelement. See 9.24.9
(Extensible subelement parsing). 


The SSID and Vendor Specific subelements have the same format as their corresponding elements (see
8.4.2.2 (SSID element) and 8.4.2.28 (Vendor Specific element), respectively). Multiple Vendor Specific
subelements are optionally present in the list of optional subelements.


Table 8-218—Optional subelement IDs for Link Measurement Report frame


Subelement ID Name Length field
(octets) Extensible


0–220 Reserved


221 Vendor Specific 1 to 255


222–255 Reserved


Category Radio Measurement 
Action Dialog Token Optional


Subelements 


Octets: 1 1 1 variable


Figure 8-459—Neighbor Report Request frame Action field format
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The presence of an optional SSID subelement in a Neighbor Report Request frame indicates a request for a
neighbor list for the specified SSID in the SSID Element. The absence of an SSID element indicates
neighbor report for the current ESS. 


8.5.7.7 Neighbor Report Response frame format


The Neighbor Report Response frame uses the Action frame body format and is transmitted by a STA in
response to a Neighbor Report Request frame. The format of the Action field in the Neighbor Report
Response frame is shown in Figure 8-460 (Neighbor Report Response frame Action field format).


The Category field is set to the value indicating the Radio Measurement category, as specified in Table 8-39
(Category values) in 8.4.1.11 (Action field).


The Radio Measurement Action field is set to the value indicating Neighbor Report Response, as specified
in Table 8-216 (Radio Measurement Action field values) in 8.5.7 (Radio Measurement action details).


The Dialog Token field set to the value in the corresponding Neighbor Report Request frame. If the
Neighbor Report Response frame is not being transmitted in response to a Neighbor Report Request frame,
then the Dialog token is set to 0.


The Neighbor Report Elements field contains the Neighbor Report elements for validated APs described in
8.4.2.39 (Neighbor Report element). If the STA has no information in response to the Neighbor Report
Request, the Neighbor Report elements are omitted. The number and length of the Neighbor Report
Elements in a Neighbor Report frame is limited by the maximum allowed MMPDU size.


8.5.8 Public Action details


8.5.8.1 Public Action frames


The Public Action frame is defined to allow the following:


— Inter-BSS and AP to unassociated-STA communications


— Intra-BSS communication 


— GAS


Table 8-219—Optional subelement IDs for Neighbor Report Request frame


Subelement ID Name Length field
(octets) Extensible


0 SSID 0 to 32


1–220 Reserved


221 Vendor Specific 1 to 255


222–255 Reserved


Category Radio Measurement 
Action Dialog Token Neighbor Report 


Elements


Octets: 1 1 1 variable


Figure 8-460—Neighbor Report Response frame Action field format
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A Public Action field, in the octet immediately after the Category field, differentiates the Public Action
frame formats. The defined Public Action frames are listed in Table 8-220 (Public Action field values).


Table 8-220—Public Action field values


Public Action field value Description


0 20/40 BSS Coexistence Management (see 8.5.8.2 
(20/40 BSS Coexistence Management frame 
format))


1 DSE enablement


2 DSE deenablement


3 DSE Registered Location Announcement


4 Extended Channel Switch Announcement


5 DSE measurement request


6 DSE measurement report


7 Measurement Pilot


8 DSE power constraint


9 Vendor Specific


10 GAS Initial Request (see 8.5.8.12 (GAS Initial 
Request frame format))


11 GAS Initial Response (see 8.5.8.13 (GAS Initial 
Response frame format))


12 GAS Comeback Request (see 8.5.8.14 (GAS 
Comeback Request frame format))


13 GAS Comeback Response (see 8.5.8.15 (GAS 
Comeback Response frame format))


14 TDLS Discovery Response


15 Location Track Notification


16–17(11ae) Reserved


18(11ae) QMF Policy 


19(11ae) QMF Policy Change


20(11aa) QLoad Request


21(11aa) QLoad Report 


22(11aa) HCCA TXOP Advertisement 


23(11aa) HCCA TXOP Response


24(11aa) Public Key 


25–255(11aa) Reserved
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8.5.8.2 20/40 BSS Coexistence Management frame format


The 20/40 BSS Coexistence Management frame is a Public Action frame. The format of its Action field is
defined in Table 8-221 (20/40 BSS Coexistence Management frame Action field format).


The Category field is set to the value for Public, specified in Table 8-39 (Category values).


The Public Action field is set to the value for 20/40 BSS Coexistence Management, specified in Table 8-220
(Public Action field values).


8.5.8.3 Measurement Pilot frame format


The Measurement Pilot frame uses the Action frame format. The format of the Action field is shown in
Figure 8-461 (Measurement Pilot frame Action field format).


The Category field is set to the value indicating the Public category, as specified in Table 8-39 (Category
values) in 8.4.1.11 (Action field).


The Public Action field is set to the value indicating Measurement Pilot, as specified in Table 8-220 (Public
Action field values) in 8.5.8.1 (Public Action frames).


The Condensed Capability Information field contains two subfields as shown in Figure 8-462 (Condensed
Capability Information field). 


Table 8-221—20/40 BSS Coexistence Management frame Action field format


Order Information Notes


1 Category


2 Public Action


3 20/40 BSS Coexistence (see 8.4.2.62 (20/40 BSS 
Coexistence element))


4 20/40 BSS Intolerant Channel Report (see 8.4.2.60 
(20/40 BSS Intolerant Channel Report element)) 


Appears zero or more times 


Category Public 
Action


Condensed 
Capability 


Information


Condensed 
Country 
String


Operating 
Class Channel Measurement 


Pilot Interval
Optional 


Subelements 


Octets: 1 1 1 2 1 1 1 variable


Figure 8-461—Measurement Pilot frame Action field format


B0 B1 B2              B7


Spectrum 
Management Short Slot Time Reserved


Bits: 1 1 6


Figure 8-462—Condensed Capability Information field
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The Spectrum Management subfield is set to 1 if dot11SpectrumManagementRequired is true; otherwise, it
is set to 0.


The Short Slot Time subfield is set to 1 if dot11ShortSlotTimeOptionImplemented and
dot11ShortSlotTimeOptionActivated are true. Otherwise, the Short Slot Time subfield is set to 0.


The Condensed Country String field is set to the first two octets of the value contained in
dot11CountryString. 


Operating Class indicates the operating class value for the operating channel. Country, Operating Class, and
Channel Number together specify the channel frequency and spacing for the operating channel. Valid values
of Operating Class are shown in Annex E.


Channel Number indicates the operating channel. Channel Number is defined within an Operating Class as
shown in Annex E.


The Measurement Pilot Interval field is set to the value contained in dot11RMMeasurementPilotPeriod.


The Optional Subelements field format contains zero or more subelements each consisting of a 1-octet
Subelement ID field, a 1-octet Length field, and a variable-length Data field, as shown in Figure 8-419
(Subelement format). Any optional subelements are ordered by nondecreasing subelement ID. 


The Subelement ID field values for the defined optional subelements are shown in Table 8-222 (Optional
subelement IDs for Measurement Pilot frame). A Yes in the Extensible column of a subelement listed in
Table 8-222 (Optional subelement IDs for Measurement Pilot frame) indicates that the Length of the
subelement might be extended in future revisions or amendments of this standard. When the Extensible
column of an element is equal to Subelements, then the subelement might be extended in future revisions or
amendments of this standard by defining additional subelements within the subelement. See 9.24.9
(Extensible subelement parsing). 


The Multiple BSSID and Vendor Specific subelements have the same format as the Multiple BSSID and
Vendor Specific elements (see 8.4.2.48 (Multiple BSSID element) and 8.4.2.38 (AP Channel Report
element), respectively). Multiple Vendor Specific subelements may be included in the list of optional
subelements.


Table 8-222—Optional subelement IDs for Measurement Pilot frame


Subelement ID Name Length field
(octets) Extensible


0–70 Reserved


71 Multiple BSSID 1 to 255 Subelements


72–220 Reserved


221 Vendor Specific 1 to 255


222–255 Reserved
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8.5.8.4 DSE Enablement frame format


The DSE Enablement frame is an Action frame. It is transmitted by a STA as part of enablement. The format
of the DSE Enablement frame Action field is shown in Figure 8-463 (DSE Enablement frame Action field
format).


The Category field is set to the value for public action defined in Table 8-39 (Category values).


The Public Action field is set to indicate a DSE Enablement frame, as defined in Table 8-220 (Public Action
field values).


The RequesterSTAAddress field is the MAC address of the requesting STA that initiates the enablement
process. The length of the RequesterSTAAddress field is 6 octets.


The ResponderSTAAddress field is the MAC address of the responding STA that grants enablement. The
length of the ResponderSTAAddress field is 6 octets.


The Reason Result Code field is used to indicate the reason that a DSE Enablement frame was generated.
The length of the Reason Result Code field is 1 octet. The reason result codes that have been allocated are
shown in Table 8-223 (Reason Result Code field values).


The Enablement Identifier field is a 16-bit number assigned by an enabling STA to a dependent STA;
otherwise, it is 0, set using the procedures defined in 10.12 (DSE procedures).


Category Public Action Requester 
STA Address


Responder 
STA Address


Reason 
Result Code


Enablement 
Identifier


Octets: 1 1 6 6 1 2


Figure 8-463—DSE Enablement frame Action field format


Table 8-223—Reason Result Code field values


Reason Result 
Code field value Name Description


0 Reserved


1 Reserved


2 Enablement requested


3 SUCCESS Success


4 REFUSED Request declined


5 INVALID_PARAMETERS Request not successful as one or more parameters 
have invalid values


6 TOO_MANY_
SIMULTANEOUS_REQUESTS


Enablement denied because the enabling STA is 
unable to handle additional dependent STAs


7–255 Reserved
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8.5.8.5 DSE Deenablement frame format


The DSE Deenablement frame is an Action frame. It is transmitted by a STA as part of deenablement. The
format of the DSE Deenablement frame Action field is shown in Figure 8-464 (DSE Deenablement frame
Action field format).


The Category field is set to the value for public action defined in Table 8-39 (Category values).


The Public Action field is set to indicate a DSE Deenablement frame, as defined in Table 8-220 (Public
Action field values).


The RequesterSTAAddress field is the MAC address of the requesting STA that initiates the deenablement
process. The length of the RequesterSTAAddress field is 6 octets.


The ResponderSTAAddress field is the MAC address of the responding STA that becomes deenabled. The
length of the ResponderSTAAddress field is 6 octets.


The Reason Result Code field is used to indicate the reason that a DSE Deenablement frame was generated.
The length of the Reason Result Code field is 1 octet. The reason result codes that have been allocated are
shown in Table 8-224 (Reason Result Code field values).


8.5.8.6 DSE Registered Location Announcement frame format


The DSE Registered Location Announcement frame is transmitted by a dependent STA to advertise the
registered location of its enabling STA. The format of the DSE Registered Location Announcement frame
Action field is shown in Figure 8-465 (DSE Registered Location Announcement frame Action field format).


The Category field is set to the value for public action defined in Table 8-39 (Category values).


Category Public Action Requester STA 
Address


Responder STA 
Address


Reason Result 
Code


Octets: 1 1 6 6 1


Figure 8-464—DSE Deenablement frame Action field format


Table 8-224—Reason Result Code field values


Reason Result Code field 
value Description


0 Reserved


1 Reserved


2 Deenablement requested


3–255 Reserved


Category Public Action DSE Registered Location element body fields


Octets: 1 1 20


Figure 8-465—DSE Registered Location Announcement frame Action field format
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The Public Action field is set to indicate a DSE Registered Location Announcement frame, as defined in
Table 8-220 (Public Action field values).


The remaining fields are as defined in the DSE Registered Location element body (see 8.4.2.54 (DSE
Registered Location element)).


8.5.8.7 Extended Channel Switch Announcement frame format


The Extended Channel Switch Announcement frame is transmitted by an AP in an infrastructure BSS, a
STA in an IBSS, or a mesh STA in an MBSS to advertise a channel switch. The format of the Extended
Channel Switch Announcement frame Action field is shown in Figure 8-466 (Extended Channel Switch
Announcement frame Action field format).


The Category field is set to the value for public action defined in Table 8-39 (Category values).


The Public Action field is set to indicate an Extended Channel Switch Announcement frame, as defined in
Table 8-220 (Public Action field values).


The Channel Switch Mode, New Operating Class, New Channel Number, and Channel Switch Count fields
are as described in the Extended Channel Switch Announcement element (see 8.4.2.55 (Extended Channel
Switch Announcement element)).


Mesh Channel Switch Parameters element is defined in 8.4.2.105 (Mesh Channel Switch Parameters
element). This element is present when a mesh STA performs MBSS channel switch. The Mesh Channel
Switch Parameters element is not included for channel switch other than the MBSS channel switch.


8.5.8.8 DSE Measurement Request frame format


The DSE Measurement Request frame is a Public Action frame requesting a DSE measurement report. It is
transmitted by a STA using the procedures defined in 10.12 (DSE procedures). The format of the DSE
Measurement Request frame Action field is shown in Figure 8-467 (DSE Measurement Request frame
Action field format).


Category Public Action Channel 
Switch Mode


New Operating 
Class


New Channel 
Number


Channel 
Switch Count


Mesh Channel 
Switch 


Parameters 
element


Octets: 1 1 1 1 1 1 6


Figure 8-466—Extended Channel Switch Announcement frame Action field format


Category Public 
Action 


Requester 
STA 


Address


Responder 
STA 


Address


Operating 
Class


Channel 
Number


Measurement 
Start Time


Measurement 
Duration


Octets: 1 1 6 6 1 1 8 2


Figure 8-467—DSE Measurement Request frame Action field format







IEEE P802.11-REVmc/D0.5, Oct 2012


Copyright © 2012 IEEE. All rights reserved. 835


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


The Category field is set to the value for public action defined in Table 8-39 (Category values).


The Public Action field is set to indicate a DSE Measurement Request frame, as defined in Table 8-220
(Public Action field values).


The RequesterSTAAddress field is the MAC address of the requesting STA that grants enablement. The
length of the RequesterSTAAddress field is 6 octets.


The ResponderSTAAddress field is the MAC address of the responding STA that operates based on the
enablement. The length of the ResponderSTAAddress field is 6 octets.


The Operating Class field indicates the channel set for which the measurement request applies. The
Operating Class and Channel Number fields together specify the channel frequency and channel bandwidth
for which the measurement request applies. Valid values for the Operating Class field are shown in
Annex E.


The Measurement Start Time field is set to the timing synchronization function (TSF) at the time (± 1 TU) at
which the requested DSE request measurement starts. A value of 0 indicates it starts immediately.


The Measurement Duration field is set to the duration of the requested measurement, expressed in number of
time units (TUs).


8.5.8.9 DSE Measurement Report frame format


The DSE Measurement Report frame is a Public Action frame. It is transmitted by a STA using the
procedures defined in 10.12 (DSE procedures). The format of the DSE Measurement Report frame Action
field is shown in Figure 8-468 (DSE Measurement Report frame Action field format).


The Category field is set to the value for public action defined in Table 8-39 (Category values).


The Public Action field is set to indicate a DSE Measurement Report frame, as defined in Table 8-220
(Public Action field values).


The RequesterSTAAddress field is the MAC address of the requesting STA that grants enablement. The
length of the RequesterSTAAddress field is 6 octets.


The ResponderSTAAddress field is the MAC address of the responding STA that operates based on the
enablement. The length of the ResponderSTAAddress field is 6 octets.


The Length field indicates the length of the remaining frame fields in octets, and the value is variable. The
minimum value of the Length field is 13.


The Operating Class field indicates the channel set for which the measurement report applies. The Operating
Class and Channel Number fields together specify the channel frequency and spacing for which the
measurement request applies. Valid values for the Operating Class field are shown in Annex E.


Category Public 
Action 


Requester 
STA 


Address


Responder 
STA 


Address
Length Operating 


Class
Channel 
Number


Measure-
ment 


Report 
Mode


Actual 
Measure-
ment Start 


Time


Measure-
ment 


Duration


Reported 
DSE LCI 


fields


Octets: 1 1 6 6 2 1 1 1 8 2 n x 26


Figure 8-468—DSE Measurement Report frame Action field format
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The Measurement Report Mode field is as defined in 8.4.2.24 (Measurement Report element) (see Figure 8-
145 (Measurement Report Mode field)).


The Actual Measurement Start Time field is set to the measuring STA’s TSF timer at the time (± 1 TU) at
which the DSE measurement started. 


The Measurement Duration field is set to the duration over which the requested measurement was measured,
expressed in number of TUs.


The reported DSE LCI fields contain the DSE LCI received at the measuring STA. If the reported DSE LCI
fields would cause the frame to exceed the maximum MAC management protocol data unit (MMPDU) size,
then the reported DSE LCI fields are truncated so that the last reported DSE LCI field is complete. The DSE
LCI field format is shown in Figure 8-469 (DSE LCI field format).


The SA MAC Address field contains the SA MAC address from the Beacon or Public Action frame
containing a DSE Registered Location element being reported.


The remaining fields are as defined in the DSE Registered Location element body (see 8.4.2.54 (DSE
Registered Location element)).


B0
SA MAC Address


Bits 48


B48 B53 B54 B78
Latitude Resolution Latitude Fraction


Bits 6 25


B79
Longitude ResolutionLatitude Integer


B87 B88 B93


Bits 9 6


B94
Longitude IntegerLongitude Fraction


B118 B119 B127


Bits 25 9


B128


Bits


Bits


Bits


Bits


Altitude Type
4


Altitude Resolution Altitude Fraction
6 8


B131B132 B137 B138 B145


B146
Datum


B167 B168 B170
Altitude Integer


22 3


RegLoc Agreement ReservedRegLoc DSE Dependent STA
B171 B172 B173 B174 B175


B176 B191
Dependent Enablement Identifier


16


1 1 1 2


B47


B192 B199 B200 B207
Operating Class Channel Number


88Bits


Figure 8-469—DSE LCI field format
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8.5.8.10 DSE Power Constraint frame format


The DSE Power Constraint frame is a Public Action frame requesting that a dependent STA constrain
transmit power below the regulatory limit. It is transmitted by an enabling STA as part of enablement. The
format of the DSE Power Constraint frame Action field is shown in Figure 8-470 (DSE Power Constraint
frame Action field format).


The Category field is set to the value for public action defined in Table 8-39 (Category values).


The Public Action field is set to indicate a DSE Power Constraint frame, as defined in Table 8-220 (Public
Action field values).


The RequesterSTAAddress field is the MAC address of the requesting STA that grants the enablement. The
length of the RequesterSTAAddress field is 6 octets.


The ResponderSTAAddress field is the MAC address of the responding STA that initiates the enablement.
The length of the ResponderSTAAddress field is 6 octets.


The Reason Result Code field is used to indicate the reason that a DSE Power Constraint frame was
generated. The length of the Reason Result Code field is 1 octet. The reason result codes that have been
allocated are shown in Table 8-225 (Reason Result Code field values).


The Local Power Constraint field is coded as an unsigned integer in units of decibels relative to 1 mW. The
local maximum transmit power for a channel is thus defined as the maximum transmit power level specified
for the channel in the Country element minus the local power constraint specified for the channel in the DSE
Power Constraint frame.


Category Public Action Requester 
STA Address


Responder 
STA Address


Reason 
Result Code


Local Power 
Constraint


Octets: 1 1 6 6 1 1


Figure 8-470—DSE Power Constraint frame Action field format


Table 8-225—Reason Result Code field values


Reason Result Code 
field value Name Description


0 Reserved


1 Reserved


2 Power constraint requested


3 SUCCESS Success


4 REFUSED Refused - no reason specified


5 INVALID_PARAMETERS Request not successful as one or more 
parameters have invalid values


6-255 Reserved
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8.5.8.11 Vendor Specific Public Action frame format


The Vendor Specific Public Action frame is defined for vendor-specific signaling between unassociated
STAs. The format of the Action field of the Vendor Specific Public Action frame is shown in Figure 8-471
(Vendor Specific Public Action frame Action field format).


The Category field is set to the value indicating the Public category, as specified in Table 8-39 (Category
values) in 8.4.1.11 (Action field).


The Public Action field is set to the value indicating Vendor Specific Public, as specified in Table 8-220
(Public Action field values) in 8.5.8.1 (Public Action frames).


The Organization Identifier field contains a public organizationally unique identifier assigned by the IEEE
and is specified in 8.4.1.31 (Organization Identifier field). The order of the Organization Identifier field is
described in 8.2.2 (Conventions). The length of the Organization Identifier field is variable,  as specified in
8.4.1.31 (Organization Identifier field).


The Vendor Specific Content contains the vendor-specific fields and may include elements defined in the
standard. The length of the Vendor Specific Content in a Vendor Specific Public Action frame is limited by
the maximum allowed MMPDU size.


8.5.8.12 GAS Initial Request frame format


The GAS Initial Request frame is a Public Action frame. It is transmitted by a requesting STA to request
information from another STA. The format of the GAS Initial Request frame body is shown in Table 8-226
(GAS Initial Request frame body format).


The Category field is set to the value indicating a Public Action frame, as specified in Table 8-39 (Category
values).


Category Public Action Organization 
Itentifier


Vendor Specific 
Content


Octets: 1 1 variable variable


Figure 8-471—Vendor Specific Public Action frame Action field format


Table 8-226—GAS Initial Request frame body format


Order Information


0 Category


1 Action


2 Dialog Token


3 Advertisement Protocol element


4 Query Request length


5 Query Request
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The Action field is set to the value specified in Table 8-220 (Public Action field values) for a GAS Initial
Request frame.


The Dialog Token field is defined in 8.4.1.12 (Dialog Token field) and set by the requesting STA.


The Advertisement Protocol element is defined in 8.4.2.95 (Advertisement Protocol element). The
Advertisement Protocol element includes exactly one Advertisement Protocol ID.


The Query Request length field is defined in Figure 8-472 (Query Request length field). The value of the
Query Request length field is set to the total number of octets in the Query Request field.


The Query Request field is defined in Figure 8-473 (Query Request field). The Query Request field is a
generic container whose value is a GAS Query that is formatted in accordance with the protocol specified in
the Advertisement Protocol element.


8.5.8.13 GAS Initial Response frame format


The GAS Initial Response frame is a Public Action frame. It is transmitted by a STA responding to a GAS
Initial Request frame. The format of the GAS Initial Response frame body is shown in Table 8-227 (GAS
Initial Response frame body format).


B0 B15


Query Request length


Octets: 2


Figure 8-472—Query Request length field


Query Request


Octets: variable


Figure 8-473—Query Request field


Table 8-227—GAS Initial Response frame body format


Order Information


0 Category


1 Action


2 Dialog Token


3 Status Code


4 GAS Comeback Delay


5 Advertisement Protocol element


6 Query Response Length


7 Query Response (optional)
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The Category field is set to the value indicating a Public Action frame, as specified in Table 8-39 (Category
values). 


The Action field is set to the value specified in Table 8-220 (Public Action field values) for a GAS Initial
Response frame.


The Dialog Token field is copied from the corresponding GAS Initial Request frame. 


The Status Code values are defined in Table 8-38 (Status codes).


The GAS Comeback Delay field specifies the delay time value in TUs. The GAS Comeback Delay field
format is provided in Figure 8-474 (GAS Comeback Delay field). The behavior is described in 10.24.3.1
(GAS Protocol). The value 0 will be returned by the STA when a Query Response is provided in this frame.


The Advertisement Protocol element is defined in 8.4.2.95 (Advertisement Protocol element). The
Advertisement Protocol element includes exactly one Advertisement Protocol ID.


The Query Response Length field is defined in Figure 8-475 (Query Response length field). The value of the
Query Response Length field is set to the total number of octets in the Query Response field. If the Query
Response Length field is set to 0, then there is no Query Response included in this Action frame.


The Query Response field is defined in Figure 8-476 (Query Response field). The Query Response field is a
generic container whose value is the response to a GAS Query and is formatted in accordance with the
protocol specified in the Advertisement Protocol element.


8.5.8.14 GAS Comeback Request frame format


The GAS Comeback Request frame is a Public Action frame. It is transmitted by a requesting STA to a
responding STA. The format of the GAS Comeback Request frame body is shown in Table 8-228 (GAS
Comeback Request frame body format).


B0 B15


GAS Comeback Delay


Octets: 2


Figure 8-474—GAS Comeback Delay field


B0 B15


Query Response Length


Octets: 2


Figure 8-475—Query Response length field


Query Response


Octets: variable


Figure 8-476—Query Response field
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The Category field is set to the value indicating a Public Action frame, as specified in Table 8-39 (Category
values). 


The Action field is set to the value specified in Table 8-220 (Public Action field values) for a GAS
Comeback Request frame.


The Dialog Token field is copied from the corresponding GAS Initial Request frame.


8.5.8.15 GAS Comeback Response frame format


The GAS Comeback Response frame is a Public Action frame. It is transmitted by a responding STA to a
requesting STA. The format of the GAS Comeback Response frame body is shown in Table 8-229 (GAS
Comeback Response frame body format).


The Category field is set to the value indicating a Public Action frame, as specified in Table 8-39 (Category
values). 


The Action field is set to the value specified in Table 8-220 (Public Action field values) for a GAS
Comeback Response frame.


The Dialog Token field is copied from the Dialog Token field of the corresponding GAS Comeback Request
frame. The same dialog token value will be present in all fragments of a multi-fragment query response.


Table 8-228—GAS Comeback Request frame body format


Order Information


0 Category


1 Action


2 Dialog Token


Table 8-229—GAS Comeback Response frame body format


Order Information


0 Category


1 Action


2 Dialog Token


3 Status Code


4 GAS Query Response Fragment ID


5 GAS Comeback Delay


6 Advertisement Protocol element


7 Query Response Length


8 Query Response (optional)
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The Status Code values are defined in Table 8-38 (Status codes). The same status code value will be present
in all fragments of a multi-fragment query response.


The GAS Query Response Fragment ID is defined in 8.4.1.33 (GAS Query Response Fragment ID field). If
the responding STA has not received a response to the query that it posted on behalf of a requesting STA,
then the responding STA sets the GAS Query Response Fragment ID to 0. When there is more than one
query response fragment, the responding STA sets the GAS Query Response Fragment ID to 0 for the initial
fragment and increments it by 1 for each subsequent fragment in a multi-fragment Query Response. The
More GAS Fragments field is set to 0 whenever the final fragment of a query response is being transmitted.
A GAS Query Response Fragment ID field having a nonzero Fragment ID and the More GAS Fragments
field set to 1 indicates to the requesting STA that another GAS Comeback frame exchange should be
performed to continue the retrieval of the query response.


The GAS Comeback Delay field format is provided in Figure 8-474 (GAS Comeback Delay field). A
nonzero GAS Comeback Delay value is returned by the responding STA in this frame to indicate that the
GAS Query being carried out on behalf of the requesting STA is still in progress.


— A nonzero value indicates to the requesting STA that another GAS Comeback frame exchange
should be performed after expiry of the GAS Comeback Delay timer in order to retrieve the query
response. 


— This field is set to 0 for all GAS Comeback Response frames containing a query response or a
fragment of a multi-fragment query response.


The Advertisement Protocol element is defined in 8.4.2.95 (Advertisement Protocol element). The
Advertisement Protocol element includes exactly one Advertisement Protocol ID.


The Query Response Length field is defined in Figure 8-475 (Query Response length field). The value of the
Query Response Length field is the total number of octets in the Query Response field. If the Query
Response Length field is set to 0, then there is no Query Response included in this Action frame.


The Query Response field is defined in Figure 8-476 (Query Response field). The value of the Query
Response field is a generic container dependent on the advertisement protocol specified in the
Advertisement Protocol element and the query itself. In a multi-fragment query response, the response to the
query posted on behalf of a requesting STA is fragmented such that each fragment to be transmitted fits
within the MMPDU size limitation. 


8.5.8.16 TDLS Discovery Response frame format


The TDLS Discovery Response frame contains the information shown in Table 8-230 (Information for
TDLS Discovery Response frame).


Table 8-230—Information for TDLS Discovery Response frame


Order Information Notes


1 Category The Category field is set to the value for Public, as defined in 
Table 8-39 (Category values).


2 Action The Action field is set to 14, representing TDLS Discovery 
Response.


3 Dialog Token The Dialog Token is copied from the corresponding TDLS 
Discovery Request frame. The Dialog Token is specified in 
8.4.1.12 (Dialog Token field).
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The TDLS Discovery Response frame is transmitted directly (i.e., not via the AP) to the TDLS peer STA
that sent the corresponding TDLS Discovery Request frame. See 10.22 (Tunneled direct-link setup).


8.5.8.17 Location Track Notification frame format 


The Location Track Notification frame uses the Action frame body format and is transmitted by a STA to
allow remote location determination to occur by another STA. The format of the Location Track
Notification frame body is shown in Figure 8-477 (Location Track Notification frame format).


4 Capability The Capability field indicates the capabilities of the STA. The 
Capability field is defined in 8.4.1.4 (Capability Information field).


5 Supported rates The Supported Rates element indicates the rates which are 
supported by the STA. The Supported Rates element is defined in 
8.4.2.3 (Supported Rates element).


6 Extended supported rates The Extended Supported Rates element is present whenever there 
are more than eight supported rates, and it is optional otherwise. 
The Extended Supported Rates element is defined in 8.4.2.15 
(Extended Supported Rates element).


7 Supported Channels The Supported Channels element is present if the TDLS channel 
switching capability field is equal to 1.
The Supported Channels element is defined in 8.4.2.20 (Supported 
Channels element).


8 RSNE The RSNE is optionally present if security is required on the direct 
link. 
The RSNE is defined in 8.4.2.27 (RSNE). 


9 Extended Capabilities The Extended Capabilities element is optionally present if any of 
the fields in this element are nonzero. The Extended Capabilities 
element is defined in 8.4.2.29 (Extended Capabilities element).


10 FTE The FTE is optionally present if security is required on the direct 
link. The FTE is defined in 8.4.2.50 (Fast BSS Transition element 
(FTE)).


11 Timeout Interval (TPK Key 
Lifetime)


The Timeout Interval element contains the TPK Key Lifetime. 
It is present if security is required on the direct link. 
The Timeout Interval element is defined in 8.4.2.51 (Timeout 
Interval element (TIE)).


12 Supported Operating 
Classes


The Supported Operating Classes element is present if the TDLS 
channel switching capability field is equal to 1.
The Supported Operating Classes element is defined in 8.4.2.56 
(Supported Operating Classes element).


13 HT Capabilities The HT Capabilities element is present when 
dot11HighThroughputOptionImplemented is true.
The HT Capabilities element is defined in 8.4.2.58 (HT 
Capabilities element).


14 20/40 BSS Coexistence The 20/40 BSS Coexistence element is present when 
dot112040BSSCoexistenceManagementSupport is true. The 20/40 
BSS Coexistence element is defined in 8.4.2.60 (20/40 BSS 
Intolerant Channel Report element).


15 Link Identifier The Link Identifier element is defined in 8.4.2.64 (Link Identifier 
element).


Table 8-230—Information for TDLS Discovery Response frame  (continued)


Order Information Notes
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The Category field is the value for Public Action defined Table 8-39 (Category values). 


The Action field is the value indicating Location Track Notification, as specified in Table 8-220 (Public
Action field values). 


The Location Parameters Element field contains the Location Parameters subelements, described in Table 8-
154 (Location subelements). Table 8-231 (Location Parameters Element field for Location Track
Notification frame) defines the allowed Location Parameters subelements for a Location Parameters element
that is included in the frame.


The Measurement Report Element field contains a Measurement Report element of type Beacon Report as
defined in 8.4.2.24.7 (Beacon Report). The Measurement Report Element field is included in the Location
Track Notification frame if the Location Parameters Element field contains a Location Indication Options
subelement. The Measurement Report element Measurement Token field is set to the same value of the
Dialog Token in the Location Configuration Request frame that configured the STA.


8.5.8.18 QMF Policy frame format(11ae)


The QMF Policy frame uses the Action frame format and is transmitted by a requesting STA to a receiving
STA with the included QMF policy. It is either sent unsolicited by the requesting STA or in response to a
QMF Policy Change frame from a receiving STA. The format of the Action field of the QMF Policy frame
is shown in Figure 8-478 (QMF Policy frame Action field contents(11ae)).


Category Action Location Parameters 
Element


Measurement Report 
Element (optional)


Octets: 1 1 variable variable


Figure 8-477—Location Track Notification frame format


Table 8-231—Location Parameters Element field for 
Location Track Notification frame


Allowed 
subelements


Subelement 
ID


Notes


Location Indication 
Channels


2 The Location Indication Channels subelement is included in the Location 
Track Notification frame.


Radio Information 4 The Radio (#136)subelement is included in the Location Track 
Notification frame.


Motion 5 The Motion subelement is included in the Location Track Notification 
frame if dot11MgmtOptionMotionDetectionActivated is true.


Time of Departure 7 The Time of Departure subelement is included in the Location Track 
Notification frame if dot11MgmtOptionTODActivated is true.


Location Indication 
Options


8 The Location Indication Options subelement is included in the Location 
Track Notification frame if the successful Location Configuration Request 
frame that configured the STA included a Location Indication Options 
subelement.


Vendor Specific 221 The Vendor Specific subelement may be included in the Location Track 
Notification frame.
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Editor’s Note: The length for QMF Policy element doesn’t reflect “(optional)” in the field.


The Category field is set to the value for public action defined in Table 8-39 (Category values).


The Public Action field is set to indicate a QMF Policy frame, as defined in Table 8-220 (Public Action field
values).


The Dialog Token field is set to the value in the corresponding QMF Policy Change frame. If the QMF Pol-
icy frame is not being transmitted in response to a QMF Policy Change frame, then the Dialog Token field is
set to zero.


The Status Code field is defined in Table 8.4.1.9 (Status Code field).


The QMF Policy element is set as described in 8.4.2.122 (Quality-of-Service Management Frame Policy
element(11ae)). It indicates the new access categories configured for (#100)Management frame(s). This
field is included if the Status Code is 0 (“Successful”) and this frame is not being transmitted in response to
a QMF Policy Change frame, and optionally included if the Status Code is 37 (The request has been
declined).


8.5.8.19 QMF Policy Change frame format


The QMF Policy Change frame uses the Action frame format and is transmitted by a requesting STA to
request a change to the QMF policy it most recently received from the destination STA. The format of the
Action field of the QMF Policy Change frame is shown in Figure 8-479 (QMF Policy Change Action field
contents(11ae)).


The Category field is set to the value for public action defined in Table 8-39 (Category values).


The Public Action field is set to indicate a QMF Policy Change frame, as defined in Table 8-220 (Public
Action field values).


The Dialog Token field is set to a nonzero value chosen by the STA sending the QMF Policy Change frame
to identify the transaction.


The QMF Policy element is set as described in 8.4.2.122 (Quality-of-Service Management Frame Policy
element(11ae)). It indicates the new access categories requested for (#100)Management frame(s).(11ae end
insert)


Category Public Action Dialog Token Status Code QMF Policy element
(optional)


Octets: 1 1 1 2 3-257


Figure 8-478—QMF Policy frame Action field contents(11ae)


Category Public Action Dialog Token QMF Policy element


Octets: 1 1 1 3-257


Figure 8-479—QMF Policy Change Action field contents(11ae)
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8.5.8.20 QLoad Request frame format(11aa)


The QLoad Request frame is transmitted by an AP to request information from another AP. The Action field
format of the QLoad Request frame is shown in Table 8-232 (QLoad Request frame Action field
format(11aa)).


The Category field is set to the value indicating a Public Action frame, as specified in Table 8-39 (Category
values).


The Public Action field is set to the value specified in Table 8-220 (Public Action field values) for a QLoad
Request frame.


The Dialog Token field is defined in 8.4.1.12 (Dialog Token field) and set by the requesting STA to a
nonzero value that is used for matching action responses with action requests. See 9.24.5 (Operation of the
Dialog Token field).


The QLoad Report element is defined in 8.4.2.125 (QLoad Report element (11aa)) and contains the QLoad
report corresponding to the AP sending the request.


8.5.8.21 QLoad Report frame format(11aa)


The QLoad Report frame is transmitted by an AP responding to a QLoad Request frame. The Action field
format of the QLoad Report frame is shown in Table 8-233 (QLoad Report frame Action field
format(11aa)).


The Category field is set to the value indicating a Public Action frame, as specified in Table 8-39 (Category
values).


Table 8-232—QLoad Request frame Action field format(11aa)


Order Information


1 Category


2 Public Action 


3 Dialog Token


4 QLoad Report element


Table 8-233—QLoad Report frame Action field format(11aa)


Order Information


1 Category


2 Public Action 


3 Dialog Token


4 QLoad Report element 
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The Public Action field is set to the value specified in Table 8-220 (Public Action field values) for a QLoad
Report frame.


The Dialog Token field is defined in 8.4.1.12 (Dialog Token field) and set by the requesting STA to a
nonzero value that is used for matching action responses with action requests. See 9.24.5 (Operation of the
Dialog Token field). The Dialog Token field is set to 0 when an unsolicited QLoad Report frame is sent by
the AP.


The QLoad Report element is defined in 8.4.2.125 (QLoad Report element (11aa)).


8.5.8.22 HCCA TXOP Advertisement frame(11aa)


The HCCA TXOP Advertisement frame is transmitted by an AP to another AP to inform it of active and
pending TXOP reservations. The Action field format of the HCCA TXOP Advertisement frame is shown in
Figure 8-480 (HCCA TXOP Advertisement frame Action field format(11aa)).


The Category field is set to the value indicating a Public Action frame, as specified in Table 8-39 (Category
values).


The Public Action field is set to the value specified in Table 8-220 (Public Action field values) for an HCCA
TXOP Advertisement frame.


The Dialog Token field is defined in 8.4.1.12 (Dialog Token field) and is set by the AP to a nonzero value
that is used for matching action responses with action requests. See 9.24.5 (Operation of the Dialog Token
field).


The Number of Reported TXOP Reservations field is 1 octet in length and contains a positive integer that
specifies the number of active TXOP reservations reported in this frame. A value of 0 indicates that no
TXOP reservations are active.


The Number of Pending Reported TXOP Reservations field is 1 octet in length and contains a positive
integer that specifies the number of pending TXOP reservations reported in this frame. A value of 0
indicates that no TXOP reservations are in the process of being activated. 


The Active TXOP Reservation field contains zero or more TXOP Reservation fields as defined in 8.4.1.43
(TXOP Reservation field(11aa)). This field indicates active HCCA TXOPs that the AP has scheduled. The
Start Time subfield of the TXOP Reservation field is relative to the TSF of the sending AP.


The Pending TXOP Reservation field contains zero or more TXOP Reservation fields as defined in 8.4.1.43
(TXOP Reservation field(11aa)). This field indicates new HCCA TXOPs that the AP is scheduling. The
Start Time subfield of the TXOP Reservation field is relative to the TSF of the sending AP.


The use of the HCCA TXOP Advertisement frame is described in 10.27.3 (HCCA TXOP negotiation
(11aa)). 


Category Public 
Action


Dialog 
Token


Number of 
Reported 


TXOP 
Reservations


Number of 
Pending 
TXOP 


Reservations


Active 
TXOP 


Reservations


Pending 
TXOP 


Reservations


Octets: 1 1 1 1 1 variable variable


Figure 8-480—HCCA TXOP Advertisement frame Action field format(11aa)
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8.5.8.23 HCCA TXOP Response frame(11aa)


Editor’s Note: Reference to “Table” in following para changed to “Figure”


The HCCA TXOP Response frame is transmitted by an AP to another AP to respond to a HCCA TXOP
Advertisement frame. The Action field format of the HCCA TXOP Response frame is shown in Figure 8-
481 (HCCA TXOP Response frame Action field format(11aa)).


The Category field is set to the value indicating a Public Action frame, as specified in Table 8-39 (Category
values).


The Public Action field is set to the value specified in Table 8-220 (Public Action field values) for a HCCA
TXOP Response frame.


The Dialog Token field is set to the value of the Dialog Token field from the corresponding HCCA TXOP
Advertisement frame.


The Status Code field is defined in 8.4.1.9 (Status Code field) and is set to either the value SUCCESS or
TS_SCHEDULE_CONFLICT. 


The Schedule Conflict field is present only when the Status Code field is nonzero. The Schedule Conflict
field indicates the TXOP reservation from the HCCA TXOP Advertisement frame that conflicts with an
existing or in-progress schedule. Its value is between 1 and the summation of the values from the Number of
Reported TXOP Reservations and Number of Pending TXOP Reservations fields of the HCCA TXOP
Advertisement frame. A value of 1 indicates the first TXOP reservation in the HCCA TXOP Advertisement
frame, a value of 2 indicates the second TXOP reservation in the HCCA TXOP Advertisement frame, and so
on. The value of zero is reserved.


Editor’s Note: 8.4.1.43 does not define an Alternate Schedule field


The optional Alternate Schedule field is defined in 8.4.1.43 (TXOP Reservation field(11aa)) and is present
only when the Status Code field is nonzero. When the Alternate Schedule field is present, it contains an
alternate to the TXOP reservation given in the corresponding HCCA TXOP Advertisement frame. The Start
Time subfield of the Alternate Schedule field is relative to the TSF of the destination AP. 


Editor’s Note: 8.4.1.43 does not define an Avoidance Request field


The optional Avoidance Request field is defined in 8.4.1.43 (TXOP Reservation field(11aa)) and may be
present when the Status Code field is nonzero. When the Avoidance Request field is present, it indicates a
TXOP schedule that the AP sending the TXOP Response frame is requesting to be avoided by the AP that is
the destination of the TXOP Response frame. The Start Time subfield of the Avoidance Request field is
relative to the TSF of the destination AP.


The use of the HCCA TXOP Response frame is described in 10.27.3 (HCCA TXOP negotiation (11aa)).


Category Public 
Action


Dialog 
Token Status Code Schedule 


Conflict
Alternate 
Schedule


Avoidance 
Request


Octets: 1 1 1 2 0 or 1 0 or 4 0 or 4


Figure 8-481—HCCA TXOP Response frame Action field format(11aa)
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8.5.8.24 Public Key frame(11aa)


The Public Key frame is transmitted by an AP to provide its public key to peer APs and to request the peer’s
public key. The format of the Public Key frame body is defined in Figure 8-482 (Public Key frame body
format(11aa)).


The Category field is set to the value indicating a Public Action frame, as specified in Table 8-39 (Category
values).


The Action field is set to the value specified in Table 8-220 (Public Action field values) for a Public Key
frame.


The Request Type field is set to a number to identify the usage mode of this frame. The Request Types are
shown in Table 8-234 (Request Type definitions(11aa)).


The Request Type field is set to “Request” to indicate that a public key is being requested from a peer AP.


The Request Type field is set to “Response” to indicate that this frame is in response to a Public Key frame.


Editor’s Note: Reference to 8.4.1.40 from 802.11aa updated to refer to 8.4.1.42.


The Group field is used to indicate which cryptographic group was used when generating the public key and
is defined in 8.4.1.42 (Finite Cyclic Group field).


Editor’s Note: 8.4.1.39 does not contain a definition of a Public Key field.


The Public Key field contains the public key of the AP that is sending this Public Key frame and is defined
in 8.4.1.39 (Scalar field)


The use of the Public Key frame is described in 11.10 (AP PeerKey support(11aa)).


Category Action Request 
Type Group Public Key


Octets: 1 1 1 2 variable


Figure 8-482—Public Key frame body format(11aa)


Table 8-234—Request Type definitions(11aa)


Name Usage mode


Request 0


Response 1


Reserved 2–255
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8.5.9 FT Action frame details


8.5.9.1 General


Four Action frame formats are defined to support fast BSS transitions over the DS, which are initiated
through the currently associated AP. The FT Action frames are sent over the air between the STA and the
current AP. The Action frame is used as a transport mechanism for data that are destined for the target AP.
An FT Action field, in the octet immediately after the Category field, differentiates the FT Action
frame formats. The FT Action field values associated with each FT Action frame format are defined in
Table 8-235 (FT Action field values).


8.5.9.2 FT Request frame


The FT Request frame is sent by the STA to its associated AP to initiate an over-the-DS fast BSS transition.


Figure 8-483 (FT Request frame Action field format) shows the format of the FT Request frame Action
field.


The Category field is set to the value given in 8.4.1.11 (Action field) for FT Action frames.


The FT Action field is set to the value given in Table 8-235 (FT Action field values) for FT Request frames.


The STA Address field is set to the FTO’s MAC address.


The Target AP Address field is set to the BSSID value of the target AP.


The FT Request frame body contains the information shown in Table 8-236 (FT Request frame body).


The usage of these elements is defined in 12.8.2 (FT authentication sequence: contents of first message).


Table 8-235—FT Action field values


FT Action field value Description


0 Reserved


1 FT Request frames


2 FT Response frames


3 FT Confirm frames


4 FT Ack frames


5–255 Reserved


Category FT Action STA 
Address


Target AP 
Address FT Request frame body


Octets: 1 1 6 6 variable


Figure 8-483—FT Request frame Action field format
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8.5.9.3 FT Response frame


The FT Response frame is transmitted by the currently associated AP as a response to the STA’s FT Request
frame. Figure 8-484 (FT Response frame Action field format) shows the format of the FT Response frame
Action field.


The Category field is set to the value given in 8.4.1.11 (Action field) for FT Action frames.


The FT Action field is set to the value given in Table 8-235 (FT Action field values) for FT Response
frames.


The STA Address field is set to the FTO’s MAC address.


The Target AP Address field is set to the BSSID value of the target AP.


The Status Code field is a value from the options listed in 8.4.1.9 (Status Code field).


If the Status Code field is 0, then the FT Response frame body contains the information shown in Table 8-
237 (FT Response frame body).


The usage of these elements is defined in 12.8.3 (FT authentication sequence: contents of second message).


Table 8-236—FT Request frame body


Order Information Notes


1 RSN A RSNE is present if dot11RSNAActivated is true.


2 Mobility Domain The MDE is present.


3 Fast BSS Transition An FTE is present if dot11RSNAActivated is true.


Category FT  
Action


STA 
Address


Target AP 
Address


Status 
Code FT Response frame body


Octets: 1 1 6 6 2 variable


Figure 8-484—FT Response frame Action field format


Table 8-237—FT Response frame body


Order Information Notes


1 RSN The RSNE is present if dot11RSNAActivated is true.


2 Mobility Domain The MDE is present.


3 Fast BSS Transition An FTE is present if dot11RSNAActivated is true.







IEEE P802.11-REVmc/D0.5, Oct 2012


852 Copyright © 2012 IEEE. All rights reserved.


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


8.5.9.4 FT Confirm frame


The FT Confirm frame in an RSN is confirmation to the target AP of receipt of the ANonce and indicates the
liveness of the PTKSA. The FT Confirm frame is optionally used by the FTO to request resources. Figure 8-
485 (FT Confirm frame Action field format) shows the FT Confirm frame Action field format.


The Category field is set to the value given in 8.4.1.11 (Action field) for FT Action frames.


The FT Action field is set to the value given in Table 8-235 (FT Action field values) for FT Confirm frames.


The STA Address field is set to the FTO’s MAC address.


The Target AP Address field is set to the BSSID value of the target AP.


The FT Confirm frame body contains the information shown in Table 8-238 (FT Confirm frame body).


The usage of these elements is defined in 12.8.4 (FT authentication sequence: contents of third message).


8.5.9.5 FT Ack frame


The FT Ack frame is transmitted by the currently associated AP as a response to the STA’s FT Confirm
frame. Figure 8-486 (FT Ack frame Action field format) shows the FT Ack frame Action field format.


The Category field is set to the value given in 8.4.1.11 (Action field) for FT Action frames.


The FT Action field is set to the value given in Table 8-235 (FT Action field values) for FT Ack frames.


Category FT Action STA 
Address


Target AP 
Address FT Confirm frame body


Octets: 1 1 6 6 variable


Figure 8-485—FT Confirm frame Action field format


Table 8-238—FT Confirm frame body


Order Information Notes


1 RSN The RSNE is present if dot11RSNAActivated is true.


2 Mobility Domain The MDE is present.


3 Fast BSS Transition An FTE is present if dot11RSNAActivated is true.


4 RIC The RIC Request field is present if resources are being requested. 


Category FT 
Action


STA 
Address


Target 
AP 


Address


Status 
Code FT Ack frame body


Octets 1 1 6 6 2 variable


Figure 8-486—FT Ack frame Action field format
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The STA Address field is set to the FTO’s MAC address.


The Target AP Address field is set to the BSSID value of the target AP.


The Status Code field is a value from the options listed in 8.4.1.9 (Status Code field).


If the Status Code field is 0, then the FT Ack frame body contains the information shown in Table 8-239 (FT
Ack frame body).


The usage of these elements is defined in 12.8.5 (FT authentication sequence: contents of fourth message).


8.5.10 SA Query Action frame details


8.5.10.1 General


Two Action frame formats are defined for the SA Query procedure. A SA Query Action field, in the octet
field immediately after the Category field, differentiates the formats. The Action field values associated with
each frame format are defined in Table 8-240 (SA Query Action field values).


NOTE—The SA query functionality defined in this standard is used to prevent the Association Lockout problem
(defined in 10.3 (STA authentication and association)).


Table 8-239—FT Ack frame body


Order Information Notes


1 RSN The RSNE is present if dot11RSNAActivated is true.


2 Mobility Domain The MDE is present. 


3 Fast BSS Transition An FTE is present if dot11RSNAActivated is true.


4 Timeout Interval 
(reassociation deadline)


A TIE containing the reassociation deadline interval is present if 
resources were requested in the FT Confirm frame and 
dot11RSNAActivated is false.


5 RIC The RIC Response field is present if resources were requested in the 
FT Confirm frame. 


Table 8-240—SA Query Action field values


SA Query Action 
field value


Description


0 SA Query Request


1 SA Query Response
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8.5.10.2 SA Query Request frame


The SA Query Request frame is used to request a SA Query Response from the receiving STA. The format
of the Action field is shown in Figure 8-487 (SA Query Request frame Action field format).


Figure 8-487—SA Query Request frame Action field format


The Category field is set to the value indicating the SA Query category, as specified in Table 8-39 (Category
values) in 8.4.1.11 (Action field).


The SA Query Action field is set to the value indicating SA Query Request frame, as specified in Table 8-
240 (SA Query Action field values) in 8.5.10 (SA Query Action frame details).


The Transaction Identifier field is a 16-bit non-negative counter value set by the STA sending the SA Query
Request frame to identify any outstanding request/response transaction. 


8.5.10.3 SA Query Response frame


The SA Query Response frame is used to respond to an SA Query Request frame from another STA. The
format of the Action field is shown in Figure 8-488 (SA Query Response frame Action field format).


Figure 8-488—SA Query Response frame Action field format


The Category field is set to the value indicating the SA Query category, as specified in Table 8-39 (Category
values) in 8.4.1.11 (Action field).


The SA Query Action field is set to the value indicating SA Query Response frame, as specified in Table 8-
240 (SA Query Action field values) in 8.5.10 (SA Query Action frame details).


The Transaction Identifier field is set to the same value as the Transaction Identifier field in the
corresponding SA Query Request frame.


8.5.11 Protected Dual of Public Action frames


The Protected Dual of Public Action frame is defined to allow robust STA-STA communications of the
same information that is conveyed in Action frames that are not robust (see 8.4.1.11 (Action field)). A
Public Action field, in the octet immediately after the Category field, differentiates the Protected Dual of
Public Action frame formats. The defined Protected Dual of Public Action frames are listed in Table 8-241
(Public Action field values defined for Protected Dual of Public Action frames).


The Protected Dual of Public Action frames have the same format as the corresponding nonprotected Public
Action frame.  


Category SA Query Action Transaction 
Identifier


Octets: 1 1 2


Category SA Query Action Transaction 
Identifier


Octets: 1 1 2
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Table 8-241—Public Action field values defined for Protected Dual of Public Action frames


Public Action field value Description Defined in


0 Reserved


1 Protected DSE Enablement 8.5.8.4 (DSE 
Enablement 
frame format)


2 Protected DSE Deenablement 8.5.8.5 (DSE 
Deenablement 
frame format)


3 Reserved


4 Protected Extended Channel Switch Announcement 8.5.8.7 
(Extended 
Channel Switch 
Announcement 
frame format)


5 Protected Measurement Request 8.5.8.8 (DSE 
Measurement 
Request frame 
format)


6 Protected Measurement Report 8.5.8.9 (DSE 
Measurement 
Report frame 
format)


7 Reserved


8 Protected DSE Power Constraint 8.5.8.10 (DSE 
Power Constraint 
frame format)


9 Protected Vendor Specific 8.5.8.11 (Vendor 
Specific Public 
Action frame 
format)


10 Protected GAS Initial Request 8.5.8.12 (GAS 
Initial Request 
frame format)


11 Protected GAS Initial Response 8.5.8.13 (GAS 
Initial Response 
frame format)


12 Protected GAS Comeback Request 8.5.8.14 (GAS 
Comeback 
Request frame 
format)


13 Protected GAS Comeback Response 8.5.8.15 (GAS 
Comeback 
Response frame 
format)


14–17(11ae) Reserved


18(11ae) Protected QMF Policy 8.5.8.18 (QMF 
Policy frame 
format(11ae))
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8.5.12 HT Action frame details


8.5.12.1 HT Action field


Several Action frame formats are defined to support HT features. An HT Action field, in the octet
immediately after the Category field, differentiates the HT Action frame formats. The HT Action field
values associated with each frame format within the HT category are defined in Table 8-242 (HT Action
field values). The frame formats are defined in 8.5.12.2 (Notify Channel Width frame format) through
8.5.12.9 (Antenna Selection Indices Feedback frame format).


8.5.12.2 Notify Channel Width frame format


A STA sends the Notify Channel Width frame to another STA if it wants to change the channel width of
frames that the other STA sends to it. See definition in 10.15.2 (Basic 20/40 MHz BSS functionality).


19(11ae) Protected QMF Policy Change 8.5.8.19 (QMF 
Policy Change 
frame format)


20(11aa) Protected QLoad Request 8.5.8.20 (QLoad 
Request frame 
format(11aa))


21(11aa) Protected QLoad Report 8.5.8.21 (QLoad 
Report frame 
format(11aa))


22(11aa) Protected HCCA TXOP Advertisement 8.5.8.22 (HCCA 
TXOP 
Advertisement 
frame(11aa))


23(11aa) Protected HCCA TXOP Response 8.5.8.23 (HCCA 
TXOP Response 
frame(11aa))


24–255(11aa) Reserved


Table 8-242—HT Action field values


HT Action field value Meaning Time priority 


0 Notify Channel Width No


1 SM Power Save No


2 PSMP Yes


3 Set PCO Phase Yes


4 CSI Yes


5 Noncompressed Beamforming Yes


6 Compressed Beamforming Yes


7 ASEL Indices Feedback Yes


8–255 Reserved —


Table 8-241—Public Action field values defined for Protected Dual of Public Action frames
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The format of the Notify Channel Width frame Action field is defined in Table 8-243 (Notify Channel
Width frame Action field format).


This frame can be sent by both non-AP STA and AP. If an AP wishes to receive 20 MHz packets, it
broadcasts this Action frame to all STAs in the BSS. In addition, the AP indicates its current STA channel
width in the HT Operation element in the beacon. 


The Category field is set to the value for HT, specified in 8-39 (Category values).


The HT Action field is set to the value for Notify Channel Width, specified in Table 8-242 (HT Action field
values).


8.5.12.3 SM Power Save frame format


The SM Power Save frame is of category HT. The SM Power Save frame is used to manage SM power-
saving state transitions as defined in 10.2.4 (SM power save).


The Action field of the SM Power Save frame is defined in Table 8-244 (SM Power Save frame Action field
format).


The Category field is set to the value for HT, specified in Table 8-39 (Category values).


The HT Action field is set to the value for SM Power Save, specified in Table 8-242 (HT Action field
values).


8.5.12.4 PSMP frame format 


PSMP is an Action frame of category HT. 


The DA field of this frame is a group address. (See 9.26.1.8 (PSMP group addressed transmission rules).)


Table 8-243—Notify Channel Width frame Action field format


Order Information


1 Category


2 HT Action


3 Channel Width (see 8.4.1.21 (Channel Width 
field))


Table 8-244—SM Power Save frame Action field format


Order Information


1 Category


2 HT Action


3 SM Power Control (see 8.4.1.22 (SM Power Control 
field))
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The PSMP Parameter Set field and PSMP STA Info fields define zero or more PSMP-DTT and PSMP-UTT
time allocations that follow immediately after the PSMP frame.


The Action field of this frame is defined in Table 8-245 (PSMP frame Action field format). The PSMP
Parameter Set field is followed by zero or more PSMP STA Info fields.


The Category field is set to the value for HT, specified in Table 8-39 (Category values).


The HT Action field is set to the value for PSMP, specified in Table 8-242 (HT Action field values).


The PSMP STA Info fields within a PSMP frame are ordered by STA_INFO Type as follows: group
addressed (STA_INFO Type=1) and then individually addressed (STA_INFO Type=2).


8.5.12.5 Set PCO Phase frame format


Set PCO Phase is an Action frame of category HT that announces the phase change between 20 MHz and
40 MHz. The format of its Action field is defined in Table 8-246 (Set PCO Phase frame Action field
format). The operation of the PCO feature is defined in 10.16 (Phased coexistence operation (PCO)).


The Category field is set to the value for HT, specified in Table 8-39 (Category values).


The HT Action field is set to the value for Set PCO Phase, specified in Table 8-242 (HT Action field
values).


This frame is sent by a PCO active AP.


Table 8-245—PSMP frame Action field format


Order Information


1 Category


2 HT Action


3 PSMP Parameter Set (see 8.4.1.24 (PSMP Parameter Set field))


4 to (N_STA+3) PSMP STA Info (see 8.4.1.25 (PSMP STA Info field))
Repeated N_STA times (N_STA is a subfield of the PSMP Parameter Set field)


Table 8-246—Set PCO Phase frame Action field format


Order Information


1 Category


2 HT Action


3 PCO Phase Control (see 8.4.1.23 (PCO Phase 
Control field))
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8.5.12.6 CSI frame format


The CSI frame is an Action or an Action No Ack frame of category HT. The format of its Action field is
defined in Table 8-247 (CSI frame Action field format).


The Category field is set to the value for HT, specified in Table 8-39 (Category values).


The HT Action field is set to the value for CSI, specified in Table 8-242 (HT Action field values).


In a CSI frame, the fields of the MIMO Control field (see 8.4.1.26 (MIMO Control field)) are used as
described in Table 8-43 (Subfields of the MIMO Control field). The Codebook Information subfield is
reserved in this frame.


8.5.12.7 Noncompressed Beamforming frame format


The Noncompressed Beamforming frame is an Action or an Action No Ack frame of category HT. The
format of its Action field is defined in Table 8-248 (Noncompressed Beamforming frame Action field
format).


The Category field is set to the value for HT, specified in Table 8-39 (Category values).


The HT Action field is set to the value for Noncompressed Beamforming, specified in Table 8-242 (HT
Action field values).


In a Noncompressed Beamforming frame, the fields of the MIMO Control field (see 8.4.1.26 (MIMO
Control field)) are used as described in Table 8-43 (Subfields of the MIMO Control field). The Codebook
Information subfield is reserved in this frame.


Table 8-247—CSI frame Action field format


Order Information


1 Category


2 HT Action


3 MIMO Control (see 8.4.1.26 (MIMO Control field))


4 CSI Report (see 8.4.1.27 (CSI Report field))


Table 8-248—Noncompressed Beamforming frame Action field format


Order Information


1 Category


2 HT Action


3 MIMO Control (see 8.4.1.26 (MIMO Control field))


4 Noncompressed Beamforming Report (see 8.4.1.28 
(Noncompressed Beamforming Report field))
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8.5.12.8 Compressed Beamforming frame format


The Compressed Beamforming frame is an Action or an Action No Ack frame of category HT. The format
of its Action field is defined in Table 8-249 (Compressed Beamforming frame Action field format).


The Category field is set to the value for HT, specified in Table 8-39 (Category values).


The HT Action field is set to the value for Compressed Beamforming, specified in Table 8-242 (HT Action
field values).


In a Compressed Beamforming frame, the fields of the MIMO Control field (see 8.4.1.26 (MIMO Control
field)) are used as described in Table 8-43 (Subfields of the MIMO Control field). The Coefficient Size
subfield is reserved in this frame.


8.5.12.9 Antenna Selection Indices Feedback frame format


The Antenna Selection Indices Feedback frame is an Action or Action No Ack frame of category HT. The
format of its Action field is defined in Table 8-250 (Antenna Selection Indices Feedback frame Action field
format).


The Category field is set to the value for HT, specified in Table 8-39 (Category values).


The HT Action field is set to the value for ASEL Indices Feedback, specified in Table 8-242 (HT Action
field values).


Table 8-249—Compressed Beamforming frame Action field format


Order Information


1 Category


2 HT Action


3 MIMO Control (see 8.4.1.26 (MIMO Control field))


4 Compressed Beamforming Report (see 8.4.1.29 
(Compressed Beamforming Report field))


Table 8-250—Antenna Selection Indices Feedback frame Action field format


Order Information


1 Category


2 HT Action


3 Antenna Selection Indices (see 8.4.1.30 (Antenna 
Selection Indices field))
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8.5.13 TDLS Action field formats


8.5.13.1 General


Several Action field formats are defined to support TDLS. A TDLS Action field, in the octet immediately
after the Category field, differentiates the TDLS Action field formats. The TDLS Action field values
associated with each Action field format within the TDLS category are defined in Table 8-251 (TDLS
Action field values).


References to one of the TDLS Action field values as a frame, e.g., “TDLS Setup Request frame,” denote a
Data frame carrying a TDLS Action Field and any vendor-specific elements tunneled as described in 10.22.1
(General).


8.5.13.2 TDLS Setup Request Action field format


The Action field of a TDLS Setup Request Action field contains the information shown in Table 8-252
(Information for TDLS Setup Request Action field).


Table 8-251—TDLS Action field values


 Action field value Meaning


0 TDLS Setup Request


1 TDLS Setup Response


2 TDLS Setup Confirm


3 TDLS Teardown


4 TDLS Peer Traffic Indication


5 TDLS Channel Switch Request


6 TDLS Channel Switch Response


7 TDLS Peer PSM Request


8 TDLS Peer PSM Response


9 TDLS Peer Traffic Response


10 TDLS Discovery Request


11–255 Reserved


Table 8-252—Information for TDLS Setup Request Action field


Order Information Notes


1 Category The Category field is set to the value for TDLS, as defined in 
Table 8-39 (Category values).


2 Action The Action field is set to 0, representing TDLS Setup 
Request.


3 Dialog Token The Dialog Token field contains a unique nonzero value for 
the conversation between the STAs involved in this request. 
The Dialog Token is specified in 8.4.1.12 (Dialog Token 
field).







IEEE P802.11-REVmc/D0.5, Oct 2012


862 Copyright © 2012 IEEE. All rights reserved.


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


4 Capability The Capability field indicates the capabilities of the STA. The 
Capability field is defined in 8.4.1.4 (Capability Information 
field).


5 Supported rates The Supported Rates element indicates the rates that are 
supported by the STA. The Supported Rates element is 
defined in 8.4.2.3 (Supported Rates element).


6 Country The Country element is present when 
dot11MultiDomainCapabilityActivated is true or 
dot11SpectrumManagementRequired is true. The Country 
element is defined in 8.4.2.10 (Country element).


7 Extended supported rates The Extended Supported Rates element is present whenever 
there are more than eight supported rates, and it is optionally 
present otherwise. The Extended Supported Rates element is 
defined in 8.4.2.15 (Extended Supported Rates element).


8 Supported Channels The Supported Channels element is present if the TDLS 
channel switching capability field is equal to 1.
The Supported Channels element is defined in 8.4.2.20 
(Supported Channels element).


9 RSNE The RSNE is present if security is required on the direct link. 
The RSNE is defined in 8.4.2.27 (RSNE).


10 Extended Capabilities The Extended Capabilities element is optionally present if any 
of the fields in this element are nonzero. The Extended 
Capabilities element is defined in 8.4.2.29 (Extended 
Capabilities element).


11 QoS Capability The QoS Capability element is present when 
dot11QosOptionImplemented is true and not present 
otherwise. The QoS Capability element is defined in 8.4.2.37 
(QoS Capability element).


12 FTE The FTE is present if security is required on the TDLS direct 
link. The FTE is defined in 8.4.2.50 (Fast BSS Transition 
element (FTE)).


13 Timeout Interval (TPK Key 
Lifetime)


The Timeout Interval element contains the TPK Key Lifetime 
and is present if security is required on the direct link. 
The Timeout Interval element is defined in 8.4.2.51 (Timeout 
Interval element (TIE)).


14 Supported Operating Classes The Supported Operating Classes element is present if the 
TDLS channel switching capability field is equal to 1.
The Supported Operating Classes element is defined in 
8.4.2.56 (Supported Operating Classes element) (optional). 


15 HT Capabilities The HT Capabilities element is defined in 8.4.2.58 (HT 
Capabilities element).
The HT Capabilities element is present when 
dot11HighThroughputOptionImplemented is true. 


16 20/40 BSS Coexistence The 20/40 BSS Coexistence element is defined in 8.4.2.62 
(20/40 BSS Coexistence element).
The 20/40 BSS Coexistence element is optionally present. 


17 Link Identifier The Link Identifier element is specified in 8.4.2.64 (Link 
Identifier element).


Table 8-252—Information for TDLS Setup Request Action field  (continued)


Order Information Notes
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The TDLS Setup Request Action field is encapsulated in a Data frame and transmitted to the recipient STA
through the AP to request the setup of a TDLS direct link. See 10.22 (Tunneled direct-link setup).


8.5.13.3 TDLS Setup Response Action field format


The Action field of a TDLS Setup Response Action field contains the information shown in Table 8-253
(Information for TDLS Setup Response Action field).


Table 8-253—Information for TDLS Setup Response Action field


Order Information Notes


1 Category The Category field is set to the value for TDLS, as defined in 
Table 8-39 (Category values).


2 Action The Action field is set to 1, representing TDLS Setup Response.


3 Status Code The Status Code is defined in 8.4.1.9 (Status Code field).


4 Dialog Token The Dialog Token is copied from the corresponding TDLS Setup 
Request. The Dialog Token is specified in 8.4.1.12 (Dialog Token 
field).


5 Capability The Capability field indicates the capabilities of the STA and is 
present when the Status Code is 0 (successful), and is not present 
otherwise. The Capability field is defined in 8.4.1.4 (Capability 
Information field). 


6 Supported rates The Supported Rates element indicates the rates that are 
supported by the STA and is present when the Status Code is 0 
(successful), and is not present otherwise.The Supported Rates 
element is defined in 8.4.2.3 (Supported Rates element).


7 Country The Country element is present when Status Code is 0 and either 
dot11MultiDomainCapabilityActivated is true or 
dot11SpectrumManagementRequired is true, and is not present 
otherwise.
The Country element is defined in 8.4.2.10 (Country element)


8 Extended supported rates The Extended Supported Rates element is present when there are 
more than 8 supported rates and Status Code is 0. It is optionally 
present when there are less than 8 supported rates and Status 
Code is 0. Otherwise it is not present. The Extended Supported 
Rates element is defined in 8.4.2.15 (Extended Supported Rates 
element).


9 Supported Channels The Supported Channels element is defined in 8.4.2.20 
(Supported Channels element). It is present if the TDLS channel 
switching capability bit is equal to 1 and the Status Code is 0 
(Successful), and not present otherwise.


10 RSNE The RSNE is present if security is required on the TDLS direct 
link and the Status Code is 0 (successful), and not present 
otherwise. The RSNE is defined in 8.4.2.27 (RSNE).


11 Extended Capabilities The Extended Capabilities element is present if any of the fields 
in this element are nonzero and the Status Code is 0 (Successful), 
and not present otherwise. The Extended Capabilities element is 
defined in 8.4.2.29 (Extended Capabilities element).


12 QoS Capability The QoS Capability element is present when 
dot11QosOptionImplemented is true and the Status Code is 0 
(Successful) and not present otherwise. The QoS Capability 
element is defined in 8.4.2.37 (QoS Capability element).
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The TDLS Setup Response Action field is encapsulated in a Data frame and transmitted to the TDLS
initiator STA through the AP in response to a received TDLS Setup Request Action field. See 10.22
(Tunneled direct-link setup).


8.5.13.4 TDLS Setup Confirm Action field format


The Action field of a TDLS Setup Confirm Action field contains the information shown in Table 8-254
(Information for TDLS Setup Confirm Action field).


13 FTE The FTE is present if security is required on the TDLS direct link 
and the Status Code is 0 (Successful), and not present otherwise.
The FTE is defined in 8.4.2.50 (Fast BSS Transition element 
(FTE)).


14 Timeout Interval (TPK Key 
Lifetime)


The Timeout Interval element, containing the TPK Key Lifetime, 
is present if security is required on the direct link and the Status 
Code is 0 (successful), and not present otherwise.
The Timeout Interval element is defined in 8.4.2.51 (Timeout 
Interval element (TIE)).


15 Supported Operating Classes The Supported Operating Classes element is present if the TDLS 
channel switching capability bit is equal to 1 and the Status Code 
is 0 (successful) and not present otherwise.
The Supported Operating Classes element is defined in 8.4.2.56 
(Supported Operating Classes element). 


16 HT Capabilities The HT Capabilities element is present if 
dot11HighThroughputOptionImplemented is true and the Status 
Code is 0 (successful) and is not present otherwise. 
The HT Capabilities element is defined in 8.4.2.58 (HT 
Capabilities element).


17 20/40 BSS Coexistence The 20/40 BSS Coexistence element is optionally present if the 
Status Code is 0 and not present otherwise. 
The 20/40 BSS Coexistence element is defined in 8.4.2.62 (20/40 
BSS Coexistence element).


18 Link Identifier The Link Identifier element is present if the Status Code is 0.
The Link Identifier is specified in 8.4.2.64 (Link Identifier 
element). 


Table 8-254—Information for TDLS Setup Confirm Action field


Order Information Notes


1 Category The Category field is set to the value for TDLS, as defined in 
Table 8-39 (Category values).


2 Action The Action field is set to 2, representing TDLS Setup Confirm.


3 Status Code The Status Code is defined in 8.4.1.9 (Status Code field).


4 Dialog Token The Dialog Token is copied from the corresponding TDLS Setup 
Response. The Dialog Token is specified in 8.4.1.12 (Dialog 
Token field).


Table 8-253—Information for TDLS Setup Response Action field  (continued)


Order Information Notes
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The TDLS Setup Confirm Action field is encapsulated in a Data frame and transmitted to the TDLS
responder STA through the AP in response to a received TDLS Setup Response Action field. See 10.22
(Tunneled direct-link setup).


8.5.13.5 TDLS Teardown Action field format


The Action field of a TDLS Teardown Action field contains the information shown in Table 8-255
(Information for TDLS Teardown Action field).


5 RSNE The RSNE is present if security is required on the TDLS direct 
link and the Status Code is 0 (successful), and not present 
otherwise. The RSNE is defined in 8.4.2.27 (RSNE).


6 EDCA Parameter Set The EDCA parameter set is present if QoS is supported on the 
direct link. The EDCA Parameter Set element is specified in 
8.4.2.31 (EDCA Parameter Set element). It is present for Status 
Code 0 (Successful).


7 FTE The FTE is defined in 8.4.2.50 (Fast BSS Transition element 
(FTE)).
The FTE is present if security is required on the TDLS direct link 
and the Status Code is 0 (Successful), and not present otherwise.


8 Timeout Interval (TPK Key 
Lifetime)


The Timeout Interval element is defined in 8.4.2.51 (Timeout 
Interval element (TIE)).
The Timeout Interval, containing the TPK Key Lifetime, is 
present if security is required on the direct link and the Status 
Code is 0 (successful), and not present otherwise.


9 HT Operation The HT Operation element is present if 
dot11HighThroughputOptionImplemented is true, the TDLS 
Setup Response Action field contained an HT Capabilities 
element, the Status Code is 0 (success), and the BSS does not 
support HT.
The HT Operation element is defined in 8.4.2.59 (HT Operation 
element).


10 Link Identifier The Link Identifier is specified in 8.4.2.64 (Link Identifier 
element). It is present if the Status Code is 0.


Table 8-255—Information for TDLS Teardown Action field


Order Information Notes


1 Category The Category field is set to the value for TDLS, as defined in 
Table 8-39 (Category values).


2 Action The Action field is set to 3, representing TDLS Teardown.


3 Reason Code The Reason Code is defined in 8.4.1.7 (Reason Code field).


4 FTE The FTE is present  if a TPK handshake was successful for 
this session (optional).
The FTE is defined in 8.4.2.50 (Fast BSS Transition element 
(FTE)).


5 Link Identifier The Link Identifier is specified in 8.4.2.64 (Link Identifier 
element).


Table 8-254—Information for TDLS Setup Confirm Action field  (continued)
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The TDLS Teardown Action field is encapsulated in a Data frame and transmitted to the TDLS peer STA
directly or through the AP to tear down a TDLS direct link. See 10.22 (Tunneled direct-link setup).


8.5.13.6 TDLS Peer Traffic Indication Action field format


The Action field of a TDLS Peer Traffic Indication Action field contains the information shown in Table 8-
256 (Information for TDLS Peer Traffic Indication Action field).


The TDLS Peer Traffic Indication Action field indicates the state of the power save buffer at the STA
supporting TDLS Peer U-APSD that is buffering data for a TDLS peer STA in power save mode.


The TPU Buffer Status element indicates the status of the AC buffers at the TPU buffer STA.


The PTI Control element is optionally included in the TDLS Peer Traffic Indication Action field (see
10.2.1.15 (TDLS Peer U-APSD)) to identify the latest MPDU transmitted to the TPU sleep STA that is the
destination of the TDLS Peer Traffic Indication Action field.


The TDLS Peer Traffic Indication Action field is encapsulated in a Data frame and transmitted to the TDLS
peer STA through the AP. See 10.2.1.15 (TDLS Peer U-APSD).


8.5.13.7 TDLS Channel Switch Request Action field format


The Action field of the TDLS Channel Switch Request Action field contains the information shown in
Table 8-257 (Information for TDLS Channel Switch Request Action field).


Table 8-256—Information for TDLS Peer Traffic Indication Action field


Order Information Notes


1 Category The Category field is set to the value for , as defined in 
Table 8-39 (Category values)


2 Action The Action field is set to 4, representing  Peer Traffic 
Indication.


3 Dialog Token The Dialog Token is specified in 8.4.1.12 (Dialog Token 
field).


4 Link Identifier The Link Identifier is specified in 8.4.2.64 (Link Identifier 
element).


5 PTI Control The PTI Control element is optionally present. It is defined in 
8.4.2.67 (PTI Control element).


6 TPU Buffer Status The TPU Buffer Status element is defined in 8.4.2.68 (TPU 
Buffer Status element).


Table 8-257—Information for TDLS Channel Switch Request Action field


Order Information Notes


1 Category The Category field is set to the value for TDLS, as defined in 
Table 8-39 (Category values).


2 Action The Action field is set to 5, representing TDLS Channel 
Switch Request.
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The TDLS Channel Switch Request Action field is encapsulated in a Data frame and transmitted directly to
the TDLS peer STA to request for the TDLS direct link to be switched to another channel. See 10.22
(Tunneled direct-link setup).


8.5.13.8 TDLS Channel Switch Response Action field format


The Action field of the TDLS Channel Switch Response Action field contains the information shown in
Table 8-258 (Information for TDLS Channel Switch Response Action field).


The TDLS Channel Switch Response Action field is encapsulated in a Data frame and transmitted directly to
the TDLS peer STA in response to a received TDLS Channel Switch Request Action field. See 10.22
(Tunneled direct-link setup).


8.5.13.9 TDLS Peer PSM Request Action field format


The TDLS Peer PSM Request Action field contains the information shown in Table 8-259 (Information for
TDLS Peer PSM Request Action field).


3 Target Channel 1 octet field that specifies the channel number of the target 
channel. See 8.4.1.35 (Target Channel).


4 Operating Class 1 octet field that specifies the operating class for the target 
channel. The Operating Channel field is defined in 8.4.1.36 
(Operating Class).


5 Secondary Channel Offset The secondary channel offset is present if a switch to a 40 
MHz direct link is indicated and is absent otherwise. See 
8.4.2.22 (Secondary Channel Offset element).


6 Link Identifier The Link Identifier element is specified in 8.4.2.64 (Link 
Identifier element).


7 Channel Switch Timing The Channel Switch Timing element is specified in 8.4.2.66 
(Channel Switch Timing element).


Table 8-258—Information for TDLS Channel Switch Response Action field


Order Information Notes


1 Category The Category field is set to the value for TDLS, as defined in 
Table 8-39 (Category values).


2 Action The Action field is set to 6, representing TDLS Channel 
Switch Response.


3 Status Code The Status Code is defined in 8.4.1.9 (Status Code field).


5 Link Identifier The Link Identifier element is specified in 8.4.2.64 (Link 
Identifier element). It is present if the Status Code is 0.


6 Channel Switch Timing The Channel Switch Timing element is specified in 8.4.2.66 
(Channel Switch Timing element).


Table 8-257—Information for TDLS Channel Switch Request Action field


Order Information Notes
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The TDLS Peer PSM Request Action field is encapsulated in a Data frame and transmitted to the TDLS peer
STA, directly or through the AP, to setup or change a periodic wakeup schedule on the TDLS direct link.
See 10.2.1.14 (TDLS Peer Power Save Mode).


8.5.13.10 TDLS Peer PSM Response Action field format


The TDLS Peer PSM Response Action field contains the information shown in Table 8-260 (Information for
TDLS Peer PSM Response Action field).


The TDLS Peer PSM Response Action field is encapsulated in a Data frame and transmitted to the TDLS
peer STA directly in response to a TDLS Peer PSM Request Action field. See 10.2.1.14 (TDLS Peer Power
Save Mode).


Table 8-259—Information for TDLS Peer PSM Request Action field


Order Information Notes


1 Category The Category field is set to the value for TDLS, as defined in 
Table 8-39 (Category values).


2 Action The Action field is set to 7, representing TDLS Peer PSM 
Request.


3 Dialog Token The Dialog Token contains a value that is unique among TDLS 
Peer PSM Request Action fields for which a corresponding TDLS 
Peer PSM Response Action field has not been received. The 
Dialog Token is specified in 8.4.1.12 (Dialog Token field).


4 Link Identifier The Link Identifier element is specified in 8.4.2.64 (Link 
Identifier element).


5 Wakeup Schedule The Wakeup Schedule element is specified in 8.4.2.65 (Wakeup 
Schedule element).


Table 8-260—Information for TDLS Peer PSM Response Action field


Order Information Notes


1 Category The Category field is set to the value for TDLS, as defined in 
Table 8-39 (Category values).


2 Action The Action field is set to 8, representing TDLS Peer PSM 
Response.


3 Dialog Token The Dialog Token is set to the value contained in the 
corresponding TDLS Peer PSM Request Action field. The 
Dialog Token is specified in 8.4.1.12 (Dialog Token field).


4 Status Code The Status Code is specified in 8.4.1.9 (Status Code field).


5 Link Identifier The Link Identifier element is specified in 8.4.2.64 (Link 
Identifier element). It is present if the Status Code is 0.


6 Wakeup Schedule The Wakeup Schedule element is present is present if the 
status code is set to 2 (“TDLS Wakeup Schedule rejected but 
alternative schedule provided”) and is not present otherwise. 
The Wakeup Schedule is specified in 8.4.2.65 (Wakeup 
Schedule element).
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8.5.13.11 TDLS Peer Traffic Response Action field format


The Action field of a TDLS Peer Traffic Response Action field contains the information shown in Table 8-
261 (Information for TDLS Peer Traffic Response Action field).


The TDLS Peer Traffic Response Action field indicates the receipt of the corresponding TDLS Peer Traffic
Indication Action field.


The Dialog Token field is set to the nonzero value of the corresponding TDLS Peer Traffic Indication
Action field.


The Link Identifier field is set to identify the TDLS direct link in relation to which the TDLS Peer Traffic
Response Action field is transmitted.


The Peer Traffic Response Action field is encapsulated in a Data frame and transmitted to the TDLS peer
STA directly. See 10.2.1.15 (TDLS Peer U-APSD).


8.5.13.12 TDLS Discovery Request Action field format


The TDLS Discovery Request Action field contains the information shown in Table 8-262 (Information for
TDLS Discovery Request Action field).


Table 8-261—Information for TDLS Peer Traffic Response Action field


Order Information Notes


1 Category The Category field is set to the value for TDLS, as defined in 
Table 8-39 (Category values).


2 Action The Action field is set to 9, representing TDLS Peer Traffic 
Response.


3 Dialog Token The Dialog Token is specified in 8.4.1.12 (Dialog Token 
field).


4 Link Identifier The Link Identifier element is specified in 8.4.2.64 (Link 
Identifier element).


Table 8-262—Information for TDLS Discovery Request Action field


Order Information Notes


1 Category The Category field is set to the value for TDLS, as defined in 
Table 8-39 (Category values).


2 Action The Action field is set to 10, representing TDLS Discovery 
Request.


3 Dialog Token The Dialog Token can be used to match TDLS Discovery 
Response frames to the corresponding TDLS Discovery Request 
frame. The Dialog Token is specified in 8.4.1.12 (Dialog Token 
field).


4 Link Identifier The Link Identifier element is specified in 8.4.2.64 (Link 
Identifier element).
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The TDLS Discovery Request Action field is encapsulated in a Data frame and transmitted to a TDLS peer
STA through the AP, to request TDLS capable STAs in the same BSS to respond with a TDLS Discovery
Response frame. See 10.22 (Tunneled direct-link setup).


8.5.14 WNM Action details


8.5.14.1 WNM Action fields


Several Action frame formats are defined for wireless network management (WNM) purposes. An Action
field, in the octet field immediately after the Category field, differentiates the formats. The Action field
values associated with each frame format are defined in Table 8-263 (WNM Action field values). 


Table 8-263—WNM Action field values


Action field value Description


0 Event Request


1 Event Report


2 Diagnostic Request


3 Diagnostic Report


4 Location Configuration Request


5 Location Configuration Response


6 BSS Transition Management Query


7 BSS Transition Management Request


8 BSS Transition Management Response


9 FMS Request


10 FMS Response


11 Collocated Interference Request


12 Collocated Interference Report


13 TFS Request


14 TFS Response


15 TFS Notify


16 WNM-Sleep Mode Request


17 WNM-Sleep Mode Response


18 TIM Broadcast Request 


19 TIM Broadcast Response 


20 QoS Traffic Capability Update


21 Channel Usage Request


22 Channel Usage Response


23 DMS Request


24 DMS Response


25 Timing Measurement Request


26 WNM-Notification Request
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8.5.14.2 Event Request frame format


The Event Request frame uses the Action frame body format and is transmitted by a STA to request another
STA to report one or more events. The format of the frame is shown in Figure 8-489 (Event Request frame
body format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


The Action field is the value indicating Event Request frame, as specified in Table 8-263 (WNM Action
field values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is a nonzero value chosen by the STA sending the event request to identify the
request/report transaction.


The Event Request Elements field contains one or more of the Event Request elements described in 8.4.2.69
(Event Request element).


The Destination URI element field contains zero or one Destination URI element described in 8.4.2.92
(Destination URI element).


8.5.14.3 Event Report frame format


The Event Report frame uses the Action frame body format and is transmitted by a STA in response to an
Event Request frame, or autonomously. The format of the Event Report frame body is shown in
Figure 8-490 (Event Report frame body format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field). 


27 WNM-Notification Response


28–255 Reserved


Category Action Dialog Token Event Request 
Elements


Destination URI 
Element 
(optional)


Octets: 1 1 1 variable variable


Figure 8-489—Event Request frame body format 


Category Action Dialog Token Event Report 
Elements 


Octets: 1 1 1 variable


Figure 8-490—Event Report frame body format 


Table 8-263—WNM Action field values  (continued)


Action field value Description
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The Action field is the value indicating Event Report, as specified in Table 8-263 (WNM Action field
values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is the nonzero value of the corresponding Event Request frame. If the Event Report
frame is being transmitted other than in response to an Event Request frame, then the Dialog token is 0.


The Event Report Elements field contains one or more of the Event Report elements described in 8.4.2.70
(Event Report element).


8.5.14.4 Diagnostic Request frame format


The Diagnostic Request frame uses the Action frame body format and is transmitted by a STA requesting
the receiving STA to execute a diagnostic test. The format of the frame is shown in Figure 8-491 (Diagnostic
Request frame body format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


The Action field is the value indicating Diagnostic Request frame, as specified in Table 8-263 (WNM
Action field values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is a nonzero value chosen by the STA sending the Diagnostic (#99)Request frame to
identify the request/report transaction.


The Diagnostic Request Elements field contains one or more of the Diagnostic Request elements described
in 8.4.2.71 (Diagnostic Request element). The number and length of the Diagnostic Request elements in a
Diagnostic Request frame is limited by the maximum MMPDU size (see 8.3.3.1 (Format of
(#100)Management frames)).


The Destination URI element field contains zero or one Destination URI element described in 8.4.2.92
(Destination URI element).


8.5.14.5 Diagnostic Report frame format


The Diagnostic Report frame uses the Action frame body format transmitted by a STA in response to a
Diagnostic Request frame. The format of the Diagnostic Report frame body is shown in Figure 8-492
(Diagnostic Report frame body format). 


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field). 


Category Action Dialog Token Diagnostic Request 
Elements


Destination URI 
Element (optional)


Octets: 1 1 1 variable variable


Figure 8-491—Diagnostic Request frame body format


Category Action Dialog Token Diagnostic Report 
Elements 


Octets: 1 1 1 variable


Figure 8-492—Diagnostic Report frame body format 
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The Action field is the value indicating Diagnostic Report, as specified in Table 8-263 (WNM Action field
values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is the nonzero value in any corresponding Diagnostic Request frame. 


The Diagnostic Report Elements field contains one or more of the Diagnostic Report elements described in
8.4.2.72 (Diagnostic Report element). The number and length of the Diagnostic Report elements in a
Diagnostic Report frame is limited by the maximum MMPDU size (see 8.3.3.1 (Format of
(#100)Management frames)).


8.5.14.6 Location Configuration Request frame format 


The Location Configuration Request frame uses the Action frame body format and is transmitted by a STA
to configure another STA to send a Location Track Notification frame on a set of channels periodically for
the purposes of determining location of the STA. The format of the Location Configuration Request frame
body is shown in Figure 8-493 (Location Configuration Request frame body format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field). 


The Action field is the value indicating Location Configuration Request, as specified in Table 8-263 (WNM
Action field values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is a nonzero value that is unique among the Location Configuration Request frames
sent to each destination MAC address for which a corresponding Location Configuration Response frame
has not been received.


The Location Parameters Element field contains the location parameters subelements, described in 8.4.2.73
(Location Parameters element). Table 8-264 (Location Parameters Element field for Location Configuration
Request frame) defines the allowed Location Parameters subelements for a Location Parameters element
that is included in the Location Configuration Request frame.


8.5.14.7 Location Configuration Response frame format


The Location Configuration Response frame uses the Action frame body format and is transmitted by a STA
in response to the receipt of a Location Configuration Request frame. The format of the Location
Configuration Response frame body is shown in Figure 8-494 (Location Configuration Response frame
body format). 


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field). 


The Action field is the value indicating Location Configuration Response, as specified in Table 8-263
(WNM Action field values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is the nonzero value received in the Location Configuration Request frame to
identify the request/response transaction.


Category Action Dialog Token Location Parameters 
Element


Octets: 1 1 1 variable


Figure 8-493—Location Configuration Request frame body format
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The Location Parameters Element field contains the location parameters subelements, described in 8.4.2.73
(Location Parameters element). Table 8-265 (Location Parameters Element field for Location Configuration
Response frame) defines the allowed Location Parameters subelements for a Location Parameters element
that is included in the Location Configuration Response frame.


8.5.14.8 BSS Transition Management Query frame format 


The BSS Transition Management Query frame uses the Action frame body format and is transmitted by a
STA requesting or providing information on BSS transition candidate APs. The format of the BSS
Transition Management Query frame body is shown in Figure 8-495 (BSS Transition Management Query
frame body format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field). 


The Action field is the value indicating BSS Transition Management Query, as specified in Table 8-263
(WNM Action field values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is a nonzero value chosen by the STA sending the BSS Transition Management
Query to identify the query/request/response transaction.


The BSS Transition Query Reason field contains the reason code for a BSS transition management query as
defined in Table 8-139 (Transition and Transition Query reasons). 


The BSS Transition Candidate List Entries field contains zero or more Neighbor Report elements, as
described in 8.4.2.39 (Neighbor Report element). The Neighbor Report elements are collected by the STA as
part of its scanning procedures and provided to the AP as described in 10.23.6.2 (BSS transition
management query). The length of the BSS Transition Candidate List Entries field in a BSS Transition


Table 8-264—Location Parameters Element field for Location Configuration Request frame


Allowed subelement fields Subelement ID Notes


Location Indication Parameters 1 The Location Indication Parameters subelement is 
included in the Location Configuration Request frame.


Location Indication Channels 2 The Location Indication Channels subelement is included 
in the Location Configuration Request frame.


Location Indication Broadcast 
Data Rate


6 The Location Indication Broadcast Data Rate subelement 
is included in the Location Configuration Request frame.


Location Indication Options 8 The Location Indication Options subelement may be 
included in the Location Configuration Request frame.


Vendor Specific Information 221 The Vendor Specific (#136)subelement may be included 
in the Location Configuration Request frame.


Category Action Dialog Token
Location 


Parameters 
Element


Octets: 1 1 1 variable


Figure 8-494—Location Configuration Response frame body format
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Management Query frame is limited by the maximum MMPDU size (see 8.3.3.1 (Format of
(#100)Management frames)).


8.5.14.9 BSS Transition Management Request frame format


The BSS Transition Management Request frame uses the Action frame body format and is transmitted by an
AP STA in response to a BSS Transition Management Query frame, or autonomously. The format of the
BSS Transition Management Request frame body is shown in Figure 8-496 (BSS Transition Management
Request frame body format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field). 


The Action field is the value indicating BSS Transition Management Request frame, as specified in Table 8-
263 (WNM Action field values) in 8.5.14.1 (WNM Action fields).


Table 8-265—Location Parameters Element field for Location Configuration Response 
frame


Allowed subelement fields Subelement ID Notes


Location Indication Parameters 1 The Location Indication Parameters subelement may be 
included in the Location Configuration Response frame.


Location Indication Channels 2 The Location Indication Channels subelement may be 
included in the Location Configuration Response frame.


Location Indication Broadcast 
Data Rate


6 The Location Indication Broadcast Data Rate subelement 
may be included in the Location Configuration Response 
frame.


Location Indication Options 8 The Location Indication Options subelement may be 
included in the Location Configuration Response frame.


Location Status 3 The Location Status subelement is included in the 
Location Configuration Response frame. If all 
configuration of the subelements contained in a Location 
Configuration Request frame was successful, then a 
single Location Status subelement is included in the 
Location Configuration Response frame. For each 
subelement contained in the Location Configuration 
Request frame that is not successful a Location Status 
subelement is included in the Location Configuration 
Response frame that indicates the subelement ID and the 
unsuccessful status code for that subelement ID.


Vendor Specific Information 221 The Vendor Specific (#136)subelement may be included 
in the Location Configuration Response frame.


Category Action Dialog Token BSS Transition 
Query Reason


BSS Transition 
Candidate List 


Entries
(Optional)


Octets: 1 1 1 1 variable


Figure 8-495—BSS Transition Management Query frame body format
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The Dialog Token field is the nonzero value received in the BSS Transition Management Query frame if the
BSS Transition Management Request frame is being transmitted in response to a BSS Transition
Management Query frame. If the BSS Transition Management Request frame is being transmitted other than
in response to a BSS Transition Management Query frame, then the Dialog Token field is a nonzero value
chosen by the AP STA sending the BSS Transition Management Request frame to identify the request/
response transaction.


The Request mode field is defined in Figure 8-497 (Request Mode field).


— The Preferred Candidate List Included (bit 0) field indicates whether the BSS transition candidate
list included in this frame is a preferred candidate list or a list of known BSS transition candidates.
The Preferred Candidate List Included bit set to 0 indicates that the receiving STA may ignore the
BSS Transition Candidate List Entries field. The Preferred Candidate List Included bit set to 1
indicates that the sender expects the receiving STA to process this frame. 


— The Abridged (bit 1) field indicates to the recipient of the frame the intended treatment of all
BSSIDs not listed in the BSS Transition Candidate List Entries field. The AP sets the Abridged bit
in the Request Mode field to 1 when a preference value of 0 is assigned to all BSSIDs that do NOT
appear in the BSS Transition Candidate List. The AP sets the Abridged bit in the Request Mode field
to 0 when the AP has no recommendation for or against any BSSID not present in the BSS
Transition Candidate List Entries field. 


— The Disassociation Imminent (bit 2) field indicates whether the STA will be disassociated from the
current AP. The Disassociation Imminent bit in the Request Mode field set to 1 indicates that STA is
to be disassociated from the current AP. The Disassociation Imminent field set to 0 indicates that
disassociation from the AP is not imminent.


— The BSS Termination Included (bit 3) field indicates that the BSS Termination Duration field is
included, the BSS is shutting down and the STA will be disassociated. The AP sets the BSS
Termination Included bit in the Request mode field to 1 to indicate that the BSS is shutting down.
The BSS Termination Included bit is 0 if no BSS Termination Duration information is included in
the BSS Transition Management Request frame.


— The ESS Disassociation Imminent (bit 4) field indicates that the Session Information URL field is
included, and that the STA will be disassociated from the ESS. The ESS Disassociation Imminent


Category Action Dialog Token Request mode Disassociation 
Timer


Octets: 1 1 1 1 2


Validity Interval 


BSS 
Termination 


Duration 
(optional)


Session 
Information URL 


(optional)


BSS Transition 
Candidate List 


Entries


Octets: 1 0 or 12 variable variable


Figure 8-496—BSS Transition Management Request frame body format


Preferred 
Candidate List 


Included
Abridged Disassociation 


Imminent 


BSS 
Termination 


Included


ESS 
Disassociation 


Imminent
Reserved


Bit: 0 1 2 3 4 5- 7


Figure 8-497—Request Mode field
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bit in the Request Mode field set to 1 indicates that STA is to be disassociated from the ESS. When
the ESS Disassociation Imminent bit is 1, a Session Information URL field is included in the BSS
Transition Management Request frame. The ESS Disassociation Imminent field set to 0 indicates
that disassociation from the ESS is not imminent.


The Disassociation Timer indicates the time after which the AP will issue a Disassociation frame to this
STA. The Disassociation Timer field is the number of beacon transmission times (TBTTs) until the AP
sends a Disassociation frame to this STA. A value of 0 indicates that the AP has not determined when it will
send a Disassociation frame to this STA. If the Disassociation Imminent field is 0, the Disassociation Timer
field is reserved. The format of the Disassociation Timer field is shown in Figure 8-498 (Disassociation
Timer field format).


The Validity Interval field is the number of beacon transmission times (TBTTs) until the BSS transition
candidate list is no longer valid. A value of 0 is reserved.


The BSS Termination Duration field contains the BSS Termination Duration subelement (see 8.4.2.39
(Neighbor Report element)) for the current BSS and is present only when the BSS Termination Included
field is 1 in the Request mode field.


The format of the optional Session Information URL field is shown in Figure 8-499 (Session Information
URL field format). This field is present when the ESS Disassociation Imminent field is 1.


The URL Length field is the value of the length of the URL field. The URL Length field is 0 when the URL
field is not present.


The URL field is a variable-length field formatted in accordance with IETF RFC 3986-2005.


The BSS Transition Candidate List Entries field contains one or more Neighbor Report elements described
in 8.4.2.39 (Neighbor Report element). If the STA has no information in response to the BSS Transition
Management Query frame, the Neighbor Report elements are omitted and the Preferred Candidate List
Included bit is 0. The length of the BSS Transition Candidate List Entries in a BSS Transition Management
Request frame is limited by the maximum MMPDU size (see 8.3.3.1 (Format of (#100)Management
frames)).


8.5.14.10 BSS Transition Management Response frame format


The BSS Transition Management Response frame uses the Action frame body format and is optionally
transmitted by a STA in response to a BSS Transition Management Request frame. The format of the BSS


B0 B15


Disassociation 
Timer


Bits 16


Figure 8-498—Disassociation Timer field format


URL Length URL (optional)


Octets: 1 variable


Figure 8-499—Session Information URL field format
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Transition Management Response frame body is shown in Figure 8-500 (BSS Transition Management
Response frame body format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field). 


The Action field is the value indicating BSS Transition Response, as specified in Table 8-263 (WNM Action
field values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is the value in the corresponding BSS Transition Management Request frame. The
BSS Transition Management Response frame is only transmitted in response to a BSS Transition
Management Request frame.


The Status code field contains the status code in response to a BSS Transition Management Request frame
as defined in Table 8-266 (Status code definitions). If the STA will transition to another BSS, then the status
code is 0 (i.e., Accept). If the STA intends to retain the association with the current BSS, the status code is
one of the “Reject” status codes. 


The BSS Termination Delay field is the number of minutes that the responding STA requests the BSS to
delay termination. This field is reserved if the Status code field value is not set to 5.


The Target BSSID field is the BSSID of the BSS that the non-AP STA transitions to. This field is not
present if the STA does not transition or if no transition information is available.


Category Action Dialog 
Token


Status 
code 


BSS 
Termination 


Delay


Target BSSID 
(Optional) 


BSS 
Transition 


Candidate List 
Entries


(Optional)


Octets: 1 1 1 1 1 0 or 6 variable


Figure 8-500— BSS Transition Management Response frame body format 


Table 8-266—Status code definitions


Status code Status code description 


0 Accept 


1 Reject—Unspecified reject reason.


2 Reject—Insufficient Beacon or Probe Response frames received from all candidates.


3 Reject—Insufficient available capacity from all candidates. 


4 Reject—BSS Termination undesired.


5 Reject—BSS Termination delay requested.


6 Reject—STA BSS Transition Candidate List provided.


7 Reject—No suitable BSS transition candidates.


8 Reject—Leaving ESS.


9–255 Reserved
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The BSS Transition Candidate List Entries field contains zero or more Neighbor Report elements described
in 8.4.2.39 (Neighbor Report element). The Neighbor Report elements are collected by the STA as part of its
scanning procedures and provided to the AP as described in 10.23.6.4 (BSS transition management
response). The length of the BSS Transition Candidate List Entries field in a BSS Transition Management
Response frame is limited by the maximum MMPDU size (see 8.3.3.1 (Format of (#100)Management
frames)).


8.5.14.11 FMS Request frame format


The FMS Request frame is sent by a non-AP STA to the AP to request the specified FMS and to propose
delivery intervals for a set of group addressed streams. The FMS Request frame is also sent by a non-AP
STA to request a modification to a previous FMS Request. The format of the frame is shown in
Figure 8-501 (FMS Request frame format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


The Action field is the value indicating FMS Request frame, as specified in Table 8-263 (WNM Action field
values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is a nonzero value that is unique among the FMS Request frame sent to each
destination MAC address for which a corresponding FMS Report frame has not been received.


The FMS Request Element field indicates the group addressed traffic streams that are requested by the non-
AP STA. The FMS Request Element field contains one FMS Request element described in 8.4.2.78 (FMS
Request element).


8.5.14.12 FMS Response frame format


The FMS Response frame is sent by an AP in response to an FMS Request frame, or sent by the AP to the
STA to instruct the non-AP STA to change the delivery interval or data rate. The format of the frame is
shown in Figure 8-502 (FMS Response frame format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


The Action field is the value indicating FMS Response frame, as specified in Table 8-263 (WNM Action
field values) in 8.5.14.1 (WNM Action fields).


Category Action Dialog Token FMS Request 
Element


Octets: 1 1 1 variable


Figure 8-501—FMS Request frame format


Category Action Dialog Token FMS Response Element


Octets: 1 1 1 variable


Figure 8-502—FMS Response frame format
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The Dialog Token field is the nonzero value received in the FMS Request frame to identify the request/
response transaction. If an FMS Response frame is being transmitted other than in response to an FMS
Request frame, then the Dialog Token field is 0.


The FMS Response Element indicates the group addressed traffic streams that the AP supports and the
corresponding delivery intervals. The FMS Response Element field contains one FMS Response elements,
described in 8.4.2.79 (FMS Response element).


8.5.14.13 Collocated Interference Request frame format


The Collocated Interference Request frame uses the Action frame body format and is transmitted by a STA
to request collocated interference reports, sent using Collocated Interference Report frames. The format of
the Collocated Interference Request frame body is shown in Figure 8-503 (Collocated Interference Request
frame format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


The Action field is the value indicating Collocated Interference Request, as specified in Table 8-263 (WNM
Action field values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is any nonzero value to identify the request/response transaction.


The Request Info field is shown in Figure 8-504 (Request Info field format).


The Automatic Report Enabled subfield contains an unsigned integer value. 


The Automatic Report Enabled subfield set to 0 indicates that the requesting STA cancels the previous
requests so that the receiving STA stops sending collocated interference reports. 


The Automatic Report Enabled subfield set to 1 indicates that the requesting STA requests the receiving
STA to send a collocated interference report when the STA knows of a change in the collocated interference,
subject to meeting the Report Timeout requirement.


The Automatic Report Enabled subfield set to 2 indicates that the requesting STA requests the receiving
STA to send a collocated interference report periodically using the period included in the Report Period field
in the Collocated Interference Report element; see 8.4.2.87 (Collocated Interference Report element).


Category Action Dialog Token Request Info


Octets: 1 1 1 1


Figure 8-503—Collocated Interference Request frame format


B0 B1 B2 B7


Automatic Report Enabled Report Timeout


Bits: 2 6


Figure 8-504—Request Info field format
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The Automatic Report Enabled subfield set to 3 indicates that the requesting STA requests the receiving
STA to send collocated interference reports periodically using the period included in the Report Period field
in the Collocated Interference Report element; see 8.4.2.87 (Collocated Interference Report element), or
send a collocated interference report when the STA knows of a change in the collocated interference, subject
to meeting the Report Timeout requirement.


The Report Timeout field contains a value in units of 200 TUs and indicates the minimum duration between
two consecutive Collocated Interference Report frames from the reporting STA. When the Automatic
Report Enabled subfield is 0, the Report Timeout field is reserved. 


8.5.14.14 Collocated Interference Report frame format


The Collocated Interference Report frame uses the Action frame body format and is transmitted in response
to Collocated Interference Request frame. The format of the Collocated Interference Report frame body is
shown in Figure 8-505 (Collocated Interference Report frame format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


The Action field is the value indicating Collocated Interference Report frame, as specified in Table 8-263
(WNM Action field values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is the nonzero value received in the corresponding Collocated Interference Request
frame to identify the request/response transaction.


The Collocated Interference Report Elements field contains one or more Collocated Interference Report
elements to indicate the characteristics of the reported collocated interferences, as defined in 8.4.2.87
(Collocated Interference Report element).


8.5.14.15 TFS Request frame format


The TFS Request frame is sent by a non-AP STA to the AP to request the specified traffic filtering. The
format of TFS Request frame is defined in Figure 8-506 (TFS Request frame format).


Category Action Dialog Token


Collocated 
Interference 


Report 
Elements


Octets: 1 1 1 variable


Figure 8-505—Collocated Interference Report frame format


Zero or more 
TFS Request 


elements


Category Action Dialog Token TFS Request 
Elements


Octets: 1 1 1 variable


Figure 8-506—TFS Request frame format







IEEE P802.11-REVmc/D0.5, Oct 2012


882 Copyright © 2012 IEEE. All rights reserved.


1
2
3
4
5
6
7
8
9


10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


The Action field is the value indicating TFS Request frame, as specified in Table 8-263 (WNM Action field
values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is a value chosen by the STA sending the TFS Request frame to identify the request/
response transaction.


The TFS Request Elements field contains one or more TFS Request elements, as defined in 8.4.2.82 (TFS
Request element), to specify the traffic filters that are requested by the non-AP STA, or zero TFS Request
elements to cancel traffic filtering (see 10.23.11.2 (TFS non-AP STA operation)).(#313)


8.5.14.16 TFS Response frame format


The TFS Response frame is sent by an AP in response to a TFS Request frame. The format of the TFS
Response frame is defined in Figure 8-507 (TFS Response frame format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


The Action field is the value indicating TFS Response frame, as specified in Table 8-263 (WNM Action
field values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is the value in the corresponding TFS Request frame.


The TFS Response Elements field contains one or more TFS Response elements to indicate the traffic filters
that the AP is configured to support, as defined in 8.4.2.83 (TFS Response element).


8.5.14.17 TFS Notify frame format


The TFS Notify frame is sent by an AP to a STA when a frame matching a traffic filter is encountered. The
format of the TFS Notify frame is defined in Figure 8-508 (TFS Notify frame format).


One or more 
TFS Response 


elements


Category Action Dialog Token TFS Response 
Elements


Octets: 1 1 1 variable


Figure 8-507—TFS Response frame format


One or more 
TFS IDs


Category Action Number of TFS 
IDs TFS ID List


Octets: 1 1 1 variable


Figure 8-508—TFS Notify frame format
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The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


The Action field is the value indicating TFS Notify frame, as specified in Table 8-263 (WNM Action field
values) in 8.5.14.1 (WNM Action fields).


The Number of TFS IDs field indicates the number of 1-octet TFS IDs present in the TFS ID List field.


The TFS ID field indicates the traffic filter set containing the matched TCLAS element.


8.5.14.18 WNM-Sleep Mode Request frame format


The WNM-Sleep Mode Request frame is sent by a non-AP STA to the AP to enter the WNM-Sleep Mode.
The format of the WNM-Sleep Mode Request frame is defined in Figure 8-509 (WNM-Sleep Mode Request
frame format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


The Action field is the value indicating WNM-Sleep Mode Request frame, as specified in Table 8-263
(WNM Action field values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is a value chosen by the non-AP STA sending the WNM-Sleep Mode Request frame
to identify the request/response transaction.


The WNM-Sleep Mode Element field contains a WNM-Sleep Mode element that is requested by a non-AP
STA, as described in 8.4.2.84 (WNM-Sleep Mode element). 


The TFS Request Elements field contains one or more TFS Request elements to specify the traffic filters that
are requested by a non-AP STA, as defined in 8.4.2.82 (TFS Request element). 


8.5.14.19 WNM-Sleep Mode Response frame format


The WNM-Sleep Mode Response frame is sent by an AP in response to a WNM-Sleep Mode Request
frame. The format of the WNM-Sleep Mode Response frame is defined in Figure 8-510 (WNM-Sleep Mode
Response frame format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


The Action field is the value indicating WNM-Sleep Mode Response frame, as specified in Table 8-263
(WNM Action field values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is the value in the corresponding WNM-Sleep Mode Request frame.


One or more 
TFS Request 


elements


Category Action Dialog 
Token


WNM-Sleep 
Mode Element


TFS Request 
Elements 


Octets: 1 1 1 variable variable


Figure 8-509—WNM-Sleep Mode Request frame format
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The Key Data Length field is the length of the Key Data field. If the management frame protection is not
used, this field is 0.


The Key Data field contains zero or more subelements that provide the current GTK and IGTK to the STA.
The format of these subelements is given in Figure 8-511 (WNM-Sleep Mode GTK subelement format) and
Figure 8-512 (WNM-Sleep Mode IGTK subelement format). The subelement IDs for these subelements are
defined in Table 8-267 (WNM-Sleep Mode subelement IDs). Each subelement starts with the ID and Length
fields. The Length field in the subelement is the length of the contents of the subelement. When management
frame protection is not used, the Key Data field is not present. 


The GTK subelement contains the Group Key as shown in Figure 8-511 (WNM-Sleep Mode GTK
subelement format).


The Subelement ID field is 0.


The value of the Length field is 16 or 43.


The Key Info field is defined in Figure 8-242 (GTK subelement’s Key Info subfield).(#71)


The Key Length field is the length of the Key field in octets.


Category Action Dialog Token Key Data 
Length Key Data 


Octets: 1 1 1 2 variable


One or more 
TFS Response 


elements


WNM-Sleep 
Mode Element


TFS Response 
Elements 


Octets: variable variable


Figure 8-510—WNM-Sleep Mode Response frame format


Table 8-267—WNM-Sleep Mode subelement IDs


Value Contents of subelement


0 GTK


1 IGTK


2–255 Reserved


Subelement 
ID Length Key Info Key Length RSC Key


Octets: 1 1 2 1 8 5 to 32


Figure 8-511—WNM-Sleep Mode GTK subelement format
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The RSC field contains the receive sequence counter (RSC) for the GTK being installed. The RSC field
gives the current message number for the GTK to allow a STA to identify replayed MPDUs. If the RSC field
value is less than 8 octets in length, the remaining octets are set to 0. The least significant octet of the TSC or
PN is in the first octet of the RSC field.


NOTE—The RSC field value for TKIP is the Transmit Sequence Counter (TSC), and is stored in the first 6 octets; for
CCMP it is the Packet Number (PN), and is stored in the first 6 octets; see Table 11-5 (Key RSC field).


The IGTK subelement contains the Integrity GTK as shown in Figure 8-512 (WNM-Sleep Mode IGTK
subelement format).


The Subelement ID field is 1.


The value of the Length field is 24.


The KeyID field indicates the value of the BIP key ID.


The PN field indicates the receive sequence counter for the IGTK being installed. The PN field gives the
current message number for the IGTK, to allow a STA to identify replayed MPDUs.


The Key field is the IGTK being distributed.


NOTE 1—There may be multiple GTK and multiple IGTK subelements if a group rekeying is in process when the non-
AP STA wakes up from WNM-Sleep mode.


NOTE 2—Management frame protection is used to provide confidentiality, replay, and integrity protection for GTK/
IGTK update in WNM-Sleep Mode Response frames.


The WNM-Sleep Mode Element field contains a WNM-Sleep Mode element, as described in 8.4.2.84
(WNM-Sleep Mode element). 


The TFS Response Elements field contains one or more TFS Response elements to specify the traffic filters,
as defined in 8.4.2.83 (TFS Response element). 


8.5.14.20 TIM Broadcast Request frame format


The format of the TIM Broadcast Request frame is shown in Figure 8-513 (TIM Broadcast Request frame
format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


Subelement 
ID Length KeyID PN Key


Octets: 1 1 2 6 16


Figure 8-512—WNM-Sleep Mode IGTK subelement format


Category Action Dialog Token TIM Broadcast Request 
Element


Octets: 1 1 1 3


Figure 8-513—TIM Broadcast Request frame format
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The Action field is the value indicating TIM Broadcast Request frame, as specified in Table 8-263 (WNM
Action field values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is a nonzero value chosen by the STA sending the TIM Broadcast Request frame to
identify the request/response transaction.


The TIM Broadcast Request Element field contains a TIM Broadcast Request Element as specified in
8.4.2.85 (TIM Broadcast Request element).


8.5.14.21 TIM Broadcast Response frame format


The format of the TIM Broadcast Response frame is shown in Figure 8-514 (TIM Broadcast Response
frame format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


The Action field is the value indicating TIM Broadcast Response frame, as specified in Table 8-263 (WNM
Action field values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is the nonzero value of the corresponding TIM Broadcast Request frame. If the TIM
Broadcast Response frame is being transmitted other than in response to a TIM Broadcast Request frame,
then the Dialog token is 0.


The TIM Broadcast Response Element field contains a TIM Broadcast Response Element as specified in
8.4.2.86 (TIM Broadcast Response element).


8.5.14.22 QoS Traffic Capability Update frame format


The QoS Traffic Capability Update frame is sent by a non-AP STA to the AP to update QoS Traffic
Capability information. The format of the frame is shown in Figure 8-515 (QoS Traffic Capability Update
frame format).


Category Action Dialog Token TIM Broadcast 
Response Element


Octets: 1 1 1 3 or 12


Figure 8-514—TIM Broadcast Response frame format


Category Action QoS Traffic 
Capability Flags


Octets: 1 1 1


Figure 8-515—QoS Traffic Capability Update frame format
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The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


The Action field is the value indicating QoS Traffic Capability Update frame, as specified in Table 8-263
(WNM Action field values) in 8.5.14.1 (WNM Action fields).


The QoS Traffic Capability Flags field is defined in Table 8-268 (QoS Traffic Capability Flags definition).
The QoS Traffic Capability Flags field comprises 1 octet, with the bits 4–6 serving as QoS Traffic
Capability Flags. Each of the bits 4–6 serves as a flag for one of the three user priorities, UP 4–6. The field
is 1 to indicate the expectation of generating traffic belonging to the corresponding user priority (UP). The
field is 0 to indicate that such expectation does not exist. The use of the QoS Traffic Capability Update
frame is described in 10.23.9 (QoS Traffic capability procedure).


8.5.14.23 Channel Usage Request frame format


The Channel Usage Request frame is sent by a non-AP STA to the AP to request the specified Channel
Usage information. The format of the Channel Usage Request frame is defined in Figure 8-516 (Channel
Usage Request frame format).


The Category field is the value indicating the WNM category, as specified in 8.4.1.11 (Action field).


The Action field is the value indicating Channel Usage Request frame, as specified in 8.5.14.1 (WNM
Action fields).


The Dialog Token field is a nonzero value chosen by the non-AP STA sending the Channel Usage Request
frame to identify the request/response transaction. 


The Channel Usage Element field includes one or more Channel Usage elements described in 8.4.2.88
(Channel Usage element) to identify the request Usage Mode. 


Table 8-268—QoS Traffic Capability Flags definition


Bit Description 


0–3 Reserved


4 UP 4 Traffic


5 UP 5 Traffic


6 UP 6 Traffic


7 Reserved


Category Action Dialog 
Token


Channel 
Usage 


Elements


Supported 
Operating 
Classes 
Element


Octets: 1 1 1 variable variable


Figure 8-516—Channel Usage Request frame format 
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The Supported Operating Classes Element field includes a Supported Operating Classes element to indicate
the supported operating classes for the requested network type, consistent with the Country element
advertised by the AP. The Supported Operating Classes is described in 8.4.2.56 (Supported Operating
Classes element).


8.5.14.24 Channel Usage Response frame format


The Channel Usage Response frame is sent by an AP STA in response to a Channel Usage Request frame, or
autonomously. The format of the Channel Usage Response frame is shown in Figure 8-517 (Channel Usage
Response frame format).


The Category field is the value indicating the WNM category, as specified in 8.4.1.11 (Action field).


The Action field is the value indicating Channel Usage Response frame, as specified in 8.5.14.1 (WNM
Action fields).


The Dialog Token field is the nonzero value received in the Channel Usage Request frame if the Channel
Usage Response frame is being transmitted in response to a Channel Usage Request frame. The Dialog
Token field is 0 if the Channel Usage Response frame is being transmitted other than in response to a
Channel Usage Request frame.


The Channel Usage Element field includes zero or more Channel Usage elements described in 8.4.2.88
(Channel Usage element).


The Country String field is the value contained in the dot11CountryString attribute.


The Power Constraint Element field includes zero or one Power Constraint elements described in 8.4.2.16
(Power Constraint element). The use of the Power Constraint element included in the Power Constraint
Element field is described in 10.23.14 (Channel usage procedures).


The EDCA Parameter Set Element field includes zero or one EDCA Parameter Set elements described in
8.4.2.31 (EDCA Parameter Set element). The use of the EDCA Parameter Set element included in the
EDCA Parameter Set Element field is described in 10.23.14 (Channel usage procedures).


8.5.14.25 DMS Request frame format


The DMS Request frame is sent by a non-AP STA to the AP to define information about a DMS request to
the AP. The format of the DMS Request frame is defined in Figure 8-518 (DMS Request frame format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


The Action field is the value indicating DMS Request frame, as specified in Table 8-263 (WNM Action
field values) in 8.5.14.1 (WNM Action fields).


Category Action Dialog 
Token


Channel 
Usage 


Element
s


Country 
String 


Power 
Constraint 
Element 
(optional)


EDCA 
Parameter 


Set 
Element 
(optional)


Octets: 1 1 1 variable  3 0 or 3 0 or 20


Figure 8-517—Channel Usage Response frame format 
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The Dialog Token field is a nonzero value chosen by the non-AP STA sending the DMS Request frame to
identify the request/response transaction.


The DMS Request Element field contains a DMS Request element as specified in 8.4.2.90 (DMS Request
element).


8.5.14.26 DMS Response frame format


The DMS Response frame is sent by an AP or a mesh STA(11aa) in response to a DMS Request frame, or
autonomously to terminate a requested DMS stream, or to advertise the current parameters for one or more
GCR streams.(11aa) The format of the DMS Response frame is shown in Figure 8-519 (DMS Response
frame format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


The Action field is the value indicating DMS Response as specified in Table 8-263 (WNM Action field
values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is the nonzero value received in the DMS Request frame if the DMS Response
frame is being transmitted in response to a DMS Request frame. The Dialog Token field is 0 if the DMS
Response frame is being transmitted autonomously, and not in response to a DMS Request frame.


The DMS Response Element field contains a DMS Response element as specified in 8.4.2.91 (DMS
Response element).


8.5.14.27 Timing Measurement Request frame format


The format of the Timing Measurement Request frame is shown in Figure 8-520 (Timing Measurement
Request frame format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


Category Action Dialog Token
DMS 


Request 
Element 


Octets: 1 1 1 variable


Figure 8-518—DMS Request frame format


Category Action Dialog Token DMS Response 
Element 


Octets: 1 1 1 variable


Figure 8-519—DMS Response frame format


Category Action Trigger


Octets: 1 1 1


Figure 8-520—Timing Measurement Request frame format
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The Action field is the value indicating Timing Measurement Request frame as specified in Table 8-263
(WNM Action field values) in 8.5.14.1 (WNM Action fields).


The Trigger field set to the value 1 indicates that the sending STA requests a Timing Measurement
procedure at the receiving STA as defined in 10.23.5 (Timing measurement procedure). The trigger field set
to the value 0 indicates that the sending STA requests that the receiving STA stops sending Timing
Measurement frames. Trigger field values 2–255 are reserved.


8.5.14.28 WNM-Notification Request frame format


The format of the WNM-Notification Request frame is shown in Figure 8-521 (WNM-Notification Request
frame format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


The Action field is the value indicating WNM-Notification Request frame as specified in Table 8-263
(WNM Action field values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is set to a nonzero value chosen by the STA sending the WNM-Notification request
to identify the request/response transaction.


The Type field indicates the type of WNM-Notification, as defined in Table 8-269 (WNM-Notification
type). 


Editor’s Note: Note the value shown above for Vendor Specific is subject to confirmation by the ANA.


The Optional Subelements field format contains zero or more subelements, each consisting of a 1-octet
Subelement ID field, a 1-octet Length field and a variable-length Data field, as shown in Figure 8-419
(Subelement format). The optional subelements are ordered by nondecreasing subelement ID.


The Subelement ID field values for the defined optional subelements are shown in Table 8-270 (Optional
subelement IDs for WNM-Notification Request). A Yes in the Extensible column of a subelement listed in
Table 8-270 (Optional subelement IDs for WNM-Notification Request) indicates that the length of the
subelement might be extended in future revisions or amendments of this standard. When the Extensible


Category Action Dialog Token Type Optional 
Subelements


Octets: 1 1 1 1 variable


Figure 8-521—WNM-Notification Request frame format


Table 8-269—WNM-Notification type


Value Description 


0 Firmware Update Notification


1–220 Reserved


221 Vendor Specific(#75)


222–255 Reserved
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column of an element is Subelement, then the subelement might be extended in future revisions or
amendments of this standard by defining additional subelements within the subelement. See 9.24.9
(Extensible subelement parsing).


When the Type field is 0, the AP Descriptor, Firmware Version—Current, and Firmware Version—New
optional subelements are included in the WNM-Notification Request frame. The AP descriptor field format
is as defined in Figure 8-294 (AP Descriptor subelement format). The Firmware Version—Current
subelement contains the current firmware version, in the Firmware Version subelement format defined in
Figure 8-300 (Firmware Version subelement format). The Firmware Version—New subelement contains
the new firmware version, in the Firmware Version subelement format defined in Figure 8-300 (Firmware
Version subelement format).


The Vendor Specific subelements have the same format as their corresponding elements (see 8.4.2.28
(Vendor Specific element)). Multiple Vendor Specific subelements are optionally present in the list of
optional subelements.


8.5.14.29 WNM-Notification Response frame format


The format of the WNM-Notification Response frame is shown in Figure 8-522 (WNM-Notification
Response frame format).


The Category field is the value indicating the WNM category, as specified in Table 8-39 (Category values)
in 8.4.1.11 (Action field).


The Action field is the value indicating WNM-Notification Response frame as specified in Table 8-263
(WNM Action field values) in 8.5.14.1 (WNM Action fields).


The Dialog Token field is set to the nonzero value of the corresponding WNM-Notification Request frame. 


The Response Status field indicates the Response Status value, as defined in Table 8-271 (WNM-
Notification Response Status). 


Table 8-270—Optional subelement IDs for WNM-Notification Request


Subelement ID Name Length field
(octets)


Extensible


0 AP Descriptor 10


1 Firmware Version—Current 3 to 251


2 Firmware Version—New 3 to 251


3–220 Reserved


221 Vendor Specific 1 to 239


222–255 Reserved


Category Action Dialog Token Response 
Status


Optional 
Subelements


Octets: 1 1 1 1 variable


Figure 8-522—WNM-Notification Response frame format
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The Optional Subelements field format contains zero or more subelements, each consisting of a 1-octet
Subelement ID field, a 1-octet Length field and a variable-length Data field, as shown in Figure 8-419
(Subelement format). The optional subelements are ordered by nondecreasing subelement ID.


The Subelement ID field values for the defined optional subelements are shown in Table 8-272 (Optional
subelement IDs for WNM-Notification Response). A Yes in the Extensible column of a subelement listed in
Table 8-272 (Optional subelement IDs for WNM-Notification Response) indicates that the length of the
subelement might be extended in future revisions or amendments of this standard. When the Extensible
column of an element is Subelement, then the subelement might be extended in future revisions or
amendments of this standard by defining additional subelements within the subelement. See 9.24.9
(Extensible subelement parsing).


The Vendor Specific subelements have the same format as their corresponding elements (see 8.4.2.28
(Vendor Specific element)). Multiple Vendor Specific subelements are optionally present in the list of
optional subelements.


8.5.15 Unprotected WNM Action details


8.5.15.1 Unprotected WNM Action fields


Unprotected WNM Action frames are not encapsulated using mechanisms defined for robust
(#100)Management frames. An Action field, in the octet field immediately after the Category field,
differentiates the formats. The Action field values associated with each frame format is defined in Table 8-
273 (Unprotected WNM Action field values).  


Table 8-271—WNM-Notification Response Status


Value Description 


0 Notification Acknowledged


1–255 Reserved


Table 8-272—Optional subelement IDs for WNM-Notification Response


Subelement ID Name
Length field


(octets) Extensible


0–220 Reserved


221 Vendor Specific 1 to 239


222–255 Reserved


Table 8-273—Unprotected WNM Action field values


Action field value Description


0 TIM


1 Timing Measurement


2–255 Reserved
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8.5.15.2 TIM frame format


The format of the TIM frame is shown in Figure 8-523 (TIM frame format). 


The Category field is the value indicating the Unprotected WNM category, as specified in Table 8-39
(Category values) in 8.4.1.11 (Action field).


The Action field is the value indicating TIM frame, as specified in Table 8-273 (Unprotected WNM Action
field values) in 8.5.15.1 (Unprotected WNM Action fields).


The Check Beacon field is defined as an unsigned integer initialized to 0, that increments when a critical
update to the Beacon frame has occurred; see 10.2.1.17 (TIM Broadcast). 


The Timestamp field is defined in 8.4.1.10 (Timestamp field). The field contains a valid TSF timestamp
when the TIM Broadcast Response frame contained a reason code “Accept, valid timestamp present in TIM
frames.” The field is reserved otherwise.


The TIM Element field contains a TIM element as specified in 8.4.2.7 (TIM element). The bit corresponding
to buffered group addressed frames is 0 for all BSSIDs and ignored upon reception.


8.5.15.3 Timing Measurement frame format


The Timing Measurement frame is used to support the timing measurement procedure described in 10.23.5
(Timing measurement procedure). The format of the Timing Measurement frame is shown in Figure 8-524
(Timing Measurement frame format).


The Category field is the value indicating the Unprotected WNM category, as specified in Table 8-39
(Category values) in 8.4.1.11 (Action field).


The Action field is the value indicating Timing Measurement as specified in Table 8-273 (Unprotected
WNM Action field values) in 8.5.15.1 (Unprotected WNM Action fields).


The Dialog Token field is a nonzero value chosen by the sending STA to identify the Timing Measurement
frame as the first of a pair, with the second or follow-up Timing Measurement frame to be sent later. The


Category Action Check Beacon Timestamp TIM Element


Octets: 1 1 1 8 6–257


Figure 8-523—TIM frame format


Category Action Dialog Token Follow Up 
Dialog Token TOD


Octets: 1 1 1 1 4


TOA Max TOD 
Error


Max TOA 
Error


Octets: 4 1 1


Figure 8-524—Timing Measurement frame format
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Dialog Token field is set to 0 to indicate that the Timing Measurement frame will not be followed by a
subsequent follow-up Timing Measurement frame.


The Follow Up Dialog Token is the nonzero value of the Dialog Token field of the previously transmitted
Timing Measurement frame to indicate that it is the follow up Timing Measurement frame and that the
TOD, TOA, Max TOD Error and Max TOA Error fields contain the values of the timestamps captured with
the first Timing Measurement frame of the pair. The Follow Up Dialog Token is 0 to indicate that the
Timing Measurement frame is not a follow up to a previously transmitted Timing Measurement frame. The
value 0 in this field also indicates that the TOD, TOA, Max TOD Error, and Max TOA Error fields are
reserved. See 10.23.5 (Timing measurement procedure).


The TOD, TOA, Max TOD Error, and Max TOA Error fields are expressed in units of 10 ns.


The TOD field contains a timestamp that represents the time at which the start of the preamble of the
previously transmitted Timing Measurement frame appeared at the transmit antenna port.


The TOA field contains a timestamp that represents the time at which the start of the preamble of the ACK
to the previously transmitted Timing Measurement frame arrived at the receive antenna port.


NOTE—The values specified in the TOD and TOA fields are described in 6.3.68 (Timing Measurement Request).


The Max TOD Error field contains an upper bound for the error in the value specified in the TOD field. For
instance, a value of 2 in the Max TOD Error field indicates that the value in the TOD field has a maximum
error of ± 20 ns.


The Max TOA Error field contains an upper bound for the error in the value specified in the TOA field. For
instance, a value of 2 in the Max TOA Error field indicates that the value in the TOA field has a maximum
error of ± 20 ns. 


A value of 0 for the Max TOD Error or the Max TOA Error field indicates that the upper bound on the error
in the corresponding TOD or TOA value is unknown. A value of 255 indicates that the upper bound on the
error is greater than or equal to 2.55 µs.


8.5.16 Self-protected Action frame details


8.5.16.1 Self-protected Action fields


The Self-protected Action frame is defined to allow robust STA-STA communications of the Action frames
that are not robust (see 8.4.1.11 (Action field)). The protocols that use these Action frames are responsible
for deciding whether to protect these frames and supporting protection mechanisms for these frames as
needed.


Self-protected Action frames have a different nature than Public Action frames and Robust Action frames.
Robust Action frames assume the existence of a completely established security association. Self-protected
Action frames typically exist to manage the creation and destruction of security associations, regardless of
whether they are completely established. 


Public Action frames are defined as public for all STAs, including those that are not in the BSS and MBSS.
Self-protected Action frames, however, are used for relationship creation and maintenance between two
specific STAs. Their public nature is incidental.


A Self-protected Action field, in the octet field immediately after the Category field, differentiates the
formats. The defined Self-protected Action frames are listed in Table 8-274 (Self-protected Action field
values). 
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The Mesh Peering Open frame, the Mesh Peering Confirm frame, and the Mesh Peering Close frame are
referred to as “Mesh Peering Management frames.”


8.5.16.2 Mesh Peering Open frame format


8.5.16.2.1 Mesh Peering Open frame self protection


Protection of this frame is provided when authenticated mesh peering exchange (AMPE) is enabled. AMPE
provides integrity protection of Mesh Peering Open frames.


When the Mesh Peering Open frame is used by the mesh peering management (MPM) protocol, integrity
protection on the frame is not enabled.


8.5.16.2.2 Mesh Peering Open frame details


The Mesh Peering Open frame is used to open a mesh peering using the procedures defined in 13.3.6 (Mesh
peering open) and in 13.5.5 (Mesh Peering Management frames for AMPE). The Mesh Peering Open frame
is also, together with Mesh Peering Confirm and Mesh Peering Close frames, referred to as a Mesh Peering
Management frame. The format of the Mesh Peering Open frame Action field is shown in Table 8-275
(Mesh Peering Open frame Action field format).


Table 8-274—Self-protected Action field values


Self-protected Action field value Description


0 Reserved


1 Mesh Peering Open


2 Mesh Peering Confirm


3 Mesh Peering Close


4 Mesh Group Key Inform


5 Mesh Group Key Acknowledge


6–255 Reserved


Table 8-275—Mesh Peering Open frame Action field format


Order Information Notes


1 Category


2 Self-protected Action


3 Capability


4 Supported Rates


5 Extended Supported Rates The Extended Supported Rates element is present if there are more than 
eight supported rates, and is optionally present otherwise.


6 Power Capability The Power Capability element is present if 
dot11SpectrumManagementRequired is true.


7 Supported Channels The Supported Channels element is present if 
dot11SpectrumManagementRequired is true and 
dot11ExtendedChannelSwitchActivated is false.
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The Category field is set to the value in Table 8-39 (Category values) for category Self-protected.


The Self-protected Action field is set to the value in Table 8-274 (Self-protected Action field values)
representing Mesh Peering Open.


The MIC element appears prior to the Authenticated Mesh Peering Exchange element in the Mesh Peering
Open frame. The information following the MIC element through to the end of the Mesh Peering Open
frame body is encrypted and authenticated (see 13.5 (Authenticated mesh peering exchange (AMPE))).


8 RSN The RSNE is present only if dot11MeshSecurityActivated, 
dot11ProtectedQLoadReportActivated, or 
dot11ProtectedTXOPNegotiationActivated(11aa) is true; otherwise not 
present(#28).


9 Mesh ID The Mesh ID element is present when dot11MeshActivated is 
true.(11aa)


10 Mesh Configuration The Mesh Configuration element is present when dot11MeshActivated 
is true.(11aa).


11 Mesh Peering Management The Mesh Peering Management element is set as described in 8.4.2.100 
(Mesh Configuration element).


Editor’s Note: Does this also require “present when
dot11MeshActivated is true.(11aa)”?


12 ERP Information The ERP element is present if ERP mesh STA detects NonERP STAs in 
its vicinity, and is optionally present otherwise.


13 Supported Operating 
Classes


The Supported Operating Classes element is present if 
dot11ExtendedChannelSwitchActivated is true.


14 HT Capabilities The HT Capabilities element is present when 
dot11HighThroughputOptionImplemented is true.


15 HT Operation The HT Operation element is included when 
dot11HighThroughputOptionImplemented is true.


16 20/40 BSS Coexistence 
element


The 20/40 BSS Coexistence element is optionally present when the 
dot112040BSSCoexistenceManagementSupport is true.


17 Extended Capabilities 
element


The Extended Capabilities element is optionally present if any of the 
fields in this element are nonzero.


18 Interworking The Interworking element is present if 
dot11InterworkingServiceActivated is true.


Last–2 Vendor Specific One or more vendor-specific elements are optionally present. These 
elements follow all other elements except MIC element and 
Authenticated Mesh Peering Exchange element.


Last–1 MIC element MIC element is present when dot11MeshSecurityActivated is true and a 
PMK exists between the sender and recipient of this frame.


Last Authenticated Mesh 
Peering Exchange


The Authenticated Mesh Peering Exchange element is present when 
dot11MeshSecurityActivated, dot11ProtectedQLoadReportActivated, 
or dot11ProtectedTXOPNegotiationActivated(11aa) is true and a PMK 
exists between the sender and recipient of this frame.


Table 8-275—Mesh Peering Open frame Action field format  (continued)


Order Information Notes
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8.5.16.3 Mesh Peering Confirm frame format


8.5.16.3.1 Mesh Peering Confirm frame self protection


Protection of this frame is provided when authenticated mesh peering exchange (AMPE) is enabled. AMPE
provides integrity protection of Mesh Peering Confirm frames. 


When the Mesh Peering Confirm frame is used by the mesh peering management (MPM) protocol, integrity
protection on the frame is not enabled.


8.5.16.3.2 Mesh Peering Confirm frame details


The Mesh Peering Confirm frame is used to confirm a mesh peering using the procedures defined in 13.3.7
(Mesh peering confirm) and 13.5.5 (Mesh Peering Management frames for AMPE). The Mesh Peering
Confirm frame is also, together with Mesh Peering Open and Mesh Peering Close frames, referred to as a
Mesh Peering Management frame. The format of the Mesh Peering Confirm frame Action field is shown in
Table 8-276 (Mesh Peering Confirm frame Action field format).


Table 8-276—Mesh Peering Confirm frame Action field format


Order Information Notes


1 Category


2 Self-protected Action


3 Capability


4 AID


5 Supported Rates


6 Extended Supported Rates The Extended Supported Rates element is present if there are more than 
eight supported rates, and is optionally present otherwise.


7 RSN The RSNE is present only when dot11MeshSecurityActivated, 
dot11ProtectedQLoadReportActivated, or 
dot11ProtectedTXOPNegotiationActivated(11aa) is true.


8 Mesh ID The Mesh ID element is present when dot11MeshActivated is 
true.(11aa)


9 Mesh Configuration The Mesh Configuration element is present when dot11MeshActivated 
is true.(11aa)


10 Mesh Peering Management The Mesh Peering Management element is set as described in 8.4.2.104 
(Mesh Peering Management element).


11 HT Capabilities The HT Capabilities element is present when 
dot11HighThroughputOptionImplemented is true.


12 HT Operation The HT Operation element is included when 
dot11HighThroughputOptionImplemented is true.


13 20/40 BSS Coexistence 
element


The 20/40 BSS Coexistence element is optionally present when the 
dot112040BSSCoexistenceManagementSupport is true.


14 Extended Capabilities 
element


The Extended Capabilities element is optionally present if any of the 
fields in this element are nonzero.


Last–2 Vendor Specific One or more vendor-specific elements are optionally present. These 
elements follow all other elements except MIC element and 
Authenticated Mesh Peering Exchange element.
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The Category field is set to the value in Table 8-39 (Category values) for category Self-protected.


The Self-protected Action field is set to the value in Table 8-274 (Self-protected Action field values)
representing Mesh Peering Confirm.


The MIC element appears prior to the Authenticated Mesh Peering Exchange element in the Mesh Peering
Open frame. The information following the MIC element through to the end of the Mesh Peering Confirm
frame body is encrypted and authenticated (see 13.5 (Authenticated mesh peering exchange (AMPE))).


8.5.16.4 Mesh Peering Close frame format


8.5.16.4.1 Mesh Peering Close frame self protection


Protection of this frame is provided when authenticated mesh peering exchange (AMPE) is enabled. AMPE
provides integrity protection of Mesh Peering Close frames. 


When the Mesh Peering Close frame is used by the mesh peering management (MPM) protocol, integrity
protection on the frame is not enabled.


8.5.16.4.2 Mesh Peering Close frame details


The Mesh Peering Close frame is used to close a mesh peering using the procedures defined in 13.3.8 (Mesh
peering close) and in 13.5.5 (Mesh Peering Management frames for AMPE). The Mesh Peering Close frame
is also, together with Mesh Peering Open and Mesh Peering Confirm frames, referred to as a Mesh Peering
Management frame. The format of the Mesh Peering Close frame Action field is shown in Table 8-277
(Mesh Peering Close frame Action field format).


Last–1 MIC element MIC element is present when dot11MeshSecurityActivated, 
dot11ProtectedQLoadReportActivated, or 
dot11ProtectedTXOPNegotiationActivated(11aa) is true and a PMK 
exists between the sender and recipient of this frame.


Last Authenticated Mesh 
Peering Exchange


The Authenticated Mesh Peering Exchange element is present when 
dot11MeshSecurityActivated, dot11ProtectedQLoadReportActivated, 
or dot11ProtectedTXOPNegotiationActivated(11aa) is true and a PMK 
exists between the sender and recipient of this frame.


Table 8-277—Mesh Peering Close frame Action field format


Order Information Notes


1 Category


2 Self-protected Action


3 Mesh ID The Mesh ID element is present when dot11MeshActivated is 
true.(11aa)


4 Mesh Peering Management The Mesh Peering Management element is present when 
dot11MeshActivated is true.(11aa)


Table 8-276—Mesh Peering Confirm frame Action field format  (continued)


Order Information Notes
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The Category field is set to the value in Table 8-39 (Category values) for category Self-protected.


The Self-protected Action field is set to the value in Table 8-274 (Self-protected Action field values)
representing Mesh Peering Close.


The MIC element appears prior to the Authenticated Mesh Peering Exchange element in the Mesh Peering
Open frame. The information following the MIC element through to the end of the Mesh Peering Close
frame body is encrypted and authenticated (see 13.5 (Authenticated mesh peering exchange (AMPE))).


8.5.16.5 Mesh Group Key Inform frame format


8.5.16.5.1 Mesh Group Key Inform frame self protection


The protection of the frames is provided by the mesh group key handshake protocol (see 13.6 (Mesh group
key handshake)) that uses Mesh Group Key Inform frames.


8.5.16.5.2 Mesh Group Key Inform frame details


The Mesh Group Key Inform frame is used to update a mesh GTK (MGTK) with a peer. The format of the
Mesh Group Key Inform frame Action field is shown in Table 8-278 (Mesh Group Key Inform frame
Action field format).


The Category field is set to the value in Table 8-39 (Category values) for category Self-protected.


Last–2 Vendor Specific One or more vendor-specific elements are optionally present. These 
elements follow all other elements except MIC element and 
Authenticated Mesh Peering Exchange element.


Last–1 MIC element MIC element is present when dot11MeshSecurityActivated, 
dot11ProtectedQLoadReportActivated, or 
dot11ProtectedTXOPNegotiationActivated(11aa) is true and a PMK 
exists between the sender and recipient of this frame.


Last Authenticated Mesh 
Peering Exchange


The Authenticated Mesh Peering Exchange element is present when 
dot11MeshSecurityActivated, dot11ProtectedQLoadReportActivated, 
or dot11ProtectedTXOPNegotiationActivated(11aa) is true and a PMK 
exists between the sender and recipient of this frame.


Table 8-278—Mesh Group Key Inform frame Action field format


Order Information Notes


1 Category


2 Self-protected Action


3 MIC element


4 Authenticated Mesh 
Peering Exchange


Table 8-277—Mesh Peering Close frame Action field format  (continued)


Order Information Notes
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The Self-protected Action field is set to the value in Table 8-274 (Self-protected Action field values)
representing Mesh Group Key Inform.


The MIC element is set as defined in 8.4.2.121 (MIC element).


The Authenticated Mesh Peering Exchange element is set according to 13.6 (Mesh group key handshake).
The information following the MIC element through to the end of the Mesh Group Key Inform frame body
is encrypted and authenticated (see 13.6.2 (Protection on mesh group key handshake frames)).


8.5.16.6 Mesh Group Key Acknowledge frame format


8.5.16.6.1 Mesh Group Key Acknowledge frame self protection


The protection of the frames is provided by the mesh group key handshake protocol (see 13.6 (Mesh group
key handshake)) that uses Mesh Group Key Acknowledge frames.


8.5.16.6.2 Mesh Group Key Acknowledge frame details


The Mesh Group Key Acknowledge frame is used to acknowledge receipt and processing of a Mesh Group
Key Inform frame. The format of the Mesh Group Key Acknowledge frame Action field is shown in
Table 8-279 (Mesh Group Key Acknowledge frame Action field format).


The Category field is set to the value in Table 8-39 (Category values) for category Self-protected.


The Self-protected Action field is set to the value in Table 8-274 (Self-protected Action field values)
representing Mesh Group Key Acknowledge.


The MIC element is set as defined in 8.4.2.121 (MIC element).


The Authenticated Mesh Peering Exchange element is set according to 13.6 (Mesh group key handshake).
The information following the MIC element through to the end of the Mesh Group Key Acknowledge frame
body is encrypted and authenticated (see 13.6.2 (Protection on mesh group key handshake frames)).


8.5.17 Mesh Action frame details


8.5.17.1 Mesh Action fields


Several Mesh Action frame formats are defined for mesh BSS operation. A Mesh Action field, in the octet
field immediately after the Category field, differentiates the formats. The Mesh Action field values
associated with each frame format are defined in Table 8-280 (Mesh Action field values).


Table 8-279—Mesh Group Key Acknowledge frame Action field format


Order Information Notes


1 Category


2 Self-protected Action


3 MIC element


4 Authenticated Mesh 
Peering Exchange
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8.5.17.2 Mesh Link Metric Report frame format


The Mesh Link Metric Report frame is transmitted by a mesh STA to a neighbor peer mesh STA to report
metric information on the link between the two mesh STAs. It is also transmitted by a mesh STA to a
neighbor peer mesh STA to request metric information on the link between the two mesh STAs from the
recipient. This frame is transmitted using an individually addressed frame. The format of the Mesh Link
Metric Report frame Action field is shown in Table 8-281 (Mesh Link Metric Report frame Action field
format).


The Category field is set to the value in Table 8-39 (Category values) for category Mesh Action.


The Mesh Action field is set to the value in Table 8-280 (Mesh Action field values) representing Mesh Link
Metric Report.


The Mesh Link Metric Report element is set as described in 8.4.2.102 (Mesh Link Metric Report element).


8.5.17.3 HWMP Mesh Path Selection frame format


The HWMP Mesh Path Selection frame is transmitted by a mesh STA to establish, update or delete paths to
other mesh STAs using the HWMP defined in 13.10 (Hybrid wireless mesh protocol (HWMP)). This frame


Table 8-280—Mesh Action field values


Mesh Action field value Description


0 Mesh Link Metric Report


1 HWMP Mesh Path Selection


2 Gate Announcement


3 Congestion Control Notification


4 MCCA Setup Request


5 MCCA Setup Reply


6 MCCA Advertisement Request


7 MCCA Advertisement


8 MCCA Teardown


9 TBTT Adjustment Request


10 TBTT Adjustment Response


11–255 Reserved


Table 8-281—Mesh Link Metric Report frame Action field format


Order Information Notes


1 Category


2 Mesh Action


3 Mesh Link Metric Report 
element
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is transmitted in an individually or group addressed frame depending on the contained elements and as
defined in 13.10.7 (Addressing of HWMP Mesh Path Selection frame). The format of the HWMP Mesh
Path Selection frame Action field is shown in Table 8-282 (HWMP Mesh Path Selection frame Action field
format).


HWMP Mesh Path Selection frame contains one or more of the elements indicated in Table 8-282 (HWMP
Mesh Path Selection frame Action field format).


The Category field is set to the value in Table 8-39 (Category values) for category Mesh Action.


The Mesh Action field is set to the value in Table 8-280 (Mesh Action field values) representing HWMP
Mesh Path Selection.


The PREQ element is set as described in 8.4.2.115 (PREQ element).


The PREP element is set as described in 8.4.2.116 (PREP element).


The PERR element is set as described in 8.4.2.117 (PERR element).


The RANN element is set as described in 8.4.2.114 (RANN element).


8.5.17.4 Gate Announcement frame format


The Gate Announcement frame is transmitted by a mesh gate to announce its presence in the MBSS. This
frame is transmitted using group addresses. The format of the Gate Announcement frame Action field is
shown in Table 8-283 (Gate Announcement frame Action field format).


The Category field is set to the value in Table 8-39 (Category values) for category Mesh Action.


Table 8-282—HWMP Mesh Path Selection frame Action field format


Order Information Notes


1 Category


2 Mesh Action


3 PREQ element A PREQ element is optionally present


4 PREP element A PREP element is optionally present


5 PERR element A PERR element is optionally present


6 RANN element A RANN element is optionally present


Table 8-283—Gate Announcement frame Action field format


Order Information Notes


1 Category


2 Mesh Action


3 GANN element
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The Mesh Action field is set to the value in Table 8-280 (Mesh Action field values) representing Gate
Announcement.


The GANN element is set as described in 8.4.2.113 (GANN element).


8.5.17.5 Congestion Control Notification frame format


A mesh STA uses the Congestion Control Notification frame to indicate its congestion status to its neighbor
peer mesh STA(s). This frame is transmitted using individual addresses or group addresses. The format of
the Congestion Control Notification frame Action field is shown in Table 8-284 (Congestion Control
Notification frame Action field format).


The Category field is set to the value in Table 8-39 (Category values) for category Mesh Action.


The Mesh Action field is set to the value in Table 8-280 (Mesh Action field values) representing Congestion
Control Notification.


The Congestion Notification element is set as described in 8.4.2.103 (Congestion Notification element).


8.5.17.6 MCCA Setup Request frame format


The MCCA Setup Request frame is used to set up an MCCAOP reservation. It is transmitted by a mesh STA
with dot11MCCAActivated equal to true to one or more neighbor peer mesh STA with
dot11MCCAActivated equal to true. This frame is transmitted using individual addresses or group
addresses. The format of the MCCA Setup Request frame Action field is shown in Table 8-285 (MCCA
Setup Request frame Action field format).


The Category field is set to the value in Table 8-39 (Category values) for category Mesh Action.


Table 8-284—Congestion Control Notification frame Action field format


Order Information Notes


1 Category


2 Mesh Action


3
to (N+2)


Congestion Notification 
element


One or more Congestion Notification elements (8.4.2.103 (Congestion 
Notification element)) are present. Repeated N times (N is the number 
of Congestion Notification elements contained in the frame).


Table 8-285—MCCA Setup Request frame Action field format


Order Information Notes


1 Category


2 Mesh Action


3 MCCAOP Setup Request 
element
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The Mesh Action field is set to the value in Table 8-280 (Mesh Action field values) representing MCCA
Setup Request.


The MCCAOP Setup Request element is described in 8.4.2.108 (MCCAOP Setup Request element).


8.5.17.7 MCCA Setup Reply frame format


The MCCA Setup Reply frame is used to reply to an MCCA Setup Request frame. It is transmitted by a
mesh STA with dot11MCCAActivated equal to true to a neighbor peer mesh STA with
dot11MCCAActivated equal to true. This frame is transmitted using individual addresses. The format of the
MCCA Setup Reply frame Action field is shown in Table 8-286 (MCCA Setup Reply frame Action field
format).


The Category field is set to the value in Table 8-39 (Category values) for category Mesh Action.


The Mesh Action field is set to the value in Table 8-280 (Mesh Action field values) representing MCCA
Setup Reply.


The MCCAOP Setup Reply element is described in 8.4.2.109 (MCCAOP Setup Reply element).


8.5.17.8 MCCA Advertisement Request frame format


The MCCA Advertisement Request frame is transmitted by a mesh STA with dot11MCCAActivated equal
to true to a neighbor peer mesh STA with dot11MCCAActivated equal to true in order to request MCCAOP
advertisements from the neighbor peer mesh STA. This frame is transmitted using individual addresses. The
format of the MCCA Advertisement Request frame Action field is shown in Table 8-287 (MCCA
Advertisement Request frame Action field format).


The Category field is set to the value in Table 8-39 (Category values) for category Mesh Action.


The Mesh Action field is set to the value in Table 8-280 (Mesh Action field values) representing MCCA
Advertisement Request.


Table 8-286—MCCA Setup Reply frame Action field format


Order Information Notes


1 Category


2 Mesh Action


3 MCCAOP Setup Reply 
element


Table 8-287—MCCA Advertisement Request frame Action field format


Order Information Notes


1 Category


2 Mesh Action


3 MCCAOP Advertisement 
Overview element


An MCCAOP Advertisement Overview element is optionally present.
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The MCCAOP Advertisement Overview element is described in 8.4.2.110 (MCCAOP Advertisement
Overview element).


8.5.17.9 MCCA Advertisement frame format


The MCCA Advertisement frame is transmitted by a mesh STA with dot11MCCAActivated equal to true to
one or more neighbor peer mesh STAs with dot11MCCAActivated equal to true. This frame is transmitted
using group addresses or individual addresses. The format of the MCCA Advertisement frame Action field
is shown in Table 8-288 (MCCA Advertisement frame Action field format).


The Category field is set to the value in Table 8-39 (Category values) for category Mesh Action.


The Mesh Action field is set to the value in Table 8-280 (Mesh Action field values) representing MCCA
Advertisement.


The MCCAOP Advertisement Overview element is described in 8.4.2.110 (MCCAOP Advertisement
Overview element).


The MCCAOP Advertisement element is described in 8.4.2.111 (MCCAOP Advertisement element).


8.5.17.10 MCCA Teardown frame format


The MCCA Teardown frame is transmitted by a mesh STA with dot11MCCAActivated equal to true to one
or more neighbor peer mesh STAs with dot11MCCAActivated equal to true. This frame is transmitted using
group addresses or individual addresses. The format of the MCCA Teardown frame Action field is shown in
Table 8-289 (MCCA Teardown frame Action field format).


The Category field is set to the value in Table 8-39 (Category values) for category Mesh Action.


Table 8-288—MCCA Advertisement frame Action field format


Order Information Notes


1 Category


2 Mesh Action


3 MCCAOP Advertisement 
Overview element


An MCCAOP Advertisement Overview element is optionally present.


4 MCCAOP Advertisement 
elements


If an MCCAOP Advertisement Overview element is present, zero or 
more MCCAOP Advertisement elements are present. If an MCCAOP 
Advertisement Overview element is not present, one or more 
MCCAOP Advertisement elements are present.


Table 8-289—MCCA Teardown frame Action field format


Order Information Notes


1 Category


2 Mesh Action


3 MCCAOP Teardown element
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The Mesh Action field is set to the value in Table 8-280 (Mesh Action field values) representing MCCA
Teardown.


The MCCAOP Teardown element is described in 8.4.2.112 (MCCAOP Teardown element).


8.5.17.11 TBTT Adjustment Request frame format


The TBTT Adjustment Request frame is used to request a particular neighbor peer mesh STA to adjust its
TBTT. This frame is transmitted using individual addresses. The format of the TBTT Adjustment Request
frame Action field is shown in Table 8-290 (TBTT Adjustment Request frame Action field format).


The Category field is set to the value in Table 8-39 (Category values) for category Mesh Action.


The Mesh Action field is set to the value in Table 8-280 (Mesh Action field values) representing TBTT
Adjustment Request.


The Beacon Timing element is set as described in 8.4.2.107 (Beacon Timing element). When not all beacon
timing information is included in a Beacon Timing element due to the maximum element size limit, multiple
Beacon Timing elements are present. The elements are present in the order of Beacon Timing Element
Number field value in the Report Control field of the Beacon Timing element.


8.5.17.12 TBTT Adjustment Response frame format


The TBTT Adjustment Response frame is used to respond to a TBTT adjustment request. This frame is
transmitted using individual addresses. The format of the TBTT Adjustment Response frame Action field is
shown in Table 8-291 (TBTT Adjustment Response frame Action field format). 


The Category field is set to the value in Table 8-39 (Category values) for category Mesh Action.


Table 8-290—TBTT Adjustment Request frame Action field format


Order Information Notes


1 Category


2 Mesh Action


3
to (N_Info+2)


Beacon Timing element Repeated N_Info times (N_Info is a number of beacon timing
information tuples as described in 13.13.4.2.5 (Transmitter’s 
procedure)).


Table 8-291—TBTT Adjustment Response frame Action field format


Order Information Notes


1 Category


2 Mesh Action


3 Status Code


4
to (N_Info+3)


Beacon Timing element 
(optional)


Repeated N_Info times (N_Info is a number of beacon timing
information tuples as described in 13.13.4.2.5 (Transmitter’s 
procedure)).
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The Mesh Action field is set to the value in Table 8-280 (Mesh Action field values) representing TBTT
Adjustment Response.


The Status Code field is set as described in 13.13.4.4.2 (Requested TBTT adjustment).


The Beacon Timing element is set as defined in 8.4.2.107 (Beacon Timing element). It is present only if the
Status Code is set to 78 (i.e., when the request is not successful due to the neighbor constraint). When not all
beacon timing information is included in a Beacon Timing element due to the maximum element size limit,
multiple Beacon Timing elements are present. The elements are present in the order of Beacon Timing
Element Number field value in the Report Control field of the Beacon Timing element.


8.5.18 Multihop Action frame details


8.5.18.1 Multihop Action fields


Several Multihop Action frame formats are defined for mesh BSS operation. A Multihop Action field, in the
octet field immediately after the Category field, differentiates the formats. The Multihop Action field values
associated with each frame format are defined in Table 8-292 (Multihop Action field values). The Mesh
Control field is present immediately after the Multihop Action field in all Multihop Action frames. 


8.5.18.2 Proxy Update frame format


The Proxy Update frame is used to inform the recipient about new, updated, or deleted proxy information.
This frame is transmitted using individual addresses. The format of the Proxy Update frame Action field is
shown in Table 8-293 (Proxy Update frame Action field format).


The Category field is 1 octet and is set to the value in Table 8-39 (Category values) for category Multihop
Action.


Table 8-292—Multihop Action field values


Multihop Action field value Description


0 Proxy Update


1 Proxy Update Confirmation


2–255 Reserved


Table 8-293—Proxy Update frame Action field format


Order Information Notes


1 Category


2 Multihop Action


3 Mesh Control


4 to (N+3) PXU element Repeated N times (N is the number of PXU elements contained in the 
frame).
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The Multihop Action field is set to the value in Table 8-292 (Multihop Action field values) representing
Proxy Update.


The Mesh Control field is set as defined in 8.2.4.7.3 (Mesh Control field).


The PXU element is described in 8.4.2.118 (PXU element). The Proxy Update frame allows the inclusion of
multiple PXU elements.


8.5.18.3 Proxy Update Confirmation frame format


The Proxy Update Confirmation frame is transmitted by a mesh STA in response to a Proxy Update frame.
This frame is used to inform that the corresponding PXU element has been properly received, and is
transmitted using individual addresses. The format of the Proxy Update Confirmation frame Action field is
shown in Table 8-294 (Proxy Update Confirmation frame Action field format).


The Category field is 1 octet and is set to the value in Table 8-39 (Category values) for category Multihop
Action. 


The Multihop Action field is set to the value in Table 8-292 (Multihop Action field values) representing
Proxy Update Confirmation.


The Mesh Control field is set as defined in 8.2.4.7.3 (Mesh Control field).


The PXUC element is described in 8.4.2.119 (PXUC element). The Proxy Update Confirmation frame
allows the inclusion of multiple PXUC elements.


8.5.19 Robust AV Streaming Action frame details(11aa)


8.5.19.1 General (11aa)


Several Action frame formats are defined to support robust AV streaming. The Robust Action field values
associated with each frame format within the robust AV streaming category are defined in Table 8-295
(Robust AV streaming Robust Action field values(11aa)). The frame formats are defined in 8.5.19.2 (SCS
Request frame format(11aa)) to 8.5.19.5 (Group Membership Response frame format(11aa)).


Table 8-294—Proxy Update Confirmation frame Action field format


Order Information Notes


1 Category


2 Multihop Action


3 Mesh Control


4 to (N+3) PXUC element Repeated N times (N is the number of PXUC elements contained in 
the frame).


Table 8-295—Robust AV streaming Robust Action field values(11aa)


Robust Action field value Meaning


0 SCS Request
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8.5.19.2 SCS Request frame format(11aa)


SCS Request frames are used to request the creation, modification, or deletion of a stream classification
using the procedures defined in 10.26.2 (SCS procedures(11aa)).


The Action field of the SCS Request frame contains the information shown in Figure 8-525 (SCS Request
frame Action field format(11aa)).


The Category field is set to the value in Table 8-39 (Category values) representing robust AV streaming.


The Robust Action field is set to the value specified in Table 8-295 (Robust AV streaming Robust Action
field values(11aa)) for an SCS Request frame.


The Dialog Token field is defined in 8.4.1.12 (Dialog Token field) and set by the requesting STA to a
nonzero value that is used for matching action responses with action requests. See 9.24.5 (Operation of the
Dialog Token field).


The SCS Descriptor List field contains one or more SCS Descriptor elements, as defined in 8.4.2.124 (SCS
Descriptor element(11aa)). 


8.5.19.3 SCS Response frame format(11aa)


The SCS Response frame is sent in response to an SCS Request frame using the procedures defined in
10.26.2 (SCS procedures(11aa)). The Action field of an SCS Response frame contains the information
shown in Figure 8-526 (SCS Response frame Action field format(11aa)).


The Category field is set to the value in Table 8-39 (Category values) representing robust AV streaming.


The Robust Action field is set to the value specified in Table 8-295 (Robust AV streaming Robust Action
field values(11aa)) for an SCS Response frame.


1 SCS Response


2 Group Membership Request


3 Group Membership Response 


4–255 Reserved


Category Robust Action Dialog Token SCS Descriptor List


Octets: 1 1 1 variable


Figure 8-525—SCS Request frame Action field format(11aa)


Category Robust Action Dialog Token SCS Status List 


Octets: 1 1 1 variable


Figure 8-526—SCS Response frame Action field format(11aa)


Table 8-295—Robust AV streaming Robust Action field values(11aa)
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The Dialog Token field is set to the nonzero value of the corresponding SCS Request frame. If the SCS
Report frame is being transmitted for a reason other than in response to an SCS Request frame, then the
Dialog Token field is set to 0.


The SCS Status List field contains one or more SCS Status duples. The format of the SCS Status duple is
defined in Figure 8-527 (SCS Status duple format(11aa)). 


The SCSID field is set to the value of the SCSID field in the SCS Descriptor element received in the SCS
Request frame. 


The Status field indicates the status of the requested SCSID, as indicated in Table 8-38 (Status codes).


8.5.19.4 Group Membership Request frame format(11aa)


The Group Membership Request frame is sent to a STA to request the contents of its
dot11GroupAddressesTable. The Action field of a Group Membership Request frame contains the
information shown in Figure 8-528 (Group Membership Request frame Action field format(11aa)).


Editor’s Note: The figure is shown as a table in .11aa.


The Category field is set to the value in Table 8-39 (Category values) representing robust AV streaming.


The Robust Action field is set to the value specified in Table 8-295 (Robust AV streaming Robust Action
field values(11aa)) for a Group Membership Request frame.


The Dialog Token field is defined in 8.4.1.12 (Dialog Token field) and set by the requesting STA to a
nonzero value that is used for matching action responses with action requests. See 9.24.5 (Operation of the
Dialog Token field).


Usage of the Group Membership Request frame is described in 10.23.15.3.2 (GCR group membership
procedures(11aa)).


8.5.19.5 Group Membership Response frame format(11aa)


The Group Membership Response frame is sent in response to a Group Membership Request frame or upon
a change in the dot11GroupAddressesTable object, using the procedures defined in 10.23.15.3.2 (GCR
group membership procedures(11aa)). The Action field of a Group Membership Response frame contains
the information shown in Figure Figure 8-529 (Group Membership Response frame Action field
format(11aa)).


The Category field is set to the value in Table 8-39 (Category values) representing robust AV streaming.


SCSID Status


Octets: 1 2


Figure 8-527—SCS Status duple format(11aa)


Category Robust Action Dialog Token


Octets: 1 1 1


Figure 8-528—Group Membership Request frame Action field format(11aa)
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The Robust Action field is set to the value specified in Table 8-295 (Robust AV streaming Robust Action
field values(11aa)) for a Group Membership Response frame.


The Dialog Token field is set to the nonzero value of the corresponding Group Membership Request frame.
If the Group Membership Report frame is being transmitted for a reason other than in response to a Group
Membership Request frame, the Dialog Token field is set to 0.


The Address Count field specifies the number of MAC addresses that are in the Group Address List field.


The Group Address List field contains zero or more MAC addresses to indicate the set of group addressed
MAC addresses for which the STA receives frames. Each MAC address is 6 octets in length, as described in
8.2.4.3.2 (Address representation). 


8.6 Aggregate MPDU (A-MPDU) 


8.6.1 A-MPDU format


An A-MPDU consists of a sequence of one or more A-MPDU subframes as shown in Figure 8-530 (A-
MPDU format).


The structure of the A-MPDU subframe is shown in Figure 8-531 (A-MPDU subframe format). Each A-
MPDU subframe consists of an MPDU delimiter followed by an MPDU. Except when an A-MPDU
subframe is the last one in an A-MPDU, padding octets are appended to make each A-MPDU subframe a
multiple of 4 octets in length. The A-MPDU maximum length is 65 535 octets. The length of an A-MPDU
addressed to a particular STA may be further constrained as described in 9.12.2 (A-MPDU length limit
rules).


Category Robust Action Dialog Token Address Count Group Address 
List


Octets: 1 1 1 1 variable


Figure 8-529—Group Membership Response frame Action field format(11aa)


A-MPDU subframe 1 A-MPDU subframe 2 … A-MPDU subframe n


Octets: variable variable variable


Figure 8-530—A-MPDU format


MPDU delimiter MPDU Pad 


Octets: 4 Variable 0–3


Figure 8-531—A-MPDU subframe format
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The MPDU delimiter is 4 octets in length. The structure of the MPDU delimiter is defined in Figure 8-532
(MPDU delimiter).


The fields of the MPDU delimiter are defined in Table 8-296 (MPDU delimiter fields).


The purpose of the MPDU delimiter is to locate the MPDUs within the A-MPDU so that the structure of the
A-MPDU can usually be recovered when one or more MPDU delimiters are received with errors. See S.2
(A-MPDU deaggregation) for a description of a deaggregation algorithm.


A delimiter with MPDU length of 0 is valid. This value is used as defined in 9.12.3 (Minimum MPDU Start
Spacing field) to meet the minimum MPDU start spacing requirement.


8.6.2 MPDU delimiter CRC field


The MPDU delimiter CRC field is an 8-bit CRC value. It is used as a frame check sequence (FCS) to protect
the Reserved and MPDU Length fields. The CRC field is the (#273)1s complement of the remainder
generated by the modulo 2 division of the protected bits by the polynomial , where the shift-
register state is preset to all (#273)1s.


NOTE—The order of transmission of bits within the CRC field is defined in 8.2.2 (Conventions).


Figure 8-533 (MPDU delimiter CRC calculation(#246)) illustrates the CRC calculation for the MPDU
delimiter.


B0 B3 B4 B15 B16 B23 B24 B31


Reserved MPDU length CRC Delimiter Signature


Bits: 4 12 8 8


Figure 8-532—MPDU delimiter


Table 8-296— MPDU delimiter fields


Field Size 
(bits) Description


Reserved 4


MPDU length 12 Length of the MPDU in octets


CRC 8 8-bit CRC of the preceding 16-bits.


Delimiter Signature 8 Pattern that may be used to detect an MPDU delimiter when scanning for a 
delimiter.
The unique pattern is set to the value 0x4E.


NOTE—As the Delimiter Signature field was created by the IEEE 802.11 Task 
Group n, it chose the ASCII value for the character ‘N’ as the unique pattern.


8 2 1 1x x x+ + +
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8.6.3 A-MPDU contents 


An A-MPDU is a sequence of MPDUs carried in a single PPDU with the TXVECTOR/RXVECTOR
AGGREGATION parameter set to 1. 


All the MPDUs within an A-MPDU are addressed to the same RA. All QoS data frames within an A-MPDU
that have a TID for which an HT-immediate Block Ack agreement exists have the same value for the Ack
Policy subfield of the QoS Control field.


All protected MPDUs within an A-MPDU have the same Key ID.


The Duration/ID fields in the MAC headers of all MPDUs in an A-MPDU carry the same value.


(#126)NOTE 1—The reference point for the Duration/ID field is the end of the PPDU carrying the MPDU. Setting the
Duration/ID field to the same value in the case of A-MPDU aggregation means that each MPDU consistently specifies
the same NAV setting.


An A-MPDU is transmitted in one of the contexts specified in Table 8-297 (A-MPDU Contexts). Ordering
of MPDUs within an A-MPDU is not constrained, except where noted in these tables. See 9.12.1 (A-MPDU
contents).


NOTE 2—The TIDs present in a data enabled A-MPDU context are also constrained by the channel access rules (for a
TXOP holder; see 9.19.2 (HCF contention-based channel access (EDCA)) and 9.19.3 (HCCA)) and the RD response
rules (for an RD responder, see 9.25.4 (Rules for RD responder)).  This is not shown in these tables.


NOTE 3—MPDUs carried in an A-MPDU are limited to a maximum length of 4095 octets. If a STA supports A-
MSDUs of 7935 octets (indicated by the Maximum A-MSDU Length field in the HT Capabilities element), A-MSDUs
transmitted by that STA within an A-MPDU are constrained so that the length of the QoS data MPDU carrying the
A-MSDU is no more than 4095 octets. The use of A-MSDU within A-MPDU might be further constrained as described
in 8.4.1.14 (Block Ack Parameter Set field) through the operation of the A-MSDU Supported field.


Figure 8-533—MPDU delimiter CRC calculation(#246)
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Table 8-297—A-MPDU Contexts


Name of Context Definition of Context Table defining 
permitted contents


Data Enabled 
Immediate 
Response


The A-MPDU is transmitted outside a PSMP sequence by a 
TXOP holder or an RD responder including potential 
immediate responses.


Table 8-298 (A-MPDU 
contents in the data 
enabled immediate 
response context)


Data Enabled No 
Immediate 
Response


The A-MPDU is transmitted outside a PSMP sequence by a 
TXOP holder that does not include or solicit an immediate 
response.
See NOTE.


Table 8-299 (A-MPDU 
contents in the data 


enabled no immediate 
response context)


PSMP The A-MPDU is transmitted within a PSMP sequence. Table 8-300 (A-MPDU 
contents in the PSMP 


context)


Control Response The A-MPDU is transmitted by a STA that is neither a TXOP 
holder nor an RD responder that also needs to transmit one of 
the following immediate response frames:
ACK(#189)
BlockAck with a TID for which an HT-immediate Block Ack 
agreement exists


Table 8-301 (A-MPDU 
contents MPDUs in the 


control response context)


NOTE—This context includes cases when no response is generated or when a response is generated later by the
operation of the delayed Block Ack rules.


Table 8-298—A-MPDU contents in the data enabled 
immediate response context


MPDU Description Conditions


ACK MPDU If the preceding PPDU contains an MPDU that requires an 
ACK response, a single ACK MPDU at the start of the 
A-MPDU.


At most one of these 
MPDUs is present.


HT-immediate BlockAck If the preceding PPDU contains an implicit or explicit 
Block Ack request for a TID for which an HT-immediate 
Block Ack agreement exists,
at most one BlockAck for this TID, in which case it occurs 
at the start of the A-MPDU.


Delayed BlockAcks BlockAck frames with the BA Ack Policy subfield equal to No Acknowledgment 
with a TID for which an HT-delayed Block Ack agreement exists.


Delayed Block Ack data QoS Data MPDUs with a TID that corresponds to a Delayed or HT-delayed Block 
Ack agreement.
These have the Ack Policy field equal to Block Ack.


Action No Ack Management frames of subtype Action No Ack.


Delayed BlockAckReqs BlockAckReq MPDUs with a TID that corresponds to an HT-delayed Block Ack 
agreement in which the BA Ack Policy subfield is equal to No Acknowledgment.
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Data MPDUs sent under an 
HT-immediate Block Ack 
agreement


QoS Data MPDUs with the same TID, 
which corresponds to an HT-immediate 
Block Ack agreement. 
(#202)See NOTE. Of these, at most one of the following 


is present:
One or more  QoS Data MPDUs with 
the Ack Policy field equal to Implicit 
Block Ack Request
BlockAckReq


Immediate BlockAckReq At most one BlockAckReq frame with a 
TID that corresponds to an HT-immediate 
Block Ack agreement.
This is the last MPDU in the A-MPDU. 


It is not present if any QoS data frames for 
that TID are present.


(#202)NOTE—These MPDUs all have the Ack Policy field equal to the same value, which is either Implicit Block 
Ack Request or Block Ack.


Table 8-299—A-MPDU contents in the data enabled no immediate response context


MPDU Description Conditions


Delayed BlockAcks BlockAck frames for a TID for which an HT-delayed Block Ack agreement exists 
with the BA Ack Policy subfield equal to No Acknowledgment.


Delayed Block Ack data QoS Data MPDUs with a TID that corresponds to a Delayed or HT-delayed Block 
Ack agreement.
These have the Ack Policy field equal to Block Ack.


Data without a Block Ack 
agreement


QoS Data MPDUs with a TID that does not correspond to a Block Ack agreement.
These have the Ack Policy field equal to No Ack and the A-MSDU Present subfield 
equal to 0.


Action No Ack Management frames of subtype Action No Ack.


Delayed BlockAckReqs BlockAckReq MPDUs with the BA Ack Policy subfield equal to No 
Acknowledgment and with a TID that corresponds to an HT-delayed Block Ack 
agreement.


Table 8-298—A-MPDU contents in the data enabled 
immediate response context  (continued)


MPDU Description Conditions
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Table 8-300—A-MPDU contents in the PSMP context


MPDU Description Conditions


Acknowledgment for PSMP data At most one Multi-TID BlockAck MPDU.


Acknowledgment in response to data received with the Ack Policy field 
equal to PSMP Ack and/or a Multi-TID BlockAckReq MPDU in the 
previous PSMP-UTT or PSMP-DTT.


Delayed BlockAcks BlockAck frames with the BA Ack Policy subfield equal to No 
Acknowledgment and with a TID for which an HT-delayed Block Ack 
agreement exists.


HT-immediate Data QoS Data MPDUs in which the Ack 
Policy field is equal to PSMP Ack or 
Block Ack and with a TID that 
corresponds to an HT-immediate Block 
Ack agreement.


An A-MPDU containing 
MPDUs with a Block Ack 
agreement does not also 
contain MPDUs without a 
Block Ack agreement.


Delayed Block Ack data QoS Data MPDUs with a TID that 
corresponds to a Delayed or HT-delayed 
Block Ack agreement.
These have the Ack Policy field equal to 
Block Ack.


Data without a Block Ack agreement QoS Data MPDUs with a TID that does 
not correspond to a Block Ack 
agreement.
These have the Ack Policy field equal to 
No Ack and the A-MSDU Present 
subfield is equal to 0.


Action No Ack Management frames of subtype Action No Ack.


Delayed BlockAckReqs BlockAckReq MPDUs with the BA Ack Policy subfield equal to No 
Acknowledgment and with a TID that corresponds to an HT-delayed Block 
Ack.


Multi-TID BlockAckReq At most one Multi-TID BlockAckReq MPDU with the BA Ack Policy 
subfield equal to No Ack.


Table 8-301—A-MPDU contents MPDUs in the control response context


MPDU Conditions


ACK ACK transmitted in response to an MPDU that 
requires an ACK. (#171)One of these is present at the 


start of the A-MPDU.BlockAck BlockAck with a TID that corresponds to an 
HT-immediate Block Ack agreement.


Action No 
Ack


(#209)+HTC Management frames of subtype Action No Ack carrying a Management 
Action Body containing an explicit feedback response.
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