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Abstract

The document is based on:

12-0278r0 FILS presentation on High Level Security Requirements

# 3. Security Framework

R.3.A: The draft specification shall include support for the optimized 802.11 FILS state machine to enable the FILS authentication and other data frame parallel processing