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 The comment
	3351
	178
	1
	9.5
	9.5
	Section 9.5 of the 802.11 spec says that "A STA shall be capable of receiving fragments of arbitrary length that is less than the maximum allowed MSDU size, plus any encapsulation headers."  This implies a STA, including by omission a VHT STA, is not required to be capable of receiving a fragment of a size greater than 2304 (plus encapsulation).  This conflicts with the desire to support MMPDUs of size greater than 2304 octets
	Maybe changing "MSDU" to "MSDU (or, for VHT STAs, MMPDU if appropriate)" would fix the problem -- but you still need to be clear on what the maximum MMPDU size is here (it's not the theoretical maximum, but the maximum as derived from the STA's maximum MPDU size capability).  You probably also need to tweak "The length of a fragment shall never be larger than dot11FragmentationThreshold" and/or change the maximum value of dot11FragmentationThreshold (in annex C)
	AGREE IN PRINCIPLE (MAC: 2011-11-06 02:05:31Z): See doc 11-11/1477r1 for detailed resolution.


Approved changes: (doc 1477r1)
The cited resolution is a submission by Yong Liu (Marvell),  making the following changes:

9.5 Fragmentation

A fragment is an MPDU, the payload of which carries all or a portion of an MSDU or MMPDU. When data are to be transmitted, the number of octets in the fragment (before processing by the security mechanism) shall be determined by dot11FragmentationThreshold and the number of octets in the MPDU that have yet to be assigned to a fragment at the instant the fragment is constructed for the first time. Once a fragment is transmitted for the first time, its frame body content and length shall be fixed until it is successfully delivered to the immediate receiving STA. A STA shall be capable of receiving fragments of arbitrary length that is less than the maximum allowed MSDU, plus any encapsulation headers, for a fragmented data frame, or the maximum supported MMPDU size for a fragmented management frame.
The new proposed changes:

Note that “Editor please note” lines below are for information only to the TGac editor.  He can do with them whatever he thinks appropriate.   These changes are excluded from any motion made related to this submission.
Change 9.5 as follows:
(Note changes Relate to D1.3 – i.e. before the changes from 1477r1)

9.5 Fragmentation

A fragment is an MPDU, the payload of which carries all or a portion of an MSDU or MMPDU. When data are to be transmitted, the number of octets in the fragment (before processing by the security mechanism) shall be determined by dot11FragmentationThreshold and the number of octets in the MPDU that have yet to be assigned to a fragment at the instant the fragment is constructed for the first time. Once a fragment is transmitted for the first time, its frame body content and length shall be fixed until it is successfully delivered to the immediate receiving STA. 

A STA shall be capable of receiving fragments, containing all or part of an MSDU, of arbitrary length that is less than or equal to the maximum  MSDU size as defined in 8.2.3, plus any security encapsulation overhead, plus MAC header and FCS.

A STA shall be capable of receiving fragments, containing all or part of an MMPDU, of arbitrary length that is less than or equal to the minimum of:

· The maximum MMPDU size as defined in 8.3.3.1, plus any security encapsulation overhead, plus MAC header and FCS,
· Any maximum MPDU length advertised by the STA.
Change 8.2.3 as follows:

8.2 MAC frame formats

8.2.3 General frame format

(Editor please note that 8.2.3 in D1.4 doesn’t properly quote the baseline in TGmb D12.0)
Delete NOTE in 8.2.3


Change 8.3.3.1 as follows:

8.3.3 Management frames

8.3.3.1 Format of management frames

The format of a management frame is defined in Figure 8-34. The Frame Control, Duration, Address 1,

Address 2, Address 3, and Sequence Control fields are present in all management frame subtypes. 
In an MMPDU carried in one or more non-VHT PPDU(s), the maximum unencrypted MMPDU size is 2304 octets. In an MMPDU carried in one or more PPDU(s) all of which are VHT PPDU(s), the maximum unencrypted MMPDU size is the maximum MPDU size supported by the recipient(s) less the shortest management frame MAC header and FCS.
(Editor please note that Figure 8-34 in D1.4 doesn’t properly quote the baseline in TGmb D12.0 – i.e. the Frame Body upper limit is incorrect.)
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Figure 8-34—Management frame format





The following is a modification to the note already in D1.4:
NOTE 1—The maximum frame body size shown in Figure 8-34  is arrived at by subtracting the length of the shortest management frame MAC header and FCS from the maximum MPDU length of 11 454 octets.

The following note is from the baseline, now modified to exclude VHT PPDUs
Editor to update numbering of any other notes in theis subclause
NOTE 2—The maximum frame body size for a management frame carried in a non-VHT PPDU is 2320 octets for CCMP encryption with a maximum-size MMPDU (note TKIP encryption is not allowed and any Mesh Control field is held within the MMPDU, not as a separate header). The frame body size might be greater if a vendor-specific cipher suite is used.
Change the definition of MMPDU as follows: and move it an all definitions dependent on MMPU into 3.2

medium access control (MAC) management protocol data unit (MMPDU): The unit of data exchanged

between two peer MAC entities, using services of the physical layer (PHY), to implement the MAC

management protocol. The MMPDU is transported in one or more management MPDUs.  The MMPDU might include a Mesh Control field, but does not include a MAC header, an FCS or any security encapsulation overhead. 
Change dot11FragmentationThreshold as follows:
dot11FragmentationThreshold OBJECT-TYPE

SYNTAX Unsigned32 (256..800011500)

MAX-ACCESS read-write

STATUS current

DESCRIPTION

"This is a control variable.

It is written by an external management entity.

Changes take effect as soon as practical in the implementation.

 

This attribute specifies the current maximum size, in octets, of the MPDU

that may be delivered to the security encapsulation. This maximum size

does not apply when an MSDU is transmitted using an HT-immediate or HT-delayed

Block Ack agreement, or when an MSDU or MMPDU is carried in an A-MPDU.

Fields added to the frame by security encapsulation are not counted

against the limit specified by this attribute. Except as described above,

an MSDU or MMPDU is fragmented when the resulting frame has an individual

address in the Address1 field, and the length of the frame is larger than

this threshold, excluding security encapsulation fields. The default value

for this attribute is the lesser of 8000 11500 or the aMPDUMaxLength or the aPSDUMaxLength of the attached PHY and the value never exceeds the lesser of

800011500  or the aMPDUMaxLength or the aPSDUMaxLength of the attached PHY."

::= { dot11OperationEntry 5 }

Abstract


TGac approved a resolution to CID 3351 in the November 2011 session.   However it failed to get approval in the working group to start a letter ballot.  Part of the reason for that failure was remaining issues related to this CID.





This submission contains proposed changes that address these remaining issues.
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