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Interpretation of a Motion to Adopt

A motion to approve this submission means that the editing instructions and any changed or added material are actioned in the TGaf Draft.  This introduction is not part of the adopted material.

Editing instructions formatted like this are intended to be copied into the TGaf Draft (i.e. they are instructions to the 802.11 editor on how to merge the text with the baseline documents).

TGaf Editor: Editing instructions preceded by “TGaf Editor” are instructions to the TGaf editor to modify existing material in the TGaf draft.  As a result of adopting the changes, the TGaf editor will execute the instructions rather than copy them to the TGaf Draft.
Terminology comments
LB 171 CID 1173:

	1173
	10.12.6
59.07
	Security is an important requirement when establishing the link from a STA to the database to obtain available channels. Clause 8 has covered security features for the 802.11 air interface. However, since the link between a STA to the database may also involve other medium, further explanations are needed on top of the RLQP.
	Include additional explanations on how security features can be enabled when connecting STAs and the RLS through the DS


LB 171 CID 1173 asks about the security of the link between AP and the RLS, which is not specified. We do not agree that it need be specified, and remove insecure CAQ procedures. 
Propose Revised for CID 1173, per discussion and editing instructions in 11-11/1540r0. 

LB 171 CID 1186:

	1186
	10.12.6.2
59.32
	FCC rules say "TV band devices shall incorporate adequate security measures to ensure that they are capable of communicating for purposes of obtaining lists of available channels only with databases operated by administrators authorized by the Commission, and to ensure that communications between TV band devices and databases between TV band devices are secure to prevent corruption or unauthorized interception of data. This requirement includes implementing security for communications between Mode I personal portable devices and fixed or Mode II devices for purposes of providing lists of available channels."
	Security procedure for the transportation of list of available channels should be described.


Discussion:

LB 171 CID 1186 says the security of transport of the available channel list from the AP to the GDC dependent STA (P802.11af D1.04 CAQ responding STA 10.38.6.2) is not clearly specified. We agree and remove insecure CAQ response procedures. 
Propose Revised for CID 1186, per discussion and editing instructions in 11-11/1540r0. 
Proposed Resolution:

Accept changes to P802.11af draft based on discussion and editing instructions in 11-11/1540r0:
TGaf Editor: Insert new dashed list item in section 10.38.4.2 as second item in each dashed list as follows:
· If no security method is enabled on the connection between the CAQ requesting STA and the CAQ responding STA, the Reason Result Code field is set to 4 (REFUSED)



Abstract


Proposed resolutions to some LB 171 CIDs 1173 and 1186 in Comment Group MAC Security.


Editing instructions are based on P802.11af speculative Draft 1.05. 
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