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Interpretation of a Motion to Adopt
A motion to approve this submission means that the editing instructions and any changed or added material are actioned in the TGaf Draft.  This introduction is not part of the adopted material.

Editing instructions formatted like this are intended to be copied into the TGaf Draft (i.e. they are instructions to the 802.11 editor on how to merge the text with the baseline documents).

TGaf Editor:  Editing instructions preceded by “TGaf Editor” are instructions to the TGaf editor to modify existing material in the TGaf draft.   As a result of adopting the changes, the TGaf editor will execute the instructions rather than copy them to the TGaf Draft.

Submission Note: Notes to the reader of this submission are not part of the motion to adopt.  These notes are there to clarify or provide context.
MAC CSM related comments
	CID
	Page
	Clause
	Comment
	Proposed Change

	1116

	57.09
	10.12.1
	"When Management Frame Protection is negotiated, stations shall use Protected Dual of Public Action
frames instead of unicast Public Action frames for DSE procedures."

This is a requirement for the SME,  because of the "Protected" parameters in the MLME primitives,  but this is the MLME subclause.
	Consider removing the "Protected" parameter on the related MLME primitives,  allowing the MLME to choose the state of protection and thereby satisfy this requirement.

	1117
	57.09
	10.12.1
	"When Management Frame Protection is negotiated, stations shall use Protected Dual of Public Action
frames instead of unicast Public Action frames for DSE procedures."

What DSE action frames are transmitted by a STA before management frame protection is negotiated?  
	 I think this should be reworded "once management ..." to highlight that a STA transmits unprotected before such negotiation. 

Also you might want to highlight somewhere that an AP supporting DSE has to accept some unprotected DSE action frames.


Discussions: 

Both comments are commenting on the same sentence. Comment CID 1116 says since the negotiation is described in MLME subsection the protected parameter in the MLME primitives should be removed. Comment CID 1117 asks for clarification of what frame can be used before the security negotiation is completed. According to the FCC regulations, the available channel related information should be protected, therefore only protected public action frame should be used and only after security negotiation is completed. However, 802.11af currently is not only looking at the FCC but also OFCOM regulations. The security requirement of the other regulation is not clear as for today, there is no harm to leave an option of transmitting unprotected public action for other regulation domains. The current Draft text D1.04 has already removed the DSE section and the commented sentence has been removed, therefore no change on the current draft is needed. 
Propose: Revised for CID 1116, 1117, per discussion in the document 802.11-11/1526r0. 
	CID
	Page
	Clause
	Comment
	Proposed Change

	394

	21.57
	6.3.af5.4.4
	The MLME doesn't directly provide information.  It provides by transmitting a frame.
	Replace this sentence with:  "Upon receipt of this primitive, the MLME constructs the appropriate Channel Schedule Management Response frame and causes it to be transmitted to the peer MAC address."


Discussions: 

The comments asks for a clear text saying the response primitive will trigger the transmission of a response frame. Propose to accept the comment with some modification on wording to keep consistency with other sections. Change the sentence to “On receipt of this primitive, the MLME constructs the appropriate (Protected) Channel Schedule Management Response frame and causes it to be transmitted to the peer MAC address”
Propose: Revised for CID 394, per discussion and editing instructions in the document 802.11-11/1526r0. 
Editing instructions:
6.3.98.4 MLME-CHANNELSCHEDULEMANAGEMENT.response
6.3.98.4.1 Function
6.3.98.4.4 Effect of receipt
TGaf Editor: change the first paragraph of 6.3.98.4.4 as follows: 
On receipt of this primitive, the MLME provides channel schedule information on channel availability constructs the appropriate (Protected) Channel Schedule Management Response frame and causes it to be transmitted to the peer MAC address.



Abstract





This document contains proposed resolution of some of the comments categorized as MAC CSM in LB171 of P802.11af D1.0, shown in 802.11-11/0277r20. Proposed resolutions are based on 802.11af  draft text D1.04.





This submission provides resolutions for comment CID 394, 1116 and 1117.
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