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Abstract

This document provides resolution to CID 3351 and 2861 (duplicate of 3351) based on 11ac D1.2.
This document is based on 1477r1 from Yong Liu (Marvell), and his contribution is gratefully acknowledged.
	3351
	9.5
	Section 9.5 of the 802.11 spec says that "A STA shall be capable of receiving fragments of arbitrary length that is less than the maximum allowed MSDU size, plus any encapsulation headers."  This implies a STA, including by omission a VHT STA, is not required to be capable of receiving a fragment of a size greater than 2304 (plus encapsulation).  This conflicts with the desire to support MMPDUs of size greater than 2304 octets
	Maybe changing "MSDU" to "MSDU (or, for VHT STAs, MMPDU if appropriate)" would fix the problem -- but you still need to be clear on what the maximum MMPDU size is here (it's not the theoretical maximum, but the maximum as derived from the STA's maximum MPDU size capability).  You probably also need to tweak "The length of a fragment shall never be larger than dot11FragmentationThreshold" and/or change the maximum value of dot11FragmentationThreshold (in annex C)
	AGREE IN PRINCIPLE

See text changes in 11/1477r2


Editor: Please make the following changes:
9.5 Fragmentation

A fragment is an MPDU, the payload of which carries all or a portion of an MSDU or MMPDU. When data are to be transmitted, the number of octets in the fragment (before processing by the security mechanism) shall be determined by dot11FragmentationThreshold and the number of octets in the MPDU that have yet to be assigned to a fragment at the instant the fragment is constructed for the first time. Once a fragment is transmitted for the first time, its frame body content and length shall be fixed until it is successfully delivered to the immediate receiving STA. A STA shall be capable of receiving fragments of arbitrary length that is less than or equal to the maximum allowed MSDU size, plus MAC header size, any security encapsulation overhead and FCS size, for a fragmented MSDU, or the maximum allowed unencrypted MMPDU size excluding the MAC header and FCS, plus MAC header size, any security encapsulation overhead and FCS size, for a fragmented MMPDU.
NOTE–The maximum allowed MMPDU size for a VHT STA depends on the maximum MPDU size supported by that STA.
C.3 MIB Detail
dot11FragmentationThreshold OBJECT-TYPE

SYNTAX Unsigned32 (256..11500)

MAX-ACCESS read-write

STATUS current

DESCRIPTION

"This is a control variable.

It is written by an external management entity.

Changes take effect as soon as practical in the implementation.

This attribute specifies the current maximum size, in octets, of the MPDU

that may be delivered to the security encapsulation. This maximum size

does not apply when an MSDU is transmitted using an HT-immediate or HTdelayed

Block Ack agreement, or when an MSDU or MMPDU is carried in an AMPDU.

Fields added to the frame by security encapsulation are not counted

against the limit specified by this attribute. Except as described above,

an MSDU or MMPDU is fragmented when the resulting frame has an individual

address in the Address1 field, and the length of the frame is larger than

this threshold, excluding security encapsulation fields. The default value

for this attribute is the lesser of 11500 or the aMPDUMaxLength or the aPS-DUMaxLength of the attached PHY and the value never exceeds the lesser of

11500 or the aMPDUMaxLength or the aPSDUMaxLength of the attached PHY."

::= { dot11OperationEntry 5 }
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