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Interpretation of a Motion to Adopt

A motion to approve this submission means that the editing instructions and any changed or added material are actioned in the TGaf Draft.  This introduction is not part of the adopted material.

Editing instructions formatted like this are intended to be copied into the TGaf Draft (i.e. they are instructions to the 802.11 editor on how to merge the text with the baseline documents).

TGaf Editor: Editing instructions preceded by “TGaf Editor” are instructions to the TGaf editor to modify existing material in the TGaf draft.  As a result of adopting the changes, the TGaf editor will execute the instructions rather than copy them to the TGaf Draft.
Terminology comments
LB 171 CID 1200:

	1200
	3.1
1.47
	The "Standard terms" of doc. #802.11-11/0175r2, Slide #5 should be defined in Clause 3 and used in the TGaf amendment.   The definitions should include the points on Slides #6 to 10, either in the definitions or Clause 4.  The same could be said for the "FCC Legal terms" on Slide #5, if the definitions are well-defined and not subject to change.  Only the term "Personal/Portable station" is defined in this section.  The "standard ters "enabling STA", "dependent STA", and "Contact Verification Signal" are used extensively throughout the document.  (Not sure why  the "fixed device" is only used once.)  
	To the extend that you can, make the terminology consistent with the FCC regulations.   Include those terms heavily used in the TGaf amendment within the definitions Clause 3.   See #802.11-11/0175r2 Slides #5-10.


LB 171 CID 1200 asks that FCC terminology as found in 11-11/175r2 FCC TVWS terminology be included in definitions and possibly in general description. Other comment resolutions have created clause 3.2.1 “Definitions specific to IEEE 802.11 operation in some regulatory domains” in P802.11af Draft 1.02. We propose to add terms from 11-11/1393r0 OFCOM ECC TR159 TVWS terminology and from 11-11/175r2 to clause 3.2.1 and to only use a specific regulator’s term in clause 4 general description where it describes a concept required by our amendment (e.g., contact verification signal).
Propose Revised for CID 1200, per discussion and editing instructions in 11-11/1421r1. Both FCC terminology and OFCOM/EU terminology are included in definitions, but to only use a specific regulator’s term in clause 4 general description where it describes a concept required by our amendment (e.g., contact verification signal).
LB 171 CID 137:

	137
	4.3
2.46
	A general overview of the components used during operation in TVWS needs to be provided in clause 4.
	A general overview of the components used during operation in TVWS needs to be provided in clause 4.


Discussion:

LB 171 CID 137 says a general overview and description of the components to be provided in clause 4 general description. The roles in the architecture depends on regulatory requirements, some of which are very different between FCC and OFCOM.

Propose Revised for CIDs 137, per discussion and editing instructions in 11-11/1421r1. The roles of components in the architecture depend on regulatory requirements, some of which are very different between FCC and OFCOM.

LB171 CID 1034:
	1034
	4.3.9.1
2.19
	"The DSE procedures may also be used in shared bands where unlicensed operation is permitted."  - are there any limitations on this,  i.e. does this make sense in 2.4 GHz.
	If necessary,  qualify or reference the subclauses where the "may" is unpacked.


Discussion:

LB 171 CID 1034 asks about a phrase that was removed in P802.11af D1.04 by approved submission 11-11/1188r2.
Propose Revised for CID 1034, per discussion in 11-11/1421r1. Text changes to 4.3.9.1 have been removed by approved submission 11-11/1188r2, and do not appear in P802.11af D1.04.
LB171 CIDs 1 and 366:
	1
	10.12.6.3

59.35
	RLS is used in this paragraph to describe the function of the channel availability query message.  However the existence of RLS as part of the architecture of the network has not been discussed.
	Add RLS as a logical function to the 802.11 architecture, possibly in chapter 4 of the standard.

	366
	10.af2

54.35
	Abbreviation "RLS" is introduced on page 79
	Explain "RLS" at this section


Discussion:

LB 171 CIDs 1 and 366 ask about Registered Location Secure Server, for its role to be discussed as part of the architecture, possibl on Clause 4. Approved submission 11-11/1188r2 and other submissions provide the definition for RLSS, and this submission adds a general description in clause 4. The role of the RLSS in the architecture depends on regulatory requirements, some of which are very different between FCC and OFCOM.
Propose Revised for CIDs 1 and 366, per discussion and editing instructions in 11-11/1421r1. The role of the RLSS in the architecture depends on regulatory requirements, some of which are very different between FCC and OFCOM.
Proposed Resolution:

Accept changes to P802.11af draft based on discussion and editing instructions in 11-11/1421r1:
3.2.1 Definitions specific to IEEE 802.11 operation in some regulatory domains
TGaf Editor: Insert text in section 3.2.1 maintaining alphabetical order as follows:

Contact verification signal: An encoded signal sent by a master WSD to validate the list of available frequencies and to verify that the slave WSD is within reception range of the master WSD.
Master WSD: A device that has the ability to operate in accordance with parameters communicated by a GDB, and may have the ability to manage slave WSDs as required.
Model identifier: A unique text string set by the manufacturer at the time of placing the device on the market and communicated to the database provider. For example, it might have a form such as “MOT-WSD-M635”. 

Slave WSD: A device which does not directly communicate with a GDB, but is under the control of a master WSD.

White space device (WSD): White space devices (WSDs) are devices that can use White Space spectrum without causing harmful interference to protected services by employing required cognitive capabilities.

4. General description

4.3 Components of the IEEE 802.11 architecture

TGaf Editor: Insert new text in section 4.3.18 as follows:

4.3.18 Operation under geolocation database control
“While geographic sharing of spectrum is well-established, we are only just now seeing the emergence of technologies that enable ‘dynamic’ sharing – that is, the ability to identify slices of spectrum that are available at that location, whether for a few seconds, a few minutes, a few hours, or a few days.”20 
Regulators are using television broadcast bands to deploy dynamic sharing technologies, with different views on how much time should elapse from the moment an authorized database is told to change access to a particular slice of spectrum, and the time that sharing radios change their operations. One current view is daily changes are possible, in effect the database spectrum grants are acting like daily experimental licenses. Another view is response times less than an hour are necessary, and it is desireable to change in minutes. One could view the radar band DFS requirements as changes within a few seconds are required for sharing with radars. Unlike other bands with static rules, in white spaces, the future available channels and transmit power limits are unknown. The architectural role of components depends on the security and timeliness requirements in particular regulatory domains. Figure 4-10a (Multiple APs and multiple GDBs) shows APs and STAs operating under control of two geolocation databases. 
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Figure 4-10a—Multiple APs and multiple GDBs
In some regulatory domains APs are required to directly communicate with GDBs, the white space maps and other information received from GDBs have to be securely maintained, and a contact verification signal is required to be provided to inform STAs that the map they received is still valid. A Registered Location Query Protocol is provided to share the maps and current channel use among APs in a neighbourhood. In some regulatory domains a Registered Location Secure Server can provide to GDBs the current channel use information of all the BSSs and IBSSs that communicate with it. By accessing and using this information, the STAs can make intelligent decisions about the most effective way to utilize the available spectrum, power, and bandwidth for their communications.
The request/report mechanisms are as follows:

· Channel Availability Query
· Channel Schedule Management
· GDC Enablement
· Network Channel Control
· Operation Channel Status
· White Space Map
The command and control mechanisms are as follows:

· Channel Power Management

· Contact Verification Signal

These mechanisms provide the capability for a BSS to manage and query its radio environment, and to allow GDB control of the radio environment for all wireless services.
20 FCC 10-198 Promoting More Efficient Use of Spectrum Through Dynamic Spectrum Use Technologies NOI, November 2010.



Abstract


Proposed resolutions to some LB 171 CIDs in Comment Groups MAC terminology and Clause 4 (1, 137, 366, 1034 and 1200).


Editing instructions are based on P802.11af speculative Draft 1.04. The resolutions are coordinated with resolutions for DSE comments in 11-11/1394r1.


1421r1 adds discussion and proposes resolutions for CIDs 1 and 366, and modifies the discussion and proposed resolution for CID 1200.
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