November 2011

doc.: IEEE 802.11-11/1394r0

IEEE P802.11
Wireless LANs

	LB171 Some General Comments

	Date:  2011-11-01

	Author(s):

	Name
	Affiliation
	Address
	Phone
	email

	Peter Ecclesine
	Cisco Systems
	170 W. Tasman Dr., MS SJ-14-4, San Jose, CA 95134-1706
	+1-408-527-0815
	pecclesi@cisco.com

	
	
	
	
	



Interpretation of a Motion to Adopt

A motion to approve this submission means that the editing instructions and any changed or added material are actioned in the TGaf Draft.  This introduction is not part of the adopted material.

Editing instructions formatted like this are intended to be copied into the TGaf Draft (i.e. they are instructions to the 802.11 editor on how to merge the text with the baseline documents).

TGaf Editor: Editing instructions preceded by “TGaf Editor” are instructions to the TGaf editor to modify existing material in the TGaf draft.  As a result of adopting the changes, the TGaf editor will execute the instructions rather than copy them to the TGaf Draft.
MLME comments
LB 171 CID 316:

	316
	General
	General comment: PAR Scope describes the following: "…..to meet the legal requirements for channel access and coexistence in the TV White Space". As some features like e.g. channel map  transmission create communication overhead, please check if requirement is really valid
	delete  features which are not needed after requirement analysis


Discussion:

LB 171 CID 316 asks that features in the draft undergo requirements analysis, particulary channel map transmission. It is clear in FCC rules that the channel map transmission shall be secure, and it is reasonable to expect a WSM is not secure in Beacon frames. A requirement analysis is necessarily incomplete, as regulatory changes continue over the life of the amendment. Note the 802.11 WG has removed all normative references to specific regulatory requirements from the standard. 
Propose Rejected for CID 316, per discussion in 11-11/1394r0.

LB 171 CID 8:

	8
	4.5.5.2
	Need a mechanism for a portable BSS to detect presence of co-channel fixed devices so that it can move into a different channel.  This is because there is a 16dB EIRP difference between the fixed and portable. So fixed APs may never detect a portable devices in the co-channel and thereby cause interference to the portable device BSS.
	Make transmission of unsolicited TPC report element mandatory for fixed TVWS devices.  Also see 11/0265r0 for suggested text.


Discussion:

LB 171 CID 8 says that since the fixed devices may transmit 4W EIRP and personal/portable can be much less, the personal/portables need a mechanism to stay off the channel of the fixed device. The proposed remedy is require that fixed devices transmit TPC report elements. We observe that in other bands the difference in EIRPs may be up to 1W/MHz over 20 MHz, and even higher in 2.4 GHz bands with professionally installed antennas. No special measures have been found to be necessary in the 2.4 GHz band where fixed devices and personal/portables both operate. The commenter suggests transmitting unsolicited TPC Report elements, possibly to the broadcast address, so that the portable devices will be able to detect the transmissions of fixed devices. However, the interference problem here appears to be more problematic in the low-power to fixed direction, due to inability of fixed devices to detect Beacon frames of portable devices. We disagree that requiring fixed devices to transmit TPC report elements will cause another BSS to change frequencies. 
Propose Rejected for CID 8 - We disagree that requiring fixed devices to transmit TBC Report elements will provide much value to other low-power networks. The interference problem here appears to be more problematic in the low-power to fixed direction, due to inability of fixed devices to detect Beacon frames of portable devices. We disagree that requiring fixed devices to transmit TPC report elements will cause another BSS to change frequencies. 

LB 171 CID 951:
	951
	4
	The FCC requirement for embedded geo-location limits the placement of Mode II APs indoors, restricting placement to be near a window or another location where GPS lock can be obtained.  This severly limits the placement of APs indoors. The standard needs support for a low-rate enabler which can be placed near a window where it can obtain GPS lock and can provide enablment to all the Mode I AP and STAs throughout the building.  In addition, this makes it possible for Mode I APs to be used, which reduces the complexity of these APs since they no longer require embedded GPS.
	Add text from document IEEE 802.11-11/257.


Discussion:

LB 171 CID 951 assumes that a scheme to extend GPS location from a STA with known GPS lock will meet FCC requirements for personal/portable STAs to verify their geolocation every 60 seconds. The 11-11/257r0 scheme proposes a DSSS PHY operating at up to 62.5 kbps in a 5 MHz RLAN channel, and transferring location and channel schedule information in some Beacon frames. The proposed scheme does not address security requirements for authoritative channel schedule information, which by FCC rules each master device must receive from an authorized Geolocation database. We disagree that GPS or GPS extension is needed to meet FCC requirements to operate RLANs indoors, and note that existing 802.11 Radio Measurement offers a way for a STA to ask where are you? and where am I? from another RLAN that provides 802.11 Radio Measurement. 

Propose Rejected for CID 951 - We disagree that a low rate enabler is needed to meet FCC requirements to operate RLANs indoors, and note that existing 802.11 Radio Measurement offers a way for a STA to ask where are you and where am I? from another RLAN that provides 802.11 Radio Measurement. The proposed scheme does not address security requirements for authoritative channel schedule information, which by FCC rules each master device must receive from an authorized Geolocation database. 

General comments
LB171 CID 642 and 643:
	642
	8.3.3.2
	There is no need for multiple elements.  This looks like 5 different proposals/mechanisms.  It's confusing, redundant, inefficent.
	Replace all elements with a single "white space" element that has the appropriate mandatory and optional fields for the required functionality.  Worse case maybe two elements ….

	643
	8.3.3.2
	Why so much information in the beacon?  The minimum necessary for initial connection of a client to the AP should be provided.  Additional information should be obtained by other frame exchanges.
	Replace all elements with a single "white space" element that has the appropriate mandatory fields. Optional field should be examinedd for potential removal and use in other exchanges.


Discussion:

LB 171 CIDs 642 and 643 says putting up to four IEs (WSM, CPM, DSE Link Identifier and Geodatabase Inband Enabling Signal) in Beacon frames is not required. CID 642 proposes to reduce that to a single “white space” element (or maybe two), and CID 643 proposes to reduce that to just one. Other proposed comment resolutions remove Geodatabase Inband Enabling Signal element from Beacon frames, and channel power management announcement must be possible in Beacon frames. We agree to remove WSM and DSE Link Identifier from Beacon frames.
Propose Revised for CIDs 642 and 643 with explanation that Channel Power Management Announcement must remain in Beacon frames, and the three other IEs are removed.
LB171 CID 644:
	644
	8.3.3.10
	Too many elements.  Is A White space map required in a probe response?  Would it be a better model to use a public action frame for such spectrum information?  Probe sizes should be considered and the use of the probe should be focused on obtaining information to connect to the AP verusu all possible information about the spectrum
	reduce the number of fields and defer sending information that is not necessary for the connection process to other phases of operation.


Discussion:

LB 171 CID 644 says says putting up to four IEs (WSM, CPM, DSE Link Identifier and Geodatabase Inband Enabling Signal) in probe response frames is not required. We agree and remove WSM, DSE Link Identifier and Geodatabase Inband Enabling Signal and leave channel power management announcement optionally present.
Propose Accepted for CID 644 per discussion and editing instructions in 11-11/1394r0.
LB171 CIDs 387 and 708:
	387
	8.4.2.af3
	You are lacking a description for the Mesh BSS.
	Add text that explains the values in case of an MBSS.

	708
	8.4.2.af3
	As 802.11af follows 802.11s, are there any restrictions on TV Band Operation in a MESH?
	Add a sentence to describe operation in a MESH network.


Discussion:

LB 171 CID 387 says the TGaf draft 1.0 text does not provide a means for a mesh BSS to perform the channel power management procedure.  Amendment 802.11s is now in the REVmb baseline for 802.11af. How mesh STAs meet regulatory requirements is not specified in the standard. It does not appear that the CPM field values in the Information element are any different in the case of an MBSS. Note the 802.11 WG has removed all normative references to specific regulatory requirements from the standard, and the mesh STAs can use channel power management information elements and action frames when operating in TVWS.
Propose Rejected for CIDs 387 and 708 because it is not required to support all 802.11 options for operation in TVWS.  Note the 802.11 WG has removed all normative references to specific regulatory requirements from the standard.
LB171 CID 942:
	942
	General
	In TV Whtiespace, Mesh Point (maybe Mode II device) shall access the geo-location database for obtaining an available channel list. IEEE 802.11s shall provide the channel availability query procedure.
	Provide channel availability query procedure in IEEE 802.11s.


Discussion:

LB 171 CID 942 says the TGaf draft 1.0 text does not provide a means for a Mesh Point to perform the channel availability query procedure.  Amendment 802.11s is now in the REVmb baseline for 802.11af, and Mesh Points have been renamed to mesh STAs. How mesh STAs meet regulatory requirements is not specified in the standard. Note the 802.11 WG has removed all normative references to specific regulatory requirements from the standard, and the dialog with authoritative Geolocation databases is not being standardized in 802.11af.
Propose Rejected for CID 942 because it is not required to support all 802.11 options for operation in TVWS.  Note the 802.11 WG has removed all normative references to specific regulatory requirements from the standard.
LB171 CIDs 592 and 943:
	592
	General
	According to 8.5.13 and 10.22 in 802.11REVmb, TDLS channel switch to TV Whitespace is not supported. In order to enable direct link on TV whitespace channels, TDLS channel switch mechnism should be revised.
	Specify. 

See forthcoming document 11-11/xxxxr0.

	943
	General
	In order to use TDLS Off-channel, a non-AP STA shall access the geo-location database before transmitting Channel Switch Request frame. 

Also, the non-AP STA shall provide the white space map to a peer STA.
	Provide the TDLS Off-channel behavior in TV Whitespace.


Discussion:

LB 171 CIDs 592 and 943 say the TGaf draft 1.0 does not provide a means to use TDLS channel switch to/from/in TVWS. The TDLS channel switch lacks a means to change constrained transmit power at the same time as changing frequency or bandwidth. In some regulatory domains, the sender of a valid channel switch command is deemed to be a master and must meet all regulatory requirements for master devices (e.g., FCC 15.202). It is not a requirement of the TGaf PAR to support all 802.11 options of REVmb in TVWS. Note the 802.11 WG has removed all normative references to specific regulatory requirements from the standard.

Propose Rejected for CIDs 592 and 943 because it is not required to support all 802.11 options in TVWS.  Note the 802.11 WG has removed all normative references to specific regulatory requirements from the standard.

LB171 CID 653:
	653
	3.1
	In the normative text, Registered location security server (RLSS) is used to emphasis the secury requirement of the server. The definition is missing here.
	Define it


Discussion:

LB 171 CID 653 asks for a definition of the registered location secure server. A definition “A database that organizes storage of information by geographic location and securely holds the location and some operating parameters of one or more BSSs.” was provided in P802.11af_D1.03, which was approved at the September  2011 Okinawa meeting.
Propose Accepted for CID 653, per discussion in 11-11/1394r0.
LB171 CID 987:
	987
	8.5.8.1
	Some public action frames listed in Table 8-131 (Public Action field values) should be defined as Action frames as well, so that it can be used securely after the association.
	Define Action frames for White Space Map Announcement, Channel Power Management Announcement, Channel Availability Query, Operation Channel Status Query/Response and Contact Verification Signal.


Discussion:

LB 171 CID 987 asks that several Public Action frames be also defined as Action frames so they can be used securely. Public Action frames are Action frames, the Protected Dual of Public Action frames provide secure use of Public Action frames, and are defined in 8.5.11 of the TGaf draft. There is no reason to provide another category of action frames for secure use. 
Propose Rejected for CID 987, per discussion in 11-11/1394r0. The Protected Dual of Public Action frames are defined in 8.5.11.1 and are used after a security relationship is established.
LB171 CID 645:
	645
	8.4.2.1
	Multiple element IDs provide the same information.
	Examine fields and remove redundant elements (like power)


Discussion:

LB 171 CID 645 asks that amendment Information elements have less redundancy (like power) among themselves. Some power fields convey capability, some convey dynamic regulatory limits and others convey operating limits (after being constrained). Some “channel” information is regulatory frequencies, and others are RLAN “channels.” Submission 11-11/1386 redefines an Extended Capabilities field as Geodatabase Inband Enabling Signal, and removes the Geodatabase Inband Enabling Signal element from the Information elements to resolve five other comments.
Propose Revised for CID 645, per discussion and editing instructions in 11-11/1394r0. We track removal of redundant elements in 11-11/277, ‘Comments’ sheet, CID 645 ‘Ad hoc Notes’ column X.
LB171 CID 648:
	648
	8.5.8.1
	Too many frames.  Why so many, seems like several could be combined - confusing, complex and ineficient.
	Rexamine frame usage and merge frame definitation where possible.


Discussion:

LB 171 CID 648 asks that then number of Public Action frame definitions be reduced. We agree and are taking the effort of reviewing both RLQP and other Action frames with a view for reduction of the total.
Propose Revised for CID 648, per discussion in 11-11/1394r0. We track removal of redundant frame definitions in 11-11/277, ‘Comments’ sheet, CID 648 ‘Ad hoc Notes’ column X.

Proposed Resolution:

Accept changes to P802.11af draft based on discussion and editing instructions in 11-11/1394r0:
TGaf Editor: Change text in section 6.3.3.3.2 as follows:

6.3.3 Scan
6.3.3.3 MLME-SCAN.confirm

6.3.3.3.2 Semantics of the service primitive

Editor: Insert threefour new entries at the end of BSSDescription table as follows:
	Name
	Type
	Valid range
	Description
	IBSS adoption

	White Space Map
	White Space Map element
	As defined in 8.4.2.129 (White Space Map element)
	The values from the White Space Map element if such an element was present in the probe response or Beacon frame, else null.
	Adopt

	DSE Link Identifier
	DSE Link Identifier element
	As defined in 8.4.2.130 (DSE Link Identifier element)
	The values from the DSE Link Identifier element if such an element was present in the probe response or Beacon frame, else null.
	Adopt

	Channel Power Management Announcement
	Channel Power Management Announcement element
	As defined in 8.4.2.131 (Channel Power Management Announcement element)
	The values from the Channel Power Management Announcement element if such an element was present in the probe response or Beacon frame, else null.
	Adopt

	Geodatabase Inband Enabling Signal
	Geodatabase Inband Enabling Signal element
	As defined in 8.4.2.133 (Geodatabase Inband Enabling Signal element)
	The values from the Geodatabase Inband Enabling Signal element if such an element was present in the probe response or Beacon frame, else null.
	Adopt


8.3.3.2 Beacon frame format

TGaf Editor: Change the editing instructions to 8.3.3.2 as follows:
Insert the following four rows (ignoring the header row) before the last order in Table 8-20:
TGaf Editor: Change three rows of Table 8-20 Beacon frame body in section 8.3.3.2 as follows:

	<ANA>
	White Space Map
	The White Space Map element is optionally present if dot11WhiteSpaceMapActivated is true.

	<ANA>
	DSE Link Identifier
	The DSE Link Identifier element is optionally present if dot11MultiDomainCapabilityActivated is true.

	 <ANA>
	Geodatabase Inband Enabling Signal
	The Geodatabase inband enabling signal is optionally present if dot11GDCActivated is true.


8.3.3.10 Probe Response frame format

TGaf Editor: Change the second editing instruction in 8.3.3.10 (before row insertion)as follows:
 Insert the following four rows (ignoring the header row) before the last two rows in Table 8-27 Probe Response frame body in the correct position to preserve ordering by the "Order" column:
TGaf Editor: Change three rows of Table 8-27 Probe Response frame body in section 8.3.3.10 as follows:

	<ANA>
	White Space Map
	The White Space Map element is optionally present if dot11WhiteSpaceMapActivated is true.

	<ANA>
	DSE Link Identifier
	The DSE Link Identifier element is optionally present if dot11MultiDomainCapabilityActivated is true.

	 <ANA>
	Geodatabase Inband Enabling Signal
	The Geodatabase inband enabling signal is optionally present if dot11GDCActivated is true.





Abstract


Proposed resolutions to some LB 171 CIDs in Comment Group General (316, 387, 592, 642, 643, 644, 645, 648, 653, 708, 942, 943, 951 and 987).


Editing instructions are based on P802.11af speculative Draft 1.04. The resolutions are coordinated with resolutions for DSE comments in 11-11/1386.
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