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Instruction to editor: Change clause 10.3.4 as indicated by the WinWord change tracking in the text below.

10.3.4 Additional mechanisms for an AP collocated with a mesh STA

If a STA to AP mapping is added to the DS with the STA being a non-AP STA in an infrastructure BSS and the AP being an access point that interconnects through a DS with a mesh gate (that is, AP and mesh gate are collocated; see Figure 4-9 (Example device consisting of mesh STA and AP STA to connect an MBSS and an infrastructure BSS)), this mesh gate shall verify that the MAC address of the STA does not belong to a mesh STA in the MBSS. See 4.5.3.3 (Association) and Annex R (DS SAP Specification) for association and STA to AP mapping in the DS. If the mesh gate determines that the authenticated STA has a MAC address that is a MAC address of a mesh STA in the MBSS, then the collocated access point shall deauthenticate the STA with Reason Code “unspecified reason” or “MACADDRESS-ALREADY-EXISTS-IN-MBSS.”

The mechanism for verifying the MAC address of the authenticated STA depends on the active path selection protocol and might be vendor specific. See 13.9.13 (Considerations for support of STAs without mesh functionality) when HWMP is the active path selection protocol.
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Abstract


The submission contains updated text for CID 14201 from Sponsor Ballot on IEEE 802.11 REVmb D10.0. The text change is based on IEEE 802.11 REVmb D10.0.
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