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Instruct the editor to create a new 11.5.7 and increment the existing 11.5.7 and all subsequent subsections under 11.5.
11.5.7 RSNA policy selection in an MBSS
RSNA policy is advertised in mesh beacons and probe responses by mesh STAs. A mesh STA will identify a candidate peer by parsing its mesh beacons and probe responses (see section 13.2).

All mesh STAs in an MBSS shall use the same group cipher suite. Mesh STAs establish authenticated peerings with each other using the AMPE protocol (see section 13.5). In AMPE, mesh STAs negotiate a pairwise cipher suite, and establish a pairwise MTKSA, to protect individually addressed mesh frames and state a group cipher suite and establish an MGTKSA to process incoming group addressed frames from a peer.
The AMPE performs key confirmation of a secret, authenticated, and shared PMK derived by an authenticated key management protocol (see section 11.3) and derives pairewise symmetric keys.
Instruct the editor to create a new 11.5.11 (which will go after the existing 11.5.9 that was incremeneted above to become 11.5.10) and increment all subsequent sections under 11.5
11.5.11 RSNA authentication in an MBSS

When establishing an RSNA in an MBSS, a mesh STA shall use IEEE 802.11 SAE authentication (see section 11.3) prior to establishment of an authenticated peering. An RSNA security association, called a Mesh PMKSA, is created upon successful completion of 802.11 SAE authentication.

Authentication using IEEE 802.11 SAE authentication is based on a password. A password must be shared between two mesh STAs in order to successfully complete authentication. This password can be pairwise—each pair of mesh STAs in a mesh has a unique password—or it can be shared—all mesh STAs in the MBSS share the same password.

Due to the security properties of IEEE 802.11 SAE authentication, an adversary has no greater possibility in determining a shared password than in determining a pairwise password. Obviously, the potential for misuse is greater if a shared password becomes known to an adversary because an unlimited number of mesh STAs under the control of the adversary can be added to the MBSS.

Instruct the editor to create a new 11.5.14 (which will go after the existing 11.5.11 that was incremented twice above to become 11.5.13) and increment all subsequent sections under 11.5
11.5.14 RSNA key management in an MBSS

Upon successful completion of IEEE 802.11 SAE authentication and the AMPE a secure peering is established between two mesh STAs. This secure peering includes a Mesh PMKSA and a Mesh PTKSA. Multiple Mesh PTKSAs may be created using a single Mesh PMKSA (a limit to that number is a policy decision outside the scope of this standard). 
A Mesh PTKSA is logically a child of the Mesh PMKSA. A Mesh PTKSA shall be destroyed if the corresponding Mesh PMKSA that was used, by the AMPE, to create it is destroyed. Mesh PMKSAs are limited by its lifetime (section 11.6.1.3).
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