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All changes are based on IEEE 802.11 REVmb D10.0.

This submission resolves comments CID 
Editor instruction: In clause 8.2.3 General frame format, delete the note on page 430 lines 1‑4 as indicated by the Winword track changes in the text below:


Note, the information contained in this note is repeated in similar notes in the clauses on the specific frame types.
Editor instruction: In clause 8.3.2.1 Data frame format, change the note on page 464 lines 13‑16 as indicated by the Winword track changes in the text below:

NOTE—The maximum frame body size shown in Figure 8-30 (Data frame) is for CCMP encryption of a maximum-size A-MSDU (note that TKIP encryption is not allowed in this case and any Mesh Control fields are part of the A-MSDU subframes). The maximum frame body size if A-MSDUs are not used is 2338 octets for CCMP encryption of a maximum-size MSDU and 2342 octets for TKIP encryption of a maximum-size MSDU, including in both cases an 18-octet Mesh Control field. The frame body size might in all cases be greater if a vendor-specific cipher suite is used.
Editor instruction: In clause 8.3.3.1 Format of management frames, change the note on page 468 lines 24‑27 as indicated by the Winword track changes in the text below:

NOTE 1—The maximum frame body size shown in Figure 8-34 (Management frame format) is for CCMP encryption with a maximum-size MMPDU (note TKIP encryption is not allowed and any Mesh Control field is held within the MMPDU, not as a separate header). The frame body size might be greater if a vendor-specific cipher suite is used. 

Editor instruction: In clause W.1 Clarification of Mesh Data frame format, change the text of the clause and the heading of Figure W-1 as indicated by the Winword track changes in the text below. Replace Figure W-1 with the one provided below.
W.1 Clarification of Mesh Data frame format

The Mesh Data frame consists of MAC Header, Frame Body, and the FCS. The fields in the MAC Header

are described in 8.2.3 (General frame format).

In a Mesh Data frame containing a single MSDU, the Mesh Control field is placed as the first
 element in the encrypted Frame Body. The Frame Body contains also the LLC/SNAP headers and the higher layer data. The format for an example of an encrypted Mesh Data frame is shown in Figure W-1 (Format of a CCMP-encrypted Mesh Data frame containing a single MSDU). The format of the Mesh Data frame is shown in Figure W-1 (Format of the Mesh Data frame).

When the Mesh Data frame is fragmented, only the first fragment contains the Mesh Control field.
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Figure W-1—Format of a CCMP-encrypted Mesh Data frame containing a single MSDU
Note to editor: All changes to Figure W-1 are in the area of the Frame Body.
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Abstract


The submission provides text changes to IEEE 802.11 REVmb D10.0 in order to correct the frame sizes. Problems with the Frame Size where indicated in comments of the Sponsor Ballot on IEEE 802.11 REVmb D10.0. This submission intends to resolve these comments.








�First or second element?


�Combine those to: up to 2338?
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