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Interpretation of a Motion to Adopt
A motion to approve this submission means that the editing instructions and any changed or added material are actioned in the TGaf Draft.  This introduction is not part of the adopted material.

Editing instructions formatted like this are intended to be copied into the TGaf Draft (i.e. they are instructions to the 802.11 editor on how to merge the text with the baseline documents).

TGaf Editor: Editing instructions preceded by “TGaf Editor” are instructions to the TGaf editor to modify existing material in the TGaf draft.  As a result of adopting the changes, the TGaf editor will execute the instructions rather than copy them to the TGaf Draft.
	CID
	Page
	Clause
	Comment
	Proposed Change

	44
	38.20
	8.4.5.1
	Isn't the minimum length 6+6+1+2 = 15?
	Change "The minimum value of the Length field is 13." to "The minimum value of the Length field is 15."

	193
	38.21
	8.4.5.1
	Why is the minimal value of the Length field 13? Already the fixed-length fields following the Length field are 15 octetts long. The variable length field are NOT optional; assuming a minimum length of 1 octett per variable length field, the minimum value of the Length field should be 17.
	Change the minimum value of the Length field from "13"  to  "17"

	719
	38.20
	8.4.5.1
	The minimum value of the Length field is 15
	Change the minimum length of the Length field.

	745
/965
	38.21
	8.4.5.1
	The minimum Length should be 15
	As indicated in the comment.

	425
	38.03
	8.4.5.1
	Enablement is used to request/respond to enablement? 
	What does that mean?

	492
	38.00
	8.4.5.1
	DSE enablement element does not need WSM information in its response. The available channel map is already sent as the response during channel availability query procedure. It will be better idea to decouple channel availability from DSE enablement procedure.
	Remove the field.

	658
	38.01
	8.4.5.1 
	Justify the necessity of DSE enablment from the regulatory requirement point of view
	Remove DSE Enablment if the necessity can not be justified

	686
	43.07
	8.5.8.4
	Table 8-134 allocates two new Reason Result Code field values. Aren't these supposed to go through normal ANA process?
	Replace “8” and “9” with “<ANA>” in Table 8-134.


Discussion : 

CID 44, 193, 719, 745 and 965 are indicating that the minimum length of a DSE Enablement frame has wrong value. CID 425, 492, 658 and 698 are commenting on some ambiguity issues caused by the use of DSE enablement frame, which is proposed for the purpose of a radar band operation and most of the features not required in TV white spaces. CID 686 is about reason result code field values that the DSE Enablement frame has. DSE Enablement is not necessary in TV white spaces and it is proposed to remove the DSE Enablement procedure in IEEE 802.11af amendment and define a new GDC enablement procedure. Rather using one frame for GDC Enablement Request and Response, two frames are proposed for each purpose. 
Propose Revised for CID 44, 193, 719, 745, 965 and 686. Having new frame formats
Propose Revised for CID 425. Propose to define GDC Enablement Request frame and GDC Enablement Response frame
Propose Revised for CID 686. Having each frames for request and response, the reason result code is not necessary. 

Propose Accepted for CID 658. Propose to remove DSE Enablement frame and its rules from IEEE802.11af draft. 
	CID
	Page
	Clause
	Comment
	Proposed Change

	194
	38.23
	8.4.5.1
	Wrong reference given. Should be E-3.1.2 
	Change Reference from "8.4.5.3"  to  "E 3.1.2"

	826
	38.23
	8.4.5.1
	The format of the Device Information Field is not specified in the referenced clause.
	Provide reference to the correct clause.


Discussion : 

CID 194 and 826 indicate that the reference of the Device Information field is mistakenly missing. DSE Enablement Frame is proposed to remove and GDC Enablement Request frame is proposed to define, which has this field with a right reference. 
Propose Revised for CID 194 and 826 having right reference of a Device Information in GDC Enablement Request frame.

	CID
	Page
	Clause
	Comment
	Proposed Change

	717
	38.03
	8.4.5.1
	The first sentence describing GAS is probably more appropriate to clause 8.4.2.93.
	Change the sentence in clause 8.4.2.93 on P29L12  to "RLQP is a protocol, transported by GAS, used by a requesting STA to query another STA (i.e., the receiving STA
can respond to queries with and without proxying the query to a server in an external network)."  This change can be made to all of the RLQP element introductory sentences.

Change the 1st sentence in clause 8.4.5.1 to "The DSE Enablement of RLQP is used to request/respond to DSE enablement, rather
than using dedicated Public Action frames."

	982
	38.00
	8.4.5.1
	The DSE Enablement element has same function with the Channel Availability Query element, while the Channel Availability Query element may optionally provide Device Location Information.  There's no need to have duplicated elements defined for the same purpose.
	Remove the clause.

	718
	42.58
	8.5.8.4
	The clause text is missing
	Need to add some text for this clause.

	988
	42.00
	8.5.8.4
	Text is missing.
	Either fill out the clause or remove the clause.


Discussion

CID 717 asks to move a part of explanatory sentences on RLQP of DSE Enablement frame to 8.4.2.93. 
CID 982 asks removal of GDC Enablement element. CID 718 and 988 indicate that the description of public action frame of GDC Enablement  is missing and request to specify it. Having proposed to remove GDC Enablement  frame, there is no need to specify it. 
Propose Rejected for CID 717, 718 and 988 because the corresponding sub-clauses are proposed to remove.
Propose Accepted for CID 982 with the removal of DSE Enablement frame.  
Editing instructions:
6.3 MLME SAP Interface

TGaf editor: Insert a new subclause before subclause 6.3.89 as follows:
6.3.af1 GDC Enablement
The following MLME primitives support the signaling of the GDC Enablement. 
6.3.af1.1 MLME-GDCENABLEMENT.request

6.3.af1.1.1 Function

This primitive requests that a (Protected) GDC Enablement Request frame be sent to a peer entity. 

6.3.af1.1.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-GDCENABLEMENT.request(

PeerSTAAddress,
DialogToken, 
Protected,
DeviceClass,
DeviceID
)
	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MAC Address
	Any valid individual MAC Address
	Specifies the address of the peer MAC entity with which to perform the GDC Enablement process.

	DialogToken 
	Integer
	1-255
	The dialog token to identify the event transaction. 

	Protected
	Boolean
	True, false
	Specifies whether the request is sent using a Robust Management frame.

If true, the request is sent using the Protected GDC Enablement Request frame.

If false, the request is sent using the GDC Enablement Request frame.

	DeviceClass
	DeviceClass
	As defined in 8.2.6.1.1 (Device Class) 
	Specify the service parameters for the GDC Enablement. 

	Device ID 
	Device Identification Information
	As defined in 8.2.6.1.2 (Device Identification Information) 
	Specify the service parameters for the GDC Enablement.


6.3.af1.1.3 When Generated

This primitive is generated by the SME to request that a (Protected) GDC Enablement Request frame be sent to the peer entity.

6.3.af1.1.4 Effect of Receipt

On receipt of this primitive, the MLME constructs a (Protected) GDC Enablement Request frame. The STA then attempts to transmit this to the peer entity.

6.3.af1.2 MLME-GDCENABLEMENT.confirm 
6.3.af1.2.1 Function

This primitive reports the result of an MLME-GDCENABLEMENT.request primitive to initiate GDC Enablement. 

6.3.af1.2.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-GDCENABLEMENT.confirm (
PeerSTAAddress,
DialogToken, 
Protected,
ResultCode,
WSM
)
	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MAC Address
	Any valid individual MAC Address
	Specifies the address of the peer MAC entity with which to perform the GDC Enablement process.

	Dialog Token 
	Integer
	1-255
	The dialog token to identify the event transaction. 

	Protected
	Boolean
	True, false
	Specifies whether the response is sent using a Robust Management frame.

If true, the response is sent using the Protected GDC Enablement Response frame.

If false, the response is sent using the GDC Enablement Response frame.

	ResultCode
	Enumeration
	SUCCESS,

REFUSED,

INVALID_PARAMETERS
	Indicates the result response to the GDC Enablement request from the peer entity. 

	WSM  
	WSM element 
	As defined in 8.4.2.129 (WSM element) 
	Specify the service parameters for the GDC Enablement.


6.3.af1.2.3 When Generated

This primitive is generated by the MLME as a result of an MLME-GDCENABLEMENT.request and indicates the results of the request.
This primitive is generated when the STA successfully receives a GDC Enablement Response frame from the peer entity or when an unspecified failure occurs.
6.3.af1.2.4 Effect of Receipt

On receipt of this primitive, the SME evaluates the results of the MLME-GDCENABLEMENT.request primitive and may use the reported data. 

6.3.af1.3 MLME-GDCENABLEMENT.indication

6.3.af1.3.1 Function

This primitive indicates that a (Protected) GDC Enablement Request frame was received from a peer entity. 

6.3.af1.3.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-GDCENABLEMENT.indication(
PeerSTAAddress,
DialogToken, 
Protected,
DeviceClass,
DeviceID
)
	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MAC Address
	Any valid individual MAC Address
	The address of the peer entity from which a GDC Enablement Request frame was received. 

	DialogToken 
	Integer
	1-255
	The dialog token to identify the event transaction. 

	Protected
	Boolean
	True, false
	Specifies whether the request is sent using a Robust Management frame.

If true, the request is sent using the Protected GDC Enablement Request frame.

If false, the request is sent using the GDC Enablement Request frame.

	DeviceClass
	DeviceClass
	As defined in 8.2.6.1.1 (Device Class) 
	Specify the service parameters for the GDC Enablement. 

	Device ID 
	Device Identification Information
	As defined in 8.2.6.1.2 (Device Identification Information) 
	Specify the service parameters for the GDC Enablement.


6.3.af1.3.3 When Generated

This primitive is generated by the MLME when a valid (Protected) GDC Enablement Request fame is received.

6.3.af1.3.4 Effect of Receipt

On receipt of this primitive, the SME operates according to the procedure in 10.30.1..
6.3.af1.4 MLME-GDCENABLEMENT.response
6.3.af1.4.1 Function

This primitive indicates that a (Protected) GDC Enablement Response frame be sent to the peer entity. 

6.3.af1.4.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-GDCENABLEMENT.response (
PeerSTAAddress,
DialogToken, 
Protected,
ResultCode,
WSM
)
	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MAC Address
	Any valid individual MAC Address
	The Address of the peer entity from which a GDC Enablement Request frame was received.

	Dialog Token 
	Integer
	1-255
	The dialog token to identify the event transaction. 

	Protected
	Boolean
	True, false
	Specifies whether the response is sent using a Robust Management frame.

If true, the response is sent using the Protected GDC Enablement Response frame.

If false, the response is sent using the GDC Enablement Response frame.

	ResultCode
	Enumeration
	SUCCESS,

REFUSED,

INVALID_PARAMETERS
	Indicates the result response to the GDC Enablement request from the peer entity. 

	WSM
	WSM element 
	As defined in 8.4.2.129 (WSM element) 
	Specify the service parameters for the GDC Enablement.


6.3.af1.4.3 When Generated

This primitive is generated by the SME to request that a GDC Enablement Response frame be sent to the peer entity. 
6.3.af1.4.4 Effect of Receipt

On receipt of this primitive, the MLME constructs a GDC Enablement Response frame. The STA then attempts to transmit this to the peer entity. 

TGaf editor: remove sub-clause 8.4.5.2 

8.5.8.1 Public Action frames
TGaf editor: Insert the following rows in Table 8-209:
Table 8-202 Public Action field values

	Action field value
	Description

	<ANA>
	GDC Enablement Request

	<ANA>
	GDC Enablement Response


8.5.8.4 DSE Enablement frame format

TGaf editor: remove the following rows in Table 8-212: 

Table 8-212 Reason Result Code field values

	Reason Result Code field value
	Description

	7
	Enablement requested with device ID information for verification

	8
	Enablement denied because of Device ID verification failure

	9-225
	Reserved


TGaf editor: insert the followings before sub-clause 8.5.8.26: 
8.5.8.af1 GDC Enablement Request frame format 
The GDC Enablement Request frame uses the Action frame format. The format of the GDC Enablement Request frame body is shown in Figure 8-af1 (GDC Enablement Request frame action field format). 

	
	
	
	
	
	

	
	Category
	Public Action
	Dialog Token
	Device Class
	Device Identification Information

	Octets:
	1
	1
	1
	1
	18


Figure 8-af1—GDC Enablement Request frame body format

The Category field is set to the value indicating the Public category, as specified in Table 8-36 (Category values) in 8.4.1.11 (Action field). 

The Public Action field is set to the value indicating GDC Enablement Request frame, as specified in Table 8-131 (Public Action field values) in 8.5.8.1 (Public Action frames). 

The Dialog Token field is a nonzero value chosen by the STA sending the GDC Enablement Request to identify the request/response transaction. 

The Device Class field is used to indicate the characteristic of STA requesting GDC Enablement Request. The format of the Device Class field is specified in 8.2.6.1.1 (Device Class).
The Device ID field is used to indicate the identification of the STA requesting the GDC Enablement Request. The format of the Device Identification Information field is specified in 8.2.6.1.2 (Device Identification Information).
8.5.8.af2 GDC Enablement Response frame format 
The GDC Enablement Response frame uses the Action frame format. The format of the GDC Enablement Response frame body is shown in Figure 8-af2 (GDC Enablement Response frame action field format). 

	
	
	
	
	
	

	
	Category
	Public Action
	Dialog Token
	Status Code 
	WSM Elements

	Octets:
	1
	1
	1
	2
	variable


Figure 8-af2—GDC Enablement Response frame body format 
The Category field is set to the value indicating the Public category, as specified in Table 8-36 (Category values) in 8.4.1.11 (Action field).

The Public Action field is set to the value indicating GDC Enablement Response frame, as specified in Table 8-131 (Public Action field values) in 8.5.8.1 (Public Action frames).

The Dialog Token field is a nonzero value of the corresponding GDC Enablement Request frame. If a GDC Enablement Response frame is being transmitted other than in response to an GDC Enablement Request frame, then the Dialog Token field is zero.

The Status Code contains the status code in response to a GDC Enablement Request frame as defined in 8.4.1.9 (Status Code field).

The remaining field is as described in the WSM element (see 8.4.2.129 (White Space Map element)).

Abstract


This document provides proposed resolutions for technical comments 44, 193, 194, 425, 492, 658, 717, 719, 745, 826, 965, 982, 686, 718 and 988.
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