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***Insert the row for Bits 49-50 into Table 8-102 as follows (note the entire table is not shown here):***

8.4.2.1 General

Table 8-102—Capabilities field

|  |  |  |
| --- | --- | --- |
| Bits | Information | Notes |
| 49-50 | IPconfigduringAssoc | When dot11IPconfigduringAssocActivated is true, the IPconfigduringAssoc field is set to:1 to indicate the STA supports IPv4 only address configuration during association;2 to indicate the STA supports IPv6 only address configuration during association3 to indicate the STA supports IPv4 and IPv6 address configuration during associationWhen dot11IPconfigduringAssocActivated is false, the IPconfigduringAssoc field is set to 0 to indicate the STA does not support this capabilityas described in 11.2x.y |

***Insert element identifier (IDs) 143 through 145 and change the Reserved row in Table 8-53 as follows (note the entire table is not shown here):***

8.4.2.1 General

|  |  |  |  |
| --- | --- | --- | --- |
| Information Element | Element ID | Length (in octets) | Extensible |
| IP address configuration during association | 143 | 3 | Yes |
| IPv4 address | 144 | Variable |  |
| IPv6 address | 145 | variable |  |

***Insert the following new subclauses after 8.4.2.99****:*

8.4.2.100 IP address configuration during association element

|  |  |  |
| --- | --- | --- |
| Element ID | Length | IP address configuration  |

Octet: 1 1 1

|  |  |  |
| --- | --- | --- |
| IP Address Configuration Value | Name | Description |
| 1 | IPv4 address supported | Indicates that IPv4 address can be configured during association |
| 2 | IPv6 address supported | Indicates that IPv6 address can be configured during association |
| 3 | IPv4 and IPv6 addressess supported | Indicates that IPv4 and IPv6 addresses can be configured during association |
| 0 | Feature not supported |  |

8.4.2.101 IPv4 address configuration Information Element

|  |  |  |
| --- | --- | --- |
| Element ID | Length | IPv4 address configuration  |

The Length is a one-octet field whose value is 28.

The format of the IPv4 address configuration field:

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| IPv4 address | Subnet Mask | D-GW IP address | DNS IP address | Lease expiration time | D-GW MAC address |

Octets: 4 4 4 4 4 6

8.4.2.102 IPv6 address configuration Information Element

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| IASP | Prefix Length | IPv6 addr/Prefix | D-GW IP address | DNS IP address | Lease expiration time | D-GW MAC address |

Octet: 1 1 16 16 16 4 6

The format of the IPv6 Addressing Scheme Properties (IASP) is as follows:

Bits: 1 1 1 5

|  |  |  |  |
| --- | --- | --- | --- |
| I-bit | M-bit | O-bit | Reserved |

I-bit set to zero indicates that the IPv6 addr/Prefix field includes an IPv6 address. When this bit is set to zero, the Prefix Length field is set to 128.

I-bit set to 1 indicates that the IPv6 addr/Prefix field includes an IPv6 prefix.

M-bit is as defined in RFC2461.

O-bit is as defined in RFC2461.

The prefix Length field is set to either 128, when the I-bit is set to zero, or to the actual length of the prefix used in the access network.

The IPv6 addr/Prefix field contains an IPv6 address as defined in RFC2460 when the I-bit is set to zero, or an IPv6 prefix when the I-bit is set to 1. When the I-bit is set to 1, only the leading number of bits indicated by the Prefix Length field are taken into consideration, the rest are ignored.

D-GW IP address contains the IPv6 address of the Default Gateway.

DNS IP address contains the IPv6 address of the DNS server.

The Lease Expiration Time field indicates the expiration time of the IPv6 address as defined in RFC2461.

The D-GW MAC address indicates the MAC address of the Default Gateway.

**11.2x.y IP address configuration during association**

STAs indicate their support for IP address configuration during association by setting the dot11IPconfigduringAssocActivated MIB variable to true. When dot11IPconfigduringAssocActivated is true, STAs include the IPconfigduringAssoc element in Probe Response frames and non-AP STAs include the IPconfigduringAssoc element in Probe Request and Association Request frames.

**References:**