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Abstract

This submission proposes a mechanism for TDLS capability discovery using ANQP.  This enables the discovery of TDLS capability in a peer STA, at layer 2, prior to the commencement of TDLS.

Note: The original concept was accepted into the TGz draft, then deleted and moved into the TGu draft and then finally deleted due to outstanding cross referencing errors with the final TGz draft at the end of the TGu sponsor ballot process.  It is felt that this message can now be correctly added to 802.11REVmb D9.0.

This document is based on:

11-09-1218-07-000z-tdls-peer-discovery.doc.

11-10-0466-03-000u-tdls-discovery-information.doc
Modify Table 8-176 in the following clause:
8.4.4 Access Network Query Protocol (ANQP) elements

	Table 8-176—ANQP information ID definitions



	Information Name
	Information ID
	ANQP Info Element (clause)

	Reserved
	0-255
	n/a

	ANQP Query list
	256
	8.4.4.1

	ANQP Capability list
	257
	8.4.4.2

	Venue Name information
	258
	8.4.4.3

	Emergency Call Number information
	259
	8.4.4.4

	Network Authentication Type information
	260
	8.4.4.5

	Roaming Consortium list
	261
	8.4.4.6

	IP Address Type Availability information
	262
	8.4.4.8

	NAI Realm list
	263
	8.4.4.9

	3GPP Cellular Network information
	264
	8.4.4.10

	AP Geospatial Location
	265
	8.4.4.11

	AP Civic Location
	266
	8.4.4.12

	AP Location Public Identifier URI
	267
	8.4.4.13

	Domain Name list
	268
	8.4.4.14

	Emergency Alert Identifier URI
	269
	8.4.4.15

	TDLS Capability information
	270
	8.4.4.17

	Emergency NAI
	271
	8.4.4.16

	Reserved
	272– 56796
	n/a

	Access Network Query Protocol vendor-specific list
	56797
	8.4.4.7

	Reserved
	56798 – 65535
	n/a


Add the following clause and renumber successive clauses:
8.4.4.17 TDLS Capability information
The TDLS Capability information is used by a STA to discover the TDLS capabilities of a peer STA. The format of the TDLS Capability is provided in Figure 8-380a.
	
	Info ID
	Length
	Peer information

	Octets:
	2
	2
	variable

	
	Figure 8-380a—TDLS Capability format


The Length field is set to the sum of OI and Peer information field lengths.
The Peer information field contains information that a STA may use to establish a TDLS link and is defined as an XML schema (see Annex H.1).  An example of the peer information is described in 10.24.3.2.9.
Modify the following clause:
10.22.3 TDLS Discovery
To discover TDLS capable STAs in the same BSS, a TDLS initiator STA may send a TDLS Discovery Request frame to an individual DA, through the AP. The TDLS responder STA Address field contained in the Link Identifier element of the TDLS Discovery Request frame shall be set to the Destination Address of the TDLS Discovery Request frame. A TDLS capable STA that receives a TDLS Discovery Request frame with a matching BSSID in the Link Identifier element shall send a TDLS Discovery Response frame to the requesting STA, via the direct path. The TDLS responder STA Address field contained in the Link Identifier element of the TDLS Discovery Response frame shall be set to the MAC address of the STA sending the TDLS Discovery Response frame. A TDLS Discovery Request frame shall not be sent within dot11TDLSDiscoveryRequestWindow DTIM intervals after transmitting TDLS Discovery Request frame.

A TDLS STA may send an individually addressed TDLS Discovery Response frame via the direct path without prior reception of a TDLS Discovery Request frame. A TDLS STA that receives such an unsolicited TDLS Discovery Response frame may respond with an individually addressed TDLS Discovery Response frame.

A TDLS Discovery Request frame shall not be sent to a group address. A TDLS Discovery Response frame shall not be sent to a group address.

A TDLS STA may also send a TDLS Setup Request frame to a STA in the same BSS to discover whether the TDLS peer STA is TDLS capable or not. A TDLS Setup Response frame transmitted in response to TDLS Setup Request frame indicates that the TDLS peer STA sending the TDLS Setup Response is TDLS capable.

An alternative mechanism to discover TDLS capable STAs in the same BSS, is provided by the ANQP TDLS Capability information, as described in 10.24.3.2.9.  This mechanism allows the ANQP request/response frames to use the direct path between the peer STAs.
Modify Table 10-10 in the following clause:
10.24.3.2 ANQP procedures

	Table 10-10—ANQP usage



	
	
	
	BSS
	
	IBSS

	Info Name
	ANQP Info Element (subclause)
	Element Type
	AP
	Non-AP STA
	STA

	ANQP Query list
	8.4.4.1
	Q
	T, R
	T, R
	T, R

	ANQP Capability list
	8.4.4.2
	Q
	T, R
	T, R
	T, R

	Venue Name information
	8.4.4.3
	S
	T
	R
	----

	Emergency Call Number information
	8.4.4.4
	S
	T
	R
	----

	Network Authentication Type information
	8.4.4.5
	S
	T
	R
	----

	Roaming Consortium list
	8.4.4.6
	S
	T
	R
	----

	Access Network Query Protocol vendor-specific list
	8.4.4.7
	Q, S
	T, R
	T, R
	T, R

	IP Address Type Availability information
	8.4.4.8
	S
	T, R
	T, R
	T, R

	NAI Realm list
	8.4.4.9
	S
	T
	R
	T, R

	3GPP Cellular Network information
	8.4.4.10
	S
	T
	R
	----

	AP Geospatial Location
	8.4.4.11
	S
	T
	R
	T, R

	AP Civic Location
	8.4.4.12
	S
	T
	R
	T, R

	AP Location Public Identifier URI
	8.4.4.13
	S
	T
	R
	T, R

	Domain Name list
	8.4.4.14
	S
	T
	R
	----

	Emergency Alert Identifier URI
	8.4.4.15
	S
	T
	R
	T, R

	TDLS Capability information
	8.4.4.17
	Q, S
	T
	R
	T, R

	Emergency NAI
	8.4.4.16
	S
	T
	R
	----

	Symbols

Q
element is an ANQP Query

S
element is an ANQP Response

T
ANQP element may be transmitted by MAC entity

R
ANQP element may be received by MAC entity

---
ANQP element is neither transmitted nor received by MAC entity
	
	
	
	
	


Add the following clause:

10.24.3.2.9 TDLS Capability procedures

The TDLS Capability information (see 8.4.4.17) might be used in a ANQP query to discover TDLS capabilities (e.g. another TDLS capable STA) using GAS. An example of TDLS Capability discovery using ANQP is given in Figure 10-26a.  The mechanism shall work as follows:

1)
STA1 determines the MAC address of STA2.

2)
STA1 sends a ANQP request to STA2. The ANQP request includes TDLS Capability information.
3)
STA2 receives the ANQP request frame and updates the TDLS Capability information based on its own capabilities that is returned in the ANQP response frame to STA1.
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ANQPRequest (TDLS Capability({Mode=TDLS; BSSID= 00:01:02:03:04:05; MAC= 00:01:02:03:04:05; {DHCP=No; 

IP=192.168.2.1; Netmask=255.255.255.253}) 

Both STAs are currently in the same BSS
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ANQPResponse(TDLS Capability({Mode=TDLS; BSSID= 00:01:02:03:04:05; MAC= 00:01:02:03:04:06; {DHCP=No; 

IP=192.168.2.2; Netmask=255.255.255.253}) 


Figure 10-26a—Example TDLS Capability discovery using ANQP

Insert a new row into clause B.4.22 as follows:
B.4.22 Interworking (IW) with External Networks extensions

	Item
	Protocol Capability
	References
	Status
	Support

	IW2.2.22
	Advertisement Protocol ID, Vendor Specific
	8.4.2.95
	IW2.2:O
	Yes, No, N/A

	IW2.2.23
	TDLS Capability information
	8.4.4.17
	IW2.2.1:O
	Yes, No, N/A

	IW2.3
	GAS Initial Request frame
	8.5.8.12
	IW2:M
	Yes, No, N/A


Add the following clause at the end of Annex H:

H.1 Peer information

Peer information allows TDLS peer STAs to discover their capabilities. An example of peer information could be expressed in an extensible XML format as follows:
<Peer information>

<mode> tdls </mode>

<wireless info>

<mac address> 00:01:02:03:04:05 </mac address>

<bssid> 00:0a:0b:0c:0d:0e </bssid>

</wireless info>

< network info>



< DHCP> No</DHCP>



< IP address>192.168.2.1 </IP address>



< Subnet> 255.255.255.0 </subnet>



<Hostname> myphone </Hostname>

</network info>

</Peer information>
The minimum required peer information for TDLS is contained in “wireless info”.  The “mac address” field contains the MAC address of the transmitting STA and the “bssid” identifies the BSS in which the STA is a member. The “network info” could optionally be used to aid the peer devices in establishing a TDLS link.
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ANQP Request (TDLS Capability({Mode=TDLS; BSSID= 00:01:02:03:04:05; MAC= 00:01:02:03:04:05; {DHCP=No; IP=192.168.2.1; Netmask=255.255.255.253}) 


STA1 Initiates a TDLS link to STA2 


Both STAs are currently in the same BSS


ANQP Response(TDLS Capability({Mode=TDLS; BSSID= 00:01:02:03:04:05; MAC= 00:01:02:03:04:06; {DHCP=No; IP=192.168.2.2; Netmask=255.255.255.253}) 



