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	1173

	10.12.6
	59
	7
	Security is an important requirement when establishing the link from a STA to the database to obtain available channels. Clause 8 has covered security features for the 802.11 air interface. However, since the link between a STA to the database may also involve other medium, further explanations are needed on top of the RLQP.
	Include additional explanations on how security features can be enabled when connecting STAs and the RLS through the DS


Discussion: 

In the additional Annex proposed in DCN 11/879r1, further explanations on how existing security protocols can be employed are given. The Annex includes a general description, corresponding frame formats and elaborative examples.
Proposed Resolution: 

Revised. Insert the additional Annex proposed in DCN 11/879r1.
	1174
	10.12.6.2.2
	60
	40
	The relationship and difference between the terms "RLS", "RLQP Advertisement Server" and "External databases" should be clarified further.
	Further explain the terms in the text or the definitions section. Also, "NOTE" in 10.12.6.2.2 and "NOTE1" in 10.12.6.2 should be revised to remove redundant information and to clarify the difference/similarity among the terms. 


Discussion: 

RLSS is equivalent to the Advertisement server. External database is known as GDB. Also, NOTE1 and NOTE are combined and modified to provide a more comprehensive explanation. 

Proposed Resolution: 

Revised. Delete NOTE1 in page 59 line 37. Add after the last sentence in NOTE in page 60 line 40, as the following:
“The RLSS is not necessarily capable to transmit or receive WLAN signals, but it is connected to the STA that advertises RLQP by any connectivity means, wireless or wireline.”

	1175
	10.12.6.2.1
	59

	26
	RLQP is used to transport information such as list of available channels between APs across the DS by employing Ethertype 890d. Although the details are not in the scope of TGaf, the current draft is over simplifying the explanation.
	Explain further how the two APs can be connected by referring to the relevant existing specifications.

	1185
	10.12.6.2
	59

	26
	"When RLQP is transmitted over the DS between the enabling STA and the dependent AP, it uses Ethertype 89-0d frames, as defined in Annex U." 

If there is no RLS the dependent AP can also use RRB in 11revmb to obtain the list of available channels via another AP that has access to the database
	Add procedure or explaination to allow a dependent AP to obtain a list of available channels via another AP.


Discussion: 

In the case where AP in BSS1 is capable of the RLSS functionality, a non-AP-STA in BSS2 can be connected to an AP in BSS1 through the AP in BSS2. This can be done by encapsulation using the “890d”-frame through the DS. Additional elaborations are given in the last paragraph of DCN 11/879r1.
Proposed Resolution: 

Revised. Insert the additional Annex proposed in DCN 11/879r1.
	1186
	10.12.6.2
	59

	32
	FCC rules say "TV band devices shall incorporate adequate security measures to ensure that they are capable of communicating for purposes of obtaining lists of available channels only with databases operated by administrators authorized by the Commission, and to ensure that communications between TV band devices and databases between TV band devices are secure to prevent corruption or unauthorized interception of data. This requirement includes implementing security for communications between Mode I personal portable devices and fixed or Mode II devices for purposes of providing lists of available channels."
	Security procedure for the transportation of list of available channels should be described.


Discussion: 

There are existing clauses and protocols specifying the employment of security features in the exchange of information such as available channels. An additional Annex is proposed to further explain how these security features can be employed.
Proposed Resolution: 

Revised. Insert the additional Annex proposed in DCN 11/879r1
Abstract


This document presents resolutions to the comments, 1173, 1174, 1175, 1185 and 1186 received in Letter Ballot 171 of 802.11af draft 1.02.
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