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Revision notes:

R0:
Initial revision.

CID 1271

	1271
	Stephens, Adrian
	8.4.4
	42
	42
	"Beacon, Probe Response,
DLS Request, or DLS Response messages."  - we really must find a cure for listers disease.
	Either delete this list,  or make it comprehensive (i.e. add TDLS setup frames)
	P – change “any of its Beacon, Probe Response,

DLS Request, or DLS Response messages.” To “any of its Management frames.”


CID 1187

	1187
	Stanley, Dorothy
	8.4.3
	42
	27
	Remove the restriction on GCMP use. GCMP is required for the high throuhgput rates (1- 7Gbps) supported in 11ac and for Suite B applications.
GCMP is a secure mode, its use should be allowed, and indeed may be required for performance of the high 11ac throughput rates.
	Change from 
"Within an ESS, a VHT STA shall eliminate TKIP and GCMP as choices for the pairwise cipher suite if CCMP
is advertised by the AP or if the AP included either an HT Capabilities element or a VHT Capabilities element
in its Beacon and Probe Response frames. The elimination of TKIP and GCMP as choices for the pairwise
cipher suite may result in a lack of overlap of the remaining pairwise cipher suite choices, in which case the
VHT STA shall decline to create an RSN association with that AP."
to
"Within an ESS, a VHT STA shall eliminate TKIP and WEP as choices for the pairwise cipher suite if CCMP or GCMP
are advertised by the AP or if the AP included either an HT Capabilities element or a VHT Capabilities element
in its Beacon and Probe Response frames. " And similarly in 8.4.4.
	D – GCMP is not specifically required for high throughput rates. It might be true that GCMP requires fewer total clock cycles per Mbps of throughput at some higher rates. There is a question as to whether the trade-off in complexity of having both CCMP (for legacy support) and GCMP in an implementation is worth the potential savings in clock cycles that results by using GCMP for some higher rate traffic exchanged between some STAs, but the current consensus is that the tradeoff is in favor of the current restriction. It is unclear whether there is any L2 encryption requirement for Suite B applications, so this point seems to not be applicable to the work of the task group.


CID 661

	661
	Kneckt, Jarkko
	11.20.2
	62
	45
	Why only the EDCA is allowed? Why the HCCA may not be used?
	Please justify.
	P – language has been modified as found in 11-11-0603r4 and in general, agrees with the commenter’s sentiment.


Propose to resolve the above comments with the resolution – Agree in principle, adopt changes to wording in the cited subclause and in related subclauses with text changes as found in document 11-11/0730r0.
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Abstract


This document includes proposed text changes to 802.11 TGac draft 0.3 to resolve CID 1271, 661, 1187.
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