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Discussion of proposed changes:
	3063
	Hunter, David
	10.ae1.2
	34
	3
	
	A bit of broken English, plus the implication (by using "every") that a single classification applies to all QMF frames.
	Replace "classification by transmitting STA for every QMF frame" with "classification made by the transmitting STA for each QMF frame".
	P – editor to make changes found in 11-11-0679r0 under the heading CID 3063


CID 3063, 3008, 3124, 3095, 3064
SEE ALSO CID 3137

10.ae1.1 General

Modify the fifth paragraph as follows:

A QMF STA in an unassociated state shall transmit all GQMF frames at the default QMF policy access categories defined in Table 10-ae1. An associated QMF STA shall follow the QMF policy dictated by its associated AP for transmitting GQMF frames as described in Clause 10.ae1.2 (Quality-of-Service Management Frame Policy Advertisement and Configuration Procedures). The specific access category assignments of different management frames within a non-default QMF policy are beyond the scope of this document. The transmitting QMF STA shall indicate the access category used to transmit GQMF frames in the ACI subfield of the sequence number field.

10.ae1.2 Quality-of-Service Management Frame Policy Advertisement and Configuration Procedures

QMF policies are exchanged and implemented between two QMF STAs. The QMF policy is either advertised by the receiving STA or obtained through the exchange of a QMF Policy frame. QMF policy is communicated through the QMF Policy element as described in 8.4.2.ae1 (Quality-of-ServiceManagement Frame Policy element). A STA shall not transmit a QMF Policy element with both the Individually Addressed and Group Addressed subfields set to 0 in any of the included QACM subfields.
A non-AP QMF STA operating in a BSS shall not transmit a QMF Policy frame to an AP.
There are two types of transmitted QMF policy: the complete QMF policy or the partial QMF policy. Complete QMF policy includes a transmission access category for each management frame that is not transmitted using the default QMF policy access category defined in Table 10-ae1 (Default QMF policy). Partial QMF policy includes a transmission access category for State 1 and State 2 management frames that are not transmitted using the default QMF access categories defined in Table 10-ae1 (Default QMF policy).

STAs may indicate either a partial QMF policy or a complete QMF policy in Beacon frames to advertise the QMF policy. STAs shall not indicate partial QMF policy in a management frame that contains the QMF Policy element and is not a Beacon frame.

The QMF Policy Type sub-field indicates whether the QMF policy is complete or partial. When the QMF Policy Type subfield in the QMF Policy Information field is zero, the QMF Policy element defines a complete QMF policy. When the QMF Policy Type subfield in the QMF Policy Information field is one, the non-AP STA shall interpret the QMF Policy element as a partial QMF policy.

The access category  for a QMF frame that is transmitted by a non-AP QMF STA to a peer QMF STA  shall be determined from the QMF policy received from the peer if a QMF policy has been received from the peer, otherwise, the default policy shall be used. The access category for a QMF frame that is transmitted by a QMF AP is determined from the QMF policy configured at that AP.


The access category for any management frame can be reconfigured.For example, vendor-specific and vendor-specific protected management frames may be reconfigured to suit the vendor application requirements.




	3064
	Hunter, David
	10.ae1.2
	34
	10
	
	This requirement implies that the transmitter shall use whatever policy it receives, from whatever source.
	At the end of the sentence insert "from the receiving QMF STA".
	P – insert “from a peer QMF STA.”

	3065
	Hunter, David
	10.ae1.2
	34
	14
	
	Assuming this "can" does not mean "may", the sentence is clearer if reworded.   The current sentence is also run-on.
	Replace "can be reconfigured, for example, vendor-specific" with "is reconfigurable.   For example, vendor-specific".
	P – Editor to change "can be reconfigured, for example, vendor-specific" to "can be reconfigured between peer STAs.   For example, vendor-specific" and change “may” 

to “can” – see CID 3096

	3096
	Montemurro, Michael
	10.ae1.2
	34
	14
	
	This should be qualified to say that it happens between peer STAs.
	Change "can be reconfigured" to "can be reconfigured between peer STAs"
	P – see CID 3065

	3066
	Hunter, David
	10.ae1.2
	34
	16
	
	The description "the complete QMF policy or the partial QMF policy" implies that there is only one of each.  The form of this sentence is better supported by using "complete QMF policy" and "partial QMF policy as mass terms.
	Replace "the complete QMF policy or the partial QMF policy" with "complete QMF policy and partial QMF polidy".
	P – as per the comment without the spelling error

	3008
	Chu, Liwen
	10.ae1.2
	34
	3
	
	"The ACI classification by transmitting STA for every QMF frame is governed by the QMF policy obtained from the receiving STA."

Is this true if transmitting STA is an AP?
	Clarify it.
	P - editor to make changes found in 11-11-0679r1 under the heading CID 3008

	3124
	Ptasinski, Henry
	10.ae1.2
	34
	3
	
	Incomprehensible sentence.
	Change to “The ACI classification used by a transmitting STA for”
	P - editor to make changes found in 11-11-0679r1 under the heading CID 3124

	3138
	Stephens, Adrian
	10.ae1.2.1
	34
	19
	
	"State 1 and State 2 management frames" - there is no such thing.
	Consider replacing "State" with "Class"
	A

	3095
	Montemurro, Michael
	10.ae1.2
	34
	3
	
	Change " by transmitting" to "for the transmitting"
	As in comment.
	P - editor to make changes found in 11-11-0679r1under the heading CID 3095

	3068
	Hunter, David
	10.ae1.2.1
	35
	16
	
	Values of fields are written as numerals.
	Replace "zero" with "0" on lines 16 and 32, and on lines 18 and 36 replace "one" with "1".
	P - editor to make changes found in 11-11-0679r1 under the heading CID 3068

	3069
	Hunter, David
	10.ae1.2.1
	35
	16
	
	"Beacon frame".
	Replace "beacon frame" with "Beacon frame".
	P - editor to make changes found in 11-11-0679r1 under the heading CID 3069

	3104
	Pandey, Santosh
	10.ae1.2.1
	35
	36
	
	This paragraph seems to have a lot of overlap from the 3rd paragraph of this subclause
	Suggest deleting this paragraph after  
- Moving 2nd sentence from this paragraph "The associated QMF STA … " after the second sentence in second paragraph of this subclause
- Moving the last sentence from this paragraph " If the AP rejects … " after the last sentence in the fifth paragraph of this subclause
- Adding "A QMF AP may send an unsolicited QMF Policy frame to an associated QMF STA with status code set to 0 (Successful)." at the end of 3rd paragraph of this subclause
	P - editor to make changes found in 11-11-0679r1 under the heading CID 3104


CID 3068, 3069, 3104
10.ae1.2.1 QMF policy change in a BSS, IBSS or MBSS
A QMF Policy Change frame is sent by a QMF STA to request a change to its QMF Policy for the peer QMF STA in a BSS, IBSS, or MBSS.

A STA may send a QMF Policy Change frame to request a change in the QMF policy at a peer STA. A non-AP QMF STA that receives a QMF Policy Change frame may either accept or reject the request. An associated non-AP QMF STA may send a QMF Policy Change to the QMF AP in its BSS only if the most recently received Extended Capabilities element from the AP has its QMFReconfigurationActivated subfield equal to 1. If the AP rejects the request, the associated QMF STA shall not request the same policy reconfiguration from the AP within the lifetime of its association.
An AP shall respond to a QMF Policy Change frame received from an associated STA by transmitting a QMF Policy frame. If the QMFReconfigurationActivated subfield is 0 in the Extended Capabilities element in the Beacon frame, an AP that receives a QMF Policy Change frame from an associated STA shall respond with a QMF Policy frame, with the current QMF Policy element and status code set to 37 (The request has been declined). If the QMFReconfigurationActivated subfield is 1 in the Extended Capabilities element in the Beacon frame, an AP that receives a QMF Policy Change frame from an associated STA shall evaluate the QMF Policy included in the frame, and shall respond to the request with the resulting QMF Policy element and status code set to 0 (Successful) if it accepts the policy change, or 37 (The request has been declined) if it rejects the policy change. A QMF AP may send an QMF Policy frame with status code set to 0 (Successful) to an associated QMF STA without having first received a QMF Policy Change frame from that STA. 
If an accept status is received in a QMF Policy frame within dot11QMFPolicyChangeTimeout of having transmitted a QMF Policy Change frame to the STA that transmitted the QMF Policy frame, then the receiver of the QMF Policy Change frame shall transmit any subsequently queued management frames to the STA that transmitted the QMF Policy Change frame in accordance with the changes to the QMF policy that were indicated in the QMF Policy frame. 

If a reject status is received as a response to a QMF Policy Change frame, then the configuration change request is rejected and the STA continues to transmit Management frames in accordance with the previously configured QMF policy. The requesting STA shall not retry the same configuration change request within dot11QMFPolicyChangeTimeout from the time the requesting STA received the rejection frame.

If the requesting STA does not receive a QMF Policy frame in response to a QMF Policy Change frame within dot11QMFPolicyChangeTimeout, then the requesting STA shall continue to transmit frames according to the previously configured QMF policy.

If a QMF STA has received an Extended Capabilities element with the QMFReconfigurationActivated subfield equal to 0 or has not received an Extended Capabilities element from a destination QMF STA, the QMF STA shall not transmit a QMF Policy Config Request frame to the destination QMF STA. 
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Abstract


This document provides proposed resolutions for comments to clause 10.ae1 from LB176 (TGae D3.0 LB).
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