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	2191
	43.00
	27
	5.7.1
	
	A
	"unique" by definition is "different from any other". Avoid reduncy in definition. Also, In what way is the MAC SAP identified by a unique MAC adress? And what is this MAC entity? It is not clear what is being stated here, but I think this is an attempt to say that a MAC SAP and MLME SAP is associated with each assigned MAC address. If so, say that.
	Replace paragraph with "For each MAC address, a MA-STA has an associated MAC SAP and MLME SAP."
	Implement as noted

	2138
	43.00
	27
	5.7.1
	2191
	R
	"unique" by definition is "different from any other". Avoid reduncy in definition. Also, In what way is the MAC SAP identified by a unique MAC adress? And what is this MAC entity? It is not clear what is being stated here, but I think this is an attempt to say that a MAC SAP and MLME SAP is associated with each assigned MAC address. If so, say that.
	Replace paragraph with "For each MAC address, a MA-STA has an associated MAC SAP and MLME SAP."
	

	2103
	43.00
	21
	5.7.1
	
	C
	The concept of a MA-STA places a huge burden on the SME.  I don't think its just multiple MAC addresses that have to be considered. Primitives and queues (to name but 2) will also be affected. Has anyone considered the impact on 11ae, which may complete before 11ad?  Does this imply that the SME uses a multi-homed IP stack?
	Some explanatory text of specific implications for an SME with multiple MAC addresses needs to be produced. Simply saying that this is out-of-scope or does not need to be described is rather unprofessional.
	See the text below

	2052
	43.00
	19
	5.7.1
	
	R
	There seems to be nothing unique to operation in the 60GHz band thar requires a new architectural model for a STA with multiple MACs (and MAC Addresses) sharing a single PHY.  Thus, this aspect of the amendment is outside the scope of PAR for TGad.  The primary new value from this architectual concept seems to be management of power management mode.  The introduction of concepts such as this need a very detailed analysis of the whole Standard to find the impact it will have on any existing text that relied on the (current) assumption of one-to-one mapping.  The need to duplicate sub-components of the SME for RSNA key management is one exmple of the complexity this is adding, and that particular issue is insufficiently explored.  For example, the OAI Reference Model (7498-1) already anticipates such multiple mappings at layer boundaries.  We should leverage, and be consistent, with the concepts in that RM.  This would imply clariying how the SME relates to and manages the multiple MACs - there is already significant discussion ongoing within TGmb to clarify the SME <-> MLME split and interaction, and a multiple-MAC structure needs to be considered in this larger context.  An additional example is the impact such a change needs to have on the PHY SAP definition, to support a many-to-one mapping at this boundary.  This is also insufficiently explored in the Draft.
	Remove the concept of multiple MAC Address STA from the Draft, and related changes to power management.  Remove PHY-TxBusy.indication, and use PHY-CCA.indication, etc, instead.  This concept should be explored within the scope of a project specifically authorized to address the whole concept, by its PAR.
	See the explanation and the justification below

	2192
	44.00
	1
	5.7.1
	 
	A
	"The SME of the MA-STA is responsible for maintaining the mulitple MAC addresses". What does this entail? Regular grooming? Does the SME maintain a single MAC address in the regular STA?
	Remove sentence.
	The sentence is removed and the text is modified as per CID2103

	2142
	44.00
	7
	5.7.1
	2195
	R
	Why introduce Multiple MAC Addresses element in a reference model? It is not clear why you even need this element. What does it do?
	Delete paragraph.
	 

	2139
	44.00
	1
	5.7.1
	2192
	R
	"The SME of the MA-STA is responsible for maintaining the mulitple MAC addresses". What does this entail? Regular grooming? Does the SME maintain a single MAC address in the regular STA?
	Remove sentence.
	

	2195
	44.00
	7
	5.7.1
	 
	C
	Why introduce Multiple MAC Addresses element in a reference model? It is not clear why you even need this element. What does it do?
	Delete paragraph.
	The Multiple MAC addresses element is specific for the MA-STA. Its role is eliminate duplication of the messaging that is used to perform functions that impact the entire STA, changing power management mode and establishing beamlink for example. The text is modified to make it clear, see below.

	2193
	44.00
	3
	5.7.1
	 
	C
	What is an MLME frame? It seems that the term only appears in this section.
	Define "MLME frame" or use a defined term (management frame?). See also P44L27.
	Replace “MLME frame” by “management frame” in all appearances  

	2053
	365.00
	33
	11.34.0
	
	C
	A single STA having multiple MAC entities (with or without multiple PHY entities) sharing a single MAC address is a significant change to the architecture of 802.11, and 802.  To add the concept of multiple MACs (and MLMEs) sharing a MAC Address, a number of definitions and concepts need to change, starting at the very definition of Station.  Considerations need to be given to preventing ambiguities in data path routing in bridged LANs.  Clauses like 8.4.12.2 imply that there is really only one 802.1X entity across all the MAC entities that share a MAC Address, when transparent multi-band RSNA is established.  This is not clear from the architecture model(s) introduced in 5.7.  The TGad PAR does require new facilities to enable fast session transfer (especially across bands), but it also explicitly anticipates that this would be done while maintaining the network architecture of 802.11 and reuse of the existing managemet plane structure.  It is not clear why it is necessary to invent an architecture with multiple MAC entities sharing a single MAC address to do this (as opposed to, for example, a single MAC entity which uses multiple PHY entities for the different bands).
	Remove the concept of multiple MAC entities sharing a single MAC Address.  Instead, add the (farily minimal) changes needed to support a single MAC entity using multiple PHYs and how a session can be transferred between such PHYs by the MAC.  This reduces multi-band operation to a structure that is already supported by the existing architecture, so subclause 5.7.2 is deleted as well, or turned into a discussion of the multi-PHY concept to add clarity to the existing architedture.
	See discussion  and   resolution below

	2230
	376.00
	10
	11.35.2
	
	C
	"If an EL cluster capable non-MA-STA receives an ADDTS Request which includes an MMAE, the 10 non-MA-STA shall include the received MMAE in the ADDTS Response frame sent as response if it 11 accepts the EL cluster setup."

The question in my mind is which entity in your reference architecture (Figure 2) performs the "shall include" above.  

I believe that it is the SME,  which knows about the creation of the EL cluster,  and not the individual MLMEs.   Further,   the contents of the ADDTS Response frame is defined by the MLME-ADDTS.confirm primitive,  and is not open to modification by the MLME.
	Describe in terms of the SME performing this function,  and including the received MMAE in the MLME-ADDTS.confirm primitive.

Likewise in the following sentence,  talk about primitives,  not frames.
	See the text below


CID2103
Editor Note: change the text as follows:
An MA-STA is characterized by having multiple MAC sublayers. Each MAC sublayer has separate MAC SAP and MLME SAP. The MAC SAP together with its corresponding MLME SAP is identified by a MAC address.
An MA-STA can have a single PLCP and PMD sublayer that is shared by the multiple MAC sublayers. Transmission attempts of different MAC sublayers can collide internally if the MA-STA shares single PHY, and a backoff procedure is invoked in this case.
An MA-STA is characterized by having a single SME that can manage operation over more than one MAC sublayer. 
The SME of an MA-STA is identified by any of the MAC addresses the MA-STA supports, and as such receives notification on management frames received by any of the MLME entities within the MA-STA. 
The SME of an MA-STA accesses each of the MLME SAP within the MA-STA separately to deliver MLME SAP primitives. 
The SME of an MA-STA contains a management entity which is responsible to route information coming from higher protocol layers or to be delivered to higher protocol layers in relation to a specific MAC address, and therefore each combination of MAC address and higher protocol is treated separately.

Each MAC SAP is controlled by a separate and independent RSNA key management entity.

The power management mode, DBand antenna configuration and other parameters and states of an MA-STA can be shared by all MAC sublayers of the MA-STA. A change in the power management mode of an MA-STA is delivered to a peer STA via one of the MAC sublayers. A pair of MAC sublayers of two MA-STAs can perform beamforming training between the MA-STAs, and the resulting link can be used by all the MAC sublayers of the MA-STA. To eliminate unnecessary duplication of functions between peer MA-STAs, a Multiple MAC Addresses element is used.CID2195 The Multiple MAC Addresses element contains multiple MAC addresses of a MA-STA. The element can be included in any management CID2193frame that advertises the MA-STA capabilities such as Probe and Information Request and Response frames, and the management CID2193 frames that establish communication agreements like association, ADDTS and BA request and responses. 

CID2052
There seems to be nothing unique to operation in the 60GHz band thar requires a new architectural model for a STA with multiple MACs (and MAC Addresses) sharing a single PHY.  
[Response 1: Presented reference model of Multi-Address Station is not limited to a single PHY. The single PHY is only one specific case of an MA-STA.]

Thus, this aspect of the amendment is outside the scope of PAR for TGad.  
[Response 2: Usages like Audio/Video and high performance I/O buses that need high TPT and low latency make the peer to peer (p2p) support highly desirable.  The p2p connection may convey multiple types of traffic such as AV and I/O in parallel. In addition, the same station may be also connected to different type of networks – infrastructure BSS and ad hoc network like PBSS. In both cases – different types of traffic and simultaneous connection to different networks– the security requirements can be different. In relation to the 802.11 standard, especially to the Security section, the link between two STAs shall only convey encrypted data frames if RSNA is established, which may not be necessary in a scenario which is using application layer content protection for AV; in this case, MAC security is not needed for AV, but since the same link is also used for I/O then MAC security is highly desirable.  Another case is to keep the same level of secure protection for a specific MAC sublayer, for example, using preshared key for ad hoc connection and 802.1x authentication for infrastructure BSS in one MAC sublayer actually combines different levels of security. Support of multiple MAC sublayers in one STA resolves these problems.]

The primary new value from this architectual concept seems to be management of power management mode. 
[Response 3: The assumption that the primary new value from this architectual concept is management of power management mode is not true.]

The introduction of concepts such as this need a very detailed analysis of the whole Standard to find the impact it will have on any existing text that relied on the (current) assumption of one-to-one mapping.  The need to duplicate sub-components of the SME for RSNA key management is one exmple of the complexity this is adding, and that particular issue is insufficiently explored.
[Response 4: Any existent SME primitive may be delivered separately to each MLME SAP of the multiple MAC sublayers, thus there is no need to change the primitives.  In relation to the need of separate RSNA key management per MAC sublayer, this is an important feature (see explanation above) that cannot be achieved by any other way.]

 For example, the OAI Reference Model (7498-1) already anticipates such multiple mappings at layer boundaries.  We should leverage, and be consistent, with the concepts in that RM.
[Response 5: The OSI Reference Model (7498-1) does not specifically address SME and the multiple MAC support does not introduce any differences about MAC SAP service and MAC to MAC protocol.]

This would imply clariying how the SME relates to and manages the multiple MACs - there is already significant discussion ongoing within TGmb to clarify the SME <-> MLME split and interaction, and a multiple-MAC structure needs to be considered in this larger context. 
[Response 6: The concern about “significant discussion ongoing within TGmb to clarify the SME <-> MLME split and interaction “ does not impact the multiple MAC feature as explained above.]

An additional example is the impact such a change needs to have on the PHY SAP definition, to support a many-to-one mapping at this boundary.  This is also insufficiently explored in the Draft. 
[Response 7: The solution of sharing a single PHY among multiple MAC sublayers is provided in the draft (see 12.3.5.16 and 9.9.1.5)]
CID2053
Comment:

A single STA having multiple MAC entities (with or without multiple PHY entities) sharing a single MAC address is a significant change to the architecture of 802.11, and 802.  To add the concept of multiple MACs (and MLMEs) sharing a MAC Address, a number of definitions and concepts need to change, starting at the very definition of Station.  Considerations need to be given to preventing ambiguities in data path routing in bridged LANs.  
[Response: The comment is addressed to the sentence “A multi-band capable STA may use the same MAC address in both bands/channels …” and commenter concludes that it means that multiple MAC sub layers sharing the same MAC address. It is not true. In the basic spec the same MAC address can be used by the STA that have two PHYs 2.4GHz and 5GHz and it does not introduce any concern of multiple MAC sub layers sharing the same MAC address. ]
Clauses like 8.4.12.2 imply that there is really only one 802.1X entity across all the MAC entities that share a MAC Address, when transparent multi-band RSNA is established.  This is not clear from the architecture model(s) introduced in 5.7. 
[Response: This is the real issue. Currently, the clause assumes that:
a) Both STAs use the same MAC address in the current operating band and the other supported band(s); and  

b) At least one common pairwise cipher suite is supported by both STAs in the current operating band and the other supported band(s).

c) Two STAs that establish a transparent multi-band RSNA create one PMKSA and one PTKSA for both the current operating band and other supported band(s).
It is not clear from the text if the PTKSA is used independently in the bands/channels. If the expected result is to use the PTKSA independently for different bands the commenter is right about that we have multiple MAC sub layers sharing the same MAC address. From the other side using PTKSA independently in the bands/channels may cause to spec violation when the same PN will be used with the same Temporal Key more than once. 
Summary:
1. The case of same cipher for DBand and OBand is out of scope of the TGad (DBand mandates GCMP, OBand mandates CCMP)
2. If the same cipher is used for different bands/channels the same single PN counter shall be used when switching from one band/channel to other band/channel as it happens in the current spec when the associated STA and AP switch channel in relation to DFS.]
The TGad PAR does require new facilities to enable fast session transfer (especially across bands), but it also explicitly anticipates that this would be done while maintaining the network architecture of 802.11 and reuse of the existing managemet plane structure.  It is not clear why it is necessary to invent an architecture with multiple MAC entities sharing a single MAC address to do this (as opposed to, for example, a single MAC entity which uses multiple PHY entities for the different bands). 
[Response: I agree and as it explained above we don’t need multiple MAC entities sharing a single MAC address]
Proposed Change
Remove the concept of multiple MAC entities sharing a single MAC Address.
[Response: As explained above, subclause 8.4.12.2 should be fixed, see the resolution below.]
Instead, add the (farily minimal) changes needed to support a single MAC entity using multiple PHYs and how a session can be transferred between such PHYs by the MAC.  This reduces multi-band operation to a structure that is already supported by the existing architecture, so subclause 5.7.2 is deleted as well, or turned into a discussion of the multi-PHY concept to add clarity to the existing architedture.
[Response: Clause 5.7.2 is not related to the specific case of multiple MAC entities sharing a single MAC address and does not need any changes.]
Resolution: Accept in Principle
Editor Note: insert the following paragraph after the second paragraph: “A STA shall use a single PN counter (11.3.3.3.1 and 8.3.5.3.1) for transmission in both the current operating band and the other supported band(s) when transparent multi-band RSNA is used.”
CID2230
Editor Note: change the text as follows:
If an EL cluster capable non-MA-STA receives an ADDTS Request frame which includes an MMAE, SME of the non-MA-STA shall include the received MMAE in the MLME-ADDTS.response primitive  to send the ADDTS Response frame to the MA-STA  if SME of the non-MA-STA decides to accepts the EL cluster setup. SME of the non-MA-STA may set the MMAE owner field to “no Owner” in the MMAE included in the MLME-ASSOCIATE.request primitive. and MLME-ADDTS.request primitive to establish the ELcluster with a MA-STA.
Editor Note: Add the MMAE to the list of parameters of all MLME-ADDTS primitives 
Abstract


This document provides solutions of CIDs  2191,  2103,  2138,  2052,  2139,  2142,  2193,  2195,  2192,  2053,  2230 in relation to the Draft P802.11ad_D2.0 and the data base. 
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