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RFI Gate Comments
CID 3041 (Clause 11.3.3, page 196, line 28)

Comment: 

I can find no definition of a concept of "an associating STA at an access point collocated with...".  Or is what is meant just "an associated STA whose AP is collocated with..."?
Proposed Change: 

If that is what is meant, then replace "for an associating STA (a non-AP STA in an infrastructure BSS) at an access point" with "of an associated STA (a non-AP STA in an infrastructure BSS) whose AP is".

Resolution Status: Principle
Resolution Detail: 
Both, the non-AP STA and the AP collocated with a mesh STA have state information concerning the other transmission partner. Here, the state of the non-AP STA located at the AP that is collocated with a mesh STA is meant. Text has changed in order to make this clearer: “If the state of an associating STA (a non-AP STA in an infrastructure BSS) located at an access point that is collocated with a mesh STA has successfully reached State 2 (Figure 11-6), …”. Text changes are provided in 11-11/561.
CID 3040 (Clause 11.3.3, page 196, line 29)

Comment: 

This is a new requirement on *legacy* APs:  "the AP shall verify that the MAC address of the STA does not belong to a mesh STA in the MBSS".  How exactly is a non-mesh AP supposed to do that?
Proposed Change:

Either specify the exact procedure for a legacy AP to accomplish this feat, or delete this requirement -- that is, delete this entire paragraph.
Resolution Status: Principle
Resolution Detail: 

In fact, it is the mesh STA collocated with this AP that shall do the verification. Text changed accordingly: “…, the mesh STA collocated with this access point shall verify …”. Now, a “legacy” AP can be easily collocated with a mesh STA. Text changes are provided in 11-11/561.
CID 3039 (Clause 11.3.3, page 196, line 36)

Comment: 

If this mechanism is not vendor specific, where is this non-vendor-specific version defined?

Proposed Change: 

Either add a specification of the non-vendor-specific MAC address verification mechanism or state that all such mechanisms are vendor specific.

Resolution Status: Principle
Resolution Detail:

The mechanism of the non-vendor-specific MAC address verification mechanism (that is, HWMP is the active path selection protocol) is given in 11C.9.13 and referenced in the commented text. The non-vendor-specific mechanism is pointed out clearer as such: “See 11C.9.13 (Considerations for support of STAs without mesh functionality) for the case that HWMP is the active path selection protocol.” Text changes are provided in 11-11/561.

Text Changes

Information to Editor: Text changes are based on IEEE 802.11s Draft Standard D10.02

Instruction to Editor: Change text of row 64 in Table 7-22 “Reason codes” in clause 7.3.1.7 “Reason Code field” as indicated by the WinWord change marks

7.3.1.7 Reason Code field
	· Reason codes 

	Reason code
	Meaning

	64
	“MAC-ADDRESS-ALREADY-EXISTS-IN-MBSS”. The Deauthentication frame was sent because the MAC address of the STA already exists in the mesh BSS. See 11.3.3 (Additional mechanisms for an AP collocated with a mesh STA).


Instruction to Editor: Change text in clause 11.3.3 “Additional mechanisms for an AP collocated with one or more mesh STA(s)” as indicated by the WinWord change marks

11.3.3 Additional mechanisms for an AP collocated with a mesh STA
If the state of an associating STA (a non-AP STA in an infrastructure BSS) located at an access point that is collocated with a mesh STA has successfully reached State 2 (Figure 11-6), the mesh STA collocated with this access point shall verify that the MAC address of the STA does not belong to a mesh STA in the MBSS. If the mesh STA collocated with the access point determines that the authenticated STA has a MAC address that is a MAC address of a mesh STA in the MBSS, then the collocated access point shall deauthenticate the STA with Reason Code “unspecified reason” or “MAC-ADDRESS-ALREADY-EXISTS-IN-MBSS.”

The mechanism for verifying the MAC address of the authenticated STA depends on the active path selection protocol and might be vendor specific. See 11C.9.13 (Considerations for support of STAs without mesh functionality) for the case that HWMP is the active path selection protocol.

Instruction to Editor: Change text in clause 11C.9.13 “Considerations for support of STAs without mesh functionality” as indicated by the WinWord change marks

11C.9.13 Considerations for support of STAs without mesh functionality

The verification, by the mesh STA collocated with the AP, of disjunct MAC addresses between a non-AP STA without mesh functionality and mesh STAs during authentication/association of the non-AP STA without mesh functionality (see 11.3.3 (Additional mechanisms for an AP collocated with a mesh STA)) may be done by issuing a PREQ for the MAC address of the non-AP STA without mesh functionality by the mesh STA collocated with the AP. The TO (Target Only) subfield of the Per Target Flags field of the PREQ shall be set to 1.

The MAC address of the non-AP STA already exists in the MBSS if the AP with mesh functionality receives a PREP for the MAC address of the non-AP STA and it can be derived from the PREP that the requested MAC address is originated from a mesh STA. (The AE subfield of the Flags field of the PREP is set to 0, see 7.3.2.114 (PREP element).)
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