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	9.24.1
	If AP1 sees AP2 and AP3, but AP2 and AP3 don't see ach other, and there are clients between AP2 and AP3 associated to AP2 or AP3 and these clients can each see both AP2 and AP3, then these clients always receive collided beacons from their associated beac
	Clustering needs to be significantly enhanced to be robust enough for dense open deployments such as college lecture theatres, open-plan study desks in college libraries, open-plan enterprise environments and the like. 


Proposed Resolution: Accept in principle

Discussion: See overview in 11/534

Changes below

3.1 Definitions

Editor, insert new definitions:

Centralized Coordination Service Root (CCSR): An entity that provides synchronization and configuration services to S-APs via the DS 
Centralized Coordination Service Set  (CCSS): The collection of one CCSR and a set of one or more fixed S-APs connected via the DS to the CCSR
Extended Centralized PCP/AP Cluster (ECPAC): A single CCSS and the set of Centralized PCP/AP clusters such that each S-AP of a Centralized PCP/AP cluster is within the CCSS. The ECPAC also includes all STAs within the BSSs of the S-APs and member PCP/APs of the Centralized PCP/AP clusters.
Transmit Sector Sweep Contention Based Access Period (TXSS CBAP): A contention based period available to all STAs in an Extended Centralized PCP/AP Cluster. Under certain conditions, a STA within an Extended Centralized PCP/AP Cluster performs each of its TXSSs in the DTT only within one or more TXSS CBAPs
4 Abbreviations and acronyms
Editor, insert new acronyms:
CCSR: Centralized Coordination Service Root
CCSS: Centralized Coordination Service Set 
ECPAC: Extended Centralized PCP/AP Cluster
TXSS CBAP: Transmit Sector Sweep Contention Based Access Period
Editor, insert new section:

5.2.3.3 Centralized Coordination Service Set  (CCSS) and Extended Centralized PCP/AP Cluster (ECPAC)
A CCSS comprises a Centralized Coordination Service Set  (CCSR) and a set of one or more fixed S-APs connected via the DS to the CCSR. The CCSR is an S-AP or another entity having a globally administered MAC address as defined in 9.2 of IEEE Std 802-2001. A CCSS is suited to an area and a band having propagation characteristics such that the BSAs of the S-APs within a CCSS cover the area yet transmissions within the area are isolated to a high degree from other potential users outside the area. See Annex 99New for a description of the functions of the CCSR.
An Extended Centralized PCP/AP Cluster comprises a single CCSS and the set of Centralized PCP/AP clusters such that each S-AP of a Centralized PCP/AP cluster is within the CCSS. The ECPAC also includes all STAs within the BSSs of the S-APs and member PCP/APs of the Centralized PCP/AP clusters.
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Figure 1yyyy – CCSS and ECPAC 
The CCSS is unrelated to an ESS in the sense that a CCSS may contain whole ESSs,  subsets of ESSs, or some combination thereof.  
7.2.4.1 DBand Beacon
Editor, change Fig 18 (DBand Parameters) as follows:

	
	B0-B1
	B2 
	B3
	B4
	B5
	B6-B7

	
	BSS type 
	CBAP only 
	CBAP source
	DBand  Privacy
	ECPAC Policy Enforced
	Reserved 

	Bits:
	2
	1
	1
	1
	1
	2


Editor, insert the following paragraph after the paragraph describing the DBand Privacy subfield:

The ECPAC Policy Enforced subfield is set to one to indicate that medium access policies specific to the Centralized PCP/AP cluster are required as defined in 9.24.2.4. The ECPAC Policy Enforced subfield is set to zero to indicate that medium access policies specific to the Centralized PCP/AP cluster are not required.

Editor, change the following text. 
The format of the PCP/AP Clustering Control field is shown in Figure 19.
	
	B0-B7
	B8-B55
	B56-B57
	B58-B62
	B63

	
	Beacon SP duration
	ClusterID
	ClusterMemRole 
	ClusterMaxMem
	Reserved

	Bits:
	8
	48
	2
	5
	1


Figure 19 – PCP/AP clustering control field format

If ECPAC Policy Enforced is set to zero, the Beacon SP duration field indicates the duration, in units of 8 microseconds, of the Beacon SPs in the cluster. If ECPAC Policy Enforced is set to one, the Beacon SP duration field indicates the maximum duration, in units of 8 microseconds, of the BIH of the BSS, and the minimum duration of Beacon SPs in the cluster (see 9.24.1.2). 
The cluster to which the transmitter of the PCP/AP clustering control field belongs is identified by the ClusterID field. The MAC address of the S-PCP/S-AP is the ClusterID of the cluster. 
The ClusterMemRole field identifies the role that the transmitting STA assumes within the cluster. A value of 0 means that the STA is currently not participating in clustering. A value of 1 means that the STA acts as the S-PCP/S-AP of the cluster. A value of 2 means that the STA participates in the cluster, but not as the S-PCP/S-AP. The value of 3 is reserved. 

The ClusterMaxMem field defines maximum number of PCPs and/or APs, including the S-PCP/AP, that can participate in the cluster. The value of the ClusterMaxMem field is computed in relation to the BI value (9.24.1). The value 0 is reserved. Values 8 and above are reserved if the ECPAC Policy Enforced field is set to zero. The index 1 is assigned to the S-PCP/S-AP. 
7.3.2 Information elements

Editor Insert two new rows at the end of “Table 7-26 – Element IDs”

Table 7-26 – Element IDs
	Information element
	Element ID
	Length (in octets)
	Extensible

	ECPAC Policy
	<ANA>
	13 or 17
	Yes

	Cluster Time Offset
	<ANA>
	3
	Yes


7.3.2.110 Cluster Report element 

Editor, change the clause:

The format of the Cluster Report element is shown in Figure 69. The Cluster Report element is included in management action frames, such as the Announce and the Information Response frames, transmitted to the PCP/AP of the BSS. Because the Length field supports only 255 octets of payload in an element, the STA can split the content of the Extended Schedule Element field, as described in 7.3.2.95, in different Cluster Report elements. The value of n in Figure 69 is equal to 255-(19 +  sizeof(ECPAC Policy element) + sizeof(TSCONST field)).
	
	Element ID
	Length
	Cluster report control


	Reported BSSID
	Reference Timestamp
	PCP/AP Clustering Control
	Extended Schedule Element
	ECPAC Policy Element 
	TSCONST

	Octets:
	1
	1
	1
	6
	0 or 4
	0 or 8
	0 or 17-n
	0, 13 or 17
	Variable


Figure 69 – Cluster Report element
ZZZZ Note to reader; not for inclusion in the draft. This change is not backwards compatible with previous versions of the spec. The root of the problem is that TSCONST is a field not an element. TSCONST should be changed to an element /ZZZZ
The Cluster report control field is defined in Figure 70.

	
	B0
	B1
	B2
	B3
	B4
	B5
	B6-B7

	
	Cluster request
	Cluster report
	Schedule present
	TSCONST present
	ECPAC Policy Enforced
	ECPAC Policy Present
	Reserved

	Bits:
	1
	1
	1
	1
	1
	1
	2


Figure 70 – Cluster report control field

The Cluster request subfield is set to one to indicate that the STA is requesting the PCP/AP to start PCP/AP clustering (9.24). Otherwise, it is set to zero.

The Cluster report subfield is set to 1 to indicate that this element contains a cluster report. If this subfield is set to 1, the Reported BSSID, Reference Timestamp and PCP/AP Clustering Control fields are present in this element. Otherwise if the Cluster report subfield is set to 0, none of the Reported BSSID, Reference Timestamp, PCP/AP Clustering Control, Extended Schedule Element and TSCONST fields are present in this element.
The Schedule present subfield is valid only if the Cluster report subfield is set to one, otherwise it is reserved. The Schedule present subfield is set to 1 to indicate that the Extended Schedule Element field is present in this element. Otherwise, the Extended Schedule Element field is not present in this element. 

The TSCONST present subfield is valid only if the Cluster report subfield is set to 1, otherwise it is reserved. The TSCONST present subfield is set to one to indicate that the TSCONST field is present in this element. Otherwise, the TSCONST field is not present in this element. 

The ECPAC Policy Enforced subfield is valid only if the Cluster report subfield is set to 1, otherwise the subfield is reserved. The ECPAC Policy Enforced subfield is defined in 7.2.4.1, and contains the ECPAC Policy Enforced subfield received in the DBand Beacon frame that generated this report.  
The ECPAC Policy Present subfield is valid only if the Cluster report subfield is set to 1, otherwise the subfield is reserved. The ECPAC Policy Present subfield is set to one to indicate that the ECPAC Policy Present Element field is present in this element. Otherwise, the ECPAC Policy Present Element field is not present in this element. 

The Reported BSSID field contains the BSSID of the DBand Beacon frame that triggered this report. 
The Reference Timestamp field contains the lower four octets of the TSF timer value sampled at the instant that a STA’s MAC received the DBand Beacon frame that triggered this report.  
ZZZZ Note to reader; not for inclusion in the draft. Deleted text is procedural in nature and is repeated in clause 9 /ZZZZ

The PCP/AP Clustering Control field is defined in 7.2.4.1, and contains the PCP/AP Clustering Control field received in the DBand Beacon that triggered this report.

The Extended Schedule Element field is defined in 7.3.2.95, and contains a single Extended Schedule element received in the DBand Beacon that generated this report. If an Extended Schedule element is not present in the received DBand Beacon, this field is set to all zeros.   
The TS Scheduling Constraint (TSCONST) field is defined in 7.3.2.97 and specifies periods of time with respect to the TBTT of the BI of the BSS the STA participates where the STA experiences poor channel conditions, such as due to interference.
The ECPAC Policy Element field is defined in 7.3.2.118yyyy and contains the ECPAC Policy element obtained from the PCP/AP that sent the DBand Beacon frame that generated this report (see 9.24.3). 
7.3.2.91.2 DBand PCP/AP Capability Information field
Editor: Insert the new bit in the following figure
	
	B0
	B1
	B2
	B3-B10
	B11
	B12
	B13
	B14
	B15

	
	TDDTT 
	Pseudo-static allocations 
	PCP Handover 
	MAX Associated STA Number 
	Power source 
	Distributed PCP/AP clustering 
	PCP forwarding 
	Centralized PCP/AP clustering
	Reserved 

	Bit
	1 
	1 
	1 
	8 
	1 
	1 
	1 
	1
	1


Figure 36 – DBand PCP/AP Capability Information

Editor, change the following paragraph:
The Distributed PCP/AP Clustering field is set to 1 if the STA, when operating as a PCP/AP, is capable of performing Distributed PCP/AP clustering and is set to 0 otherwise. 
The PCP forwarding field is set to 1 if the STA, while operating as a PCP, is capable of forwarding frames it receives from a non-PCP STA and destined to another non-PCP STA in the PBSS. This field is set to 0 otherwise.

The Centralized PCP/AP Clustering field is set to 1 if the STA, when operating as a PCP/AP, is capable of performing Centralized PCP/AP clustering and is set to 0 otherwise. A STA that is incapable of performing Centralized PCP/AP clustering is subject to requirements as described in 9.24.1.2
Editor, insert the following new subclauses:
7.3.2.118yyyy ECPAC Policy element

The format of the ECPAC Policy element is shown in Figure 2. 

	
	Element ID
	Length
	ECPAC Policy Detail

	CCSR ID
	Available Cluster Time Offset Bitmap
	TXSS CBAP Offset (optional)
	TXSS CBAP Duration (optional)
	TXSS CBAP MaxMem (optional)

	Octets:
	1
	1
	1
	6
	4
	2
	1
	1


Figure 2 – ECPAC Policy element

The ECPAC Policy Detail field is defined in Figure 3.

	
	BIH Enforced 
	TXSS CBAP Enforced
	Protected Period Enforced
	Reserved

	Bits:
	B0
	B1
	B2
	B3     B7


Figure 3 – ECPAC Policy Detail field

The BIH Enforced field set to one indicates that a PCP/AP within a Centralized PCP/AP cluster completes the Beacon Interval Header  for the current BI before TBTT + 8/1024*Beacon SP duration, as described in 9.24.2.4. The BIH Enforced field set to zero indicates that a PCP/AP within a cluster does not have to complete the Beacon Interval Header  for the current BI before TBTT + 8/1024*Beacon SP duration. 
ZZZZ Note to reader; not for inclusion in the draft. Although something akin to BIH Enforced is in the spec, a) the definitions are weak: 9.24 refers to Beacons only, not to A-BFT; dot11BeaconSPDuration is invoked, but is never defined; in fig 88 the Beacon SP only covers the BTI , and b) the Beacon SP seems to have different semantics: if a PCP/AP completes its BTI etc within the Beacon SP so it is free from OBSS interference, and if the BTI etc lasts longer then just the BTI etc is more at risk from OBSS interference. This is a different situation to BIH Enforced, where the PCP/AP is *required* to complete the BTI, ABFT and AT within the duration in order to avoid OBSS interference. /ZZZZ
The TXSS CBAP Enforced field set to one indicates that a STA within a Centralized PCP/AP cluster performs each of its TXSSs in the DTT within one or more TXSS CBAPs, as described in 9.24.2.4. The TXSS CBAP Enforced field set to zero indicates that a STA within a Centralized PCP/AP cluster does not have to  perform each of its TXSSs in the DTT within one or more TXSS CBAPs.

The Protected Period Enforced field indicates that every scheduled SP in the BSS is a DBand Protected Period as specified in 9.23.6.5. The Protected Period Enforced field set to zero indicates that a scheduled SP in the BSS does not have to be a DBand Protected Period.
The CCSR ID field is set to the MAC address of the CCSR within the ECPAC that the PCP/AP belongs to. The PCP/AP is the transmitter of the frame containing the ECPAC Policy element except when the ECPAC Policy element is transmitted in a Cluster Report element, where the PCP/AP is the transmitter that triggered the Cluster Report. 
The Available Time Cluster Offset Bitmap field is a bitmap where the (n-1)th bit, n = 1 to 32, indicates the availability of the nth Beacon SP. Values of n = 1 and greater than ClusterMaxMem are reserved  (i.e. bit 0 and bits ClusterMaxMem to 31 inclusive). Bit n-1 set to zero indicates that ClusterTimeOffsetn-1 is determined to be already in use by a neighboring PCP/AP, excluding the recipient if sent within an individually addressed frame, in the ECPAC. Bit n-1 set to one indicates that ClusterTimeOffsetn-1 is not determined to be already in use by a neighboring PCP/AP, excluding the recipient if sent within an individually addressed frame, in the ECPAC. 
If TXSS CBAP Enforced field is set to zero, the TXSS CBAP Offset field, the TXSS CBAP Duration field and the TXSS CBAP MaxMem field are not present in the element; otherwise they are present in the element.

The TXSS CBAP Offset field is the delay of the first TXSS CBAP in a BI from the TBTT, in units of 8 microseconds.
The TXSS CBAP Duration field indicates the duration, in units of 8 microseconds, of each TXSS CBAP, in units of 8 microseconds.
The TXSS CBAP MaxMem field is the number of TXSS CBAPs per BI.
7.3.2.119yyyy Cluster Time Offset element

The format of the Cluster Time Offset element is shown in Figure 4. 

	
	Element ID
	Length
	Cluster Time Offset Index


	Octets:
	1
	1
	1


Figure 4 – Cluster Time Offset element

The Cluster Time Offset Index field is set to the value n-1 for a member PCP/AP of a Centralized PCP/AP cluster that adopted the nth Beacon SP (see 9.24). Values equal to 0 and ClusterMaxMem or above are reserved.
9.23.3 AT transmission rules

Editor, before the para beginning “A non-PCP/non-AP STA shall not transmit during the AT except in response to a received”, insert

For the purposes of this subclause, for an AT owned by an S-AP of a Centralized PCP/AP cluster, the term non-PCP/non-AP STA includes a member PCP/AP of the Centralized PCP/AP cluster.
9.23.6.5.0 Introduction
Editor, change the second paragraph as follows:

A DBand Protected Period can be created by the source STA during an SP, and shall be created by the source STA, if at least one of the following conditions are met:

· The source STA is the PCP/AP of the BSS, the ECPAC Policy Enforced subfield within the DBand Parameters field of the last DBand Beacon frame transmitted by the source STA is set to one and the Protected Period Enforced field within the ECPAC Policy Detail field of the last ECPAC Policy element transmitted by the source STA is set to one

· The source STA is not the PCP/AP of the BSS, the ECPAC Policy Enforced subfield within the DBand Parameters field of the last DBand Beacon frame received by the source STA from the PCP/AP of the BSS is set to one and the Protected Period Enforced field within the ECPAC Policy Detail field of the last ECPAC Policy element received by the source STA from the PCP/AP of the BSS is set to one.
Both the source and destination STAs of an SP are owners of the DBand Protected Period. During any DBand Protected Period, both stations can receive frames from the other participant.
Editor, change the following clause and subclauses:

9 PCP/AP Clustering

9.24.0 General 

A PCP/AP may use the PCP/AP clustering mechanism described in subclause 9.24 to improve spatial sharing and interference mitigation with other co-channel BSSs. There are two types of clustering: 
- Decentralized PCP/AP clustering that involves a single S-PCP/S-AP in the BSA of the S-PCP/S-AP, and 

- Centralized PCP/AP clustering where there can be multiple S-APs in the BSA of  any one S-AP, and all S-APs are coordinated via a single Centralized Coordination Service Set .
PCP/AP clustering allows a PCP/AP that is a member of a cluster to schedule transmissions in non-overlapping time periods with respect to other members of the same cluster, since the PCP/AP can receive DBand Beacon and Announce frames containing the Extended Schedule element of other PCPs/APs that are member of the cluster and can also receive the Extended Schedule element from another BSS through associated non-PCP/non-AP STAs (9.24.3).  
A STA is Distributed PCP/AP Clustering capable if it sets the Distributed PCP/AP Clustering field to 1 in the DBand PCP/AP Capability Information field in the DBand Capabilities element. A STA is Centralized PCP/AP Clustering capable if it sets the Centralized PCP/AP Clustering field to 1 in the DBand PCP/AP Capability Information field in the DBand Capabilities element. The PCP/AP employs the PCP/AP Clustering Control field and ECPAC Policy Enforced field defined in 7.2.4.1 to configure the use of PCP/AP Clustering. A Distributed PCP/AP Clustering capable or Centralized PCP/AP Clustering capable PCP/AP that transmits the Clustering Control field is Distributed clustering enabled or Centralized clustering enabled, respectively. A PCP/AP that does not transmit the Clustering Control field is clustering disabled. 
Decentralized Clustering enabled PCP/APs operating on the same channel may form a Decentralized PCP/AP cluster. A Decentralized PCP/AP cluster includes one Synchronization PCP/AP (S-PCP/S-AP), and zero or more member PCP/APs. The MAC address of the S-PCP/S-AP shall be the ClusterID of the Decentralized PCP/AP cluster. Centralized Clustering capable PCP/APs operating on the same channel as a Synchronization AP (S-AP) form a Centralized PCP/AP cluster as described in 9.24.1.2. The ClusterID of the Centralized PCP/AP cluster shall be set to the MAC address of the S-AP. 
A clustering enabled PCP/AP that is not a member of any cluster shall set the ClusterMemRole to zero in transmitted frames that contain the PCP/AP Clustering Control field.

Each PCP/AP that is a member of a PCP/AP cluster shall include the PCP/AP Clustering Control field in each DBand Beacon it transmits.

For each cluster, there exists a set of ClusterMaxMem Beacon SPs. The nth Beacon SP, Beacon SPn, begins at ClusterTimeOffsetn-1 usec following the TBTT of the S-PCP/S-AP, where:

ClusterTimeOffsetn-1 = (dot11BeaconPeriod TUs)/ (ClusterMaxMem-1) *(n-1)
and (n=2, 3…, ClusterMaxMem) 
The ClusterTimeOffsetn-1and Beacon SPn where n equals one is reserved for the S-PCP/S-AP.

A PCP/AP that is a member of a PCP/AP cluster shall transmit its DBand Beacon frames during one of the Beacon SPs as specified in 9.24.1. 
The maximum size of the Beacon SP duration field transmitted by a S-PCP/S-AP shall be the Beacon Interval of the S-PCP/S-AP divided by ClusterMemMax-1.

9 Cluster formation
9.24.1.1 Decentralized PCP/AP Cluster formation
A Decentralized clustering enabled PCP/AP starts a Decentralized PCP/AP cluster by becoming an S-PCP/S-AP, subject to the absence of existing clusters as described in 9.24.1.2 and below. A Decentralized clustering enabled PCP/AP becomes an S-PCP/S-AP of a Decentralized PCP/AP cluster by transmitting a DBand Beacon at least once every aMinBTIPeriod beacon intervals that has the ECPAC Policy Enforced subfield in the DBand Parameters field set to zero and that includes a PCP/AP Clustering Control field with the Beacon SP duration subfield set to the value of dot11BeaconSPDuration, the ClusterID subfield set to the S-PCP/S-AP MAC address, and the ClusterMemRole subfield set to the value for an S-PCP/S-AP. The value of the ClusterMaxMem subfield shall be chosen to keep the result of BI/ClusterMaxMem as an integer value.    
A Decentralized clustering enabled PCP/AP that receives a DBand Beacon frame with the ECPAC Policy Enforced subfield in the DBand Parameters field set to zero from an S-PCP/S-AP on the channel that the PCP/AP selects to establish a BSS shall monitor the channel for DBand Beacon transmissions during each Beacon SP for an interval of length at least aMinChannelScan. Beacon SPn is empty if no DBand Beacon frame is received during Beacon SPn over an interval of length aMinChannelScan. The PCP/AP shall not become a member of the cluster if no Beacon SP is determined to be empty during aMinChannelScan, in which case, subject to the requirements described in 9.24.1.2, then the PCP/AP may become the S-PCP/S-AP of a new cluster, or may cease its activity on this channel and, if desired, attempt operation on a different channel.

A Decentralized clustering enabled PCP/AP that operates its BSS on a channel on which it discovered an S-PCP/S-AP within a Decentralized PCP/AP cluster and at least one empty Beacon SP, shall transmit its DBand Beacon during an empty Beacon SP. By transmitting its DBand Beacon during an empty Beacon SP and by setting the clustering control 25 field appropriately as described in 7.2.4.1 DBand Beacon, the PCP/AP becomes a member PCP/AP.

The member PCP/AP shall select a BI length that is equal to the BI length of its S-PCP/S-AP.    
The member PCP/AP shall transmit its DBand Beacon with 
- the ECPAC Policy Enforced field set to zero, 

- the Beacon SP duration subfield set to the value of the Beacon SP duration subfield contained in the S-PCP/S-AP DBand Beacon, 
- the ClusterID subfield set to the MAC address of the S-PCP/S-AP, 
- the ClusterMemRole subfield set to the member PCP/AP value, and 
- the ClusterMaxMem subfield set to the value of the ClusterMaxMem field contained in the S-PCP/S-AP DBand Beacon. 

A PCP/AP with a value of ClusterMemRole that is not zero shall schedule a Beacon SP that is allocated for DBand Beacon transmission of other cluster member PCP/APs within the Decentralized PCP/AP cluster at each of ClusterTimeOffsetn, at any time the PCP/AP transmits its own DBand Beacon. The minimum size of the Beacon SP should be equal to the value of the Beacon SP duration subfield within the S-PCP/S-AP DBand Beacon. 
An S-PCP/S-AP and a member PCP/AP of a Decentralized PCP/AP cluster should not transmit or schedule transmissions during a Beacon SP that is not its own Beacon SP.  
Figure 100 illustrates, for three PCP/APs, the Beacon SPs of the S-PCP/S-AP and member PCP/APs of a Decentralized PCP/AP cluster.
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Figure 100 – Decentralized PCP/AP clustering for 3 PCPs/APs

9.24.1.2 Centralized PCP/AP cluster formation
A fixed Centralized clustering capable STA shall start a Centralized PCP/AP cluster by successfully performing the following steps in order
· Enroll in the CCSS and be configured by the CCSR using an unspecified mechanism
· Verify the absence of any existing Centralized PCP/AP clusters with a different CCSR
· Become an S-AP
Enrollment and configuration of the STA by the CCSR is successful if a) the STA obtains the MAC address of the CCSR, an ECPAC Policy Detail field, Beacon Interval, ClusterMaxMem, Beacon SP duration, TXSS CBAP Offset, TXSS CBAP Duration, TXSS CBAP MaxMem, TSF synchronization parameters, Cluster Time Offset availability information, and a non-empty list of excluded channels for the intended operating class of the STA, b) if the Channel Starting Frequency of the intended operating class of the STA is defined in Annex J to be 56.16 GHz and channel 2 is an allowed channel in the current regulatory domain, then the list of excluded channels includes channel 2, c) Beacon Interval/ClusterMaxMem is an integer and d) at least one of Beacon Interval/TXSS CBAP MaxMem or TXSS CBAP MaxMem/Beacon Interval is an integer; otherwise configuration of the STA by the CCSR is unsuccessful. If enrollment in the CCSS or configuration by the CCSR is unsuccessful, then the STA may attempt to resolve the problem or quit attempting to start a Centralized PCP/AP cluster. 
A Centralized clustering capable STA verifies the absence of an existing Centralized PCP/AP cluster as follows. The Centralized clustering enabled STA shall monitor the channel for DBand Beacon frames over an interval of at least aMinChannelScan. During this period, for each distinct ClusterID received in a DBand Beacon frame that has the ECPAC Policy Enforced field set to one in the DBand Parameters field and ClusterMemRole set to 1 (S-PCP/S-AP of the cluster) or 2 (a member PCP/AP of the cluster), the Centralized clustering enabled STA determines if an S-AP with a MAC address equal to the ClusterID belongs to the same CCSS as the Centralized clustering enabled STA, such as via a query of the CCSS Directory Service. The absence of an existing Centralized PCP/AP cluster is successfully verified if, at the end of the monitoring period, there are zero received DBand Beacon frames that have the ECPAC Policy Enforced field set to one sent by an S-AP/member PCP/member AP from another ECPAC. 
If at least one DBand Beacon frame that has the ECPAC Policy Enforced field set to one sent by an S-AP/member PCP/member AP from another ECPAC is received during the monitoring period, the Centralized clustering capable STA shall either 
· cease its activity on this channel and, if desired, attempt operation on a different channel, or

· if one of the received DBand Beacon frames is sent by an S-AP, the Centralized clustering-enabled STA may elect to unenroll from its current CCSS and join the cluster of the S-AP as a member PCP/AP. 
If at least one DBand Beacon frame that has the ECPAC Policy Enforced field set to one sent by an S-AP from the same CCSS is received during the monitoring period, the Centralized clustering capable STA may elect to unenroll from its current CCSS and join the cluster of the S-AP as a member PCP/AP or to continue and become an S-AP in the CCSS. 
In order to become a Centralized clustering enabled S-AP in a Centralized PCP/AP cluster, a Centralized clustering capable STA shall 
· have dot11MgmtOptionChannelUsageImplemented set to true
· start a BSS as an AP 
· on a channel that is not listed as excluded by the CCSR, and
· at the start time and with the Beacon Interval configured by the CCSR
· and include in transmitted DBand Beacon frames 
· the ECPAC Policy Enforced field set to one in the DBand Parameters field, and
· a PCP/AP Clustering Control field with the ClusterMaxMem subfield set to the values configured by the CCSR, the Beacon SP Duration subfield set to the value most recently configured by the CCSR, the ClusterID subfield set to the S-AP MAC address, and the ClusterMemRole subfield set to 1 (S-PCP/S-AP of the cluster)
An S-AP in a Centralized PCP/AP cluster shall set the ECPAC Policy Enforced subfield in the DBand Parameters field to one for the lifetime of the BSS.
An S-AP within a Centralized PCP/AP cluster shall include the ECPAC Policy element in (Re)Association Response, Announce and Information Response frames with the ECPAC Policy Detail, TXSS CBAP Offset and TXSS CBAP Duration fields set to the respective values most recently configured by the CCSR for the S-AP, the TXSS CBAP MaxMem subfield set to the policy configured by the CCSR, the CCSR ID subfield set to the MAC address of the CCSR, and bits in the Available Cluster Time Offset Bitmap subfield set to zero to indicate the Cluster Time Offsets that are determined to be already in use, excluding the recipient if sent within an individually addressed frame. The means by how a Cluster Time Offset is determined to be in use are unspecified. Bits in the Available Cluster Time Offset Bitmap subfield for other Cluster Time Offsets shall be set to one.
A PCP/AP that receives a DBand Beacon frame that has the ECPAC Policy Enforced subfield in the DBand Parameters field set to one sent by an S-AP on a channel, and that does not receive at least one DBand Beacon frame that has the ECPAC Policy Enforced subfield in the DBand Parameters field set to one sent by an S-AP on every channel supported by the PCP/AP in the Operating Class within the next aMinChannelScan, shall either join the cluster of the S-AP as a member PCP/AP if Centralized clustering capable or cease its activity on this channel and, if desired, attempt operation on a different channel. S-APs within a CCSS report the channels unused by the ECPAC via the Channel Usage procedures (see 11.22.14).
A PCP/AP within a Decentralized PCP/AP cluster that receives a DBand Beacon frame that has the ECPAC Policy Enforced subfield in the DBand Parameters field set to one sent by an S-AP, and that does not receive at least one DBand Beacon frame that has the ECPAC Policy Enforced subfield in the DBand Parameters field set to one sent by an S-AP on every channel supported by the PCP/AP in the Operating Class within the next aMinChannelScan, shall quit the Decentralized PCP/AP cluster before the next TBTT + BI, then the PCP/AP shall either join the cluster of the S-AP as a member PCP/AP if Centralized PCP/AP clustering capable or cease its activity on this channel and, if desired, attempt operation on a different channel.
A PCP/AP that receives at least one DBand Beacon frame that has the ECPAC Policy Enforced subfield in the DBand Parameters field set to one sent by an S-AP on every channel supported by the PCP/AP in the Operating Class within the most recent aMinChannelScan may ignore DBand Beacon frames that have the ECPAC Policy Enforced subfield in the DBand Parameters field set to one sent by an S-AP for 300*aMinChannelScan.
NOTE – A PCP/AP within a Decentralized PCP/AP cluster does not cease DBand Beacon transmission when quitting a Decentralized PCP/AP cluster. Hence, data communication is unaffected while performing these procedures.
A Centralized clustering capable PCP/AP that attempts to join the Centralized PCP/AP cluster of an S-AP as a member PCP/AP shall be an MA-STA containing a second non-PCP/non-AP STA, and shall successfully perform the following steps in order: 
· The PCP/AP shall monitor the channel for DBand Beacon frames during each Beacon SP over an interval of length at least aMinChannelScan. A Beacon SPn is empty if no DBand Beacon frame is received during the Beacon SPn over an interval of length aMinChannelScan.
· The second non-PCP/non-AP STA shall attempt to associate with the S-AP and thereby receive an Announce frame from the S-AP. The contents of the Announce frame are passed to the PCP/AP.
· Upon receiving an Announce frame that includes the ECPAC Policy element, the PCP/AP shall select a Cluster Time Offset index from the intersection of a) the Cluster Time Offset indices of the empty Beacon SPs with b) the indices indicated by the Available Cluster Offset Bitmap field in the ECPAC Policy element. If the intersection is empty, the PCP/AP shall select a Cluster Time Offset index of an empty Beacon SP. The selected Cluster Time Offset index is passed to the second non-PCP/non-AP STA.
· The second non-PCP/non-AP STA shall respond to the Announce frame with an Information Response frame that includes the Cluster Time Offset element containing the Cluster Time Offset Index set to the selected index.
· The PCP/AP shall operate its BSS at the selected Cluster Time Offset on the channel of the S-AP, and include in the PCP/AP clustering control field in transmitted DBand Beacon frames.
The PCP/AP shall not become a member of the Centralized PCP/AP cluster if no Beacon SP is determined to be empty during aMinChannelScan or if the second non-PCP/non-AP STA did not associate to the S-AP; in which case the PCP/AP may attempt to join the cluster of another S-AP or cease its activity on this channel and, if desired, attempt operation on a different channel.
A member PCP/AP within a Centralized PCP/AP cluster shall select a Beacon Interval that is equal to the Beacon Interval of the S-AP of the cluster.    
The member PCP/AP within a Centralized PCP/AP cluster shall transmit its DBand Beacon frames with the ECPAC Policy Enforced subfield in the DBand Parameters field set to one, the Beacon  SP duration subfield in the PCP/AP clustering control field set to the value of the Beacon SP duration subfield contained in the most recently received S-AP DBand Beacon, the ClusterID subfield set to the MAC address of the S-AP, the ClusterMemRole subfield set to 2 (a member PCP/AP of the cluster), and the ClusterMaxMem subfields set to the value of the ClusterMaxMem field contained in the S-AP DBand Beacon. 
A member PCP/AP within a Centralized PCP/AP cluster shall include the ECPAC Policy element in (Re)Association Response, Announce and Information Response frames with the ECPAC Policy Detail, TXSS CBAP Offset and TXSS CBAP Duration fields set to the most recently received respective field from the S-AP of the cluster, the TXSS CBAP MaxMem field set to the value of the TXSS CBAP MaxMem field received from the S-AP of the cluster, with the CCSR ID set to the MAC address of the CCSR field received from the S-AP of the cluster, and with the Available Cluster Time Offset Bitmap field reserved.
At any time a PCP/AP within a Centralized PCP/AP cluster transmits a DBand Beacon frame, the PCP/AP shall schedule a Beacon SP that reserves time for BIH transmission by other PCP/APs within the Centralized PCP/AP cluster at each in use ClusterTimeOffsetn-1 as indicated by the most recently transmitted (if S-AP) or received (if member PCP/AP) Available Cluster Time Offset Bitmap. The minimum size of the Beacon SP shall be equal to the value of the Beacon SP duration subfield within the DBand Beacon frame of the S-AP of the Centralized PCP/AP cluster. An S-AP/member PCP/member AP of a Centralized PCP/AP cluster shall not transmit or schedule transmissions during a Beacon SP of another S-AP/member PCP/member AP.  
9.24.2 Cluster maintenance

9.24.2.1 General Cluster maintenance
The TBTT of the S-PCP/S-AP provides a timing reference for the Beacon SPs of the member PCP/APs. Timing synchronization among the member PCP/APs facilitates equitable sharing of the common medium among the member PCP/APs. As long as a member PCP/AP periodically receives DBand Beacons from the S-PCP/S-AP, the member PCP/AP is able to maintain synchronization with the S-PCP/S-AP and hence, the other member PCP/APs. 
9.24.2.2 Decentralized PCP/AP Cluster maintenance
In the case when the S-PCP/S-AP of a Decentralized PCP/AP cluster is lost, or appears to a member PCP/AP to have been lost, another PCP/AP needs to become the S-PCP/S-AP of the Decentralized PCP/AP cluster in order to allow the remaining member PCP/APs to maintain synchronization with the cluster. The creation of a new S-PCP/S-AP is called S-PCP/S-AP handover. After an S-PCP/S-AP handover, the cluster might continue to function as before, except with altered membership, or the cluster might no longer exist, or there might be one or more new clusters.  
A member PCP/AP of the Decentralized PCP/AP clustershall start an S-PCP/S-AP handover if, within a time period of 4×aMinBTIPeriod beacon intervals, it does not receive a DBand Beacon with the ECPAC Policy Enforced field set to zero and with the value of the ClusterID field equal to the ClusterID of the cluster of which the PCP/AP is a member and with the ClusterMemRole field set to the S-PCP/S-AP value. This is the first Cluster Monitoring Period. During the next step in the S-PCP/S-AP handover, the member PCP/AP performs another Cluster Monitoring Period. A Cluster Monitoring Period is a time period of 4×aMinBTIPeriod beacon intervals during which the PCP/AP listens for DBand Beacons while continuing to transmit DBand Beacons using its current Beacon SPn. 

NOTE – A Decentralized clustering enabled PCP/AP does not cease DBand Beacon transmission during Cluster Monitoring and S-PCP/S-AP handover. Hence, data communication is unaffected while performing these procedures. 29 

If, during a Cluster Monitoring Period, the member PCP/AP receives a DBand Beacon with the value of ClusterMemRole set to the S-PCP/S-AP value, the member PCP/AP shall follow the rules in 9.24.1 to become a member PCP/AP of the cluster corresponding to the detected S-PCP/S-AP or cease operation on the channel, and the Cluster Monitoring Period is terminated. 
If, during a Cluster Monitoring Period, the PCP/AP receives no DBand Beacons with the value of  ClusterMemRole set to the S-PCP/S-AP value and one or more DBand Beacons with the ECPAC Policy Enforced field set to zero and with ClusterID equal to the ClusterID of its last S-PCP/S-AP, then at the end of the Cluster Monitoring Period the PCP/AP compares the MAC addresses of all such received DBand Beacons with its own MAC address. If its MAC address is the lowest, the PCP/AP shall become an S-PCP/S-AP according to the rules in 9.24.1. If its MAC address is not the lowest, the PCP/AP shall perform a new Cluster Monitoring Period. If the number of Cluster Monitoring Period performed by the PCP/AP exceeds dot11MaxNumberOfClusteringMonitoringPeriods, the PCP/AP may cease cluster maintenance and initiate cluster formation as described in 9.24.1.1. 

If, during a Cluster Monitoring Period, the PCP/AP does not receive a DBand Beacon that contains the value of S-PCP/S-AP in the ClusterMemRole field and does not receive a DBand Beacon with the ECPAC Policy Enforced field set to zero and with ClusterID equal to the ClusterID of the cluster of which it is currently a member, then at the end of the Cluster Monitoring Period the PCP/AP may become an S-PCP/S-AP according to the rules of 9.24.1, or it may cease its activity on this channel and, if desired, attempt operation on a different channel. 

NOTE – An assumption to allow the establishment of an S-PCP/S-AP in this case is that the PCPs/APs cannot hear each other‘s DBand Beacons. The rule how to decide to switch the channel or to establish an S-PCP/S-AP is implementation dependent. 
If, during a Cluster Monitoring Period, the member PCP/AP of a Decentralized PCP/AP cluster receives no DBand Beacons from clustering enabled STAs, then the PCP/AP shall establish itself as an S-PCP/S-AP according to the rules in 9.24.1. 

If an S-PCP/S-AP of a Decentralized PCP/AP cluster detects the presence of a S-PCP/S-AP of another Decentralized PCP/AP cluster on the same channel, it should schedule a Beacon SP for the DBand Beacon transmission of the other S-PCP/S-AP if the MAC address of the other S-PCP/S-AP is lower than the MAC address of this S-PCP/S-AP. The S-PCP/S-AP with higher MAC address should become a member PCP/AP of the cluster corresponding to the S-PCP/S-AP with the lower MAC address according to the rules in 9.24.1.1.
9.24.2.3 Centralized PCP/AP cluster maintenance
An S-AP within a Centralized PCP/AP cluster, upon a change of the Beacon SP duration field or the ECPAC Policy element configured by the CCSR, shall update the PCP/AP Clustering Control field accordingly sent in subsequent frames and shall send individually addressed Announce or Information Response frames to other STAs within the BSS in order notify them of the changes. 

When a member PCP/AP within a Centralized PCP/AP cluster elects to change its S-AP, a second non-PCP/AP STA of the MA-STA containing the member PCP/AP should disassociate from the previous S-AP and the member PCP/AP shall perform the same steps described in 9.24.1.2 that allow a Centralized clustering enabled PCP/AP to join the Centralized PCP/AP cluster of an S-AP as a member PCP/AP. 
When a member PCP/AP within a Centralized PCP/AP cluster elects to change its Cluster Time Offset, the member PCP/AP shall pass the updated Cluster Time Offset to a second non-PCP/AP STA of the MA-STA containing the member PCP/AP, and the second non-PCP/AP STA shall send an Information Response frame that includes a Cluster Time Offset element containing the Cluster Time Offset Index set to the updated index to the S-AP of the Centralized PCP/AP cluster.
A member PCP/AP within a Centralized PCP/AP cluster, upon a change of the PCP/AP Clustering Control field received from its S-AP, shall update the PCP/AP Clustering Control field sent in subsequent frames. A member PCP/AP within a Centralized PCP/AP cluster, upon a change of the ECPAC Policy Detail field received from its S-AP, shall update the ECPAC Policy element sent in subsequent frames and send individually addressed Announce or Information Response frames to other STAs within the BSS in order notify them of the changes. The member PCP/AP within the Centralized PCP/AP cluster shall attempt to receive a DBand Beacon frame from its S-AP at least once every dot11DBandEcssPolicyDetailUpdateDurationMax TU. 
In the case when a member PCP/AP of a cluster has not received DBand Beacon frames from its S-AP for a duration exceeding 4*aMinBTIPeriod Beacon Intervals, and the member PCP/AP intends to continue to operate a BSS on the channel, the PCP/AP shall either

· Stop the current BSS then become an S-AP within the CCSS as described in 9.24.1.2, or

· Monitor the channel for DBand Beacon frames for an interval of length at least aMinChannelScan. During this period, if one or more DBand Beacon frames are received with the ECPAC Policy Enforced field set to one in the DBand Parameters field and the ClusterMemRole set to 1 (S-PCP/S-AP of cluster) from one or more S-APs, then the PCP/AP shall join a selected S-AP as a cluster member as described in 9.24.1.2. If, after the period elapses, no DBand Beacon frames are received with the ECPAC Policy Enforced field in the DBand Parameters field set to one and the ClusterMemRole set to 1 (S-PCP/S-AP of cluster), and the PCP/AP is Decentralized PCP/AP clustering capable, then the PCP/AP shall attempt to join a Decentralized PCP/AP cluster if present as described in 9.24.1.1, and if not capable or not present then set its ClusterMemRole to 0 (not currently participating in a cluster); in either case, the PCP/AP a) shall set the ECPAC Policy Enforced bit to zero and shall not include the ECPAC Policy element in (Re)Association Response, Announce or Information Response frames and b) should send individually addressed Announce or Information Response frames to other STAs within the BSS in order notify them of the changes. 
9.24.2.4 Centralized PCP/AP cluster MAC requirements
If the most recent ECPAC Policy element transmitted by an S-AP/member PCP/member AP includes the BIH Duration Enforced field set to one, the S-AP/member PCP/member AP shall complete the BTI, A-BFT and AT  for each subsequent BI  before TBTT + 8/1024*Beacon SP duration. The most recently transmitted (if an S-AP) or received (if a member PCP/member AP or non-PCP/non-AP STA) value of Beacon SP duration is used.

If the most recent ECPAC Policy element transmitted by an S-AP/member PCP/member AP has the TXSS CBAP Enforced field set to one, the S-AP/member PCP/member AP shall complete each of its TXSSs in the DTT within one or more TXSS CBAPs.
If the most recent ECPAC Policy element, received by a non-PCP/non-AP in a BSS from the S-AP/member PCP/member AP of the BSS, has the TXSS CBAP Enforced field set to one, then the non-PCP/non-AP shall perform each of its TXSSs in the DTT within one or more TXSS CBAPs. If the non-PCP/non-AP is the source STA of an SP, and the non-PCP/non-AP determines that it must perform a TXSS before continuing to transmit to the destination STA of the SP, then the non-PCP/non-AP should truncate the SP (see 9.23.8). 
ATXSS CBAP shall last from TBTT + 8*TXSS CBAP Offset + (n-1)*1024*Beacon Interval/(TXSS CBAP MaxMem -1) until TBTT + 8*TXSS CBAP Offset + (n-1)*1024*Beacon Interval/(TXSS CBAP MaxMem -1) + 8*TXSS CBAP Duration for n = 1 … TXSS CBAP MaxMem-1, excluding any time that overlaps a BIH or an SP that has source and destination AIDs set to 255 (such as for a Beacon SP). The most recently transmitted (if an S-AP) or received (if a member PCP/member AP or non-PCP/non-AP STA) value of TXSS CBAP Offset and TXSS CBAP Duration  are used. 
The TXSS CBAP is available to all STAs in an ECPAC. STAs may also use the TXSS CBAP for sending frames not related to transmit sector sweeping. Transmission rules during a TXSS CBAP are defined in 9.23.5.
NOTE: Frames, such as data frames, sent in a TXSS CBAP when the TXSS CBAP Enforced field is set to one may experience erratically higher interference than frames sent at other times due to the TXSSs of other nearby STAs. 
Additional Centralized PCP/AP cluster requirements are defined in 9.23.6.5 and 11.1.2.1a.
9.24.3 Cluster report and re-scheduling
A cluster enabled PCP/AP that receives an Extended Schedule element from another cluster enabled PCP/AP may re-schedule SPs and CBAPs in its BI, or move the BTI (11.1.2.1a Beacon generation in an infrastructure BSS and in a PBSS in the DBand), in an attempt to mitigate any interference with the transmissions indicated in the received Extended Schedule element. The PCP/AP can create SPs in its BI with the source and destination AID set to 255 to prevent transmissions during specific periods in the BI (9.23.6.1 Service period (SP) allocation).
A non-PCP/non-AP STA that is a member of a BSS and that receives a DBand Beacon should send a Cluster Report element to its PCP/AP if the received DBand Beacon frame meets all of the following conditions:

· The DBand Beacon is not from the STA’s PCP/AP

· The DBand Beacon contains the PCP/AP Clustering Control field 
· Either

· The value of the ClusterID field within the PCP/AP Clustering Control field is different than the MAC address of the STA’s PCP/AP 
· The value of the ClusterID field within the PCP/AP Clustering Control field is the same as the MAC address of the STA’s PCP/AP, the TBTTs of the two BSSs are less than dot11BeaconPeriod / (2*ClusterMemMax) apart in time and the ECPAC Policy Enforced field in the DBand Beacon frame received most recently from the STA’s PCP/AP is set to one
The non-PCP/non-AP STA shall not send a Cluster Report element to its PCP/AP if the received DBand Beacon frame does not meets all of the preceding conditions.

A Cluster Report element meeting the conditions above shall be transmitted in an Announce or Information Response frame sent to the STA’s PCP/AP. Within the transmitted Cluster Report element, the STA shall set the Cluster report subfield to one. The STA shall set the PCP/AP Clustering Control field within a transmitted Cluster Report element to the corresponding field values within the PCP/AP Clustering Control of the received DBand Beacon, shall set the Reported BSSID field to the BSSID of the received DBand Beacon, and shall set the Reference timestamp field to indicate the DBand Beacon reception time. The STA shall set the Schedule present subfield to one if the Extended Schedule field is present in the transmitted Cluster Report element, otherwise it shall set Schedule present subfield to zero. The STA shall set the TSCONST present subfield to one if the TSCONST field is present in the transmitted Cluster Report element, otherwise it shall set TSCONST present subfield to zero. The STA shall set the ECPAC Policy Enforced field in the Cluster Report Control field to the value of the ECPAC Policy Enforced field in the received DBand Beacon. The STA should attempt to receive an Announce frame from the PCP/AP that transmitted the DBand Beacon according to the channel access rules described in 9.23 in order to solicit an ECPAC Policy element. If the STA obtains an ECPAC Policy element from the PCP/AP that transmitted the DBand Beacon, the STA shall set the ECPAC Policy Present subfield to one to and include the ECPAC Policy element in the transmitted Cluster Report element, otherwise the STA shall set ECPAC Policy Present subfield to zero and not include the ECPAC Policy element in the transmitted Cluster Report element. If present, the Extended Schedule Element field within the Cluster Report element shall be set to the corresponding field values within the Extended Schedule element of the received DBand Beacon. If present, the TSCONST field shall be set to indicate periods of time with respect to the TBTT of the BI of the BSS the STA participates where the transmitting STA experiences poor channel conditions, such as due to interference.
If the received DBand Beacon contains more than one Extended Schedule element entry, the STA shall repeat the aforementioned procedure and transmit a Cluster Report element corresponding to each Extended Schedule element entry.   

Upon receiving a Cluster Report element from a non-PCP/non-AP STA with the Cluster report field set to one, a clustering enabled PCP/AP may re-schedule SPs and CBAPs in its BI, move the BTI if the clustering enabled PCP/AP is an S-PCP/S-AP in a Decentralized PCP/AP cluster, or change the Cluster Time Offset if the clustering enabled PCP/AP is a member PCP/AP, or perform other actions, in an attempt to mitigate any interference with the transmissions indicated in the received Cluster Report element. The cluster enabled PCP/AP may also create SPs in its BI with the source and destination AID set to 255 to prevent transmissions during specific periods in the BI.
A member PCP/AP within a Centralized PCP/AP cluster should report new interference information and may report all interference information to the S-AP of the cluster when the member PCP/AP receives one or more of 
· a DBand Beacon frame from another  PCP/AP in another Centralized PCP/AP cluster within the same CCSS or another CCSS
· a Cluster Report element with the Cluster Report field set to one from a non-PCP/non-AP STA within the same BSS characterizing a  PCP/AP in another Centralized PCP/AP cluster within the same CCSS or another CCSS
and if at least dot11DBandEcssClusterReportDurationMin TU has elapsed since the last report. The report should aggregate the information received from all sources and minimize duplication. The member PCP/AP passes the report to a second non-PCP/non-AP STA of the MA-STA containing the member PCP/AP, and the second non-PCP/non-AP STA sends the report in an  Information Response frame that includes one or more Cluster Report elements to the S-AP of its Centralized PCP/AP cluster.  If the member PCP/AP does not elect to change its Cluster Time Offset at this time, the second non-PCP/non-AP STA includes a Cluster Time Offset element with an unchanged Cluster Time Offset Index field.
Via an unspecified means, the S-AP may aggregate received DBand Beacon frames and Cluster Report elements and send the aggregate to the CCSR. Upon receiving this information, the CCSR may reconfigure the TSF offsets of an S-AP, reconfigure the ECPAC Policy Detail of an S-AP, update the Cluster Time Offset availability information provided in an individually addressed frame by an S-AP to a member PCP/AP, or perform other actions. 
9.24.4 Decentralized PCP/AP cluster request 
A non-PCP/non-AP STA that is a member of a BSS may transmit a Cluster Report element to its PCP/AP to request that Decentralized PCP/AP clustering be enabled in the BSS. The non-PCP/non-AP STA can make this request if, for example, the device containing the non-PCP/non-AP STA intends to initialize another co-channel BSS (11.1) in which it will perform the role of PCP/AP and, when performing this role, it wishes to become a member PCP/AP of the Decentralized PCP/AP cluster enabled by its current PCP/AP.

To request PCP/AP clustering to be enabled in the BSS, the STA shall transmit a Cluster Report element with the Cluster request subfield set to one to its PCP/AP. Upon receiving a Cluster Report element with the Cluster request subfield set to one, the PCP/AP should form and maintain Decentralized PCP/AP clustering in the BSS according to the procedures described in 9.24.1 and 9.24.2. In doing that, the PCP/AP should set the minimum duration of the Beacon SP to be equal to the Beacon SP duration.  
If the non-PCP/non-AP STA does not receive a DBand Beacon frame from its PCP/AP with Decentralized PCP/AP clustering enabled after dot11ClusterEnableTime following the transmission to its PCP/AP of a Cluster Report element with the Cluster request subfield set to one, the non-PCP/non-AP STA may transmit an Announce frame including the last Extended Schedule element transmitted by the PCP/AP. If the Announce frame is transmitted, it shall use MCS 0 and the TA field shall be set to the broadcast address. If a DBand STA receives an Announce frame with the TA field set to the broadcast address and with the BSSID field different than the BSSID of its BSS, the DBand STA may send a Cluster Report element containing the Extended Schedule element within the received Announce frame to its PCP/AP, which may be used by the PCP/AP to re-schedule SPs in portions of the BI that are non-overlapping in time with the SPs contained in the Extended Schedule element reported by the DBand STA. 

If a non-PCP/non-AP STA becomes a member PCP/AP of the cluster enabled by its current PCP/AP, the non-PCP/non-AP STA can synchronize scheduled CBAP allocations, if any, between the BSS in which it performs the role of PCP/AP and the BSS of its current PCP/AP. The non-PCP/non-AP STA can disallow STAs in the BSS in which it plays the role of PCP/AP from transmitting during the Beacon SPs of the cluster it is a part of, and this can be done by allocating an SP time-overlapping with each Beacon SP such that each allocated SP has both the source AID and destination AID fields within the Extended Schedule element set to the AID of the non-PCP/non-AP STA. 

11.1.2.1a Beacon generation in infrastructure BSS in the DBand

Editor, change the  paragraph:

When the DBand Beacon transmission is performed as multiple directional transmissions, the PCP/AP should change the sequence of directions through which a DBand Beacon is transmitted after it has transmitted a DBand Beacon frame through each direction in the current sequence of directions. When the ECPAC Policy Enforced field is set to one in the DBand beacon frame most recently transmitted by a PCP/AP, then
· When DBand Beacon frame transmission is performed by the PCP/AP as multiple directional transmissions, the PCP/AP shall change the sequence of directions through which a DBand Beacon frame is transmitted after it has transmitted a DBand Beacon frame through each direction in the current sequence of directions.

· When the DBand Beacon frame transmission is performed by the PCP/AP as a single transmission, the PCP/AP shall randomly delay the transmission of the DBand Beacon frame by up to min(4*TXTIME(DBand Beacon), 1024*dot11MinBIHeaderDuration) microseconds after the TBTT.
This is done to randomize and potentially minimize interference to/from the DBand Beacon. One such example is indicated in Figure 129. If the sequence of directions is changed, the sequence of directions shall be pseudo-randomly chosen from a sequence of directions covering the full set of directions available to a PCP/AP.  
11.22.14 Channel usage procedures

Editor, change the  paragraph:

Implementation of Channel Usage is optional for a WNM STA. A STA that implements Channel Usage has the MIB attribute dot11MgmtOptionChannelUsageImplemented set to true. When dot11MgmtOptionChannelUsageImplemented is true, dot11WirelessManagementImplemented shall be true or the STA shall be capable of acting as an S-AP within a CCSS. A STA that has a value of true for the MIB attribute dot11MgmtOptionChannelUsagEnabled is defined as a STA that supports Channel Usage. A STA for which the MIB attribute dot11MgmtOptionChannelUsageEnabled is true shall set the Channel Usage field of the Extended Capabilities information element to 1.
A.4.21.1 DBand MAC features
	DBandM8
	PCP/AP clustering
	9.24
	
	

	DBandM8.1
	S-AP in Centralized PCP/AP cluster 
	9.24
	CF17:O
	Yes, No, N/A

	DBandM8.2
	Except when Centralized PCP/AP clusters on all channels supported by the PCP/AP in the operating class, join a Centralized PCP/AP cluster or cease activity on channel
	9.24.1.2
	CF17 AND (CF1 OR CF2.3.1) AND NOT DBandM8.1:M
	Yes, No, N/A

	DBandM8.3
	Other PCP/AP clustering
	9.24
	CF17:O
	Yes, No, N/A


D.3 MIB Detail

Dot11DBandOperationEntry ::=

SEQUENCE { dot11MaxLostBeacons Unsigned32,

dot11MinBIHeaderDuration Unsigned32,

dot11PSRequestSuspensionInterval Unsigned32,

dot11AssocRespConfirmTime Unsigned32,

dot11BroadcastSTAInfoDuration Unsigned32,

dot11NbrOfChangeBeacons Unsigned32,

dot11ImplicitHandoverLostBeacons Unsigned32,

 dot11MinPPDuration Unsigned32,

dot11SPIdleTimeout Unsigned32,

dot11QABTimeout Unsigned32,

dot11ClusterEnableTime Unsigned32,

dot11PNWarningThreshold Unsigned32,

dot11BeaconSPDuration Unsigned32,

dot11PNExhaustionThreshold Unsigned32,

dot11MaxNumberOfClusteringMonitoringPeriods Unsigned32,

dot11DBandEcssPolicyDetailUpdateDurationMax Unsigned32,
dot11DBandEcssClusterReportDurationMin Unsigned32
}

dot11DBandEcssPolicyDetailUpdateDurationMax OBJECT-TYPE

SYNTAX Unsigned32 (10..30000)

MAX-ACCESS read-write

STATUS current

DESCRIPTION

"Maximum duration in units of TU between attempts by a member PCP/AP in a Centralized PCP/AP cluster to receive a DBand Beacon frame from the S-AP of the Centralized PCP/AP cluster"

DEFVAL { 1000 }

::= { dot11mmWaveOperationEntry 7 }

dot11DBandEcssClusterReportDurationMin OBJECT-TYPE

SYNTAX Unsigned32 (100..36000000)

MAX-ACCESS read-write

STATUS current

DESCRIPTION

"Minimum duration in units of TU between the transmission of interference reports by a member PCP/AP in a Centralized PCP/AP cluster to the S-AP of the Centralized PCP/AP cluster "

DEFVAL { 1000 }

::= { dot11mmWaveOperationEntry 8 }

Annex 99New 
(informative)

Functions of the Centralized Coordination Service Set
Via unspecified means over the DS, a Centralized Coordination Root 
· Allows APs to enroll or unenroll from the CCSS
· Provides a Directory Service, wherein the CCSR responds to a Directory Service request that includes a MAC address with an indication of whether the MAC address is an S-AP within the CCSS.
· Configures the Beacon Interval, ClusterMaxMem, Beacon SP duration , TXSS Offset, TXSS CBAP Duration and TXSS CBAP MaxMem (see 9.24.1.2) of each S-AP

· Aligns the rate of increment of TSFs of S-APs within the CCSS
· Configures the individual TSF offsets of each S-AP in order to minimize the temporal, spatial and frequency overlap of BIHs of the BSSs in the same CCSS
· Provides to each S-AP the Cluster Time Offset availability information from nearby co-channel S-APs 

· Configures each S-AP with certain medium access policies for its Centralized PCP/AP cluster (see 9.24.2.4)

· Configures each S-AP with a list of one or more channels in an Operating Class that the S-AP is excluded from operating upon and that the S-AP advertises via the Channel Usage procedures (see 11.22.14). The excluded channels are available to STAs that are operating in the area covered by the ECPAC yet are not within the ECPAC. 
ZZZZ Note to reader, not for inclusion in the draft: except for 11.35.1, all the following changes are purely for clarifying that MA-STAs do not necessarily use all their MAC entities in the same BSS /ZZZZ

7.3.2.116 Multiple MAC addresses element

The MA-STA Power mode field is one bit in length and is set to 1 to indicate that when a MAC entity advertized  in the MMAE sent by the MA-STA moves from the Awake to the Doze state, then all other MAC entities advertized in the MMAE sent by the MA-STA  move to the Doze state. The MA-STA moves to the Awake state only when all MAC entities advertized in the MMAE move to the Awake state. The MA-STA Power mode field is set to 0 to indicate 1 that when a MAC entity advertized in the MMAE sent by the MA-STA moves from the Doze to the Awake state, then all other MAC entities advertized in the MMAE sent by the MA-STA move to the Awake state. The MA-STA moves to the Doze state only when all MAC entities advertized in the MMAE move to the Doze state.
11.2.4.0 Power management in a PBSS and infrastructure BSS in the DBand 

If the MA-STA Power Mode field within the MMAE sent by an MA-STA is set to 1, all MAC entities of the MA-STA advertized in the MMAE shall switch to the Doze state when the wakeup schedule of any one MAC entity or the successful frame exchange as described in 11.2.1.1 brings the MAC entity to the Doze state.  
If the MA-STA Power Mode field within the MMAE sent by an MA-STA is set to zero, all MAC entities of the MA-STA advertized in the MMAE shall switch to the Awake state when the wakeup schedule of any one MAC entity or the successful frame exchange as described in 11.2.1.1 brings the MAC entity to the Awake state.

11.2.1.1 STA power management modes

 To change Power Management mode, a MA-STA shall inform the AP through a successful frame exchange initiated by the MA-STA. The Power Management bit in the Frame Control field of the frame sent by the MA-STA in this exchange indicates the Power Management mode that the MAC entities advertized in the MMAE sent by the MA-STA shall adopt upon successful completion of the entire frame exchange. To change the Power Management mode of the MA-STA the frame may be sent using any of the EL within the EL cluster of the MA-STA and AP.
11.3.3.0 General
If a STA is an MA-STA it shall follow the procedure defined above to associate and authenticate with a PCP/AP. If as result of the association in State 2 the MA-STA receives an Association Response with a single AID for all MAC entities advertized within a MMAE delivered to the PCP/AP, the MA-STA shall proceed to State 3 separately for each of its advertized MAC entities that has dot11RSNAEnabled set to TRUE. If the MA-STA in State 2 is assigned an AID only for the MAC entity identified by the RA field of the Association Response with result code equal to success, the MA-STA may repeat the association procedure for any other advertized MAC entity of the MA-STA. The associated advertized entities of the MA-STA that have dot11RSNAEnabled set to TRUE shall proceed from State 2 to State 3 separately.

11.3.3.2 PCP/AP Association and RSNA procedures

If the PCP/AP allocates the same AID to all MAC entities advertized in the MMAE sent by the MA-STA, it shall include the MMAE received from the MA-STA in the Association Response frame sent to the MA-STA. Following the reception of an Association Response with status code of success and with the Single AID field within the MMAE set to 1, all the advertized MAC entities of the MA-STA are associated with the PCP/AP. Otherwise if the Association Response with status code of success does not include the MMAE with the Single AID field set to 1, then only the MAC entity identified by the RA field of the Association Response is associated.

11.35.1 Introduction

Excepting an MA-STA that comprises two MAC entities only, where one MAC entity is a member PCP/AP in a Centralized PCP/AP cluster, and the other MAC entity is associated to the S-AP of the Centralized PCP/AP cluster, an MA-STA shall be EL cluster capable and a non-MA-STA may be EL cluster capable. An EL cluster capable STA shall include an MMAE in transmitted (Re-)Association Request and (Re-)Association Response frames.

If a MA-STA is associated with a PCP/AP that allocates one single AID to all MAC entities advertized in the MMAE sent by the MA-STA, the AID can be also used to identify the EL Cluster. If the AID is provided for one of the advertized MAC entities of the MA-STA, then the same AID applies to all MAC entities whose addresses are referred in the delivered MMAE and the Single AID field is set as per Table 24.
11.35.2 EL cluster setup

To establish an EL cluster, an MMAE of an MA-STA that contains advertized its MAC entities shall be delivered to the peer STA. The peer STA may be a MA-STA or a non-MA-STA. An EL Cluster is identified by one of the following:

a) advertized MAC addresses of the MAC entities of two MA-STAs

 b) advertized MAC addresses of the MAC entities of an MA-STA and of a non-MA-STA

In both cases the MMAE shall be exchanged between the STAs to setup the EL cluster agreement.

11.35.2.1 EL cluster setup of non-PCP/non-AP MA-STA with PCP/AP

The Association Request and Response frames are used to establish an EL cluster between a non- PCP/non-AP MA-STA and a PCP/AP. The MMAE control field within the MMAE included in the Association Request and Response frame should be asserted as per 7.3.2.116. If the PCP/AP is not a MA-STA, the PCP/AP shall include the MMAE received from the non-PCP/non-AP MA-STA in the Association Response frame sent as response. If the PCP/AP is a MA-STA, the PCP/AP should include its own MMAE that contains its advertized MAC entities in the Association Response frame and may not include the MMAE received from the non-PCP/non-AP MA-STA in the Association Response frame. The PCP/AP shall not respond with any MMAE if it is not EL cluster capable.

11.35.2.2 EL cluster setup of non-PCP/non-AP STA with another non-PCP/non-AP STA

A non-PCP/non-AP MA-STA shall include an MMAE that contains its advertized MAC entities in transmitted ADDTS Request frames. The MMAE control field within the transmitted MMAE should be asserted as per 7.3.2.116. If the non- PCP/non-AP STA is not a MA-STA, the non-PCP/non-AP STA should include the MMAE with the Owner field set to “no Owner” in the ADDTS Request frame.

The non-PCP/non-AP MA-STA shall include its own MMAE that contains its advertized MAC entities in transmitted ADDTS Response frames. The MMAE control field within the transmitted MMAE should be asserted as per 7.3.2.116. The non-MA-STA may include the MMAE of the MA-STA from which it received an ADDTS Request frame in the ADDTS Response sent as response. The non-MA-STA shall not respond with any MMAE if it is not EL cluster capable.
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