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Overview

This document updates TGae 2.0 Clause 6.3 to resolved comments received from LB 172.
It addresses comments 1271
REV HISTORY:

R0 – initial revision
Modify the following sub-clause:

6.3 MLME SAP interface

6.3.7 Associate

6.3.7.5 MLME-ASSOCIATE.response

6.3.7.5.2 Semantics of the service primitive

Change the primitive parameter list as shown:

The primitive parameters are as follows:


MLME-ASSOCIATE.response(





PeerSTAAddress,





ResultCode,





CapabilityInformation,





AssociationID,





EDCA Parameter Set,





RCPI,





RSNI,





RMEnabledCapabilities,





Content of FT Authentication Elements,





SupportedOperatingClasses,





DSERegisteredLocation,





HTCapabilities,





Extended Capabilities, 





20/40 BSS Coexistence,






TimeoutInterval,





BSSMaxIdlePeriod,





TIMBroadcastResponse,





QFM Policy,





VendorSpecificInfo






)

Insert the following new row before VendorSpecificInfo in the parameter table:

	Name
	Type
	Valid range
	Description

	QFM Policy
	QFM Policy element
	As defined in 8.4.2.ae1 (QFM Policy element)
	Indicates the QFM Policy parameters of the AP. This parameter is present when dot11QFMActivated [1271] is true, and is not present otherwise.


6.3.8 Reassociate

6.3.8.5 MLME-REASSOCIATE.response

6.3.8.5.2 Semantics of the service primitive

Change the primitive parameter list as shown:

The primitive parameters are as follows:


MLME-REASSOCIATE.response(






PeerSTAAddress,






ResultCode,






CapabilityInformation,






AssociationID,






EDCAParameterSet,






RCPI,






RSNI,






RMEnabledCapabilities,






Content of FT Authentication Information elements,






SupportedOperatingClasses,






DSERegisteredLocation,






HT Capabilities,






Extended Capabilities, 






20/40 BSS Coexistence,






TimeoutInterval,






BSSMaxIdlePeriod,






TIMBroadcastResponse,






FMSResponse,






DMSResponse,






QoSMapSet,






QFM Policy,






VendorSpecificInfo






)

Insert the following new row before VendorSpecificInfo in the parameter table:

	Name
	Type
	Valid range
	Description

	QFM Policy
	QFM Policy element
	As defined in 8.4.2.ae1 (QFM Policy element)
	Indicates the QFM Policy parameters of the AP. This parameter is present when dot11QFMActivated [1271] is true, and is not present otherwise.


6.3.11 Start

6.3.11.2 MLME-START.request

6.3.11.2.2 Semantics of the service primitive

Change the primitive parameter list as shown:

The primitive parameters are as follows:


MLME-START.request(






SSID,






BSSType,






BeaconPeriod,






DTIMPeriod,






CF parameter set,






PHY parameter set,






IBSS parameter set,






ProbeDelay,






CapabilityInformation,






BSSBasicRateSet,






OperationalRateSet,






Country,






IBSS DFS Recovery Interval,






EDCAParameterSet,






DSERegisteredLocation,






HT Capabilities,






HT Operation,






BSSMembershipSelectorSet,






BSSBasicMCSSet,






HTOperationalMCSSet,






Extended Capabilities,






20/40 BSS Coexistence,






Overlapping BSS Scan Parameters,






MultipleBSSID,






InterworkingInfo,






AdvertisementProtocolInfo,






RoamingConsortiumInfo,






Mesh ID,






Mesh Configuration,






QFM Policy,






VendorSpecificInfo






)

Insert the following new row before VendorSpecificInfo in the parameter table:

	Name
	Type
	Valid range
	Description

	QFM Policy
	QFM Policy element 
	As defined in 8.4.2.ae1 (QFM Policy element) 
	This element is present when  dot11QFMActivated [1271] is  true, and is not present otherwise, and is provided by the SME to signal to the MLME the QFM Policy to be used for this BSS.


Modify this sub-clause as follows:
6.3.ae1 QMF Policy

6.3.ae1.1 Introduction

The following MLME primitives support the signaling of QMF Policy.










	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	






6.3.ae1.3 MLME-QMFPOLICY.confirm

6.3.ae1.3.1 Function
This primitive reports the QMFreceipt of a QMF Policy frame.
6.3.ae1.3.2 Semantics of the service primitive
The primitive parameters are as follows:
MLME-QMFPOLICY.confirm (
Peer MAC Address,
Dialog Token,
QMF Policy parameters,
Result Code
)
	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MAC Address
	Any valid individual MAC Address
	The address of the peer MAC entity to which the QMF Policy is received.

	Dialog Token
	Integer
	1-255
	The dialog token to identify the QMF Policy transaction.

	QMF Policy parameters
	QMF Policy element 
	As defined in 8.4.2.ae1 (QMF Policy element)
	These parameters indicate the QMF Policy the peer is requested to use.

	Result Code
	Enumeration
	SUCCESS,
REJECT




	Reports the receipt of a QMF Policy Response frame.


6.3.ae1.3.3 When generated
This primitive is generated when a QMF Policy Response frame has been received from a peer entity.


6.3.ae1.3.4 Effect of receipt
On receipt of this primitive, the SME evaluates the result code.
6.3.ae1.4 MLME-QMFPOLICY.indication

6.3.ae1.4.1 Function
This primitive indicates that a QMF Policy Response frame has been received from a peer entity.
6.3.ae1.4.2 Semantics of the service primitive
The primitive parameters are as follows:
MLME-QMFPOLICY.indication (
Peer MAC Address,
Dialog Token,
QMF Policy parameters,
Result Code
)
	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MAC Address
	Any valid individual MAC Address
	The address of the peer MAC from which the QMF Policy response was received

	Dialog Token
	Integer
	1-255
	The dialog token to identify the QMF Policy transaction.

	QMF Policy parameters
	QMF Policy element 
	As defined in 8.4.2.ae1 (QMF Policy element)
	This element is optionally present.

	Result Code
	Enumeration
	SUCCESS,
REJECT,
INVALID_PARAMETERS,
TIMEOUT,
TRANSMISSION_FAILURE,
UNSPECIFIED_FAILURE
	Reports the receipt of a QMF Policy response frame.


6.3.ae1.4.3 When generated
This primitive is generated by the MLME when a valid QMF Policy response frame is received from a peer entity.
6.3.ae1.4.4 Effect of receipt
On receipt of this primitive, the QMF Policy response frame elements are provided to the SME to be processed.
6.3.ae1.5 MLME-QMFPOLICY.response

6.3.ae1.5.1 Function
This primitive requests the transmission of a QMF Policy frame to a peer entity. A QMF Policy frame may be sent unsolicited to a peer entity.
6.3.ae1.5.2 Semantics of the service primitive
The primitive parameters are as follows:
MLME-QMFPOLICY.response (
Peer MAC Address,
Dialog Token,
QMF Policy parameters,
Result Code
)
	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MAC Address
	Any valid individual MAC Address
	The address of the peer MAC entity to which the QMF Policy response is sent.

	Dialog Token
	Integer
	1-255
	The dialog token to identify the QMF Policy transaction.

	QMF Policy parameters
	QMF Policy element 
	As defined in 8.4.2.ae1 (QMF Policy element)
	These parameters indicate the QMF Policy the peer is requested to use.

	Result Code
	Enumeration
	SUCCESS,
REJECT




	Reports the outcome of the transaction.


6.3.ae1.5.3 When generated
This primitive is generated by the SME to request that an QMF Policy frame be sent to a 
peer entity to convey QMF Policy information.
6.3.ae1.5.4 Effect of receipt
On receipt of this primitive, the MLME constructs an QMF Policy frame containing the 
set of QMF Policy elements specified. This frame is then scheduled for transmission.
6.3.ae1.2 MLME-QMFPOLICYCHANGE.request

6.3.ae1.2.1 Function
This primitive supports the signaling of QMF Policy between peer SMEs. An SME changes the QMF Policy within a peer SME.
6.3.ae1.2.2 Semantics of the service primitive
The primitive parameters are as follows:
MLME-QMFPOLICYCHANGE.request (
Peer MAC Address,
Dialog Token,
QMF Policy parameters
)
	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MAC Address
	Any valid individual MAC Address
	The address of the peer MAC entity to which the QMF Policy Change request is sent.

	Dialog Token
	Integer
	1-255
	The dialog token to identify the QMF Policy Change transaction.

	QMF Policy parameters
	QMF Policy element 
	As defined in 8.4.2.ae1 (QMF Policy element)
	These parameters indicate the QMF Policy the peer is requested to use.


6.3.ae1.2.3 When generated
This primitive is generated by the SME when a STA wishes to request a change of the QMF Policy within a peer entity.

6.3.ae1.2.4 Effect of receipt
On receipt of this primitive, the MLME constructs a QMF Policy Change request frame containing the set of QMF Policy parameters. This frame is then scheduled for transmission.
6.3.ae1.3 MLME-QMFPOLICYCHANGE.confirm

6.3.ae1.3.1 Function
This primitive reports the QMFreceipt of a QMF Policy Change frame.
6.3.ae1.3.2 Semantics of the service primitive
The primitive parameters are as follows:
MLME-QMFPOLICYCHANGE.confirm (
Peer MAC Address,
Dialog Token,

QMF Policy parameters,

Result Code
)
	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MAC Address
	Any valid individual MAC Address
	The address of the peer MAC entity to which the QMF Policy Change is received.

	Dialog Token
	Integer
	1-255
	The dialog token to identify the QMF Policy Change transaction.

	QMF Policy parameters
	QMF Policy element 
	As defined in 8.4.2.ae1 (QMF Policy element)
	These parameters indicate the QMF Policy the peer is requested to use.

	Result Code
	Enumeration
	SUCCESS,
REJECT,
INVALID_PARAMETERS,
TIMEOUT,
TRANSMISSION_FAILURE,
UNSPECIFIED_FAILURE
	Reports the receipt of a QMF Policy Change response frame.


6.3.ae1.3.3 When generated
This primitive is generated when the QMF Policy Change has been received by the MAC.

6.3.ae1.3.4 Effect of receipt
On receipt of this primitive, the SME evaluates the result code.
6.3.ae1.4 MLME-QMFPOLICYCHANGE.indication

6.3.ae1.4.1 Function
This primitive indicates that a QMF Policy Change request frame has been received from a peer entity.
6.3.ae1.4.2 Semantics of the service primitive
The primitive parameters are as follows:
MLME-QMFPOLICYCHANGE.indication (
Peer MAC Address,
Dialog Token,
QMF Policy parameters,

Result Code
)
	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MAC Address
	Any valid individual MAC Address
	The address of the peer MAC from which the QMF Policy Change request was received

	Dialog Token
	Integer
	1-255
	The dialog token to identify the QMF Policy Change transaction.

	QMF Policy parameters
	QMF Policy element 
	As defined in 8.4.2.ae1 (QMF Policy element)
	This element is optionally present.

	Result Code
	Enumeration
	SUCCESS,
REJECT,

INVALID_PARAMETERS,
TIMEOUT,
TRANSMISSION_FAILURE,
UNSPECIFIED_FAILURE
	Reports the receipt of a QMF Policy Change request frame.


6.3.ae1.4.3 When generated

This primitive is generated by the MLME when a valid QMF Policy Change Request frame is received from a peer entity.
6.3.ae1.4.4 Effect of receipt

On receipt of this primitive, the QMF Policy Change Request frame elements are provided to the SME to be processed.
6.3.ae1.5 MLME-QMFPOLICYCHANGE.response

6.3.ae1.5.1 Function

This primitive requests the transmission of a QMF Policy Change frame to a peer entity.
6.3.ae1.5.2 Semantics of the service primitive

The primitive parameters are as follows:
MLME-QMFPOLICYCHANGE.response (
Peer MAC Address,
Dialog Token,

QMF Policy parameters,
Result Code
)
	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MAC Address
	Any valid individual MAC Address
	The address of the peer MAC entity to which the QMF Policy Change response is sent.

	Dialog Token
	Integer
	1-255
	The dialog token to identify the QMF Policy Change transaction.

	QMF Policy parameters
	QMF Policy element 
	As defined in 8.4.2.ae1 (QMF Policy element)
	These parameters indicate the QMF Policy the peer is requested to use.

	Result Code
	Enumeration
	SUCCESS,
REJECT
	Reports the outcome of the transaction.


6.3.ae1.5.3 When generated
This primitive is generated by the SME to request that a QMF Policy Change frame be sent to a peer entity to convey QMF Policy information.
6.3.ae1.5.4 Effect of receipt
On receipt of this primitive, the MLME constructs a QMF Policy frame containing the set of QMF Policy elements specified. This frame is then scheduled for transmission.
6.3.ae1.6 MLME-QMFPOLICYSET.request

6.3.ae1.6.1 Function

This primitive supports the signaling of QMF Policy from the SME to the MLME.
6.3.ae1.6.2 Semantics of the service primitive

The primitive parameters are as follows:
MLME-QMFPOLICYSET.request (
Peer MAC address,
QMF Policy parameters
)
	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MACAddress
	Any valid individual MAC address
	The address of the STA to which the QMF Policy is used for transmissions.

	QMF Policy parameters
	QMF Policy element 
	As defined in 8.4.2.ae1 (QMF Policy element)
	This element is optionally present when dot11QMFPolicyActivated is true, and is not present otherwise.


6.3.ae1.6.3 When generated

This primitive is generated by the SME to request the MLME to set QMF Policy information.
6.3.ae1.6.4 Effect of receipt

On receipt of this primitive, the MLME uses the supplied set of QMF Policy parameters when transmitting to the peer.

6.3.ae1.7 MLME-QMFPOLICYSET.confirm

6.3.ae1.7.1 Function

This primitive reports the result of a QMF Policy Set request operation.
6.3.ae1.7.2 Semantics of the service primitive

The primitive parameters are as follows:
MLME-QMFPOLICYSET.confirm (
Result Code,
QMF Policy parameters
)
	Name
	Type
	Valid Range
	Description

	Result Code
	Enumeration
	SUCCESS,
REJECT,
INVALID_PARAMETERS,
UNSPECIFIED_FAILURE
	Reports the outcome of a request to set QMF Policy.

	QMF Policy parameters
	QMF Policy element 
	As defined in 8.4.2.ae1 (QMF Policy element)
	This element is optionally present when dot11QMFPolicyActivated is true, and is not present otherwise.


6.3.ae1.7.3 When generated

This primitive is generated by the MLME when the request to set QMF Policy completes.
6.3.ae1.7.4 Effect of receipt

On receipt of this primitive, the SME evaluates the result code.
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