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The editing instructions are shown in bold italic. Four editing instructions are used: change, delete, insert, and replace. Change is used to make corrections in existing text or tables. The editing instruction specifies the location of the change and describes what is being changed by using strikethrough (to remove old material) and underscore (to add new material). Delete removes existing material. Insert adds new material without disturbing the existing material. Insertions may require renumbering. If so, renumbering instructions are given in the editing instruction. Replace is used to make changes in figures or equations by removing the existing figure or equation and replacing it with a new one. Editorial notes will not be carried over into future editions because the changes will be incorporated into the base standard.

This amendment’s baseline is Draft P802.11ae_D2.00.doc 
10. MLME

Insert the following new subclauses at the end of clause 10:
10.ae1 Management Frame QoS

10.ae1.1 General

An MFQ STA shall set dot11MFQActivated and dot11QosOptionImplemented to true. The MFQ STA shall 
assign an Access Category to each management frame according to the access category assignments 
indicated in the MFQ policy configured using configuration procedures described in 10.ae1.2 (Management frame QoS policy configuration procedures).

An MFQ STA shall set the MFQActivated subfield in the Extended Capabilities element to one.

When the MFQActivated subfield is zero in the most recently
 received Extended Capabilities element from a destination STA or when an Extend
ed Capabilities element has not been received from a destination STA, a transmitting MFQ STA shall transmit individually addressed management frames to that destination STA using the access category AC_VO. 

If the MFQActivated subfield in the most recently received Extended Capabilities element from a destination STA has a value equal to one, but no Management Frame QoS Policy element (MFQ Policy element) has been received from the destination STA, then an MFQ STA shall transmit all IMFQ frames to the destination STA using the default 
MFQ policy access categories defined in Table 10-ae1. Otherwise, the MFQ STA shall transmit individually addressed management frames as defined in the MFQ policy element accepted from the destination MFQ STA. In either case, the transmitted management frames are IMFQ frames, and the transmitting MFQ 
STA shall indicate the access category 
used to transmit the frame in the ACI subfield of the sequence number field.

An MFQ STA in an unassociated 
state shall transmit all group addressed MFQ frames using 
default MFQ policy access categories defined in Table 10-ae1. An associated MFQ STA shall follow the MFQ policy dictated by its associated AP 
for transmitting group addressed management frames as described in 10.ae1.2 (Management frame QoS policy configuration procedures). The specific access category assignments of different management frames within a non-default MFQ policy are beyond the scope of this document.

If dot11OCBActivated is true the MFQ STA shall transmit management frames using the default QMF policy described in Table 10-ae1.

10.ae1.1.1 Default management frame QoS policy

The default MFQ policy is as defined in Table 10-ae1. It defines the access category of each management frame based on management subtype value, category value and action value. The access category of management frames not included in this table is AC_BE. 

EDITORIAL NOTE: Entries for "WNM", "Unprotected WNM", and "TDLS" are included in the table in anticipatino of 802.11v and 802.11z being integrated into 802.11REVmb prior to publication.
Table 10-ae1— Default MFQ policy 

	

	Description
	Management Frame Subtype value from Table 8-1
	Category Value from Table 8-36
	Action Value 
	MFQ Access Category 


	(Re)Association Request/Response
	0000-0011
	N/A
	N/A
	AC_VO

	Probe Request (individually addressed)
	0100
	N/A
	N/A
	AC_VO

	Probe Request (group addressed)
	0100
	N/A
	N/A
	AC_BE

	Probe Response (in response to an individually addressed Probe Reques) 

	0101
	N/A
	N/A
	AC_VO

	Probe Response (in response to a group addressed Probe Reques) 

	0101
	N/A
	N/A
	AC_VO

	Timing Advertisement 

	0110
	N/A
	N/A
	AC_BE

	Beacon, ATIM, Disassociation, Authentication, Deauthentication
	1000-1100
	N/A
	N/A
	AC_VO

	Spectrum management
	1101
	0
	0-3
	AC_BE

	Spectrum management - channel switch announcement
	1101
	0
	4
	AC_VO

	QoS
	1101
	1
	0-3
	AC_VO

	DLS
	1101
	2
	0-2
	AC_BE

	Block Ack
	1101
	3
	0-2
	AC_VO

	Public
	1101
	4
	0-3,5-6,8-9
	AC_BE

	Public - extended channel switch announcement
	1101
	4
	4
	AC_VO

	Public - measurement pilot
	1101
	4
	7
	AC_VO

	Public – TDLS Discovery Response
	1101
	4
	14 

	AC_VO

	Radio measurement
	1101
	5
	0-5
	AC_BE

	Fast BSS Transition
	1101
	6
	0-4
	AC_VO

	HT
	1101
	7
	0-3
	AC_VO

	HT 
	1101, 1110
	7
	4-7
	AC_VO

	SA Query
	1101
	8
	0-1
	AC_VO

	Protected Dual of Public Action
	1101
	9
	1-2,5-6,8-9
	AC_BE

	Protected Dual of Public Action - extended channel switch announcement
	1101
	9
	4
	AC_VO

	WNM
	1101
	10
	0-24
	AC_BE

	Unprotected WNM
	1101
	11
	0-1
	AC_BE

	TDLS 

	1101
	12
	0-9
	AC_BE

	Mesh Action - HWMP Mesh Path Selection
	1101
	13
	64
	AC_VI

	Mesh Action
	1101
	13
	0-1, 128, 192-199
	AC_BE

	Multihop Action
	1101
	14
	0-1
	AC_BE

	Self Protected
	1101
	15
	0-5
	AC_VI

	Reserved (used by WFA)
	1101
	17
	All
	AC_BE

	Vendor-specific Protected
	1101
	126
	N/A
	AC_BE

	Vendor-specific
	1101
	127
	N/A
	AC_BE
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