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Introduction
Interpretation of a Motion to Adopt

A motion to approve this submission means that the editing instructions and any changed or added material are actioned in the TGaf Draft.  This introduction is not part of the adopted material.

Editing instructions formatted like this are intended to be copied into the TGaf Draft (i.e. they are instructions to the 802.11 editor on how to merge the text with the baseline documents).

TGaf Editor:  Editing instructions preceded by “TGaf Editor” are instructions to the TGaf editor to modify existing material in the TGaf draft.   As a result of adopting the changes, the TGaf editor will execute the instructions rather than copy them to the TGaf Draft.

Submission Note: Notes to the reader of this submission are not part of the motion to adopt.  These notes are there to clarify or provide context.
Discussion:
In this document, a CVS request mechanism is proposed.   FCC rules require that a CVS signal be transmitted by an enabling STA which is a fixed or mode II device, to a mode I type STA that is enabled by the enabling STA.   If the mode I type STA misses the CVS for more than 60 seconds, it is required to obtain its enablement again, which is a complex operation.  In order to avoid unnecessary invocation of the enablement procedure, it is useful for a mode I device to request the CVS if it has not yet received a CVS and the deadline for receiving the CVS is approaching. 

For the secure transmission of the CVS request, it may be transmitted as a protected dual of an Action frame.
Editing instructions:
6.3 MLME SAP Interface

TGaf editor: Insert a new subclause at the end of subclause 6.3.af6as follows:
6.3.af7 CVS request
The following MLME primitives support the signaling of the CVS request. Figure 6-af3 depicts the CVS request process. The figure illustrates the basic protocol, which is only an example and is not meant to be exhaustive of all possible protocol uses.
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Figure 6-af3—CVS Request Signal Protocol Exchange

6.3.af7.1 MLME-CVSRequest.request

6.3.af7.1.1 Function

This primitive requests that a (Protected)  CVS request  frame be sent to a peer entity. 

6.3.af7.1.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-CVSRequest.request(

PeerSTAAddress,
CVS request
)
	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MAC Address
	Any valid individual MAC Address
	Specifies the address of the peer MAC entity with which to perform the CVS request.

	Protected
	Boolean
	True, false
	Specifies whether the request is sent using a Robust Management frame.

If true, the request is sent using the Protected CVS request  frame.

If false, the request is sent using the CVS request frame.

	CVS request
	Sequence of octets
	As defined in 
8.5.8.af8
	Specifies the service parameters for the CVS request


6.3.af7.1.3 When Generated

This primitive is generated by the SME to request that a (Protected) CVS request frame  be sent to the peer entity.

6.3.af7.1.4 Effect of Receipt

On receipt of this primitive, the MLME constructs a CVS request  frame. The STA then attempts to transmit this to the peer entity.

6.3.af7.2 MLME-CVSRequest.indication

6.3.af7.2.1 Function

This primitive indicates that a (Protected) CVS request frame was received from a peer entity. 

6.3. af5.2.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-CVSRequest.indication(

PeerSTAAddress,
CVS request
)
	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC Address
	The address of the peer MAC entity from which a CVS request frame was received.

	CVS request
	Sequence of octets
	As defined in 

8.5.8.af8
	Specifies the service parameters for the CVS request


6.3.af7.2.3 When Generated

This primitive is generated by the MLME when a valid (Protected) CVS request  frame is received.

6.3.af7.2.4 Effect of Receipt

On receipt of this primitive, the SME should operate according to the procedure in 10.af2.3.
8.5 Action frame format details

8.5.8 Public Action frame details

8.5.8.1 Public Action frames

Insert the following rows in Table 8-131:
Table 8-131 Public Action field values

	Action field value
	Description

	<ANA>
	CVS request


TGaf Editor: Insert the following new sub clauses after 8.4.2.af6, as shown:

8.5.8.af8 CVS Request frame format

The CVS request frame is a Public Action frame that is transmitted by a STA to its enabling STA to request that a CVS be sent to it.   The format of the CVS request frame body is shown in Figure  8-42af8.
	
	Category
	Action

	Octets:
	1
	1


Figure 8-42af8—CVS Request frame Action field format
The Category field is set to the value for public action defined in Table 8-36 (Category values).

The Action field is set to indicate a CVS request frame, as defined in Table 8-131 (Public Action field values). 
8.5.11 Protected Dual of Public Action frame details

8.5.11.1 Protected Dual of Public Action details

TGaf Editor: Add a new row in the Table 8-143 (Protected Dual of Public Action field values) as shown:

Table 8-143 – Protected Dual of Public Action field values

	Action field value
	Description

	<ANA>
	Protected CVS request


TGaf Editor: Insert the following text after 8.5.11.7.11af6:
8.5.11.7.af7 Protected CVS request frame format

The Protected CVS request frame format is the same as the CVS request  frame format (see 8.5.8.af8). It is used instead of the CVS request frame when Management Frame Protection is negotiated.
10.af2 Regulatory Domain Operation 

10.af2.3 Contact Verification Signal
TGaf editor: Insert the following paragraph after the last paragraph of 10.af2.3 as follows: 
A dependent STA with dot11ContactVerificationSignalActivated set to true may also send a CVS request message to the enabling STA to request a CVS from the enabling STA.  The CVS request may be sent only if there is at least dot11CVSResponseTimeout time before the expiry of the dot11ContactVerificationSignalInterval from the last CVS.  In response to the CVS request, the enabling STA should send a CVS within dot11CVSResponseTimeout.

TGaf editor: Insert the following new rows in B.4.af: 

B.4.af TVWS functions 
	Item
	Protocol Capability
	References
	Status
	Support

	WS?
	CVS request
	8.5.8.af8, 8.5.11.7.af7
10.af.2.3
	CFaf:M
	Yes, No. N/A


Annex C

(normative)

ASN.1 encoding of the MAC and PHY MIB

TGaf editor: Insert a new MIB variable dot11CVSResponseTimeout in the appropriate alphabetical order as shown.
Dot11StationConfigEntry::=

SEQUENCE {
dot11CVSResponseTimeout Unsigned32,

dot11TVWSMapEnabled TruthValue,(472r1)

dot11TVWSMultiBandOperationEnabled TruthValue,(472r1)

dot11TVWSMapPeriod Unsigned32,
dot11TVWSMapValidTime Integer, 
dot11RLSImplemented TruthValue, 
dot11RLSActivated TruthValue,
dot11WhiteSpaceMapEnabled TruthValue,

dot11ContactVerificationSignalActivated TruthValue,

dot11ContactVerificationInterval Unsigned32,

dot11WhiteSpaceMapPeriod Unsigned32,
dot11WhiteSpaceMapValidTime Integer, 
dot11ChannelPowerManagementActivated TruthValue 
}

TGaf editor: add definition of dot11CVSResponseTimeout at the appropriate location
dot11CVSResponseTimeout OBJECT-TYPE
SYNTAX Unsigned32(1..255)

MAX-ACCESS read-only

STATUS current

DESCRIPTION

"This is a control variable.

It is written by an external management entity.

dot11CVSResponseTimeout indicates the maximum number of milliseconds within which an enabling STA must return the CVS in respose to a CVS Request”

DEFVAL { 100 }

::= { dot11StationConfigEntry <ANA> }
Abstract


CVS in 802.11af Draft 1.0 is a unicast frame that is transmitted from the enabling AP/STA. Several conditions may cause an STA to miss the CVS such as degraded link quality, or  wrong MCS used by the enabling STA.  To address this scenario, it is useful to have a message for a STA to request a CVS from its enabling AP/STA. This message is sent by an STA that has not recieved the CVS , prior to the CVS interval expiring, to trigger a CVS from the enabling STA.
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