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5.3 Logical service interfaces

Editor Note: replace the contents of subclause 5.3.0a with the following
5.3.0a General

.11 Editor Note: Change the second paragraph as follows:

IEEE Std 802.11 explicitly does not specify the details of DS implementations. Instead, IEEE Std 802.11 specifies services. The services are associated with different components of the architecture. There are three two categories of IEEE 802.11 service—the station service (SS), the PBSS service and the distribution system service (DSS). These Both categories of service are used by the IEEE 802.11 MAC sublayer.
.11 Editor Note: Change the last paragraph as follows:

This set of services is divided into three two groups: the SS, the PBSS service and the DSS. The SS are part of every STA. The PBSS service is provided by the PCP of a PBSS. The DSS are provided by the DS. 
Editor Note: insert the following new subclause
5.3.1a PBSS service
The service provided by the PCP of a PBSS is known as the PBSS services. Since all STAs within a PBSS can operate as a PCP, all STAs within the PBSS are capable of providing PBSS services should they become the PCP of the PBSS. Non-PCP STAs do not provide PBSS services.
The services that comprise the PBSS services are as follows:

a) Association

b) Disassociation

c) Reassociation

d) QoS traffic scheduling (QoS facility only)

PBSS services are specified for use by MAC sublayer entities.
Editor Note: replace the contents of subclause 5.3.2 with the following
5.3.2 DSS
.11 Editor Note: Change the last paragraph as follows:

Figure 5-7 (Complete IEEE 802.11 architecture) combines the components from previous figures with both the three types of services to show the complete IEEE 802.11 architecture.
.11 Editor Note: replace the current (Figure 5-7 Complete IEEE 802.11 architecture) with the following figure:
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5.4 Overview of the services

5.4.0a General

.11 Editor Note: change the second paragraph as follows
This subclause presents the services, an overview of how each service is used, and a description of how each service relates to other services and the IEEE 802.11 architecture. The services are presented in an order designed to help build an understanding of the operation of an IEEE 802.11 ESS network. As a result, the services that comprise the SS and DSS are intermixed in order (rather than being grouped by category). The descriptions of the services that comprise the PBSS service are described as part of the SS and DSS.

.11 Editor Note: change the title of 5.4.2 as follows
5.4.2 Services that support the distribution service and the PBSS service
CID: 1105
.11 Editor Note: insert a new subclause as follows
5.7.2 Reference model for multi-band operation

The reference model of a STA that is multi-band capable (see 11.34) is shown in Figure XXX.
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Figure XXX – Reference model for a multi-band capable STA

A multi-band capable STA is characterized by having a single SME that can manage operation over more than one frequency band. The operation across the different frequency bands can be simultaneous or non-simultaneous.
The SME of a multi-band capable STA is identified by any of the MAC addresses the STA supports, and as such receives notification on MLME frames received by any of the MLME entities within the multi-band capable STA. 
The SME of a multi-band capable STA contains a multi-band management entity which is responsible to coordinate the setup, configuration, tear down and transfer of FST sessions from a band/channel to another band/channel supported by the multi-band capable STA. If using non-transparent FST, the multi-band management entity can employ a combination of the source and destination MAC addresses in both the old and new band/channel to configure the routing of MSDUs and MLME primitives within the STA. If using transparent FST, in addition to the MAC addresses the multi-band management entity can employ the TID of a FST session for this routing.

A MAC SAP together with its corresponding MLME SAP is identified by a MAC address. This MAC address does not have to be unique within the multi-band capable STA, particularly when transparent FST is intended to be used. 
Each MAC SAP is controlled by a separate and independent RSNA key management entity, unless if transparent FST is used in which case the RSNA key management entity can be shared among the MAC SAPs.
NOTE – For simplicity, Figure XXX depicts the reference model when there is a one-to-one mapping between each PHY and MAC layers. However, the reference model for a multi-band capable STA can be applied in conjunction with the reference model for STAs that support multiple MAC addresses (5.7.1).
CID: 7, 8, 1106
Editor Note: replace the contents of 5.2.6 with the following
5.2.6 QoS BSS: The QoS network

The IEEE 802.11 QoS facility provides MAC enhancements to support LAN applications with QoS requirements. The QoS enhancements are available to QoS STAs associated with a QoS access point or PCP in a QoS BSS. A subset of the QoS enhancements is available for use between STAs that are members of the same QoS IBSS. In the OBand, Bbecause a QoS STA implements a superset of STA functionality, as defined in this standard, the STA may associate with a non-QoS access point in a non-QoS BSS, to provide non-QoS MAC data service when there is no QoS BSS with which to associate.

Every STA within a BSS operating in the DBand is a QoS STA, and hence every BSS established in the DBand is a QoS BSS.

The enhancements that distinguish QoS STAs from non-QoS STAs and QoS APs from non-QoS APs are collectively termed the QoS facility. The quantity of certain, QoS-specific, mechanisms may vary among QoS implementations, as well as between QoS STAs and QoS PCPs/APs, over ranges specified in subsequent clauses. All service primitives, frame formats, coordination function and frame exchange rules, and management interface functions except for the Block Acknowledgment (Block Ack) function, direct-link setup (DLS), and automatic power-save delivery (APSD) are part of the core QoS facilities. A QoS STA or QoS AP or PCP must implement those core QoS facilities necessary for its QoS functions to interoperate with other STAs in the BSS. Functions such as the Block Ack, DLS, and APSD are separate from the core QoS facilities; and the presence of these functions is indicated by STAs separately from the core QoS facilities.

This standard provides four two mechanisms for the support of applications with QoS requirements.

The first mechanism, designated the enhanced distributed channel access (EDCA), is applicable to the OBand and DBand and delivers traffic based on differentiating user priorities (UPs). This differentiation is achieved by varying the following for different UP values:

— Amount of time a STA senses the channel to be idle before backoff or transmission, or

— The length of the contention window to be used for the backoff, or

— The duration a STA may transmit after it acquires the channel.

These transmissions may also be subject to certain channel access restrictions in the form of admission control. In the DBand, EDCA is used only within CBAPs. Details of this mechanism are provided in 9.9.1 (HCF contention-based channel access (EDCA)) and, for the DBand, additional details are provided in 9.23.5 and 9.23.6.2.

The second mechanism, designated the hybrid coordination function (HCF) controlled channel access (HCCA), is applicable only to the OBand and allows for the reservation of transmission opportunities (TXOPs) with the hybrid coordinator (HC). A STA based on its requirements requests the HC for TXOPs, both for its own transmissions as well as for transmissions from the AP to itself.13 The request is initiated by the station management entity (SME) of the STA. The HC, which is collocated at the AP, either accepts or rejects the request based on an admission control policy. If the request is accepted, the HC schedules TXOPs for both STAs (both the AP and the non-AP STA). For transmissions from the non-AP STA, the HC polls the STA based on the parameters supplied by the STA at the time of its request. For transmissions to the STA, the AP directly obtains TXOPs from the collocated HC and delivers the queued frames to the STA, again based on the parameters supplied by the STA. Details of the mechanism are provided in 9.9.2 (HCCA) and 11.4 (TS operation). This mechanism may be used for applications such as voice and video, which may need periodic service from the HC. If the application constraints dictate the use of this mechanism, the application initiates this mechanism by using the management service primitives.

The third mechanism, designated the service period (SP) access, is applicable only to the DBand and allows for the reservation of channel time with the PCP/AP. A STA based on its requirements requests the PCP/AP for SPs, which can be used for transmission to any other STA in the BSS. The request is initiated by the SME of the STA. The PCP/AP either accepts or rejects the request based on an admission control policy. If the request is accepted, the PCP/AP uses the Extended DBand Schedule element to schedule SPs for communication between the source and destination STAs indicated within the request. Details of this mechanism are provided in 9.23.6.1, 9.23.6.3, 9.23.6.5, and 11.4.
The fourth mechanism, designated as dynamic allocation, is applicable only to the DBand and allows for near real-time reservation of channel time with the PCP/AP. This type of access is used on top of the service period access and contention-based access period. A PCP/AP can poll a STA and receive requests for channel time allocation. Based on the received requests, the PCP/AP can accept a request and immediately allocate channel time for the STA to communicate with another STA by using a Grant frame. Details of this mechanism are provided in 9.23.7, 9.23.8, and 9.23.9.
In the OBand, Nnon-QoS STAs may associate in a QoS BSS, if allowed to associate by the AP. All directed frames that are sent to non-QoS STAs by an AP do not use the frame formats associated with the QoS facility.

In the OBand, Aa QoS STA associated in a non-QoS BSS acts as a non-QoS STA.
CID: 588
7.1.3.1.3 To DS and From DS fields
Editor Note: make the following changes to Table 7-2 (To/From DS combinations in data frames)
	To DS and From DS values
	Meaning

	To DS = 0

From DS = 0
	A data frame direct from one STA to another STA within the same IBSS or the same PBSS, or a data frame direct from one non-AP STA to another non-AP STA within the same infrastructure BSS, as well as all management, extension and control frames.

	To DS = 1

From DS = 0
	A data frame destined for the DS or being sent by a STA associated with an AP to the Port Access Entity in that AP.

	To DS = 0

From DS = 1
	A data frame exiting the DS or being sent by the Port Access Entity in an AP.

	To DS = 1

From DS = 1
	A data frame using the four-address format. This standard does not define procedures for using this combination of field values.


CID: 954
7.3.1.9 Status Code field
Editor Note: change the second paragraph as follows
If an operation is successful, then the status code is set to 0. In the DBand, a status code of 85 also indicates a successful operation. If an operation results in failure, the status code indicates a failure cause. The failure cause codes are defined in Table 7-23 (Status codes). Table 7-23 also specifies whether a given status code is applicable to the OBand, DBand or both.
Editor Note: change Table 7-23 as follows
	Status Code
	Meaning
	OBand
	DBand

	0
	Successful
	Yes
	Yes

	1
	Unspecified failure
	Yes
	Yes

	2
	TDLS wakeup schedule rejected but alternative schedule provided
	Yes
	No

	3
	TDLS wakeup schedule rejected
	Yes
	No

	4
	Reserved
	Yes
	Yes

	5
	Security disabled
	Yes
	No

	6
	Unacceptable lifetime
	Yes
	No

	7
	Not in same BSS
	Yes
	No

	8-9
	Reserved
	Yes
	Yes

	10
	Cannot support all requested capabilities in the Capability Information field
	Yes
	No

	11
	Reassociation denied due to inability to confirm that association exists
	Yes
	Yes

	12
	Association denied due to reason outside the scope of this standard
	Yes
	Yes

	13
	Responding STA does not support the specified authentication algorithm
	Yes
	Yes

	14
	Received an Authentication frame with authentication transaction sequence number out of expected sequence
	Yes
	Yes

	15
	Authentication rejected because of challenge failure
	Yes
	Yes

	16
	Authentication rejected due to timeout waiting for next frame in sequence
	Yes
	Yes

	17
	Association denied because AP is unable to handle additional associated STAs
	Yes
	Yes

	18
	Association denied due to requesting STA not supporting all of the data rates in the BSSBasicRateSet parameter
	Yes
	Yes

	19
	Association denied due to requesting STA not supporting the short preamble option
	Yes
	No

	20
	Association denied due to requesting STA not supporting the PBCC modulation option
	Yes
	No

	21
	Association denied due to requesting STA not supporting the Channel Agility option
	Yes
	No

	22
	Association request rejected because Spectrum Management capability is required
	Yes
	Yes

	23
	Association request rejected because the information in the Power Capability element is unacceptable
	Yes
	Yes

	24
	Association request rejected because the information in the Supported Channels element is unacceptable
	Yes
	Yes

	25
	Association denied due to requesting STA not supporting the Short Slot Time option
	Yes
	No

	26
	Association denied due to requesting STA not supporting the DSSS-OFDM option
	Yes
	No

	27
	Association denied because the requesting STA does not support HT features
	Yes
	No

	28
	R0KH unreachable
	Yes
	Yes

	29
	Association denied because the requesting STA does not support the phased coexistence operation (PCO) transition time required by the AP
	Yes
	No

	30
	Association request rejected temporarily; try again later
	Yes
	Yes

	31
	Robust Management frame policy violation
	Yes
	Yes

	32
	Unspecified, QoS-related failure
	Yes
	Yes

	33
	Association denied because QoS AP or PCP has insufficient bandwidth to handle another QoS STA
	Yes
	Yes

	34
	Association denied due to excessive frame loss rates and/or poor conditions on current operating channel
	Yes
	Yes

	35
	Association (with QoS BSS) denied because the requesting STA does not support the QoS facility
	Yes
	No

	36
	Reserved
	Yes
	Yes

	37
	The request has been declined
	Yes
	Yes

	38
	The request has not been successful as one or more parameters have invalid values
	Yes
	Yes

	39
	The TS has not been created because the request cannot be honored; however, a suggested TSPEC/Extended DBand TSPEC is provided so that the initiating STA may attempt to set another TS with the suggested changes to the TSPEC/Extended DBand TSPEC
	Yes
	Yes

	40
	Invalid element, i.e., an element defined in this standard for which the content does not meet the specifications in Clause 7 (Frame formats)
	Yes
	Yes

	41
	Invalid group cipher
	Yes
	Yes

	42
	Invalid pairwise cipher
	Yes
	Yes

	43
	Invalid AKMP
	Yes
	Yes

	44
	Unsupported RSN element version
	Yes
	Yes

	45
	Invalid RSN element capabilities
	Yes
	Yes

	46
	Cipher suite rejected because of security policy
	Yes
	Yes

	47
	The TS has not been created; however, the PCP/HC may be capable of creating a TS, in response to a request, after the time indicated in the TS Delay element
	Yes
	Yes

	48
	Direct link is not allowed in the BSS by policy
	Yes
	No

	49
	The Destination STA is not present within this BSS
	Yes
	Yes

	50
	The Destination STA is not a QoS STA
	Yes
	No

	51
	Association denied because the ListenInterval is too large
	Yes
	Yes

	52
	Invalid FT Action frame count
	Yes
	Yes

	53
	Invalid pairwise master key identifier (PMKID)
	Yes
	Yes

	54
	Invalid MDE
	Yes
	Yes

	55
	Invalid FTE
	Yes
	Yes

	56
	Requested TCLAS processing is not supported by the PCP/AP
	Yes
	Yes

	57
	The PCP/AP has insufficient TCLAS processing resources to satisfy the request
	Yes
	Yes

	58
	The TS has not been created because the request cannot be honored; however, the PCP/HC suggests the STA to transition to other BSSs to setup the TS.
	Yes
	Yes

	59
	Disassociated due to external service requirements
	Yes
	Yes

	60
	No outstanding GAS request
	Yes
	Yes

	61
	GAS Response not received from the Advertisement server
	Yes
	Yes

	62
	STA timed out waiting for GAS Query Response
	Yes
	Yes

	63
	GAS Response larger than query response length limit
	Yes
	Yes

	64
	Request refused because home network does not support request
	Yes
	Yes

	65
	Advertisement server in the network is not currently reachable
	Yes
	Yes

	66
	Reserved
	Yes
	Yes

	67
	Request refused due to permissions received via SSPN interface
	Yes
	Yes

	68
	Request refused because PCP/AP does not support unauthenticated access
	Yes
	Yes

	69-71
	Reserved
	Yes
	Yes

	72
	Invalid contents of RSNE
	Yes
	Yes

	73
	U-APSD Coexistence is not supported
	Yes
	No

	74
	Requested U-APSD Coexistence mode is not supported
	Yes
	No

	75
	Requested Interval/Duration value cannot be supported
	Yes
	Yes

	76
	Authentication is rejected because an Anti-Clogging Token is required
	Yes
	Yes

	77
	Authentication is rejected because the offered finite cyclic group is not supported
	Yes
	Yes

	78
	The request has not been successful as the STA could not find the appropriate TBTT
	Yes
	Yes

	79
	Transmission Failure
	Yes
	Yes

	80
	Requested TCLAS Not Supported
	Yes
	Yes

	81
	TCLAS Resources Exhausted
	Yes
	Yes

	82
	Rejected with suggested BSS Transition
	Yes
	Yes

	83
	Reject with recommended schedule
	No
	Yes

	84
	Reject because no wakeup schedule specified
	No
	Yes

	85
	Success, the destination DBand STA is in power save mode
	No
	Yes

	86
	FST pending, in process of acquiring resources from PCP/AP
	Yes
	Yes

	87
	Performing FST now
	Yes
	Yes

	88
	FST pending, gap(s) in Block Ack window
	Yes
	Yes

	89
	Reject because of U-PID setting 
	No
	Yes

	8390-65 535
	Reserved
	Yes
	Yes


CID: 954
7.1.4 Duration/ID field (QoS STA)
Editor instruction: delete the instruction “.11 Editor’s instructions: replace “TXOP” with “TXOP and SP” in subclause 7.1.4” and insert the text below
Editor instructions: change the title of the subclause as follows
7.1.4.3 Setting for QoS CF-Poll frames (in the OBand)
Editor instructions: change the title of the subclause as follows
7.1.4.4 Setting for frames sent by a TXOP holder under HCCA (in the OBand)
Editor instructions: change the title of the subclause as follows
7.1.4.5 Settings within a PSMP sequence (in the OBand)
Editor instructions: change the title of the subclause as follows
7.1.4.6 Settings within a dual CTS sequence (in the OBand)
7.1.4.8 Setting for other response frames
Editor instructions: change the first paragraph as follows
For any frame transmitted by a STA that is not the TXOP holder, is not specified by 7.1.4.1, and is not specified by 7.1.4.1 (General) through 7.1.4.7 (Setting for control response frames), the Duration/ID field is set to the value obtained from the Duration/ID field of the frame that elicited the response minus the time, in microseconds, between the end of the PPDU carrying the frame that elicited the response and the end of the PPDU carrying the frame.



Abstract





This document proposes resolution to TGad D1.0 CIDs.








Submission
page 1
Carlos Cordeiro, Intel


_1357745873.vsd

_1357968219.vsd
PHY Sublayer Management Entity


PMD Sublayer


PLCP Sublayer


PMD Sublayer


PLME SAP


PLCP Sublayer


802.1X


MAC Sublayer Management Entity


MAC Sublayer


PHY SAP


MAC SAP


802.1X


PMD SAP


PHY Sublayer Management Entity


MLME-PLME SAP


MAC SAP


MAC Sublayer Management Entity


MAC Sublayer


PMD Sublayer


PHY SAP


MLME-PLME SAP


SME


RSNA KEY Management 2


PMD SAP


RSNA KEY Management N


RSNA KEY Management 1


PLCP Sublayer


802.1X


MAC Sublayer Management Entity


MLME SAP


MAC Sublayer


PHY SAP


PMD SAP


PHY Sublayer Management Entity


MLME-PLME SAP


MAC SAP


Multi-band Management


OBand
(e.g., 2.4 GHz)


OBand
(e.g., 5 GHz)


DBand
(e.g., 60 GHz)



