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Abstract

There are multiple applications/uses for 802.11 devices that require extremely low latency when establishing a new link. The uses cases described herein will be the basis for defining specific system requirements to be used in creating the TGai draft amendment to 802.11.

**Note, this is a work in progress and not complete. The Use Case definitions are felt to be complete as of v4, with remaining work to be done on extracting requirements. Additional Use Cases are known to exist, there are just none identified that would have any further impact on requirements or determining the scope and nature of the work to be done in TGai. What previously had been Section 1, Applications that might use FI, and the annexes providing additional detail have been deleted because they are felt to be no longer needed.**
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# Use Case Descriptions

### General

As a general rule, what distinguishes uses requiring fast association are devices operating while mobile as opposed to devices that may be mobile but operate while stationary (e.g. the typical laptop computer). In the context of this document (which is considering the end uses/applications), the device may be something like a smart phone or pad computer that contains an IEEE 802.11 STA. When describing the usage, it is often more appropriate to refer to the device rather than the STA contained within it.

There are two types of mobility considered, a device carried by a pedestrian and the other being a device in a vehicle. All forms of vehicles are considered and unless otherwise specified, will be simply referred to as the vehicle, this includes passenger cars, trucks, buses, subway cars, light rail cars, and heavy rail cars.

The pedestrian situation is relatively well known, with a person walking or running while carrying and using a device which includes an IEEE 802.11 STA, the vehicular device requires further explanation.

In most Use Cases, the device carried by a pedestrian becomes a vehicular device when the person enters a vehicle and is using this same device while travelling in the vehicle. Thus, the same Use Case may be either pedestrian or vehicular. In these cases the difference is more a matter of the rate of motion and the density of devices than the application/usage involved.

When a STA is mounted in/on a vehicle (as opposed to a hand-held device such as a smart phone), the combined unit is referred to as an On-Board Unit (OBU) or On-Board Equipment (OBE). The distinction between these terms is not important for TGai purposes, the terms are given here because these are the terms used outside of 802.11 and may be encountered when researching these Use Cases. Many uses require multiple radios, or at least multiple antennas to enable directional and selectable coverage both forward and behind the vehicle. Most, but not all, roadside STAs provide Internet access and the combined unit is referred to as a Road-Side Unit (RSU) or Road-Side Equipment (RSE). Some RSUs are mounted on poles beside the roadway, others on gantries suspended over the road or on highway overpasses.

The majority of vehicular use cases differ from more conventional 802.11 implementations not only because of the speeds at which the vehicles are travelling while communicating, but also due to the size and shape of the communication zones. In most cases, a significant difference is the need to communicate with only those vehicles travelling in a particular direction on a given stretch of road instead of the omni-direction (indiscriminate) communication zones of most 802.11 hot spots. In some use cases, there is a need to communicate only with vehicles in a particular highway lane (e.g only the right side lane out of the two or more present) which also limits the length of the zone to less about 5 meters (actual values vary). Thus the requirement is for the vehicle OBU to detect the presence of a new communication zone, establish a link, and complete a full set of data transfers before it has travelled 5 meters at speeds of up to 200kph (55.5 meters per second). Thus the total time in the communication zone can be as little as 0.072 to 0.090 seconds. This is not the time allowed for link establishment, but the time for the entire suite of activities from detection, link establishment, and data exchange. While TGai is only addressing link establishment times, the requirements for such times is often dictated by the total transaction time required and an understanding of the total time limitations aids in establishing 11ai requirements.

Many of these applications could be satisfied with the use of 11p, but 11p operates entirely outside of a BSS and in order to satisfy the most stringent time requirements forgoes many of the other benefits that 802.11 has to offer. If 11ai were available, these other 802.11 benefits would be available, with the 11p use limited to the most extreme situations. Many applications that plan on using 11p would benefit by operating with a BSS, especially with the addition of mesh networking and hand-off from one AP to another. Not included here are those applications that are met by 11p and would not benefit from having 11ai available.

In all of the following descriptions, only a summary is provided. There are so many variations and scenarios possible that it would be unrealistic to account for any but those that may impact the requirements analysis. Thus do not consider the following use cases as complete, it is merely meant to be representative but sufficiently complete for establishing requirements.

The critical characteristics that will determine specific requirements are:

* Association latency - the time between the reception of a beacon until a STA has competed association in response to this beacon
* Rate of entry - the number of STAs attempting to associate with the BSS per second (STAs entering a BSS per second)
* Dwell time – the total time available to complete the Use Case function which for moving STAs may be based on the time within the communication zone.
* STA density – the potential number of STAs that may simultaneously be associated with a given AP.

These characteristics are described within each Use Case in terms that are relevant to the application/user which will later be translated into requirement specifications that re relevant to the standard (in the Requirements section of this document).
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### Electronic Payment Use Case

There are multiple subclasses of this use case, including vehicle toll collection, parking payment, food payment, fuel payment, rental car processing, and other e-payment.

### Actor(s)

There will be a mobile STA, either mounted in a vehicle or carried by a pedestrian that will be referred to as the payer. The payer will link to, and interact with, a fixed STA that will almost always be an AP and be referred to as the payee. The physical relationship (speed of motion, size of the communication zone, number of other STAs within range, etc,) will differ considerably between the various use case subclasses and scenarios. These differences will be highlighted in the scenario descriptions below. Since the payer must divulge sensitive financial access information, data security is paramount. Also, it is very important (with the understanding that there are no guarantees possible) that once initiated, that the link be maintained until that transaction has been completed and acknowledged.

### Device sets

Mobile pedestrian STAs will typically be imbedded in either a smart phone or a laptop/pad style computer. In the future, it will become ever more common that a single pedestrian will have multiple STAs in their possession, and it will be important to identify which of multiple STAs will be the one conducting the transaction. Mobile vehicular STAs (other than those carried by the passengers) will be mounted in vehicles (cars, trucks, busses, rail, etc.). There may be multiple STAs per vehicle, both built-in (OBU) and passenger carried, with the need to determine which of multiple STAs will be used for the transaction. OBU STAs typically have directional antennas pointing forward and in some cases backwards.

For pedestrian use, the fixed STA (the payee) will typically be located in a kiosk or at a retail store counter. For vehicular use, the fixed STA may be mounted over the roadway on a gantry, or at the roadside, typically on a pole or a kiosk such as is used for drive-through restaurants. For either case, the fixed STA will require interaction with some “backroom” server which will typically, but not always, occur over an Internet connection. In most cases, both types of fixed STAs will require a controlled antenna pattern in order to limit coverage to only those mobile STAs that are subject to payment. For instance, in a store, the fixed site might want to link only to those devices that are at the checkout counter rather than every mobile STA within the store (or those of pedestrians walking by just outside the store).For payments with vehicles, the fixed STA will usually want to limit coverage to a limited area such as the entry or exit of a parking lot (exclude those vehicles that are driving by and to differentiate between those cars entering the lot versus those exiting). On highways, there are many situations that require (such as for purposes of managing system performance and for enforcement purposes) that the fixed STA’s coverage be limited to only a single lane when multiple lanes exist. This also limits the length of this communication zone to typically less than 10 meters, in some cases to only 5 meters.

Operating range for vehicular use will vary from just a few meters (such as for parking lots and drive-through retail) to a hundred meters or more for a few applications.

### Goal

The payer desires to identify that this is a valid charge and authorize payment. In many cases, the mobile STA will also be used to present information to the user/payer such as a duplicate of the cash register receipt.

### Scenario(s)

* 1. Pedestrian at retail checkout – After bringing purchases to the checkout counter, or at the pickup window of a drive-through store, the customer elects to pay electronically using their Wi-Fi capable smart phone or hand-held computer. In addition to being recognized as a frequent customer for various benefits, electronic coupons are used and they see the statement/bill on the screen (preferably duplicating the cash register display as the items are scanned), add tip if appropriate, and pay using their digital signature and/or password. The payment is charged to their pre-established account (typically a credit card).

	The time-critical aspect of the transaction is that the mobile STA may not be within range of the fixed AP until moments (only a second or more) before the transaction is to be completed. Should expect association to be completed in the time it takes a person to make one step forward (can assume one meter at a normal walking pace). In high traffic scenarios, conventional association delays can cause unacceptable delays with long lines forming at the counter. In all cases under this scenario, the worst case rate of entry should be just a few (less than 5) devices entering the zone at a time. The total time to complete the transaction should be comparable, and no more than, the time it takes with existing systems of either credit/debit cards or by cash payment.
	2. Vehicle parking payment – When entering the parking lot, the fixed STA at the entrance identifies the car and associates it with the mobile STA present in that car. Various techniques are used for this, including license plate readers. If multiple mobile STAs are present in the car someone in the car may have to elect at this time which one will be responsible. For cars having WAVE/DSRC OBUs, they will be built into the vehicle and it will be assumed that this will be the STA used for payment.(to avoid the issue of every person in the car having their own mobile STA and having to select between them). Many parking lots are already introducing systems that can notify the driver of where open spaces are located, and the mobile STA would then be used for this purpose. When exiting the lot, the charges are calculated by the parking controller and presented to the mobile STA when it reaches the exit turnstile. If preapproval for charges has been made, the turnstile is raised as the car approaches, negating the need to stop on the way out.

	Much as with the pedestrian at retail checkout, the mobile STA may not be within range of the fixed AP until moments (only a second or more) before the transaction is to be completed. Should expect association to be completed in the time it takes the vehicle to travel one car length (assume speeds of less than 10kph). Conventional association delays can cause unacceptable delays with long lines forming at the entrance or exit. In all cases under this scenario, the worst case rate of entry should be just a few (less than 5) devices entering the zone at a time The total time to complete the transaction should be comparable, and no more than, the time it takes with existing systems of either credit/debit cards or by cash payment.
	3. Toll road payment – There are two primary systems for electronically collecting road tolls, the conventional toll-booth wherein the fixed STA antenna is mounted over each booth lane, and open-road tolling wherein there are no toll lanes and other than signs, the only indication of toll collection is an overhead gantry containing the various electronics and communications systems needed not only for charging the tolls, but also for enforcement (such as when a car that does not have a toll tag tries to use the road).In either case, the driver simply drives through and the toll is collected without the need to stop or for any action on the part of the driver. Hand-held mobile STAs would probably not be used for this scenario because of the need for human interaction to approve the transaction (e.g. prevent a passenger’s smart phone from being charged instead of the driver’s). Open road tolling has proven to be the preferred approach for multiple reasons, so over time it should be expected that this will represent the majority of toll systems.

	The worst case scenario for establishing latency is the situation where the communication zone is restricted to a very small area (details of why this is done are outside the scope of this document), with a total travel length on the order of 10 meters and cars traveling at up to 200 kph. The number of vehicles per second traveling through this zone depends greatly on the speeds of operation (faster speeds have more spacing between vehicles) and the mix of cars and trucks/buses. Normal spacing at higher speeds can be assumed to be approximately 15 to 30 meters (for this purpose, one should forget what drivers are told to do and instead think about what actually happens on the road). Spacing at low speeds can approach 0 to 2 meters. There is the need to complete the transaction before the vehicle has left the communication zone.
	4. Pedestrian payment for subway, train, and bus – This is somewhat of a combination of retail sale payment and toll road payment. It is like retail sales in that it is for pedestrians and the person will have to authorize payment at the place of payment, but is like toll roads in that it is best if there is no need for the person to stop walking while the transaction is taking place. Ideally, the fixed device would be able to cover a relatively wide area when compared to retail sales, the entire entryway for a train/subway platform for instance. There are too many implementation details for the scope of this document, it is hoped that this summary is sufficient..

	Association latency and rate of entry is highly dependant upon the manner in which it is implemented, be it a kiosk-like payment station or like open road tolling wherein people do not stop but merely walk down a hallway or through a doorway. Expect the worst case situation to be an open area space that people walk through, in which case, people are walking at a normal to high rate of speed and the width of the walkway may be several to many meters wide. Payment should occur within the time span it takes to walk one or two paces. This time to complete is based on the typical usage of turnstiles or other barriers that pull back at the completion of payment, the ideal is that the person can continue walking at a normal pace thru these (usually only one or two meters between the point of payment and the barrier).
	5. Fuel payment – This is like the conventional gas station pump credit card payment except that the charge is being made electronically via a Wi-Fi connection. It has the advantage, especially when the car is equipped with a WAVE/DSRC OBU, of the driver not having to have a credit card out and the transaction can be pre-approved before the car even comes to a stop at the pump.

	The only need for low latency in this scenario is the potential delays that would be objectionable to the driver before pumping can begin (especially true in foul weather).
	6. Rental car processing – As a rental car drives through the gate upon returning, all relevant data is automatically transmitted to the office and the car “checked in”. The car’s diagnostic connector supplies key information such as the vehicle ID, mileage, fuel level, and any diagnostic codes that appeared. All electronic fees paid for by the on-board systems, such as tolls, parking, fuel, or retail sales that were charged are added to the rental bill. This not only improves the check-in procedure, but also allows rental cars to use electronic toll collection and parking, which they cannot easily do today.

	The latency requirement is to allow all charges to be calculated and a final bill available before the car is parked. The rate of entry can be assumed to be a single line of cars entering at a relatively low rate of speed (less than 15kph).
	7. Food payment – This is either a special case of retail sales payment or, for drive-through restaurants, it is a mix of the retail sales and fuel payment scenarios.

	Latency and rate of entry are comparable to previous scenarios, no new requirements.

### Traveller Information Use Case

Traveller Information may be either hand-held pedestrian services or in-vehicle mobile services. Each of these may then be either region specific (e.g. omni-directional coverage over an area or highly location and directional specific (e.g. covering only those on a specific sidewalk/roadway travelling in a specific direction).

* + 1. **Actor(s)**

There will be a mobile STA, either mounted in a vehicle or carried by a pedestrian that will be the recipient of the information. The recipient device will link to, and interact with, a fixed STA that will almost always be an AP that is the information provider. The physical relationship (speed of motion, size of the communication zone, number of other STAs within range, etc,) will differ considerably between the various use case subclasses. These differences will be highlighted in the scenario descriptions below. In general, data security is not of paramount concern, but the identity of the mobile device may considered critical be to avoid unauthorized tracking of people’s location and movements.

* + 1. **Device sets**

For pedestrian use, the fixed STA will typically be located in a kiosk, outside of or in a retail store, or for public sector services, it may be mounted on utility poles, traffic lights, or any other convenient location for the services to be provided. For vehicular use, the fixed STA may be mounted over the roadway on a gantry, or at the roadside, typically on a pole. For either case, the fixed STA will usually require interaction with some “backroom” server which will typically occur over an Internet connection. In most cases, both types of fixed STAs may require a controlled antenna pattern in order to limit coverage to only those mobile STAs for which the information to be provided is relevant.

Operating range for vehicular use will vary from just a few meters (such as within parking lots or at drive-through retail) to a hundred meters or so for a few applications.

Mobile pedestrian STAs will typically be imbedded in either a smart phone or a laptop/pad style computer. Mobile vehicular STAs will be mounted in vehicles (cars, trucks, busses, rail, etc.). For these use cases it is rare that multiple STAS on a person or in a vehicle present any issues or need to distinguish which one is being used.

* + 1. **Goal**

The goal of these applications is to provide useful information to individuals wherever they may be. The information must be accurate and relevant to the user.

* + 1. **Scenario(s)**
	1. Walking pedestrian – A pedestrian walking down the street, opting to see tourist information about current location. Ability to get map, navigation directions, local attractions, restaurants, etc. Unlike things like the iPhone app “AroundMe”, the information provided would be even more site specific and could be interactive.

	Latency should be no longer than it takes for one or two steps while walking. The rate of entry cannot be explicitly be given without knowing exactly what the coverage area is. For practical purposes, assume an extra walkway 30 meters wide (could be more but this is believed to be a reasonable basis for estimating the rate).
	2. Museum attendee – This is similar to the pedestrian scenario except that it is in a confined, controlled, environment. The person obtains information about an object on display as they walk up to the object. Instead of the current recorded voice guides currently in use, this service would be automatically activated by the current location, within a meter or two if necessary, of the user and could even take into account the direction the person is looking in. The information could be multimedia and be interactive.

	In this case, people are generally walking slower than when going down a sidewalk, but for analysis purposes, the same speeds can be assumed and association should again be completed within one or two steps. Because the communication zone is limited to cover a specific exhibit or piece of art, there will be few people entering at once, assume the equivalent of a 2 meter wide sidewalk.
	3. Car driver – The driver (or passenger) obtains information about upcoming road conditions and travel times from a roadside AP. This would be similar in concept to, but much more advanced than the variable message signs in current use. If major delays exist, it could be expanded into automatically diverting traffic to alternative routes and providing turn-by-turn directions while on these detours. Current traffic management systems hesitate to initiate detours when the problem is a simple backup due to congestion or accidents because of the negative impact on the side streets used. With this approach only selected vehicles could be diverted, or multiple detours used. Each vehicle would be assigned to a specific route and thus may be getting unique directions.

	The latency should be on the order of the time it takes to travel one or two car lengths at highway speeds. The communication zone for this scenario will usually be all of the travel lanes going in one direction (an example to consider is a Los Angeles freeway having 6 lanes in each direction).
	4. Navigation – This could be provided on-demand, with special maps and directions being downloaded as needed. Such downloads could occur spread out over multiple APs to distribute the download time. For commercial trucks, this could include downloading special routing and delivery instructions from their dispatcher and automatically updating the dispatcher with their status and location.

	The requirements for this scenario should be based on the same conditions as previous scenario.

### General Purpose Internet Access

1. **Actor(s)**

There are the fixed sites advertising (and perhaps charging for) Internet access services. These fixed sites are detected and accessed by STAs used by pedestrians or by people riding in vehicles. As with the general subject of Internet Access (which includes social networking, general web browsing, and searching), the subject covers an extreme range of applications/uses. One must not automatically assume that this is limited to Web browsing and the streaming of audio/video files. This can include highly specialized applications such as specialized traveler information, transit information for passengers, and private applications not available to the general public (such as might be used by police or fire departments). It can be hard to discriminate between this and the other Use Cases herein, such as Traveler Information. This Use Case is provided to cover all forms of Internet access so as to avoid the creation of what could be an almost limitless list of uses.

1. **Device sets**

The fixed STAs, which in this case are always serving as APs, are mounted wherever the Internet access service is to be provided, such as along the roadway, sidewalks, parks, or in stores. Coverage would generally be as widespread as practical, but there may be instances wherein coverage is intentionally limited to provide the service to a select group of users (located within this space). The mobile STAs are any combination of handheld devices or vehicular OBUs.

1. **Goal**

The objective is to provide Internet access to people who are mobile.

1. **Scenario(s)**
	1. Pedestrian – Ignoring the already covered scenario such as a coffee shop wherein the service user is stationary (sitting), this scenario is concerned with a pedestrian, a person walking around either indoors or out. They will be using their mobile device, be it a smart phone or tablet computer, to obtain Internet access while walking. There is the possibility of the person running, not just walking, such as when a jogger is asking for streaming music.

	Latency should be no longer than it takes for one or two steps while walking. The rate of entry cannot be explicitly given without knowing exactly what the coverage area is. For practical purposes, assume an extra wide walkway 30 meters wide (could be more but this is believed to be a reasonable basis for estimating the rate).
	2. Vehicular – A person in a car may be requesting Internet access at any time under any driving circumstances in which there is available coverage. This may be within a parking garage to obtain information about stores in the area or it could be along the roadside for Web access or to download files or streaming audio/video. In these cases, there will likely be a need for very fast handover from one AP to the next.

	The latency should be on the order of the time it takes to travel one or two car lengths at highway speeds. The communication zone for this scenario will usually be all of the travel lanes going in one direction (an example to consider is a Los Angeles freeway having 6 lanes in each direction).

### Emergency Services

### Actor(s)

There will be a mobile STA, either mounted in a vehicle or carried by a pedestrian that may be either the source or recipient of information pertaining to emergency services. The mobile device will link to, and interact with, either one or more other mobile devices or with a fixed STA that will almost always be an AP. The physical relationship (speed of motion, size of the communication zone, number of other STAs within range, etc,) will differ considerably between the various use case subclasses. These differences will be highlighted in the scenario descriptions below. In general, data security is of paramount concern to prevent either denial of service or spoofing, but device identity is of lesser concern.

### Device sets

The fixed STAs, which in this case are always serving as APs, are mounted wherever the service is to be provided, such as along the roadway, sidewalks, parks. Expect most urban traffic lights to be modified to serve as an AP. Coverage would generally be as widespread as practical. It may be that public APs intended for other uses are temporarily taken over for Emergency Services during critical emergencies. The mobile STAs are any combination of handheld devices or vehicular OBUs.

### Goal

There is a need for improved multi-media communications capabilities within all aspects of emergency service operations. In many cases, such communications will be strictly between the emergency service operators (police, fire, ambulance, etc.), but there may also be the need to improve communication between these emergency service operators and the public, either acting as pedestrians or as vehicle operators/riders.

### Scenario(s)

1. Traffic Signal preemption – Currently, many emergency vehicles are capable of causing a red traffic light to turn green via strobe light communication with the traffic signal controller. Using 11ai, this capability can be greatly expanded, not only in terms of the operating range, but also to take into account the navigation plan of the vehicle so that other lights in the area can be controlled to clear traffic in advance of the emergency vehicle’s arrival at the intersection, but to account for planned turns. This avoids the frequently encountered problem wherein cars in front of the emergency vehicle are totally blocking the roadway. This capability can then be expanded to download data to the emergency vehicle to augment any information previously given to them. This can include video of the scene they are going to and updated navigation directions to account for previously unknown problems. This scenario obviously needs considerable security protection to prevent hackers from posing as emergency vehicles in order to control traffic signals in their favor. An extension of this application is the ability for the emergency vehicle to directly communicate with private sector vehicles ahead of it (and those approaching on cross streets) that they are approaching, from which direction they are approaching, and especially important in congested urban areas, if they desire the private vehicle to move to the right or the left depending on the needs for clearing the intended path.

The latency is similar to other vehicular scenarios in that association should occur within one or two car lengths while traveling at high speeds. The rate of entry will be low, with no more than one or a very few such vehicles traveling together. Security must be extremely good not only to prevent denial of service, but also to prevent unauthorized users from controlling the signals.
2. Ambulance interaction with hospital – Most likely coupled with the previously described traffic signal preemption, an ambulance can upload vital patient information to the hospital they are going to (or to any other specialists that need to be consulted) while en-route.
Such data may include video as well as instrument readings. If the AP is available, such data can be uploaded prior to leaving the scene, perhaps as a means of better defining the best course of action.

The latency is similar to other vehicular scenarios in that association should occur within one or two car lengths while traveling at high speeds. This is a situation where a very rapid handover from one AP to the next will be very important. The rate of entry will be low, with no more than one or a very few such vehicles traveling together.

1. On-site emergency services coordination – There are many initiatives to enhance the management of emergency situations, both between the various public sector/first responders and the interaction with the public. For first responder interactions (such as at a major accident, fire, or natural disaster) there are currently communication difficulties between the many parties and jurisdictions that may be involved. One scenario being considered is to establish a temporary IP network on-site to go beyond what can be done with simple voice-based systems. In addition to voice, text, and graphics (e.g. building plans), video from a variety of sources can be shared by all on-site responders and shared with fixed site control centers.

Latency is not as critical as with some of the other scenarios, but still needs to be better than typical 802.11 associations, especially when a new arrival needs to be associated and obtaining data as soon as it arrives. Therefore the typical vehicular association occurring within one or two vehicle lengths of travel should be the requirement. The rate of entry will be from one or two to no more than 10 vehicles arriving within a few seconds of each other.
2. Public Interaction – During an emergency situation, there is a need for improved communication between the emergency services agencies and the public, whether this is to on notice about a situation, to assist in looking for someone (e.g Amber alert) or to conduct an evacuation of an area. The public can be advised about actions that they should take that is specific to their location (don’t send out a city-wide evacuation when only a small specific area is involved) and manage the routing of cars and people to avoid grid-lock for either an evacuation or simply when temporarily rerouting traffic.

This is comparable to general Internet Access for both pedestrian and vehicular users.

### Commercial Vehicle Operations

### Actor(s)

There will be a mobile STA, usually mounted in a vehicle but possibly handheld by a driver of that vehicle. The mobile device will link to, and interact with, a fixed STA that will almost always be an AP. If a handheld device is used, it will generally be interacting with the vehicle OBU. The physical relationship (speed of motion, size of the communication zone, number of other STAs within range, etc,) will differ considerably between the various use case subclasses. These differences will be highlighted in the scenario descriptions below. In general, data security is of paramount concern to prevent denial of service or spoofing, but also to prevent data theft.

### Device sets

The fixed STAs, which in this case are always serving as APs, are mounted wherever the service is to be provided, such as along the roadway, or at freight terminals. Roadside STAs may be in joint use with applications in other Use Cases. Coverage would generally be as widespread as practical.

### Goal

Freight companies are always looking for any advantage they can find to reduce costs (mostly by improving efficiency) and increasing customer satisfaction. With relatively widespread Wi-Fi communications between the fleet headquarters/dispatcher and the trucks, there are new opportunities for achieving both goals. Currently, most trucking fleets use a combination of cellular phone and satellite communications to interact with their trucks. These forms of communications are relatively expensive when compared to Wi-Fi. Publically accessible hot spots are becoming ever more common, but with the deployment of roadside APs for other vehicular applications, there will be a fairly widespread accessibility on highways and city streets.

### Scenario(s)

1. Vehicle safety – There are requirements for operators to not simply keep their vehicles in a safe condition, but to keep records and undergo occasional safety inspection. Using the capabilities of 11ai, the on-board records can be downloaded to a certified inspection station without the vehicle having to stop and physically hand over these records (electronic scrrening). Some of the data that is available via on-board data networks can also be downloaded to the inspection station at this time. Then, if everything is judged to be OK, the inspection station can upload the fact where and when this vehicle was checked. This would expand on the currently implemented weight-in-motion systems, with the weigh-in-motion function being included in the same system.

There are two potential implementations, one with a roadside AP acquiring data as the vehicle passes by, the other where vehicle to be inspected is stopped and data is downloaded while stationary. There is the possibility of vehicle to vehicle communications wherein the inspector interrogates the vehicle to be inspected as they are travelling down the road together (the inspected vehicle would be pulled over if there was questionable visual or data issues). The moving vehicle case should allow association before the vehicle has traveled no more than one vehicle length at highway speeds. The difference between this and other vehicular scenarios is that these vehicles are generally longer and moving at slower speeds than private cars, consider the length to be 10 meters or more and speeds to be no more than 120 kph. Rate of entry should consider this difference in speeds and sizes but would otherwise be comparable to open road vehicular scenarios.

1. Hazardous Goods (HazMat) – This would enable the automated monitoring and tracking of shipments of hazardous goods (also known as Hazardous Materials or HazMat). Such shipments have prior approval, not only of the goods themselves, but the route to be taken, with considerable paperwork for the various aspects of the shipment. With the capabilities of 11ai and the existence of various roadside APs, the shipment can be tracked in real time, including monitoring the status of the goods and any on-board security systems.

Latency and rates of entry are comparable to the previous scenario, including the possibility of both stationary and moving interrogations and tracking.
2. Border Crossing – All of the necessary paperwork, including driver information (which can include biometrics) can be transferred to the boarder inspection station as the vehicle is approaching the station. Thus not only is the inspector ready with all of the necessary information prior to the vehicle arriving, but any missing or questionable data can be identified in advance. Many border crossings have periods of congestion that result in long backups which not only cause a waste in time, but also can cause traffic management problems. With the capabilities of 11ai, the truck can announce itself at a roadside AP hours before reaching the border and can be given an appointment for when to arrive at the same time it is transmitting all of its electronic paperwork.. Thus if there are major delays, the truck can stop at a service or rest area before arriving at the border and wait until the appointed time. Then when the truck actually arrives, there is little waiting time and the inspector can merely verify that the information previously sent is correct and still valid, speeding up the crossing process considerably.

Latency and rates of entry are comparable to the previous scenario, including the possibility of both stationary and moving interrogations and tracking.
3. Vehicle tracking – All fleets attempt to keep track of all of their vehicles at all times. This capability has evolved over time, from the driver making calls from pay phones at truck stops to cellular phones, to today’s use of satellite tracking systems. The relatively frequent updating possible from satellite systems has proven to have great benefit but at a high cost. Widespread Wi-Fi hot spots along roadways and throughout urban areas can be used by trucking fleets to quickly link to their home office to not only indicate where they are located, but at the same time to download any necessary updates to the driver.

Latency and rates of entry are comparable to the previous scenario, including the possibility of both stationary and moving interrogations and tracking.
4. Dynamic Load Allocations and Routing and fleet management – Currently, especially with Less Than Truckload (LTL) fleets, there is a need to provide dynamic rerouting of a truck to pick up a previously unscheduled load. This is currently done via cellular phones and satellite systems, but would be much more efficient using Wi-Fi. In doing so, with the additional bandwidth available, navigation updates can be made towards the new destination which take into account all other stops that will be required during that day (a capability that is beyond conventional navigation systems).

Latency and rates of entry are comparable to the previous scenario, including the possibility of associations both while stationary and while moving.

### Safety

Most of the safety implementations are expected to use 11p and not 11ai. This use case is here in the event we identify any that would be applicable to 11ai. Two examples are left turn assist (right turn in England and Japan) and what is sometimes referred to as “moving stop sign” where low latency is required, but not to the extreme of 11p and where it would also be desirable to have direct addressing to a particular vehicle rather than broadcast to all within or near the intersection.

### Actor(s)

### Device sets

### Goal

### Scenario(s)

### Public Transportation

This includes subway, bus, light rail and heavy rail trains. All of these applications are very close in description to previously described scenarios, especially the electronic payment for fare collection, traveller information for schedules and platform information, and general purpose Internet access for passengers either while waiting for their train/bus or while riding as a passenger. Other applications, such as between buses/trains and a central dispatch center, or in a maintenance facility, can be considered variations of some of the Commercial Vehicle Operations scenarios. For this reason, no new Actors/Device Sets/Goals/Scenarios will described here as even though they may be identifiable as unique applications/scenarios, they should not have any impact on the system requirements.

Two aspects of public transportation that require special note are the issues of how passengers may attempt to access the Internet while under way and of trains entering and leaving stations. While underway, it is expected that there will be an on-board AP that the passengers will use (this is the approach already being taken by many transit systems) and thus there is no issue with respect to passenger devices attempting to associate with roadside APs while underway. The train’s system will be associating with roadside systems but this becomes just another example of the vehicular Internet Access Use Case. The notable exception to this is when the train/bus does not have an on-board AP, but there is one either at the station or is detectable at any point while under way. In this case, all of the devices carried by all of the passengers may be attempting to associate at essentially the same time. Unlike most other Use Case scenarios, the rate of entry is driven by the density of devices on board the train car or bus which can be significantly higher than with walking pedestrians combined with the speeds associated with vehicles.

A special situation is when a train is entering or leaving a station and there may be hundreds of passengers getting on or off and thus attempting to associate with the new AP at essentially the same time. For people getting off of the train, there may be hundreds getting off but they can only exit through the doorways at a rate comparable to people walking through a corridor of the same width as the doorways. The problem that may occur is if they do not perform an association or hand-over as they are getting off, but maintain association with the on-board AP and the train leaves. The reverse is when passengers board a train and the train leaves the station. The result is a potentially very large number of devices attempting to associate or hand-over at essentially the same time due to the sudden loss of the previously associated AP. It is not clear at this time how this can be translated into a quantified and substantiated requirement.

# Requirements (this section is in development)

Requirements fall into three primary categories: Functional; Performance; and Security. Each of these will be defined in their own subsection below. All requirements will be derived from the previously defined Use Cases.

## Functional Requirements

The resulting specifications must allow the establishment of an 802.11 BSS with all of the functionality and capability of a “normally” created BSS. The addition of 11ai shall not alter nor impact the results of a STA joining a BSS.

The resulting specification must have no impact on legacy devices.

## Performance Requirements

Performance requirements are in three categories: 1) the time required to associate (association latency); 2) the number of devices attempting to associate at any one time (the rate of entry into a BSS); and 3) the total number of STAs that may be associated at any one time (this may or may not be important to TGai but will be considered until it is determined to not be a requirements parameter).

The total number of STAs that are already associated (as opposed to those in the process of associating) will be referred to as the BSS population (or simply “population”).

.

### Association Latency

The purpose of TGai is to greatly shorten the time required for a STA to associate with a BSS . The time between the start until the completion of an association is referred to as the association latency. The time requirements also apply to the hand-over from one AP to the next and for the purposes of defining requirements this will be considered the same as association latency. The primary performance requirements to be defined are those relating to completing this process. The previously defined Use Cases will be used to derive this requirement. Parameters that impact association latency, but are not requirements themselves, include the “busyness” or media loading at the time association is taking place. This parameter cannot be precisely known in advance, but is based on both the nature of the applications using the media, the number of STAs currently associated, and the length of time that these STAs have been associated If the nature of the application is a specific transaction, many of these STAs may have already completed their transaction and no longer using the media. If the application is something similar to social networking or web browsing, then their media loading can be expected to be continuous. The maximum number of STAs and the length of time that they are associated is highly dependent on the specifics of the implementation such as the size of the communication zone and the traffic flow of pedestrians/vehicles through this zone.

For pedestrian Use Cases, the majority of scenarios are of the pedestrians walking. Average walking speed (measured in Lower Manhattan) is 1.1 to 1.43 meters per second (3.6 to 4.7 feet per second). Interestingly, headphone listeners walk faster than normal, tourists and people over 65 are the slowest. For determining association latency requirements, we can assume that the mobile pedestrian STA takes 0.6993 seconds to travel a meter. If association is required and any application data is to be transferred before the person has travelled one meter (it is assumed that this is a reasonable requirement), then there is a need for a latency of 0.7 seconds or less. It is assumed that under these scenarios, this translates to an association requirement of less than 0.6 seconds. There was no Use Case scenario that indicated a need for association to occur in less time than it takes to walk one pace, thus this is considered the worst case, and thus bounding, latency requirement for Use Cases involving pedestrian.

For vehicles, the normal speeds are not critical to requirements, it is the maximum expected that are important. With the exception of the unlimited speed limits on sections of the German Autobahn, the normal maximum speed limits around the world are in the range of 100 to 130 kph. There will always be some fraction of vehicles that exceed the limit, so actual speeds will be higher. There is the need to ensure, especially with toll collection, that a vehicle cannot avoid paying the toll by simply driving faster than the system can respond. For this reason, and with some degree of purely subjective opinion, the maximum speed at which these systems must operate is 200 kph. The maximum speed of of 200 kph (55.5 meters per second) must be combined with the minimum communication zone of 10 meters for a total time available from when the mobile device first detects a beacon until multiple data packets have been exchanged. This is approximately 0.180 seconds. It is assumed that under these scenarios, this translates to an association requirement of less than 0.07 seconds *(merely guessing at this point at this value)*. This represents the bounding requirement for latency of all Use Cases involving vehicles.From this, it can be seen that the critical association latency requirement of 0.07 seconds from the vehicular applications is the bounding requirement.

### Rate of Entry

Under some circumstances, the critical performance parameter is the number of STAs attempting to associate with the BSS per second. This will be referred to as the “Rate of Entry”. This parameter is measured per second rather than another time interval such as per minute because one second is the approximate time expected for completing 11ai fast associations.

For both pedestrians and vehicles, the above speeds are in uncongested conditions. For both people and vehicles, when congestion occurs, they slow down. There are formulas that can be used to define what is essentially a bell shaped curve of average speed versus traffic density, but that is felt to be going into too much detail for the needs of 11ai. For worst case scenarios with the pedestrians, we could assume that there is no slowing down with congestion and that all of the people are able to continue walking at their normal pace of 1.1 to 1.43 meters per second. For vehicles, there is a more dramatic effect and we can assume that the speeds will drop from the maximum of 200 kph to a range of 30 to 60 kph depending on the level of congestion.

For pedestrians, a standing density of 2 people per square meter can be assumed, with a worst case scenario of each person carrying 2 mobile devices. At this density, with a walking rate of 1.1 meters/second it becomes a matter of determining the size of the sidewalk/corridor in which the people are walking. A possible worst case scenario is a large subway entrance/exit or a large sports stadium. For our purposes, we will assume a corridor that is 10 meters wide (of course wider corridors are possible, but we need to make some simplifying assumptions). A 1 meter long section of this corridor would then contain 200 people, which if walking at 1.1 meters/second is 22 people per second, and with 2 devices each, is 44 associations per second. This number is of course highly sensitive to the size/shape of the communication zone. One can scale this accordingly for different scenarios, but this seems to be a reasonable set of assumptions.

For vehicular applications, the first case to consider is on an open road with relatively high density of vehicles operating at high speeds. On a large limited access motorway, as many as six lanes of traffic could be within an AP’s range. Considering the average vehicle length (not including trucks) to be 5 meters, and they are maintaining a spacing of 5 car lengths while travelling at 100 kph. The vehicle speed is 27.78 meters/sec and they are entering the zone at one vehicle every 30 meters travelled for an entry rate of one car every 0.926 seconds per lane. Considering each car containing 2 devices and coverage of 6 lanes, this is 12.47 associations per second.

For the same roadway that is heavily congested, the spacing between vehicles is reduced (will assume no spacing for worst case analysis), and the speed may be only 25 kph (6.95 meters/sec). The entry rate is then about 16 associations per second. For the nature of this analysis combined with the assumptions made, we can consider the rate of associations for vehicles to be the same in either high or low speed conditions. The number of lanes involved has a greater impact than the vehicle speed.

From these, the pedestrian entry rate of 33 associations per second exceeds the vehicular rate of 12 to 16 and is thus the bounding requirement.

## Security Requirements

This section of the document lists the system requirements. Some of these requirements are definitely at the system level, not within the PHY/MAC scope of 802.11. In such cases, the TGai specification must allow and not prevent such requirements from being satisfied.

Req. # VII Security Service Functional Requirements

SEC-01 The system shall allow an authorized System User to access System services and stored information.

SEC-02 The System shall prevent an unauthorized System User from accessing System services and stored information.

SEC-03 The System shall implement means to minimize the impact of transmission of messages from a false or otherwise unauthorized Network User, Administrative User, Roadside Infrastructure User, or Mobile User.

SEC-04 The System shall provide means to authenticate messages.

SEC-05 The System shall not provide any information that is identified with a specific Private Mobile User to any public or private entity, unless that Private Mobile User has explicitly agreed to share such information.

SEC-06 The System shall provide means for a specific Network or Administrative User to obtain information stored by the System about that Network or Administrative User.

SEC-07 The System shall monitor, detect, report, log, and respond to security incidents.

SEC-08 The System shall implement means to terminate access to the System for any System User, Infrastructure Service Provider Management System, or External Data Source.

SEC-09 The System shall implement means to reinstate access to any System User, Infrastructure Service Provider Management System, or External Data Source that has had its access terminated.

SEC-10 The System shall provide a means to authenticate messages originating from a Private Mobile User without disclosing the identity of the Private Mobile User.

SEC-11 The System shall verify the authenticity and integrity of software and hardware installed in the System.

SEC-12 The System shall be protected against physical intrusion.

SEC-13 The System shall provide access control for physically protected elements of the VII System.

SEC-14 The System shall implement management, operational, and technical security measures to protect assets and information within the System boundary.

SEC-15 The System shall provide a means for encrypting and decrypting data.

SEC-16 The System shall monitor, detect, mitigate, and report software vulnerabilities.

SEC-17 The System shall monitor, detect, mitigate, and report malicious software.

SEC-18 The System shall provide mechanisms for creating, updating, and revoking security credentials.