January 2011

doc.: IEEE 802.11-11/0043r1

IEEE P802.11
Wireless LANs

	MLME MFQ Primitives Update

	Date:  2011-01-17

	Author(s):

	Name
	Affiliation
	Address
	Phone
	email

	Stephen McCann
	Research in Motion
	200 Bath Road, Slough, Berkshire, SL1 3XE, UK
	+44 1753 667099
	smccann@rim.com



Modify the following sub-clauses:
6.3.ae1  MFQ Policy

The following MLME primitives support the signaling of MFQ Policy.

6.3.ae1.1 MLME-MFQPOLICYQUERY.request

6.3.ae1.1.1 Function

This primitive supports the signalling of MFQ Policy Queries between peer SMEs. An SME queries the MFQ Policy within a peer SME.

6.3.ae1.1.2 Semantics of the service primitive

The primitive parameters are as follows:


MLME-MFQPOLICYQUERY.request (






Peer MAC Address,






Dialog Token, 






 [SM: typo, not removed from D1.01]





)

	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MAC Address
	Any valid individual MAC Address
	The address of the peer MAC entity to which the MFQ Policy Query request is sent.

	Dialog Token
	Integer
	1-255
	The dialog token to identify the MFQ Policy Query transaction.


6.3.ae1.1.3 When generated

This primitive is generated by the SME when a STA wishes to query the MFQ Policy within another STA..

6.3.ae1.1.4 Effect of receipt

On receipt of this primitive, the MLME constructs a MFQ Policy Query Request frame containing the set of MFQ Policy parameters. This frame is then scheduled for transmission.

6.3.ae1.2 MLME-MFQPOLICYQUERY.confirm

6.3.ae1.2.1 Function

This primitive reports the result of a MFQ Policy Query.

6.3.ae1.2.2 Semantics of the service primitive

The primitive parameters are as follows:


MLME-MFQPOLICYQUERY.confirm (






Dialog Token,






Result Code,






Peer MAC Address,






MFQ Policy parameters






)

	Name
	Type
	Valid Range
	Description

	Dialog Token
	Integer
	1-255
	The dialog token to identify the MFQ Policy Query transaction.

	Result Code
	Enumeration
	SUCCESS,

INVALID_PARAMETERS,

TIMEOUT,

TRANSMISSION_FAILURE,

UNSPECIFIED_FAILURE
	Reports the outcome of an MFQ Policy Query.

	Peer MAC Address
	MAC Address
	Any valid individual MAC Address
	The address of the peer MAC entity to which the MFQ Policy Query request is sent.

	MFQ Policy parameters
	MFQ Policy element 
	As defined in 8.4.2.ae1 (MFQ Policy element)
	These parameters indicate the MFQ Policy parameters received from the peer in MFQ Policy Query Response frame.


6.3.ae1.2.3 When generated

This primitive is generated by the MLME when the request to MFQ Policy Query transmission completes.

6.3.ae1.2.4 Effect of receipt

On receipt of this primitive, the SME evaluates the result code.

6.3.ae1.5 MLME-MFQPOLICYCONFIG.request

6.3.ae1.5.1 Function

This primitive supports the signaling of MFQ Policy Configuration between peer SMEs. An SME configures the MFQ Policy within a peer SME.

6.3.ae1.5.2 Semantics of the service primitive

The primitive parameters are as follows:


MLME-MFQPOLICYCONFIG.request (






Peer MAC Address,






Dialog Token, 






MFQ Policy parameters






)

	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MAC Address
	Any valid individual MAC Address
	The address of the peer MAC entity to which the MFQ Policy Config request is sent.

	Dialog Token
	Integer
	1-255
	The dialog token to identify the MFQ Policy Config transaction.

	MFQ Policy parameters
	MFQ Policy element 
	As defined in 8.4.2.ae1 (MFQ Policy element)
	These parameters indicate the MFQ Policy the peer is requested to use.


6.3.ae1.5.3 When generated

This primitive is generated by the SME when a STA wishes to request a change of the MFQ Policy within another STA..

6.3.ae1.5.4 Effect of receipt

On receipt of this primitive, the MLME constructs a MFQ Policy Config Request frame containing the set of MFQ Policy parameters. This frame is then scheduled for transmission.
6.3.ae1.6 MLME-MFQPOLICYCONFIG.confirm

6.3.ae1.6.1 Function

This primitive reports the result of a MFQ Policy Config transaction.

6.3.ae1.6.2 Semantics of the service primitive

The primitive parameters are as follows:


MLME-MFQPOLICYCONFIG.confirm (






Dialog Token,






Result Code,






Peer MAC Address











)

	Name
	Type
	Valid Range
	Description

	Dialog Token
	Integer
	1-255
	The dialog token to identify the MFQ Policy Config transaction.

	Result Code
	Enumeration
	SUCCESS,
REJECT,
INVALID_PARAMETERS,

TIMEOUT,

TRANSMISSION_FAILURE,

UNSPECIFIED_FAILURE
	Reports the outcome of the MFQ Policy Config transaction.

	Peer MAC Address
	MAC Address
	Any valid individual MAC Address
	The address of the peer MAC entity from which the MFQ Policy Config Response was received.


[SM: Deletion of MFQ Policy Parameters from this table is not shown, as a marked change]
6.3.ae1.6.3 When generated

This primitive is generated by the MLME when the MFQ Policy Config transaction completes.

6.3.ae1.6.4 Effect of receipt

On receipt of this primitive, the SME evaluates the result code.

6.3.ae1.7 MLME-MFQPOLICYCONFIG.indication

6.3.ae1.7.1 Function

This primitive indicates that a MFQ Policy Config Request frame has been received from a peer entity.

6.3.ae1.7.2 Semantics of the service primitive

The primitive parameters are as follows:


MLME-MFQPOLICYCONFIG.indication (






Peer MAC Address,






Dialog Token, 






MFQ Policy parameters






)

	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MAC Address
	Any valid individual MAC Address
	The address of the peer MAC from which the MFQ Policy Config request was received

	Dialog Token
	Integer
	1-255
	The dialog token to identify the MFQ Policy Config transaction.

	MFQ Policy parameters
	MFQ Policy element 
	As defined in 8.4.2.ae1 (MFQ Policy element)
	These parameters indicate the MFQ Policy the receiving STA is requested to use. 


6.3.ae1.7.3 When generated

This primitive is generated by the MLME when a valid MFQ Policy Config Request frame is received from a peer entity.

6.3.ae1.7.4 Effect of receipt

On receipt of this primitive, the MFQ Policy Config Request frame elements are provided to the SME to be processed.
6.3.ae1.8 MLME-MFQPOLICYCONFIG.response

6.3.ae1.8.1 Function

This primitive requests the transmission of MFQ Policy Config Response frame to a peer entity, in response to a received MFQ Policy Config Request frame.

6.3.ae1.8.2 Semantics of the service primitive

The primitive parameters are as follows:


MLME-MFQPOLICYCONFIG.response (






Peer MAC Address,






Dialog Token,

Result Code






)

	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MAC Address
	Any valid individual MAC Address
	The address of the peer MAC entity to which the MFQ Policy Config request is sent.

	Dialog Token
	Integer
	1-255
	The dialog token to identify the MFQ Policy Config transaction.

	Result Code
	Enumeration
	SUCCESS,
REJECT,
UNSPECIFIED_FAILURE
	Reports the outcome of a MFQ Policy Config transaction.


6.3.ae1.8.3 When generated

This primitive is generated by the SME to request that a MFQ Policy Config Response frame be sent to a

peer entity to convey the result of an MFQ Policy transaction.
6.3.ae1.8.4 Effect of receipt

On receipt of this primitive, the MLME constructs a MFQ Policy Config Response frame containing the

set of MFQ Policy elements specified. This frame is then scheduled for transmission.









	
	
	
	

	
	
	
	

	
	
	
	
















	
	
	
	

	
	
	
	

	
	
	




	

	
	
	
	









Abstract


This document contains proposed text for an MLME MFQ primitives update based on TGae draft 1.01.





It addresses comments 13, 148, 160, 162, 163, 230, 233, 234, 235, 269, 272, 273, 274, 275, 277, 305, 321, 345, 348, 350, 351 and 446.xxx
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