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Summary of the intention of this document
1. Clarify the link metric request/report functions and relative MLME-SAP interface
Suggested changes to the draft spec

Apply the following changes.
Corresponding changes to D7.03 are indicated in the following text with “Track Changes” on, to clarify the direction to the editor. Please update the part indicated by the “Track Changes” only.
· Management frame body components

· Information elements

· Mesh Link Metric Report element

The Mesh Link Metric Report element is transmitted by a mesh STA to a neighbor peer mesh STA to indicate the quality of the link between the transmitting mesh STA and the neighbor peer mesh STA.

The contents of the element are shown in Figure s7-95o134 (Mesh Link Metric Report element).

	Element ID
	Length
	Flags
	Link Metric

	Octets: 1
	1
	1
	variable

	· Mesh Link Metric Report element


The Element ID is set to the value given in Table 7-26 (Element IDs) for this element. 

The Length field indicates the number of octets in the Information field (fields following the Element ID and Length fields).

The format of the Flags field is shown in Figure xxx (Flags field format). 

	B0
	B1
B7

	Request
	Reserved

	Bits: 1
	7

	Figure 11s-00—Flags field format


The Flags field is set as follows: 

· Bit 0: Request subfield (0 = not a request, 1 = link metric report request). A Request subfield equal to 1 indicates that the recipient of Mesh Link Metric Report element is requested to send a link metric report to the transmitter of the Mesh Link Metric Report element. 
· Bit 1–7: Reserved.  

The Link Metric field indicates the value of the link metric associated with the mesh link between the peer mesh STA transmitting the Mesh Link Metric Report andthe neighbor mesh STA receiving the Mesh Link Metric Report. 
The length and the data type
 of the Link Metric field are determined by the active path selection metric identifier (see 7.3.2.96.3 (Active Path Selection Metric Identifier)).The length and the data type for the Airtime Link Metric are given in Table 11C-4 in. 11C.8 (Airtime Link Metric).


· Mesh Action frame details

· Mesh Action fields

Several Action frame formats are defined for mesh BSS operation. A Mesh Action field, in the octet field immediately after the Category field, differentiates the formats. The Mesh Action field values associated with each frame format are defined in Table s7-57v30 (Mesh Action field values).

	· Mesh Action field values 

	Mesh Action field value
	Description

	
	

	0
	Mesh Link Metric Report

	1–63
	Reserved

	64
	HWMP Mesh Path Selection

	65–127
	Reserved

	128
	Gate Announcement

	129–191
	Reserved

	192
	Congestion Control Notification

	193
	MCCA Setup Request

	194
	MCCA Setup Reply

	195
	MCCAOP Advertisement Request

	196
	MCCAOP Advertisements

	197
	MCCA Teardown

	198
	TBTT Adjustment Request

	199
	TBTT Adjustment Response

	200–255
	Reserved


· 

	· 

	
	
	

	· 
	
	

	· 
	
	

	· 
	
	





· Mesh Link Metric Report frame format

The Mesh Link Metric Report frame is transmitted by a mesh STA to a neighbor peer mesh STA to report metric information on the link between the two mesh STAs. It is also transmitted by a mesh STA to a neighbor peer mesh STA to request metric information on the link between the two mesh STAs from the recipient. This frame is transmitted using an individually addressed frame. The format of the Mesh Link Metric Report frame Action field is shown in Table s7-57v32 (Mesh Link Metric Report frame Action field format).
	· Mesh Link Metric Report frame Action field format 

	Order
	Information
	Notes

	· 
	Category
	

	· 
	Mesh Action
	

	· 
	Mesh Link Metric Report element
	


The Category field is set to the value in Table 7-24 (Category values) for category Mesh Action.

The Mesh Action field is set to the value in Table s7-57v30 (Mesh Action field values) representing Mesh Link Metric Report.

The Mesh Link Metric Report field is set as described in 7.3.2.98 (Mesh Link Metric Report element).
· Layer management

· MLME SAP interface

· Mesh link metric
· Introduction

This set of primitives supports the measurement of link metric and the signaling of link metric reporting.

· MLME-MeshLinkMetricRead.request

· Function

This primitive requests to read a measured link metric value between the local MAC entity and a specific peer MAC entity.
· Semantics of the service primitive

The primitive parameters are as follows:

MLME-MeshLinkMetricRead.request(





peerMAC, 





) 

	Name
	Type
	Valid range
	Description

	peerMAC
	MAC Address
	Any valid individual MAC address
	Specifies the address of the peer MAC entity for which the link metric value is measured


· When generated

This primitive is generated by the SME to read the measured link metric value for the specified peer MAC entity.
· Effect of receipt

On receipt of this primitive, the MLME reports the measured link metric value. The MLME subsequently issues an MLME- MeshLinkMetricMeasure.confirm that reflects the results of this request.

· MLME-MeshLinkMetricRead.confirm

· Function

This primitive reports the results of a link metric read request.

· Semantics of the service primitive

The primitive parameters are as follows:

MLME- MeshLinkMetricRead.confirm(





ResultCode, 





ForwardLinkMetricValue, 




ReverseLinkMetricValue




) 
	Name
	Type
	Valid range
	Description

	ResultCode
	Enumeration
	SUCCESS, INVALID_FWLINK_METRIC, INVALID_RVLINK_METRIC,  INVALID_PARAMETERS, or NOT_SUPPORTED
	Indicates the result of the link metric measurement request.

SUCCESS indicates that both forward and reverse link metrics are available. INVALID_FWLINK_METRIC indicates that only reverse link metric has a valid value. INVALID_RVLINK_METRIC indicates that only forward link metric has a valid value. INVALID_RVLINK_METRIC,  
Either INVALID_PARAMETERS or NOT_SUPPORTED indicates that the request was not processed properly.

	ForwardLinkMetricValue
	Link Meteric
	As defined in 7.3.2.98 (Mesh Link Metric Report element)
	A metric value reported from the specified peer MAC entity previously.

	ReverseLinkMetricValue
	Link Metric
	As defined in 7.3.2.98 (Mesh Link Metric Report element)
	A metric value computed for the corresponding link.


· When generated

This primitive is generated by the MLME as a result of an MLME-MeshLinkMetricRead.request primitive to request a measured link metric value.

· Effect of receipt

The SME is notified of the results of the link metric read request.
· MLME-MeshLinkMetricReport.request

· Function

This primitive requests to submit a link metric report  to the specified peer mesh STA.

· Semantics of the service primitive

The primitive parameters are as follows:

MLME-MeshLinkMetricReport.request(





peerMAC, 





ReverseLinkMetricRequestFlag, 





MeshLinkMetricReport,





VendorSpecificInfo





) 

	Name
	Type
	Valid range
	Description

	peerMAC
	MAC Address
	Any valid individual MAC address
	Specifies the address of the peer MAC entity to which the Mesh Link Metric Report is sent.

	ReverseLinkMetricRequestFlag
	Enumeration
	REPORT_ONLY, or REPORT_AND_REQUEST
	Indicates whether the mesh STA requests a link metric report from the  peer MAC entity.

	MeshLinkMetricReport
	Mesh Link Metric Report element
	As defined in 7.3.2.98 (Mesh Link Metric Report element)
	A metric value computed for the corresponding link.

	VendorSpecificInfo
	A set of 
elements
	As defined in 7.3.2.26
	Zero or more elements.


· When generated

This primitive is generated by the SME to request that a Mesh Link Metric Report frame to be sent to a peer entity to report a link metric value and to request a Mesh Link Metric Report from the peerMAC entity if ReverseLinkMetricRequestFlag is equal to REPORT_AND_REQUEST.

· Effect of receipt

On receipt of this primitive, the MLME constructs a Mesh Link Metric Report frame.The Request subfield in the Flags field of the Mesh Link Metric Report element is set depending on the parameter given by the ReverseLinkMetricRequestFlag. If ReverseLinkMetricRequestFlag is equal to REPORT_ONLY, the Request subfield is set to 0. If ReverseLinkMetricRequestFlag is equal to REPORT_AND_REQUEST, the Request subfield is set to 1. This frame is then scheduled for transmission. The MLME subsequently issues an MLME-MeshLinkMetricReport.confirm that reflects the results of this request.

· MLME-MeshLinkMetricReport.confirm

· Function

This primitive reports the results of a link metric report request.

· Semantics of the service primitive

The primitive parameters are as follows:

MLME- MeshLinkMetricReport.confirm(





ResultCode,




peerMAC 








) 

	Name
	Type
	Valid range
	Description

	ResultCode
	Enumeration
	SUCCESS,

INVALID_PARAMETERS
, TRANSMISSION_FAILURE,or

UNSPECIFIED_FAILURE
	Reports the outcome of a request to submit a link metric report.

	peerMAC
	MAC Address
	Any valid individual MAC address
	The address of the peer MAC entity to which the Mesh Link Metric Report is sent.

	
	
	
	

	VendorSpecificInfo
	A set of 
elements
	As defined in 7.3.2.26
	Zero or more elements.


· When generated

This primitive is generated by the MLME as a result of an MLME-MeshLinkMetricReport.request primitive to indicate the result of that request.

· Effect of receipt

The SME is notified of the results of the MLME_MeshLinkMetricReport.request.

· MLME-MeshLinkMetricReport.indication

· Function

This primitive indicates that a Mesh Link Metric Report frame has been received from a peer entity. This Mesh Link Metric Request Report can be in response to an earlier MLME-MeshLinkMetricReport.request primitive with ReverseLinkMetricRequestFlag equal to REPORT_AND_REQUEST.
· Semantics of the service primitive

The primitive parameters are as follows:

MLME- MeshLinkMetric.indication(





peerMAC,





ReverseLinkMetricRequestFlag, 





MeshLinkMetricReport,





VendorSpecificInfo





) 

	Name
	Type
	Valid range
	Description

	peerMAC
	MAC Address
	Any valid individual MAC address
	Specifies the address of the peer MAC entity from which the Mesh Link Metric Report frame was received.

	ReverseLinkMetricRequestFlag
	Enumeration
	REPORT_ONLY, or REPORT_AND_REQUEST
	Indicates if the peer MAC entity requests a link metric report.

	MeshLinkMetricReport
	Mesh Link Metric Report element
	As defined in 7.3.2.98 (Mesh Link Metric Report element)
	A metric value reported from the specified peer MAC entity.

	VendorSpecificInfo
	A set of 
elements
	As defined in 7.3.2.26
	Zero or more elements.


· When generated

This primitive is generated by the MLME as a result of the receipt of a Mesh Link Metric Report frame from a specific peer MAC entity.

· Effect of receipt

The SME is notified of the receipt of the link metric report from the specified peer MAC entity. When ReverseLinkMetricRequestFlag is equal to REPORT_AND_REQUEST, the peer MAC entity requests a Mesh Link Metric Report from this mesh STA.

· 
· 

· 
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· Mesh path selection and metric framework

· General

The term “mesh path selection” is used to describe selection of multi-hop paths between mesh STAs at the link layer. Mesh path selection creates forwarding information that is utilized for MSDU/MMPDU forwarding as described in 9.22 (Mesh forwarding framework).

· Extensible path selection framework

This standard allows for alternative and flexible implementations of path selection protocols and metrics.

A mesh STA may include multiple protocol implementations (that is, the default protocol, vendor-specific protocols, etc.) as well as multiple metric implementations, but only one path selection protocol and only one path selection metric shall be used by a mesh STA at a time.

As described in 11C.2.3 (Mesh profile) and 11C.2.7 (Candidate peer mesh STA), mesh STAs use the Mesh Configuration element (7.3.2.96 (Mesh Configuration element)) to announce the active path selection protocol and active path selection metric of the MBSS. This allows a neighbor mesh STA to identify if it should become a member of the MBSS and how it should establish mesh peerings with its members. This standard does not force an existing MBSS that is using a protocol other than the default protocol to switch to the default protocol when a new mesh STA requests mesh peering establishment. While it is possible, in principle, to implement such behavior, an algorithm to coordinate such reconfiguration is beyond the scope of this standard.

(CID230)Path selection protocol and path selection metric are identified by a unique identifier as defined in 7.3.2.96.2 (Active Path Selection Protocol Identifier) and 7.3.2.96.3 (Active Path Selection Metric Identifier), respectively. Also, each path selection protocol and each path selection metric specifies the following:

· Data type of metric values

· Length of the metric field

· Operator for aggregation of link metrics to a path metric; the symbol [image: image1.wmf]Å

 is used to identify an arbitrary operator for aggregation

· Comparison operator for determining a better or worse path; how this is performed depends on the actual comparison operator

· Initial value of the path metric (path selection metric only)

The standard defines a default mandatory path selection protocol (HWMP, 11C.9 (Hybrid Wireless Mesh Protocol (HWMP))) and a default mandatory path selection metric (Airtime Link Metric, 11C.8 (Airtime Link Metric)). Both shall be implemented on all mesh STAs to ensure interoperability.

· Link metric reporting

A mesh STA may submit a link metric report to or request a link metric report from its neighbor peer mesh STA by transmitting a Mesh Link Metric Report frame. A mesh STA receiving a Mesh Link Metric Report element with the Request subfield of the Flags field equal to 1 shall reply with a Mesh Link Metric Report frame containing the link metric value for the corresponding link. 


Upon reception of a Mesh Link Metric Report frame, the mesh STA may update its local link metric information using the link metric information received.



· Airtime Link Metric

This subclause defines a default link metric that may be used by a path selection protocol to identify an efficient radio-aware path. The extensibility framework allows this metric to be overridden by any path selection metric as specified in the mesh profile.

Airtime reflects the amount of channel resources consumed by transmitting the frame over a particular link. This measure is approximate and designed for ease of implementation and interoperability. 

The airtime for each link is calculated as:
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Where O and Bt are constants listed in Table s11C-3 (Airtime cost constants), and the input parameters r and ef are the data rate in Mb/s and the frame error rate for the test frame size Bt respectively. The rate r represents the data rate at which the mesh STA would transmit a frame of standard size Bt based on current conditions and its estimation is dependent on local implementation of rate adaptation. The frame error rate ef is the probability that when a frame of standard size Bt is transmitted at the current transmission bit rate r, the frame is corrupted due to transmission error; its estimation is a local implementation choice. Frame failures due to exceeding Mesh TTL should not be included in this estimate as they are not correlated with link performance.

The Airtime Link Metric shall be encoded as an unsigned integer in units of 0.01 TU.

	· Airtime cost constants

	Parameter
	Recommended value 
	Description

	O
	Varies depending on PHY
	Channel access overhead, which includes frame headers, training sequences, access protocol frames, etc.

	Bt
	8192
	Number of bits in test frame


Table s11C-4 (Parameters of the Airtime Link Metric for extensible path selection framework) gives the parameters of the Airtime Link Metric for the extensible path selection framework.

	· Parameters of the Airtime Link Metric for extensible path selection framework

	Path Selection Metric ID
	See Table s7-43bs (Path selection metric identifier values) in 7.3.2.96.3 (Active Path Selection Metric Identifier)

	Data type
	Unsigned integer, 0 metric value< 4 294 967 296

	Length of metric field
	4 octets

	Operator for metric aggregation
	addition (+)

	Comparison operator
	less than, equal to, greater than as used with integers

· metric a is better than metric b iff a < b

· metric a is equal to metric b iff a = b

· metric a is worse than metric b iff a > b

	Initial value of path metric
	0


An example of the Airtime Link Metric is shown in Annex Y.5 (Airtime Link Metric usage example).

· Mesh protocol capabilities

· General mesh support

	Item
	Protocol capability
	Reference
	Status
	Support

	*MP1
	Support of mesh capability
	5.2.13 (Mesh BSS: IEEE 802.11 wireless mesh network)
	PC39:M
	Yes No N/A  

	MP1.1
	Announcement of mesh profile and supplemental information for the mesh discovery
	11C.2.3 (Mesh profile), 11C.2.5 (Supplemental information for the mesh discovery)
	MP1:M
	Yes No N/A 

	MP1.2
	Candidate peer mesh STA determination
	11C.2.7 (Candidate peer mesh STA)
	MP1:M
	Yes No N/A 

	MP1.3
	Becoming a member of a mesh BSS
	11C.2.8 (Establishing or becoming a member of a mesh BSS)
	MP1:M
	Yes No N/A 

	*MP1.4
	Mesh Peering Management
	11C.4 (Mesh Peering Management)
	MP1:M
	Yes No N/A 

	MP1.4.1
	Processing of Mesh Peering Open frame
	11C.4.3.2 (Mesh Peering Open frames)
	MP1.4:M
	Yes No N/A 

	MP1.4.2
	Processing of Mesh Peering Confirm frame
	11C.4.3.3 (Mesh Peering Confirm frames)
	MP1.4:M
	Yes No N/A 

	MP1.4.3
	Processing of Mesh Peering Close frame
	11C.4.3.4 (Mesh Peering Close frames)
	MP1.4:M
	Yes No N/A 

	MP1.4.4
	MPM finite state machine
	11C.4.4 (Mesh Peering Management finite state machine (MPM FSM))
	MP1.4:M
	Yes No N/A 

	*MP1.5
	Authenticated Mesh Peering Exchange
	11C.5 (Authenticated Mesh Peering Exchange)
	MP1:O
	Yes No N/A 

	MP1.5.1
	Protected Mesh Peering Management frame processing
	11C.5.3 (Construction and processing AES-SIV-protected Mesh Peering Management frames)
	MP1.5:M
	Yes No N/A 

	MP1.5.2
	AMPE finite state machine
	11C.5.6 (Authenticated Mesh Peering Exchange finite state machine)
	MP1.5:M
	Yes No N/A 

	MP1.5.3
	MGTK distribution
	11C.5.4 (MGTK distribution)
	MP1.5:M
	Yes No N/A 

	*MP2
	Mesh Control field
	7.1.3.6.3 (Mesh Control field)
	MP1:M
	Yes No N/A 

	MP2.1
	Address Extension
recognition
	7.1.3.6.3 (Mesh Control field)
	MP2:M
	Yes No N/A 

	MP2.2
	Decrement of Mesh frame TTL
	7.1.3.6.3 (Mesh Control field)
	MP2:M
	Yes No N/A 

	MP3
	Mesh STA beaconing
	11C.12.3 (Beaconing)
	MP1:M
	Yes No N/A  

	*MP4
	Mesh STA synchronization
	11C.12.2 (Extensible synchronization framework)
	MP1:M
	Yes No N/A  

	MP4.1
	Neighbor Offset Protocol
	 11C.12.2.2 (Neighbor Offset Protocol)
	MP4:M
	Yes No N/A  

	*MP4.2
	Mesh Beacon Collision Avoidance 
	11C.12.4 (Mesh Beacon Collision Avoidance (MBCA))
	MP4:O
	Yes No N/A  

	MP4.2.1
	Beacon timing advertisement
	11C.12.4.2 (Beacon timing advertisement)
	MP4.2:M
	Yes No N/A  

	MP4.2.2
	TBTT selection
	11C.12.4.3 (TBTT selection)
	MP4.2:M
	Yes No N/A  

	MP4.2.3
	TBTT adjustment
	11C.12.4.4 (TBTT adjustment)
	MP4.2:M
	Yes No N/A  

	MP4.2.4
	Frame transmission across reported TBTT
	11C.12.4.5 (Frame transmission across reported TBTT)
	MP4.2:O
	Yes No N/A  

	MP4.2.5
	Delayed beacon transmission
	11C.12.4.6 (Delayed beacon transmission)
	MP4.2:O
	Yes No N/A  

	*MP5
	MCCA
	9.9a.3 (MCF coordinated channel access (MCCA))
	MP1:O
	Yes No N/A 

	MP5.1
	MCCAOP Advertisement
	9.9a.3.8 (MCCAOP advertisements)
	MP5:M
	Yes No N/A 

	MP5.2
	Neighbor MCCAOP Recognition
	9.9a.3.4 (Neighborhood MCCAOP times at a mesh STA) - 9.9a.3.6 (MCCA Access Fraction (MAF))
	MP5:M
	Yes No N/A  

	MP5.3
	MCCAOP Setup
	9.9a.3.7 (MCCAOP setup procedure)
	MP5:M
	Yes No N/A  

	MP5.4
	Access during MCCAOPs
	9.9a.3.11 (Access during MCCAOPs)
	MP5:M
	Yes No N/A 

	*MP6
	Intra Mesh Congestion Control
	11C.11 (Intra-mesh congestion control)
	MP1:O
	Yes No N/A  

	MP6.1
	Local congestion monitoring and detection
	11C.11 (Intra-mesh congestion control)
	MP6:M
	Yes No N/A  

	MP6.2
	Congestion Control signaling
	11C.11 (Intra-mesh congestion control)
	MP6:M
	Yes No N/A  

	MP6.3
	Local rate control
	11C.11 (Intra-mesh congestion control)
	MP6:M
	Yes No N/A  

	MP7
	MBSS channel selection
	11.9.7 (Selecting and advertising a new channel), 11.9a.3 (Selecting and advertising a new channel and/or operating class)
	MP1:M
	Yes No N/A 

	*MP8
	Mesh power save operation (operation in light or deep sleep mode)
	11C.13 (Power save in a mesh BSS)
	MP1:O
	Yes No N/A 

	MP8.1
	Mesh power modes
	11C.13.2 (Link-specific mesh power modes), 

11C.13.9 (Operation in link-specific mesh power mode)
	MP8:M
	Yes No N/A 

	MP8.2
	STA power state transitions
	11C.13.4 (Mesh power mode indications and transitions)
	MP8:M
	Yes No N/A 

	MP8.3
	Mesh Awake Window and frame transmission
	11C.13.7 (Mesh Awake Window)
	MP8:M
	Yes No N/A 

	*MP9
	Mesh power save support
	11C.13 (Power save in a mesh BSS)
	MP1:M
	Yes No N/A 

	MP9.1
	TIM transmission
	11C.13.5 (TIM transmissions in an MBSS)
	MP9:M
	Yes No N/A 

	MP9.2
	Link-specific mesh power modes
	11C.13.2 (Link-specific mesh power modes)
	MP9:M
	Yes No N/A 

	MP9.3
	Non-peer power modes
	11C.13.3 (Non-peer mesh power modes)
	MP9:M
	Yes No N/A 

	MP9.4
	Frame transmission to mesh STA in light sleep mode
	11C.13.8 (Power save support),

11C.13.10 (Mesh peer service periods)
	MP9:M
	Yes No N/A 

	MP9.5
	Frame transmission to mesh STA in deep sleep mode
	11C.13.8 (Power save support),

11C.13.10 (Mesh peer service periods)
	MP9:M
	Yes No N/A 

	MP10
	Airtime Link Metric computation
	11C.8 (Airtime Link Metric)
	MP1:M
	Yes No N/A 

	MP11
	Link metric reporting
	11C.7.3 (Link metric reporting)
	MP1:M
	Yes No N/A  

	
	
	
	
	

	
	
	
	
	

	MP12
	Proxy operation
	11C.10.4 (Proxy protocol)
	MP1:O
	Yes No N/A  

	MP13
	Gate announcement
	11C.10.2 (Gate announcement protocol)
	MP1:O
	Yes No N/A  

	*MP14
	MSDU/MMPDU forwarding
	9.22 (Mesh forwarding framework)
	MP1:O
	Yes No N/A  

	MP14.1
	Individually addressed MSDU forwarding
	9.22.2.2 (Addressing of individually addressed Mesh Data frames and data forwarding)
	MP14:M
	Yes No N/A  

	MP14.2
	Group addressed MSDU forwarding
	9.22.2.3 (Addressing of group addressed Mesh Data frames and data forwarding)
	MP14:M
	Yes No N/A  

	MP14.3
	MMPDU forwarding
	9.22.2.4 (Addressing of Management frames and MMPDU forwarding)
	MP14:M
	Yes No N/A  
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Abstract


This document provides suggested text changes in accordance with the resolutions to CID 82 and CID 237 from the initial sponsor ballot.



































�Corresponds to the name in table 11C-4


�This is given in Table 11C-4 in clause 11C8.


�This proposed concept of adding the metric information to the request and still having the reply does not solve the problems with the MLME interfaces and the unsolicited metric report. It only adds stuff.


�Is this the case where you want to read the link metric value which is stored at your own mesh STA?


�Remove the XXX.response
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