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The editing instructions are shown in bold italic. Four editing instructions are used: change, delete, insert, and replace. Change is used to make corrections in existing text or tables. The editing instruction specifies the location of the change and describes what is being changed by using strikethrough (to remove old material) and underscore (to add new material). Delete removes existing material. Insert adds new material without disturbing the existing material. Insertions may require renumbering. If so, renumbering instructions are given in the editing instruction. Replace is used to make changes in figures or equations by removing the existing figure or equation and replacing it with a new one. Editorial notes will not be carried over into future editions because the changes will be incorporated into the base standard.

This amendment’s baseline is Draft P802.11ae_D0.01.doc and the numbering is updated to reflect changes in Draft P802.11REVmb_5.0
3. Definitions

3.2 Definitions specific to IEEE 802.11

Insert the following new definitions:

Management Frame QoS (MFQ) policy: A policy defining the (QoS) priority of the management frames. Stations (STAs) exchanging this policy transmit their management frames at the priority defined by the policy.

MFQ STA: A STA that transmits management frame based on MFQ policy configured on it.
8.4.2.29 Extended Capabilities element

Insert two new items in table 8-88, and update the reserved values as appropriate:

 (11k)

	Table 8-88—Capabilities field

	Bit
	Information
	Notes

	
	
	

	<ANA>
	MFQImplemented
	When dot11MFQImplemented is true, the MFQImplemented bit is set to 1 to indicate that the STA is capable of transmitting management frames in ACs other than AC_VO.

When dot11MFQImplemented is false, the MFQImplemented bit is set to 0 to indicate that the STA is not capable of transmitting management frames in ACs other than AC_VO.

When dot11MFQImplemented is not present, the MFQImplemented bit is set to 0.

	<ANA> (11n)
	MFQ Reconfiguration 
	This bit in the Extended Capabilities information element is set to 1 if the MFQ STA supports request to reconfigure Management Frame QoS Policy operation from other MFQ STAs described in 10.ae1.2.3 (Management frame QoS policy reconfiguration request and response). Otherwise, it is set to 0.


Insert the following new subclauses at the end of clause8.4.2:

8.4.2.ae1 Management Frame QoS Policy element

8.4.2.ae1.1 Priority Definition field 
(11n)

9. MAC sublayer functional description

9.2 MAC architecture

9.2.4 Hybrid coordination function (HCF)

9.2.4.2 HCF contention-based channel access (EDCA)


Change the second-to-last paragraph of clause  9.2.4.2 as shown:

If dot11MFQImplemented is false or undefined for a STA, the STA shall send management frames Management frames shall be sent using the access category AC_VO without being restricted by admission control procedures. A QoS STA, for which  dot11MFQImplemented  is false or undefined, shall also send management frames using the access category AC_VO before associating with any BSS or before establishing mesh peerings with MBSS, even if there is no QoS facility available in that BSS. If dot11MFQImplemented is true for a STA, the STA shall send management frames as described in10.ae1.2 (Managmement frame QoS policy configuration procedures). PS-Poll control frames shall be sent using the access category AC_BE to reduce the likelihood of collision following a Beacon frame. When the first frame in a frame exchange sequence is an RTS or CTS, the RTS or CTS frame shall inherit the UP of the data frame(s) or the AC of the management frame(s) that are included in the frame exchange sequence.
10. MLME

Insert the following new subclauses at the end of clause 10:

10.ae1 Management Frame QoS


10.ae1.1 Management Frame QoS implementation dependencies

Implementation of MFQ is mandatory for a MFQ STA. A MFQ STA shall set dot11MFQImplemented and dot11QosOptionImplemented true. It shall support MFQ policy and transmit management frames according to the priorities indicated in the MFQ policy configured using configuration procedures described in 10.ae1.2 (Managmement frame QoS policy configuration procedures). 
When dot11MFQImplemented is true, the MFQImplemented bit in the Extended Capabilities information element shall be set to 1 and the information element shall be included in Beacon frames, Association Request and Response frames, Reassociation Request and Response frames, and Probe Request and Response frames. When the MFQImplemented bit is set to false in the Extended Capabilities information element received from destination STA or if the Extented Capabilities information element is not received from the destination STA, the transmitting STA shall send unicast management frames at priority of AC_VO to the destination STA and shall not send any unicast MFQ Policy Query Request frame to destination STA. 
If the MFQ STA has not received any Management Frame QoS Policy information element (MFQ Policy element) from the destination MFQ STA, then the MFQ STA shall transmit all unicast management frames to a destination MFQ STA at default MFQ policy priorities defined in Table 10-ae2. Otherwise, the MFQ STA shall transmit unicast management frames as defined in the MFQ policy element received from the destination MFQ STA. A MFQ STA in the pre-associated state shall transmit all multicast MFQ frames at default MFQ policy priorities defined in Table 10-ae2. A MFQ STA associated to a BSS or is a member of IBSS shall follow MFQ policy of the BSS or IBSS for transmitting multicast management frames as described in 10.ae1.2 (Management frame QoS policy configuration procedures). The specific priority definition of different management frames within a MFQ policy is beyond the scope of this document.

TGae editor: Please add the following suclause 
10.ae1.1.1  Default management frame QoS policy

The default MFQ policy is as defined in Table 10-ae2. It defines priority of each management frame based on management subtype value, or category value. The priority of management frames not included in this table is undefined. 
	Table 10-ae2— Default MFQ policy

	Description
	Management Frame Subtype value from Table 7-1
	Category Value from Table 7-24
	Action Value 
	MFQ Priority

	(Re)Association Request/Response
	0000-0011
	N/A
	N/A
	AC_VO

	Probe Request (unicast RA)
	0100
	N/A
	N/A
	AC_VO

	Probe Request (broadcast RA)
	0100
	N/A
	N/A
	AC_BE

	Probe Response
	0101
	N/A
	N/A
	AC_VO

	Beacon, ATIM, Disassociation, Authentication, Deauthentication
	1000-1100
	N/A
	N/A
	AC_VO

	Spectrum management
	1101
	0
	0-3
	AC_BE

	Spectrum management - channel switch announcement
	1101
	0
	4
	AC_VO

	QoS
	1101
	1
	0-3
	AC_VI

	DLS
	1101
	2
	0-2
	AC_BE

	Block Ack
	1101
	3
	0-2
	AC_VO

	Public
	1101
	4
	0-3,5-6,8-9
	AC_BE

	Public - extended channel switch announcement
	1101
	4
	4
	AC_VO

	Public - measurement pilot
	1101
	4
	7
	AC_VO

	Radio measurement
	1101
	5
	0-5
	AC_BE

	Fast BSS Transition
	1101
	6
	0-4
	AC_VO

	HT
	1101
	7
	0-3
	AC_VO

	HT 
	1101, 1110
	7
	4-7
	AC_VO

	SA Query
	1101
	8
	0-1
	AC_VO

	Protected Dual of Public Action
	1101
	9
	1-2,5-6,8-9
	AC_BE

	Public - extended channel switch announcement
	1101
	9
	4
	AC_VO

	WNM
	1101
	10
	0-24
	AC_VI

	Unprotected WNM
	1101
	11
	0-1
	AC_BE

	TDLS
	1101
	12
	0-9
	AC_BE

	Mesh Action
	1101
	13
	0-1, 64, 128, 192-199
	AC_BE

	Multihop Action
	1101
	14
	0-1
	AC_BE

	Self Protected
	1101
	15
	0-5
	AC_BE

	?
	1101
	16
	
	?

	Reserved (used by WFA)
	1101
	17
	All
	N/A

	Reserved
	1101
	18-125
	All
	N/A

	Vendor-specific Protected
	1101
	126
	N/A
	AC_BE

	Vendor-specific
	1101
	127
	N/A
	AC_BE

	Error
	1101
	128-255
	N/A
	AC_BE


10.ae1.2 Management frame QoS policy configuration procedures 

Management frame QoS policies are exchanged and implemented between two MFQ STAs. 
10.ae1.2.1 Management frame QoS policy configuration in ESS 

There are two types of MFQ policy: a complete MFQ policy and a partial MFQ policy. The complete MFQ policy includes all management frames that shall be transmitted at priorities other than  default MFQ policy priorities defined in Table 10-ae2. A MFQ AP shall transmit complete MFQ policy in MFQ Policy element included in its Association Response, Reassociation Response and Probe Response. The partial MFQ policy is defined for State 1 and State 2 management frames that shall be transmitted at priorities other than default MFQ policy priorities defined in Table 10-ae2.. A MFQ AP shall transmit partial MFQ policy in MFQ Policy element included in its Beacon.
TGae editor: The following text is modified from 11-10-0972-00-00ae-draft-0-01-proposed-text-changes.doc
Non-AP MFQ STAs acquire management frame QoS policy configuration information from MFQ Policy information element received in Beacon, Association Response, Reassociation Response and Probe Response frames. The interpretation of the MFQ Policy IE is described in 10.ae1.3 (Interpreting management frame QoS priorities).

All MFQ STAs transmitting management frames to a MFQ AP shall transmit those frames to the AP in accordance to the management frame QoS policy defined in the most recently received MFQ Policy element  from the AP. If no frame containing a MFQ Policy element has been received from the AP prior to the transmission of the management frame(s), then the management frame(s) shall be sent using the  default MFQ policy priorities defined in Table 10-ae2.

MFQ STA associated to a non-MFQ AP shall transmit all management frames destined within the ESS at AC_VO priority. A MFQ AP shall transmit all unicast management frames to a non-MFQ STA, associated to it, at AC_VO priority. 


· 
· 
All multicast management frames transmitted by a non-AP MFQ STA across multiple ESS shall be transmitted at  default MFQ policy priorities defined in Table 10-ae2.
10.ae1.2.2 Management frame QoS policy configuration in IBSS 

The MFQ Policy Query Request and MFQ Policy Query Response are used by MFQ STAs in IBSS to configure management frame QoS policy. The requesting MFQ STA may request the management frame QoS policy from a responding MFQ STA using MFQ Policy Query Request. The responding STA shall including the complete management frame QoS policy in the MFQ Policy Query Response frame sent to the requesting STA. After the MFQ Policy Query Response is received by the requesting STA, the requesting STA shall transmit all unicast management frames destined to the responding STA using the received management frame QoS policy. 

The MFQ Policy Query Request and MFQ Policy Query Response shall not be used in an ESS. 

10.ae1.2.3 Management frame QoS policy reconfiguration request and response 

TGae editor: The following text is from 11-10-0972-00-00ae-draft-0-01-proposed-text-changes.doc
The MFQ Policy Config Request and MFQ Policy Config Response frames are used to negotiate management frame QoS policy between two MFQ STAs within an IBSS. If a MFQ STA has received an Extended Capabilities element with MFQ Reconfiguration bit set to 1 from the responding MFQ STA, the MFQ STA may request a change in the management frame QoS policy used to transmit management frames to the responding MFQ STA by transmitting a MFQ Policy Config Request frame.The MFQ STA that receives the MFQ Policy Config Request frame shall respond with a MFQ Policy Config Response frame  indicating through the status code field, either acceptance or rejection of the proposed changes in the policy.
If an accept status is received in the response within dot11MFQPolicyChangeTimeout seconds, then both STAs shall transmit management frames to each other in accordance with the changes to the MFQ policy that were indicated in the MFQ Policy Config Request frame. 
If a reject status is received, then the configuration change request is rejected and both STAs continue to transmit frames according to the previously configured MFQ policy. The requesting STA shall not retry the same configuration change request within dot11MFQPolicyChangeTimeout seconds.
If no response is successfully exchanged within dot11MFQPolicyChangeTimeout seconds, then both STAs shall continue to transmit frames according to the previously configured MFQ policy. 
A MFQ AP may send a MFQ policy configuration request to an associated MFQ STA. The associated MFQ STA shall always accept the MFQ policy configuration change request. The associated MFQ STA may send MFQ policy configuration request to the MFQ AP in its BSS. The AP may accept or reject this request. If the AP rejects the request, the associated MFQ STA shall not request the same policy reconfiguration from the AP till it remains associated to the AP.  
If a MFQ STA has received an Extended Capabilities element with MFQ Reconfiguration bit set to 0 or has not received an Extended Capabilities element from the destination MFQ STA, the MFQ STA shall not transmit a MFQ Policy Config Request frame to the destination MFQ STA. A MFQ STA shall have MFQ Reconfiguration bit set to 1 in its (re)association request.
10.ae1.2.4 Management frame QoS policy configuration delete 

The MFQ Policy Config Delete is used to delete management frame QoS policy configuration changes between two MFQ STAs. A requesting STA requests reverting all the MFQ policy configuration changes previously requested by the requesting STA using the MFQ policy configuration mechanism as defined in 10.ae1.2.3 (Management frame QoS policy reconfiguration request and response). After MFQ Policy Config Delete frame is successfully transmitted, both the requesting and responding STAs shall use the last complete MFQ policy sent by the responding STA to transmit management frames to each other. 

10.ae1.3 Interpreting management frame QoS priorities

TGae editor: The following text is from 11-10-0972-00-00ae-draft-0-01-proposed-text-changes.doc
The Management Frame QoS Policy information element (MFQ Policy element), as defined in 8.4.2.ae1 (Management Frame QoS Policy element), indicates the transmit priorities of different management frames. A MFQ Policy element with length field of value 1 and Priority Definition Count field of value 0 means that the priority of all management frames is as defined in default MFQ policy in Table 10-ae2. Management frames not specified in a MFQ Policy element are sent at default MFQ policy priority defined in Table 10-ae2.

The MFQ Policy element contains zero or more Priority Definition Fields. When included, each Priority Definition Field indicates the priority of a group of management frames, as described in 8.4.2.ae1.1  (Priority Definition field). Using the description from Table 10-ae1, priorities for all management frames belonging to either a given subtype or a given action category can be indicated in a single Priority Definition Field.By setting multiple bits in the Action Value Bitmap, the priority of multiple action frames of a given action category can be indicated. For example, setting Bit 0 and Bit 1 indicates Event Request/Response frames when the Management Frame Subtype subfield refers to Action management frames and the Category Value subfield refers to the WNM Category. The Action Value Bitmap subfield is zero padded to complete any incomplete octet. As the length subfield is 4 bits long, a maximum of 104 action values in any given action category can be supported using Priority Definition Field of type 0. The Priority Definition Field may be used to indicate the priority of a single management frame subtype. 

Within the MFQ element, the Priority Definition Fields are an ordered list in which duplicate priorities defined in a given Priority Definition field supersede the priorities defined in all previous Priority Definition fields. If a management frame is indicated in multiple Priority Definition fields, the management frame shall be sent at the priority defined in the last Priority Definition field containing the priority definition of the corresponding management frame. For example, if a Priority Definition field sets the entire WNM category to AC_BE priority and a later Priority Definition field sets Event Request/Report of WNM category to AC_BK, then all action frames of WNM category are sent at AC_BE priority with the exception of Event Request/Report which are sent at AC_BK priority.
	Table 10-ae1—MFQ policy description for valid combination of optional fields in Priority Definition Field

	Management Frame Subtype subfield
	Category Value subfield
	Action Value Bitmap subfield
	Description

	Included
	Not included
	Not included
	Policy to be applied to all management frames of the corresponding subtype

	Included
	Included
	Not included
	Policy to be applied to all action frames of corresponding category value belonging to the management subtype frames

	Included
	Included
	Included
	Policy to be applied to only Action frames indicated via the action value bitmap for corresponding category value and management subtype frames


Abstract


Submission for default management frame priority created after discussing 11-10-0870-01-00ae-Default MFQ policy.ppt in TGae July 2010 session.
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