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Introduction

Interpretation of a Motion to Adopt

A motion to approve this submission means that the editing instructions and any changed or added material are auctioned in the TGaf Draft.  This introduction is not part of the adopted material.

Editing instructions formatted like this are intended to be copied into the TGaf Draft (i.e. they are instructions to the 802.11 editor on how to merge the text with the baseline documents).

TGaf Editor: Editing instructions preceded by “TGaf Editor” are instructions to the TGaf editor to modify existing material in the TGaf draft.  As a result of adopting the changes, the TGaf editor will execute the instructions rather than copy them to the TGaf Draft.

Submission Note: Notes to the reader of this submission are not part of the motion to adopt.  These notes are there to clarify or provide context.

Discussion:
Current DSE Deenablement public action frame defined in REVmb draft D3.0 has a function to deenable a dependent STA’s operation, which was previously enabled by an enabling STA.  However, this deenablement is done in all-or-nothing manner, meaning a dependent STA who receives the deenablement message has to stop its operation on all the WLAN channels on which the operations was granted.

In TVWS, an enabling STA, according to the channel availability at a given location, may provide the enablement grant for a dependent STA to operate on multiple WLAN channels.  However, since the channel availability may change in a dynamic manner, there has to be a method for the enablement STA to deenable the dependent STA’s operation on a specific channel, to which the enabling STA previously provided the enablement grant.

Hence, the current DSE Deenablement public action frame defined in REVmb draft D3.0, which is defined to deenable a dependent STA’s operation in all-or-nothing manner cannot optimally accommodate the dynamic changes of the channel availability in the TVWS.

To overcome this, a DSE Extended Deenablement public action frame is specified to allow an enabling STA to deenable the dependent STA’s operation on specific channels.
Proposed Resolution:
Accept editorial instructions proposed in this document.
7. Frame Formats
7.4.7 Public Action frame details
7.4.7.1 Public Action frames
TGaf Editor: Insert the following row (ignoring the header row) in Table 7-57e Public Action field values in the correct position to preserve ordering by the “Action field value” column.

Table 7-57e – Public Action field values
	Action field value
	Description

	<ANA>
	DSE extended deenablement


TGaf Editor: Insert the following text at the end of 7.4.7, before clause 10, as shown:
Insert the following subclause at the end of 7.4.7.4, before 7.4.7.5, as shown:

7.4.7.4af1 DSE Extended Deenablement frame format
The DSE Extended Deenablement frame is an Action frame.  It is transmitted by a STA as part of deenablement.  The format of the DSE Extended Deenablement frame Action field is shown in Figure 7-101h2af1 (DSE Extended Deenablement frame Action field format).

	
	
	
	
	
	
	
	These two fields are repeated, as specified the Length field.

	
	Category
	Public Action
	Requester STA Address
	Responder STA Address
	Reason Result Code
	Length
	Operating Class
	Channel Number

	Octets:
	1
	1
	6
	6
	1
	1
	1
	1


Figure 7-101h2af1 – DSE Extended Deenablement frame Action field format
The Category field is set to the value for public action defined in Table 7-24 (Category values).

The Public Action field is set to indicate a DSE Extended Deenablement frame, as defined in Table 7-57e (Public Action field values).

The RequesterSTAAddress field is the MAC address of the requesting STA that initiates the deenablement process.  The length of the RequesterSTAAddress field is 6 octetc.

The ResponderSTAAddress field is the MAC address of the responding STA that becomes deenabled.  The length of the ResponderSTAAddress field is 6 octets.

The Reason Result Code field is used to indicate the reason that a DSE Extended Deenablement frame was generated.  The length of the Reason Result Code field is 1 octet.  The reason result codes that have been allocated are shown in Table 7-57f2af1 (Reason Result Code field values).

Table 7-57f2af1 – Reason Result Code field values
	Reason Result Code field value
	Description

	0
	Reserved

	1
	Reserved

	2
	Deenablement requested

	3
	Channel Specific Deenablement requested

	4 – 255
	Reserved


The Length field indicates the length of the remaining fields in octets, and the value is variable.  The minimum value of the length field is 1. This field is present only if the value of the reason result code is set to 3 (Channel Specific Deenablement requested).

The Operating Class field is set to the number of the operating class of the channel that the deenablement is requested.  This field is present only if the value of the reason result code is set to 3 (Channel Specific Deenablement requested).
The Channel Number is set to the channel number of the channel that the deenablement is requetsted. This field is present only if the value of the reason result code is set to 3 (Channel Specific Deenablement requested).

7.4.9a Protected Dual of Public Action frames

7.4.9a.1 Protected Dual of Public Action details

Insert the following row (ignoring the header row) in Table 7-57m Public Action field values defined for Protected Dual of Public Action field values in the correct position to preserve ordering by the “Public Action field value” column.

Table 7-57m – Protected Dual of Public Action field values
	Public Action field value
	Description

	<ANA>
	Protected DSE Extended Deenablement


Insert the following clause at the end of 7.4.9a.7, before 7.4.9a.8, as shown:

7.4.9a.7af1 Protected DSE Extended Deenablement frame format

The Protected DSE Extended Deenablement frame format is the same as the DSE Extended Deenablement frame format (see 7.4.7.4af1 (DSE Extended Deenablement frame format)).  It is used instead of the DSE Extended Deenablement Action frame when Management Frame Protection is negotiated.

TGaf Editor: Before Clause 10, insert the following text, as shown:

9. MAC sublayer functional description

9.8 Operation across regulatory domains

9.8.3 Operation with operating classes

Change the text of the third dashed item, as shown:

· When dot11OperatingClassesRequired and either dot11ExtendedChannelSwitchActivated or dot11ChannePowerSwitchActivated are true and a STA is capable of operating as specified in more than one operating class, the STA shall include the Supported Operating Class element in Association frames and Reassociation frames.

9.8.4 Operation with coverage classes

Change the last sentence of the first paragraph, as shown:

When dot11OperatingClassesRequired and either dot11ExtendedChannelSwitchActivated or dot11ChannelPowerSwitchActivated are true and Country elements have been received in Beacon frames or Probe Response frames, associated STAs and dependent STAs shall use MAC timing that corresponds to the new value of aAirPropagationTime (see 9.2.10 (DCF timing relations)).

Change the second paragraph, as shown:

Using the Country element, an AP can change coverage class and maximum transmit power level to enhance operation.  When dot11OperatingClassesRequired and either dot11ExtendedChannelSwitchActivated or dot11ChannelPowerSwitchActivated are true and the maximum transmit power level is different from the transmit power limit indicated by the operating class, the associated STA or dependent STA shall operate at a transmit power at or below that indicated by the lesser of the two limits.

10. Layer Management

10.3 MLME SAP Interface

TGaf Editor: Insert a new subclause at the end of clause 10.3 as follows:

10.3.af1 Extended Deenablement
10.3.af1.1 MLME-EXTENDEDDEENABLEMENT.request

10.3.af1.1.1 Function

This primitive requests that the enablement relationship with a specified peer MAC entity be fully or partially invalidated.
10.3.af1.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-EXTENDEDDENABLEMENT.request (






             RequesterSTAAddress,






ResponderSTAAddress,







ReasonCode,







Length,







OperatingClass,







ChannelNumber







Protected







VendorSpecificInfo







)
	Name
	Type
	Valid Range
	Description

	RequesterSTAAddress
	MAC Address
	Any valid individual MAC address
	Specifies the address of the peer MAC entity that requests the deenablement process.

	ResponderSTAAddress
	MAC Address
	Any valid individual MAC address
	Specifies the address of the MAC entity that becomes deenabled in the process.

	ReasonCode
	Reason Result Code field
	As defined in 7.4.7.4af1 (DSE Extended Deenablement frame forma)
	Specifies the reason code for initiating the deenablement process.

	Length
	Integer
	0-255
	The length in octets of the remaining fields.

	OperatingClass
	Integer
	0-255
	Specifies the Operating Class value of the channel for which the deenablement process applies.

	ChannelNumber
	Integer
	0-255
	Specifies the Channel Number value of the channel for which the deenablement process applies.

	Protected
	Boolean
	true, false
	Specifies whether the request is sent using a Robust Management frame.
If true, the request is sent using the Protected DSE Extended Deenablement frame.

If false, the request is sent using the DSE Extended Deenablement frame.

	VendorSpecificInfo
	A set of elements
	As defined in 7.3.2.26 (Vendor Specific element)
	Zero or more elements.


10.3.af1.1.3 When generated
This primitive is generated by the SME for a STA to invalidate enablement with a specified peer MAC entity in order to prevent the exchange of (Protected dual of) Public Action frames between the two STAs.  During the deenablement procedure, the SME can generate additional MLME-EXTENDEDDEENABLEMENT.request primitives.
10.3.35.1.4 Effect of receipt

This primitive initiates a deenablement procedure.  The MLME subsequently issues a MLME-DEENABLEMENT.confirm primitive that reflects the results.
10.3.af1.2 MLME-EXTENDEDDEENABLEMENT.confirm

Note: Clause 10.3.38.2 (MLME-DEENABLEMENT.confirm) of the REVmb draft D3.0 is left blank due to the ongoing discussion in TGmb.  Whatever decision is made in TGmb, similar action should be applied in this subclause also.
10.3.af1.3 MLME-EXTENDEDDEENABLEMENT.indication

10.3.af1.3.1  Function

This primitive reports the full or partial invalidation of an enablement relationship with a specified peer MAC entity.
10.3.af1.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-EXTENDEDDENABLEMENT.request (






             RequesterSTAAddress,







ResponderSTAAddress,







ReasonCode,







Length,







OperatingClass,







ChannelNumber







Protected







VendorSpecificInfo







)
	Name
	Type
	Valid Range
	Description

	RequesterSTAAddress
	MAC Address
	Any valid individual MAC address
	Specifies the address of the peer MAC entity with which the enablement relationship was invalidated.

	ResponderSTAAddress
	MAC Address
	Any valid individual MAC address
	Specifies the address of the MAC entity with which the enablement relationship was invalidated.

	ReasonCode
	Reason Result Code field
	As defined in 7.4.7.4af1 (DSE Extended Deenablement frame forma)
	Specifies the reason the deenablement procedure was intiated.

	Length
	Integer
	0-255
	The length in octets of the remaining fields.

	OperatingClass
	Integer
	0-255
	Specifies the Operating Class value of the channel for which the deenablement process applies.

	ChannelNumber
	Integer
	0-255
	Specifies the Channel Number value of the channel for which the deenablement process applies.

	Protected
	Boolean
	true, false
	Specifies whether the request was received using a Robust Management frame.

If true, the request was received using the Protected DSE Extended Deenablement frame.

If false, the request was received using the DSE Extended Deenablement frame.

	VendorSpecificInfo
	A set of elements
	As defined in 7.3.2.26 (Vendor Specific element)
	Zero or more elements.


10.3.af1.3.3 When generated

This primitive is generated by the MLME as a result of the full or partial invalidation of an enablement relationship with a specific peer MAC entity.
10.3.af1.3.4 Effect of receipt

The SME is notified of the full or partial invalidation of the specific enablement relationship.
TGaf Editor: Before Clause 17, insert following text, as shown:
11. MLME
11.11 DSE procedures
11.11.2 Enablement and deenablement
11.11.2.1 General
Change the second last sentence of the second paragraph, as shown:
The specific items in each of the messages described in the following subclauses are defined in 7.4.7.3 (DSE Enablement frame format), and 7.4.7.4 (DSE Deenablement frame format) and 7.4.7.4af1 (DSE Extended Deenablement frame format).

11.11.2.4 Deenablement requester STA
Insert the following text at the end of 11.11.2.4, before 11.11.2.5, as shown:

Upon receipt of an MLME-EXTENDEDDEENABLEMENT.request primitive, the deenablement requester STA shall create and transmit a DSE Extended Deenablement frame to the deenablement responder STA.  Specific information items in the deenablement message are as follows:

a) Enabling STA identity assertion (in RequesterSTAAddress)

b) STA identity assertion (in ResponderSTAAddress)

c) Reason result code = 2 or 3

d) When Reason result code = 3, Operating Class of the channel on which the enablement relationship to be invalidated.

e) When Reason result code = 3, Channel Number of the channel on which the enablement relationship to be invalidated.

11.11.2.5 Deenablement responder STA
Insert the following text at the end of 11.11.2.4, before 11.11.3, as shown:

Upon receipt of a DSE Extended Deenablement frame, the deenablement responder STA shall deenable with the deenablement requester STA by issuing an MLME-EXTENDEDDEENABLEMENT.indication primitive to inform the SME of the deenablement.  The enablement state variable for the deenablement requester STA shall be set to Uneabled.

11.11.3 Registered STA operation
Change the fourth sentence of the last paragraph, as shown:

A registered STA that is not an enabling STA may operate as an AP in an infrastructure BSS and relay Public Action frames (specifically, DSE Enablement, DSE Deenablement, DSE Extended Deenablement, DSE Measurement Request, DSE Measurement Report, DSE Power Constraint) from a dependent to its enabling STA.

11.11.5 Dependent STA operation with DSE

Insert the following dashed item and text, between the sixth and the seventh dashed items in the third paragraph, as shown:

· A dependent STA receiving a DSE extended deenablement Action frame with the RequesterSTAAddress field matching the enabling STA with which it last attempted enablement and the ResponderSTAAddress field matching its own IEEE MAC address shall change its enablement state with the enabling STA to unenabled and set all fields of its DSE Registered Location element body (see 7.3.2.52) to 0, if the reason result code value of the received DSE extended deenablement is 2 or if the reason result code value of the received DSE extended deenablement frame is 3 with the Operating Class field and Channel Number field matching the Operating Class and the Channel Number of the dependent STA’s operating channel.
Annex J (normative) Country elements and operating classes

J.2 Band specific operating requirements

J.2.4 TVWS band in the United States (54 MHz to 688 MHz)

TGaf Editor: Insert the following text at before the text provided by 447r1:
To initiate a deenablement procedure for a dependent STA’s operation on a TVWS channel, an enabling STA shall send out a DSE Extended Deenablement frame, instead of DSE Deenablement frame.

Abstract


Submission for candidate P802.11af draft text.  In TVWS, an enabling STA can provide enablement grants to dependent STAs to operate on multiple TVWS channels.  However, due to the change in the primary signal’s existence, some channels that were granted for operation may turn into unavailable channels, while other channels that were granted at the same time remain available.


Thus, a mechanism should be provided in 802.11 to partially deenable the dependent STA’s operation on specific TVWS channels.  Current DSE Deenablement public action frame lacks of such functionality.





A DSE Extended Deenablement public action frame is specified to allow an enabling STA to deenable its dependent STAs on specific channels to accommodate the necessity described above.
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