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Modify 3.s19 as indicated
· password: A shared, secret, and potentially low-entropy, word, phrase, code, or key used as a credential for authentication purposes. The method of distribution of a password to the units in the system is outside the scope of this standard.
Modify 7.3.2.96.7 as indicated
· Mesh Peering Protocol Identifier

The Mesh Peering Protocol Identifier field indicates the type of mesh peering protocol that is currently used to establish mesh peerings. Error! Reference source not found. provides the mesh peering protocol identifier values defined by this standard.

· Pre-RSNA security methods

Open System Authentication and Open System Deauthentication shall not be used between mesh STAs.

Modify 8.4.1.1.1 as indicated
· PMKSA

PTKSA. PMKSAs are cached for up to their lifetimes. The PMKSA consists of the following elements:

· PMKID, as defined in 8.5.1.2. The PMKID identifies the security association.

· Authenticator’s or peer’s MAC address.

· PMK.

· Lifetime, as defined in 8.5.1.2.

· AKMP.

All authorization parameters specified by the AS or local configuration. This can include parameters such as the STA’s authorized SSID.

Modify section 8.5.1.5.3 as indicated
· PMK-R0

· If the AKM negotiated is 00:0F-AC:3 then XXKey shall be the second 256 bits of the MSK (which is derived from the IEEE 802.1X authentication), i.e. XXKey = L(MSK, 256, 256). If the AKM negotiated is 00-0F-AC:4, then XXKey shall be the PSK. If the AKM negotiated is 00-0F-AC:Error! Reference source not found., then XXKey shall be the MPMK generated as the result of SAE authentication. 

Modify the titles of the following sections from 11C.5 as indicated
· Security capabilities selection

· Instance Pairwise Cipher Suite selection

· Group Cipher Suite selection

· Construction and processing of AES-SIV-protected Mesh Peering Management frames

· MGTK distribution

· Processing Mesh Peering Confirm action frames

· Processing Mesh Peering Close action frames

· Additional events and actions to Mesh Peering Management FSM
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