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2
Normative references

Change the text as shown below:

7
Frame formats
7.3
Management frame body components

7.3.2
Information elements

7.3.2.91
Advertisement Protocol element

Change the text as shown below:
	Table 7-43bl—Advertisement Protocol ID definitions



	Name
	Value

	Access Network Query Protocol
	0

	MIH Information Service
	1

	MIH Command and Event Services Capability Discovery
	2

	Emergency Alert System (EAS) 
	3

	
	

	Reserved
	4-220

	Vendor Specific
	221

	Reserved
	222-255


—
The Access Network Query Protocol (ANQP) supports information retrieval from an Advertisement Server. ANQP is a protocol used by a requesting STA to query another STA (i.e., the receiving STA can respond to queries with or without proxying the query to a server in an external network). See 11.23.3.2 for information on ANQP procedures

—
MIH Information Service is a service defined in IEEE 802.21 (see IEEE P802.21-2008) to support information retrieval from an information repository. 

—
MIH Command and Event Services capability discovery is a mechanism defined in IEEE 802.21 (see IEEE P802.21-2008) to support discovering capabilities of command service and event service entities in a STA or an external network. 

—
The Emergency Alert System (EAS) service allows a network to disseminate emergency alert notifications from an external network to non-AP STAs. EAS uses the message format is defined in OASIS EDXL. 

—
Advertisement Protocol ID 221 is reserved for Vendor Specific Advertisement Protocols. When the Advertisement Protocol ID is equal to 221, the format of the Advertisement Protocol ID subfield follows the format of the vendor specific information element in 7.3.2.26.

11 MLME
11.23 WLAN Interworking with External Networks Procedures
11.23.4
Interworking Procedures: IEEE 802.21 MIH Support

Change the text as shown below:
The IEEE 802.21 MIH (Media Independent Handover) standard supports handovers across heterogeneous networks. STAs with dot11InterworkingServiceEnabled set to TRUE and having the dot11GasAdvertisementId MIB object set to MIH Information Service (see Table 7-43bl) shall support the transmission and reception of MIIS queries for STAs in all states. STAs with dot11InterworkingServiceEnabled set to TRUE and having a dot11GasAdvertisementId MIB object set to MIH Command and Event Services Capability Discovery (see Table 7-43bl) shall provide support for MICS/MIES capability discovery for non-AP STAs in all states.

Additionally, support for MIIS query and MICS/MIES capability discovery to non-AP STA's in the associated state is provided by the STA forwarding IP datagrams destined for the MIH point of service to the MIIS server.

A non-AP STA discovers support for these services by receiving Beacon or Probe Response frames with an Advertisement Protocol element having Advertisement Protocol ID(s) for MIH Information Service and/or MIES/MICS capability discovery.
A non-AP STA forms an IEEE 802.21-IS query by creating its query request according to the procedures defined in IEEE 802.21-2008 and formatting that request into an MIH protocol frame as defined in IEEE 802.21-2008 clause 8.4.  The non-AP STA, using the procedures in 11.23.3.1, posts the query to an IEEE 802.21-IS server by transmitting the MIH formatted frame in the Query request field of a GAS Initial Request frame.  The Advertisement Protocol ID field in the GAS Initial Request frame is set to the value of MIH Information Service (Table 7-43bl).
A non-AP STA retrieves the IEEE 802.21-IS query response according to the procedures in 11.23.3.1.  The query response is an MIH protocol frame as defined in IEEE 802.21-2008 clause 8.4.
Non-AP STAs in the un-authenticated or un-associated or associated states can use GAS procedures to discover MIH Command and Event Services Capability as specified in Table 7-43bl.
A non-AP STA forms an IEEE 802.21 MIH Command and Event Service discovery request by encapsulating an MIH_Capability_Discover request (see IEEE 802.21-2008) into an MIH protocol frame as defined in IEEE 802.21-2008 clause 8.4.  The non-AP STA, using the procedures in 11.23.3.1, posts the discovery request to the network by transmitting the MIH formatted frame in the Query request field of a GAS Initial Request frame.  The Advertisement Protocol ID field in the GAS Initial Request frame is set to the value of MIH Command and Event Services Capability Discovery (Table 7-43bl).  The method by which the AP relays the discovery request to the network is defined in IEEE 802.21-2008 and is out-of-scope of this specification.
A non-AP STA retrieves the IEEE 802.21 MIH Command and Event Service discovery response according to the procedures in 11.23.3.1.  The discovery response is an MIH protocol frame as defined in IEEE 802.21-2008 clause 8.4.
11.23.7
Interworking Procedures: Emergency Alert System (EAS) support

Change the text as shown below:
After receiving an Alert Identifier Hash value for an EAS Message which has not already been retrieved from the network, a non-AP STA having dot11EASEnabled set to TRUE can retrieve the EAS message from the AP by using the following methods:

· Using the procedures defined in 11.23.3.1, transmit the Alert Identifier Hash of the desired message in the Query request field of a GAS Initial Request frame. The Advertisement Protocol ID field in the GAS Initial Request frame is set to the value for EAS (see Table 7-43bl).  

The Query response is a message formatted in accordance with OASIS EDXL (see 2).
· Retrieve the EAS message using a URI formed by concatenating the Emergency Alert Server URI with the hexadecimal numerals of the Alert Identifier Hash converted to UTF-8 encoded characters and the “.xml” file extension. For example, if the Emergency Alert Server URI is http://eas.server.org and the Alert Identifier Hash is “0x1234567890abcdef”, then the URI would be http://eas.server.org/1234567890abcdef.xml (the mechanism by which the URI is retrieved is out of scope of this standard). The XML file is formatted in accordance with OASIS EDXL (see 2). The non-AP STA retrieves the Emergency Alert Server URI (see 7.3.4.14 using an ANQP query according to the procedures in 11.23.3.2.  This method is recommended for non-AP STAs in the associated state.
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