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Minutes

Minutes were taken by Stephen Rayment and reviewed by Guido Hiertz.

The Acting Chair convened the call at 11:03 EST.

The telecon announcement included the following informational pointers:

IEEE Patent Policy http://standards.ieee.org/board/pat/pat-slideset.ppt
Patent FAQ http://standards.ieee.org/board/pat/faq.pdf
LoA Form http://standards.ieee.org/board/pat/loa.pdf
Affiliation FAQ http://standards.ieee.org/faqs/affiliationFAQ.html
Anti-Trust FAQ http://standards.ieee.org/resources/antitrust-guidelines.pdf
Ethics http://www.ieee.org/portal/cms_docs/about/CoE_poster.pdf
IEEE 802.11 Working Group Policies and Procedures
https://mentor.ieee.org/802.11/public-file/07/11-07-0360-04-0000-802-11-policies-and-procedures.doc
The Acting Chair reminded everyone that we are operating under the IEEE Patent Policy. The Acting Chair inquired if anyone on the call was personally aware of the holder of any patent claims that are potentially essential to implementation of TGs and that are not already the subject of an Accepted Letter of Assurance.  Such persons must either speak up now or provide 802.11 Chair Bruce Kraemer with the identity of the holder(s) of any and all such claims as soon as possible or cause an LOA to be submitted.

There was no response.
The Acting Chair reviewed the proposed Agenda:

1. Attendance 

2. Secretary selection

3. IPR and other relevant IEEE policies (see pointers above)

4. Agenda for this call

5. Comment resolution process – progress
6. Overview of Emergency Services comments

7. Comment assignment – gaps 
8. Other business 

9. Adjourn
The Acting Chair asked if there were any suggested changes to or questions on the Agenda
There was no response.

5. Comment resolution process - progress
Kaz is working on 11-10/0478r2 and expects to upload it shortly.  

Guido indicated there is a word doc on MCCA comments

6. Overview of Emergency Services comments

René reviewed the comments received in this area to date.  There are a total of 15 comments.  There is confusion.  Cannot be provided by L2 as in .11u.  What is supported is just a hook to the upper layers.  René has sent out a proposal of how to resolve comments.  Perhaps change the name – Emergency Support or Access.  

Some examples:

· e.g. 11u allows not authenticated access.  We have that with MPM, but we have no way of bypassing. 

· When peering, do you accept new peering or not due to capacity – if emergency is higher priority need to supersede this.  

· 3.1.7.7 – not sure if it’s needed or not.  

· Kaz had a comment on MLME – 3.2.2.8 – Kaz will review feedback

Rene requested feedback by the May 13th telecon

Questions . . .

· Is unencrypted access the most severe problem?
Required to be unauthenticated in US, authenticated in FR

· Is unencrypted the subject of most comments?
Not really.  Majority is really about do we need this capability at all?

7.  Comment assignment – gaps 
Michael had some questions . . .

1. MA_UNITDATA primitive – where is it located and what happens?  It is an interface to higher layers. An MSDU enters the mesh.  Might be so large that it might be sent with 1 or more MPDUs.  Is the MSDU part of a mesh data frame – with all the address and sequence numbers?  MSDU is forwarded hop by hop, multiple MPDUs re-combined at each hop.  
Does data pass MA_UNITDATA interface on the way out?
MA unit data is related to MSDU.  Passing MSDU from Mesh Gate to Mesh STA is done using MA unit data.  Mesh Gate is an external entity
PDU is on higher layer, receives header, becomes SDU.  One MAC entity exchanges SDUs.  If you present from MAC to network it becomes PDU. 
Use MSDU not frame because we had a comment from Adrian.  Frame forwarding is misleading, do we forward fragments.  We re-assemble at each node, not a pass-thru, because it will be encrypted again
So, MPDU by-passes?
MPDU is what you present to the PHY, it is a fragment of the MSDU
From the top you enter MSDUs, which may be transmitted in one or more MPDUs that are presented to the PHY.  Mesh works on MSDUs, not fragments
Mesh control headers are part of MPDU?
Definitely part of MSDU.  Fragmentation is hop wise.  If you get a fragment must re-assemble
Fragmented MPDU only has one mesh header in first fragment
You present MSDUs to the upper (MAC) layers?
PHY presents MPDUs, these become MSDUs and MBSS mechanism is applied
Need to check how MPDUs look and is it clearly described if we have multiple MPDUs?
Originally we didn’t think about this in forwarding
Among the same layer exchange MSDUs between peers,  to a lower or higher layer it is PDU
MPDU between MAC and PHY 
This agreed with the 802.11 definitions

2. Where is the MA_UNITDATA interface used?  e.g. if you have a Mesh STA going through a DS.  Does data pass through MA_UNITDATA interface?
No.  MAC header has all 6 addresses.  Only mesh uses this
This is important for interworking definitions.  Is it a DS or a non-802.11 network?  Hence the questions
All data is given by MA_UNITDATA.  We don’t have another interface point to feed in MAC services.   Use MA_UNITDATA even for interworking
MA_UNITDATA interface is only to higher layer not to DS?
No, MA_UNITDATA defines interface between DS and Mesh STA
DS is part of MAC
So wouldn’t go through MA unit data interface

3. Mesh Gate is a mesh STA with access to DS, sometimes we say it is co-located, which is correct?
A portal is not in a STA, but always comes with a STA.  Same for Mesh Gate – always have a Mesh STA.  Mesh Gate always include a Mesh STA
Mesh Gate by default already includes Mesh STA
Picture on pg.8 shows a separate box for Mesh STA and Mesh Gate
Picture was trying to stay close to base standard
The empty block is confusing
Mesh Gate co-located with an AP is what we used to call Mesh AP
Anything connected to outside the Mesh is a Mesh Gate, it can be co-located with another Mesh Gate or AP
Is a Mesh Gate a type of Mesh STA?  An AP is one type of STA
Mesh Gate is type of Mesh STA with extra functionality
In the base standard, AP and Portal come together in the text, even though they are separate in the picture.  For mesh we are less abstract.  Mesh Gate inherently is a Mesh STA


Jarkko reviewed document 11-10/0508r0.  There are both technical and editorial comments.  Key points include: 

· Jarkko will accept CID 3137

· CID 3179 and 3180 – asking for definitions that Jarkko will add.  

· CID 3175 – there is only one way to update path info, using a path request, don’t have to trigger path maintenance – do we need text explaining this?  No comments.  Jarkko currently has rejected  

· CID 3280 re: transmit and receiver in service period is misleading – Jarkko has proposed text.  Note there is a typo in transmitter

Michal gave an update on RFI comments.  All have been reviewed, there are responses proposed for 50 of them in document 11-10/0509r0.  There were no questions or comments.

7.   Other business

No further agenda items were raised.
The next telecon is scheduled for May 13th.
The Acting Chair adjourned the call at 11:52AM.
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