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	CID
	Comment / Explanation
	Recommended Change
	Resolution Code
	Resolution Notes

	2474
	Considering of supporting emergency call over mesh network, the matching Mesh ID may be an obstacle to allow an MSTA that do not have a matching Mesh-ID to initiate an emergency call. The MSTA should have a default emergency call profile 
	add emergency call profile beside the other profile(s) corresponding to Mesh ID(s). I will provide solution through submission
	Reject
	Currently one mesh STA is capable to operate in single mesh profile at a time. 

	2475
	The mesh network should be capable to support emergency call. If the mesh network is enabled to support emergency call, the Mesh configuration element should contain the emergency call support capability (similar to TG-U's ESC and UESA). 
	Add information element similar to TG-U's ESC and UESA in the Mesh configuration element. I will provide solution through submission
	Counter
	The information elements for the beacon frame will be copied from the 802.11u. Thus, they are automatically added, if the conditions as specified in 802.11u are met.

	2476
	the mesh peering open should have an indication that the peering is for an emergency call so that regardless of the Mesh ID, the emergency call profile is the one that is active. The receiving MSTA should accept the request even though the Accepting Mesh Peering bits is set to 0 (e.g. the receiving MSTA may need to drop the other peering to accommodate the emergency peering)
	if peering is for an emergency call, add an emergency call indication in the peering open frame. I will provide solution through submission


	accept


	accept. Submission required (see 802.11-10-0269R1)


	2477
	The emergency call may not need authentication. In case emergency call need no authentication, an emergency call indication is needed to bypass the authentication during peering
	if peering is for an emergency call, add an emergency call indication in the peering open frame. I will provide solution through submission
	accept.


	accept. Submission required (see 802.11-10-0269R1)


	2482
	If the portal is able to support emergency call (e.g. can connect to PSAP or Public Safety Answering Point), it should indicate so
	add TG-U's like element (ESC and UESA) in the PANN element.  I will provide solution through submission
	Counter
	Accept in principle. The PANN element adds information elements to provide emergency signaling information. 

	2486
	If the root is able to support emergency call (e.g. belongs to PSAP) it should include either TG-U's like element ESC or UESA or an indication that it supports emergency call
	add ESC and UESA or emergency indication in the RANN element. I will provide solution through submission
	Counter
	Accept in principle. The RANN element adds information elements to provide emergency signaling information. 


Add this section after 5.2.13.5.11
5.2.13.5.12 Emergency service support over mesh network

An authenticated or an unauthenticated emergency service should be supported over mesh network. The Beacon and Probe Response should inform whether a mesh STA supports an emergency service. When a mesh portal or a root mesh STA supports an emergency service, it should also inform this capability in the portal announcement or in the root announcement. 
This information helps a mesh STA to select which mesh STA to have peering with. When a mesh STA starts mesh peering, it indicates whether the peering is for emergency service or for a normal peering. A peering for emergency service will be put in the highest priority and may proceed without authentication.
Modify Table 7-26 as follow
	· Element IDs 

	Information element
	Element ID
	Total length of element in octets including the Type and Length octets
	Extensible

	…
	…
	…
	…

	Mesh Peering Management (see 7.3.2.99)
	· 
	89, 101, or 123
	Yes

	Portal Announcement (PANN) (see 7.3.2.107)
	· 
	178
	Yes

	Root Announcement (RANN) (see 7.3.2.108) 
	· 
	234
	Yes

	…
	…
	…
	…


Modify section7.3.2.89 as follow (TG-u 8.01D):
7.3.2.89 Interworking information element
The Interworking information element contains information about the Interworking Service capabilities of a STA as shown in Figure 7-95o113.

	
	
	
	
	
	

	
	Element ID
	Length
	Access
Network
Options


	Venue Info (optional)
	HESSID
(optional)

	Octets:
	1
	1
	1
	0 or 2
	0 or 6

	Figure 7-95o113—Interworking element format


The Length is a one-octet field whose value is 1 plus the length of each optional field present in the element. 
The format of Access Network Options field is shown in Figure 7-95o114. 

	     Bits:


	             B0 - B3
	             B4
	B5
	B6


	B7

	
	Network
Type


	Internet
	ASRA
	ESC
	UESA

	Figure 7-95o114—Access Network Options format


A non-AP STA sets Internet, ASRA, ESC and UESA fields to 0 when including the Interworking element in the Probe Request frame. A non-AP STA sets the Internet, ASRA, and ESC bits to 0 when including the In​terworking element in (Re)association request frames. In (Re)association request frames, a non-AP STA sets the UESA bit according to the procedures in 11.23.5. A mesh STA sets Internet to 0 or 1 depending whether it is connected to a mesh portal and whether the mesh portal is connected to internet or not, and ASRA fields to 0 when including the Interworking element in Beacon frame and Probe Response frame. The Network Type Codes are shown in Table 7-43bb. The Network Type field is set by the AP to advertise its Network Type to non-AP STAs. A non-AP STA uses this field to indicate the desired Network Type in an active scan. See Annex W.1 for informative text on usage of fields contained within the Interworking element.

Table 7-43bb—Network Type codes
	Network Type Codes
	Meaning
	Description

	0
	Private network
	Non-authorized users are not permitted on this network. Examples of this network type are home networks and enterprise networks, which may employ user accounts. Private networks do not neces​sarily employ encryption.

	1
	Private network with guest access
	Private network but guest accounts are available. Example of this network type is enterprise network offering access to guest users.

	2
	Chargeable public net​work
	The network is accessible to anyone, however, access to the net​work requires payment. Further information on types of charges may be available through other methods (e.g., 802.21, http/https redirect or DNS redirection). Examples of this network type is a hotspot in a coffee shop offering internet access on a subscription basis or a hotel offering in-room internet access service for a fee.

	3
	Free public network
	The network is accessible to anyone and no charges apply for the network use. An example of this network type is an airport hotspot or municipal network providing free service.

	4
	Personal Device Net​work
	A network of personal devices. An example of this type of net​work is a camera attaching to a printer, thereby forming a network for the purpose of printing pictures.

	5 to 13
	Reserved
	Reserved

	14
	Test or experimental
	The network is used for test or experimental purposes only.

	15
	Wildcard
	Wildcard network type


Bit 4 is the Internet field. The AP sets this field to 1 if the network provides connectivity to the Internet; oth​erwise it is set to 0 indicating that it is unspecified whether the network provides connectivity to the Internet. 
Bit 5 is the Additional Step Required for Access (ASRA) field. It is set to 1 by the AP to indicate that the network requires a further step for access. It is set to 0 whenever dot11RSNAEnabled is true. For more infor​mation, refer to Network Authentication Type Information in 7.3.4.4. The non-AP STAs set this bit to 0 in Probe Request frames.
Bit 6 is the Emergency Services Capability (ESC) field. It is set to 1 by the AP or mesh STA to indicate that higher layer Emergency Services are available at the AP or mesh STA. When ESC field is set to 0, the Emergency Services are not sup​ported, see 11.23.5. The non-AP STAs set this bit to 0 in Probe Request frames.
Bit 7 is the Unauthenticated Emergency Service Accessible (UESA) field. When the AP or mesh STA sets it to 0, this field indicates that no unauthenticated emergency services are reachable through a BSS using this SSID or MBSS using the Mesh-ID of the MBSS. When set to 1, this field indicates that higher layer unauthenticated emergency services are reachable through a BSS using this SSID or MBSS using this Mesh-ID. A STA uses the Interworking information element with the UESA bit set to 1 to gain unau​thenticated access to a BSS to access emergency services. See 11.23.5 together with Annex W.4.2 and Annex W.4.4. A non-AP STA sets the UESA field to 0 in Probe Request frames.

The Venue Info field is a 2-octet field. It contains Venue Group and Venue Type fields. The format of Venue Info field is shown in Figure 7-95o115.

	
	Venue Group
	Venue Type

	Octets:
	1
	1

	Figure 7-95o115—Venue Info format


The Venue Group and Venue Type fields are both one octet values selected from Table 7-43bc and Table 7-43bd respectively. The entries in Table 7-43bc and Table 7-43bd are drawn from the International Building Code’s Use and Occupancy Classifications [B52].  

Modify section7.3.2.99 as follow:

· Mesh Peering Management element

The Mesh Peering Management element is transmitted by a mesh STA to manage a mesh peering with a peer mesh STA. The format of the Mesh Peering Management element is shown in Figure s20 (Mesh Peering Management element).

	Element ID
	Length
	Mesh 
Peering 
Protocol Identifier
	Local Link ID
	Peer Link ID (conditional)
	Emergency service Identifier
	Reason Code (conditional)
	Chosen PMK (optional)

	Octets: 1
	1
	4
	2
	2
	1
	2
	16

	· Mesh Peering Management element



…………

	· Mesh Peering Protocol Identifier values 

	OUI
	Value
	Meaning

	00-0F-AC
	0
	Mesh Peering Management Protocol

	00-0F-AC
	1
	Authenticated Mesh Peering Exchange Protocol

	00-0F-AC
	2-255
	Reserved

	Vendor OUI
	0-255
	Vendor Specific


The Local Link ID is the unsigned integer value generated by the local mesh STA to identify the mesh peering instance. This field is present for all three types of Mesh Peering Management elements.

The Peer Link ID is the unsigned integer value generated by the peer mesh STA to identify the mesh peering instance. This field is not present for the Mesh Peering Open frame, is present for the Mesh Peering Confirm frame, and is optionally present for the Mesh Peering Close frame.

The format of the Emergency service Identifier is shown in figure s-21a and contains the following bit

	B0
	B1
                B7

	EI
	Reserved

	Bits: 1
	7


· Emergency service Indicator (EI) bit (bit 0) defines when a mesh STA initiates or responds a mesh peering for an emergency service. If EI=1, the mesh peering is intended for an emergency service. If EI=0 the peering is intended for a normal peering.

The Reason Code field enumerates reasons for sending a Mesh Peering Close. It is present for the Mesh Peering Close frame and is not present for Mesh Peering Open or Mesh Peering Confirm frames. The reason code is defined in Error! Reference source not found..
Modify section 7.3.2.107 as follows

· PANN element

The Portal Announcement (PANN) element is used for announcing in the MBSS the presence of a mesh STA collocated with a portal.

The PANN element is transmitted in a Beacon or a Mesh Interworking Action frame (see 7.4.17 (Mesh Interworking Action frame details)).

The format of the PANN element is shown in PANN element.

	Element ID
	Length
	Flags
	Hop count
	Time to Live
	Mesh 
Portal Address
	Emergency service Information
	PANN
Sequence
Number
	Interval

	Octets: 1
	1
	1
	1
	1
	6
	1
	4
	2

	· PANN element


The Element ID is set to the value given inError! Reference source not found. for this element. The length is set to 156.

The Flags field is reserved for future use.

The Hop Count field is coded as an unsigned integer. When the mesh STA collocated with a portal sends the PANN primitive, it sets the hop count to 0. The Hop Count field indicates the number of hops the PANN primitive has traversed.

The Time to Live field is coded as an unsigned integer and indicates the maximum number of hops allowed for this element.

The Mesh Portal Address is represented as a 48-bit MAC address and is set to the MAC address of the mesh STA that is collocated with the portal.

The Emergency service Information field consists of:

B0-B5: reserved

B6: ESC (Emergency Service Capability) is set to 1 if emergency service is supported, 0 otherwise 

B7: UESA (Un-authenticated Emergency Service Accessible) is set to 1 if an unauthenticated emergency service is allowed, 0 otherwise
The PANN Sequence Number field is coded as an unsigned integer and is set to a PANN Sequence Number specific for the originating mesh STA collocated with the portal.

The Interval field is coded as an unsigned integer and is set to the number of seconds between the periodic transmissions of Portal Announcements by the mesh STA collocated with the portal.

Detailed usage of the PANN element is described in Error! Reference source not found.
Modify section 7.3.2.108 as follows

· RANN element

The Root Announcement (RANN) element is used for announcing the presence of a mesh STA configured as root mesh STA with dot11MeshHWMProotMode set to rann (4). RANN elements are sent out periodically by such a root mesh STA.

The RANN element is transmitted in a Beacon or a Mesh Path Selection Action frame (see 7.4.16 (Mesh Path Selection Action frame details)).

The format of the RANN element is shown in RANN element. 
	Element ID
	Length
	Flags
	Hop count
	Time to Live
	Root mesh STA Address
	Emergency service Information
	HWMP Sequence Number
	Interval 
	Metric

	Octets: 1
	1
	1
	1
	1
	6
	1
	4
	4
	4

	· RANN element


The Element ID is set to the value given in Error! Reference source not found. for this element. The length is set to 212.

The format of the Flags field is shown in RANN Flags field format.

	B0
	B1
B7

	Portal Role
	Reserved

	Bits: 1
	7

	· RANN Flags field format


The Flags field is set as follows.

Bit 0: Portal Role (0 = non-portal, 1 = portal).

Bit 1-7: Reserved.

The Hop Count field is coded as an unsigned integer and indicates the number of hops from the originating root mesh STA to the mesh STA transmitting this element.

The Time to Live field is coded as an unsigned integer and indicates the remaining number of times the RANN will be propagated.

The Root mesh STA Address field is represented as a 48-bit MAC address and is set to the Root mesh STA MAC address.

The Emergency service Information field consists of:

B0-B5: Reserved

B6: ESC (Emergency Service Capability) is set to 1 if emergency service is supported, 0 otherwise 

B7: UESA (Un-authenticated Emergency Service Accessible) is set to 1 if an unauthenticated emergency service is allowed, 0 otherwise
The HWMP Sequence Number is coded as an unsigned integer and is set to the HWMP sequence number specific to the root mesh STA. 

The Interval field is coded as an unsigned integer and is set to the number of TUs between the periodic transmissions of Root Announcements.

The Metric field is set to the cumulative metric from the originating root mesh STA to the mesh STA transmitting the announcement. Detailed usage of the RANN element is described in Error! Reference source not found..

Modify 8.1.6 as shown below (11u 8.01D):

8. Security
8.1.6 Emergency Service establishment in an RSN 
An AP that supports RSNAs and supports interworking Emergency Services supports both RSNAs and Emer​gency Services associations (see 11.3.2.1) simultaneously.
A mesh STA that supports both RSNA and interworking Emergency Services shall support both RSNA and Emergency Services associations simultaneously. In an emergency service operation, a mesh STA with RSNA enabled and the UESA bit set to 1 shall transmit group addressed frames without encryption as individually addressed frames to mesh STAs with Emergency Services association.
Modify 11.23.6 as follows (11u 8.01D):
11.23.6 Interworking Procedures: Emergency Services Support
Emergency Service support provides STAs with the ability to contact authorities, in an emergency situation. The following procedures allow the STA to determine whether emergency services are supported by the AP or mesh STA, and whether un-authenticated emergency service access is allowed.

In an AP or mesh STA, when dot11ESNetwork is set to TRUE, emergency service operation shall be supported. When emergency operation is not supported, dot11ESNetwork shall be set to FALSE.

When the AP or mesh STA is located in a regulatory domain that requires location capabilities, the ESC field shall only be set to 1 if location capability is enabled on the AP or mesh STA. Location capability is enabled when the Civic Location or Geo Location field in the Extended Capabilities Element is set to 1 in a Beacon or probe response frame.

In addition, in an AP the ESC field shall only be set to 1 if both of the following are true (see Annex W.4.2 for further information):

—dot11QosOptionImplemented is true

—dot11EBREnabled is true.
change the 5th paragraph 11C.1.6 as shown (based on 802.11-10-0236R3) 
The ESC and the UESA in the Interworking element and tThe Mesh Formation Info field in the Mesh Configuration element isare available to assist mesh STAs in determining which neighbor mesh STAs to establish mesh peerings with. The details of the usage of this information are beyond the scope of this standard.

Add the following section at the end of section 11C.1.6 (based on 802.11-10-0236R3) 
11C.1.6.1 Inclusion of Interworking element in the mesh Beacon and Probe Response
The Interworking information element (7.3.2.89) in Beacon and Probe Response indicates whether a candidate peer mesh STA supports an emergency service. If the received Beacon and Probe Response from the candidate peer mesh STA indicates that emergency service is supported, a mesh STA that requires emergency service and has not established peering with the candidate peer mesh STA may initiate mesh peering for emergency service, regardless of the Accepting Additional Mesh Peerings subfield value.
Modify 11C.2.1 as follows:
· MBSS peering management framework

· Overview

The MBSS peering management framework supports all functions to establish, management, and tear down peerings between mesh STAs. When a mesh STA is establishing a mesh peering, it indicates whether the peering is a mesh peering for an emergency service or for a normal mesh peering. In an MBSS Wwhen dot11MeshSecurityActivated is enabled in an MBSS, all mesh STAs shall manage mesh peering and mesh TKSA except when the mesh peering is for an emergency service that requires no authentication. 
MBSS peering management functions shall be invoked after a candidate peering mesh STA is discovered via Candidate peer mesh STA discovery procedure in Candidate peer mesh STA discovery.

One of the following protocols shall be invoked to establish the mesh peering with the candidate peer mesh STA:

· The Mesh Peering Management (MPM) protocol that establishes and manages the mesh peering between candidate peer mesh STAs. When dot11MeshSecurityActivated is not enabled for the MBSS, the mesh STAs shall execute the MPM protocol to manage their mesh peerings with peer mesh STAs. See Error! Reference source not found. for MPM protocol details.

· The Authenticated Mesh Peering Exchange (AMPE) protocol that establishes and manages mesh peering and mesh TKSA between candidate peer mesh STAs. When dot11MeshSecurityActivated is enabled for MBSS, the mesh STAs shall execute the AMPE protocol to manage their mesh peerings and the corresponding mesh TKSAs with peer mesh STAs. See Error! Reference source not found. for AMPE handshake details.

· Authenticated emergency service (candidate peer mesh STA’s ESC bit set to 1 and UESA bit set to 0) or unauthenticated emergency service (candidate peer mesh STA’s ESC bit set to 1 and UESA bit set to 1) is supported over mesh network. If a mesh STA establishes the authenticated mesh peering for emergency service, the mesh STAs shall set the Emergency service Indicator (EI) in mesh peering management element in mesh peering management frame to 1 and execute the AMPE protocol to manage their mesh peerings and the corresponding mesh TKSAs with peer mesh STAs. If a mesh STA establishes the unauthenticated mesh peering for emergency service, the mesh STAs shall set the Emergency service Indicator (EI) in mesh peering management element in mesh peering management frame to 1 and execute the MPM protocol to manage their mesh peerings with peer mesh STAs regardless the value sets in the dot11MeshSecurityActivated. 
Note: explain the implication of this operation. i.e., as emergency service is a sort of urgent requirement to the user, mesh peering can be established without authentication. (see 11C.3.1.1)
change Figure s49 in section 11C.2.1
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Figure s49 - Logical flowchart of protocol interaction in Mesh Peering Management framework

Add section 11C.3.1.1 at the end of section 11C.3.1
11C.3.1.1 Unauthenticated mesh peering for emergency service

The unauthenticated mesh peering for emergency service is supported when the candidate peer mesh STA sets the ESC to 1 and the UESA to 1 in the Beacon and Probe Response. If a mesh STA establishes the unauthenticated mesh peering for emergency service, the mesh STAs should set the Emergency service Indicator (EI) to 1 and execute the MPM protocol to manage their mesh peerings with peer mesh STAs. 
Modify 8th paragraph of 11C.3.2 as follows:
11C.3.2 Processing Mesh Peering Management frames 
11C.3.2.1 Overview

change the 5th paragraph 11C.3.2.1 as shown

The mesh STA shall process the configuration parameters conveyed in the Mesh Peering Open and Mesh Peering Confirm frames in a mesh peering instance. Mesh STA shall verify that the parameters reported by the candidate peer mesh STA in the Mesh Peering Confirm frame match the parameter values the mesh STA has agreed to use for this mesh peering instance. In particular, the mesh STA shall verify the following fields or subfields. This verification is needed to satisfy the consistency property, i.e., to guarantee that mesh STAs agree on the configuration before establishing a mesh peering.

 The configuration includes the following elements:

· Mesh ID element

· Fields in Mesh Configuration element

· Active Path Selection Protocol Identifier field

· Active Path Selection Metric Identifier field

· Congestion Control Mode Identifier field

· Synchronization Protocol Identifier field

· Authentication Protocol Identifier field

6) Emergency service Information 
7) Mesh Capability field, including the following subfields

· Accepting Additional Mesh Peerings: in an emergency service the Accepting Additional Mesh Peering is ignored
· MCCA Enabled

· Supported rates element, Extended Supported Rates element, and HT Operation element if present

Mesh STAs shall verify that the same Authentication Protocol is used. If the agreed authentication protocol is SAE, the mesh STA shall verify that Mesh Peering Protocol Identifier in MPM element is set to “Authenticated Mesh Peering Exchange”, AMPE element and MIC element are present in the frame, and RSN element is present if it is a Mesh Peering Open frame or Mesh Peering Confirm frame. If the agreed authentication protocol is not SAE, the AMPE element and MIC element shall be ignored. The RSN element may be processed as may be the requirement by the agreed authentication protocol. 
Add this paragraph after 8th paragraph in 11C.3.2.1 as shown

In an authenticated mesh peering for emergency service, mesh STAs shall verify that the same Authentication Protocol is used. If the agreed authentication protocol is SAE, the mesh STA shall verify that Mesh Peering Protocol Identifier in MPM element is set to “Authenticated Mesh Peering Exchange”, AMPE element and MIC element are present in the frame, and RSN element is present if it is a Mesh Peering Open frame or Mesh Peering Confirm frame. If the agreed authentication protocol is not SAE, the AMPE element and MIC element shall be ignored. The RSN element may be processed as may be the requirement by the agreed authentication protocol. 

In an unauthenticated mesh peering for emergency service, the MPM protocol is used to manage their mesh peerings with peer mesh STAs regardless the value sets in the dot11MeshSecurityActivated.
change the 9th paragraph 11C.3.2.1 as shown

Mesh STAs shall verify that the candidate peer mesh STA sets the Accepting Additional Mesh Peerings subfield to 1. In an emergency service, the Accepting Additional Mesh Peerings is ignored. 
· Mesh Peering Open frame contents

change the 1st  paragraph 11C.3.2.2.1 as shown
The Mesh Peering Open frame shall contain:

· In the Mesh Peering Management element, the Mesh Peering Protocol Identifier shall be set to 00-0F-AC:0 “Mesh Peering Management Protocol”.

· Mesh ID, which shall be set to the Mesh ID supported by the mesh STA’s mesh profile.

· Mesh Configuration

· Active Path Selection Protocol ID field shall be set to the value supported by the mesh STA’s mesh profile

· Active Path Selection Metric ID field shall be set to the value supported by the mesh STA’s mesh profile

· Congestion Control Mode ID shall be set to the value supported by the mesh STA’s mesh profile. 

· Synchronization Protocol ID shall be set to the value supported by the mesh STA’s mesh profile.

· Authentication Protocol ID shall be set to the value supported by the mesh STA’s mesh profile.

· Mesh Capability field

·   Emergency service Indicator bit in Emergency service Identifier field indicates whether the mesh peering is for an emergency or a non-emergency peering
· Accepting Additional Mesh Peerings field is set to 1. Accepting Additional Mesh Peering is ignored in an emergency service
· MCCA Enabled field is set according to the mesh STA’s configuration

· Mesh Peering Management element shall contain the Local Link ID field. The Local Link ID field shall be set to the identifier generated to identify the current mesh peering instance.

Other elements as defined in 7.4.14.2 (Mesh Peering Open frame details) may be present and set to the value according to mesh STA’s parameter configuration.

Add section 11C.4.1.1 at the end of section 11C.4.1

11C.4.1.1 Authenticated mesh peering for emergency service
The authenticated mesh peering for emergency service is supported when the candidate peer mesh STA sets the ESC to 1 and the UESA to 0 in the Beacon and Probe Response. If a mesh STA establishes the authenticated mesh peering for emergency service, the mesh STAs should set the Emergency service Indicator (EI) to 1 and execute the AMPE protocol to manage their mesh peerings and the corresponding mesh TKSAs with peer mesh STAs. 
Add this paragraph at the end of Section 11C.8.2.1

PANN includes the Emergency service Information field to indicate whether the mesh portal supports an emergency service. If an intermediary mesh STA cannot support an emergency service for any reason, it shall change the ESC bit from 1 to 0 before propagating the PANN. The UESA bit indicates whether an emergency service requires or does not require authentication and it is ignored when ESC is 0
Modify table s38 as shown

	· Content of a PANN element in Case A

	Field
	Value

	ID
	Value given in Error! Reference source not found. for the PANN element

	Length
	156

	Flags
	Not used

	Hop Count

	0

	Time to Live
	Maximum number of hops allowed for the Portal Announcement

	Mesh Portal Address
	Mesh STA MAC address

	Emergency service Identifier
	Bit 0-5: Reserved
Bit 6 (ESC): 1 if emergency service is supported, 0 otherwise

Bit 7 (UESA): 1 if unauthenticated emergency service is supported, 0 otherwise. Reserved if ESC is set to 0

	PANN Sequence Number
	A sequence number specific for the mesh STA collocated with the portal. The PANN sequence number shall be incremented by the mesh STA collocated with the portal before each transmission.

	Interval
	dot11MeshPortalAnnouncementInterval


Modify table s39 as shown

	· Content of a PANN element in Case B

	Field
	Value

	ID
	Value given in Error! Reference source not found. for the PANN element

	Length
	156

	Flags
	As received

	Hop Count

	As received + 1

	Time to Live
	As received – 1

	Mesh Portal Address
	As received

	Emergency service Identifier
	As received, but the mesh STA may change the ESC bit  from 1 to 0 to indicate that emergency service, for any reason, is not supported through this mesh STA although the mesh portal is able to support an emergency service

	PANN Sequence Number
	As received

	Interval
	As received


· Proactive RANN mechanism

Add this paragraph shown after the last paragraph
RANN includes the Emergency service Information field to indicate whether the root mesh STA supports an emergency service. If an intermediary mesh STA cannot support an emergency service for any reason, it shall change the ESC bit from 1 to 0 before propagating the RANN. The UESA bit indicates whether an emergency service requires or does not require authentication and it is ignored when ESC is 0
· Conditions for generating and sending a RANN

Modify Table s62 as follows:
	· Contents of a RANN element in Case A 

	Field
	Value

	ID
	Value given in Table 7-26 (Element IDs) for the RANN element

	Length
	212

	Flags
	Bit 0: Portal Role (0 = non-portal, 1 = portal)

Bit 1 – 7: Reserved

	Hop Count
	0

	Time to Live
	Maximum number of hops allowed for this element

	Root Mesh STA Address
	MAC address of the root mesh STA

	Emergency service Identifier
	Bit 0-5: Reserved

Bit 6 (ESC): 1 if emergency service is supported, 0 otherwise

Bit 7 (UESA): 1 if unauthenticated emergency service is supported, o otherwise. Reserved if ESC is set to 0

	HWMP Sequence Number
	Last used HWMP sequence number of the root mesh STA + 1

	Interval
	dot11MeshHWMPrannInterval

	Metric
	Initial value of active path selection metric


Modify Table s63 as follows:

	· Contents of a RANN element in Case B 

	Field
	Value

	ID
	Value given in Table 7-26 (Element IDs) for the RANN element

	Length
	As received

	Flags
	As received

	Hop Count

	As received + 1

	Time to Live
	As received – 1 

	Root Mesh STA Address
	As received

	Emergency service Identifier
	As received, but the mesh STA may change the ESC bit  from 1 to 0 to indicate that emergency service, for any reason, is not supported through this mesh STA although the root mesh STA is able to support an emergency service

	HWMP Sequence Number
	As received

	Interval
	dot11MeshHWMPrannInterval

	Metric
	As received[image: image2.wmf]Å

own link metric toward the transmitting mesh STA


Modify Table A.4.23.1 as follows:
· General Mesh Support

	Item
	Protocol Capability
	Reference
	Status
	Support


	…
	… 
	…
	…
	...

	*MP1.4.1
	Processing of Mesh Peering Open frame 
	11C.3.2.2 Mesh Peering Open frames
	MP1.4:M
	Yes No N/A 

	*MP1.4.2
	Processing of Mesh Peering Confirm frame 
	11C.3.2.3 Mesh Peering Confirm frames
	MP1.4:M
	Yes No N/A 

	*MP1.4.3
	Processing of Mesh Peering Close frame 
	11C.3.2.4 Mesh Peering Close frames
	MP1.4:M
	Yes No N/A 

	MP1.4.4
	MPM Finite State Machine 
	11C.3.3 Mesh Peering Management Finite State Machine
	MP1.4:M
	Yes No N/A 

	*MP1.4.5
	Processing of Mesh Peering Open frame for emergency service
	11C.3.2.2 Mesh Peering Open frames
	MP1.4:M
	Yes No N/A 

	*MP1.4.6
	Processing of Mesh Peering Confirm frame for emergency service
	11C.3.2.3 Mesh Peering Confirm frames
	MP1.4:M
	Yes No N/A 

	*MP1.4.7
	Processing of Mesh Peering Close frame for emergency service
	11C.3.2.4 Mesh Peering Close frames
	MP1.4:M
	Yes No N/A 

	MP1.5
	Authenticated Mesh Peering Exchange 
	11C.4 Authenticated Mesh Peering Exchange
	MP1:O
	Yes No N/A 

	…
	…
	...
	…
	…





Abstract





This submission suggests to place initial hooks to support emergency service over mesh network. 





It also suggests resolutions to CIDs 2474, 2475, 2476, 2477, 2482, 2486.
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