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1. Overview

1.2 Purpose

Insert the following dash list item at the end of the list of items in 1.2:

—
Defines mechanisms for Wireless Network Management of STAs, including BSS Max idle period management, BSS transition management, channel usage, collocated interference reporting, diagnostic, multicast diagnostic, event reporting, a flexible multicast service, a multiple BSSID capability, proxy ARP service advertisement, location services, timing measurement service, TIM broadcast service, directed multicast service,  U-APSD Coexistence, WNM-Sleep mode and traffic filtering service.

5.2.11 Wireless Network Management 

5.2.11.1 Overview

Wireless Network Management (WNM) enables STAs to exchange information for the purpose of improving the overall performance of the wireless network. STAs use WNM protocols to exchange operational data so that each STA is aware of the network conditions, allowing STAs to be more cognizant of the topology and state of the network. WNM protocols provide a means for STAs to be aware of the presence of collocated interference, and enable STAs to manage RF parameters based on network conditions.

In addition to providing information on network conditions, WNM also provides a means to exchange location information, provide support for the multiple BSSID capability on the same wireless infrastructure, support efficient delivery of group addressed frames, and enable a WNM-Sleep mode in which a STA can sleep for long periods of time without receiving frames from the AP.

The WNM service includes:

—
BSS Max idle period management

—
BSS transition management

ﾑ
Channel usage

—
Collocated interference reporting

—
Diagnostic reporting

—
Directed Multicast Service (DMS)

—
Event reporting

—
Flexible Multicast Service (FMS)

—
Location services

—
Multicast diagnostic reporting

—
Multiple BSSID capability

—
Proxy ARP

—
QoS traffic capability 

—
SSID list

—
Triggered STA statistics

—
TIM broadcast

—
Timing measurement

—
Traffic filtering service

· U-APSD Coexistence
—
WNM-Sleep mode

TGv editor: change 5.2.11 as follows: 

5.2.11.20 U-APSD Coexistence

The U-APSD Coexistence capability enables the AP to transmit frames during a period of the service period that improves the likelihood that the non-AP STA receives the frames when the non-AP STA is experiencing interference. The U-APSD Coexistence capability reduces the likelihood that the AP transmits frames during the service period that are not received successfully 

7.3.2 Information Elements

Insert the following Element IDs and change the Reserved row in Table 7-26 as follows (note that the entire table is not shown here):

	Table 7-26—Element IDs



	Information Element
	Element ID
	Length (in octets)
	Extensible

	Event Request (see 7.3.2.66)
	78
	5 to 257
	Subelements

	Event Report (see 7.3.2.67)
	79
	5 to 257
	

	Diagnostic Request (see 7.3.2.68)
	80
	6 to 257
	Subelements

	Diagnostic Report (see 7.3.2.69)
	81
	5 to 257
	Subelements

	Location Parameters (see 7.3.2.70)
	82
	2 to 257
	Subelements

	Non-transmitted BSSID Capability (see 7.3.2.71)
	83
	4
	

	SSID List (see 7.3.2.72)
	84
	2 to 257
	

	Multiple BSSID-Index (see 7.3.2.73)
	85
	3 to 5
	

	FMS Descriptor (see 7.3.2.74)
	86
	3 to 257
	

	FMS Request (see 7.3.2.75)
	87
	3 to 257
	Subelements

	FMS Response (see 7.3.2.76)
	88
	18 to 257
	Subelements

	QoS Traffic Capability (see 7.3.2.77)
	89
	3-5
	Yes

	BSS Max Idle Period (see 7.3.2.78)
	90
	5
	Yes

	TFS Request (see 7.3.2.79)
	91
	6 to 257
	Subelements

	TFS Response (see 7.3.2.80)
	92
	6 to 256
	Subelements

	WNM-Sleep Mode (see 7.3.2.81)
	93
	4 or 5
	Yes

	TIM Broadcast Request (see 7.3.2.82)
	94
	3
	Yes

	TIM Broadcast Response (see 7.3.2.83)
	95
	3 or 12
	Yes

	Collocated Interference Report (see 7.3.2.84)
	96
	23
	Yes

	Channel Usage (see 7.3.2.85)
	97
	3 to 257
	Subelements

	Time Zone (see 7.3.2.86)
	98
	3 to 257
	Yes

	DMS Request (see 7.3.2.87)
	99
	3 to 257
	Yes

	DMS Response (see 7.3.2.88)
	100
	3 to 257
	Yes

	U-APSD Coexistence (see 7.3.2.89)
	101
	14 to 257
	Subelements

	Reserved
	10274 — 220
	
	


7.3.2.89 U-APSD Coexistence Element

The U-APSD Coexistence provides the duration of requested transmission during a U-APSD service period. The format of the U-APSD Coexistence element is shown in Figure 7-XX.

	
	Element ID

	Length
	TSF 0 Offset
	Interval/Duration
	Optional Subelements

	Octets:
	1
	1
	8
	4 
	variable


Figure 7-XX—U-APSD Coexistence element format

The Element ID field is equal to the U-APSD Coexistence value in Table 7-26.

The value of the Length field is 12 plus the length of any additional subelements present. 

A non-zero value of the TSF 0 Offset field is the number of microseconds since TSF time 0 when the non-AP STA detected the start of interference. The AP uses the TSF 0 Offset field together with the Interval/Duration field to enqueue frames for transmission to the non-AP STA using the procedures as described in 11.2.1.4.1

A TSF 0 Offset field value of 0 indicates the non-AP STA requests the AP transmit frames to the non-AP STA without using the TSF 0 Offset procedures as described in 11.2.1.4.1
The Interval/Duration field is defined as:

1) When the TSF 0 Offset is 0, the Interval/Duration field is the number of microseconds during the U-APSD service period when the AP transmits frames to the non-AP STA as described in 11.2.1.4.1. 
2) When the TSF 0 Offset is non-zero, the Interval/Duration field is the number of microseconds between the start of consecutive interference bursts.
The Interval/Duration field value of 0 is reserved.
The Optional Subelement field format contains zero or more subelements, each consisting of a one octet Subelement ID field, a one octet Length field and a variable length Data field, as shown in Figure 7-XXX. The optional subelements are ordered by non-decreasing Subelement ID.

The Subelement ID field values for the defined optional subelements are shown in Table 7-XXX. A Yes in the Extensible column of a subelement listed in Table 7-XXX indicates that the length of the subelement might be extended in future revisions or amendments of this standard. When the Extensible column of an element is Subelement, then the subelement might be extended in future revisions or amendments of this standard by defining additional subelements within the subelement. See 9.14.2.

	Table 7-XXX —Optional Subelement IDs for U-APSD Coexistence


	Subelement ID
	Name
	Length field
(octets)
	Extensible

	0-220
	Reserved
	
	

	221
	Vendor Specific
	1 to 239
	

	222-255
	Reserved
	
	


7.3.2.27 Extended Capabilities information element

Insert the following Bits and change the Reserved row in Table 7-35a as follows (note that the entire table is not shown here): 
	Table 7-35a—Capabilities field



	Bit(s)
	Information
	Notes

	7
	Event
	The STA sets the Event field to 1 when the MIB attribute dot11MgmtOptionEventsEnabled is true, and sets it to 0 otherwise. See 11.22.2.

	8
	Diagnostics
	The STA sets the Diagnostics field to 1 when the MIB attribute dot11MgmtOptionDiagnosticsEnabled is true, and sets it to 0 otherwise. See 11.22.3.

	9
	Multicast Diagnostics
	The STA sets the Multicast Diagnostics field to 1 when the MIB attribute dot11MgmtOptionMulticastDiagnosticsEnabled is true, and sets it to 0 otherwise. See 11.22.2.

	10
	Location Tracking
	The STA sets the Location Tracking field to 1 when the MIB attribute dot11MgmtOptionLocationEnabled is true, and sets it to 0 otherwise. See 11.22.4.

	11
	FMS
	The STA sets the FMS field to 1 when the MIB attribute dot11MgmtOptionFMSEnabled is true, and sets it to 0 otherwise.

See 11.2.1.4a and 11.22.7.

	12
	Proxy ARP Service
	The AP sets the Proxy ARP Service field to 1 when the MIB attribute dot11MgmtOptionProxyARPEnabled is true, and sets it to 0 otherwise. See 11.22.13. A non-AP STA sets the Proxy ARP Service field to 0.

	13
	Collocated Interference Reporting
	The STA sets the Collocated Interference Reporting field to 1 when the MIB attribute dot11MgmtOptionCoLocIntfReportingEnabled is true, and sets it to 0 otherwise. See 11.22.9.

	14
	CIVIC Location
	The STA sets the CIVIC Location field to 1 when the MIB attribute dot11RRMCivicMeasurementEnabled is true, and sets it to 0 otherwise. See 11.10.8.9.

	15
	Geo Location
	The STA sets the Geo Location field to 1 when the MIB attribute dot11RRMLCIMeasurementEnabled is true, and sets it to 0 otherwise. See 11.10.8.6.

	16
	TFS
	The STA sets the TFS field to 1 when the MIB attribute dot11MgmtOptionTFSEnabled is true, and sets it to 0 otherwise. See 11.22.11.

	17
	WNM-Sleep Mode
	The STA sets the WNM-Sleep Mode field to 1 when the MIB attribute dot11MgmtOptionWNMSleepModeEnabled is true, and sets it to 0 otherwise. See 11.2.1.16.

	18
	TIM Broadcast
	The STA sets the TIM Broadcast field to 1 when the MIB attribute dot11MgmtOptionTIMBroadcastEnabled is true, and sets it to 0 otherwise. See 11.2.1.15.

	19
	BSS Transition
	The STA sets the BSS Transition field to 1 when the MIB attribute dot11MgmtOptionBSSTransitionEnabled is true, and sets it to 0 otherwise. See 11.22.6.

	20
	QoS Traffic Capability
	The STA sets the QoS Traffic Capability field to 1 when the MIB attribute dot11MgmtOptionQoSTrafficCapabilityEnabled is true, and sets it to 0 otherwise. See 11.22.9.

	21
	AC Station Count
	The STA sets the AC Station Count field to 1 when the MIB attribute dot11MgmtOptionACStationCountEnabled is true, and sets it to 0 otherwise. See 11.22.10.

	22
	Multiple BSSID
	The STA sets the Multiple BSSID field to 1 when the MIB attribute dot11MgmtOptionMultiBSSEDEnabled is true, and sets it to 0 otherwise. See 11.10.11 and 11.1.2.3a.

	23
	Timing Measurement
	The STA sets the Timing Measurement field to 1 when the MIB attribute dot11MgmtOptionTimingMsmtEnabled is true, and sets it to 0 otherwise. See 11.22.5.

	24
	Channel Usage
	The STA sets the Channel Usage field to 1 when the MIB attribute dot11MgmtOptionChannelUsageEnabled is true and sets it to 0 otherwise. See 11.22.14. 

	25
	SSID List
	The STA sets the SSID List field to 1 when the MIB attributedot11MgmtOptionSSIDListEnabled is true, and sets it to 0 otherwise. See 11.1.3.

	26
	DMS
	The STA sets the DMS field to 1 when the MIB attribute dot11MgmtOptionDMSEnabled is true and sets it to 0 otherwise. See 11.22.15.

	27
	UTC TSF Offset
	The STA sets the UTC TSF Offset field to 1 when the MIB attribute dot11MgmtOptionUTCTSFOffsetEnabled is true and sets it to 0 otherwise. See 11.21.3.

	28
	U-APSD Coexistence
	The STA sets the U-APSD Coexistence field to 1 when the MIB attribute dot11MgmtOptionUAPSDCoexistenceEnabled is true and sets it to 0 otherwise. See 11.21.1.4.1.

	29 — n
	Reserved
	All other bits are reserved, and are set to 0 on transmission and ignored on reception.


7.4.2.1 ADDTS Request frame format

The ADDTS frames are used to carry TSPEC and optionally TCLAS elements to set up and maintain TSs using the procedures defined in 11.4.

The frame body of the ADDTS Request frame contains the information shown in Table 7-46.





Table 7-46 – ADDTS Request frame body

	Order
	Information

	1
	Category

	2
	Action

	3
	Dialog Token

	4
	TSPEC

	5 – n
	TCLAS (optional)

	N+1
	TCLAS Processing (optional)

	N+2
	U-APSD Coexistence (optional)


The Category field is set to 1 (representing QoS).

The Action field is set to 0 (representing ADDTS request).
The Dialog Token, TCLAS, and TCLAS Processing fields of this frame are contained in an MLMEADDTS.request primitive that causes the frame to be sent. Some of the TSPEC parameters are contained in the MLME-ADDTS.request primitive while the other parameters (i.e., Surplus Bandwidth Allowance, Minimum Service Interval, Maximum Service Interval, and Minimum PHY Rate) are generated within the MAC.

The TSPEC element, defined in 7.3.2.30, and the optional TCLAS element, defined in 7.3.2.31, contain the QoS parameters that define the TS. The TS is identified by the TSID and Direction fields within the TSPEC element. The TCLAS element is optional at the discretion of the non-AP STA that sends the ADDTS Request frame, regardless of the setting of the access policy (EDCA or HCCA). There may be one or more TCLAS elements in the ADDTS frame. The TCLAS Processing element is present when there are more than one TCLAS element and is defined in 7.3.2.33.
The U-APSD Coexistence element, defined in 7.3.2.89, contains the coexistence parameters requested by the non-AP STA when using the U-APSD Coexistence capability as described in 11.2.1.4.1. The U-APSD Coexistence element is optionally present.
10.3.24.1.2 Semantics of the service primitive

Change the paragraph starting with “The primitive parameter ...” as follows: 
The primitive parameters are as follows:

MLME-ADDTS.request (

DialogToken,

TSPEC,

TCLAS,

TCLASProcessing,

ADDTSFailureTimeout,

U-APSD Coexistence, 

VendorSpecificInfo

)

Insert the following new rows before VendorSpecificInfo in the parameter table: 

	Name
	Type
	Valid range
	Description

	U-APSD Coexistence
	U-APSD Coexistence element
	As defined in 7.3.2.89 (U-APSD Coexistence element)
	Indicates the coexistence parameters for requested transmission during a U-APSD service period.


10.3.24.3 MLME-ADDTS.indication

Change the paragraph starting with “The primitive parameter ...” as follows: 
The primitive parameters are as follows:

MLME-ADDTS.request (

DialogToken,

TSPEC,

TCLAS,

TCLASProcessing,

U-APSD Coexistence, 

VendorSpecificInfo

)

Insert the following new rows before VendorSpecificInfo in the parameter table:

	Name
	Type
	Valid range
	Description

	U-APSD Coexistence
	U-APSD Coexistence element
	As defined in 7.3.2.89 (U-APSD Coexistence element)
	Indicates the coexistence parameters for requested transmission during a U-APSD service period.


11.2.1.4 Power management with APSD

QoS APs capable of supporting automatic power save delivery (APSD) shall signal this capability through the use of the APSD subfield in the Capability Information field in Beacon, Probe Response, and (Re)Association Response management frames.

Non-AP QoS STAs use the Power Management field in the Frame Control field of a frame to indicate whether it is in active or PS mode. As APSD is a mechanism for the delivery of downlink frames to powersaving STAs, the frames of a non-AP STA using APSD shall have the Power Management bit in the Frame Control field set to 1 for buffering to take place at the AP. 
APSD defines two delivery mechanisms, namely unscheduled APSD (U-APSD) and scheduled APSD (S-APSD). Non-AP STAs may use U-APSD to have some or all of their frames delivered during unscheduled SPs. Non-AP STAs may use S-APSD to schedule delivery of some or all of their frames during scheduled SPs.

If there is no unscheduled SP in progress, the unscheduled SP begins when the AP receives a trigger frame from a non-AP STA, which is a QoS data or QoS Null frame associated with an AC the STA has configured to be trigger-enabled. An unscheduled SP ends after the AP has attempted to transmit at least one MSDU or MMPDU associated with a delivery enabled AC and destined for the non-AP STA, but no more than the number indicated in the Max SP Length field if the field has a nonzero value.
In order to configure an AP to deliver frames during an unscheduled SP, the non-AP STA designates one or more of its ACs to be delivery-enabled and one or more of its AC to be trigger-enabled. A non-AP STA may configure an AP to use U-APSD using two methods. First, a non-AP STA may set individual U-APSD Flag bits in the QoS Info subfield of the QoS Capability element carried in (Re)Association Request frames. When a U-APSD Flag bit is set, it indicates that the corresponding AC is both delivery- and trigger-enabled. When all four U-APSD Flag subfields are set to 1 in (Re)Association Request frames, all the ACs associated with the non-AP STA are trigger- and delivery-enabled during (re)association. 
When all four U-APSD Flag subfields are set to 0 in (Re)Association Request frames, none of the ACs associated with the non-AP STA is trigger- or delivery-enabled during (re)association. Alternatively, a non-AP STA may designate one or more AC as trigger-enabled and one or more AC as delivery-enabled by sending an ADDTS Request frame per AC to the AP with the APSD subfield set to 1 and the Schedule subfield set to 0 in the TS Info field in the TSPEC element. APSD settings in a TSPEC request take precedence over the static U-APSD settings carried in the QoS Capability element. In other words, a TSPEC request overwrites any previous U-APSD setting of an AC. The request may be sent for ACs for which the ACM subfield is set to 0. 
A non-AP STA may set an AC to be trigger- or delivery-enabled for its own use by setting up TSPECs with the APSD subfield set to 1 and the Schedule subfield set to 0 in the uplink or downlink direction, respectively. An uplink TSPEC plus a downlink TSPEC, or a bi-directional TSPEC with the APSD subfield set to 1 and the Schedule subfield set to 0, makes an AC both trigger- and delivery-enabled. An uplink TSPEC plus a downlink TSPEC, or a bi-directional TSPEC with the APSD and the Schedule subfields both set to 0, makes an AC neither trigger- nor delivery-enabled. 
A scheduled SP starts at fixed intervals of time specified in the Service Interval field. In order to use a scheduled SP for a TS when the access policy is controlled channel access, a non-AP STA shall send an ADDTS Request frame to the AP with the APSD subfield of the TS Info field in the TSPEC element set to 1. To use a scheduled SP for a TS for a AC when the access policy is contention-based channel access, a non- AP STA shall send an ADDTS Request frame to the AP with the APSD and Schedule subfields of the TS nfo field in the TSPEC element both set to 1. If the APSD mechanism is supported by the AP and the AP accepts the corresponding ADDTS Request frame from the non-AP STA, the AP shall respond to the ADDTS Request frame with a response containing the Schedule element indicating that the requested service can be accommodated by the AP. The first scheduled SP starts when the lower order 4 octets of the TSF timer equals the value specified in the Service Start Time field. A non-AP STA using scheduled SP shall first wake up to receive downlink unicast frames buffered and/or polls from the AP/HC. The STA shall wake up subsequently at a fixed time interval equal to the SI. The AP may modify the service start time by indicating so in the Schedule element in ADDTS Response frame and in Schedule frames. 
A scheduled SP begins at the scheduled wakeup time that corresponds to the SI and the service start time indicated in the Schedule element sent in response to a TSPEC. The STA shall wake up at a subsequent time when

(TSF – service start time) mod minimum SI = 0.

If scheduled services periods are supported in a BSS, a STA may use both unscheduled and scheduled APSD on different ACs at the same time. When a non-AP STA establishes scheduled delivery for an AC, that AC shall be considered delivery-enabled. However, the AP shall not transmit frames associated with that AC during an SP that is initiated by a trigger frame, and it shall not treat frames associated with the AC that are received from the STA as trigger frames. The AP shall decline any ADDTS Request frame that indicates the use of both scheduled and unscheduled APSD to be used on the same AC at the same time. 
APSD shall be used only to deliver unicast frames to a STA. Broadcast/multicast frame delivery shall follow the frame delivery rules defined for broadcast/multicast frames as defined in 11.2.1.6.
11.2.1.4.1 U-APSD Coexistence 
A non-AP STA that uses U-APSD may not be able to receive all AP transmitted frames during the service period due to interference observed at the non-AP STA. Although the AP may not observe the same interference, it is able to determine that the frames were not received correctly by the non-AP STA. The U-APSD Coexistence capability enables the AP to transmit frames during a period of the service period that improves the likelihood that the non-AP STA receives the frames when the non-AP STA is experiencing interference. It also reduces the likelihood that the AP transmits frames during the service period that are not received successfully.
11.2.1.4.1.a U-APSD Coexistence Capability
A STA that has a value of true for the MIB attribute dot11MgmtOptionUAPSDCoexistenceEnabled is defined as a STA that supports U-APSD Coexistence. A STA for which the MIB attribute dot11MgmtOptionUAPSDCoexistenceEnabled is set to true shall set the U-APSD Coexistence field of the Extended Capabilities information element to 1, set to 0 otherwise.
11.2.1.4.1.b U-APSD Coexistence Parameter Configuration 
A non-AP STA that is associated to an AP where both have previously advertised support for the U-APSD Coexistence capability may transmit ADDTS Request frames including the U-APSD Coexistence element to the AP.
Upon successful reception of the ADDTS Request frame, the AP shall process the content of the ADDTS Request excluding the U-APSD Coexistence element as described in 11.2.1.4. The content of the ADDTS Request excluding U-APSD Coexistence element is referred to in subsequent text as the Base ADDTS Request. If the AP determines that the Base ADDTS Request cannot be granted it shall respond as described in 11.2.1.4. If the AP determines the Base ADDTS Request can be granted it shall process the U-APSD Coexistence element. If the AP supports transmission of frames during the U-APSD service period for the duration value specified in the U-APSD Coexistence element Duration field, it shall grant the ADDTS Request as described in 11.2.1.4. Otherwise it shall deny the ADDTS Request.
If the AP has previously granted a ADDTS Request with U-APSD Coexistence a non-AP STA that continues using QoS services provided by ADDTS without U-APSD coexistence, may terminate the use of U-APSD Coexistence by transmitting a ADDTS Request without the U-APSD Coexistence element. If the non-AP STA wants to terminate use of all QoS services provided by ADDTS including U-APSD Coexistence, it may transmit a DELTS Request to the AP.
The non-AP STA may transmit multiple ADDTS Request frames to the AP where the last successfully received ADDTS Request frame will override any previously received ADDTS Request frame.

11.2.1.4.1.c U-APSD Coexistence Service Period Processing 
An AP that supports U-APSD Coexistence and accepts an ADDTS request shall limit the U-APSD Service Period to the duration specified in the ADDTS Coexistence element, and shall transmit frames to the requesting non-AP STA based on the following rules:

1) If the non-AP STA specified a non-zero TSF 0 Offset value in the U-APSD Coexistence element, the AP shall transmit frames to the non-AP STA starting after the U-APSD trigger frame and ending after the transmission period specified by the result of the following calculation:
End of transmission period = T + (Interval – ((T – TSF 0 Offset) mod Interval))
Where T is the time the U-APSD trigger frame was received at the AP

2) If the non-AP STA specified a zero TSF 0 Offset value in the U-APSD Coexistence element, the AP shall transmit frames to the non-AP STA starting after the U-APSD trigger frame and ending after the transmission period specified by the Interval/Duration value in the U-APSD Coexistence element in the ADDTS Request frame.
Throughout the U-APSD Service Period, the AP shall set the More bit to 1 if it has more frames to be transmitted and it can determine the frame may be received successfully before the service period expires. The AP shall set the EOSP bit to 1 in the last frame transmitted to the non-AP STA during the U-APSD Coexistence duration. 
If that frame cannot be received by the non-AP STA before the termination of the U-APSD SP the AP shall transmit a QoS null frame with the EOSP bit set to 1.

Both the AP and non-AP STA shall terminate the U-APSD Service Period after the U-APSD Coexistence Duration has expired after the trigger frame was received at the AP.
A.4.21 WNM extensions

	Item
	Protocol Capability
	References
	Status
	Support

	Item
	Protocol Capability
	References
	Status
	Support

	WNM1
	Extended Capabilities information element
	7.3.2.27
	CFv:M
	Yes, No, N/A

	WNM2
	STA Statistics (Triggered) and Multicast Diagnostics 
	11.10.7
	CFv:M
	Yes, No, N/A

	
WNM2.1
	
Protocol for Triggered Measurements
	11.10.7
	CFv:M
	Yes, No, N/A

	
WNM2.2
	
Triggered STA Statistics
	7.3.2.21.8,
7.3.2.22.8, 7.4.6.1,7.4.6.2,
11.10.8.5
	CFv:O
	Yes, No, N/A

	
WNM2.3
	
Multicast Diagnostics
	7.3.2.21.12,
7.3.2.22.11, 7.4.6.1,7.4.6.2,
11.20.2
	CFv:M
	Yes, No, N/A

	WNM3
	Event 
	11.22.2
	CFv:M
	Yes, No, N/A

	
WNM3.1
	
Event Request frame
	7.3.2.66,
7.4.12.2
	(CFv AND CF1):M
	Yes, No, N/A

	
WNM3.2
	
Event Report frame
	7.3.2.67,
7.4.12.3
	(CFv AND CF2):M
	Yes, No, N/A

	WNM4
	Diagnostic 
	11.22.3
	CFv:M 
	Yes, No, N/A

	
WNM4.1
	
Diagnostic Request frame
	7.3.2.68,
7.4.12.4
	(CFv AND CF1):M
	Yes, No, N/A

	
WNM4.2
	
Diagnostic Report frame
	7.3.2.69,
7.4.12.5
	 (CFv AND CF2):M 
	Yes, No, N/A

	WNM4.3
	Configuration Profile Diagnostic Type
	7.3.2.69.3, 11.22.3.2
	CFv:M
	Yes, No, N/A

	WNM4.4
	Manufacturer Information STA Report Diagnostic Type
	7.3.2.69.2, 11.22.3.3
	CFv:M
	Yes, No, N/A

	WNM4.5
	Association Diagnostic Type
	7.3.2.68.2, 7.3.2.69.4, 11.22.3.4
	CFv:M
	Yes, No, N/A

	WNM4.6
	802.1X Authentication Diagnostic Type
	7.3.2.68.3,

7.3.2.69.5, 11.22.3.5
	(CFv AND PC34):M
	Yes, No, N/A

	WNM5
	Location
	11.22.4, 7.3.2.70
	CFv:M
	Yes, No, N/A

	WNM5.1
	Location Civic Request/Report
	11.10.8.9
	CFv:M
	Yes, No, N/A

	WNM5.2
	Location Identifier Request/Report
	11.10.8.10
	CFv:M
	Yes, No, N/A

	WNM5.3

WNM5.3.1

WNM5.3.2
	Location Track Notification

Time Of Departure Notifications

Motion Detection Notifications
	11.22.4,7.4.7.10

11.22.4,7.3.2.70

11.22.4,7.3.2.70
	CFv:O

CFv:O

CFv:O
	Yes, No, N/A

	WNM5.4

WNM5.4.1

WNM5.4.2


	Location Configuration Request frame

Normal Indication

Motion Indication
	7.4.12.6,7.3.2.70

7.4.12.6,7.3.2.70

7.4.12.6,7.3.2.70
	CFv:M

CFv:O

CFv:O
	Yes, No, N/A

Yes, No, N/A

Yes, No, N/A

	WNM5.5
	Location Configuration Response frame
	7.4.12.7,7.3.2.70
	CFv:M
	Yes, No, N/A

	*WNM6
	Multiple BSSID Support
	11.1.2.3a, 11.1.3, 11.10.11
	CFv:O
	Yes, No, N/A

	WNM6.1
	Multiple BSSID element
	7.3.2.46
	WNM6:M
	Yes, No, N/A

	WNM6.2
	Multiple BSSID-index element
	7.3.2.73
	WNM6:M
	Yes, No, N/A

	WNM7
	BSS Transition Management
	11.22.6
	CFv:M 
	Yes, No, N/A

	
WNM7.1
	
Neighbor Report element
	7.3.2.37

	(CFv AND CF1):M
	Yes, No, N/A

	
WNM7.2
	
BSS Transition Management Query frame
	7.4.12.8
	(CFv AND CF1):M
	Yes, No, N/A

	
WNM7.3
	
BSS Transition Management Request frame
	7.4.12.9
	 (CFv AND CF2):M 
	Yes, No, N/A

	
WNM7.4
	
BSS Transition Management Response frame
	7.4.12.10
	 (CFv AND CF2):M 
	Yes, No, N/A

	*WNM8
	FMS
	11.2.1.4a
	CFv:O
	Yes, No, N/A

	WNM8.1
	FMS Request frame
	7.4.12.11
	(CF2&WNM8):M
	Yes, No, N/A

	WNM8.2
	FMS Response frame
	7.4.12.12
	(CF1&WNM8):M
	Yes, No, N/A

	WNM9
	Proxy ARP
	11.22.13
	CFv:O
	Yes, No, N/A

	*WNM10
	Collocated Interference Reporting
	 11.22.9
	CFv:O
	Yes, No, N/A

	WNM10.1
	Collocated Interference Request frame
	7.4.12.13
	WNM10:M
	Yes, No, N/A

	WNM10.2
	Collocated Interference Response frame
	7.4.12.12
	WNM10:M
	Yes, No, N/A

	*WNM11
	BSS Max idle period
	11.22.12
	CFv:M
	Yes, No, N/A

	WNM11.1
	BSS Max Idle Period element
	7.3.2.78
	WNM11:M
	Yes, No, N/A

	*WNM12
	TFS 
	11.22.11
	CFv:O
	Yes, No, N/A

	WNM12.1
	TFS Request frame
	7.3.2.79, 7.4.12.15
	WNM12:M
	Yes, No, N/A

	WNM12.2
	TFS Response frame
	7.3.2.80, 7.4.12.16
	WNM12:M
	Yes, No, N/A

	WNM12.3
	TFS Notify frame
	7.4.12.17
	(CF1&WNM12):M,

(CF2&WNM12):O
	Yes, No, N/A

	*WNM13
	WNM-Sleep Mode 
	11.2.1.16
	WNM12:O
	Yes, No, N/A

	WNM13.1
	WNM-Sleep Mode Request frame
	7.3.2.81, 7.4.12.18
	WNM13:M
	Yes, No, N/A

	WNM13.2
	WNM-Sleep Mode Response frame
	7.3.2.81, 7.4.12.19
	WNM13:M
	Yes, No, N/A

	*WNM14
	TIM Broadcast
	 11.2.1.13 
	CFv:O
	Yes, No. N/A

	WNM14.1
	TIM Broadcast Request frame
	7.3.2.82, 7.4.12.20,
	WNM14:M
	Yes, No, N/A

	WNM14.2
	TIM Broadcast Response frame
	7.3.2.83, 7.4.12.21
	WNM14:M
	Yes, No, N/A

	WNM14.3
	TIM Broadcast frame
	7.4.13.2
	WNM14:M
	Yes, No, N/A

	*WNM15
	QoS Traffic Capability
	11.22.9
	(CFv AND CF2):O
	Yes, No, N/A

	WNM15.1
	QoS Traffic Capability element
	7.3.2.77,
	WNM15:M
	Yes, No, N/A

	WNM15.2
	QoS Traffic Capability update frame
	7.4.12.22
	WNM15:M
	Yes, No, N/A

	WNM16
	AC Station Count
	11.22.10
	(CFv AND CF2):O
	Yes, No, N/A

	 WNM17
	Timing Measurement
	11.22.5
	CFv:O
	Yes, No, N/A

	*WNM18
	Channel Usage
	11.22.14
	CFv:O
	Yes, No, N/A

	WNM18.1
	Channel Usage Request frame
	7.3.2.85, 7.4.12.23
	WNM18:M
	Yes, No, N/A

	WNM18.2
	Channel Usage Response frame
	7.3.2.85, 7.4.12.24
	WNM18:M
	Yes, No, N/A

	*WNM19
	DMS
	11.22.15
	(CFv AND CF16):O
	Yes, No, N/A

	WNM19.1
	DMS Request frame
	7.3.2.87, 7.4.12.25 
	WNM19:M
	Yes, No, N/A

	WNM19.2
	DMS Response frame
	7.3.2.88, 7.4.12.26 
	WNM19:M
	Yes, No, N/A

	WNM20
	UTC TSF Offset
	11.21.3, 7.3.2.65,

7.3.2.86
	CFv:O
	Yes, No, N/A

	WNM21
	U-APSD Coexistence
	11.2.1.4.1

7.3.2.89
	CFv:O
	Yes, No, N/A


-- **********************************************************************

-- * dot11WirelessMgmtOptions TABLE

-- **********************************************************************

dot11WirelessMgmtOptionsTable OBJECT-TYPE



SYNTAX SEQUENCE OF Dot11WirelessMgmtOptionsEntry



MAX-ACCESS not-accessible



STATUS current



DESCRIPTION


    
“Wireless Management attributes. In tabular form to allow for multiple instances on an agent. This table only applies to the interface if dot11WirelessManagementImplemented is set to TRUE in the dot11StationConfigTable. Otherwise this table should be ignored.”



::= { dot11smt 17 }

dot11WirelessMgmtOptionsEntry OBJECT-TYPE



SYNTAX Dot11WirelessMgmtOptionsEntry



MAX-ACCESS not-accessible



STATUS current



DESCRIPTION


    
"An entry in the dot11WirelessMgmtOptionsTable. For all Wireless Management features, an "enabled" MIB variable is used to enable or disable the corresponding feature.  An "Implemented" MIB variable is used for an optional feature to indicate whether the feature is implemented. A mandatory feature does not have a corresponding "Implemented" MIB variable. It is possible for there to be multiple IEEE 802.11 interfaces on one agent, each with its unique MAC address. The


    relationship between an IEEE 802.11 interface and an interface in the context of the Internet-standard MIB is one-to-one. As such, the value of an ifIndex object


    instance can be directly used to identify corresponding instances of the objects defined herein.


    ifIndex - Each IEEE 802.11 interface is represented by an ifEntry. Interface tables in this MIB module are indexed by ifIndex."



INDEX { ifIndex }



::= { dot11WirelessMgmtOptionsTable 1 }

Dot11WirelessMgmtOptionsEntry ::=


SEQUENCE {



dot11MgmtOptionLocationEnabled



TruthValue,



dot11MgmtOptionFMSImplemented



TruthValue,



dot11MgmtOptionFMSEnabled



TruthValue,



dot11MgmtOptionEventsEnabled



TruthValue,



dot11MgmtOptionDiagnosticsEnabled



TruthValue,



dot11MgmtOptionMultiBSSIDImplemented



TruthValue,



dot11MgmtOptionMultiBSSIDEnabled



TruthValue,



dot11MgmtOptionTFSImplemented 



TruthValue,



dot11MgmtOptionTFSEnabled



TruthValue,



dot11MgmtOptionWNMSleepModeImplemented



TruthValue, 


















 


dot11MgmtOptionWNMSleepModeEnabled



TruthValue,



dot11MgmtOptionTIMBroadcastImplemented



TruthValue,



dot11MgmtOptionTIMBroadcastEnabled



TruthValue,



dot11MgmtOptionProxyARPEnabled



TruthValue,


dot11MgmtOptionProxyARPImplemented 



TruthValue



dot11MgmtOptionBSSTransitionEnabled



TruthValue,



dot11MgmtOptionQoSTrafficCapabilityImplemented




TruthValue,



dot11MgmtOptionQoSTrafficCapabilityEnabled




TruthValue,



dot11MgmtOptionACStationCountImplemented




TruthValue,



dot11MgmtOptionACStationCountEnabled



TruthValue,



dot11MgmtOptionMulticastDiagnosticsEnabled




TruthValue,


dot11MgmtOptionCoLocIntfReportingEnabled




TruthValue,



dot11MgmtOptionCoLocIntReportingImplemented




TruthValue,



dot11MgmtOptionLocationTrackNotificationImplemented





TruthValue, 



dot11MgmtOptionLocationTrackNotificationEnabled




TruthValue,



dot11MgmtOptionMotionDetectionImplemented




TruthValue, 


dot11MgmtOptionMotionDetectionEnabled



TruthValue,


dot11MgmtOptionTODImplemented 



TruthValue,



dot11MgmtOptionTODEnabled



TruthValue,



dot11MgmtOptionTimingMsmtImplemented 



TruthValue,



dot11MgmtOptionTimingMsmtEnabled



TruthValue,


dot11MgmtOptionChannelUsageImplemented



TruthValue,


dot11MgmtOptionChannelUsageEnabled



TruthValue,



dot11MgmtOptionTriggerSTAStatisticsEnabled




TruthValue,



dot11MgmtOptionSSIDListImplemented 



TruthValue,



dot11MgmtOptionSSIDListEnabled 



TruthValue,



dot11MgmtOptionDMSImplemented



TruthValue,



dot11MgmtOptionDMSEnabled



TruthValue,



dot11MgmtOptionUTCTSFOffsetImplemented



TruthValue,



dot11MgmtOptionUTCTSFOffsetEnabled



TruthValue,



dot11MgmtOptionUAPSDCoexistenceEnabled


TruthValue,



dot11MgmtOptionUAPSDCoexistenceImplemented

TruthValue}

dot11MgmtOptionLocationEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write 



STATUS current 



DESCRIPTION 



"This attribute, when TRUE, indicates that the capability of the station to provide location is enabled. The capability is disabled, otherwise."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 1 } 

dot11MgmtOptionFMSImplemented OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only 



STATUS current 



DESCRIPTION 



"This attribute, when TRUE, indicates that the station implementation is capable of supporting FMS when the dot11WirelessManagementImplemented is set to TRUE."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 2 } 

dot11MgmtOptionFMSEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write



STATUS current 



DESCRIPTION 



"This attribute, when TRUE, indicates that the capability of the station to provide FMS is enabled. The capability is disabled, otherwise"



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 3 } 

dot11MgmtOptionEventsEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write



STATUS current 



DESCRIPTION 



"This attribute, when TRUE, indicates that the capability of the station to provide Event Reporting is enabled. The capability is disabled, otherwise"



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 4 }

dot11MgmtOptionDiagnosticsEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write



STATUS current 



DESCRIPTION 



"This attribute, when TRUE, indicates that the capability of the station to provide Diagnostic Reporting is enabled. The capability is disabled, otherwise."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 5 } 

dot11MgmtOptionMultiBSSIDImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only 

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the station 

implementation is capable of supporting Multiple BSSID when the dot11WirelessManagementImplemented is set to TRUE."

DEFVAL { false}

::= { dot11WirelessMgmtOptionsEntry 6 } 

dot11MgmtOptionMultiBSSIDEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the

capability of the station to provide Multi BSSID is

enabled. The capability is disabled, otherwise."

DEFVAL { false}

::= { dot11WirelessMgmtOptionsEntry 7 }

dot11MgmtOptionTFSImplemented OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-only

          STATUS current

          DESCRIPTION

"This attribute, when TRUE, indicates that the station implementation is capable of supporting TFS when the dot11WirelessManagementImplemented is set to TRUE."
DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 8 }

dot11MgmtOptionTFSEnabled OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-write

          STATUS current

          DESCRIPTION

"This attribute, when TRUE, indicates that TFS is enabled. TFS is disabled otherwise."

DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 9 }

dot11MgmtOptionWNMSleepModeImplemented OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-only

          STATUS current

          DESCRIPTION

"This attribute, when TRUE, indicates that the station implementation is capable of supporting WNMSleep Mode when the dot11WirelessManagementImplemented is set to TRUE."

DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 10 }

dot11MgmtOptionWNMSleepModeEnabled OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-write

          STATUS current

          DESCRIPTION

"This attribute, when TRUE, indicates that WNMSleep Mode is enabled. WNMSleep Mode is disabled otherwise."

DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 11 }

dot11MgmtOptionTIMBroadcastImplemented OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-only

          STATUS current

          DESCRIPTION

"This attribute, when TRUE, indicates that the station implementation is capable of supporting TIM Broadcast when the dot11WirelessManagementImplemented is set to TRUE."

DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 12}

dot11MgmtOptionTIMBroadcastEnabled OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-write

          STATUS current

          DESCRIPTION

"This attribute, when TRUE, indicates that TIM broadcast is enabled. TIM broadcast is disabled otherwise."

DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 13}

dot11MgmtOptionProxyARPEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write



STATUS current



DESCRIPTION 




"This attribute, when TRUE, indicates that the capability of the AP to provide the Proxy ARP service is enabled. The capability is disabled, otherwise."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 14 }

dot11MgmtOptionProxyARPImplemented OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only



STATUS current



DESCRIPTION



 "This attribute, when TRUE, indicates that the station implementation is capable of supporting the Proxy ARP service, when the dot11WirelessManagementImplemented is set to TRUE.”



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 15 }

dot11MgmtOptionBSSTransitionEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write 



STATUS current 



DESCRIPTION 




"This attribute, when TRUE, indicates that the capability of the station to provide BSS Transition is enabled. The capability is disabled, otherwise. "



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 16 } 

dot11MgmtOptionQoSTrafficCapabilityImplemented OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-only

          STATUS current

          DESCRIPTION



"This attribute, when TRUE, indicates that the station implementation is capable of supporting QoS Traffic Capability when the dot11WirelessManagementImplemented is set to TRUE."



DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 17 }

dot11MgmtOptionQoSTrafficCapabilityEnabled OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-write

          STATUS current

          DESCRIPTION



"This attribute, when TRUE, indicates that the capability of the station to provide QoS Traffic Capability is enabled. QoS Traffic Capability is disabled otherwise."



DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 18 }

dot11MgmtOptionACStationCountImplemented OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-only

          STATUS current

          DESCRIPTION



"This attribute, when TRUE, indicates that the station implementation is capable of supporting AC Station Count when the dot11WirelessManagementImplemented is set to TRUE."



DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 19 }

dot11MgmtOptionACStationCountEnabled OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-write

          STATUS current

          DESCRIPTION



"This attribute, when TRUE, indicates that the capability of the station to provide AC Station Count is enabled. AC Station Count is disabled otherwise."



DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 20 }

dot11MgmtOptionCoLocIntfReportingEnabled OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-write

          STATUS current

          DESCRIPTION



"This attribute, when TRUE, indicates that the capability of the station to support supports Colocated Interference Reporting is enabled. The capability is disabled, otherwise."



DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 21 }

dot11MgmtOptionCoLocIntReportingImplemented OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-write

          STATUS current

          DESCRIPTION



"This attribute, when TRUE, indicates that the station implementation is capable of supporting Colocated Interference Reporting. The capability is disabled, otherwise."



DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 22 }

dot11MgmtOptionMotionDetectionImplemented OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only 



STATUS current 



DESCRIPTION 



 "This attribute, when TRUE, indicates that the station implementation is capable of supporting motion detection when the dot11WirelessManagementImplemented is set to TRUE. "



DEFVAL { false}

::= { dot11WirelessMgmtOptionsEntry 23 } 

dot11MgmtOptionMotionDetectionEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write 



STATUS current 



DESCRIPTION 



 "This attribute, when TRUE, indicates that the capability to support motion detection is enabled." 



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 24 } 

dot11MgmtOptionTODImplemented OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only 



STATUS current 



DESCRIPTION 



 "This attribute, when TRUE, indicates that the station implementation is capable of supporting Time Of Departure for transmitted Clause 15, 17, 18, 19 and 20 frames when the dot11WirelessManagementImplemented is set to TRUE."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 25 } 

dot11MgmtOptionTODEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write 



STATUS current 



DESCRIPTION 



 "This attribute, when TRUE, indicates that the capability to support Time Of Departure frames for transmitted Clause 15, 17, 18, 19 and 20 frames is enabled."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 26 } 

dot11MgmtOptionTimingMsmtImplemented OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only 



STATUS current 



DESCRIPTION 



 "This attribute, when TRUE, indicates that the station implementation is capable of supporting Timing Measurement capability when the dot11WirelessManagementImplemented is set to TRUE."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 27 } 

dot11MgmtOptionTimingMsmtEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write 



STATUS current 



DESCRIPTION 



 "This attribute, when TRUE, indicates that the station capability for Timing Measurement is enabled. FALSE indicates the station has no Timing Measurement capability or that the capability is present but is disabled."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 28 }

dot11MgmtOptionChannelUsageImplemented OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-only

          STATUS current

          DESCRIPTION



"This attribute, when TRUE, indicates that the station implementation is capable of supporting Channel Usage when the dot11WirelessManagementImplemented is set to TRUE.”

DEFVAL { false}
::= { dot11WirelessMgmtOptionsEntry 29 }

dot11MgmtOptionChannelUsageEnabled OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-write

          STATUS current

          DESCRIPTION



"This attribute, when TRUE, indicates that Channel Usage is enabled. Channel Usage is disabled otherwise.”


DEFVAL { false}


::= { dot11WirelessMgmtOptionsEntry 30 }

dot11MgmtOptionTriggerSTAStatisticsEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write



STATUS current



DESCRIPTION



“This attribute, when TRUE, indicates that the capability of the station to provide triggered STA statistics is enabled. The capability is disabled otherwise"



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 31 }

dot11MgmtOptionSSIDListImplemented OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only



STATUS current



DESCRIPTION



"This attribute, when TRUE, indicates that the station implementation is capable of supporting the SSID List capability when the dot11WirelessManagementImplemented is TRUE."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 32 }

dot11MgmtOptionSSIDListEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only



STATUS current



DESCRIPTION



"This attribute, when TRUE, indicates that the capability of the station to support the SSID List capability is enabled. The capability is disabled, otherwise"



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 33 }

dot11MgmtOptionMulticastDiagnosticsEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the

capability of the station to provide Multicast Diagnostic Reporting is

enabled. The capability is disabled, otherwise."

DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 34 } 

dot11MgmtOptionLocationTrackNotificationImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the station 

implementation is capable of supporting Location Track Notification when the dot11WirelessManagementImplemented is TRUE."

DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 35 }

dot11MgmtOptionLocationTrackNotificationEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the

capability of the station to provide Location Track Notification is

enabled. The capability is disabled otherwise."

DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 36 }

dot11MgmtOptionDMSImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the station implementation is capable of supporting DMS when the dot11WirelessManagementImplemented is TRUE."

DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 37 }

dot11MgmtOptionDMSEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that DMS is enabled. DMS is disabled otherwise."

DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 38 }

dot11MgmtOptionUTCTSFOffsetImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the

Station implementation is capable of supporting UTC TSF Offset advertisement when the dot11WirelessManagementImplemented is set to TRUE."

DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 39 }

dot11MgmtOptionUTCTSFOffsetEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that UTC TSF Offset advertisement is enabled at the station. The capability is disabled, otherwise."

DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 40}

dot11MgmtOptionUAPSDCoexistenceEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that U-APSD Coexistence is enabled. U-APSD Coexistence is disabled otherwise."

DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 41 }

dot11MgmtOptionUAPSDExistenceImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the

Station implementation is capable of supporting U-APSD Coexistence when the dot11WirelessManagementImplemented is set to TRUE."

DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 42 }

Abstract


This proposal provides a solution to resolve SB #1 CIDs 98, 315, 316 and SB Recirc CID 2 & 3.





The proposed text changes are based on TGv draft D9.0.
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