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7
Frame formats
7.3
Management frame body components

7.3.2
Information elements

7.3.2.93
Roaming Consortium information element

Change the text as shown below:
The OI field is defined in 7.3.1.21. Each OI identifies a roaming consortium (group of SSPs with inter-SSP roaming agreement) or a single SSP. The value of the OI(s) in this table are equal to the value of the first 3 OIs in the dot11RoamingConsortiumTable. If fewer than 3 values are defined in the dot11RoamingConsortiumTable, then only as many OIs as defined in the table are populated in this element.
7.3.4
Native query protocol elements

7.3.4.1
Capability List
11 MLME
11.23 WLAN Interworking with External Networks Procedures
11.23.2
Interworking Procedures: Generic Advertisement Services

11.23.2.1
Native GAS Protocol
11.21.2.1.1
Native Query protocol procedures
Insert the following new clause shown below, renumbering subsequent clauses as appropriate.  Note the reference below ot [B11a] is provided in Annex P in P802.11p-d9.0.11.23.2.1.1.1
Roaming Consortium List Procedures

The Roaming Consortium List, which contains a set of OIs, can be retrieved from an AP by a non-AP STA using the native-GAS procedures defined in 11.23.2.1.2.  An AP including an OI in the Roaming Consortium List shall be capable of successfully authenticating a non-AP STA having valid security credentials for the SSPN identified by that OI.  Methods used by the AP to authenticate the non-AP STA include, but are not limited to, RSNA algorithms and Open System authentication.

Each OI identifies an SSP or group of SSPs (i.e., a roaming consortium).  An SSP or group of SSPs can register for and obtain an OI using the procedures defined in [B11a].

A non-AP STA can have a locally stored binding between an OI and a set of security credentials with which it can authenticate to the network identified by the OI, that is, the SSP’s SSPN.  The method by which this binding is obtained is outside the scope of this standard.  A non-AP STA can select from that list of credentials when authenticating to the BSS.
Abstract


This submission addresses the following comments from the P802.11u Initial Sponsor Ballot: 7461100023 and row # 332 (MyBallot did not assign a CID).
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