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Summary of the intention of this document
1. Clean up the definition of mesh AP and mesh portal.
2. Close CID1099 with resolution code “accept”.

Suggested changes to the draft spec

1. Delete the definition of mesh access point.

2. Change the references to “mesh access point” to “mesh STA collocated with AP”.

3. Delete the definition of mesh portal.

4. Change the references to “mesh portal” to “mesh STA collocated with portal”.
Apply the following changes.
Corresponding changes to D3.04 are indicated in the following text with “Track Changes” on, to clarify the direction to the editor. Please update the part indicated by the “Track Changes” only.

· Definitions

· 

· 
· IEEE 802.11 components and mesh BSS

An example mesh BSS and 802.11 network is illustrated in Figure s1 (Example MBSS containing mesh STAs, mesh APs, and portals). A mesh STA may be collocated with one or more other entities (e.g., AP, portal, etc.), see 11C.8.6 (Mesh STA collocation). The implementation of collocated entities is beyond the scope of this standard. The configuration of a mesh STA that is collocated with an Access Point allows the utilization of the mesh BSS as a distribution system. In this case, two different entities (mesh STA and Access Point) exist in the collocated device and the mesh BSS is hidden to the STA that associates to the Access Point. Only mesh STAs participate in mesh functionalities such as path selection and forwarding. Portals collocatd with one or more mesh STAs interface the mesh BSS to other IEEE 802 LAN segments.
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	· Example MBSS containing mesh STAs, APs, and portals


· Interworking with external networks

A mesh BSS may have an interface to zero or more portals that may be connected to one
 or more LAN segments. Using the Portal Announcement element a mesh STA that is collocated with one or more portal(s) announces that it has an interface to a portal. Portal Announcements allow mesh STAs to select the appropriate portal and build a path towards it. In case multiple portals are connected to the mesh BSS, proper configuration is necessary. The mechanisms and frames utilized to manage the configuration are defined for the mesh BSS. The details of the mesh BSS interworking are described in 11C.8 (Interworking).

· Overview of the services

· Distribution of messages within a DS

· Distribution

Change the sixth paragraph in 5.4.1.1 as follows:

While IEEE Std 802.11 does not specify DS implementations, it does recognize and support the use of the WM as the one possible DSM. This is specifically supported by the IEEE 802.11 frame formats. (Refer to Clause 7 (Frame formats

)
 for details.) The mesh BSS can form a whole or a part of the DS using the WM, as shown in Figure s1 (Example MBSS containing mesh STAs, mesh APs, and portals). Mesh services are used to form a mesh BSS and distribute the messages. How mesh BSSs are formed and how messages are distributed through a mesh BSS are defined in Clause 11C (MLME Mesh Procedures).

· Mesh Formation Info

The details of the Mesh Formation Info field are shown in Figure s15 (

Mesh Formation Info field

)
.

	B0
	B1-B4
	B5-B7

	Connected to Portal
	Number of Peerings
	Reserved

	Bits: 1
	4
	3

	· Mesh Formation Info field


The Connected to Portal field is set to 1, if the mesh STA has a mesh path to a mesh STA collocated with a portal, and set to 0 otherwise.

The Number of Peerings field is set to the number of mesh peerings or 15 whichever is smaller.

· PANN element

The Portal Announcement (PANN) element is used for announcing in the MBSS the presence of a mesh STA collocated with a portal.

The PANN element is transmitted in a beacon or a Mesh Interworking action frame (see 7.4.15 (Mesh Interworking action frame details

)
).

The format of the PANN element is shown in Figure s32 (PANN element).

	Element ID
	Length
	Flags
	Hopcount
	Time to Live
	Mesh Portal Address

	PANN Sequence
Number

	Octets: 1
	1
	1
	1
	1
	6
	4

	· PANN  element


The Element ID is set to the value given in Table 7-26 (Element IDs) for this information element. The length is set to 13.

The Flags field is reserved for future use.

The Hop Count field is coded as an unsigned integer. When the Mesh Portal sends the PANN primitive, it sets the hop count to 0. The Hop Count field indicates the number of hops the PANN primitive has traversed.

The Time to Live field is coded as an unsigned integer and indicates the maximum number of hops allowed for this element.

The Mesh Portal Address is represented as a 48-bit MAC address and is set to the MAC address of the mesh STA that is collocated with the portal.

The PANN Sequence Number field is coded as an unsigned integer and is set to a PANN Sequence Number specific for the originating mesh STA collocated with a portal.

Detailed usage of the PANN element is described in 11C.8 (Interworking).

· Portal Announcement frame format

The Portal Announcement is transmitted by a mesh STA collocated with a portal to announce its presence in the MBSS. This frame is transmitted using group addresses. The frame body of a Portal Announcement frame contains the information shown in Table s22 (Portal Announcement frame body).

	· Portal Announcement frame body 

	Order
	Information
	Notes

	· 
	Category
	

	· 
	Action
	

	· 
	Portal Announcement element
	

	Last
	Vendor Specific
	Optionally present: one or more vendor-specific information elements. This information element follows all other information elements.


The Category field is set to the value in Table 7-24 (Category values) for category Mesh Interworking.

The Action field is set to the value in Table s21 (Mesh Interworking Action field values) for this action frame type.

The Portal Announcement element is set as described in 7.3.2.98 (PANN element).

Insert new subclause to the end of 11.3:

· Additional Mechanisms for an AP collocated with one or more Mesh STA(s)
If the state for an associating STA (a non-AP STA in an infrastructure BSS) at an access point collocated with a mesh STA has successfully reached State 2 (Figure 11-6), the access point shall verify that the MAC address of the STA does not belong to a mesh STA in the MBSS. If the access point 
determines that the authenticated STA is already part of the mesh BSS or has a MAC address that is a MAC address of a mesh STA in the MBSS, then the access point shall deauthenticate the STA with Reason Code “MAC-ADDRESS-ALREADY-EXISTS-IN-MBSS”.

The mechanism for verifying the MAC address of the authenticated STA depends on the active path selection protocol and might be vendor specific. See 11C.10.10 (Considerations for support of STAs without mesh functionality) for HWMP.

· Frame addressing and forwarding in an MBSS

· Overview

Mesh Data frames and Multihop Action frames are designed to support multi-hop frame forwarding in an MBSS using the Mesh Control field described in 7.1.3.6.3 (Mesh Control field

)
. In this subclause, addressing and forwarding of these frames are described.

Table s37 (Valid address field usage for Mesh Data and Multihop Action frames) shows the valid combinations of address fields in Mesh Data frames and Multihop Action frames along with the corresponding value of the Address Extension Mode field.

	· Valid address field usage for Mesh Data and Multihop Action frames 

	Supported Frames
	 ToDS FromDSfield
	Address Extension Mode value (binary)
	Address 1
	Address 2
	Address 3
	Address 4
	Address 5
	Address 6

	Mesh Individually Addressed Data
	11
	00
	RA
	TA
	DA = Mesh DA
	SA = Mesh SA
	Not 
Present
	Not 
Present

	Mesh Group Addressed Data
	01
	00
	DA
	TA
	SA = Mesh SA
	Not 
Present
	Not 
Present
	Not 
Present

	Multihop Action
	00
	01
	RA
	TA
	DA = Mesh DA
	SA = Mesh SA
	Not 
Present
	Not 
Present

	Mesh Individually Addressed Data
	11
	10
	RA
	TA
	Mesh DA
	Mesh SA
	DA
	SA

	Mesh Group Addressed Data
	01
	01
	DA
	TA
	Mesh SA
	SA
	Not 
Present
	Not 
Present

	Multihop Action
	00
	11
	RA
	TA
	Mesh DA
	Mesh SA
	DA
	SA


Address 1 and Address 2 correspond to the mesh STA receiver address (RA) and the mesh STA transmitter address (TA) for a particular mesh link. Address 3 and Address 4 correspond to the destination and source endpoints of a mesh path. The Address Extension Mode indicates the presence of optional address extension fields including Address 5 and Address 6 in the Mesh Control that correspond to the end-to-end destination address (DA) and source address (SA) of proxied entities that communicate over the mesh BSS via proxy mesh STAs.

The term source mesh STA refers to the first mesh STA on a mesh path. A source mesh STA may be a mesh STA that is the initial source of a frame or a mesh STA that receives a frame from a STA outside the mesh BSS and translates and forwards the frame on the mesh path. The address of the source mesh STA is referred to as the Mesh SA. 

The term destination mesh STA refers to the final mesh STA on a mesh path. A destination mesh STA may be a mesh STA that is the final destination of a frame or a mesh STA that receives a frame from a mesh path and translates and forwards the frame on another mesh path or to an entity outside of the mesh BSS. The address of the destination mesh STA is referred to as the Mesh DA.

NOTE— The reason for not using four-address MAC header format for group addressed traffic is to avoid interactions with existing implementations. Earlier versions of this standard defined the four-address MAC header format (previously called WDS format) without defining procedures for its use. As a result there is a large number of deployed devices that use the four-address frame format in ways that would affect and be affected by mesh traffic if four-address group addressed frames were to be used.

Figure s52 (Example Addressing for a Mesh Data frame transmitted and forwarded on a mesh path from an mesh AP to a portal) illustrates addressing of a Mesh Data frame transmitted and forwarded on a mesh path from a mesh STA collocated with an AP to a mesh STA collocated with a portal where the source is an entity outside of the mesh BSS that is reachable via the portal and the destination is an 802.11 STA associated with the AP.
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	· Example Addressing for a Mesh Data frame transmitted and forwarded on a mesh path from a mesh STA collocated with a portal to a mesh STA collocated with an AP 


Details on how these address mappings work in forwarding processing are described in 11C.7.5.2 (Addressing and Forwarding of Individually Addressed Frames 

)
 and 11C.7.5.3 (Addressing and Forwarding of Group Addressed Frames 

)
. 

· Interworking

· Overview of interworking in a mesh BSS

An MBSS functions like an IEEE 802 LAN segment that is compatible with IEEE 802.1D. The MBSS appears as a single access domain.

An MBSS may have zero or more portals that may be connected to one or more LAN segments. In case two portals connect the MBSS to one external LAN segment, broadcast loops may occur and the IEEE 802.1D bridging protocol may cause the LAN ports of one of the portals to be closed. These cases can be prevented by proper configuration measures. 

The default path selection protocol supports the transfer of “proxy information” towards the mesh STA collocated with a portal (See 11C.8.5 (Proxy protocol)).

· Portal announcement protocol

· General

This subclause describes the function, generation and processing of the Portal Announcement (PANN).

· Function

The Portal Announcement (PANN) element, described in 7.3.2.98 (PANN element), is used to announce the presence of a mesh STA collocated with a portal in the mesh BSS. Portal Announcements allow mesh STAs to select the appropriate portal and build a path towards it. A mesh STA that receives a Portal Announcement message shall propagate the Portal Announcement as described in 11C.8.3 (Mesh STA data forwarding behavior) and 11C.8.4 (Mesh portal data forwarding behavior) but may ignore its content.

The PANN sequence number of the Portal Announcement shall be incremented by the mesh STA collocated with portal before each transmission.

· Conditions for generating and sending a PANN

A mesh STA shall propagate a PANN frame in the following cases:

Case A: Original transmission


All of the following applies: 

· The mesh STA is collocated with portal

· dot11MeshPortalAnnouncementProtocol is set to TRUE

· At every dot11MeshPortalAnnouncementInterval 

The content of a PANN element in Case A shall be as shown in Table s38 (Content of a PANN element in Case A).

	· Content of a PANN element in Case A

	Field
	Value

	ID
	Value given in Table 7-26 (Element IDs) for the PANN element

	Length
	13

	Flags
	Not used

	Hop Count

	0

	Time to Live
	Maximum number of hops allowed for the Portal Announcement

	Mesh Portal Address
	Mesh STA MAC address

	PANN Sequence Number
	A sequence number specific for the mesh STA collocated with a portal


Case B:
Propagation


All of the following applies:

· The mesh STA has received a Portal Announcement

· The decremented time to live of the Portal Announcement is equal to or greater than 1

· dot11MeshForwarding is set to TRUE

The content of a PANN element in Case B shall be as shown in Table s39 (Content of a PANN element in Case B).

	· Content of a PANN element in Case B

	Field
	Value

	ID
	Value given in Table 7-26 (Element IDs) for the PANN element

	Length
	13

	Flags
	As received

	Hop Count

	As received + 1

	Time to Live
	As received – 1

	Mesh Portal Address
	As received

	PANN Sequence Number
	As received


· PANN processing

· General

A received Portal Announcement is subject to certain acceptance criteria. Processing depends on the contents of the Portal Announcement and the information available at the receiving mesh STA.

· Acceptance criteria

The Portal Announcement element shall not be accepted (and shall not be processed as described in 11C.8.2.4.3 (Effect of receipt)) if the PANN Sequence Number of the Portal Announcement is lower than the PANN Sequence Number of the most recently accepted Portal Announcement with the same MAC address
.

· Effect of receipt

The following applies only to a Portal Announcement element that was accepted according to the acceptance criteria in 11C.8.2.4.2 (Acceptance criteria). The receiving mesh STA shall transmit a Portal Announcement as defined in 11C.8.2.3 (Conditions for generating and sending a PANN), Case B. 

· Mesh STA data forwarding behavior

To send or forward a frame, a mesh STA first follows the data forwarding procedures defined in 11C.7.5 (Frame addressing and forwarding in an MBSS). If the mesh STA is not able to determine an intra-MBSS path to the destination MAC address, the mesh STA shall assume that the destination is outside the MBSS and shall forward the message to one or more portals (see 11C.8.4.2 (Handling of frames that originated in the MBSS)). If there is no portal available, the mesh STA shall silently discard the frame.

· Data forwarding behavior of a mesh STA collocated with a portal
· General

Forwarding of frames into the MBSS by a mesh STA collocated with a portal follows the procedures given in 11C.7.5 (Frame addressing and forwarding in an MBSS).

A mesh STA collocated with a portal can learn the addresses of the mesh STAs and of devices attached to these mesh STAs 
t
hrough the receipt of path selection messages and messages carrying proxy information (see 11C.10.10 (Considerations for support of STAs without mesh functionality)).

· Handling of frames originating from the MBSS

A frame sent by a mesh STA in the MBSS has four possible destinations:

· A mesh STA address or a proxied address that the mesh STA collocated with a portal knows to be reachable through the MBSS:

The mesh STA collocated with the portal forwards the frame to the destination  mesh STA.

· An address that the mesh STA collocated with a portal knows to be outside the MBSS:

The mesh STA collocated with the portal forwards the frame on the external network.

· A group address:

The mesh STA collocated with the portal forwards the frame on the external network as a group addressed frame.

· An address unknown to the mesh STA collocated with a portal:

The mesh STA collocated with the portal forwards the frame on the external network.

· Handling of frames that enter the MBSS

A frame received by a mesh STA collocated with a portal in a MA_UNITDATA.request at the MAC service has three possible destinations:

· A mesh STA address or proxied address that the mesh STA collocated with the portal knows to be inside the MBSS:

The mesh STA collocated with the portal forwards the frame to the destination mesh STA.

· A group address:

Transmit the frame within the MBSS using the forwarding procedure for group addressed frames (see 11C.7.5.3 (Addressing and Forwarding of Group Addressed Frames 

)
)

· An address that is unknown to the mesh STA collocated  with the portal:

The mesh STA collocatd with the portal has two options: 

· Attempt to establish a path to the destination (see 11C.7 (Mesh path selection and forwarding framework)) for subsequent delivery

Transmit the frame within the MBSS using the forwarding procedure for group addressed frames (see 11C.7.5.3 (Addressing and Forwarding of Group Addressed Frames 

· )
)

The criteria for making this choice are beyond the scope of this standard.

· Proxy protocol

· Proxy information

Forwarding information of mesh STAs only contains addresses that belong to the MBSS. Mesh STAs forward frames to MAC addresses that are outside the MBSS by treating such addresses as represented addresses. The mesh STAs that are the destinations of the frames destined to represented addresses are called proxy mesh STAs, and their addresses are called proxy addresses.

Proxy information consists of at least the represented MAC address, the corresponding MAC address of the proxy mesh STA and the corresponding proxy information lifetime.

Proxy information is updated in the following circumstances:

A mesh STA receives and processes a Proxy Update (see 11C.8.5.3 (Proxy Update (PXU)

· )
 

· A mesh STA receives and processes an information element of the active path selection protocol containing proxy information. In HWMP, these are PREQ elements (see 11C.10.6.4.3 (Effect of receipt)) and PREP elements (see 11C.10.7.4.3 (Effect of receipt)). 

Mesh STA implementations on STAs that are associated with a collocated AP or are behind a collocated portal may also maintain proxy information on devices represented by themselves. The methods for determining this proxy information is beyond the scope of this standard. See 11C.8.6 (Mesh STA collocation) for collocated mesh STA rules.

A mesh STAs collocated with a portal can learn the addresses of the mesh STAs and of devices attached to these mesh STAs through the receipt of path selection messages and messages carrying proxy information.

· Proxy usage

External entities are entities whose MAC addresses cannot be discovered and reached using mesh services, i.e., they are not part of an MBSS. Examples of such entities are

· STAs that are associated with an AP that is collocated with a mesh STA

· STAs that are behind a portal that is collocated with a mesh STA

Mesh STAs, including mesh STAs collocated with APs and mesh STAs collocated with portals, can learn the addresses of proxy mesh STAs and of devices represented by these mesh STAs through the receipt of proxy update messages and path selection messages carrying proxy information.

· Proxy Update (PXU)

· General

This clause describes the function, generation and processing of the PXU element.

· Function

A PXU element is generated by a mesh STA to inform a destination mesh STA of its proxied addresses. 

· Conditions for generating and sending a PXU

A proxy mesh STA may transmit a PXU when it adds or deletes a local represented entity to its proxy information. A mesh STA collocated with a portal may also transmit a PXU at periodic intervals.

The PXU element is transmitted in an individually addressed frame. This request may be repeated until the mesh STA receives a PXUC element. 

See 11C.8.5.4 (Proxy Update Confirmation (PXUC)

)
.

The content of a PXU element shall be as shown in Table s40 (Content of a PXU element).

	· Content of a PXU element

	Field
	Value/description

	ID
	Value given in Table 7-26 (Element IDs) for the PXU element

	Length
	8 + length of N Proxy Information fields

	Flags
	Bit 0: 0: add proxy information; 1: delete proxy information

1 – 7: Reserved

	PXU Sequence number
	Sequence number of the PXU

	PXU Originator MAC Address
	MAC address of the proxy mesh STA that originated the PXU

	Number of Proxy Information (N)
	Number of proxy information reported to the destination mesh STA (N>=1)

	Per Proxy Information
	Flags
	Bit 0: 0: add proxy information; 1: delete proxy information

Bit 1: 0: Proxy MAC Address field present; 1: Proxy MAC Address = PXU Originator MAC Address, Proxy MAC Address field not present

Bit 2: 0: Proxy Information Lifetime field not present; 1: Proxy Information Lifetime field present. If Bit 0 is set to 1, bit 2 shall be set to 0.

Bits 3 – 7: Reserved 

	
	Represented MAC Address
	MAC address of the proxied entity to which the proxy mesh STA is providing mesh services

	
	Proxy MAC Address
	MAC address of the proxy mesh STA. This field is only present if bit 1 of the Flags field is set to 0.

	
	Proxy 
Information Lifetime
	The proxy information lifetime of this proxy information as taken from the proxy information of the originator of the PXU.


· Effect of receipt of PXU

The destination mesh STA shall update its proxy information with the list of proxy information reported in the PXU.

The MAC address of the proxy mesh STA is taken from the Proxy MAC address subfield when bit 1 in the Flags subfield is set to 0, and from the PXU Originator MAC Address field when bit 1 in the Flags subfield is set to 1.

The MAC address of the represented entity is taken from the Represented MAC Address subfield of the corresponding Proxy Information field.

If the Proxy Information Lifetime subfield is present (bit 2 of the Flags subfield is set to 1), its value shall be used for the proxy information lifetime. If the Proxy Information Lifetime subfield is not present, the lifetime of the proxy information is the same as the lifetime of the path to the proxy address. Alternatively, the lifetime of the proxy information may be set to a value representing infinity. If the represented device of the Proxy Information field is already contained in the proxy information of the destination mesh STA and has the same proxy mesh STA, the proxy lifetime is set to the larger one of the proxy lifetime of the PXU and the stored proxy information.

· Proxy Update Confirmation (PXUC)

· General

This clause describes the function, generation and processing of the PXUC element.

· Function

A PXUC element is generated by a destination mesh STA to inform the sender of PXU that the PXU has been properly received.

· Conditions for generating and sending a PXUC

If a mesh STA receives a PXU, it shall transmit a PXUC. A PXUC is individually addressed from the destination mesh STA of the corresponding PXU to the mesh STA that sent the PXU. 

The content of a PXUC element shall be as shown in Table s41 (Content of a PXUC element).

	· Content of a PXUC element

	Field
	Value/description

	ID
	Value given in Table 7-26 (Element IDs) for the PXUC element

	Length
	8

	Flags
	Bit 0- 7: Reserved

	PXU Sequence number
	PXU Sequence number of the PXU that is being confirmed

	Destination mesh STA Address
	MAC address of the recipient of the PXU


· Effect of receipt of PXUC

On receiving a PXUC element in a PXUC frame, the mesh STA shall no longer send any PXUs with the same PXU sequence number.

· Mesh STA collocation

A mesh STA collocated with another STA shall use a MAC address that is different from the one used by the collocated STA. This precludes ambiguities relating to the presence of the Mesh Control field in the Frame Body (see 7.1.3.6 (Frame Body field)), GTK use (see 8.4.1.1.3b (Mesh GTKSA

)
) and proxy information (see 11C.8.5.1 (Proxy information)).

Path selection with collocated mesh STAs using HWMP is described in 11C.10.1.4 (Collocated STAs).

· Considerations for support of STAs without mesh functionality

The verification, by the AP collocated with the mesh STA, of disjunct MAC addresses between a non-AP STA without mesh functionality and mesh STAs during authentication/association of the non-AP STA without mesh functionality (see 11.3.3 (Additional Mechanisms for APs with Mesh Functionality)) may be done by issuing a PREQ for the MAC address of the non-AP STA without mesh functionality by the mesh STA collocated with the AP. The target only flag of the PREQ shall be set to 1.

The MAC address of the non-AP STA already exists in the MBSS if the AP with mesh functionality receives a PREP for the MAC address of the non-AP STA and it can be derived from the PREP that the requested MAC address is originated from a mesh STA. (The AE flag of the PREP is set to 0, see 7.3.2.101 (PREP element)). 

· Power save in a mesh BSS

· TIM types

There are two different TIM types: TIM and DTIM. A mesh STA shall transmit a TIM with every Beacon frame. Every DTIMPeriod, a TIM of type DTIM is transmitted with a Beacon frame. After a DTIM the mesh STA shall send the buffered group addressed MSDUs and MMPDUs, before transmitting any individually addressed frames. The More Data field of each group addressed frame shall be set to indicate the presence of further buffered group addressed MSDUs and MMPDUs. The group addressed frames whose source address equals to the known portal address shall be transmitted at last in group addressed frames. 
The mesh STA sets the More Data field to 0 in the last transmitted group addressed frame following the transmission of the DTIM beacon.
If CCA is IDLE for the duration of PHY specific Group Delivery Idle Time when a mesh STA expects to receive a group addressed frame, the receiving mesh STA may assume that no more frames destined to group addresses will be transmitted and return to Doze state. The Group Delivery Idle Time is identical to the TXOP Limit for AC_VI specified by the default EDCA Parameter Set shown in Table 7-37.

· Operational considerations for interworking

· Formation and maintenance of the IEEE 802.1D spanning tree

No special action is required to support formation of the IEEE 802.1D spanning tree. Spanning tree control messages are typically delivered to bridges in group addressed frames. These messages are data frames from the point of view of the mesh BSS.

· Mesh STA mobility

Mesh STA mobility in a bridged network can be within or between physical LANs.   Four cases can occur:

· Mobility of a mesh STA within the MBSS. This kind of mobility is handled through the mesh path selection mechanisms.

· A mesh STA may move from one LAN outside the MBSS to another LAN outside the MBSS. The portals through which the mesh STA can be reached by mesh STAs in the MBSS may change. This case occurs in typical bridged networks and can be handled through bridge learning and timing out of old bridge table entries. 

· A mesh STA may move from inside the MBSS to outside the MBSS. When an on-demand path selection protocol is used, the movement is detected through the path maintenance mechanisms of the protocol, which triggers path repair procedures. When a proactive path selection protocol is used, mesh STA failure and information on the new whereabouts of a mesh STA are disseminated during triggered and periodic path update rounds. 

· A mesh STA may move from outside the MBSS to inside the MBSS. 
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Abstract


This document provides suggested changes to clean up mesh AP, mesh portal related text.


CID1099 will be closed by this text. 



































�Remove definition of mesh access point


�Remove definition of mesh portal


�Zero or more LAN segments(?)


�This is left as it is intentionally. Since this is a proper noun.


�Not necessary to repeat that.


�It suffices that the MAC address is the same


�Not sure what is meant by this sentence…


�Attached??


�Maybe replace with “external devices”


�This needs to be updated…
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