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Overview

This submission proposes a mechanism for TDLS peer discovery that is capable of leveraging layer 2 or layer 3 mechanisms.

7. Frame formats

7.3.2 Information Elements

Insert Element IDs <ANA> and change the Reserved row in Table 7-26 as follows (note that the entire table is not shown here):

	Table 7-26—Element IDs



	Information Element
	Element ID
	Length (in octets)
	Extensible

	TDLS Peer Discovery (see 7.3.2.65a)
	<ANA>
	2 to 256
	

	Reserved
	(<ANA>+1) 74 — 220
	
	


Insert the following subclause following 7.3.2.82

7.3.2.65a TDLS Peer Discovery 

The TDLS Peer Discovery element contains information that may be used by non-AP STA’s to discover TDLS capabilities of a peer non-AP STA. This element would be used in a native GAS query (see Clause 11.23.21)
	
	
	
	

	
	Element ID
	Length
	TDLS Peer Discovery Information

	Octets:
	1
	1
	1-254

	
	Figure 7-95o113- TDLS Peer Discovery

	


The TDLS Peer discovery information contains capability information that a non-AP STA may use to establish a TDLS peer link. An example of the peer discovery information is described in Annex U.1a.
11. Frame formats

11.19 Tunneled Direct Link Setup

Modify the text of this clause as follows:

Tunneled Direct Link Setup (TDLS) is characterized by encapsulating setup frames in Data frames, which allows them to be transmitted through an AP transparently. Therefore, the AP does not need to be direct link capable, nor does it have to support the same set of capabilities that will be used on the direct link between the two TDLS peer STAs. TDLS also includes power saving, in the form of TDLS Peer PSM (scheduled) and Peer U-APSD (unscheduled). STAs that set up a TDLS direct link remain associated with their BSS, but have the option of transmitting frames directly to the other TDLS peer STA. 
To set up and maintain a direct link, both TDLS peer STAs need to be associated with the same infrastructure BSS. The discovery mechanism for peer STA TDLS capabilities is beyond the scope of this amendment. However an example discovery mechanism is given in Annex U.1a
A TDLS peer STA may be involved in direct links with multiple TDLS peer STAs at the same time. Simultaneous operation of DLS and TDLS between the same pair of STAs is not allowed. A DLS Request frame shall not be transmitted to a STA with which a TDLS direct link is currently active. A DLS Request frame received from a STA with which a TDLS direct link is currently active shall be discarded. 

Annex U

(informative)

Usage of Ethertype 89-0d
Add the following subclause at the end of this Annex:
U.1a TDLS Discovery

U.1a.1 TDLS discovery information

Peer discovery information allows TDLS peer non-AP STA’s to discover their capabilities. An example of peer discovery information could be expressed in an extensible xml format as follows:
<peer discovery>

<mode> tdls </mode>

<wireless info>

<mac address> 00:01:02:03:04:05 </mac address>

<bssid> 00:0a:0b:0c:0d:0e </bssid>

</wireless info>

< network info>



< DHCP> No</DHCP>



< IP address>192.168.2.1 </IP address>



< Subnet> 255.255.255.0 </subnet>



<Hostname> myphone </Hostname>

</network info>

</peer discovery>
The minimum required information for TDLS discovery is contained in “wireless info”. ”. The “mac address” field contains the MAC address of the transmitting STA and the “bssid” identifies the BSS in which the STA is a member. The “network info” could optionally be used to aid the peer devices in establishing a TDLS link.
U.1a.1 TDLS discovery by Native GAS

The TDLS Discovery Element can be used in a native GAS query to discover TDLS capabilities using public action frames. An example of TDLS discovery using GAS is given in Figure 1. The discovery would work as follows:

1. STA1 determines that STA2 is in range and determines the MAC address.

2. STA1 sends a Native GAS request to STA2. The GAS request includes a TDLS Discovery element and transmits the frame as a public action frame.

3. STA2 receives the GAS request frame and includes the TDLS Discovery element in the GAS
 response frame to STA1.
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U.1a. 2 TDLS discovery by Higher layers

The discovery of TDLS capable non-AP STAs can be accomplished by leveraging well-defined high layer protocols.  Since TDLS peer STAs are members of the same BSS and most likely on the same IP network, there are two IP based multicast protocols that are well suited for this purpose, namely:

· Bonjour (http://www.apple.com/support/bonjour/)

· UPnP (http://www.upnp.org)

For the Bonjour multicast advertisement protocol, a non-AP STA could advertise a Bonjour record with a Service Type (http://www.dns-sd.org/ServiceTypes.html) that identifies TDLS capabilities. The TDLS Bonjour record, at a mininimum, should include whether the non-AP STA is TDLS capable and the BSSID of the AP to which the non-AP STA is associated.  The TDLS Bonjour record may contain other information that is useful and relevant for TDLS discovery and setup.
For the UPnP protocol, a non-AP STA could advertise its presence to other non-AP STAs on the network by using the Simple Service Discovery Protocol (SSDP). A new non-AP STA could use SSDP to discover other non-AP STAs that supports UPnP on the network. To support TDLS discovery, the information that is exchanged between non-AP STAs, at a minimum, should contain whether the non-AP STA is TDLS capable and the BSSID of the AP to which the non-AP STA is associated, in addition to basic information about the devices and their services and a description URL, which can be used to gather additional information about a non-AP STA.






























































































































�The motivation for TDLS discovery is for STA1 to determine whether STA2 is in range and what MAC address does STA2 have. Which method does STA1 use to determine STA2 is in range? 


Can the Native GAS request frame be sent in a broadcast fashion?





�Public action frames or probe request/response frames can be used to measure the link status between two peer STAs.
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STA1 Initiates a TDLS link to STA2 


Both STA’s are currently associated and communicating through an AP
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