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3. Definitions

3.aa3 MRG service: Means for transmission and retransmission of an MRG group address stream for greater reliability yet with individually addressed (re)transmissions and group addressed retransmissions concealed from MRG-incapable STAs 

7.1.3.5.2 EOSP (end of service period) subfield

Insert the following paragraph at the end of 7.1.3.5.2:
If dot11RobustAVStreaming is true then the HC sets the EOSP field to 1 in a MRG-SP group addressed frame in order to indicate that no more MRG-SP frames of that group address are to be transmitted by the AP until the next scheduled SP for this MRG-SP stream.
TGaa editor: I’ve inserted  selected paragraphs from 7.3.2.30 and 7.3.2.34 from the 2007 baseline then applied my changes

7.3.2.30 TSPEC element

The TSPEC element contains the set of parameters that define the characteristics and QoS expectations of a traffic flow, in the context of a particular non-AP STA, for use by the HC and non-AP STA(s) in support of QoS traffic transfer using the procedures defined in 9.2.7.3.2 and 11.4. The element information format comprises the items as defined in this subclause, and the structure is defined in Figure 7-82.

Table 7-41—Setting of Schedule subfield

	APSD
	Schedule
	Usage

	0
	0
	No Schedule

	1
	0
	Unscheduled APSD

	0
	1
	MRG-SP

	1
	1
	Scheduled APSD 



The Minimum Service Interval field is 4 octets long and contains an unsigned integer that specifies the minimum interval, in microseconds, between the start of two successive SPs. 

The Maximum Service Interval field is 4 octets long and contains an unsigned integer that specifies the maximum interval, in microseconds, between the start of two successive SPs.
The Service Start Time field is 4 octets and contains an unsigned integer that specifies the time, expressed in microseconds, when the first scheduled SP starts. The service start time indicates to AP the time when a non-AP STA first expects to be ready to send frames and a power-saving non-AP STA will be awake to receive frames. This may help the AP to schedule service so that the MSDUs encounter small delays in the MAC and help the power-saving non-AP STAs to reduce power consumption. The field represents the four lower order octets of the TSF timer at the start of the SP. If APSD and Schedule subfields are set to 0, this field is also set to 0 (unspecified).

7.3.2.34 Schedule element 
The Schedule element is transmitted by the HC to a non-AP STA to announce the schedule that the HC/AP follows for 
- admitted traffic streams originating from or destined to that non-AP STA 
- or MRG-SP streams destined to that non-AP STA

in the future. The information in this element may be used by the non-AP STA for power management, internal scheduling, or any other purpose. The element information format is shown in Figure 7-93. 

The Schedule Info field is shown in Figure 7-94. 

The Aggregation subfield is set to 1 if the schedule is an aggregate schedule for all TSIDs associated with the non-AP STA to which the frame is directed. It is set to 0 otherwise. The TSID subfield is as defined in 7.1.3.5.1 and indicates the TSID for which this schedule applies. For a Schedule element sent within a MRG Response element, the TSID field is reserved. The Direction subfield is as defined in 7.3.2.30 and defines the direction of the TSPEC associated with the schedule. For a Schedule element sent within a MRG Response element, the Direction subfield is equal to Downlink. The TSID and Direction subfields are valid only when the Aggregation subfield is set to 0. If the Aggregation subfield is set to 1, the TSID and Direction subfields are reserved. 

The Service Start Time field is 4 octets and indicates the anticipated time, expressed in microseconds, when service starts and represents the lower order 4 octets of the TSF timer value at the start of the first SP. The AP uses this field to confirm or modify the service start time indicated in the TSPEC request. 

Figure 7-93—Schedule element

Figure 7-94—Schedule Info field

The Service Interval field is 4 octets and indicates the time, expressed in microseconds, between two successive SPs and represents the measured time from the start of one SP to the start of the next SP. 

The Specification Interval field is 2 octets long and contains an unsigned integer that specifies the time interval, in TUs, to verify schedule conformance. 

The HC may set both the Service Start Time field and the Service Interval field to 0 (unspecified) for nonpowersaving STAs.

Insert the following new clauses after 7.3.2.82:
EDITORIAL NOTE—P802.11v_D5.0 ends with subclause 7.3.2.82.The subclause number will be adjusted as appropriate.
7.3.2.83 MRG Request element

TGaa editor: Note deletion of the Schedule element in the following figure

	
	Element ID
	Length
	Group Address
	MRG Ack Policy
	MRG Power Management Mode
	TSPEC Element

	Octets
	1
	1
	6
	1
	1
	57


Figure 7-aa3—MRG Request element format

The Element ID field is equal to the MRG request value in Table 7-26.

TGaa editor: Note deletion of “or 79”
The Length field equals the length of the element after the Length field in units of octets and is equal to 65. 

The Group Address field is set to the Group Address for which the MRG service is requested. 

The MRG Ack Policy field is set to indicate the non-AP STA’s preferred Ack policy for the group address for which the MRG service is requested. The values are shown in Table 7-aa2.

Table 7-aa2—MRG Ack Policy field values

	Value
	MRG Ack Policy
	Notes

	0
	MRG-Service-Cancel
	

	1
	MRG-Directed
	

	2
	MRG-Unsolicited-Retry
	

	3
	MRG-Block-Ack
	

	4-255
	Reserved
	


The MRG Power Management Mode field is set to indicate the non-AP STA’s preferred Power Management mode for the group address for which the MRG service is requested. The values are shown in Table 7-aa3.

Table 7-aa3—MRG Power Management Mode field values

	Value
	MRG Power Management Mode
	Notes

	0
	Don’t care
	

	1
	All-Active/Any-PS or FMS
	

	2
	MRG-SP
	

	3-255
	Reserved
	


The TSPEC Element field is set to the TSPEC element (see 7.3.2.30) and it defines the characteristics and QoS expectations for the group address for which the MRG service is requested.
TGaa editor: Note deletion of paragraph beginning “The Schedule element”

7.3.2.84 MRG Response element

The MRG Response element contains a response by an AP to a MRG request by a non-AP STA for an MRG service for an indicated group address, or an autonomous advertisement for the parameters of an MRG  group address. The format of the MRG Response element is shown in Figure 7-aa4.

	
	Element ID
	Length
	Group Address
	MRG Ack Policy
	MRG Power Management Mode (optional) 
	Schedule Element (optional)

	Octets
	1
	1
	6
	1
	0 or 1
	0 or 14


Figure 7-aa4—MRG Response element format

The Element ID field is equal to the MRG Response value in Table 7-26.

The Length field equals the length of the element after the Length field in units of octets and is 7, 8 or 22 depending on if the optional fields are present. 

The Group Address field is set to the Group Address subject to the MRG service. 

The MRG Ack Policy field is set to indicate the current MRG Ack policy selected by the AP for the group address for which the MRG service is requested. The values are shown in Table 7-aa4. MRG service is denied or canceled if the MRG Ack Policy field equals MRG-Service-Cancel. 

Table 7-aa4—MRG Ack Policy field values

	Value
	MRG Ack Policy
	Notes

	0
	MRG-Service-Cancel
	

	1
	MRG-Directed
	

	2
	MRG-Unsolicited-Retry
	

	3
	MRG-Block-Ack
	

	4-255
	Reserved
	


If MRG service is not denied, the MRG Power Management Mode field is present. 
The MRG Power Management Mode field is set to indicate the current MRG Power Management mode selected by the AP for the group address for which the MRG service is requested. The values are shown in Table 7-aa5.

Table 7-aa5—MRG Power Management Mode field values

	Value
	MRG Power Management Mode
	Notes

	0
	Reserved
	

	1
	All-Active/Any-PS or FMS
	

	2
	MRG-SP
	

	3-255
	Reserved
	


The Schedule Element field is present if the MRG Power Management Mode field is equal to MRG-SP. It indicates the current SP schedule for the group addressed stream (see 7.3.2.34).
TGaa editor: Note deletion of sentence beginning “The TSID field”
 
9. MAC sublayer functional description
9.2 DCF
Insert the following new subclause (9.2.7.3) at the end of 9.2.7:
9.2.7.3 More Reliable Groupcast Frame Exchange Procedure
9.2.7.3.1 Overview

MRG-Directed allows the transmission of group addressed MSDUs as individually addressed A-MSDUs. It has low efficiency and scalability, and high delay (if multiple group members) and reliability. MRG-Unsolicited-Retry allows unsolicited retries. It has moderate delay, efficiency and reliability, and high scalability.  MRG-Block-Ack extends the BA mechanism to group addresses. MRG-Block-Ack has moderate delay, high efficiency, scalability, and reliability. 

9.2.7.3.2 MRG Procedures

A non-AP STA may request use of the MRG service by sending MRG Request elements within either an individually addressed MRG Request frame or a (Re)Association Request frame. The MRG Request elements are a declaration of group addressed streams which the STA requests to receive with greater reliability or at an alternative Service Period. Each MRG Request element shall be for a distinct group address. For each grouped addressed stream, the non-AP STA 

· requests an Ack policy and a Power Management mode and 

· includes the TSPEC element defining the characteristics and QoS expectations of the stream

via the MRG Request element. The TSID subfield within the TS Info field of the TSPEC element is reserved. Since the AP may choose a Power Management mode of MRG-SP, the non-AP STA should set the Minimum Service Interval, Maximum Service Interval and Service Start Time fields to indicate the STA’s preferred wake-up schedule. 
The AP shall respond to a MRG Request frame with an individually addressed MRG Response frame using the same Dialog Token. The AP shall respond to a (Re)Association Request frame containing one or more MRG Request elements with a (Re)Association Response frame. For each MRG Request element, the AP shall include in its response an MRG Response element indicating the proposed Ack policy and Power Management mode for the group address stream. If the MRG group address stream is subject to the MRG-SP Power Management mode, then the AP shall also include a Schedule element indicating the wake-up schedule for the group address stream. The AP shall include the MRG Response elements in the same order that the MRG Request elements were received. For each MRG Request element, the AP may adopt the requested Ack policy and Power Management mode, maintain its existing Ack policy and Power Management mode, select an alternate Ack policy and Power Management mode or deny MRG service for the group addressed stream. MRG Service for a group addressed stream is denied by setting the MRG Ack Policy to MRG-Service-Cancel in the MRG Response element. The AP shall not reject a (Re)Association Request for the reason that one or more MRG Service requests are denied. 
The AP may update the Ack policy, Power Management mode and Schedule as the size of the group changes, the capabilities of the members of the group change, MRG Request elements for the group are received, Multicast Diagnostics or for any other reason. The AP advertises the current settings upon a change and periodically by either:

· Transmitting an unsolicited MRG Response frame addressed to the MRG group address. This MRG Response frame shall have its Dialog Token field set to zero and shall be scheduled for delivery at the appropriate DTIM interval or SP where all non-AP STAs within the group are awake to receive the frame. 

· Transmitting unsolicited MRG Response frames individually addressed to each MRG group member. These MRG Response frames shall have their Dialog Token fields set to zero.

Non-AP STAs shall recover from missing group addressed MRG Response frames that advertise a changed Ack policy or Power Management mode according to Table 9-aa1 or Table 9-aa2, respectively.

An MRG agreement exists between a non-AP STA and an AP for a group addressed stream from when the AP successfully transmits an individually addressed MRG Response frame containing an MRG Response element with an Ack Policy other than MRG-Service-Cancel until either 

· the AP successfully transmits an MRG Response frame addressed to the broadcast or MRG group address containing an MRG Response element with an Ack Policy equal to MRG-Service-Cancel, 

· the AP successfully transmits an individually addressed MRG Response frame to the non-AP STA  containing an MRG Response element with an Ack Policy equal to MRG-Service-Cancel, or 

· a non-AP STA successfully transmits an MRG Request frame to the AP containing an MRG Request element with an Ack Policy equal to MRG-Service-Cancel
· the AP deauthenticates or disassociates the non-AP STA.

An MRG-Block-Ack agreement exists between a non-AP STA and an AP for a group addressed stream from when the non-AP STA successfully transmits an ADDBA Response frame until either the AP or non-AP STA successfully transmits a DELBA frame to the other party, this MRG-Block-Ack agreement expires (see 9.10.5), or the MRG agreement no longer exists. 

If the Block Ack agreement is successfully established for the group addressed stream and the Power Management mode for the group addressed stream is MRG-SP, then the non-AP STA ensures it is awake for subsequent SPs (see 9.2.7.3.7). 
9.2.7.3.7 MRG-SP

A STA supports the MRG-SP power management mode if dot11RobustAVStreaming is true; otherwise the STA does not support the MRG service with Power Management mode equal to MRG-SP.

NOTE-Group addressed traffic transmitted at the end of a DTIM beacon can be an impediment to providing QoS for uplink transmissions and in overlapping BSSs. Therefore APs in an overlapped environment are advised to make use of MRG-SP for group address traffic that consumes appreciable medium time.

A group address stream shall not be transmitted simultaneously via the MRG-SP Power Management policy and either the All-Active/Any-PS or FMS Power Management modes. 
An AP advertises that a group address stream is subject to MRG-SP within a MRG Response element. The element indicates the start of each Service Period. See 11.2.1.4. At every scheduled SP, the AP schedules for transmission buffered MRG-SP group addressed frames assigned to that particular group address. 
9.9 HCF
9.9.1 HCF contention-based channel access (EDCA)
9.9.1.5 EDCA backoff procedure

Change the third list after the second paragraph of 9.9.1.5 as follows:

· The recognition of anything else, including any other valid frame, shall be interpreted as failure of the MPDU transmission. The recognition of a valid data frame sent by the recipient of a PS-Poll frame shall also be accepted as successful acknowledgment of the PS-Poll frame. Excepting non-final (re)transmissions an MPDU subject to the MRG-Unsolicited-Retry service (9.2.7.3.5) sent without a MAC protection exchange that includes a response frame, an MPDU transmission that does not require an immediate frame as a response is defined as a successful transmission.
· The non-final (re)transmission of an MPDU that is subject to the MRG-Unsolicited-Retry service (9.2.7.3.5) is defined to be a failure.
10. Layer management
TGaa editor: I’ve inserted  10.3.6 and 10.3.7 from the 2007 baseline then applied my changes
10.3.6 Associate

10.3.6.1 MLME-ASSOCIATE.request

10.3.6.1.2 Semantics of the service primitive

Change the primitive parameter list as shown:

MLME-ASSOCIATE.request(

PeerSTAAddress,

AssociateFailureTimeout,

CapabilityInformation,

ListenInterval,

Supported Channels,

RSN,

QoSCapability,

Content of FT Authentication Information Elements,

SupportedRegulatoryClasses,

HT Capabilities,

Extended Capabilities,

20/40 BSS Coexistence,

QoSTrafficCapability,

TIMBroadcastRequest,
MRGRequest,
VendorSpecificInfo)

Insert the following new rows before VendorSpecificInfo in the parameter table:

	Name
	Type
	Valid range
	Description

	MRGRequest
	Zero or more MRG Request elements
	MRG Request element, as defined in 7.3.2.83
	For each element, specifies the group address and TSPEC of the requested stream, and requested Ack policy and Power Management mode for the stream.


10.3.6.2 MLME-ASSOCIATE.confirm

10.3.6.2.2 Semantics of the service primitive

Change the primitive parameter list as shown:

MLME-ASSOCIATE.confirm (

ResultCode,

CapabilityInformation,

AssociationID,

SupportedRates,

EDCAParameterSet,

Content of FT Authentication Information Elements,

SupportedRegulatoryClasses,

HT Capabilities,

Extended Capabilities,

20/40 BSS Coexistence,

BSSMaxIdlePeriod,

TIMBroadcastResponse,
MRGResponse
VendorSpecificInfo)

Insert the following new rows before VendorSpecificInfo in the parameter table:

	Name
	Type
	Valid range
	Description

	MRGResponse
	Zero or more MRG Response elements
	MRG Response element, as defined in 7.3.2.84
	For each element, specifies the Ack Policy, Power Management mode and Schedule for the stream indicated by the included group address.


10.3.6.3 MLME-ASSOCIATE.indication

10.3.6.3.1 Semantics of the service primitive

Change the primitive parameter list as shown:

MLME-ASSOCIATE.indication(

PeerSTAAddress,

CapabilityInformation,

ListenInterval,

SSID,

Supported Rates,

RSN,

QoSCapability,

Content of FT Authentication Information Elements,

SupportedRegulatoryClasses,

HT Capabilities,

Extended Capabilities,

20/40 BSS Coexistence,

QoSTrafficCapability,

TIMBroadcastRequest,
MRGRequest
VendorSpecificInfo)

Insert the following new rows before VendorSpecificInfo in the parameter table:

	Name
	Type
	Valid range
	Description

	MRGRequest
	Zero or more MRG Request elements
	MRG Request element, as defined in 7.3.2.83
	For each element, specifies the group address and TSPEC of the requested stream, and requested Ack policy and Power Management mode for the stream.


10.3.6.4 MLME-ASSOCIATE.response

10.3.6.4.2 Semantics of the service primitive

Change the primitive parameter list as shown:

MLME-ASSOCIATE.response(

PeerSTAAddress,

ResultCode,

CapabilityInformation,

AssociationID,

Content of FT Authentication Information Elements

SupportedRegulatoryClasses,

HT Capabilities,

Extended Capabilities,

20/40 BSS Coexistence,

BSSMaxIdlePeriod,

TIMBroadcastResponse,
MRGResponse,
VendorSpecificInfo)

Insert the following new rows before VendorSpecificInfo in the parameter table:

	Name
	Type
	Valid range
	Description

	MRGResponse
	Zero or more MRG Response elements
	MRG Response element, as defined in 7.3.2.84
	For each element, specifies the Ack Policy, Power Management mode and Schedule for the stream indicated by the included group address.


Change 10.3.7 as follows:

10.3.7 Reassociate

10.3.7.1 MLME-REASSOCIATE.request

10.3.7.1.2 Semantics of the service primitive

Change the primitive parameter list as shown:

MLME-REASSOCIATE.request(

NewAPAddress,

ReassociateFailureTimeout,

CapabilityInformation,

ListenInterval,

Supported Channels,

RSN,

QoSCapability,

Content of FT Authentication Information Elements,

SupportedRegulatoryClasses,

HT Capabilities,

Extended Capabilities,

20/40 BSS Coexistence,

QoSTrafficCapability,

TIMBroadcastRequest,

FMSRequest,

DMSRequest,
MRGRequest,
VendorSpecificInfo)

Insert the following new rows before VendorSpecificInfo in the parameter table:

	Name
	Type
	Valid range
	Description

	MRGRequest
	Zero or more MRG Request elements
	MRG Request element, as defined in 7.3.2.83
	For each element, specifies the group address and TSPEC of the requested stream, and requested Ack policy and Power Management mode for the stream.


10.3.7.2 MLME-REASSOCIATE.confirm

10.3.7.2.2 Semantics of the service primitive

Change the primitive parameters as shown:

MLME-REASSOCIATE.confirm(

Resultcode,

CapabilityInformation,

AssoicationID,

SupportedRates,

EDCAParameterSet,

Content of FT Authentication Information Elements,

SupportedRegulatoryClasses,

HT Capabilities,

Extended Capabilities,

20/40 BSS Coexistence,

BSSMaxIdlePeriod,

TIMBroadcastResponse,

FMSResponse,

DMSResponse,
MRGResponse,
VendorSpecificInfo)

Insert the following new rows before VendorSpecificInfo in the parameter table:

	Name
	Type
	Valid range
	Description

	MRGResponse
	Zero or more MRG Response elements
	MRG Response element, as defined in 7.3.2.84
	For each element, specifies the Ack Policy, Power Management mode and Schedule for the stream indicated by the included group address.


10.3.7.3 MLME-REASSOCIATE.indication

10.3.7.3.2 Semantics of the service primitive

Change the primitive parameter list as shown:

MLME-REASSOCIATE.indication(

PeerSTAAddress,

CurrentAPAddress,

CapabilityInformation,

ListenInterval,

SSID,

SupportedRates,

RSN,

QoSCapability,

Content of FT Authentication Information Elements,

SupportedRegulatoryClasses,

HT Capabilities,

Extended Capabilities,

20/40 BSS Coexistence,

QoSTrafficCapability,

TIMBroadcastRequest,

FMSRequest,

DMSRequest,
MRGRequest,
VendorSpecificInfo)

Insert the following new rows before VendorSpecificInfo in the parameter table:

	Name
	Type
	Valid range
	Description

	MRGRequest
	Zero or more MRG Request elements
	MRG Request element, as defined in 7.3.2.83
	For each element, specifies the group address and TSPEC of the requested stream, and requested Ack policy and Power Management mode for the stream.


10.3.7.4 MLME-REASSOCIATE.response

10.3.7.4.2 Semantics of the service primitive

Change the primitive parameter list as shown:

MLME-REASSOCIATE.response(

PeerSTAAddress,

ResultCode,

CapabilityInformation,

AssociationID,

Content of FT Authentication Information Elements,

SupportedRegulatoryClasses,

HT Capabilities,

Extended Capabilities,

20/40 BSS Coexistence,

BSSMaxIdlePeriod,

TIMBroadcastResponse,

FMSResponse,

DMSResponse,
MRGResponse,
VendorSpecificInfo)

Insert the following new rows before VendorSpecificInfo in the parameter table
	Name
	Type
	Valid range
	Description

	MRGResponse
	Zero or more MRG Response elements
	MRG Response element, as defined in 7.3.2.84
	For each element, specifies the Ack Policy, Power Management mode and Schedule for the stream indicated by the included group address.


Insert the following row before the VendorSpecificInfo row of the untitled table defining the primitive parameters in 10.3.24.1.2:

	Name
	Type
	Valid Range
	Description

	IntraAccessCategoryPriority
	As defined in frame format
	As defined in 7.3.2.85
	Specifies the intra-AC priorities the STA should use. The parameter shall be present only if the MIB attribute dot11RobustAVStreamingSCSEnabled is true.


10.3.68 MRG request and response 
The following MLME primitives support the signaling of MRG request and response. The informative diagram shown in Figure 10-aa2 depicts the MRG request and response process and is not meant to be exhaustive of all possible protocol uses.


[image: image1]
Figure 10-aa2 – Example MRG Protocol Exchange
11aa editor: note that this whole figure is inserted
10.3.68.1 MLME-MRG.request

10.3.68.1.1 Function

This primitive requests the transmission of an MRG Request frame be sent to an AP.

10.3.68.1.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-MRG.request
(



PeerSTAAddress,



Dialog Token,



MRGRequest)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MAC Address
	Any valid individual MAC Address
	Specifies the address of the peer MAC entity with which to perform the MRG process.

	Dialog Token
	Integer
	1– 255
	The Dialog Token to identify the MRG request and

response transaction.

	MRGRequest
	Zero or more MRG Request elements
	MRG Request element, as defined in 7.3.2.83
	For each element, specifies the group address and TSPEC of the requested stream, and requested Ack policy and Power Management mode for the stream.


10.3.68.1.3 When Generated

This primitive is generated by the SME to request that an MRG Request frame be sent to the AP with which the STA is associated.

10.3.68.1.4 Effect of Receipt

On receipt of this primitive, the MLME constructs a MRG Request action management frame. The STA then attempts to transmit this to the AP with which the STA is associated.

10.3.68.2 MLME-MRG.confirm

10.3.68.2.1 Function

This primitive reports the result of a MRG procedure.

10.3.68.2.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-MRG.confirm(



ResultCode,



PeerSTAAddress,



Dialog Token, 



MRGResponse)

	Name
	Type
	Valid Range
	Description

	ResultCode
	Enumeration
	SUCCESS, INVALID_PARAMETERS, TRANSMISSION_FAILURE, TIMEOUT,
	Reports the outcome of a request to send a MRG Request frame.

	PeerSTAAddress
	MAC Address
	Any valid individual MAC Address
	Specifies the address of the peer MAC entity with which to perform the MRG process.

	Dialog Token
	Integer
	0 – 255
	The Dialog Token to identify the MRG request and response transaction. 

	MRGResponse
	Zero or more MRG Response elements
	MRG Response element, as defined in 7.3.2.84
	For each element, specifies the Ack Policy, Power Management mode and Schedule for the stream indicated by the included group address.


10.3.68.2.3 When Generated

This primitive is generated by the MLME as a result of an MLME-MRG.request and indicates the results of the request.

This primitive is generated when the MLME-MRG.request contains invalid parameters, when a timeout or failure occurs, or when the STA receives an MRG Response frame from the AP.

10.3.68.2.4 Effect of Receipt

On receipt of this primitive the SME should operate according to the procedure in 9.2.7.3.2.

10.3.68.3 MLME-MRG.indication

10.3.68.3.1 Function

This primitive indicates that an MRG Request frame was received from a non-AP STA. 

10.3.68.3.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-MRG.indication(
PeerSTAAddress,
Dialog Token,
MRGRequest)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC Address
	The address of the non-AP STA MAC entity from which an MRG Request frame was received.

	Dialog Token
	Integer
	1 – 255
	The Dialog Token to identify the MRG request and response transaction.

	MRGRequest
	Zero or more MRG Request elements
	MRG Request element, as defined in 7.3.2.86
	For each element, specifies the group address and TSPEC of the requested stream, and requested Ack policy and Power Management mode for the stream.


10.3.68.3.3 When Generated

This primitive is generated by the MLME when a valid MRG Request frame is received.

10.3.68.3.4 Effect of Receipt

On receipt of this primitive the SME should operate according to the procedure in 9.2.7.3.2.

10.3.68.4 MLME-MRG.response

10.3.68.4.1 Function

This primitive is generated in response to an MLME-MRG.indication requesting that an MRG Response frame be sent to a non-AP STA. 

10.3.68.4.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-MRG.response(
PeerSTAAddress,
Dialog Token, 
MRGResponse)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC Address

	The address of the non-AP STA MAC entity from which a MRG Request frame was received.

	Dialog Token
	Integer
	1 – 255
	The Dialog Token to identify the MRG request and response transaction.

	MRGResponse
	Zero or more MRG Response elements
	MRG Response element, as defined in 7.3.2.87
	For each element, specifies the Ack Policy, Power Management mode and Schedule for the stream indicated by the included group address.


10.3.68.4.3 When Generated

This primitive is generated by the SME in response to an MLME-MRG.indication requesting an MRG Response be sent to a non-AP STA.

10.3.68.4.4 Effect of Receipt

On receipt of this primitive, the MLME constructs a MRG Response frame. The STA then attempts to transmit this to the non-AP STA indicated by the PeerSTAAddress parameter.

10.3.68.5 MLME-MRG.response_update
10.3.68.5.1 Function

This primitive requests the transmission of a MRG Response frame to one non-AP STA or to all members of a group address in order to update the parameters of an established MRG stream.

10.3.68.5.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-MRG.response_update(
PeerSTAAddress,
Dialog Token, 
MRGResponse)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid MAC Address

	The address of the non-AP STA or MAC entity or group address to which the MRG Response frame is to be sent.

	Dialog Token
	Integer
	0
	Set to 0 for an autonomous MRG Response frame.

	MRGResponse
	MRG Response element
	MRG Response element, as defined in 7.3.2.84
	Specifies the Ack Policy, Power Management mode and Schedule for the stream indicated by the included group address 


10.3.68.5.3 When Generated

This primitive is generated by the SME to update parameters of an MRG stream.

10.3.68.5.4 Effect of Receipt

On receipt of this primitive, the MLME constructs an MRG Response frame. The STA then attempts to transmit this to the non-AP STA or group address indicated by the PeerSTAAddress parameter.

10.3.68.6 MLME-MRG.confirm_update
10.3.68.6.1 Function

This primitive is generated by the MLME when a valid unsolicated MRG Response frame is received.

10.3.68.6.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-MRG.confirm_update(



ResultCode,



Dialog Token, 



MRGResponse)

	Name
	Type
	Valid Range
	Description

	ResultCode
	Enumeration
	SUCCESS, FAILURE
	Indicates the result of the MLME-MRG.response_update primitive.

	Dialog Token
	Integer
	0
	Set to 0 for an unsolicited MRG Response frame.

	MRGResponse
	MRG Response element
	MRG Response element, as defined in 7.3.2.84
	Specifies the Ack Policy, Power Management mode and Schedule for the stream indicated by the included group address.


10.3.68.6.3 When Generated

This primitive is generated when the STA receives an unsoliciated MRG Response frame from the AP.

10.3.64.6.4 Effect of Receipt

On receipt of this primitive the SME should operate according to the procedure in 9.2.7.3.2.

11. MLME
11.2 Power management

11.2.1.4 Power management with APSD
Change paragraphs 8 to 11  of 11.2.1.4 as follows:

A scheduled SP starts at fixed intervals of time specified in the Service Interval field. In order to use a scheduled SP for a TS when the access policy is controlled channel access, a non-AP STA shall send an ADDTS Request frame to the AP with the APSD subfield of the TS Info field in the TSPEC element set to 1. To use a scheduled SP for a TS for a AC when the access policy is contention-based channel access, a non-AP STA shall send an ADDTS Request frame to the AP with the APSD and Schedule subfields of the TS Info field in the TSPEC element both set to 1. If the APSD mechanism is supported by the AP and the AP accepts the corresponding ADDTS Request frame from the non-AP STA, the AP shall respond to the ADDTS Request frame with a response containing the Schedule element indicating that the requested service can be accommodated by the AP. A scheduled SP when the access policy is contention-based channel access for an MRG group addressed stream is also set-up according to 9.2.7.3.7. The first scheduled SP starts when the lower order 4 octets of the TSF timer equals the value specified in the Service Start Time field. A non-AP STA using scheduled SP shall first wake up at the service start time to receive a) downlink individually addressed and/or MRG-SP group addressed frames buffered and/or b) polls from the AP/HC.
 The STA shall wake up subsequently at a fixed time interval equal to the SI. The AP may modify the non-MRG service start time by indicating so in the Schedule element in ADDTS Response frame and in Schedule frames. The AP may modify the MRG service start time by indicating so in the Schedule element in the MRG Response element (see 9.2.7.3.2). In both non-MRG and MRG cases, the service start time shall be updated whenever the upper order 4 octets of the TSF timer change.
A scheduled SP begins at the scheduled wakeup time that corresponds to the SI and the service start time indicated in the Schedule element sent in response to a TSPEC or MRG Request. The STA shall wake up at a subsequent time when
(TSF – service start time) mod minimum SI = 0.
A non-MRG scheduled SP ends after the AP has attempted to transmit at least one MSDU, A-MSDU or MMPDU associated with a TS and destined for the non-AP STA, and either the frame includes the EOSP field set to 1, or the frame equals the number indicated by the Max SP Length field if the field has a nonzero value.  A scheduled SP for an MRG group ends after the AP has attempted to transmit at least one MSDU or A-MSDU associated with the MRG group and the frame includes the EOSP field set to 1.  
When a scheduled Service Period overlaps the transmission after a DTIM beacon of buffered frames (non-MRG-SP group addressed frames and frames individually addressed to non-AP STAs in PS mode), the scheduled SP is deferred until the AP has transmitted all buffered frames.
If non-MRG scheduled services periods are supported in a BSS, a STA may use both unscheduled and scheduled APSD on different ACs at the same time. Further, the MRG-SP Power Management mode may be used on any AC, irrespective of the non-MRG unscheduled or scheduled APSD flows. When a non-AP STA establishes scheduled delivery for an AC, that AC shall be considered delivery-enabled. However, the AP shall not transmit frames associated with that AC during an SP that is initiated by a trigger frame, and it shall not treat frames associated with the AC that are received from the STA as trigger frames. The AP shall decline any ADDTS Request frame that indicates the use of both scheduled and unscheduled APSD to be used on non-MRG-SP frames of the same AC at the same time.

APSD shall be used only to deliver individually addressed and MRG-SP frames to a STA. Non-MRG and non-MRG-SP frame delivery shall follow the frame delivery rules defined for group addressed frames as defined in 11.2.1.6.
Annex A

(normative) 
Protocol Implementation Conformance Statement (PICS) proforma

A.4.23 RobustAVT extensions

	Item
	Protocol Capability
	References
	Status
	Support

	Item
	Protocol Capability
	References
	Status
	Support

	AVT1
	Extended Capabilities information element
	7.3.2.27
	CFaa:M
	Yes, No, N/A

	AVT2
AVT2.1
	More Reliable Groupcast
Advanced MRG
	9.2.7.3
7.3.2.27,

9.2.7.3.6
9.10.10
	CFaa: M
CFaa: O
	Yes, No, N/A
Yes, No, N/A

	AVT4
	Stream Classification Service
	11.21.2
	CFaa:O
	Yes, No, N/A

	AVT4.1
	Event Request frame
	7.4.2.5aa
	AVT4:M
	Yes, No, N/A

	AVT4.2
	Event Report frame
	7.4.2.6aa
	AVT4:M
	Yes, No, N/A
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Abstract


This document contains the normative text to resolve CIDs 1,2,4,13,16,18,21,27,30,39 from the first internal letter ballot. It is based upon speculative D0.02.
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